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The Rise of the Empowered Consumer  
Evolutionary Phases of Experience 

Provider to User Dynamic 

User to Provider Dynamic 

Passive 
Broadcast TV, 
Web Access 

Pick 
Service 
Bundles, 
VoD 

Participate 
Interactive 
Gaming, 
Collaborative 
Services 

Produce 
Create Playlists, 
Remix, Blogs 

Connect 
One Service Fits 
All, Discrete 
Model 

Transact 
E-Wallet, 
E-Ticket 

Interact 
Personalization, 
Socialization 

Empower 
Complete 
Customization 

Experience 
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New Experience Provider Offer 
Enabling the Next Wave of Broadband 

Add Subscribers Add Value Add Services 

Parental-Control 
($5.99) 

Anti-Spam 

($5.99) 

Anti-DoS 
($5.99) 

Broadband 
Light 

$19.99 

Broadband  
4 Kids 

$24.99 

Broadband 
Basic 

$29.99 

Broadband 
Advanced 

$39.99 

Broadband 
Business 

$49.99 

Branded 
VoD 
($4.99/movie) 

Branded 
TV 
($29.99) 

Branded 
Phone 
($15.99 + LD) 
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“  The bad news is time flies. The good news is 
you are the pilot “ 

Michael Althsuler 
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Impact Of Operational Transformation 
The Evolution of the Auto Industry 

  3 USA car manufacturers  
  Horizontal business model  

  Core competencies: 

Assembly & Design 

Supply chain orchestration 

Mass customization 
Modularization 

  485 USA car manufacturers  
  Vertical business model  

  Ford Model T: 

Assembly line 

Interchangeable parts 

Mass production 
15M produced 1908-1927 

100 years ago 

Today 
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IP Application IP Commun. 

IT BU Comm. BU ACCESS BU WAN BU 

Factory-Based Service Operation 
Conceptual Overview of Service Factory 

Service  
Assembly 
 line 
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L2 VPN 

P2MP 

… 

Internet access 

LL 

Backup 

IPT 

IP Videophony 

Managed eMail 

Web hosting 

Storage 

Security 
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CRM Service inventory 

Service module 
inventory 

WAN connectivity Access connectivity 

L3 VPN xDSL access 

IPT Managed Vmail 

Service  
factories 

RM&O 

L3 VPN xDSL access IP Centrix 

Managed Vmail 
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SLA Assurance Concepts 
The Time Challenges ... 

•  MTTR / Intervention Times 

Detect Debug Repair failure 
time 

15 minutes 30-90 minutes ?? minutes 

•  Availability 
99%   < 7hrs 12 mins down / month 
99.9%  <          43 mins down / month  
99.99%  <            4 mins down / month 

 => early indicators 
=> internal vs. SLA breach Alarms 

•  Delay / Jitter 
What to guarantee ? 
Where to measure, how to measure ? 
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Cisco License Manager 2.1 
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Activation Workflow – Before CLM 

Email Key 

Cisco.com 
License Portal 

Enter  
PAK&UDI for 
all devices 

Customer 

Cisco.com 

Initiated by: 

 PAK tied to Sales Order 

Cisco 
Ordering 

Tool 

 Place Order 
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Activation Workflow - After CLM 

 PAK tied to Sales Order 

Cisco 
License 
Manager 

Send PAK & UDIs 

Cisco.com 
License Portal 

CLM 

Cisco.com 

Initiated by: 

Customer 

Receive License Keys 

Cisco 
Ordering 

Tool 

 Place Order 
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Supported Products 
1.  Cisco License Manager part numbers: 

Cisco License Manager Client and Server Software is available 
FREE of cost 
 Only via download from Cisco.com 

Optional products sold separately 
 CLM2.1-JAVA-SDK, CLM2.1-JAVA-SDK-U, CLM2.1-PERL-SDK, CLM2.1-PERL-
SDK-U 

2.  Supports Software Activation and License Management 
for 
Cisco Catalyst 3750-E and 3560-E Series Switches 
Cisco Catalyst Blade Server (CBS) 3100 Series Switches 
Cisco Modular ISRs – 2811, 2821, 2851, 3825, 3845 
Cisco Universal Gateways - AS5350XM, AS5400XM 
Cisco Fixed ISRs – C860, C880 
Cisco Unified Communications 500 Series 
Cisco Intrusion Prevention System Advanced Integration Module 
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Summary 

1.  Cisco License Manager automates Cisco software 
licensing workflows and scales to 30,000 devices 

2.  Detailed reporting capabilities aid in Audit compliance 

3.  Full functionality Java and Perl Software Development 
Kits (SDK) enable easy integration 
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E-DI 
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•   What is E-DI? 
–   Extension to the network device’s 

interface   
–   Provides 

 Enhanced Command Line user 
Interface (CLI)  

 XML Programmatic Interface 

•   What is E-DI’s main objective? 
–   Improve productivity of user and 

application device interactions 
 Device configuration 
 Trouble shooting   

–   Provide single point for 
comprehensive device configuration 

–   Provide a unified device interface 
across network devices 

–   Support existing and new Cisco 
devices 

Management 
Applications 

Interactive 
CLI Users 

Scripting 
Applications 

Various types of network devices 

E-DI as Mediation 
Gateway (Runs 
on Linux Based 
Appliance) 

scripts 

Syntax 
knowledge
base of 
supported 
devices 

Telnet   
or SSH 

NETCONF over 
SSH 

SNMP, Telnet/
SSH, Syslog 

Cisco Enhanced Device Interface – E-DI 2.1 

What is E-DI ? 
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  OS Parser Emulation 
–  CLI syntax checking &  command context validation 
–  eliminates human errors 

  Device Grouping 
–  Definition of administrative domains 
–   Access Control per administrative domain level 
–  Simplifies Configuration and Administrative tasks. 

  Group least common denominator CLI  
–  Perform group operations without risk of generating unsupported command 

  Context – Based CLI 
–  Simultaneously apply changes to one or more devices by selecting the context 
–  Single point for network configuration 

Cisco Enhanced Device Interface – E-DI 2.1 

Main Features 
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  Real-time syntax 
validation & visual 
feedback 

Cisco Enhanced Device Interface – E-DI 2.1 

IOS-like Command Line Interface 
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Cisco Enhanced Device Interface – E-DI 2.1  
Benefits 

For Customers 

1.  Reduced Network Operating Costs. 

2.  Increased Operational Efficiency and Productivity. 

3.  Reduced Training Costs – No Additional Learning for 
each new Technology or Platform. 

4.  Extendable and Customizable. 

5.  Complementary to Existing to Solutions. 

Additionally, for Developers, Integrators, SPs 

1.  Fast and Robust way to speed-up PoC, Pilot Deployments, 
Rapid Integration, Services to Early-Adopter Markets 
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Mediation at Network Level - Configuration 

Broadband Access Center (BAC) 
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Broadband Access Center – Overview 
Executive Summary 

 BAC provides a centralized and automated management 
system for service providers to control and configure home 
gateways and the IP devices behind the gateways 

 Transport technology agnostic 
 BAC strengths: 

•  Platform offering support for multiple existing and new technologies and 
residential devices: 

–  DOCSIS, PacketCable, CableHome, Satellite 
–  TR-69 ACS  
–  SIP  

•  Automation, redundancy, performance, scalability, and high availability 
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•  Supports up to 35 million devices 

•  Scalable distributed architecture 

•  Multiple provisioning options 

•  Central management 

•  Performance 

•  Reliability (Failover) 

•  APIs & Extensibility 

•  Standards Based (authors) 
•  DOCSIS, Packet Cable, CableHome 

•  TR-069 

•  SIP 

•  Technology Agnostic 
•  Cable  

•  DSL 

•  Satellite 

•  SIP 

OSS 

BAC 
Central Site 

RDU 

… … 
CableLabs DSL TR-069 SIP 

Prov Group Prov Group Prov Group 

Broadband Access Center – Overview 

Key Characteristics 
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Zero-Touch Deployment 

21 21 21 © 2003 Cisco Systems, Inc. All rights reserved. Presentation_ID 
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1.  Zero Touch Deployment automates ordering, 
configuration and deployment of Cisco CPE in large 
scale environments. 

2.  Zero Touch Deployment enables the SP to 
-   reduce time to market, thus increasing customer 

satisfaction and accelerate revenue streams 

-   reduce operational expenses and being able to reallocate 
valuable IT resources 

-   while improving reliability, security and efficiency of the 
deployment and life cycle management.  

ZTD  
What is Zero-Touch Deployment ? 
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Cisco Cisco 

Service 
Provider 

Subscriber 1 

Configuration 
Express 2 

CNS Config 
Engine 

CPE shipped  
to customer 

3 4 

1. Subscriber orders managed service from Service Provider 
2. Service Provider orders subscriber CPE online from Cisco 
3. Cisco ships customer CPE with bootstrap config. SP can track shipment online 
4. Subscriber plugs in CPE and device boots, pulls service configuration, and validates 
5. Device publishes ‘configuration success’—service is on! 
6. SP OSS workflow engine monitors events and triggers next step 

ZTD  
CNS Config Engine – 0-Touch Deployment 
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1.  CPE sends DHCP Discover 
2.  DHCP Server replies with Offer 
3.  CPE sends DHCP Request 
4.  DHCP Server replies with option 150 
5.  CPE requests network-confg file via TFTP 
6.  TFTP server sends CPE network-config 

file 

=> CPE is shipped to Customer Site 
=> Customer Order linked to CPE ID 

7.  CPE sends HTTP request to CNS-CE 
8.  CNS-CE verifies object ID 
9.  CNS-CE verifies Device ID 
10.  CNS-CE reads template from File System 
11.  CNS-CE sends Config 

(Config = template + parameters from LDAP) 
12.  Successful event 
13.  Publish success event 
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P 
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ZTD  
Zero-Touch Deployment 
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  Generic ConfigExpress Template   
- No customer-specific, service-specific, site-specific preconfig 
- No unpack  config  repack exercise 
- Logistics advantages of handling generic devices 

  Automated & Secured Bootstrap  
- reduced field-force training & on-site time 
- improved provisioning quality 
- improved provisioning security / privacy 

  Monitored Boostrap Process 
- events can trigger higher layer OSS, no ‚SMS-handshake‘ 
- fault monitored deployment process 
- allows for reporting on deployment lead times 

  Others 
- fast deployment 
- addressing modular router challenges 
- up-/downgrade from unknown IOS image 
- works without knowing CPE IP address 

ZTD  
Typical Savings Areas 
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  Key Input Figures 

ZTD  
ROI Calculation – Examples 1/2 
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  Sample Results Summary   

 Process Variations (phase 1, 2, 3) to be taken into account 

 To be calculated based on your figures & projected optimisation   

ZTD  
ROI Calculation – Examples 2/2 
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… thank you … 

nlouwere@cisco.com 


