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Check Out Cisco’s Updated VPN and Security Partner Page 

Be sure to check out the VPN and Security Partner Page for the latest information on products, promotions, newsletter archives, and lots more!

www.cisco.com/partner/vsec/

Cisco / iPass Remote Access Promotion!

ATTENTION RESELLERS: Sell a Cisco VPN 3000 Concentrator and iPass Global Remote Access Services and earn a referral bonus up to $3,000 !

Plus, your customer can get a free month of iPass service – up to $5,000 Savings!

Now you can propose a complete remote access VPN solution with the VPN 3000 Concentrator and iPass Global Remote Access Services.  And, if you sell a VPN 3000 Concentrator, you can earn up to a U.S. $3,000 referral bonus from iPass, the leader in global remote access services.  Plus, your customer will be eligible a free month of service – for up to $5,000 in savings!

To qualify:  

1) Sell a Cisco VPN 3000 Concentrator 

2) Refer the Customer to iPass

3) If a customer purchases both a VPN 3000 Concentrator and iPass Corporate Access:

   a) Your customer will receive a free month of service on iPass Corporate Access (up to $5,000)

   b) You will also receive up to a $3,000 referral bonus from iPass   

The VPN 3000 Concentrator and iPass service is a great value. Designed to work together, they deliver faster deployment and simplify use by offering “auto-launch” functionality.   And with the world’s largest remote access network, iPass extends the reach of the VPN 3000 Concentrator by providing access via local calls virtually anywhere in the world through one simple interface.

Cisco will be conducting a direct marketing e-mail campaign to Cisco Customers announcing the  free month (up to $5,000) starting on June 27.  

This special offer begins June 27, 2001 and ends October 31, 2001. For details, sales information and presentations, please visit  the following urls:

http://www.cisco.com/partner/vsec/program_promotions.html
http://www.ipass.com/cisco_vpnpromo/

Four New 2600/3600 VPN Router Bundles – Now Available!

Four new VPN Router bundles are available based on the award-winning Cisco 2600 and 3600 modular multiservice router platforms provide easy-to-order solutions to meet customers' VPN networking needs, . These VPN bundles enable customers to order, using one part number, a Cisco VPN Router with all the necessary VPN components at a reduced price compared to ordering each component separately. . Each VPN Bundle can also include additional WAN modules ordered with it. While the VPN Bundles are available in both a 56DES and 3DES versions, all 56 DES bundles can be easily updated to a 3DES license if desired in the future.

Bundles:

C2611-2EVPN Cisco 2611 Router, Dual 10/100, AC, AIM-VPN/BP, IOS Plus FW/IPSec List Price: $4,995 

C2651-2FEVPN Cisco 2651 Router, Dual 10/100, AC, AIM-VPN/EP, IOS Plus FW / IPSec List Price: $6,995 

C3640-2FEVPN Cisco 3640 Router, Dual 10/100, AC, NM-VPN/MP, IOS Plus FW/IPSec List Price: $12,995 

C3662-2FEVPN Cisco 3662 Router, Dual 10/100, AC, AIM-VPN/HP, IOS Plus FW/IPSec List Price: $14,995

For more information on these new 2600/3600 VPN Router Bundles, check out the following url:

http://www.cisco.com/warp/public/cc/pd/rt/2600/prodlit/index.shtml
Intrusion Detection Sales Kit – Now Available!

The IDS Sales Kit & Partner Pack is a CD that contains information that resellers may use as a sales tool for their customers. This CD contains data sheets, an IDS planning guide, pricing information, press releases, and sample configurations. It also includes an IDS Executive Briefing Presentation, video presentations of sensors & management consoles, tutorials, and extensive information about partner products and services. It is available at no charge to resellers. The CD is currently available on Cisco Marketplace.

Part Number             Product Description               Price

Lit # 955583            IDS Sales Kit & Partner Pack    $0

1. Login to http://www.cisco.com
2. At the top of page green button (login)

3. Online Ordering.

4. Purple button on left page (Printed Information Store)

5. Purple button on left page (Place an Order)

6. Enter part as (955583) hit search button

(the standard information in the other fields does not need to be updated)

7. Click on underline part LIT-955583.

Featured AVVID Partner of the Month: Sygate 

Sygate provides enterprise-class software solutions that protect network assets by securing corporate laptops, workstations, and servers from intrusion and misuse. The Sygate Secure Enterprise 2.0 suite is the ideal solution to secure mobile and remote workers, wireless and VPN deployments, and internal workstations or servers. Sygate Secure Enterprise 2.0 complements Cisco’s VPN 3000 and 5000 concentrator series, PIX firewall, and Cisco Aironet 340 and 350 products by providing host-based firewall, intrusion detection, and policy enforcement capabilities.

Product Highlights:

· VPN enforcement - verify VPN users are running Sygate Security Agent

· Application fingerprinting - prevent masquerading using cryptographic fingerprint
· Multiple-server architecture - automatically replicate user information and policy
· Directory server integration - import user information from LDAP and NT Domain
· Inherited group structure - automate the policy deployment process 

Today’s enterprise network extends far beyond the reach of the corporate office into employee homes, hotels, and customer networks, where users are often unprotected. Sygate Secure Enterprise completes Cisco’s security offerings by securing each host within the enterprise, thus eliminating the weakest link. 

Sygate offers generous channel discounts, promotions, and training, specifically designed for Cisco channel partners.

To learn more about Sygate Secure Enterprise, visit:

www.sygate.com/cisco/securitypartners.htm

VPN 3002 Hardware Client – Not-for-resale Promotion – through August 31, 2001

Cisco is pleased to announce that the Cisco VPN 3002 Hardware Client is now available. The VPN 3002 is a hardware version of the new Cisco VPN Client Release 3.0. It emulates a software client in hardware. Customers like to use this solution because it allows simple, highly scalable and reliable VPN deployment in a variety of applications, across all operating systems without altering the workstation or PC. It also dramatically reduces support expenditures for VPN environments. 

One NFR VPN 3002 Hardware Client will be offered to resellers at the NFR price for the qualifying period (June 15, 2001 – August 31, 2001).  Resellers are eligible to buy one of each model of the 3002 – the dual Ethernet model (CVPN3002-BUN-K9) and the 8 port switch model (CVPN3002-8E-BUN-K9).

PROGRAM GUIDELINES

One-time only, per location purchase. Additional units for multi-site partners available upon approval by Cisco. Contact Bruce Johnson (brucej@cisco.com) for approval. Additional units remain not-for-resale.

Cannot be combined with any other promotion or discount.   

Subject to change or withdrawal at any time without prior written notification.

This program expires 08/31/01.

PRICING

CVPN3002-BUN-K9 

List Price - $995
Reseller NFR Price - $400

Cisco VPN 3002 Hardware Client includes hardware, software and US power cord
CVPN3002-8E-BUN-K9

List Price - $1195
Reseller NFR Price - $486

Cisco VPN 3002 Hardware Client with 8 port switch includes hardware, software and US power cord

HOW TO ORDER

Orders Through US Distribution:

To order the Not-for-Resale Kit, the reseller will contact one of our US distribution partners. The Authorized Distribution partners in the US are Comstor, Ingram, and TechData. When contacting the distributor, the reseller will reference the promotion bulletin, Promo-000564, to receive the Not For Resale discount.

For Purchases Direct from Cisco 

1. Customer must clearly note (CVPNNFR-584) on the Purchase Order 

2. Place the order with your Cisco Customer Service Representative.

Purchases Direct from Cisco via Cisco's Networking Products MarketPlace (NPM)

1. Select Order Type as “Trade-In/Promotional Order” and fill in basic order Info then Click Continue

2. Select “Header Details” tab and select "Promotional Program" as the type of program

3. Enter (CVPNNFR-584) in the "CTMP Quote#/Promotional Program Name " field

4. Enter the total net credit per the program details in the "Credit Amount" field.  

5. Click Save Order and then continue to enter per standard ordering procedures.

Double Trade-In Values on Check Point and Nokia Expire July 31st!

This extremely successful double trade-in program for Check Point and Nokia products expires July 31, 2001.  Don’t miss this opportunity to get these very aggressive trade-in values!

==================================================================

Contact :                        
John Lopez, johlopez@cisco.com, 408-853-6756

Availability :                    
Worldwide Sales, Partners and Resellers

Effective Start Date:
For purchases and trade-ins after March 11, 2001

End Date:                 
July 31, 2001 

==================================================================

Overview

The Check Up on Check Point Competitive Technology Migration Program (CTMP) gives you the opportunity to win back competitive Firewall and VPN business from competitors like Check Point and Nokia. Cisco Systems  provides financial incentives when Check Point software and Nokia VPN equipment is traded-in for Cisco PIX firewalls. Customers will receive DOUBLE the previous trade-in value of competitive equipment. 

NOTE: all United States Export laws are still applicable with regard to shipment of encryption hardware and software.

==================================================================

Product Eligibility and Trade-In Values 

Competitive products eligible for this Double Trade-In Discount using CTMP include: 

                                                                       

Trade-In    

Products From                                             

Credit Received

==================================================================

Any Check Point version of FW-1/VPN-1            

up to 31 percent off list price

Any Nokia IP series VPN appliance                

up to 31 percent off list price

Any combination of the above



up to 31 percent off list price

Eligible PIX Firewall Products

==================================================================

Cisco PIX 515

Any product version

Cisco PIX 525

Any product version

Cisco PIX 535

Any product version

NOTE: The Cisco PIX 506 is not Included In This "Double Trade-In" Promotion.

==================================================================

For More Information

The specific CTMP discount amount will vary depending on the value of the competitive equipment traded and the Cisco PIX Firewall product purchased.  The discount is subject to a maximum Cisco PIX Firewall list price. Please use the CTMP calculator to view exact discount amounts:  

==================================================================

CTMP Calculator Website


http://www.cisco.com/cgi-bin/front.x/CTMP/ctmpServlet/TradeInView

TriHealth Using the New VPN 3002 Hardware Client to comply with HIPAA Requirements

TriHealth, based in Cincinnati, in compliance with the HIPAA requirements for encrypting traffic and authenticating users has just added the Cisco VPN Hardware Client to their network. TriHealth's VPN when completed later this year, will connect its 80 affiliate physician's offices and hospitals across three states. Another compelling reason for the VPN was to replace the old frame relays which were too costly and slow. Now, with the Cisco VPN solution, a TriHealth radiologist can download  20 images in one minute via cable modem on a VPN vs. a long drive to the hospital to view each and every X ray and MRI scanned image.

For more information check out the url below:

http://www.networkcomputing.com/1212/1212centerfoldtext.html
Cisco SAFE Blueprint – Sales Tools – Now Available 

The SAFE Blueprint is a flexible, dynamic blueprint for security and VPN networks, based on the Cisco Architecture for Voice, Video and Integrated Data (AVVID), that enables businesses to securely and successfully take advantage of e-business economies and compete in the Internet economy.

Cisco Systems has significantly enhanced the SAFE Blueprint, and has extended network security and VPN options to small branch offices, teleworkers, and small-to-medium networks.

Now we are announcing the availability of several tools that make it easier for resellers and customers to use the SAFE Blueprint.

Beginner's Guide:  Security 101 targeted for a new sys admin or Network Manager.

Overview Video:  Want a quick snapshot of SAFE but don't need a deluge of more powerpoint slides? Watch VPN and Security VP Richard Palmer present the SAFE message in only 2 minutes!  

Customer Case Studies:  Several customer testimonials captured on video including: Financial Consulting (Motley Fool), Healthcare (Chimenet), and Internet Hosting Services (Exodus) 

Interactive SAFE Blueprint:  Provides an easy to navigate the SAFE White Paper.  Divided into functional modules for scalable, prioritized deployment, the Cisco SAFE Blueprint is designed to mitigate threats specific to each area of the network. The interactive SAFE Blueprint makes it easy to find your way around the SAFE Whitepaper. 

Check out these new SAFE Sales Tools on CCO:

www.cisco.com/go/safe

New Cisco Enhanced Performance VPN Module Available for Cisco 2600 
The Cisco 2600 product team is pleased to announce the availability of a new Virtual Private Network (VPN) module for the Cisco 2600 series multi-service access routers. The new VPN Module AIM-VPN/EP (Enhanced Performance) is available now!

This new VPN Module is available in addition to the current AIM-VPN/BP (Base Performance) Module. Both Modules will work in all 2600 series routers; however,  the AIM-VPN/EP brings added performance to the high performance 2650 Series.

This card supports throughput of 4Mbps to 14Mbs in a 2650 (with 256 and 1400 byte packets) and up to 800 Tunnels.

The combination of the 2650 + AIM-VPN/EP + IOS IPSec + IOS FW/IDS makes the ideal multi-service Router + Firewall + VPN Solution

Product Number and Description :

Cisco Part number: AIM-VPN/EP

Description: DES/3DES VPN Encryption Module for 2600-Enhanced

Performance

US List Price: $2,000

New Cisco VPN Device Manager (VDM) Now Available for 7100 and 7200

Cisco VPN Device Manager (VDM) is now available for the 7100 and 7200 router families.  VDM is used to manage and configure site-to-site VPNs from a central site running on a single device from a web browser.  This allows the network administrator to configure multiple VPN tunnel connections from the corporate head-end and view changes in real time. By simply downloading a Java applet, the Cisco VPN Device Manager configures IPSEC on the 7100 and 7200 router’s flash memory. VDM is available free of charge and can be downloaded by customers directly from the CCO Software Center, or can be included when they order their routers.

In future releases the Cisco VPN Device Manager will also be available for the lower end IOS platforms .
Now Available for Immediate Download – Two New Cisco Security Guides!

We have just completed two new concise guides to educate customers and resellers on the basics of network security.  The first, “A Beginner’s Guide to Security,” is designed for true network security novices.  It explains why security is so important, the types of threats to which networks are vulnerable, and the general technologies that are available to protect networks.   

The second piece, “Cisco Network Security Primer,” is geared toward corporate executives who are looking to learn why they should invest in security solutions.  The Primer describes the threats to networks and the potential costs of intrusions. It provides an overview of how to build a security infrastructure, based on the Cisco SAFE blueprint; and it describes the types of security technology and Cisco security products that are available.  These collateral pieces are in PDF format for easy downloading and printing and are ideal for resellers and customers seeking a quick lesson on network security.

A printable PDF format is available from the following URLs:

“A Beginner’s Guide to Security:”  http://www.cisco.com/warp/public/cc/so/neso/sqso/beggu_pl.pdf
“Cisco Network Security Primer:”  http://www.cisco.com/warp/public/cc/so/neso/sqso/netsp_pl.htm
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