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Preface

• Audience, on page xcv
• Conventions, on page xcv
• Related Documentation, on page xcvii
• Documentation Feedback, on page xcvii
• Communications, Services, and Additional Information, on page xcvii

Audience
This guide is intended primarily for data center administrators who use Cisco UCS Director and who have
responsibilities and expertise in one or more of the following:

• Server administration

• Storage administration

• Network administration

• Network security

• Virtualization and virtual machines

Conventions
IndicationText Type

GUI elements such as tab titles, area names, and field labels appear in this font.

Main titles such as window, dialog box, and wizard titles appear in this font.

GUI elements

Document titles appear in this font.Document titles

In a Text-based User Interface, text the system displays appears in this font.TUI elements

Terminal sessions and information that the system displays appear in this
font.

System output
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IndicationText Type

CLI command keywords appear in this font.

Variables in a CLI command appear in this font.

CLI commands

Elements in square brackets are optional.[ ]

Required alternative keywords are grouped in braces and separated by vertical
bars.

{x | y | z}

Optional alternative keywords are grouped in brackets and separated by vertical
bars.

[x | y | z]

A nonquoted set of characters. Do not use quotation marks around the string or
the string will include the quotation marks.

string

Nonprinting characters such as passwords are in angle brackets.< >

Default responses to system prompts are in square brackets.[ ]

An exclamation point (!) or a pound sign (#) at the beginning of a line of code
indicates a comment line.

!, #

Means reader take note. Notes contain helpful suggestions or references to material not covered in the
document.

Note

Means reader be careful. In this situation, you might perform an action that could result in equipment damage
or loss of data.

Caution

Means the following information will help you solve a problem. The tips information might not be
troubleshooting or even an action, but could be useful information, similar to a Timesaver.

Tip

Means the described action saves time. You can save time by performing the action described in the paragraph.Timesaver

IMPORTANT SAFETY INSTRUCTIONS

This warning symbol means danger. You are in a situation that could cause bodily injury. Before you work
on any equipment, be aware of the hazards involved with electrical circuitry and be familiar with standard
practices for preventing accidents. Use the statement number provided at the end of each warning to locate
its translation in the translated safety warnings that accompanied this device.

SAVE THESE INSTRUCTIONS

Warning
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Related Documentation
Cisco UCS Director Documentation Roadmap

For a complete list of Cisco UCS Director documentation, see the Cisco UCS Director Documentation
Roadmap available at the following URL: http://www.cisco.com/en/US/docs/unified_computing/ucs/
ucs-director/doc-roadmap/b_UCSDirectorDocRoadmap.html.

Cisco UCS Documentation Roadmaps

For a complete list of all B-Series documentation, see theCiscoUCS B-Series Servers Documentation Roadmap
available at the following URL: http://www.cisco.com/go/unifiedcomputing/b-series-doc.

For a complete list of all C-Series documentation, see theCiscoUCSC-Series Servers Documentation Roadmap
available at the following URL: http://www.cisco.com/go/unifiedcomputing/c-series-doc.

The Cisco UCS B-Series Servers Documentation Roadmap includes links to documentation for Cisco UCS
Manager and Cisco UCS Central. The Cisco UCS C-Series Servers Documentation Roadmap includes links
to documentation for Cisco Integrated Management Controller.

Note

Documentation Feedback
To provide technical feedback on this document, or to report an error or omission, please send your comments
to ucs-director-docfeedback@cisco.com. We appreciate your feedback.

Communications, Services, and Additional Information
• To receive timely, relevant information from Cisco, sign up at Cisco Profile Manager.

• To get the business impact you’re looking for with the technologies that matter, visit Cisco Services.

• To submit a service request, visit Cisco Support.

• To discover and browse secure, validated enterprise-class apps, products, solutions and services, visit
Cisco Marketplace.

• To obtain general networking, training, and certification titles, visit Cisco Press.

• To find warranty information for a specific product or product family, access Cisco Warranty Finder.

Cisco Bug Search Tool

Cisco Bug Search Tool (BST) is a web-based tool that acts as a gateway to the Cisco bug tracking system
that maintains a comprehensive list of defects and vulnerabilities in Cisco products and software. BST provides
you with detailed defect information about your products and software.
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ACI MSC - Application Profile Operations

This chapter contains the following sections:

• ACI MSC - Add Application Profile to Template, on page 2
• ACI MSC - Remove Application Profile from Template, on page 3

Cisco UCS Director Task Library Reference, Release 6.7
1



ACI MSC - Add Application Profile to Template
Summary

ACI MSC - Add Application Profile to Template.
Description

This task creates a Application Profile from the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchemaTemplate
Identity

Select a templateTemplate Name

Ygen_text_inputProvide the name of the
application profile

Display Name

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Application Profile
Name

APPLICATION_PROFILE_
NAME

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY
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ACI MSC - Remove Application Profile from Template
Summary

ACI MSC - Remove Application Profile from Template.
Description

This task deletes a Application Profile from the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchema
ApplicationProfileIdentity

Select application profile nameApplication Profile Name

YThis input is a label only. It
does not take a value.

Do you want to delete the
selected Application Profile?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Application Profile
Name

APPLICATION_PROFILE_
NAME

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY
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ACI MSC - Bridge Domain Operations

This chapter contains the following sections:

• ACI MSC - Add Bridge Domain to Template, on page 6
• ACI MSC - Add L3 Out to Site Bridge Domain, on page 8
• ACI MSC - Add Subnet to Bridge Domain, on page 9
• ACI MSC - Add Subnet to Site Bridge Domain, on page 10
• ACI MSC - Remove Bridge Domain from Template, on page 12
• ACI MSC - Remove L3 out from Site Bridge Domain, on page 13
• ACI MSC - Remove Subnet from Bridge Domain, on page 14
• ACI MSC - Remove Subnet from Site Bridge Domain, on page 15
• ACI MSC - Update Bridge Domain to Template, on page 16
• ACI MSC - Update Subnet to Bridge Domain, on page 18
• ACI MSC - Update Subnet to Site Bridge Domain, on page 19
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ACI MSC - Add Bridge Domain to Template
Summary

ACI MSC - Add Bridge Domain to Template.
Description

This task adds the Bridge Domain to ACI Multi-Site Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchema
TemplateIdentity

Select a template nameTemplate Name

Ygen_text_inputProvide the name of the bridge domainDisplay Name

YMSCDeviceSchema
VRFIdentity

Select a VRFVirtual Routing &
Forwarding

BooleanCheck to enable L2Stretch. By default
this field is checked.

L2Stretch

BooleanCheck to enable
Intersitebumtrafficallow. By default
this field is checked.

Intersitebumtrafficallow

BooleanCheck to enable
Optimizewanbandwidth. By default
this field is checked.

Optimizewanbandwidth

ACIMultiSiteL2Unicast
Identity

Select L2unknownunicast. The default
value is proxy.

L2unknownunicast

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
Identity

ACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_TEMPLATE_
NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Bridge Domain NameACI_MULTI_SITE_BRIDGE_
DOMAIN

ACIMultiSiteBDIdentityACIMulti-site Bridge Domain IdentityACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY
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TypeDescriptionOutput

ACIMultiSiteSite
BDIdentity

ACI Multi-site Site Bridge Domain
Identity

ACI_MULTI_SITE_SITE_
BRIDGE_DOMAIN_IDENTITY
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ACI MSC - Add L3 Out to Site Bridge Domain
Summary

ACI MSC - Add L3 Out to Site Bridge Domain.
Description

This task will allow User to add L3 out to the Site Bridge Domain of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteSiteBDIdentityBridge Domain NameBridge Domain Name

YACIMultiSiteIdentityProvide Site NameSite Name

YMSC_DEVICE_EXTERNAL_EPG_
L3OUT_IDENTITY

Select the l3outl3out Name

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputACI Multi-site Bridge Domain NameACI_MULTI_SITE_BRIDGE_
DOMAIN

ACIMultiSiteBDIdentityACI Multi-site Bridge Domain
Identity

ACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY

ACIMultiSiteL3OutToSite
BDIdentity

ACI Multi-site L3 Out to Site Bridge
Domain Identity

L3OUT_TO_BRIDGE_
DOMAIN_IDENTITY

MSC_DEVICE_
EXTERNAL_EPG_L3OUT_
IDENTITY

ACI Multi-site L3OUT IdentityL3OUT_IDENTITY
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ACI MSC - Add Subnet to Bridge Domain
Summary

ACI MSC - Add Subnet to Bridge Domain.
Description

This task will allow User to add Subnet to the Bridge Domain of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSite
BDIdentity

Select a bridge domain nameBridge Domain
Name

Ygen_text_inputProvide a gateway IP in this format: valid
ip/prefix length. For example: 31.31.31.1.

Gateway IP

gen_text_inputProvide additional descriptive information
of the subnet to bridge domain

Description

MSCSubnetTo
BDScopeType

Select a scope. The default value is Private
to VRF.

Scope

BooleanCheck to enable shared between VRFs. The
default value is unchecked.

Shared Between
VRFs

BooleanCheck to enable no default SVI gateway.
The default value is unchecked.

No Default SVI
Gateway

BooleanCheck to enable querier. The default value
is unchecked.

Querier

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

ACIMultiSiteBDIdentityACI Multi-site Bridge Domain
Identity

ACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY

gen_text_inputACIMulti-site BridgeDomainNameACI_MULTI_SITE_BRIDGE_
DOMAIN

ACIMultiSiteSubnetTo
BDName

ACI Multi-site Bridge Domain
Identity

SUBNET_TO_BRIDGE_
DOMAIN

ACIMultiSiteSubnetTo
BDIdentity

ACI Multi-site Subnet to Bridge
Domain Identity

SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
9

ACI MSC - Bridge Domain Operations
ACI MSC - Add Subnet to Bridge Domain



ACI MSC - Add Subnet to Site Bridge Domain
Summary

ACI MSC - Add Subnet to Site Bridge Domain.
Description

This task will allow User to add Subnet to the Site Bridge Domain of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteSite
BDIdentity

Select a bridge domain nameBridge Domain
Name

YACIMultiSiteIdentityProvide Site NameSite Name

Ygen_text_inputProvide a gateway IP in this format: valid
ip/prefix length. For example: 31.31.31.
1/12.

Gateway IP

gen_text_inputProvide additional descriptive information
for the subnet to site bridge domain

Description

MSCSubnetToBDScope
Type

Select a scope. The default value is Private
to VRF

Scope

BooleanCheck to enable shared between VRFs.
The default value is unchecked.

Shared Between
VRFs

BooleanCheck to enable no default SVI gateway.
The default value is unchecked.

No Default SVI
Gateway

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputACI Multi-site Bridge Domain NameACI_MULTI_SITE_BRIDGE_
DOMAIN

ACIMultiSiteBDIdentityACI Multi-site Bridge Domain
Identity

ACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY
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TypeDescriptionOutput

ACIMultiSiteSubnetTo
BDName

ACI Multi-site Bridge Domain
Identity

SUBNET_TO_BRIDGE_
DOMAIN

ACIMultiSiteSubnetTo
BDIdentity

ACI Multi-site Subnet to Bridge
Domain Identity

SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY

ACIMultiSiteSubnetToSite
BDIdentity

ACI Multi-site Subnet to Site Bridge
Domain Identity

SUBNET_TO_SITE_BRIDGE_
DOMAIN_IDENTITY
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ACI MSC - Remove Bridge Domain from Template
Summary

ACI MSC - Remove Bridge Domain from Template.
Description

This task deletes a Bridge Domain from the ACI Multi-Site Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSite
BDIdentity

Select a bridge domainBridge Domain Name

YThis input is a label only. It does
not take a value.

Do you want to delete the
selected Bridge Domain?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
Identity

ACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Bridge Domain NameACI_MULTI_SITE_BRIDGE_
DOMAIN

ACIMultiSiteBDIdentityACIMulti-site Bridge Domain IdentityACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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ACI MSC - Remove L3 out from Site Bridge Domain
Summary

ACI MSC - Remove L3 Out from Site Bridge Domain.
Description

This task will allow the User to remove L3 Out from Site Bridge Domain of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteL3OutTo
SiteBDIdentity

L3 OutL3 Out

YDo you want to remove the L3
Out from selected Bridge
Domain?

Do youwant to remove the L3
Out from selected Bridge
Domain?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchema
Identity

ACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputACI Multi-site Bridge Domain NameACI_MULTI_SITE_BRIDGE_
DOMAIN

ACIMultiSiteBDIdentityACIMulti-site Bridge Domain IdentityACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY

ACIMultiSiteL3OutToSite
BDIdentity

ACI Multi-site L3 Out to Site Bridge
Domain Identity

L3OUT_TO_BRIDGE_
DOMAIN_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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ACI MSC - Remove Subnet from Bridge Domain
Summary

ACI MSC - Remove Subnet from Bridge Domain.
Description

This task will allow the User to remove Subnet from Bridge Domain of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteSubnetTo
BDIdentity

Select a gateway IP to be removed
from bridge domain

Gateway IP

YThis input is a label only. It does
not take a value.

Do you want to remove the
Subnet from selected Bridge
Domain?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

ACIMultiSiteBDIdentityACIMulti-site BridgeDomain IdentityACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY

gen_text_inputACI Multi-site Bridge Domain NameACI_MULTI_SITE_BRIDGE_
DOMAIN

ACIMultiSiteSubnetTo
BDName

ACIMulti-site BridgeDomain IdentitySUBNET_TO_BRIDGE_
DOMAIN

ACIMultiSiteSubnetTo
BDIdentity

ACI Multi-site Subnet to Bridge
Domain Identity

SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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ACI MSC - Remove Subnet from Site Bridge Domain
Summary

ACI MSC - Remove Subnet from Site Bridge Domain.
Description

This task will allow the User to remove Subnet from Site Bridge Domain of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteSubnetTo
SiteBDIdentity

Select a gateway IP to be removed
from site bridge domain

Gateway IP

YThis input is a label only. It does
not take a value.

Do you want to remove the
Subnet from selected Bridge
Domain?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputACI Multi-site Bridge Domain NameACI_MULTI_SITE_BRIDGE_
DOMAIN

ACIMultiSiteBDIdentityACI Multi-site Bridge Domain
Identity

ACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY

ACIMultiSiteSubnetTo
BDName

ACI Multi-site Bridge Domain
Identity

SUBNET_TO_BRIDGE_
DOMAIN

ACIMultiSiteSubnetTo
BDIdentity

ACI Multi-site Subnet to Bridge
Domain Identity

SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY

ACIMultiSiteSubnetToSite
BDIdentity

ACI Multi-site Subnet to Site Bridge
Domain Identity

SUBNET_TO_SITE_BRIDGE_
DOMAIN_IDENTITY
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ACI MSC - Update Bridge Domain to Template
Summary

ACI MSC - Update Bridge Domain to Template.
Description

This task updates a Bridge Domain from the ACI Multi-Site Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteBDIdentitySelect a bridge domainBridge Domain

Ygen_text_inputProvide the name of the bridge
domain

Display Name

YMSCDeviceSchema
VRFIdentity

Select a VRFVirtual Routing &
Forwarding

BooleanCheck to enable L2Stretch. By default
this field is checked.

L2Stretch

BooleanCheck to enable
Intersitebumtrafficallow. By default
this field is checked.

Intersitebumtrafficallow

BooleanCheck to enable
Optimizewanbandwidth. By default
this field is checked.

Optimizewanbandwidth

ACIMultiSiteL2Unicast
Identity

L2unknownunicastL2unknownunicast

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
Identity

ACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_TEMPLATE_
NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Bridge Domain NameACI_MULTI_SITE_BRIDGE_
DOMAIN

ACIMultiSiteBDIdentityACIMulti-site Bridge Domain IdentityACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY
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TypeDescriptionOutput

ACIMultiSiteSite
BDIdentity

ACI Multi-site Site Bridge Domain
Identity

ACI_MULTI_SITE_SITE_
BRIDGE_DOMAIN_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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ACI MSC - Update Subnet to Bridge Domain
Summary

ACI MSC - Update Subnet to Bridge Domain.
Description

This task updates a subnet to the ACI Multi-Site Bridge Domain.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteSubnetTo
BDIdentity

SubnetSubnet

Ygen_text_inputGateway IPGateway IP

gen_text_inputDescriptionDescription

MSCSubnetToBDScopeTypeScopeScope

BooleanShared Between VRFsShared Between VRFs

BooleanNo Default SVI GatewayNo Default SVI Gateway

BooleanQuerierQuerier

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputACI Multi-site Bridge Domain NameACI_MULTI_SITE_BRIDGE_
DOMAIN

ACIMultiSiteBDIdentityACIMulti-site BridgeDomain IdentityACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY

ACIMultiSiteSubnetTo
BDName

ACIMulti-site BridgeDomain IdentitySUBNET_TO_BRIDGE_
DOMAIN

ACIMultiSiteSubnetTo
BDIdentity

ACI Multi-site Subnet to Bridge
Domain Identity

SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY
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ACI MSC - Update Subnet to Site Bridge Domain
Summary

ACI MSC - Update Subnet to Site Bridge Domain.
Description

This task will allow the User to update Subnet to Site Bridge Domain of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteSubnetTo
SiteBDIdentity

Select a subnetSubnet

Ygen_text_inputProvide a gateway IP in this format: valid
ip/prefix length. For example: 31.31.31.
1/12.

Gateway IP

gen_text_inputProvide additional descriptive information
of the subnet to bridge domain

Description

MSCSubnetToBDScope
Type

Select a scope. The default value is Private
to VRF.

Scope

BooleanCheck to enable shared betweenVRFs. The
default value is unchecked.

Shared Between
VRFs

BooleanCheck to enable no default SVI gateway.
The default value is unchecked.

No Default SVI
Gateway

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputACI Multi-site Bridge Domain NameACI_MULTI_SITE_BRIDGE_
DOMAIN

ACIMultiSiteBDIdentityACI Multi-site Bridge Domain
Identity

ACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY

ACIMultiSiteSubnetTo
BDName

ACI Multi-site Bridge Domain
Identity

SUBNET_TO_BRIDGE_
DOMAIN
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TypeDescriptionOutput

ACIMultiSiteSubnetTo
BDIdentity

ACI Multi-site Subnet to Bridge
Domain Identity

SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY

ACIMultiSiteSubnetToSite
BDIdentity

ACI Multi-site Subnet to Site Bridge
Domain Identity

SUBNET_TO_SITE_BRIDGE_
DOMAIN_IDENTITY
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ACI MSC - Contract Operations

This chapter contains the following sections:

• ACI MSC - Add Contract to Template, on page 22
• ACI MSC - Add Filter to Contract, on page 23
• ACI MSC - Add Service Graph to Contract, on page 24
• ACI MSC - Remove Contract from Template, on page 29
• ACI MSC - Remove Filter from Contract, on page 30
• ACI MSC - Remove Service Graph From Contract, on page 31
• ACI MSC - Update Contract to Template, on page 32
• ACI MSC - Update Filter to Contract, on page 33
• ACI MSC - Update Service Graph to Contract, on page 34
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ACI MSC - Add Contract to Template
Summary

ACI MSC - Add Contract to Template.
Description

This task will allow the User to add Contract to the ACI Multi-Site Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchema
TemplateIdentity

Select a template nameTemplate Name

Ygen_text_inputProvide the name of the contractDisplay Name

gen_text_inputProvide the scope of a service contract
between two or more EPGs. The scope

Scope

can be one of the following: vrf,
application-profile, tenant, or global. The
default is vrf.

ACIMultiSiteFilterIdentitySelect Filter NameFilter Name

gen_text_inputSelect Directive, The default value is none.Directive

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

ACI_MULTI_SITE_
DATACENTER

gen_text_inputIP address of the ACI Multi-Site device
on which the selected operation was
performed

ACI_MULTI_SITE_DEVICE_
IP

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

gen_text_inputACI Multi-Site Contract NameCONTRACT_NAME

ACIMultiSiteContract
Identity

ACI Multi-Site Contract IdentityCONTRACT_IDENTITY

ACIMultiSiteFilter
Identity

ACI Multi-Site Filter IdentityFILTER_IDENTITY

ACIMultiSiteFilterTo
ContractIdentity

ACI Multi-Site Filter to Contract IdentityFILTER_TO_CONTRACT_
IDENTITY
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ACI MSC - Add Filter to Contract
Summary

ACI MSC - Add Filter to Contract.
Description

This task will allow the User to add Filter to the Contract of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteContract
Identity

Select a contract nameContract Name

YACIMultiSiteFilterIdentitySelect a Filter nameFilter Name

gen_text_inputProvide a directive. The filter directives
assigned to the taboo contract can be
one of the following: log, none

Directive

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACIMulti-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

ACIMultiSiteContractIdentityACI Multi-Site Contract IdentityCONTRACT_IDENTITY

ACIMultiSiteFilterIdentityACI Multi-Site Filter IdentityFILTER_IDENTITY

ACIMultiSiteFilterToContract
Identity

ACI Multi-Site Filter to Contract
Identity

FILTER_TO_CONTRACT_
IDENTITY
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ACI MSC - Add Service Graph to Contract
Summary

ACI MSC - Add Service Graph to Contract.
Description

This task adds a service graph to a contract of an ACI multi-site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteContract
Identity

Select a ContrantContract Name

YACIMultiSiteService
GraphIdentity

Select a Service Graph to
associate to the contract

Select Service Graph

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE1 -
CONSUMERCONNECTOR]

BooleanCheck to enable route peering.
The default value is false.

Route Peering [NODE1 -
PROVIDER CONNECTOR]

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE1 -
PROVIDER CONNECTOR]

MSC_DEVICE_
External_EPG_
IDENTITY

Select an External EPGExternal EPG [NODE1 -
PROVIDER CONNECTOR]

BooleanCheck to enable route peering.
The default value is false.

Route Peering [NODE2 -
CONSUMERCONNECTOR]

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE2 -
CONSUMERCONNECTOR]

MSC_DEVICE_
External_EPG_
IDENTITY

Select an External EPGExternal EPG [NODE2 -
CONSUMERCONNECTOR]

BooleanCheck to enable route peering.
The default value is false.

Route Peering [NODE2 -
PROVIDER CONNECTOR]

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE2 -
PROVIDER CONNECTOR]

MSC_DEVICE_
External_EPG_
IDENTITY

Select an External EPGExternal EPG [NODE2 -
PROVIDER CONNECTOR]

BooleanCheck to enable route peering.
The default value is false.

Route Peering [NODE3 -
CONSUMERCONNECTOR]

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE3 -
CONSUMERCONNECTOR]

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

MSC_DEVICE_
External_EPG_
IDENTITY

Select an External EPGExternal EPG [NODE3 -
CONSUMERCONNECTOR]

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE3 -
PROVIDER CONNECTOR]

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE1 -
CONSUMERCONNECTOR]

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE1 -
CONSUMERCONNECTOR]

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE1 -
PROVIDER CONNECTOR]

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE1 -
PROVIDER CONNECTOR]

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE2 -
CONSUMERCONNECTOR]

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE2 -
CONSUMERCONNECTOR]

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE2 -
PROVIDER CONNECTOR]

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE2 -
PROVIDER CONNECTOR]

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE3 -
CONSUMERCONNECTOR]
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MandatoryMappable To TypeDescriptionInput

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE3 -
CONSUMERCONNECTOR]

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE3 -
PROVIDER CONNECTOR]

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE3 -
PROVIDER CONNECTOR]

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operation was
performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

ACIMultiSiteContract
Identity

ACI Multi-Site Contract IdentityCONTRACT_IDENTITY

gen_text_inputACI Multi-Site Service Graph
Name

OUTPUT_SERVICE_GRAPH_
NAME

ACIMultiSiteServiceGraph
Identity

ACI Multi-Site Service Graph
Identity

OUTPUT_SERVICE_GRAPH_
IDENTITY

ACIMultiSiteServiceGraph
ToContractIdentity

ACI Multi-Site Service Graph To
Contract Identity

OUTPUT_CONTRACT_SERVICE_
GRAPH_IDENTITY

ACIMultiSiteBDIdentityACI Multi-site Node One
Consumer Connector BD Identity

OUTPUT_NODE_ONE_
CONSUMER_CONNECTOR_BD_
IDENTITY

ACIMultiSiteBDIdentityACIMulti-site Node One Provider
Connector BD Identity

OUTPUT_NODE_ONE_
PROVIDER_CONNECTOR_BD_
IDENTITY

MSC_DEVICE_External_
EPG_IDENTITY

ACIMulti-site Node One Provider
Connector External EPG Identity

OUTPUT_NODE_ONE_
PROVIDER_CONNECTOR_EXT_
EPG_IDENTITY

ACIMultiSiteBDIdentityACI Multi-site Node Two
Consumer Connector BD Identity

OUTPUT_NODE_TWO_
CONSUMER_CONNECTOR_BD_
IDENTITY
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TypeDescriptionOutput

MSC_DEVICE_External_
EPG_IDENTITY

ACI Multi-site Node Two
ConsumerConnector External EPG
Identity

OUTPUT_NODE_TWO_
CONSUMER_CONNECTOR_EXT_
EPG_IDENTITY

ACIMultiSiteBDIdentityACIMulti-site Node Two Provider
Connector BD Identity

OUTPUT_NODE_TWO_
PROVIDER_CONNECTOR_BD_
IDENTITY

MSC_DEVICE_External_
EPG_IDENTITY

ACIMulti-site Node Two Provider
Connector External EPG Identity

OUTPUT_NODE_TWO_
PROVIDER_CONNECTOR_EXT_
EPG_IDENTITY

ACIMultiSiteBDIdentityACI Multi-site Node Three
Consumer Connector BD Identity

OUTPUT_NODE_THREE_
CONSUMER_CONNECTOR_BD_
IDENTITY

MSC_DEVICE_External_
EPG_IDENTITY

ACI Multi-site Node Three
ConsumerConnector External EPG
Identity

OUTPUT_NODE_THREE_
CONSUMER_CONNECTOR_EXT_
EPG_IDENTITY

ACIMultiSiteBDIdentityACI Multi-site Node Three
Provider Connector BD Identity

OUTPUT_NODE_THREE_
PROVIDER_CONNECTOR_BD_
IDENTITY

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACI Multi-site Node One
Consumer Cluster Interface
Identity

OUTPUT_NODE_ONE_
CONSUMER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACI Multi-site Node One
Consumer Redirect Policy Identity

OUTPUT_NODE_ONE_
CONSUMER_REDIRECT_POLICY_
IDENTITY

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACIMulti-site Node One Provider
Cluster Interface Identity

OUTPUT_NODE_ONE_
PROVIDER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACIMulti-site Node One Provider
Redirect Policy Identity

OUTPUT_NODE_ONE_
PROVIDER_REDIRECT_POLICY_
IDENTITY

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACI Multi-site PNode Two
Consumer Cluster Interface
Identity

OUTPUT_NODE_TWO_
CONSUMER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACI Multi-site Node Two
Consumer Redirect Policy Identity

OUTPUT_NODE_TWO_
CONSUMER_REDIRECT_POLICY_
IDENTITY

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACIMulti-site Node Two Provider
Cluster Interface Identity

OUTPUT_NODE_TWO_
PROVIDER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACIMulti-site Node Two Provider
Redirect Policy Identity

OUTPUT_NODE_TWO_
PROVIDER_REDIRECT_POLICY_
IDENTITY
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TypeDescriptionOutput

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACI Multi-site Node Three
Consumer Cluster Interface
Identity

OUTPUT_NODE_THREE_
CONSUMER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACI Multi-site Node Three
Consumer Redirect Policy Identity

OUTPUT_NODE_THREE_
CONSUMER_REDIRECT_POLICY_
IDENTITY

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACI Multi-site Node Three
Provider Cluster Interface Identity

OUTPUT_NODE_THREE_
PROVIDER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACI Multi-site Node Three
Provider Redirect Policy Identity

OUTPUT_NODE_THREE_
PROVIDER_REDIRECT_POLICY_
IDENTITY
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ACI MSC - Remove Contract from Template
Summary

ACI MSC - Remove Contract from Template.
Description

This task will allow the User to remove Contract from the ACI Multi-Site Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteContract
Identity

Select a contract nameContract Name

YThis input is a label only. It
does not take a value.

Do you want to delete the
selected Contract From ACI
Multi-Site Schema?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputACI Multi-Site Contract NameCONTRACT_NAME

ACIMultiSiteContract
Identity

ACI Multi-Site Contract IdentityCONTRACT_IDENTITY
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ACI MSC - Remove Filter from Contract
Summary

ACI MSC - Remove Filter from Contract.
Description

This task will allow the User to remove Filter from the Contract of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteFilterTo
ContractIdentity

Select a Filter nameFilter Name

YThis input is a label only. It
does not take a value.

Do you want to delete the
selected Filter From
Contract?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

ACIMultiSiteContractIdentityACI Multi-Site Contract IdentityCONTRACT_IDENTITY

ACIMultiSiteFilterIdentityACI Multi-Site Filter IdentityFILTER_IDENTITY

gen_text_inputACI Multi-Site Filter NameFILTER_NAME
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ACI MSC - Remove Service Graph From Contract
Summary

ACI MSC - Remove Service Graph From Contract.
Description

This task removes a service graph from a contract of an ACI multi-site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteService
GraphToContractIdentity

Select a service graph name.Service Graph Name

YDo you want to delete the
selected Service Graph From
Contract?

Do you want to delete the
selected Service Graph From
Contract?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACIMulti-Site Account onwhich the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

ACIMultiSiteContractIdentityACI Multi-Site Contract IdentityCONTRACT_IDENTITY

gen_text_inputACI Multi-Site Service Graph NameOUTPUT_SERVICE_GRAPH_
NAME

ACIMultiSiteServiceGraphTo
ContractIdentity

ACI Multi-Site Service Graph To
Contract Identity

OUTPUT_CONTRACT_
SERVICE_GRAPH_IDENTITY
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ACI MSC - Update Contract to Template
Summary

ACI MSC - Update Contract to Template.
Description

This task will allow the User to update Contract to the ACI Multi-Site Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteContract
Identity

Provide the name of the contractContract Name

Ygen_text_inputDisplay NameDisplay Name

gen_text_inputProvide the scope of a service contract
between two or more EPGs. The scope can

Scope

be one of the following: vrf,
application-profile, tenant, or global. The
default is vrf.

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputACI Multi-Site Contract NameCONTRACT_NAME

ACIMultiSiteContract
Identity

ACI Multi-Site Contract IdentityCONTRACT_IDENTITY
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ACI MSC - Update Filter to Contract
Summary

ACI MSC - Update Filter to Contract.
Description

This task will allow the User to update Filter to the Contract of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteFilterTo
ContractIdentity

Select a Filter nameFilter Name

gen_text_inputProvide a directive. The filter directives
assigned to the taboo contract can be one
of the following: log, none

Directive

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACIMulti-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

ACIMultiSiteContractIdentityACI Multi-Site Contract IdentityCONTRACT_IDENTITY

ACIMultiSiteFilterIdentityACI Multi-Site Filter IdentityFILTER_IDENTITY

ACIMultiSiteFilterToContract
Identity

ACI Multi-Site Filter to Contract
Identity

FILTER_TO_CONTRACT_
IDENTITY
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ACI MSC - Update Service Graph to Contract
Summary

ACI MSC - Update Service Graph to Contract.
Description

This task updates a service graph from a contract of an ACI multi-site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteService
GraphToContract
Identity

Select a service graph name.Service Graph Name

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE1 -
CONSUMERCONNECTOR]

BooleanCheck to enable route peering.
The default value is false.

Route Peering [NODE1 -
PROVIDER CONNECTOR]

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE1 -
PROVIDER CONNECTOR]

MSC_DEVICE_
External_EPG_
IDENTITY

Select an External EPGExternal EPG [NODE1 -
PROVIDER CONNECTOR]

BooleanCheck to enable route peering.
The default value is false.

Route Peering [NODE2 -
CONSUMERCONNECTOR]

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE2 -
CONSUMERCONNECTOR]

MSC_DEVICE_
External_EPG_
IDENTITY

Select an External EPGExternal EPG [NODE2 -
CONSUMERCONNECTOR]

BooleanCheck to enable route peering.
The default value is false.

Route Peering [NODE2 -
PROVIDER CONNECTOR]

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE2 -
PROVIDER CONNECTOR]

MSC_DEVICE_
External_EPG_
IDENTITY

Select an External EPGExternal EPG [NODE2 -
PROVIDER CONNECTOR]

BooleanCheck to enable route peering.
The default value is false.

Route Peering [NODE3 -
CONSUMERCONNECTOR]

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE3 -
CONSUMERCONNECTOR]

MSC_DEVICE_
External_EPG_
IDENTITY

Select an External EPGExternal EPG [NODE3 -
CONSUMERCONNECTOR]
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MandatoryMappable To TypeDescriptionInput

YACIMultiSite
BDIdentity

Select a Bridge DomainBridge Domain [NODE3 -
PROVIDER CONNECTOR]

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE1 -
CONSUMERCONNECTOR]

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE1 -
CONSUMERCONNECTOR]

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE1 -
PROVIDER CONNECTOR]

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE1 -
PROVIDER CONNECTOR]

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE2 -
CONSUMERCONNECTOR]

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE2 -
CONSUMERCONNECTOR]

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE2 -
PROVIDER CONNECTOR]

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE2 -
PROVIDER CONNECTOR]

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE3 -
CONSUMERCONNECTOR]

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE3 -
CONSUMERCONNECTOR]
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MandatoryMappable To TypeDescriptionInput

YACIMultiSiteDevice
ClusterInterfaceIdentity

Select a cluster interface for each
of site(s) on node. Only one
cluster interface is allowed to
select on one site.

Cluster Interface [NODE3 -
PROVIDER CONNECTOR]

ACIMultiSiteDevice
RedirectPolicyIdentity

Select a redirect policy for each
of site(s) on node. Only one
redirect policy is allowed to select
on one site.

Redirect Policy [NODE3 -
PROVIDER CONNECTOR]

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operation was
performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

ACIMultiSiteContract
Identity

ACI Multi-Site Contract IdentityCONTRACT_IDENTITY

ACIMultiSiteServiceGraph
Identity

ACI Multi-Site Service Graph
Identity

OUTPUT_SERVICE_GRAPH_
IDENTITY

ACIMultiSiteServiceGraph
ToContractIdentity

ACI Multi-Site Service Graph To
Contract Identity

OUTPUT_CONTRACT_SERVICE_
GRAPH_IDENTITY

ACIMultiSiteBDIdentityACI Multi-site Node One
Consumer Connector BD Identity

OUTPUT_NODE_ONE_
CONSUMER_CONNECTOR_BD_
IDENTITY

ACIMultiSiteBDIdentityACIMulti-site Node One Provider
Connector BD Identity

OUTPUT_NODE_ONE_
PROVIDER_CONNECTOR_BD_
IDENTITY

MSC_DEVICE_External_
EPG_IDENTITY

ACIMulti-site Node One Provider
Connector External EPG Identity

OUTPUT_NODE_ONE_
PROVIDER_CONNECTOR_EXT_
EPG_IDENTITY

ACIMultiSiteBDIdentityACI Multi-site Node Two
Consumer Connector BD Identity

OUTPUT_NODE_TWO_
CONSUMER_CONNECTOR_BD_
IDENTITY

MSC_DEVICE_External_
EPG_IDENTITY

ACI Multi-site Node Two
ConsumerConnector External EPG
Identity

OUTPUT_NODE_TWO_
CONSUMER_CONNECTOR_EXT_
EPG_IDENTITY

ACIMultiSiteBDIdentityACIMulti-site Node Two Provider
Connector BD Identity

OUTPUT_NODE_TWO_
PROVIDER_CONNECTOR_BD_
IDENTITY
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TypeDescriptionOutput

MSC_DEVICE_External_
EPG_IDENTITY

ACIMulti-site Node Two Provider
Connector External EPG Identity

OUTPUT_NODE_TWO_
PROVIDER_CONNECTOR_EXT_
EPG_IDENTITY

ACIMultiSiteBDIdentityACI Multi-site Node Three
Consumer Connector BD Identity

OUTPUT_NODE_THREE_
CONSUMER_CONNECTOR_BD_
IDENTITY

MSC_DEVICE_External_
EPG_IDENTITY

ACI Multi-site Node Three
ConsumerConnector External EPG
Identity

OUTPUT_NODE_THREE_
CONSUMER_CONNECTOR_EXT_
EPG_IDENTITY

ACIMultiSiteBDIdentityACI Multi-site Node Three
Provider Connector BD Identity

OUTPUT_NODE_THREE_
PROVIDER_CONNECTOR_BD_
IDENTITY

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACI Multi-site Node One
Consumer Cluster Interface
Identity

OUTPUT_NODE_ONE_
CONSUMER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACI Multi-site Node One
Consumer Redirect Policy Identity

OUTPUT_NODE_ONE_
CONSUMER_REDIRECT_POLICY_
IDENTITY

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACIMulti-site Node One Provider
Cluster Interface Identity

OUTPUT_NODE_ONE_
PROVIDER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACIMulti-site Node One Provider
Redirect Policy Identity

OUTPUT_NODE_ONE_
PROVIDER_REDIRECT_POLICY_
IDENTITY

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACI Multi-site PNode Two
Consumer Cluster Interface
Identity

OUTPUT_NODE_TWO_
CONSUMER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACI Multi-site Node Two
Consumer Redirect Policy Identity

OUTPUT_NODE_TWO_
CONSUMER_REDIRECT_POLICY_
IDENTITY

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACIMulti-site Node Two Provider
Cluster Interface Identity

OUTPUT_NODE_TWO_
PROVIDER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACIMulti-site Node Two Provider
Redirect Policy Identity

OUTPUT_NODE_TWO_
PROVIDER_REDIRECT_POLICY_
IDENTITY

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACI Multi-site Node Three
Consumer Cluster Interface
Identity

OUTPUT_NODE_THREE_
CONSUMER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACI Multi-site Node Three
Consumer Redirect Policy Identity

OUTPUT_NODE_THREE_
CONSUMER_REDIRECT_POLICY_
IDENTITY
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TypeDescriptionOutput

ACIMultiSiteDeviceCluster
InterfaceIdentity

ACI Multi-site Node Three
Provider Cluster Interface Identity

OUTPUT_NODE_THREE_
PROVIDER_CLUSTER_
INTERFACE_IDENTITY

ACIMultiSiteDevice
RedirectPolicyIdentity

ACI Multi-site Node Three
Provider Redirect Policy Identity

OUTPUT_NODE_THREE_
PROVIDER_REDIRECT_POLICY_
IDENTITY
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ACI MSC - EPG Operations

This chapter contains the following sections:

• ACI MSC - Add Contract to EPG, on page 40
• ACI MSC - Add Domain to EPG, on page 41
• ACI MSC - Add EPG to Template, on page 43
• ACI MSC - Add Static Leaf to EPG, on page 45
• ACI MSC - Add Static Port to EPG, on page 46
• ACI MSC - Add Subnet to EPG, on page 48
• ACI MSC - Add uSeg Attribute to EPG, on page 49
• ACI MSC - Delete uSeg Attribute to EPG, on page 50
• ACI MSC - Remove Contract from EPG, on page 51
• ACI MSC - Remove Domain from EPG, on page 52
• ACI MSC - Remove EPG from Template, on page 53
• ACI MSC - Remove Static Leaf from EPG, on page 54
• ACI MSC - Remove Static Port from EPG, on page 55
• ACI MSC - Remove Subnet from EPG, on page 56
• ACI MSC - Update Domain to EPG, on page 57
• ACI MSC - Update EPG to Template, on page 59
• ACI MSC - Update Static Leaf to EPG, on page 61
• ACI MSC - Update Static Port to EPG, on page 62
• ACI MSC - Update Subnet to EPG, on page 64
• ACI MSC - Update uSeg Attribute to EPG, on page 65
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ACI MSC - Add Contract to EPG
Summary

ACI MSC - Add Contract to EPG.
Description

This task adds contract to EPG associated to the Schema Template of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteEPGIdentitySelect an EPG nameEPG Name

YACIMultiSiteContractIdentitySelect a contract nameContract Name

YACIMultiSiteContractType
Identity

Select a contract type. The default
value is Consumer.

Type

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Application Profile
Name

APPLICATION_PROFILE_
NAME

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

gen_text_inputACI Multi-site EPG NameEPG_NAME

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

gen_text_inputACI Multi-Site Contract NameCONTRACT_NAME

ACIMultiSiteContractIdentityACI Multi-Site Contract IdentityCONTRACT_IDENTITY

ACIMultiSiteContractTo
EPGAssociationIdentity

ACI Multi-Site EPG Contract
Association Identity

EPG_CONTRACT_
ASSOCIATION_IDENTITY
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ACI MSC - Add Domain to EPG
Summary

ACI MSC - Add Domain to EPG.
Description

This task will allow the User to add Domain to the EPG of ACI Multi-Site controller. Note : Site EPG
Identity will show site EPG identites with comma separated if EPG associate with multiple Site otherwise
it will show only Site EPG Identity.

Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteEPGInfoIdentitySelect an EPG nameEPG Name

YACIMultiSiteIdentitySelect a site nameSite Name

YACIMultiSiteDomainType
Identity

Select a domain association typeDomain Association
Type

YACIMultiSiteDomainProfile
Identity

Select a domain profileDomain Profile

YACIMultiSiteDomain
DeploymentIdentity

Select a deployment immediacyDeployment
Immediacy

YACIMultiSiteDomain
ResolutionIdentity

Select a resolution immediacy. The
default value is On Demand.

Resolution Immediacy

ACIMultiSiteDomainVlan
ModeIdentity

Select a VLANmode. The default
value is Dynamic.

Vlan Mode

BooleanCheck to enable Allow
Micro-Segmentation. By default
this field is unchecked.

Allow
Micro-Segmentation

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operationwas performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchemaApplication
ProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPG Info IdentityEPG_INFO_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY
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TypeDescriptionOutput

ACIMultiSiteDomainType
Identity

ACI Multi-Site Domain TypeDOMAIN_TYPE

ACIMultiSiteDomainProfile
Identity

ACI Multi-Site Domain ProfileDOMIAN_PROFILE

ACIMultiSiteDomain
DeploymentIdentity

ACIMulti-Site DomainDeploymentDEPLOYMENT

ACIMultiSiteDomainResolution
Identity

ACI Multi-Site Domain TypeRESOLUTION

ACIMultiSiteDomainTo
EPGIdentity

ACIMulti-Site EPGDomain IdentityDOMAIN_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPGs IdentitySITE_EPG_IDENTITY

ACIMultiSiteDomainVlanMode
Identity

ACI Multi-Site Vlan ModeVLAN_MODE

BooleanACI Multi-Site Allow Micro
Segmentation

ALLOW_MICRO_
SEGMENTATION

gen_text_inputACI Multi-Site Primary Micro
Segmentation

PRIMARY_MICRO_
SEGMENTATION

gen_text_inputACI Multi-Site Secondary Micro
Segmentation

SECONDARY_MICRO_
SEGMENTATION

gen_text_inputACI Multi-Site Domain ProfilePORT_ENCAP_MICRO_
SEGMENTATION
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ACI MSC - Add EPG to Template
Summary

ACI MSC - Add EPG to Template.
Description

This task creates EPG to the Application Profile associated to the Schema Template of ACI Multi-Site
controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchema
ApplicationProfile
Identity

Select an Application ProfileApplication
Profile Name

Ygen_text_inputProvide the name of the EPGDisplay Name

YBooleanCheck to enable USEG EPG. By default this
field is unchecked.

USEG EPG

YACIMultiSiteIntra
EPGIsolationIdentity

Select Intra-EPG isolation. Intra-EPG isolation
is not supported in AVS-VLAN mode. setting
intra-EPG isolation may cause the ports to go

Intra EPG
Isolation

into a blocked state in these domains.
Intra-EPG isolation is not supported if the BD
is configured as "legacy BDmode". Preserving
QoS CoS priority setting is not supported when
traffic is flowing from an EPG with isolation
enforced to an EPGwithout isolation enforced.

YACIMultiSite
BDIdentity

Select a bridge domainBridge Domain

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Application Profile
Name

APPLICATION_PROFILE_
NAME
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TypeDescriptionOutput

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

gen_text_inputACI Multi-site EPG NameEPG_NAME

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteEPGInfo
Identity

ACI Multi-site EPG Info IdentityEPG_INFO_IDENTITY
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ACI MSC - Add Static Leaf to EPG
Summary

ACI MSC - Add Static Leaf to EPG.
Description

This task will allow the User to Add Leaf to EPG of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteEPGIdentityProvide EPG NameEPG Name

YACIMultiSiteIdentityProvide Site NameSite Name

YACIMultiSiteLeafSiteIdentityLeafLeaf

Ygen_text_inputVLANVLAN

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACIMulti-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteLeafSiteIdentityACI Multi-site Leafs IdentityLEAF_SITE_EPG_IDENTITY

gen_text_inputACI Multi-site Static Leaf Encap
VLAN

STATIC_PORT_LEAF_
ENCAP_VLAN

MSC_DEVICE_STATIC_
LEAF_EPG_IDENTITY

ACI Multi-site EPG Static Leaf
Identity

STATICLEAF_EPG_
IDENTITY
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ACI MSC - Add Static Port to EPG
Summary

ACI MSC - Add Static Port to EPG.
Description

This task will allow the User to add Static Port to the EPG of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteEPGInfo
Identity

Select an EPG nameSelect EPG

YACIMultiSiteIdentitySelect a site nameSite Name

YACIMultiSitePathType
Identity

Select a path typePath Type

YACIMultiSitePathSite
Identity

Select a pathSelect Path

Ygen_text_inputProvide the VLAN number for the static
port. When manually configuring the port

Port Encap VLAN

encap on a domain for an EPG, the VLAN
ID must belong to a static VLAN block
within a Dynamic VLAN pool. Valid
VLAN is between 1 to 4094.

gen_text_inputProvide the Primary micro-seg VLAN.
Micro-segmentation associates endpoints

Primary
MICRO-SEG
VLAN frommultiple EPGs into amicro-segmented

EPG according to virtual machine attributes.
Valid VLAN is between 1 to 4094.

YACIMultiSiteDeployment
ImmediacyIdentity

Select a deployment immediacy. The default
value is On Demand.

Deployment
Immediacy

YACIMultiSiteMode
Identity

Select a mode. The default value is Trunk.Mode

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operation was
performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchemaApplication
ProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY
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TypeDescriptionOutput

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPG Info IdentityEPG_INFO_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

ACIMultiSitePathTypeIdentityACIMulti-site Static Port PathTypeSTATIC_PORT_PATHTYPE

ACIMultiSiteLeafSiteIdentityACI Multi-site Leafs IdentityLEAF_SITE_EPG_IDENTITY

ACIMultiSitePathSiteIdentityACI Multi-site Paths IdentityPATH_SITE_EPG_IDENTITY

gen_text_inputACI Multi-site Static Port Encap
VLAN

STATIC_PORT_PORT_
ENCAP_VLAN

gen_text_inputACI Multi-site Static Port Primary
Micro Seg Vlan

STATIC_PORT_PRIMARY_
MICRO_SEG_VLAN

ACIMultiSiteDeployment
ImmediacyIdentity

ACI Multi-site Static Port
Deployment Immediacy

STATIC_PORT_
DEPLOYMENT_IMMEDIACY

ACIMultiSiteModeIdentityACI Multi-site Static Port ModeSTATIC_PORT_MODE

MSC_DEVICE_
STATICPORT_EPG_
IDENTITY

ACI Multi-site EPG Static Port
Identity

STATICPORT_EPG_
IDENTITY
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ACI MSC - Add Subnet to EPG
Summary

ACI MSC - Add Subnet to EPG.
Description

This task will allow the User to Add Subnet To EPG of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteEPGIdentityProvide EPG NameEPG Name

Ygen_text_inputGateway IPGateway IP

gen_text_inputDescriptionDescription

MSCSubnetToBDScopeTypeScopeScope

BooleanShared Between VRFs?Shared Between VRFs

BooleanNo Default SVI Gateway?No Default SVI Gateway

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Application Profile
Name

APPLICATION_PROFILE_
NAME

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

gen_text_inputACI Multi-site EPG NameEPG_NAME

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

gen_text_inputACI Multi-site Subnet to EPGSUBNET_TO_EPG

ACIMultiSiteSubnetTo
EPGIdentity

ACI Multi-site Subnet to EPG IdentitySUBNET_TO_EPG_
IDENTITY
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ACI MSC - Add uSeg Attribute to EPG
Summary

ACI MSC - Add uSeg Attribute to EPG.
Description

This task will allow the User to Add uSeg Attribute to EPG of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteEPGIdentitySelect an EPG nameEPG Name

Ygen_text_inputProvide a name for the USEG EPGUSEGAttribute Name

gen_text_inputProvide additional descriptive
information for the USEG EPG

Description

YMSCUSEGAttrAttibuteTypeSelect an attribute typeAttribute Type

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_
SCHEMA_NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

gen_text_inputACI Multi-site EPG USEG Attribute
Name

EPG_USEG_ATTR_NAME

ACIMultiSiteUSEGAttrTo
EPGIdentity

ACI Multi-site EPG USEG Attribute
Identity

EPG_USEG_ATTR_
IDENTITY

ACIMultiSiteUSegAttribute
Type

ACI Multi-site EPG uSeg Attribute
Type

OUTPUT_EPG_USEG_ATTR_
TYPE
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ACI MSC - Delete uSeg Attribute to EPG
Summary

ACI MSC - Delete uSeg Attribute to EPG.
Description

This task will allow the User to Delete uSeg Attribute to EPG of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSite
USEGAttrTo
EPGIdentity

Select a USEG attribute to be
deleted

USEG Attribute Name

YThis input is a label only. It
does not take a value.

Do youwant to delete the selected
uSeg Attribute From EPG in ACI
Multi-Site Schema?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_
SCHEMA_NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

gen_text_inputACI Multi-site EPG USEG Attribute
Name

EPG_USEG_ATTR_NAME

ACIMultiSiteUSEGAttrTo
EPGIdentity

ACI Multi-site EPG USEG Attribute
Identity

EPG_USEG_ATTR_
IDENTITY
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ACI MSC - Remove Contract from EPG
Summary

ACI MSC - Remove Contract from EPG.
Description

This task deletes contract from EPG associated to the Schema Template of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteContractTo
EPGAssociationIdentity

Select a contract to be removed
from the EPG

Contract

YThis input is a label only. It does
not take a value.

Do you want to delete the
selected Contract From ACI
Multi-Site EPG?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Application Profile
Name

APPLICATION_PROFILE_
NAME

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

gen_text_inputACI Multi-site EPG NameEPG_NAME

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

gen_text_inputACI Multi-Site Contract NameCONTRACT_NAME

ACIMultiSiteContractIdentityACI Multi-Site Contract IdentityCONTRACT_IDENTITY

ACIMultiSiteContractTo
EPGAssociationIdentity

ACI Multi-Site EPG Contract
Association Identity

EPG_CONTRACT_
ASSOCIATION_IDENTITY
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ACI MSC - Remove Domain from EPG
Summary

ACI MSC - Remove Domain from EPG.
Description

This task will allow the User to remove Domain from the EPG of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteDomainTo
EPGIdentity

Select an EPG nameEPG Name

YThis input is a label only. It
does not take a value.

Do you want to delete the
selected Domain Profile From
EPG in ACI Multi-Site ?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operationwas performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchemaApplication
ProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPG Info IdentityEPG_INFO_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

ACIMultiSiteDomainTypeIdentityACI Multi-Site Domain TypeDOMAIN_TYPE

ACIMultiSiteDomainProfile
Identity

ACI Multi-Site Domain ProfileDOMIAN_PROFILE

ACIMultiSiteDomainDeployment
Identity

ACIMulti-Site DomainDeploymentDEPLOYMENT

ACIMultiSiteDomainResolution
Identity

ACI Multi-Site Domain TypeRESOLUTION

ACIMultiSiteDomainTo
EPGIdentity

ACIMulti-Site EPGDomain IdentityDOMAIN_IDENTITY
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ACI MSC - Remove EPG from Template
Summary

ACI MSC - Remove EPG from Template.
Description

This task deletes EPG from the Application Profile associated to the Schema Template of ACIMulti-Site
controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSite
EPGIdentity

Select an EPG nameEPG Name

YThis input is a label only. It
does not take a value.

Do you want to delete the
selected EPG From ACI
Multi-Site ?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Application Profile
Name

APPLICATION_PROFILE_
NAME

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

gen_text_inputACI Multi-site EPG NameEPG_NAME

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY
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ACI MSC - Remove Static Leaf from EPG
Summary

ACI MSC - Remove Static Leaf from EPG.
Description

This task will allow the User to Remove Leaf from EPG of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_DEVICE_
STATIC_LEAF_EPG_
IDENTITY

Select Static LeafSelect Static Leaf

YDo you want to delete the
selected Static Leaf From EPG
in ACI Multi-Site Schema?

Do you want to delete the
selected Static Leaf From EPG
in ACI Multi-Site Schema?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACIMulti-Site Account onwhich the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

MSC_DEVICE_STATIC_
LEAF_EPG_IDENTITY

ACI Multi-site EPG Static Leaf
Identity

STATICLEAF_EPG_
IDENTITY

gen_text_inputACI Multi-site Static Leaf Encap
VLAN

STATIC_PORT_LEAF_
ENCAP_VLAN

gen_text_inputACI Multi-Site Static Leaf NameOUTPUT_STATIC_LEAF_
NAME
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ACI MSC - Remove Static Port from EPG
Summary

ACI MSC - Remove Static Port from EPG.
Description

This task will allow the User to remove Static Port from the EPG of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_DEVICE_
STATICPORT_EPG_
IDENTITY

Select a static port nameSelect Static Port

YThis input is a label only. It
does not take a value.

Do you want to delete the
selected Static Port Profile From
EPG in ACI Multi-Site ?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchemaApplication
ProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPG Info IdentityEPG_INFO_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSC_DEVICE_STATICPORT_
EPG_IDENTITY

ACI Multi-site EPG Static Port
Identity

STATICPORT_EPG_
IDENTITY
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ACI MSC - Remove Subnet from EPG
Summary

ACI MSC - Remove Subnet from EPG.
Description

This task will allow the User to Remove Subnet From EPG of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteSubnetTo
EPGIdentity

Gateway IPGateway IP

YDo you want to remove the
Subnet from selected EPG?

Do you want to remove the
Subnet from selected EPG?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Application Profile
Name

APPLICATION_PROFILE_
NAME

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

gen_text_inputACI Multi-site EPG NameEPG_NAME

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

gen_text_inputACI Multi-site Subnet to EPGSUBNET_TO_EPG

ACIMultiSiteSubnetTo
EPGIdentity

ACI Multi-site Subnet to EPG IdentitySUBNET_TO_EPG_
IDENTITY
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ACI MSC - Update Domain to EPG
Summary

ACI MSC - Update Domain to EPG.
Description

This task will allow the User to update Domain to the EPG of ACI Multi-Site controller. Note : Site EPG
Identity will show site EPG identities with comma separated if EPG associate with multiple Site otherwise
it will show only Site EPG Identity.

Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteDomainTo
EPGIdentity

Select an EPG nameEPG Name

YACIMultiSiteDomainType
Identity

Select a domain association typeDomain Association
Type

YACIMultiSiteDomainProfile
Identity

Select a domain profileDomain Profile

YACIMultiSiteDomain
DeploymentIdentity

Select a deployment immediacyDeployment
Immediacy

YACIMultiSiteDomain
ResolutionIdentity

Select a resolution immediacy. The
default value is On Demand.

Resolution Immediacy

ACIMultiSiteDomainVlan
ModeIdentity

Select a VLANmode. The default
value is Dynamic.

Vlan Mode

BooleanCheck to enable Allow
Micro-Segmentation. By default
this field is unchecked.

Allow
Micro-Segmentation

Outputs

TypeDescriptionOutput

MSCDeviceSchemaApplication
ProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPG Info IdentityEPG_INFO_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

ACIMultiSiteDomainType
Identity

ACI Multi-Site Domain TypeDOMAIN_TYPE

ACIMultiSiteDomainProfile
Identity

ACI Multi-Site Domain ProfileDOMIAN_PROFILE

ACIMultiSiteDomain
DeploymentIdentity

ACIMulti-SiteDomainDeploymentDEPLOYMENT
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TypeDescriptionOutput

ACIMultiSiteDomainResolution
Identity

ACI Multi-Site Domain TypeRESOLUTION

ACIMultiSiteDomainTo
EPGIdentity

ACI Multi-Site EPG Domain
Identity

DOMAIN_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPGs IdentitySITE_EPG_IDENTITY

ACIMultiSiteDomainVlanMode
Identity

ACI Multi-Site Vlan ModeVLAN_MODE

BooleanACI Multi-Site Allow Micro
Segmentation

ALLOW_MICRO_
SEGMENTATION

gen_text_inputACI Multi-Site Primary Micro
Segmentation

PRIMARY_MICRO_
SEGMENTATION

gen_text_inputACI Multi-Site Secondary Micro
Segmentation

SECONDARY_MICRO_
SEGMENTATION

gen_text_inputACI Multi-Site Domain ProfilePORT_ENCAP_MICRO_
SEGMENTATION
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ACI MSC - Update EPG to Template
Summary

ACI MSC - Update EPG to Template.
Description

This task will allow the User to update EPG to the ACI Multi-Site Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSite
EPGIdentity

Select an EPG nameEPG Name

YACIMultiSiteIntra
EPGIsolationIdentity

Select Intra-EPG isolation. Intra EPG isolation
is not supported in AVS-VLAN mode. setting
Intra EPG isolation to be enforced may cause the

Intra EPG
Isolation

ports to go into a blocked state in these domains.
Intra EPG isolation is not supported if the BD is
configured as "legacyBDmode".PreservingQOS
Cos priority setting is not supported when traffic
is flowing from and EPGwith isolation enforced
to an EPG without an isolation enforced.

YBooleanCheck to enable forwarding control proxy-ARP.
By default this field is unchecked.

Forwarding
Control
Proxy-ARP

YACIMultiSite
BDIdentity

Select a bridge domainBridge Domain

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Application Profile
Name

APPLICATION_PROFILE_
NAME

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

gen_text_inputACI Multi-site EPG NameEPG_NAME
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TypeDescriptionOutput

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY
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ACI MSC - Update Static Leaf to EPG
Summary

ACI MSC - Update Static Leaf to EPG.
Description

This task updates a static leaf to EPG.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_DEVICE_STATIC_LEAF_
EPG_IDENTITY

Select the Static Leaf from
the report

Select Static Leaf

YACIMultiSiteLeafSiteIdentitySelect the LeafSelect Leaf

Ygen_text_inputProvide VLANVLAN

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operationwas performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchemaApplication
ProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPG Info IdentityEPG_INFO_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

ACIMultiSiteStaticLeafSite
Identity

ACI Multi-site Static Leafs IdentitySTATIC_LEAF_SITE_EPG_
IDENTITY

gen_text_inputACI Multi-site Static Leaf Encap
VLAN

STATIC_PORT_LEAF_
ENCAP_VLAN

MSC_DEVICE_STATIC_
LEAF_EPG_IDENTITY

ACI Multi-site EPG Static Leaf
Identity

STATICLEAF_EPG_
IDENTITY
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ACI MSC - Update Static Port to EPG
Summary

ACI MSC - Update Static Port to EPG.
Description

This task updates a static port to External EPG.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_DEVICE_
STATICPORT_EPG_
IDENTITY

Select a static port nameSelect Static Port

YACIMultiSitePathType
Identity

Select a path typePath Type

YACIMultiSitePathSite
Identity

Select a pathSelect Path

Ygen_text_inputProvide the VLAN number for the static
port. When manually configuring the port

Port EncapVLAN

encap on a domain for an EPG, the VLAN
ID must belong to a static VLAN block
within a dynamicVLANpool. Valid VLAN
is between 1 to 4094.

gen_text_inputProvide the Primary micro-seg VLAN.
Micro-segmentation associates endpoints

Primary
MICRO-SEG
VLAN frommultiple EPGs into amicro-segmented

EPG according to virtual machine attributes.
Valid VLAN is between 1 to 4094.

YACIMultiSiteDeployment
ImmediacyIdentity

Select a deployment immediacy. The
default value is On Demand.

Deployment
Immediacy

YACIMultiSiteMode
Identity

Select a mode. The default value is Trunk.Mode

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operation was
performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchemaApplication
ProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY
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TypeDescriptionOutput

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPG Info IdentityEPG_INFO_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

ACIMultiSitePathTypeIdentityACIMulti-site Static Port PathTypeSTATIC_PORT_PATHTYPE

ACIMultiSiteLeafSiteIdentityACI Multi-site Leafs IdentityLEAF_SITE_EPG_IDENTITY

ACIMultiSitePathSiteIdentityACI Multi-site Paths IdentityPATH_SITE_EPG_IDENTITY

gen_text_inputACI Multi-site Static Port Encap
VLAN

STATIC_PORT_PORT_
ENCAP_VLAN

gen_text_inputACI Multi-site Static Port Primary
Micro Seg Vlan

STATIC_PORT_PRIMARY_
MICRO_SEG_VLAN

ACIMultiSiteDeployment
ImmediacyIdentity

ACI Multi-site Static Port
Deployment Immediacy

STATIC_PORT_
DEPLOYMENT_IMMEDIACY

ACIMultiSiteModeIdentityACI Multi-site Static Port ModeSTATIC_PORT_MODE

MSC_DEVICE_
STATICPORT_EPG_
IDENTITY

ACI Multi-site EPG Static Port
Identity

STATICPORT_EPG_
IDENTITY
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ACI MSC - Update Subnet to EPG
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteSubnetTo
EPGIdentity

SubnetSubnet

Ygen_text_inputGateway IPGateway IP

gen_text_inputDescriptionDescription

MSCSubnetToBDScopeTypeScopeScope

BooleanShared Between VRFsShared Between VRFs

BooleanNo Default SVI GatewayNo Default SVI Gateway

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site Application Profile
Name

APPLICATION_PROFILE_
NAME

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

gen_text_inputACI Multi-site EPG NameEPG_NAME

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

gen_text_inputACI Multi-site Subnet to EPGSUBNET_TO_EPG

ACIMultiSiteSubnetTo
EPGIdentity

ACI Multi-site Subnet to EPG IdentitySUBNET_TO_EPG_
IDENTITY
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ACI MSC - Update uSeg Attribute to EPG
Summary

ACI MSC - Update uSeg Attribute to EPG.
Description

This task will allow the User to Update uSeg Attribute to EPG of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteUSEGAttrTo
EPGIdentity

Select a USEG attributeUSEG Attribute

Ygen_text_inputProvide a name for the USEGEPGUSEGAttribute Name

gen_text_inputProvide additional descriptive
information for the USEG EPG

Description

YMSCUSEGAttrAttibuteTypeSelect an attribute typeAttribute Type

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputACI Multi-site Application Profile
Name

APPLICATION_PROFILE_
NAME

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

gen_text_inputACI Multi-site EPG NameEPG_NAME

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

gen_text_inputACI Multi-site EPG USEG Attribute
Name

EPG_USEG_ATTR_NAME

ACIMultiSiteUSEGAttrTo
EPGIdentity

ACI Multi-site EPG USEG Attribute
Identity

EPG_USEG_ATTR_
IDENTITY
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ACI MSC - External EPG Operations

This chapter contains the following sections:

• ACI MSC - Add Contract to External EPG, on page 68
• ACI MSC - Add External EPG to Template, on page 69
• ACI MSC - Add Subnet To External EPG, on page 71
• ACI MSC - Remove Contract from External EPG, on page 72
• ACI MSC - Remove External EPG from Template, on page 73
• ACI MSC - Remove Subnet From External EPG, on page 74
• ACI MSC - Update Contract from External EPG, on page 75
• ACI MSC - Update External EPG to Template, on page 76
• ACI MSC - Update External EPG to Template with Multiple Sites, on page 77
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ACI MSC - Add Contract to External EPG
Summary

ACI MSC - Add Contract to External EPG.
Description

This task add a contract to External EPG.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_DEVICE_External_EPG_
IDENTITY

Select an external EPGExternal EPG

YACIMultiSiteContractIdentitySelect a contract nameContract Name

YACIMultiSiteContractTypeIdentitySelect a contract type. The
default value is consumer.

Type

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSC_DEVICE_External_
EPG_IDENTITY

ACI Multi-site External EPG IdentityEXTERNAL_EPG_IDENTITY

gen_text_inputACI Multi-Site Contract NameCONTRACT_NAME

ACIMultiSiteContractIdentityACI Multi-Site Contract IdentityCONTRACT_IDENTITY

ACIMultiSiteContractTo
ExternalEPGIdentity

ACIMulti-Site External EPGContract
Association Identity

EPG_CONTRACT_
ASSOCIATION_IDENTITY
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ACI MSC - Add External EPG to Template
Summary

ACI MSC - Add External EPG to Template.
Description

This task will allow the User to Add External EPG to Template of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchemaTemplate
Identity

Select the TemplateTemplate Name

Ygen_text_inputProvide the Name of the
External EPG

Display Name

YMSC_SITES_EXTERNALEPG_
IDENTITY

Select the Sites Associated to
Template

Associated Site(s)

ACIMultiSiteIdentitySelect the SiteSite Name

MSCDeviceSchemaVRFIdentityVirtual Routing&ForwardingVirtual Routing &
Forwarding

MSC_DEVICE_EXTERNAL_
EPG_L3OUT_IDENTITY

Select the l3outl3out Name

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACIMulti-Site Account on which
the selected operation was
performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSC_DEVICE_External_EPG_
IDENTITY

ACI Multi-site External EPG
Identity

EXTERNAL_EPG_IDENTITY

MSC_DEVICE_External_EPG_
SITE_IDENTITY

ACI Multi-site External EPG Site
Identity

EXTERNAL_EPG_SITE_
IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchemaVRFIdentityACI Multi-site VRF IdentityVRF_IDENTITY

MSC_DEVICE_EXTERNAL_
EPG_L3OUT_IDENTITY

ACI Multi-site L3OUT IdentityL3OUT_IDENTITY

MSC_DEVICE_SITE_
EXTERNAL_EPG_L3OUT_
IDENTITY

ACI Multi-site Site L3OUT
Identity

MULTI_SELECT_SITE_
L3OUT_IDENTITY
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TypeDescriptionOutput

MSC_DEVICE_External_EPG_
SITE_IDENTITY

ACI Multi-site Site L3OUT
Identity

EXTERNAL_EPG_MULTI_
SELECT_SITE_IDENTITY

ACIMultiSiteIdentityACI Multi-site Site L3OUT
Identity

MULTI_SELECT_SITE_
INFO_IDENTITY

MSCDeviceSchemaVRFIdentityACI Multi-site Site L3OUT
Identity

MULTI_SELECT_VRF_
IDENTITY
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ACI MSC - Add Subnet To External EPG
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_DEVICE_External_
EPG_IDENTITY

Select an external EPG nameSelect External
EPG

Ygen_text_inputProvide the IP address and mask of
the default gateway. For example: 31.
31.31.1.

Subnet

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operationwas performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSC_DEVICE_External_EPG_
IDENTITY

ACIMulti-site External EPG IdentityEXTERNAL_EPG_
IDENTITY

MSC_SUBNET_TO_
EXTERNAL_EPG_IDENTITY

ACI Multi-site Subnet to External
EPG Identity

SUBNET_TO_EXTERNAL_
EPG_IDENTITY
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ACI MSC - Remove Contract from External EPG
Summary

ACI MSC - Remove Contract from External EPG.
Description

This task deletes a contract from External EPG.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteContract
ToExternalEPGIdentity

Select an external EPG
contract association

External EPG Contract
Association

This input is a label only. It
does not take a value.

Do you want to delete the
selected Contract From ACI
Multi-Site External EPG?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSC_DEVICE_External_
EPG_IDENTITY

ACI Multi-site External EPG IdentityEXTERNAL_EPG_IDENTITY

gen_text_inputACI Multi-Site Contract NameCONTRACT_NAME

ACIMultiSiteContractIdentityACI Multi-Site Contract IdentityCONTRACT_IDENTITY

ACIMultiSiteContractTo
ExternalEPGIdentity

ACIMulti-Site External EPGContract
Association Identity

EPG_CONTRACT_
ASSOCIATION_IDENTITY
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ACI MSC - Remove External EPG from Template
Summary

ACI MSC - Remove External EPG from Template.
Description

This task will allow the User to Remove External EPG from Template of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_DEVICE_External_
EPG_IDENTITY

Select an external EPG nameSelect External EPG

YThis input is a label only. It
does not take a value.

Do you want to delete the
selected External EPG?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY
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ACI MSC - Remove Subnet From External EPG
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_SUBNET_TO_
EXTERNAL_EPG_
IDENTITY

Select a subnet IP to be removed
from the external EPG

Subnet Identity

YThis input is a label only. It does
not take a value.

Do you want to delete the
selected External EPG?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACIMulti-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSC_DEVICE_External_EPG_
IDENTITY

ACIMulti-site External EPG IdentityEXTERNAL_EPG_
IDENTITY
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ACI MSC - Update Contract from External EPG
Summary

ACI MSC - Update Contract from External EPG.
Description

This task updates a contract to External EPG.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteContractToExternal
EPGIdentity

Select an external EPG contract
association

External EPG
Contract Association

YACIMultiSiteContractIdentitySelect a contract nameContract Name

YACIMultiSiteContractType
Identity

Select a contract type. The
default value is consumer.

Type

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSC_DEVICE_External_
EPG_IDENTITY

ACI Multi-site External EPG IdentityEXTERNAL_EPG_IDENTITY

gen_text_inputACI Multi-Site Contract NameCONTRACT_NAME

ACIMultiSiteContractIdentityACI Multi-Site Contract IdentityCONTRACT_IDENTITY

ACIMultiSiteContractTo
ExternalEPGIdentity

ACIMulti-Site External EPGContract
Association Identity

EPG_CONTRACT_
ASSOCIATION_IDENTITY
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ACI MSC - Update External EPG to Template
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_DEVICE_External_EPG_
SITE_IDENTITY

Select an external EPGSelect External EPG

YMSCDeviceSchemaVRFIdentityVirtual Routing & ForwardingVirtual Routing &
Forwarding

YMSC_DEVICE_EXTERNAL_
EPG_L3OUT_IDENTITY

Click to choose L3Outs on the
site to be used for the external
EPG

l3out Name

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operation was
performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSC_DEVICE_External_EPG_
IDENTITY

ACI Multi-site External EPG
Identity

EXTERNAL_EPG_
IDENTITY

MSC_DEVICE_External_EPG_
SITE_IDENTITY

ACI Multi-site External EPG Site
Identity

EXTERNAL_EPG_SITE_
IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchemaVRFIdentityACI Multi-site VRF IdentityVRF_IDENTITY

MSC_DEVICE_EXTERNAL_
EPG_L3OUT_IDENTITY

ACI Multi-site L3OUT IdentityL3OUT_IDENTITY
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ACI MSC - Update External EPG to Template with Multiple Sites
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_DEVICE_External_EPG_
IDENTITY

Select External EPGSelect External EPG

YMSC_DEVICE_SITE_EXTERNAL_
EPG_L3OUT_IDENTITY

Select the Site l3outSite L3out

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACIMulti-Site Account on which
the selected operation was
performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSC_DEVICE_External_EPG_
IDENTITY

ACI Multi-site External EPG
Identity

EXTERNAL_EPG_IDENTITY

MSC_DEVICE_External_EPG_
SITE_IDENTITY

ACI Multi-site Site L3OUT
Identity

EXTERNAL_EPG_MULTI_
SELECT_SITE_IDENTITY

ACIMultiSiteIdentityACI Multi-site Site L3OUT
Identity

MULTI_SELECT_SITE_INFO_
IDENTITY

MSCDeviceSchemaVRFIdentityACI Multi-site Site L3OUT
Identity

MULTI_SELECT_VRF_
IDENTITY

MSC_DEVICE_SITE_
EXTERNAL_EPG_L3OUT_
IDENTITY

ACI Multi-site Site L3OUT
Identity

MULTI_SELECT_SITE_
L3OUT_IDENTITY
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ACI MSC - Filter Operations

This chapter contains the following sections:

• ACI MSC - Add Entry to Filter, on page 80
• ACI MSC - Add Filter to Template, on page 83
• ACI MSC - Remove Entry from Filter, on page 86
• ACI MSC - Remove Filter from Template, on page 87
• ACI MSC - Update Entry to Filter, on page 88
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ACI MSC - Add Entry to Filter
Summary

ACI MSC - Add Entry to Filter
Description

This task adds Entry to Filter associated to the Schema Template of ACI Multi-Site controller.
Inputs

MandatoryMappableTo
Type

DescriptionInput

YACIMultiSite
FilterIdentity

Select a Filter nameFilter Name

Ygen_text_
input

Provide the name of a filter entry. This name can be up to
64 alphanumeric characters.

Entry Name

gen_text_
input

Provide a description of a filter entry. The description can
be up to 128 alphanumeric characters.

Description

gen_text_
input

Provide a type. The type can be one of the following: arp,
fcoe, ip, mac-security, mpls-unicast, trill, unspecified. The
default is unspecified.

Type

gen_text_
input

Provide the open peripheral codes for the address resolution
protocol. The open peripheral codes can be one of the
following: unspecified, reply , request. The default is
unspecified.

ARP Flag

gen_text_
input

Provide an IP protocol. The supported IP protocols are egp,
eigrp, icmp, igmp, igp, l2tp, ospf, pim, tcp, udp, unspecified.
The default is unspecified.

IP Protocol

BooleanCheck to enable match only packet fragments. When
enabled, the rule applies to any IP fragment with an offset

Match Only
Fragments

that is greater than 0 (all IP fragments except the first).When
disabled, the rule will not apply to IP fragments with an
offset greater than 0 because TCP/UDP port information
can only be checked in initial fragments.

BooleanCheck to enable stateful. This applies to the TCP protocol
only. The default is unchecked.

StateFul

gen_text_
input

Provide the start of the source port range. The end of the
port range is determined by the server type. You can define
a single port by specifying the same value in the From and

Source Port
Range From

To fields, or you can define a range of ports from 0 to 65535
by specifying different values in the From and To fields.
Instead of specifying a number, you can instead choose one
of the following server types to use the pre-defined port of
that type: dns, ftp-data, http, https, pop3, rtsp, smtp,
unspecified. The default is unspecified.
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MandatoryMappableTo
Type

DescriptionInput

gen_text_
input

Provide the end of the source port range. The end of the port
range is determined by the server type. You can define a
single port by specifying the same value in the From and

Source Port
Range To

To fields, or you can define a range of ports from 0 to 65535
by specifying different values in the From and To fields.
Instead of specifying a number, you can instead choose one
of the following server types to use the pre-defined port of
that type: dns, ftp-data, http, https, pop3, rtsp, smtp,
unspecified. The default is unspecified.

gen_text_
input

Provide the start of the destination port range. The end of
the port range is determined by the server type. You can
define a single port by specifying the same value in the From

Destination
Port Range
From

and To fields, or you can define a range of ports from 0 to
65535 by specifying different values in the From and To
fields. Instead of specifying a number, you can instead
choose one of the following server types to use the
pre-defined port of that type: dns, ftp-data, http, https, pop3,
rtsp, smtp, unspecified. The default is unspecified.

gen_text_
input

Provide the end of the destination port range. The port range
is determined by the server type. You can define a single
port by specifying the same value in the From and To fields,

Destination
Port Range To

or you can define a range of ports from 0 to 65535 by
specifying different values in the From and To fields. Instead
of specifying a number, you can instead choose one of the
following server types to use the pre-defined port of that
type: dns, ftp-data, http, https, pop3, rtsp, smtp, unspecified.
The default is unspecified.

gen_text_
input

Provide the TCP session rule of the filter entry. The TCP
session rules are synchronize, established, acknowledgment,
reset, finish. The default is unspecified.

TCP Session
Rules

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-Site Filter NameFILTER_NAME
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TypeDescriptionOutput

ACIMultiSiteFilterIdentityACI Multi-Site Filter IdentityFILTER_IDENTITY

gen_text_inputACI Multi-Site Entry to Filter NameENTRY_TO_FILTER_NAME

ACIMultiSiteEntryToFilter
Identity

ACI Multi-Site Entry to Filter IdentityENTRY_TO_FILTER_
IDENTITY
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ACI MSC - Add Filter to Template
Summary

ACI MSC - Add Filter to Template.
Description

This task creates a Filter to the ACI Multi-Site Template.
Inputs

MandatoryMappable To
Type

DescriptionInput

YMSCDevice
Schema

Select a template nameTemplate
Name

Template
Identity

Ygen_text_inputProvide the name of the filterDisplay Name

BooleanCheck this option for adding an EntryEntries

gen_text_inputProvide the name of a filter entry. This name can be up to
64 alphanumeric characters.

Entry Name

gen_text_inputProvide a description of a filter entry. The description can
be up to 128 alphanumeric characters.

Description

gen_text_inputProvide a type. The type can be one of the following: arp,
fcoe, ip, mac-security, mpls-unicast, trill, unspecified. The
default is unspecified.

Type

gen_text_inputProvide the open peripheral codes for the address resolution
protocol. The open peripheral codes can be one of the

ARP Flag

following: unspecified, reply , request. The default is
unspecified.

gen_text_inputProvide an IP protocol. The supported IP protocols are
egp, eigrp, icmp, igmp, igp, l2tp, ospf, pim, tcp, udp,
unspecified. The default is unspecified.

IP Protocol

BooleanCheck to enable match only packet fragments. When
enabled, the rule applies to any IP fragment with an offset

Match Only
Fragments

that is greater than 0 (all IP fragments except the first).
When disabled, the rule will not apply to IP fragments with
an offset greater than 0 because TCP/UDP port information
can only be checked in initial fragments.

BooleanCheck to enable stateful. This applies to the TCP protocol
only. The default is unchecked.

StateFul

gen_text_inputProvide the start of the source port range. The end of the
port range is determined by the server type. You can define

Source Port
Range From

a single port by specifying the same value in the From and
To fields, or you can define a range of ports from 0 to
65535 by specifying different values in the From and To
fields. Instead of specifying a number, you can instead
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MandatoryMappable To
Type

DescriptionInput

choose one of the following server types to use the
pre-defined port of that type: dns, ftp-data, http, https, pop3,
rtsp, smtp, unspecified. The default is unspecified.

gen_text_inputProvide the end of the source port range. The end of the
port range is determined by the server type. You can define

Source Port
Range To

a single port by specifying the same value in the From and
To fields, or you can define a range of ports from 0 to
65535 by specifying different values in the From and To
fields. Instead of specifying a number, you can instead
choose one of the following server types to use the
pre-defined port of that type: dns, ftp-data, http, https, pop3,
rtsp, smtp, unspecified. The default is unspecified.

gen_text_inputProvide the start of the destination port range. The end of
the port range is determined by the server type. You can

Destination
Port Range
From define a single port by specifying the same value in the

From and To fields, or you can define a range of ports from
0 to 65535 by specifying different values in the From and
To fields. Instead of specifying a number, you can instead
choose one of the following server types to use the
pre-defined port of that type: dns, ftp-data, http, https, pop3,
rtsp, smtp, unspecified. The default is unspecified.

gen_text_inputProvide the end of the destination port range. The port
range is determined by the server type. You can define a

Destination
Port Range To

single port by specifying the same value in the From and
To fields, or you can define a range of ports from 0 to
65535 by specifying different values in the From and To
fields. Instead of specifying a number, you can instead
choose one of the following server types to use the
pre-defined port of that type: dns, ftp-data, http, https, pop3,
rtsp, smtp, unspecified. The default is unspecified.

gen_text_inputProvide the TCP session rule of the filter entry. The TCP
session rules are synchronize, established,
acknowledgment, reset, finish. The default is unspecified.

TCP Session
Rules

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME
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TypeDescriptionOutput

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-Site Filter NameFILTER_NAME

ACIMultiSiteFilterIdentityACI Multi-Site Filter IdentityFILTER_IDENTITY

gen_text_inputACI Multi-Site Entry to Filter NameENTRY_TO_FILTER_NAME

ACIMultiSiteEntryToFilter
Identity

ACI Multi-Site Entry to Filter IdentityENTRY_TO_FILTER_
IDENTITY
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ACI MSC - Remove Entry from Filter
Summary

ACI MSC - Remove Entry from Filter.
Description

This task deletes Entry from Filter associated to the Schema Template of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteEntryTo
FilterIdentity

Select an entry name to be
removed

Entry Name

YThis input is a label only. It does
not take a value.

Do you want to delete the
selected Entry From Filter?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-Site Filter NameFILTER_NAME

ACIMultiSiteFilterIdentityACI Multi-Site Filter IdentityFILTER_IDENTITY

gen_text_inputACI Multi-Site Entry to Filter NameENTRY_TO_FILTER_NAME

ACIMultiSiteEntryToFilter
Identity

ACI Multi-Site Entry to Filter IdentityENTRY_TO_FILTER_
IDENTITY
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ACI MSC - Remove Filter from Template
Summary

ACI MSC - Remove Filter from Template.
Description

This task deletes a Filter from the ACI Multi-Site Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteFilter
Identity

Select a Filter name to be removedFilter Name

YThis input is a label only. It does
not take a value.

Do you want to delete the
selected Filter?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_
SCHEMA_NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-Site Filter NameFILTER_NAME

ACIMultiSiteFilterIdentityACI Multi-Site Filter IdentityFILTER_IDENTITY
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ACI MSC - Update Entry to Filter
Summary

ACI MSC - Update Entry to Filter.
Description

This task updates Entry to Filter associated to the Schema Template of ACI Multi-Site controller.
Inputs

MandatoryMappableTo
Type

DescriptionInput

YACIMultiSite
EntryToFilter
Identity

Select an entry name to be updatedEntry Name

gen_text_
input

Provide the description of a filter entry. The description can
be up to 128 alphanumeric characters.

Description

gen_text_
input

Provide a type. The type can be one of the following: arp,
fcoe, ip, mac-security, mpls-unicast, trill, unspecified. The
default is unspecified.

Type

gen_text_
input

Provide the open peripheral codes for the address resolution
protocol. The open peripheral codes can be one of the
following: unspecified, reply , request. The default is
unspecified.

ARP Flag

gen_text_
input

Provide an IP protocol. The supported IP protocols are egp,
eigrp, icmp, igmp, igp, l2tp, ospf, pim, tcp, udp, unspecified.
The default is unspecified.

IP Protocol

BooleanCheck to enable match only packet fragments. When
enabled, the rule applies to any IP fragment with an offset

Match Only
Fragments

that is greater than 0 (all IP fragments except the first).When
disabled, the rule will not apply to IP fragments with an
offset greater than 0 because TCP/UDP port information
can only be checked in initial fragments.

BooleanCheck to enable stateful. This applies to the TCP protocol
only. The default is unchecked.

StateFul

gen_text_
input

Provide the start of the source port range. The start of the
port range is determined by the server type. You can define
a single port by specifying the same value in the From and

Source Port
Range From

To fields, or you can define a range of ports from 0 to 65535
by specifying different values in the From and To fields.
Instead of specifying a number, you can instead choose one
of the following server types to use the pre-defined port of
that type: dns, ftp-data, http, https, pop3, rtsp, smtp,
unspecified. The default is unspecified.

gen_text_
input

Provide the end of the source port range. The end of the port
range is determined by the server type. You can define a
single port by specifying the same value in the From and

Source Port
Range To

Cisco UCS Director Task Library Reference, Release 6.7
88

ACI MSC - Filter Operations
ACI MSC - Update Entry to Filter



MandatoryMappableTo
Type

DescriptionInput

To fields, or you can define a range of ports from 0 to 65535
by specifying different values in the From and To fields.
Instead of specifying a number, you can instead choose one
of the following server types to use the pre-defined port of
that type: dns, ftp-data, http, https, pop3, rtsp, smtp,
unspecified. The default is unspecified.

gen_text_
input

Provide the start of the destination port range. The end of
the port range is determined by the server type. You can
define a single port by specifying the same value in the From

Destination
Port Range
From

and To fields, or you can define a range of ports from 0 to
65535 by specifying different values in the From and To
fields. Instead of specifying a number, you can instead
choose one of the following server types to use the
pre-defined port of that type: dns, ftp-data, http, https, pop3,
rtsp, smtp, unspecified. The default is unspecified.

gen_text_
input

Provide the end of the destination port range. The port range
is determined by the server type. You can define a single
port by specifying the same value in the From and To fields,

Destination
Port Range
To

or you can define a range of ports from 0 to 65535 by
specifying different values in the From and To fields. Instead
of specifying a number, you can instead choose one of the
following server types to use the pre-defined port of that
type: dns, ftp-data, http, https, pop3, rtsp, smtp, unspecified.
The default is unspecified.

gen_text_
input

Provide the TCP session rule of the filter entry. The TCP
session rules are synchronize, established, acknowledgment,
reset, finish. The default is unspecified.

TCP Session
Rules

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-Site Filter NameFILTER_NAME

ACIMultiSiteFilterIdentityACI Multi-Site Filter IdentityFILTER_IDENTITY

gen_text_inputACI Multi-Site Entry to Filter NameENTRY_TO_FILTER_NAME
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TypeDescriptionOutput

ACIMultiSiteEntryToFilter
Identity

ACI Multi-Site Entry to Filter IdentityENTRY_TO_FILTER_
IDENTITY
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ACI MSC - Import Operations

This chapter contains the following sections:

• ACI MSC - Import APIC Policy, on page 92
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ACI MSC - Import APIC Policy
Summary

ACI MSC - Import APIC Policy.
Description

This task will allow user to import policies from APIC to ACI Multi-Site.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchemaTemplate
Identity

Select a template nameTemplate Name

YMscTenantSiteAssociationIdentitySelect a site ID. This is the
unique identifier associatedwith
the site.

Site Id

MSCDeviceSchemaApplication
ProfileIdentity

Select an application profile
name

Application Profile
Name

ACIMultiSiteEPGIdentitySelect an EPG nameEPG Name

ACIMultiSiteContractIdentitySelect a contract nameContract Name

ACIMultiSiteFilterIdentitySelect a filter nameFilter Name

MSCDeviceSchemaVRFIdentitySelect a VRF nameVRF Name

ACIMultiSiteBDIdentitySelect a bridge domain nameBridge Domain Name

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

ACI_MULTI_SITE_
DATACENTER

gen_text_inputIP address of the ACI Multi-Site device
on which the selected operation was
performed

ACI_MULTI_SITE_DEVICE_
IP

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSiteIdentityACI Multi-Site IdentitySITE_IDENTITY

MSCDeviceSchema
ApplicationProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY
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TypeDescriptionOutput

ACIMultiSiteContract
Identity

ACI Multi-Site Contract IdentityCONTRACT_IDENTITY

ACIMultiSiteBDIdentityACI Multi-site Bridge Domain IdentityACI_MULTI_SITE_BRIDGE_
DOMAIN_IDENTITY

MSCDeviceSchema
VRFIdentity

ACI Multi-site VRF IdentityVRF_IDENTITY

ACIMultiSiteFilterIdentityACI Multi-Site Filter IdentityFILTER_IDENTITY
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ACI MSC - Schema Operations

This chapter contains the following sections:

• ACI MSC - Create Schema, on page 96
• ACI MSC - Delete Schema, on page 97
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ACI MSC - Create Schema
Summary

ACI MSC - Create Schema.
Description

This task creates a schema on the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceIdentitySelect an ACI multi-site account nameACI Multi-Site
Account Name

Ygen_text_inputProvide a schema name. Schemas are
profiles, including site-configuration
objects, that are pushed to sites.

Schema Name

Ygen_text_inputProvide the name of the templateTemplate Name

YMSCDeviceTenant
Identity

Select a tenantSelect Tenant

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

ACI_MULTI_SITE_
DATACENTER

gen_text_inputIP address of the ACIMulti-Site device on
which the selected operation was
performed

ACI_MULTI_SITE_DEVICE_
IP

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
Identity

ACI Multi-Site Schema IdentitySCHEMA_IDENTITY

MSCDeviceSchema
TemplateIdentity

ACI Multi-Site Schema Template IdentitySCHEMA_TEMPLATE_
IDENTITY

MSCDeviceTenant
Identity

ACI Multi-Site Tenant IdentityTENANT_IDENTITY
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ACI MSC - Delete Schema
Summary

ACI MSC - Delete Schema.
Description

This task deletes a schema from the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchema
Identity

Select a schema nameSchema Name

YThis input is a label only. It does
not take a value.

Do you want to delete the
selected Schema?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
Identity

ACI Multi-Site Schema IdentitySCHEMA_IDENTITY
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ACI MSC - Service Graph Operations

This chapter contains the following sections:

• ACI MSC - Add Service Graph to Template, on page 100
• ACI MSC - Remove Service Graph from Template, on page 102
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ACI MSC - Add Service Graph to Template
Summary

ACI MSC - Add Service Graph to Template.
Description

This task adds a service graph to a template of an ACI multi-site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchema
TemplateIdentity

Select a templateTemplate Name

Ygen_text_inputEnter a unique name for the
service graph

Service Graph Display
Name

gen_text_inputEnter short description for the
service graph

Service Graph
Description

YACIMultiSiteServiceNode
CountIdentity

Choose the number of service
nodes for the service graph

Number of Service Nodes

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchema
Identity

ACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_TEMPLATE_
NAME

gen_text_inputACI Multi-Site Service Graph NameOUTPUT_SERVICE_GRAPH_
NAME

ACIMultiSiteService
GraphIdentity

ACI Multi-Site Service Graph IdentityOUTPUT_SERVICE_GRAPH_
IDENTITY

gen_text_inputACI Multi-site Service Node Type One
Identity

OUTPUT_SERVICE_NODE_
TYPE_1

gen_text_inputACI Multi-site Service Node Device
One Identity

OUTPUT_SERVICE_NODE_
DEVICE_1

gen_text_inputACI Multi-site Service Node Type Two
Identity

OUTPUT_SERVICE_NODE_
TYPE_2
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TypeDescriptionOutput

gen_text_inputACI Multi-site Service Node Device
Two Identity

OUTPUT_SERVICE_NODE_
DEVICE_2

gen_text_inputACIMulti-site Service Node Type Three
Identity

OUTPUT_SERVICE_NODE_
TYPE_3

gen_text_inputACI Multi-site Service Node Device
Three Identity

OUTPUT_SERVICE_NODE_
DEVICE_3
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ACI MSC - Remove Service Graph from Template
Summary

ACI MSC - Remove Service Graph from Template.
Description

This task removes a service graph from a template of an ACI multi-site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteService
GraphIdentity

Select a service graph to deleteSelect Service Graph

YDo you want to delete the
selected Service Graph?

Do you want to delete the
selected Service Graph?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchema
Identity

ACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

gen_text_inputACI Multi-Site Service Graph NameOUTPUT_SERVICE_GRAPH_
NAME

ACIMultiSiteServiceGraph
Identity

ACI Multi-Site Service Graph IdentityOUTPUT_SERVICE_GRAPH_
IDENTITY
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ACI MSC - Site Operations

This chapter contains the following sections:

• ACI MSC - Add OSPF Policy, on page 104
• ACI MSC - Add Port to Infra Spine Settings, on page 106
• ACI MSC - Configure Control Plane BGP, on page 107
• ACI MSC - Create Site, on page 108
• ACI MSC - Delete OSPF Policy, on page 109
• ACI MSC - Delete Site, on page 110
• ACI MSC - Remove Port from Infra Spine Settings, on page 111
• ACI MSC - Update Infra POD Settings, on page 112
• ACI MSC - Update Infra Site Settings, on page 113
• ACI MSC - Update Infra Spine Settings, on page 115
• ACI MSC - Update OSPF Policy, on page 116
• ACI MSC - Update Port to Infra Spine Settings, on page 118
• ACI MSC - Update Site, on page 119
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ACI MSC - Add OSPF Policy
Summary

ACI MSC - Add OSPF Policy.
Description

This task will allow the User to Add OSPF Policy to Control Plane BGP configuration of ACIMulti-Site
controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceIdentitySelect an ACI multi-site account nameACI Multi-Site
Account Name

MSCDeviceSchemaSite
Identity

SiteSite

Ygen_text_inputProvide a policy namePolicy Name

ACIMultiSitEOspf
NetworkTypeIdentity

Select a network type. The default is
broadcast.

Network Type

Ygen_text_inputProvide a priority. Priority must be
between 0 and 255. The default value is
1.

Priority

Ygen_text_inputProvide a cost of interface. The cost of
interface must be between 0 and 65535.
The default value is 0.

Cost OF Interface

ACIMultiSiteInterface
ControlsIdentity

Select one or more interface controlsInterface Controls

Ygen_text_inputProvide a hello interval in seconds. The
hello interval must be between 1 and
65535. The default value is 10.

Hello Interval
(SECONDS)

Ygen_text_inputProvide a dead interval in seconds. The
dead interval must be between 1 and
65535. The default value is 40.

Dead Interval
(SECONDS)

Ygen_text_inputProvide a retransmit interval in seconds.
The retransmit interval must be between
1 and 65535. The default value is 5.

Retransmit Interval
(SECONDS)

Ygen_text_inputprovide Transmit Delay (SECONDS)Transmit Delay
(SECONDS)

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT
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TypeDescriptionOutput

MSCDeviceMultiSiteIdentityACI Multi-Site Device Multi Site
Identity

OUTPUT_MULTI_SITE_
IDENTITY

ACIMultiSiteOSPFPolicy
Identity

ACI Multi-Site OSPF Policy IdentityOUTPUT_ACI_OSPF_NAME

ACIMultiSiteOSPFPolicy
Identity

ACI Multi-Site OSPF Policy IdentityOUTPUT_ACI_OSPF_
IDENTITY
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ACI MSC - Add Port to Infra Spine Settings
Summary

ACI MSC - Add Port to Infra Spine Settings.
Description

This task will allow the User to Add Port to Infra Spine Settings of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteFabricSpine
Identity

Select a spine nameSpine Name

Ygen_text_inputProvide a slot number and a port number
formatted as slot_number/port_number. For
example: 1/10.

Port ID

gen_text_inputProvide an IP address formatted as valid_
ip/valid_prefix_length. For example: 31.31.
31.1/12.

IP Address

gen_text_inputProvide an MTU. The MTU must be
between 576 and 9000.

MTU

ACIMultiSiteOSPFPolicy
Identity

Select an OSPF policyOSPF Policy

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

ACIMultiSiteSettings
Identity

Site Setting Identity on which the
selected operation was performed

SITE_SETTINGS_IDENTITY

ACIMultiSitePodIdentityPod Setting Identity on which the
selected operation was performed

POD_SETTINGS_IDENTITY

ACIMultiSiteFabricSpine
Identity

ACI Multi-Site Multi Spine IdentityOUTPUT_MULTI_SPINE_
IDENTITY

gen_text_inputACI Multi-Site Multi Spine Port IdOUTPUT_MULTI_SPINE_
PORT_ID

ACIMultiSiteFabricPorts
Identity

ACIMulti-SiteMulti Spine Port IdentityOUTPUT_MULTI_SPINE_
PORT_IDENTITY
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ACI MSC - Configure Control Plane BGP
Summary

ACI MSC - Configure Control Plane BGP.
Description

This task will allow the User to Configure Control Plane BGP on ACI Multi-Site controller.
Inputs

MandatoryMappable To
Type

DescriptionInput

YMSCDeviceIdentitySelect an ACI multi-site account nameACI Multi-Site
Account Name

YACIMultiSite
PeeringType
Identity

Select a BGP peering type. The default value
is full-mesh.

Bgp Peering Type

Ygen_text_inputProvide a keep-alive interval in seconds. The
BGP keep-alive interval must be between 0
and 3600. The default value is 60 seconds.

Keep Alive Interval
(SECONDS)

Ygen_text_inputProvide a hold interval in seconds. The BGP
Hold Interval must be between 0 and 3600.
The default value is 180 seconds.

Hold Interval
(SECONDS)

Ygen_text_inputProvide a stale interval in seconds. The BGP
stale interval must be between 1 and 3600.
The default value is 300 seconds.

Stale Interval
(SECONDS)

BooleanCheck to enable graceful helper. By default
this field is checked.

Graceful Helper

Ygen_text_inputProvide a maximum AS limit. The BGP
maximum AS limit must be between 0 and
2000. The default value is 0.

Maximum AS Limit

Ygen_text_inputProvide a BGP TTL between peers. The BGP
TTL must be between 1 and 255. The default
value is 10.

Bgp TTL Between
Peers

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceMultiSite
Identity

ACIMulti-Site DeviceMulti Site IdentityOUTPUT_MULTI_SITE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
107

ACI MSC - Site Operations
ACI MSC - Configure Control Plane BGP



ACI MSC - Create Site
Summary

ACI MSC - Create Site.
Description

This task creates a site on the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceIdentitySelect an ACI multi-site account nameACI Multi-Site
Account Name

Ygen_text_inputEnter a site name. The name can be up to
64 characters, must begin with an

Site Name

alphanumeric character, and can contain
only alphanumeric characters and the
following four symbols: "-", ".", ":", and "_
".

MSCDeviceLabel
Identity

Select a site labelSite label

Ygen_text_inputProvide one or more comma-separated
APIC controller URLs. For example:

APIC
CONTROLLER
URL http://10.30.113.170/,

https://msc-site1-apic1.cisco.com.

Ygen_text_inputProvide a usernameUsername

YpasswordPassword

Ygen_text_inputProvide an APIC site ID between 1 and 255APIC SITE ID

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

ACI_MULTI_SITE_
DATACENTER

gen_text_inputIP address of the ACI Multi-Site device on
which the selected operation was performed

ACI_MULTI_SITE_
DEVICE_IP

MSCDeviceIdentityACIMulti-Site Account on which the selected
operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSite Name on which the selected operation
was performed

SITE_NAME

MSCDeviceSiteIdentityACI Multi-Site IdentitySITE_IDENTITY
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ACI MSC - Delete OSPF Policy
Summary

ACI MSC - Delete OSPF Policy.
Description

This task will allow the User to Delete OSPF policy fromBGPConfiguration of ACIMulti-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteOSPFPolicyIdentitySelect a policy namePolicy Name

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceMultiSiteIdentityACI Multi-Site Device Multi Site
Identity

OUTPUT_MULTI_SITE_
IDENTITY

ACIMultiSiteOSPFPolicy
Identity

ACI Multi-Site OSPF Policy IdentityOUTPUT_ACI_OSPF_NAME

ACIMultiSiteOSPFPolicy
Identity

ACI Multi-Site OSPF Policy IdentityOUTPUT_ACI_OSPF_
IDENTITY
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ACI MSC - Delete Site
Summary

ACI MSC - Delete Site.
Description

This task deletes a site from the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSiteIdentitySelect a site nameSite Name

YThis input is a label only. It does
not take a value.

Do you want to delete the
selected Site?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSite Name on which the selected operation
was performed

SITE_NAME

MSCDeviceSiteIdentityACI Multi-Site IdentitySITE_IDENTITY
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ACI MSC - Remove Port from Infra Spine Settings
Summary

ACI MSC - Remove Port from Infra Spine Settings.
Description

This task will allow the User to Remove Port from Infra Spine Settings of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteFabricPorts
Identity

Select a port IDPort ID

YThis input is a label only. It
does not take a value.

Do you want to delete the
selected Port From Spine?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

ACIMultiSiteSettings
Identity

Site Setting Identity on which the
selected operation was performed

SITE_SETTINGS_IDENTITY

ACIMultiSitePodIdentityPod Setting Identity on which the
selected operation was performed

POD_SETTINGS_IDENTITY

ACIMultiSiteFabricSpine
Identity

ACI Multi-Site Multi Spine IdentityOUTPUT_MULTI_SPINE_
IDENTITY

gen_text_inputACI Multi-Site Multi Spine Port IdOUTPUT_MULTI_SPINE_
PORT_ID

ACIMultiSiteFabricPorts
Identity

ACIMulti-SiteMulti Spine Port IdentityOUTPUT_MULTI_SPINE_
PORT_IDENTITY
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ACI MSC - Update Infra POD Settings
Summary

ACI MSC - Update Infra POD Settings.
Description

This task will allow the User to Update Infra POD Settings of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSitePodIdentitySelect a pod namePod Name

ipaddressProvide an IP address for the data
plane unicast TEP. For example: 31.
31.31.1.

Data Plane Unicast
TEP

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputData Plane Unicast TEP on which the
selected operation was performed

DATA_PLANE_UNICAST_
TEP

ACIMultiSiteSettings
Identity

Site Setting Identity on which the selected
operation was performed

SITE_SETTINGS_
IDENTITY

ACIMultiSitePodIdentityPod Setting Identity on which the selected
operation was performed

POD_SETTINGS_IDENTITY
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ACI MSC - Update Infra Site Settings
Summary

ACI MSC - Update Infra Site Settings.
Description

This task will allow the User to Update Infra Site Settings of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteSettings
Identity

Select a site nameSite Name

BooleanCheck to enable the ACI multi-site option
for the site. By default this field is
unchecked.

Site is Multi Site
Enabled

ipaddressProvide an IP address for data plane
multicast TEP. For example: 31.31.31.1.

Data Plane Multicast
TEP

Ygen_text_inputProvide a BGP autonomous system number.
This number uniquely identifies the neighbor

BGP Autonomous
System Number

autonomous system. The autonomous system
number is between 1 and 4294967295, in
4-byte as plain format.

passwordProvide a BGP passwordBGP Password

gen_text_inputProvide a BGP community For example:
extended:as2-nn4:5:16. The numbers are
variable.

BGP Community

gen_text_inputProvide an OSPF area ID. This can be a
number or ip address. For example: 31.31.
31.1.

OSPF Area Id

ACIMultiSite
OSPFAreaType
Identity

Select an OSPF area typeOSPF Area Type

ACIMultiExtRouted
DomainIdentity

Select an external routed domainExternal Routed
Domain

This input is a label only. It does not take a
value.

IP Subnets to import

gen_text_inputProvide one or more comma-separated
subnet or subnet/netmask. For example: 10.
10.10.10, 20.20.20.20/24.

Subnet
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Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSiteIdentityACI Multi-Site IdentitySITE_IDENTITY

ACIMultiSiteSettings
Identity

Site Setting Identity on which the selected
operation was performed

SITE_SETTINGS_
IDENTITY
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ACI MSC - Update Infra Spine Settings
Summary

ACI MSC - Update Infra Spine Settings.
Description

This task will allow the User to Update Infra Spine Settings of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteFabric
SpineIdentity

Select a spine nameSpine Name

BooleanCheck to enable BGP peering. By default
this field is unchecked.

BGP Peering

gen_text_inputProvide an IP address for the control plane
TEP. Format For example: 31.31.31.1.

Control Plane TEP

BooleanCheck to enable route reflector in the
spine. By default this field is unchecked.

Spine is Route
Reflector

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

ACIMultiSiteSettings
Identity

Site Setting Identity on which the selected
operation was performed

SITE_SETTINGS_IDENTITY

ACIMultiSitePodIdentityPod Setting Identity on which the selected
operation was performed

POD_SETTINGS_IDENTITY

ACIMultiSiteFabricSpine
Identity

ACI Multi-Site Multi Spine IdentityOUTPUT_MULTI_SPINE_
IDENTITY
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ACI MSC - Update OSPF Policy
Summary

ACI MSC - Update OSPF Policy.
Description

This task will allow the User to Update OSPF Policy on Control Plane BGP configuration of ACI
Multi-Site controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSite
OSPFPolicyIdentity

Select a policy namePolicy Name

YACIMultiSitEOspf
NetworkTypeIdentity

Select a network type. The default value is
broadcast.

Network Type

Ygen_text_inputProvide a priority. The priority must be
between 0 and 255. The default value is 1.

Priority

Ygen_text_inputProvide a cost of interface. The cost of
interfacemust be between 0 and 65535. The
default value is 0.

Cost OF Interface

ACIMultiSiteInterface
ControlsIdentity

Select one or more interface controlsInterface Controls

Ygen_text_inputProvide a hello interval in seconds. The
hello interval must be between 1 and 65535.
The default value is 10.

Hello Interval
(SECONDS)

Ygen_text_inputProvide a dead interval in seconds. The dead
interval must be between 1 and 65535. The
default value is 40.

Dead Interval
(SECONDS)

Ygen_text_inputProvide a retransmit interval in seconds.
The retransmit interval must be between 1
and 65535. The default value is 5.

Retransmit Interval
(SECONDS)

Ygen_text_inputProvide a transmit delay in seconds. The
transmit delay must be between 1 and 450.
The default value is 1.

Transmit Delay
(SECONDS)

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceMultiSiteIdentityACI Multi-Site Device Multi Site
Identity

OUTPUT_MULTI_SITE_
IDENTITY

ACIMultiSiteOSPFPolicy
Identity

ACI Multi-Site OSPF Policy IdentityOUTPUT_ACI_OSPF_NAME
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TypeDescriptionOutput

ACIMultiSiteOSPFPolicy
Identity

ACI Multi-Site OSPF Policy IdentityOUTPUT_ACI_OSPF_
IDENTITY
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ACI MSC - Update Port to Infra Spine Settings
Summary

ACI MSC - Update Port to Infra Spine Settings.
Description

This task will allow the User to Update Port to Infra Spine Settings of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteFabricPorts
Identity

Select a port IDPort ID

gen_text_inputProvide an IP address formatted as
valid_ip/valid_prefix_length. For
example: 31.31.31.1/12.

IP Address

gen_text_inputProvide an MTU. The MTU must be
between 576 and 9000.

MTU

ACIMultiSiteOSPFPolicy
Identity

Select an OSPF policyOSPF Policy

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

ACIMultiSiteSettings
Identity

Site Setting Identity on which the
selected operation was performed

SITE_SETTINGS_IDENTITY

ACIMultiSitePodIdentityPod Setting Identity on which the
selected operation was performed

POD_SETTINGS_IDENTITY

ACIMultiSiteFabricSpine
Identity

ACI Multi-Site Multi Spine IdentityOUTPUT_MULTI_SPINE_
IDENTITY

gen_text_inputACI Multi-Site Multi Spine Port IdOUTPUT_MULTI_SPINE_
PORT_ID

ACIMultiSiteFabricPorts
Identity

ACIMulti-SiteMulti Spine Port IdentityOUTPUT_MULTI_SPINE_
PORT_IDENTITY
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ACI MSC - Update Site
Summary

ACI MSC - Update Site.
Description

This task updates a site from the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSiteIdentitySelect a site IDSite Id

Ygen_text_inputProvide a site nameSite Name

MSCDeviceLabelIdentitySelect a Site labelSite label

Ygen_text_inputProvide one ormore comma-separated
APIC controller URLs. For example:

APICCONTROLLER
URL

http://10.30.113.170/,
https://msc-site1-apic1.cisco.com.

Ygen_text_inputProvide a UsernameUsername

YpasswordPassword

Ygen_text_inputProvide an APIC site ID between 1
and 255

APIC SITE ID

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSite Name on which the selected operation
was performed

SITE_NAME

MSCDeviceSiteIdentityACI Multi-Site IdentitySITE_IDENTITY
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ACI MSC - Subnet to EPG on Site Operations

This chapter contains the following sections:

• ACI MSC - Add Subnet to Site EPG, on page 122
• ACI MSC - Remove Subnet from Site EPG, on page 123
• ACI MSC - Update Subnet to Site EPG, on page 124
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ACI MSC - Add Subnet to Site EPG
Summary

ACI MSC - Add Subnet to Site EPG.
Description

This task will allow the User to Add Subnet to EPG on Site of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteEPGInfoIdentityProvide EPG NameEPG Name

YACIMultiSiteIdentityProvide Site NameSite Name

Ygen_text_inputGateway IPGateway IP

gen_text_inputDescriptionDescription

MSCSubnetToBDScopeTypeScopeScope

BooleanShared Between VRFs?Shared Between VRFs

BooleanNo Default SVI Gateway?No Default SVI Gateway

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operation was
performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchemaApplication
ProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPG Info IdentityEPG_INFO_IDENTITY

gen_text_inputSubnet Gateway IP on EPG SiteEPG_SITE_SUBNET_
GATEWAY_IP

MSC_SUBNET_TO_EPG_
SITE_IDENTITY

Subnet to EPG Site IdentitySUBNET_TO_EPG_SITE_
IDENTITY
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ACI MSC - Remove Subnet from Site EPG
Summary

ACI MSC - Remove Subnet from Site EPG.
Description

This task will allow the User to Delete Subnet from EPG on of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_SUBNET_TO_EPG_
SITE_IDENTITY

SubnetSubnet

YDo you want to delete the
Subnet from EPG on Site?

Do you want to delete the
Subnet from EPG on Site?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operation was
performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchemaApplication
ProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPG Info IdentityEPG_INFO_IDENTITY

gen_text_inputSubnet Gateway IP on EPG SiteEPG_SITE_SUBNET_
GATEWAY_IP

MSC_SUBNET_TO_EPG_
SITE_IDENTITY

Subnet to EPG Site IdentitySUBNET_TO_EPG_SITE_
IDENTITY
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ACI MSC - Update Subnet to Site EPG
Summary

ACI MSC - Update Subnet to Site EPG.
Description

This task will allow the User to Update Subnet to EPG on Site of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSC_SUBNET_TO_EPG_SITE_
IDENTITY

SubnetSubnet

Ygen_text_inputGateway IPGateway IP

gen_text_inputDescriptionDescription

MSCSubnetToBDScopeTypeScopeScope

BooleanShared Between VRFs?Shared Between VRFs

BooleanNo Default SVI Gateway?No Default SVI Gateway

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which
the selected operation was
performed

ACI_MULTI_SITE_
ACCOUNT

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY

MSCDeviceSchemaTemplate
Identity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

MSCDeviceSchemaApplication
ProfileIdentity

ACI Multi-site Application Profile
Identity

APPLICATION_PROFILE_
IDENTITY

ACIMultiSiteEPGIdentityACI Multi-site EPGs IdentityEPG_IDENTITY

ACIMultiSiteEPGInfoIdentityACI Multi-site EPG Info IdentityEPG_INFO_IDENTITY

gen_text_inputSubnet Gateway IP on EPG SiteEPG_SITE_SUBNET_
GATEWAY_IP

MSC_SUBNET_TO_EPG_
SITE_IDENTITY

Subnet to EPG Site IdentitySUBNET_TO_EPG_SITE_
IDENTITY
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ACI MSC - Template Operations

This chapter contains the following sections:

• ACI MSC - Add Template to Schema, on page 126
• ACI MSC - Remove Template from Schema, on page 127
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ACI MSC - Add Template to Schema
Summary

ACI MSC - Add Template to Schema.
Description

This task adds the template to ACI Multi-Site Schema.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchemaIdentitySchema NameSchema Name

YMSCDeviceTenantIdentitySelect a tenantSelect Tenant

Ygen_text_inputProvide the name of the
template

Display Name

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
Identity

ACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACIMulti-Site SchemaTemplate IdentitySCHEMA_TEMPLATE_
IDENTITY
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ACI MSC - Remove Template from Schema
Summary

ACI MSC - Remove Template from Schema.
Description

This task deletes a Template from the ACI Multi-Site Schema.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchema
TemplateIdentity

Select a template nameTemplate Name

YThis input is a label only. It
does not take a value.

Do you want to delete the
selected Template From ACI
Multi-Site Schema?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
Identity

ACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME
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ACI MSC - Template to Site Operations

This chapter contains the following sections:

• ACI MSC - Associate Template to Site, on page 130
• ACI MSC - Deploy Template to Sites, on page 131
• ACI MSC - Dissociate Template from Site, on page 132
• ACI MSC - Undeploy Template from Sites, on page 133
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ACI MSC - Associate Template to Site
Summary

ACI MSC - Associate Template to Site.
Description

This task will allow the User to associate Schema Template to Site of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchemaSiteIdentitySelect a siteSite

YMSCDeviceSchemaTemplateIdentitySelect a templateTemplate

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaTemplate
Identity

ACI Multi-Site Schema Template
Identity

SCHEMA_TEMPLATE_
IDENTITY

MSCDeviceSchemaSite
Identity

ACI Multi-Site Schema Site IdentityACI_MULTI_SITE_SCHEMA_
SITE

ACIMultiSiteIdentityACI Multi-Site Site Info IdentitySITE_INFO_IDENTITY
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ACI MSC - Deploy Template to Sites
Summary

ACI MSC - Deploy Template to Sites.
Description

This task will allow the User to deploy Template to the ACI Multi-Site.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchema
TemplateIdentity

Select a template nameTemplate Name

YThis input is a label only. It does
not take a value.

Do you want to deploy
template to sites?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchema
Identity

ACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACIMulti-Site SchemaTemplate IdentitySCHEMA_TEMPLATE_
IDENTITY
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ACI MSC - Dissociate Template from Site
Summary

ACI MSC - Dissociate Template from Site.
Description

This task will allow the User to dissociate Schema Template from Site of ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchemaSiteIdentitySelect a siteSite

YMSCDeviceSchemaTemplateIdentitySelect a templateTemplates

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

MSCDeviceSchemaTemplate
Identity

ACI Multi-Site Schema Template
Identity

SCHEMA_TEMPLATE_
IDENTITY

MSCDeviceSchemaSite
Identity

ACI Multi-Site Schema Site IdentityACI_MULTI_SITE_SCHEMA_
SITE
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ACI MSC - Undeploy Template from Sites
Summary

ACI MSC - Undeploy Template from Sites.
Description

This task will allow the User to undeploy Template from the ACI Multi-Site.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchema
TemplateIdentity

Select a template nameTemplate Name

YMSCDeviceSiteIdentitySelect a site nameSite Name

YThis input is a label only. It
does not take a value.

Do you want to undeploy
template from sites?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_SCHEMA_
NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-Site Schema Template
Identity

SCHEMA_TEMPLATE_
IDENTITY

MSCDeviceSiteIdentityACI Multi-Site IdentitySITE_IDENTITY
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ACI MSC - Tenant Operations

This chapter contains the following sections:

• ACI MSC - Create Tenant, on page 136
• ACI MSC - Delete Tenant, on page 137
• ACI MSC - Update Tenant, on page 138
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ACI MSC - Create Tenant
Summary

ACI MSC - Create Tenant.
Description

This task creates a Tenant on the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceIdentityMSC Account NameMSC Account Name

Ygen_text_inputProvide the name of the tenant. This
name can be up to 64 alphanumeric
characters.

Display Name

gen_text_inputProvide additional descriptive
information for the tenant

Description

MSCDeviceSiteIdentitySelect associated sitesAssociated Sites

MSCSiteSecurityDomains
Identity

Selct security domainsSecurity Domains

ACIMultiSiteUserIdentitySelect associated users. The admin
user is selected by default.

Associated Users

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputACI Multi-site Tenant NameACI_MULTI_SITE_TENANT_
NAME

MSCDeviceTenantIdentityACI Multi-Site Tenant IdentityTENANT_IDENTITY

MSCDeviceSiteIdentityACI Multi-Site IdentitySITE_IDENTITY

ACIMultiSiteUserIdentityACI Multi-Site User IdentityUSER_IDENTITY
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ACI MSC - Delete Tenant
Summary

ACI MSC - Delete Tenant.
Description

This task deletes a Tenant from the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceTenant
Identity

Select the tenant name to be
removed

Name

YThis input is a label only. It does
not take a value.

Do you want to delete the
selected Tenant?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputACI Multi-site Tenant NameACI_MULTI_SITE_TENANT_
NAME

MSCDeviceTenantIdentityACI Multi-Site Tenant IdentityTENANT_IDENTITY
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ACI MSC - Update Tenant
Summary

ACI MSC - Update Tenant.
Description

This task updates a Tenant on the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect a multi-site account nameMSC Account Name

YMSCDeviceTenantIdentitySelect a tenant IDTenant Id

Ygen_text_inputProvide the name of the tenant. This
name can be up to 64 alphanumeric
characters.

Display Name

gen_text_inputProvide additional descriptive
information of the tenant

Description

MSCDeviceSiteIdentitySelect associated sitesAssociated Sites

MSCSiteSecurityDomains
Identity

Select security domainsSecurity Domains

ACIMultiSiteUserIdentitySelect associated users. The admin
user is selected by default.

Associated Users

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_ACCOUNT

gen_text_inputACI Multi-site Tenant NameACI_MULTI_SITE_TENANT_
NAME

gen_text_inputACI Multi-site Tenant IdentityACI_MULTI_SITE_TENANT_
IDENTITY

MSCDeviceSiteIdentityACI Multi-Site IdentitySITE_IDENTITY

ACIMultiSiteUserIdentityACI Multi-Site User IdentityUSER_IDENTITY
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ACI MSC - User Operations

This chapter contains the following sections:

• ACI MSC - Create User, on page 140
• ACI MSC - Delete User, on page 141
• ACI MSC - Update User, on page 142
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ACI MSC - Create User
Summary

ACI MSC - Create User.
Description

This task creates a User on the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceIdentitySelect a multi-site account nameMSC Account
Name

Ygen_text_inputProvide a usernameUser Name

YpasswordProvide a passwordPassword

YpasswordProvide the same password for confirmationConfirm Password

Ygen_text_inputProvide the first name of the userFirst Name

Ygen_text_inputProvide the last name of the userLast Name

Ygen_text_inputProvide the email address of the user. For
example: test@cisco.com.

Email Address

Ygen_text_inputProvide the phone number of the user. For
example: 9600000000.

Phone Number

YMSCSiteUserAccount
Status

Select an account status. The account can be
active or inactive. The default is active.

Account Status

YMSCSiteUserRoles
Identity

Select user roles. User roles contain one or
more privileges that define the operations
allowed for the user who is assigned the role.

Roles

The system creates a set of default roles, but
user-defined roles can be created.

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputACI Multi-site User NameUSER_NAME

ACIMultiSiteUserIdentityACI Multi-Site User IdentityUSER_IDENTITY
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ACI MSC - Delete User
Summary

ACI MSC - Delete User.
Description

This task deletes a User from the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YACIMultiSiteUser
Identity

Select a user to be removedUser

YThis input is a label only. It does
not take a value.

Do you want to delete the
selected User?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputACI Multi-site User NameUSER_NAME

ACIMultiSiteUserIdentityACI Multi-Site User IdentityUSER_IDENTITY
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ACI MSC - Update User
Summary

ACI MSC - Update User.
Description

This task updates a User to the ACI Multi-Site controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect a multi-site account nameMSC Account
Name

YACIMultiSiteUser
Identity

Select a userUser

Ygen_text_inputProvide a usernameUser Name

Ygen_text_inputProvide the first name of the userFirst Name

Ygen_text_inputProvide the last name of the userLast Name

Ygen_text_inputProvide the email address of the user. For
example: test@cisco.com.

Email Address

Ygen_text_inputProvide the phone number of the user. For
example: 9600000000.

Phone Number

YMSCSiteUserAccount
Status

Select an account status. The account can be
active or inactive. The default is active.

Account Status

MSCSiteUserRoles
Identity

Select user roles. User roles contain one or
more privileges that define the operations
allowed for the user who is assigned the role.

Roles

The system creates a set of default roles, but
user-defined roles can be created.

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputACI Multi-site User NameUSER_NAME

ACIMultiSiteUserIdentityACI Multi-Site User IdentityUSER_IDENTITY
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ACI MSC - VRF Operations

This chapter contains the following sections:

• ACI MSC - Add VRF to Template, on page 144
• ACI MSC - Remove VRF from Template, on page 145
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ACI MSC - Add VRF to Template
Summary

ACI MSC - Add VRF to Template.
Description

This task will allow the User to add VRF to the ACI Multi-Site Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchemaTemplate
Identity

Select the templateTemplate Name

Ygen_text_inputProvide the name of the VRFDisplay Name

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_
SCHEMA_NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site VRF NameVRF_NAME

MSCDeviceSchema
VRFIdentity

ACI Multi-site VRF IdentityVRF_IDENTITY
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ACI MSC - Remove VRF from Template
Summary

ACI MSC - Remove VRF from Template.
Description

This task will allow the User to remove VRF from the ACI Multi-Site Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YMSCDeviceSchema
VRFIdentity

Select a VRFSelect VRF

YThis input is a label only. It
does not take a value.

Do you want to delete the
selected VRF?

Outputs

TypeDescriptionOutput

MSCDeviceIdentityACI Multi-Site Account on which the
selected operation was performed

ACI_MULTI_SITE_
ACCOUNT

gen_text_inputSchema Name on which the selected
operation was performed

ACI_MULTI_SITE_
SCHEMA_NAME

MSCDeviceSchemaIdentityACI Multi-Site Schema IdentitySCHEMA_IDENTITY

gen_text_inputTemplate Name on which the selected
operation was performed

ACI_MULTI_SITE_
TEMPLATE_NAME

MSCDeviceSchema
TemplateIdentity

ACI Multi-site Template IdentityTEMPLATE_IDENTITY

gen_text_inputACI Multi-site VRF NameVRF_NAME

MSCDeviceSchema
VRFIdentity

ACI Multi-site VRF IdentityVRF_IDENTITY
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API Usecases

This chapter contains the following sections:

• Add Netapp Ontap Account, on page 148
• Add Nexus Account custom task, on page 149
• AddSRInitiatorComments, on page 150
• Adding UCSM Account custom task, on page 151
• Collect Inventory Collection On Selected VM, on page 152
• Create Custom Workflow Input From CSV custom task, on page 153
• Create VMware Computing Policy, on page 154
• Create VMware Network Policy, on page 155
• Create VMware Storage Policy, on page 156
• Create VMware System Policy, on page 157
• ExportUCSDAssets, on page 159
• Fetch VMs for SR, on page 160
• Generate License Utilization History Report CSV File , on page 161
• Get Email Setup, on page 162
• Get Login Profile, on page 163
• Get VMware VM Details, on page 164
• GetFreeVlansOfVlanPoolPolicy custom task, on page 165
• Modify SCSI Controller Type, on page 166
• Modify VM Label, on page 167
• Modify VMWare System Policy - Linux Only, on page 168
• Ping To Port Custom Task, on page 169
• SFTPFileUpload custom task, on page 170
• Send email with attachment custom task, on page 171
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Add Netapp Ontap Account
Summary

This task adds a physical account in the category "Storage" and account type "Netapp ONTAP."
Description

The added accound is visible under Administration > Physical Accounts > Physical Accounts tab.
Inputs

MandatoryMappable To TypeDescriptionInput

YPod nameSelect POD

Ygen_text_inputAccount name to be createdAccount Name

YipaddressServer or Filer addressServer

Ygen_text_inputUser IDUsername

YpasswordpasswordPassword

Ygen_text_inputprotocol : http/httpsTransport Type

Ygen_text_inputEx:For Http port is 80,for Https
port is 443

Port

gen_text_inputDescriptionDescription

Contact emailContact Email

LocationLocation

Service providerService Provider

Outputs

No Outputs
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Add Nexus Account custom task
Summary

This task adds a Networking device in category "Cisco Nexus OS."
Description

The added network device is visible under Administration >Physical Accounts > Managed Network
Elements tab.

Inputs

MandatoryMappable To TypeDescriptionInput

YSelect a pod for the Network Device.Select Pod

Ygen_text_inputProvide an IP address for the Network
Device

Device IP

YSelect the protocol for the Network
Device.

Protocol

YPort numberPort

Ygen_text_inputloginLogin

YpasswordPasswordPassword

Outputs

TypeDescriptionOutput

networking_devicedevice
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AddSRInitiatorComments
Summary

This task adds Initiator comments to any SR. To add comments to the current SR enter SR id as 0.
Description

The Initiator comments are visible under Organization > Service Requests and associated with the Service
Request specified in the specified workflow call.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSpecify Service Request Id for which initiator
comments need to be added

SR ID

Ygen_text_inputSpecify the Input Field Comments for the
Service Request specified by srid

Comments

Outputs

No Outputs
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Adding UCSM Account custom task
Summary

This task adds an account in the category "Computing" and of type "UCSM."
Description

You can find the account that was added under Administration > Physical Accounts > Physical Accounts
tab.

Inputs

MandatoryMappable To TypeDescriptionInput

YPod nameSelect POD

Ygen_text_inputName of the account going to be
created.

Account Name

YipaddressIp of the UCSM accountServer

Ygen_text_inputUsername of the UCSM account.Username

YpasswordpasswordPassword

Ygen_text_inputprotocol can be http/httpsTransport Type

Ygen_text_inputEx:For Http port is 80,for Https port
is 443

Port

gen_text_inputDescriptionDescription

Contact emailContact Email

LocationLocation

Service providerService Provider

Outputs

No Outputs
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Collect Inventory Collection On Selected VM
Summary

This task collects inventory on selected VM(s).
Description

This task collects inventory on selected VM(s).
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect one VMSelect VM

Outputs

No Outputs
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Create Custom Workflow Input From CSV custom task
Summary

This task reads data from a CSV file and creates custom workflow input.
Description

Before running this task, ensure a CSV file uploaded to the server. For example. in the path /opt/Demo.csv.
The uploaded CSV file should contain data in the the following format: Texas,1 Florida,2 Oklahoma,44
California,17 The lov will be registered with the provided lovname.You can find the registered lov under
Policies > Orchestration >Custom Workflow Input. Note:Do not edit the registered Custom Workflow
Input from UCSD GUI. Otherwise, the data will differ between the CSV file and the UCSD database. If
you want to update the lov then update the CSV file accordingly.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide the full path of the CSV file.Ex -
/opt/Demo.csv

CSV File Name With
Path

Ygen_text_inputProvide a lov name which will be created.Lov Name

YInput Type must be selected as Generic
Text Input/gen_text_input

Input Type

Outputs

No Outputs
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Create VMware Computing Policy
Summary

The task is used to create VMWare compute policy.
Description

The task accepts VDC profile, Compute Policy Name,Description, Cluster, Resource pool as input and
creates a VMWare compute policy. The newly created policy can be accessed from the following location
: Policies -> Virtual/Hipervisor Policies -> Computing -> Create VMware Computing Policy

Inputs

MandatoryMappable To TypeDescriptionInput

YvDCProfileSelect vDC ProfilevDC Profile

Ygen_text_inputProvide a Computing policy name
which will be created

Compute Policy Name

gen_text_inputDescription

YclusterListSelect Cluster nameCluster

YvmwareResourcePool
Identity

Select Resource pool from The
popup table

Resource Pool

Outputs

TypeDescriptionOutput

gen_text_inputIt returns created Policy NameOUTPUT_COMPUTING_POLICY_
NAME
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Create VMware Network Policy
Summary

The task is used to Create VMWare Network Policy.
Description

The task accepts VDC profile, Network Policy Name, Description, Nic Alias, Port Group,Static IP Pool
as input and creates a VMWare Network policy. The newly created policy can be accessed from the
following location : Policies -> Virtual/Hipervisor Policies -> Network -> Create VMware Network
Policy

Inputs

MandatoryMappable To TypeDescriptionInput

YvDCProfileSelect the vDC profilevDC Profile

Ygen_text_inputProvide aNetwork policy namewhich
will be created

Network Policy Name

gen_text_inputIt defines the description of policyDescription

Ygen_text_inputProvide a NIC name which will be
created

NIC Alias

YvmwareVmPortGroup
Identity

Select the valid Port GroupPort Group

YVMWareIPPoolPolicySelect which static IP Pool you need.Static IP Pool

Outputs

TypeDescriptionOutput

gen_text_inputIt returns created Policy NameOUTPUT_NETWORK_POLICY_
NAME
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Create VMware Storage Policy
Summary

The task is used to create VMware Storage Policy.
Description

The task accepts VDC profile, Storage Policy Name, Description,Datastores/Datastore Clusters Scope
and Vlaue for the selected scope as input and creates a VMware Storage Policy. The newly created policy
can be accessed from the following location : Policies -> Virtual/Hipervisor Policies -> Storage ->
VMware Storage Policy

Inputs

MandatoryMappable To TypeDescriptionInput

YvDCProfileSelect vDC ProfilevDC Profile

Ygen_text_inputProvide VMware Storage Policy
Name

Storage Policy Name

gen_text_inputPolicy DescriptionDescription

gen_text_inputSpecify type of data store/datastore
clusters scope: include/exclude or all

Datastores/Datastore
Clusters Scope

YdataStoreNameList of data stores selected for
include/exclude

Select Datastores

YdataStoreClusterNameList of Datastore Clusters for
include/exclude

Select Datastore Clusters

Outputs

TypeDescriptionOutput

gen_text_inputName of the VMware Storage Policy
Created by the task

OUTPUT_VMWARE_STORAGE_
POLICY_NAME
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Create VMware System Policy
Summary

The task Creates a VMware system Policy.
Description

The task creates a VMware System Policy. A VMware System Policy defines the system specific
information such as the template to use, time zone, OS specific information and the domain in which the
VM must be provisioned, for a VM to be provisioned. It gives created VMware System Policy name as
output.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

gen_text_inputIf empty, name provided by end user
is taken as VM name

VM Name Template

gen_text_inputEnter a valid VM Name Validation
Policy

VM Name Validation
Policy

BooleanAllow end user to provide VMName
or VM Prefix?

End User VMName or VM
Prefix

BooleanNeeds to be powered on after
provisioning?

Power On

Ygen_text_inputHost Name TemplateHost Name Template

gen_text_inputEnter a valid Hostname Validation
Policy

Host Name Validation
Policy

Ygen_text_inputPlease click on help icon to get to
know valid list of time zones

Linux Time Zone

Ygen_text_inputLinux VM Max Boot Wait TimeLinux VM Max Boot Wait
Time in Minutes

Ygen_text_inputDNS DomainDNS Domain

gen_text_inputDNS Suffix ListDNS Suffix List

gen_text_inputDNS Server ListDNS Server List

Ygen_text_inputVM Image TypeVM Image Type

gen_text_inputProduct IDProduct ID

Ygen_text_inputFull name of license ownerLicense Owner Name

Ygen_text_inputName of the OrganizationOrganization

Ygen_text_inputLicense ModeLicense Mode

gen_text_inputNumber of license users for the OSNumber Of License Users
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MandatoryMappable To TypeDescriptionInput

gen_text_inputPrimary WIN Server, Enter valid
IPV4 IP address

Primary WINS

gen_text_inputSecondary WIN Server, Enter valid
IPV4 IP address

Secondary WINS

Ygen_text_inputWindows VM Max Boot Wait TimeWindows VM Max Boot
Wait Time in Minutes

BooleanCreate a unique SID for the new
system

Create a Unique SID

BooleanAutomatically logon after system
powers

Auto Logon

gen_text_inputAutomatically logon for the number
of times as specified

Auto Logon Count

YpasswordPassword used for auto Logon and
system deployment

Administrator Password

Ygen_text_inputPlease click on help icon to get to
know valid list of time zones

Windows Time Zone

Ygen_text_inputBelongs to a Windows domain or
workgroup?

Domain/Workgroup

Ygen_text_inputDomainDomain

Ygen_text_inputDomain UsernameDomain Username

YpasswordDomain PasswordDomain Password

Ygen_text_inputSpecify workgroup nameWorkgroup

BooleanAfter you select this option, you can
define the VM annotation

Define VM Annotation

gen_text_inputNotes of the AnnotationVM Annotation

Outputs

TypeDescriptionOutput

gen_text_inputName ofVMware SystemPolicy created
by the task

OUTPUT_VMWARE_SYSTEM_
POLICY_NAME
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ExportUCSDAssets
Summary

This task exports all assets at provided location on server in zip format.
Description

This task exports all UCSD assets: - activities - workflows - tasks - activities and - script modules at
provided location on server in zip format.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputFile Name

Ygen_text_inputTarget Directory

Outputs

TypeDescriptionOutput

gen_text_inputGenerated file locationexportFilePath
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Fetch VMs for SR
Summary

List of VMs provisioned by Workflow
Description

This task is to fetch list of VMs provisioned by completed workflow
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter SR IdSR Id

Outputs

No Outputs
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Generate License Utilization History Report CSV File
Summary

Generates License Utilization History Report CSV File for user specified period.
Description

Generates License Utilization History Report CSV File and uploads at
/opt/infra/web_cloudmgr/apache-tomcat/webapps/cloupia/cloudmgr/reports/csv folder for a user specified
period, i.e., previous day/ week/month/year. The CSV file location information will be provided as task
output.

Inputs

MandatoryMappable To TypeDescriptionInput

YSelect time period to generage the
report

Report time period

Outputs

TypeDescriptionOutput

gen_text_inputReport CSV file urlurl
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Get Email Setup
Summary

Retrieves email setup information
Description

Task returns mail setup information if available otherwise logs the error message as âMail settings are
not available. Please configure Mail setup from Administration menu using System and Mail setup tab

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

gen_text_inputSMTP ServersmtpServer

gen_text_inputSMTP User namesmtpUser

gen_text_inputSMTP Port detailssmtpPort

passwordPasswordpassword

gen_text_inputCUIC IP AddresscuicIpAddress

email_address_listFrom Email AddressfromEmailAddress
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Get Login Profile
Summary

Get the user profile details
Description

This task is to get the profile details of user such as First name,Last Name, Access Level, Email Id, Group
Name and Group Id

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter usernameUsername

Outputs

TypeDescriptionOutput

gen_text_inputFirst NameOUTPUT_FIRSTNAME

gen_text_inputLast NameOUTPUT_LASTNAME

gen_text_inputAccess LevelOUTPUT_ROLE

gen_text_inputEmail IdOUTPUT_EMAILID

gen_text_inputGroup NameOUTPUT_GROUPNAME

gen_text_inputGroup IdOUTPUT_GROUPID
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Get VMware VM Details
Summary

Get details of a selected VMware VM.
Description

It will get details of a selected VMware VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect a VMSelect VM

Outputs

TypeDescriptionOutput

gen_text_inputVM IdOUTPUT_OVERVIEW_VM_ID

gen_text_inputInstance NameOUTPUT_OVERVIEW_INSTANCE_NAME

gen_text_inputPower StatusOUTPUT_OVERVIEW_STATUS

gen_text_inputVM IP AddressOUTPUT_OVERVIEW_IP_ADDRESS

gen_text_inputVM HostnameOUTPUT_OVERVIEW_HOSTNAME

gen_text_inputCloud NameOUTPUT_OVERVIEW_CLOUD_NAME

gen_text_inputGroup NameOUTPUT_OWNERSHIP_GROUP

gen_text_inputVDC NameOUTPUT_OWNERSHIP_VDC

gen_text_inputVM FolderOUTPUT_OVERVIEW_FOLDER

gen_text_inputVCenter VM IdOUTPUT_OVERVIEW_VCENTER_VM_
ID

gen_text_inputCPU SharesOUTPUT_RESOURCES_CPU_SHARES

gen_text_inputResources Memory in MBOUTPUT_RESOURCES_MEMORY_MB

gen_text_inputGuest OSOUTPUT_GUEST_INFORMATION_
GUEST_OS

gen_text_inputNumber of disksOUTPUT_STORAGE_NO_OF_DISKS
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GetFreeVlansOfVlanPoolPolicy custom task
Summary

This task provides the number of free VLANS available inside the specified VLAN pool policy.
Description

This task provides the number of free VLANS available inside the specified VLAN pool policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YVlan pool policy name.Vlan Pool Policy Name

Outputs

TypeDescriptionOutput

gen_text_inputIt contains the no of free vlans in a VLAN Pool
Policy

noOfFreeVlans
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Modify SCSI Controller Type
Summary

Modify SCSI Controller Type to LSI Logic SAS
Description

This task is to modify SCSI Controller Type to LSI Logic SAS for selected VM
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect VMVM Id

Ygen_text_inputEnter VMWare Account IP
Address

Account IP Address

Ygen_text_inputEnter Account UsernameUsername

YpasswordEnter Account passwordPassword

Outputs

No Outputs
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Modify VM Label
Summary

Modify VM Label for VM
Description

This task is to add/update VM Label of the provided VM
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect VM IdVM Id

Ygen_text_inputEnter VM LabelVM Label

Outputs

No Outputs
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Modify VMWare System Policy - Linux Only
Summary

To update a VMware system Policy with Linux Only VM Image Type
Description

This task is to update VMWare system policy with Linux only attributes
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

gen_text_inputIf empty, name provided by end user
is taken as VM name

VM Name Template

BooleanAllow end user to provide VM Name
or VM Prefix?

End User VM Name or VM
Prefix

BooleanNeeds to be powered on after
provisioning?

Power On

Ygen_text_inputHost Name TemplateHost Name Template

Ygen_text_inputPlease click on help icon to get to
know valid list of time zones

Linux Time Zone

YLinux VM Max Boot Wait TimeLinux VM Max Boot Wait
Time in Minutes

Ygen_text_inputDNS DomainDNS Domain

BooleanAfter you select this option, you can
define the VM annotation

Define VM Annotation

gen_text_inputNotes of the AnnotationVM Annotation

Outputs

TypeDescriptionOutput

gen_text_inputUpdated VMWare System Policy
Name

OUTPUT_VMWARE_SYSTEM_
POLICY_NAME
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Ping To Port Custom Task
Summary

Test if a device is reachable or not.
Description

Ping to a device with the given IP Address and Wait Time (for response) and see if it is reachable or not.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputIp Address of the Device to pingIP Address

gen_text_inputTimeout DurationWait Time

Outputs

TypeDescriptionOutput

gen_text_inputIt shows whether the Device (ipAddress) is
Reachable or not

isReachable
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SFTPFileUpload custom task
Summary

This task uploads the file to the specified location.
Description

This task locates the file specified in the local file path field and uploads to the specified remote directory
(absolute path) using SFTP client.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputUser name of the remote serverUser Name

Ygen_text_inputpassword of the remote serverPassword

Ygen_text_inputIP address or Host name of the remote
server

Host Name

Ygen_text_inputRemote server location to upload the
file

Remote directory
absolute path

Ygen_text_inputLocal file path location where the file
is located

Local File Path

Outputs

No Outputs
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Send email with attachment custom task
Summary

Creates an email with attachement sends it to the specified email address
Description

The tasks creates an email and attaches the file from the location specified by the user as input parameter.
Inputs

MandatoryMappable To TypeDescriptionInput

Yemail_address_listEmail address of the person you
are sending the email

Email Address(To)

gen_text_inputEmail subjectEmail subject

gen_text_inputEmail bodyEmail body

Ygen_text_inputFile locationEmail attachment location
path

Outputs

No Outputs
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APIC

This chapter contains the following sections:

• Get VLAN From Deployed Device Cluster 5_3, on page 174
• GetL4L7DeviceNtpSnmpParameters, on page 175
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Get VLAN From Deployed Device Cluster 5_3
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDeviceClusterIdentityDevice Cluster

ServiceContainerService Container

gen_text_inputTier1

gen_text_inputTier2

Outputs

TypeDescriptionOutput

vlanIDOUTPUT_ASAV_VLAN1

vlanIDOUTPUT_ASAV_VLAN2

ucsServiceProfileMultiv
NICIdentity

Servic e Profile vNICsSP_VNICs

ucsAccountIdentityUCS AccountUCS_Account

gen_text_inputConfigureUCSMConfigureUCSM
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GetL4L7DeviceNtpSnmpParameters
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerserviceContainer

Outputs

TypeDescriptionOutput

gen_text_inputntpServer

gen_text_inputsnmpTrapClass

gen_text_inputsnmpTrapDestination

gen_text_inputsnmpCommunity

gen_text_inputsnmpPermission

gen_text_inputsnmpName

gen_text_inputsnmpGroup

gen_text_inputsnmpAuthType

passwordsnmpAuthPwd

gen_text_inputsnmpPrivType

passwordsnmpPrivPwd

BooleanisNetworkParameters
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APIC - Access Policies - Attachable Access
Entity Profile Operations

This chapter contains the following sections:

• Add APIC Application EPG to Attachable Access Entity Profile, on page 178
• Add APIC Domain to Attachable Access Entity Profile, on page 179
• Configure Hypervisor Function To APIC Entity Profile, on page 180
• Create APIC Attachable Access Entity Profile, on page 181
• Delete APIC Application EPG from Attachable Access Entity Profile, on page 182
• Delete APIC Attachable Access Entity Profile, on page 183
• Delete Domain from Access Entity Profile, on page 184
• Update APIC Application EPG to Attachable Access Entity Profile, on page 185
• Update APIC Attachable Access Entity Profile, on page 186
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Add APIC Application EPG to Attachable Access Entity Profile
Summary

Add APIC Application EPG to Attachable Access Entity Profile.
Description

This task allows User to add APIC Application EPG to Attachable Access Entity Profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicAssociatedAttachableEntity
ProfileIdentity

Select attachable entity profile
name

Attachable Entity
Profile Name

YApicDeviceTenantEPGIdentitySelect an EPG name.EPG Name

Ygen_text_inputEnter Port Encap VLANEncap

gen_text_inputEnter Primary MICRO-SEG
VLAN

Primary Encap

YACIApicModeIdentitySelect ModeMode

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAssociated Attachable Entity ProfileENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity Profile
Identity

ENTITY_PROFILE_
IDENTITY

gen_text_inputAssociated Attachable Entity EPG
Profile

EPG_ENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileEPGIdentity

Associated Attachable Entity Profile
EPG Identity

EPG_ENTITY_PROFILE_
IDENTITY
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Add APIC Domain to Attachable Access Entity Profile
Summary

Add APIC Domain to Attachable Access Entity Profile.
Description

This task add Domain to an attachable access entity profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicAssociatedAttachableEntity
ProfileIdentity

Select attachable entity
profile name

Attachable Entity
Profile Name

ApicVMNetworkingDomainProfile
Identity

Provide Domain ProfileDomain Profile

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAssociated Attachable Entity ProfileENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity Profile
Identity

ENTITY_PROFILE_
IDENTITY

gen_text_inputDomainProfileDOMAIN_PROFILE

ApicAssociatedAttachable
EntityProfileEPGIdentity

Associated Attachable Entity Profile
EPG Identity

EPG_ENTITY_PROFILE_
IDENTITY
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Configure Hypervisor Function To APIC Entity Profile
Summary

Configure hypervisor functions in an entity profile.
Description

This task creates and deletes one or more hypervisor functions in an entity profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicAssociatedAttachable
EntityProfileIdentity

Select an Attachable entity profile
name.

Attachable Entity Profile
Name

Provide one or more Hypervisor
Function entries.

Hypervisor Functions

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAssociated Attachable Entity ProfileENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity Profile
Identity

ENTITY_PROFILE_
IDENTITY
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Create APIC Attachable Access Entity Profile
Summary

Create an attachable access entity profile.
Description

This task creates an attachable access entity profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account name.APIC Account Name

Ygen_text_inputEnter the Attachable entity profile
name.

Entity Profile Name

gen_text_inputEnter the description. The description
can be up to 128 alphanumeric
characters.

Description

BooleanCheck this option to Enable
Infrastructure Vlan. By default, this
field is Unchecked.

Enable Infrastructure
Vlan

ApicVMNetworking
DomainProfileIdentity

Select a Domain profile.Domain Profile

ApicFabricInterfacePolicy
GroupIdentity

Select an interface policy group.Interface Policy Group

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAssociatedAttachable Entity ProfileENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileIdentity

AssociatedAttachable Entity Profile
Identity

ENTITY_PROFILE_IDENTITY

gen_text_inputDomainProfileDOMAIN_PROFILE

gen_text_inputDomainTypeDOMAIN_TYPE

ApicDeviceTenantDomainTo
EPGIdentity

Domain Profile IdentityDOMAIN_PROFILE_
IDENTITY

gen_text_inputAccess Port Policy Group NameACCESS_PORT_POLICY_
GROUP

ApicFabricInterfacePolicy
GroupIdentity

Access Port Policy Group Name
Identity

ACCESS_PORT_POLICY_
GROUP_IDENTITY
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Delete APIC Application EPG from Attachable Access Entity
Profile

Summary
Delete APIC Application EPG from Attachable Access Entity Profile.

Description
This task allows User to delete APIC Application EPG from Attachable Access Entity Profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicAssociatedAttachable
EntityProfileEPGIdentity

Select application EPG
Name

Application EPG Name

YDelete Application EPG
Name

Do you want to delete the
selected Application EPG from
AEP?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAssociated Attachable Entity ProfileENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity Profile
Identity

ENTITY_PROFILE_
IDENTITY

gen_text_inputAssociated Attachable Entity EPG
Profile

EPG_ENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileEPGIdentity

Associated Attachable Entity Profile
EPG Identity

EPG_ENTITY_PROFILE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
182

APIC - Access Policies - Attachable Access Entity Profile Operations
Delete APIC Application EPG from Attachable Access Entity Profile



Delete APIC Attachable Access Entity Profile
Summary

Delete an attachable access entity profile.
Description

This task deletes an attachable access entity profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicAssociated
AttachableEntityProfile
Identity

Select an Attachable entity profile
name to delete.

Attachable Entity Profile
Name

Do youwant to delete the selected
Attached Entity Profile?

Do you want to delete the
selected Attached Entity
Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAssociated Attachable Entity ProfileENTITY_PROFILE

ApicAssociatedAttachableEntity
ProfileIdentity

Associated Attachable Entity Profile
Identity

ENTITY_PROFILE_
IDENTITY

gen_text_inputDomainTypeDOMAIN_TYPE

ApicDeviceTenantDomainTo
EPGIdentity

Domain Profile IdentityDOMAIN_PROFILE_
IDENTITY
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Delete Domain from Access Entity Profile
Summary

Delete Domain from Access Entity Profile.
Description

This task allows User to delete Domain from Access Entity Profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YapicAepDomainIdentitySelect Domain to delete it from
Access Entity Profile

Domain

Outputs

No Outputs
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Update APIC Application EPG to Attachable Access Entity
Profile

Summary
Update APIC Application EPG to Attachable Access Entity Profile.

Description
This task allows User to update APIC Application EPG to Attachable Access Entity Profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicAssociatedAttachableEntity
ProfileEPGIdentity

Select application EPG NameApplication EPG
Name

Ygen_text_inputEnter Port Encap VLANEncap

gen_text_inputEnter Primary MICRO-SEG
VLAN

Primary Encap

YACIApicModeIdentitySelect ModeMode

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAssociated Attachable Entity ProfileENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity Profile
Identity

ENTITY_PROFILE_
IDENTITY

gen_text_inputAssociated Attachable Entity EPG
Profile

EPG_ENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileEPGIdentity

Associated Attachable Entity Profile
EPG Identity

EPG_ENTITY_PROFILE_
IDENTITY
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Update APIC Attachable Access Entity Profile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicAssociatedAttachable
EntityProfileIdentity

Select attachable entity profile
name to modify

Attachable Entity Profile
Name

gen_text_inputProvide description for entity
profile

Description

BooleanSelect Enable Infrastructure VlanEnable Infrastructure
Vlan

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAssociated Attachable Entity ProfileENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity Profile
Identity

ENTITY_PROFILE_
IDENTITY
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APIC - Access Policies - Interface Policies
Operations

This chapter contains the following sections:

• Add Interface To APIC Interface Profile, on page 188
• Add Routed Interface to Logical Interface Profile, on page 189
• Create APIC LLDP Interface Policy, on page 192
• Create APIC Port Channel Policy, on page 193
• Create APIC VPC Domain Policy, on page 194
• Create APIC VPC Explicit Protection Group, on page 195
• Create APIC vPC Interface Policy Group, on page 196
• Create Access Switch Policy Group in APIC, on page 198
• Create CDP Interface Policy in APIC, on page 199
• Create Leaf Access Port Policy Group in APIC, on page 200
• Create Leaf Profile in APIC, on page 202
• Create Link Level Policy in APIC, on page 203
• Create PC Interface APIC Policy Group, on page 204
• Delete APIC LLDP Interface Policy, on page 206
• Delete APIC PC Interface Policy Group, on page 207
• Delete APIC Port Channel Policy, on page 208
• Delete APIC VPC Domain Policy, on page 209
• Delete APIC VPC Explicit Protection Group, on page 210
• Delete APIC vPC Interface Policy Group, on page 211
• Delete Access Switch Policy Group in APIC, on page 212
• Delete CDP Interface Policy in APIC, on page 213
• Delete Leaf Access Port Policy Group in APIC, on page 214
• Delete Leaf Profile in APIC, on page 215
• Delete Link Level Policy in APIC, on page 216
• Update CDP Interface Policy in APIC, on page 217
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Add Interface To APIC Interface Profile
Summary

Add an interface to an interface profile.
Description

This task adds an interface to an interface profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantInterface
ProfileIdentity

Select Interface Profile.Interface Profile

Ygen_text_inputChoose a path type. The type can be
Port, Direct Port Channel or Virtual Port
Channel. The default value is 'Port'.

Path Type

YApicDeviceStaticPathIdentitySelect Static Path.Path

gen_text_inputEnter Target DSCP. The valid range is
0 to 64.

Target DSCP

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantExternal
BridgeNetworkIdentity

External Bridged Network
Identity

TENANT_EXTERNAL_
BRIDGED_NETWORK_
IDENTITY

ApicDeviceTenantNodeProfile
Identity

Node Profile IdentityOUTPUT_TENANT_NODE_
PROFILE_IDENTITY

ApicDeviceTenantInterface
ProfileIdentity

Interface Profile IdentityOUTPUT_TENANT_
INTERFACE_PROFILE_
IDENTITY

ApicFabricPhysicalInterface
Identity

APIC Physical Interface IdentityFABRIC_PHYSICAL_
INTERFACE_IDENTITY
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Add Routed Interface to Logical Interface Profile
Summary

Add routed interface to a logical interface profile.
Description

This task adds a routed interface profile to a logical interface profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
LogicalInterface
ProfileIdentity

Select Logical Interface Profile.Logical Interface
Profile

YCheck this option for Routed Interface
Configuration. By default, this box is
checked.

Routed Interface

YApicDeviceStatic
PathIdentity

Select Routed Path.Routed Path

YipaddressEnter Routed IP Address. For example: 31.
31.31.1.

Routed IP Address

Ygen_text_inputEnter Routed IP Prefix. The valid range is 0
to 30.

Routed IP Prefix

gen_text_inputEnter Routed MAC address. Format: E.E.E,
EE-EE-EE-EE-EE-EE,EE:EE:EE:EE:EE:EE
or EEEE.EEEE.EEEE.

Routed MAC Address

Ygen_text_inputEnter Routed MTU value, MTU should be
in the range 1500 to 9216. The default value
is 1500.

Routed MTU(bytes)

gen_text_inputEnter Routed Target DSCP. The valid range
is 0 to 64.

Routed Target DSCP

gen_text_inputEnter the Link Local Address in IPv6 format.
For example: 1a:2b:3c:4d:5e:6f:7g:8h.

Link-local address

YCheck this option to configure SVI. By
default, this field is unchecked.

SVI

Ygen_text_inputChoose SVI path type. The type can be Port,
Direct Port Channel, Virtual Port Channel.
The default value is 'Port'.

SVI Path Type

YApicDeviceStatic
PathIdentity

Select SVI path.SVI Path

gen_text_inputEnter Encapsulation for SVI. Format
example: vlan-1.

SVI Encapsulation

Ygen_text_inputEnter SVI IP Address. Format example: 31.
31.31.1.

SVI IP Address
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the Link Local Address in IPv6 format.
Ex 1a:2b:3c:4d:5e:6f:7g:8h.

Link-local address

YipaddressEnter SVI IP Address for side A. Format
example: 31.31.31.1.

Side A SVI IP Address

YipaddressEnter SVI IP Address for side B. Format
example: 31.31.31.1.

Side B SVI IP Address

gen_text_inputEnter SVI MAC address.Format: E.E.E or
EE-EE-EE-EE-EE-EE or
EE:EE:EE:EE:EE:EEor EEEE.EEEE.EEEE.

SVI MAC Address

Ygen_text_inputEnter SVI MTU value, MTU should be in
the range 1500 to 9216. The default value is
1500.

SVI MTU(bytes)

gen_text_inputEnter SVI Target DSCP. The valid range is
0 to 64.

SVI Target DSCP

gen_text_inputChooseMode. Themode can beAccess (802.
1P), Trunk or Access (Untagged). The
default value is 'Trunk'.

Mode

YCheck this option to configure Routed sub
interface. By default, this field is unchecked.

Routed Sub-Interface

YApicDeviceStatic
PathIdentity

Select Routed Sub Interface Path.Routed Sub Interface
Path

gen_text_inputEnter Encapsulation for Routed sub interface
. Format example: vlan-1.

Routed Sub Interface
Encapsulation

YipaddressEnter Routed sub interface IP Address.
Format example: 31.31.31.1.

Routed Sub Interface
IP Address

Ygen_text_inputEnter Routed sub interface Prefix. The valid
range is 0 to 30.

Routed Sub Interface
IP Prefix

gen_text_inputEnter Routed sub interface MAC address.
Format: E.E.E, EE-EE-EE-EE-EE-EE,
EE:EE:EE:EE:EE:EEor EEEE.EEEE.EEEE.

Routed Sub Interface
MAC Address

Ygen_text_inputEnter Routed sub interfaceMTUvalue,MTU
should be in the range 1500 to 9216. The
default value is 1500.

Routed Sub Interface
MTU(bytes)

gen_text_inputEnter Routed sub interface Target DSCP.
The valid range is 0 to 64.

Routed Sub Interface
Target DSCP

gen_text_inputEnter the Link Local Address in IPv6 format.
For example: 1a:2b:3c:4d:5e:6f:7g:8h.

Link-local address
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Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
InterfaceProfileIdentity

Logical Interface Profile IdentityOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_IDENTITY

ApicFabricPhysicalInterface
Identity

APIC Physical Interface IdentityFABRIC_PHYSICAL_
INTERFACE_IDENTITY

gen_text_inputAPIC Physical SVI Interface
Identity

FABRIC_PHYSICAL_SVI_
INTERFACE_IDENTITY

gen_text_inputAPIC Physical Routed Sub
Interface Identity

FABRIC_PHYSICAL_ROUTED_
SUB_INTERFACE_IDENTITY
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Create APIC LLDP Interface Policy
Summary

Create an LLDP interface policy.
Description

This task creates a link layer discovery protocol (LLDP) interface policy on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account.Select Account

Ygen_text_inputEnter LLDP Interface Policy name.Name

gen_text_inputEnter a description of the LLDP Interface
Policy. Up to 128 characters are allowed.

Description

gen_text_inputSelect enabled or disabled to enable or
disable Receive State. Default state is
enabled.

Receive State

gen_text_inputSelect enabled or disabled to enable or
disable Transmit State. Default state is
enabled.

Transmit State

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric LLDP Interface policyFABRIC_LLDP_INTERFACE_
POLICY

ApicFabricLLDPInterface
PolicyIdentity

Fabric LLDP Interface policy IdentityFABRIC_LLDP_INTERFACE_
POLICY_IDENTITY
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Create APIC Port Channel Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account.Select Account

Ygen_text_inputEnter Port Channel Policy name.Name

gen_text_inputEnter a description of the Port Channel
Policy. Up to 128 characters are allowed.

Description

gen_text_inputSelectMode of Port Channel. DefaultMode
is Static Channel - Mode On.

Mode

BooleanCheck to enable Fast Select Hot Standby
Ports. Default value is checked.

Fast Select Hot Standby
Ports

BooleanCheck to enable Graceful Convergence.
Default value is checked.

Graceful Convergence

BooleanCheck to enable Load DeferMember Ports.
Default value is unchecked.

Load Defer Member
Ports

BooleanCheck to enable Suspend Individual Port.
Default value is checked.

Suspend Individual Port

Ygen_text_inputEnter Minimum number of links between
1 and 16.

Minimum Number of
Links:

Ygen_text_inputEnter Maximum number of links between
1 and 16.

Maximum Number of
Links:

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Port Channel policyFABRIC_PORT_CHANNEL_
POLICY

ApicFabricPortChannel
PolicyIdentity

Fabric Port Channel policy IdentityFABRIC_PORT_CHANNEL_
POLICY_IDENTITY
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Create APIC VPC Domain Policy
Summary

Create an APIC VPC domain policy.
Description

This task creates a virtual port channel (VPC) domain policy on APIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account to add a VPC
Domain Policy.

Select Account

Ygen_text_inputEnter VPC peer Domain name.VPC Domain Name

gen_text_inputEnter additional description to VPC peer
Domain. Up to 128 characters are allowed.

Description

Ygen_text_inputEnter peer dead interval between 5 and
600. Default value is 200.

Peer Dead Interval

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric VPC Domain policyOUTPUT_VPC_DOMAIN_
POLICY

ApicFabricVPCDomain
Identity

Fabric VPC Domain policy IdentityOUTPUT_VPC_DOMAIN_
POLICY_IDENTITY
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Create APIC VPC Explicit Protection Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account name.APIC Account Name

Ygen_text_inputEnter a name.Name

Ygen_text_inputEnter Logical pair Id between 1
and 1000.

Id

ApicFabricVPCDomainIdentitySelect VPC Domain Policy.VPC Domain Policy

YApicFabricLeafActiveNode
Identity

Select Switch 1.Switch 1

YApicFabricLeafActiveNode
Identity

Select Switch 2.Switch 2

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputVPC Fabric NameFABRIC_VPC_NAME

gen_text_inputVPC Fabric IdFABRIC_VPC_ID

ApicFabricVPCExplicit
ProtectionGroupIdentity

VPC Fabric Name IdentityFABRIC_VPC_IDENTITY

ApicFabricVPCDomainIdentityVPC Fabric Domain IdentityFABRIC_VPC_DOMAIN_
POLICY_IDENTITY

ApicFabricLeafActiveNode
Identity

VPC Fabric Switch One IdentityFABRIC_VPC_SWITCH_ONE_
IDENTITY

ApicFabricLeafActiveNode
Identity

VPC Fabric Switch Two IdentityOUTPUT_FABRIC_VPC_
SWITCH_TWO_IDENTITY
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Create APIC vPC Interface Policy Group
Summary

Create a vPC interface policy group.
Description

This task creates a vPC interface policy group on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account name.APIC Account Name

Ygen_text_inputEnter a policy group name.Name

gen_text_inputEnter a description. The
description can be up to 128
alphanumeric characters.

Description

ApicFabricLinkLevelPolicy
Identity

Select Link level policy.Link Level Policy

ApicFabricCDPInterfacePolicy
Identity

Select CDP Policy.CDP Policy

ApicFabricLLDPInterfacePolicy
Identity

Select LLDP Policy.LLDP Policy

ApicAssociatedAttachableEntity
ProfileIdentity

Select Attached Entity Profile.Attached Entity
Profile

ApicFabricPortChannelPolicy
Identity

Select Port-Channel Policy.Port-Channel Policy

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputvPC Interface Policy GroupNameVPC_INTERFACE_POLICY_
GROUP

ApicFabricInterfacePolicy
GroupIdentity

vPC Interface Policy GroupName
Identity

VPC_INTERFACE_POLICY_
GROUP_IDENTITY

gen_text_inputFabric Link Level policyFABRIC_LINK_LEVEL_POLICY

ApicFabricLinkLevelPolicy
Identity

Fabric Link Level policy IdentityFABRIC_LINK_LEVEL_POLICY_
IDENTITY

gen_text_inputFabric CDP Interface policyFABRIC_CDP_INTERFACE_
POLICY
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TypeDescriptionOutput

ApicFabricCDPInterface
PolicyIdentity

Fabric CDP Interface policy
Identity

FABRIC_CDP_INTERFACE_
POLICY_IDENTITY

gen_text_inputFabric LLDP Interface policyFABRIC_LLDP_INTERFACE_
POLICY

ApicFabricLLDPInterface
PolicyIdentity

Fabric LLDP Interface policy
Identity

FABRIC_LLDP_INTERFACE_
POLICY_IDENTITY

gen_text_inputAssociated Attachable Entity
Profile

ENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity
Profile Identity

ENTITY_PROFILE_IDENTITY

gen_text_inputFabric Port Channel policyFABRIC_PORT_CHANNEL_
POLICY

ApicFabricPortChannelPolicy
Identity

Fabric Port Channel policy IdentityFABRIC_PORT_CHANNEL_
POLICY_IDENTITY
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Create Access Switch Policy Group in APIC
Summary

Create access switch policy group in APIC.
Description

This task creates an access switch policy group on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect APIC AccountSelect Account

Ygen_text_inputEnter an APIC Switch Policy Group name.Name

gen_text_inputEnter an additional description of the APIC
Switch Policy Group. Up to 128 characters
are allowed.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Leaf Policy GroupFABRIC_LEAF_POLICY_
GROUP

ApicFabricSwitchLeafPolicy
GroupIdentity

Fabric Leaf Policy Group IdentityFABRIC_LEAF_POLICY_
GROUP_IDENTITY
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Create CDP Interface Policy in APIC
Summary

Create a CDP Interface policy.
Description

This task creates a Cisco discovery protocol (CDP) interface policy on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account.Select Account

Ygen_text_inputEnter a CDP Interface Policy name.Name

gen_text_inputEnter additional description of CDP
Interface Policy. Up to 128 characters are
allowed.

Description

gen_text_inputSelect a state to enabled or disabled to
Admin. Default value is enabled

Admin State

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric CDP Interface policyFABRIC_CDP_INTERFACE_
POLICY

ApicFabricCDPInterface
PolicyIdentity

Fabric CDP Interface policy IdentityFABRIC_CDP_INTERFACE_
POLICY_IDENTITY
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Create Leaf Access Port Policy Group in APIC
Summary

Create leaf access port policy group in APIC.
Description

This task creates a leaf access port policy group on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentityProvide APIC Account
Name

APIC Account Name

Ygen_text_inputAccess Port Policy Group
Name

Access Port Policy Group
Name

gen_text_inputDescriptionDescription

ApicFabricLinkLevelPolicy
Identity

Link Level PolicyLink Level Policy

ApicFabricCDPInterfacePolicy
Identity

CDP PolicyCDP Policy

ApicFabricLLDPInterfacePolicy
Identity

LLDP PolicyLLDP Policy

ApicAssociatedAttachableEntity
ProfileIdentity

Attached Entity ProfileAttached Entity Profile

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputAccess Port Policy Group NameACCESS_PORT_POLICY_
GROUP

ApicFabricInterfacePolicy
GroupIdentity

Access Port Policy Group Name
Identity

ACCESS_PORT_POLICY_
GROUP_IDENTITY

gen_text_inputFabric Link Level policyFABRIC_LINK_LEVEL_POLICY

ApicFabricLinkLevelPolicy
Identity

Fabric Link Level policy IdentityFABRIC_LINK_LEVEL_POLICY_
IDENTITY

gen_text_inputFabric CDP Interface policyFABRIC_CDP_INTERFACE_
POLICY

ApicFabricCDPInterface
PolicyIdentity

Fabric CDP Interface policy
Identity

FABRIC_CDP_INTERFACE_
POLICY_IDENTITY

gen_text_inputFabric LLDP Interface policyFABRIC_LLDP_INTERFACE_
POLICY
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TypeDescriptionOutput

ApicFabricLLDPInterface
PolicyIdentity

Fabric LLDP Interface policy
Identity

FABRIC_LLDP_INTERFACE_
POLICY_IDENTITY

gen_text_inputAssociated Attachable Entity
Profile

ENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity
Profile Identity

ENTITY_PROFILE_IDENTITY
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Create Leaf Profile in APIC
Summary

Create leaf profile in APIC.
Description

This task creates a leaf profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account.Select Account

Ygen_text_inputEnter an APIC Switch Profile name.Name

gen_text_inputEnter additional description about an
APIC Switch profile. Up to 128 characters
are allowed.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Switch ProfileFABRIC_SWITCH_PROFILE

ApicFabricSwitchProfile
Identity

Fabric Switch Profile IdentityFABRIC_SWITCH_PROFILE_
IDENTITY
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Create Link Level Policy in APIC
Summary

Create a link level policy.
Description

This task creates a link level policy on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account.Select Account

Ygen_text_inputEnter Link Level Policy name.Name

gen_text_inputEnter additional description about Link
Level Policy. Up to 128 characters are
allowed.

Description

gen_text_inputSelect On or Off for Auto Negotiation.
Default value is on.

Auto Negotiation

gen_text_inputSelect Link Level Policy Speed. Default
Speed value is 10G.

Speed

Ygen_text_inputEnter Link debounce interval (msec)
between 0 and 5000. Default interval value
is 100.

Link debounce
interval(msec)

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Link Level policyFABRIC_LINK_LEVEL_
POLICY

ApicFabricLinkLevelPolicy
Identity

Fabric Link Level policy IdentityFABRIC_LINK_LEVEL_
POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
203

APIC - Access Policies - Interface Policies Operations
Create Link Level Policy in APIC



Create PC Interface APIC Policy Group
Summary

Create a PC interface policy group.
Description

This task creates a PC interface policy group on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account name.APIC Account Name

Ygen_text_inputEnter a policy group name.Name

gen_text_inputEnter a description. The
description can be up to 128
alphanumeric characters.

Description

ApicFabricLinkLevelPolicy
Identity

Select Link level policyLink Level Policy

ApicFabricCDPInterfacePolicy
Identity

Select CDP PolicyCDP Policy

ApicFabricLLDPInterfacePolicy
Identity

Select LLDP PolicyLLDP Policy

ApicAssociatedAttachableEntity
ProfileIdentity

Select Attached Entity ProfileAttached Entity
Profile

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputPC Interface Policy Group NamePC_INTERFACE_POLICY_
GROUP

ApicFabricInterfacePolicy
GroupIdentity

PC Interface Policy Group Name
Identity

PC_INTERFACE_POLICY_
GROUP_IDENTITY

gen_text_inputFabric Link Level policyFABRIC_LINK_LEVEL_POLICY

ApicFabricLinkLevelPolicy
Identity

Fabric Link Level policy IdentityFABRIC_LINK_LEVEL_POLICY_
IDENTITY

gen_text_inputFabric CDP Interface policyFABRIC_CDP_INTERFACE_
POLICY

ApicFabricCDPInterface
PolicyIdentity

Fabric CDP Interface policy
Identity

FABRIC_CDP_INTERFACE_
POLICY_IDENTITY

gen_text_inputFabric LLDP Interface policyFABRIC_LLDP_INTERFACE_
POLICY
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TypeDescriptionOutput

ApicFabricLLDPInterface
PolicyIdentity

Fabric LLDP Interface policy
Identity

FABRIC_LLDP_INTERFACE_
POLICY_IDENTITY

gen_text_inputAssociated Attachable Entity
Profile

ENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity
Profile Identity

ENTITY_PROFILE_IDENTITY
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Delete APIC LLDP Interface Policy
Summary

Delete an LLDP interface policy.
Description

This task deletes a link layer discovery protocol (LLDP) interface policy on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricLLDPInterfacePolicy
Identity

Select an APIC LLDP Interface
Policy.

Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric LLDP Interface policyFABRIC_LLDP_INTERFACE_
POLICY

ApicFabricLLDPInterface
PolicyIdentity

Fabric LLDP Interface policy IdentityFABRIC_LLDP_INTERFACE_
POLICY_IDENTITY
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Delete APIC PC Interface Policy Group
Summary

Delete a PC interface policy group.
Description

This task deletes a PC interface policy group on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricInterfacePolicy
GroupIdentity

Select a PC Interface Policy
Group name.

PC Interface Policy
Group Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputPC Interface Policy Group NamePC_INTERFACE_POLICY_
GROUP

ApicFabricInterfacePolicy
GroupIdentity

PC Interface Policy Group Name
Identity

PC_INTERFACE_POLICY_
GROUP_IDENTITY
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Delete APIC Port Channel Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricPortChannelPolicy
Identity

Select an APIC Port Channel
Policy.

Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Port Channel policyFABRIC_PORT_CHANNEL_
POLICY

ApicFabricPortChannel
PolicyIdentity

Fabric Port Channel policy IdentityFABRIC_PORT_CHANNEL_
POLICY_IDENTITY
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Delete APIC VPC Domain Policy
Summary

Delete an APIC (VPC) domain policy.
Description

This task deletes a virtual port channel (VPC) domain policy from APIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricVPCDomain
Identity

Select VPCDomain name from
an APIC.

VPC Domain Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric VPC Domain policyOUTPUT_VPC_DOMAIN_
POLICY

ApicFabricVPCDomain
Identity

Fabric VPC Domain policy IdentityOUTPUT_VPC_DOMAIN_
POLICY_IDENTITY
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Delete APIC VPC Explicit Protection Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricVPCExplicit
ProtectionGroupIdentity

Select a VPC Explicit
Protection name.

VPC Explicit Protection Name

YDo you want to delete the selected
VPC Explicit Protection Name?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputVPC Fabric NameFABRIC_VPC_NAME

gen_text_inputVPC Fabric IdFABRIC_VPC_ID

ApicFabricVPCExplicit
ProtectionGroupIdentity

VPC Fabric Name IdentityFABRIC_VPC_IDENTITY
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Delete APIC vPC Interface Policy Group
Summary

Delete an vPC interface policy group.
Description

This task deletes a vPC interface policy group from the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricInterfacePolicy
GroupIdentity

Select a vPC Interface Policy
Group name.

vPC Interface Policy
Group Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputvPC Interface Policy Group NameVPC_INTERFACE_POLICY_
GROUP

ApicFabricInterfacePolicy
GroupIdentity

vPC Interface Policy Group Name
Identity

VPC_INTERFACE_POLICY_
GROUP_IDENTITY
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Delete Access Switch Policy Group in APIC
Summary

Delete access switch policy group in APIC.
Description

This task deletes an access switch policy group on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricSwitchLeafPolicyGroup
Identity

Select Leaf Policy Group.Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Leaf Policy GroupFABRIC_LEAF_POLICY_
GROUP

ApicFabricSwitchLeafPolicy
GroupIdentity

Fabric Leaf Policy Group IdentityFABRIC_LEAF_POLICY_
GROUP_IDENTITY
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Delete CDP Interface Policy in APIC
Summary

Delete a CDP interface policy.
Description

This task deletes a Cisco discovery protocol (CDP) interface policy on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricCDPInterfacePolicy
Identity

Select CDP Interface Policy.Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric CDP Interface policyFABRIC_CDP_INTERFACE_
POLICY

ApicFabricCDPInterface
PolicyIdentity

Fabric CDP Interface policy IdentityFABRIC_CDP_INTERFACE_
POLICY_IDENTITY
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Delete Leaf Access Port Policy Group in APIC
Summary

Delete leaf access port policy group in APIC.
Description

This task deletes a leaf access port policy group on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricInterfacePolicy
GroupIdentity

Select the name of the Access
Port Policy Group to be removed.

Access Port Policy
Group Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAccess Port Policy Group NameACCESS_PORT_POLICY_
GROUP

ApicFabricInterfacePolicy
GroupIdentity

Access Port Policy Group Name
Identity

ACCESS_PORT_POLICY_
GROUP_IDENTITY
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Delete Leaf Profile in APIC
Summary

Delete leaf profile in APIC.
Description

This task deletes a leaf profile from the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricSwitchProfileIdentitySelect an APIC Switch profileName

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Switch ProfileFABRIC_SWITCH_PROFILE

ApicFabricSwitchProfile
Identity

Fabric Switch Profile IdentityFABRIC_SWITCH_PROFILE_
IDENTITY
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Delete Link Level Policy in APIC
Summary

Delete a link level policy.
Description

This task deletes a link level policy on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricLinkLevelPolicy
Identity

Select an APIC Link Level Policy
Group name.

Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Link Level policyFABRIC_LINK_LEVEL_
POLICY

ApicFabricLinkLevelPolicy
Identity

Fabric Link Level policy IdentityFABRIC_LINK_LEVEL_
POLICY_IDENTITY
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Update CDP Interface Policy in APIC
Summary

Update a CDP interface policy.
Description

This task updates a Cisco discovery protocol (CDP) interface policy on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricCDPInterface
PolicyIdentity

Select CDP Interface Policy.Name

gen_text_inputEnter a description of the CDP Interface
Policy. Up to 128 characters are allowed.

Description

gen_text_inputSelect enabled or disabled to enable or
disable Admin State.

Admin State

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric CDP Interface policyFABRIC_CDP_INTERFACE_
POLICY

ApicFabricCDPInterface
PolicyIdentity

Fabric CDP Interface policy IdentityFABRIC_CDP_INTERFACE_
POLICY_IDENTITY
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APIC - Access Policies - Interface Profiles
Operations

This chapter contains the following sections:

• Add Access Port Block to Access Port Selector in APIC Interface Profile, on page 220
• Add Access Sub Port Block To Interface Access Port Selector, on page 221
• Add Access Sub Port Block to FEX Profile Port Selector, on page 222
• Associate Access Port Selector To APIC Interface Profile, on page 223
• Associate Interface Selector Profile To APIC Switch Profile, on page 224
• Associate Leaf Selector to Leaf Profile in APIC Switch Profiles, on page 225
• Configure APIC Interface PC and VPC, on page 226
• Create APIC FEX Profile, on page 227
• Create APIC Interface Profile, on page 228
• Create Access Port Block To APIC FEX Profile Port Selector, on page 229
• Create Access Port Selector To APIC FEX Profile, on page 230
• Delete APIC FEX Profile, on page 231
• Delete APIC Interface Profile, on page 232
• Delete Access Port Block From APIC FEX Profile Port Selector, on page 233
• Delete Access Port Selector From APIC FEX Profile, on page 234
• Delete Access Port Selector From APIC Interface Profile, on page 235
• Delete Access Sub Port Block From FEX Profile Port Selector, on page 236
• Delete Access Sub Port Block From Interface Profile Port Selector, on page 237
• Delete Interface Selector Profile From APIC Switch Profile, on page 238
• Disassociate Leaf Selector to Leaf Profile in APIC Switch Profiles, on page 239
• Remove Access Port Block from Access Port Selectors in APIC Interface Profile, on page 240
• Update Access Port Block To APIC FEX Profile Port Selector, on page 241
• Update Access Port Block to Access Port Selector in APIC Interface Profile, on page 242
• Update Access Port Selector To APIC Fex Profile, on page 243
• Update Access Port Selector To APIC Interface Profile, on page 244
• Update Access Sub Port Block From Fex Profile Port Selector, on page 245
• Update Access Sub Port Block To Interface Profile Port Selector, on page 246
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AddAccessPortBlocktoAccessPortSelector inAPICInterface
Profile

Summary
Add Access Port Block to Access Port Selector in APIC Interface Profile.

Description
This task configures the port block of an interface profile to which the leaf profile is applied. The access
port block enables you to specify a range of interfaces. The port block can be located on one or more
modules.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricAccessPortSelectorTo
InterfaceProfileIdentity

Select access port selectorAccess Port Selector

Ygen_text_inputEnter Interface IDsInterface IDs

gen_text_inputEnter descriptionDescription

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric Access Port Selector
Interface ID

FABRIC_ACCESSPORT_
SELECTOR_INTERFACE_ID

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_
PROFILE_IDENTITY

APIC_FABRIC_ACCESS_
PORT_BLOCK_TO_

Fabric Access Port Block to Port
Selector Identity

FABRIC_PORT_BLOCK_
ACCESS_PORT_SELECTOR_
IDENTITY ACCESS_PORT_SELECTOR_

IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
220

APIC - Access Policies - Interface Profiles Operations
Add Access Port Block to Access Port Selector in APIC Interface Profile



Add Access Sub Port Block To Interface Access Port Selector
Summary

Add Access Sub Port Block To Interface Access Port Selector.
Description

This task configures the sub-port block of interface profile to which the leaf profile has to be applied.
The sub port block is used for grouping ports between the node and the sub-interfaces. The sub-port
block can be located on one or more modules.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricAccessPortSelectorTo
InterfaceProfileIdentity

Select access port selectorAccess Port Selector

Ygen_text_inputEnter Interface IDsInterface IDs

gen_text_inputDescriptionDescription

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_
PROFILE_IDENTITY

ApicFabricAccessPortSelectorTo
InterfaceProfileIdentity

Fabric Access Port Selector to
Interface Profile Identity

FABRIC_ACCESS_PORT_
SELECTOR_TO_INTERFACE_
PROFILE_IDENTITY

APIC_FABRIC_ACCESS_SUB_
PORT_BLOCK_TO_ACCESS_
PORT_SELECTOR_IDENTITY

Fabric sub port block Access
port selector Identity

FABRIC_SUB_PORT_BLOCK_
ACCESS_PORT_SELECTOR_
IDENTITY
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Add Access Sub Port Block to FEX Profile Port Selector
Summary

Add Access Sub Port Block to FEX Profile Port Selector.
Description

This task configures the sub-port block of FEX profile to which the leaf profile has to be applied. The
sub port block is used for grouping ports between the node and the sub-interfaces. The sub-port block
can be located on one or more modules.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricAccessPortSelectorTo
FexProfileIdentity

Select Access Port SelectorAccess Port Selector

Ygen_text_inputEnter Interface IDsInterface IDs

gen_text_inputEnter descriptionDescription

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric FEX ProfileFABRIC_FEX_PROFILE

ApicFabricFexProfile
Identity

Fabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY

ApicFabricAccessPort
SelectorToInterfaceProfile
Identity

Fabric Access Port Selector to
FEX Profile Identity

FABRIC_ACCESS_PORT_
SELECTOR_TO_FEX_PROFILE_
IDENTITY

gen_text_inputFabric Access Sub Port Block to
Port Selector FEX ID

OUTPUT_SUB_PORT_BLK_TO_
FEX_PROFILE_ACCESS_PORT_
SEL_ID

ApicFabricAccessSubPort
BlockToFexProfilePort
Selector

Fabric Access Sub Port Block to
Port Selector FEX Identity

OUTPUT_SUB_PORT_BLK_TO_
FEX_PROFILE_ACCESS_PORT_
SEL_IDENTITY
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Associate Access Port Selector To APIC Interface Profile
Summary

Associate an access port selector to an interface profile.
Description

This task creates access port selector for the APIC interface profile. If needed, you can associate a FEX
profile or an interface policy group to the APIC interface profile. The ID range of the FEX profile is
from 101 to 199.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricInterface
ProfileIdentity

Select an interface profile name.Interface Profile

Ygen_text_inputEnter the access port selector name.Name

gen_text_inputEnter a description. The description can be
up to 128 alphanumeric characters.

Description

Ygen_text_inputEnter the interface IDs. For example: 1/13,
1/15, 2/22-2/24, 2/16-3/16.

Interface IDs

BooleanCheck this option for Connected to Fex. By
default, this field is Unchecked.

Connected to Fex

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric Interface ProfileFABRIC_INTERFACE_PROFILE

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_PROFILE_
IDENTITY

ApicFabricInterfacePolicy
GroupIdentity

Access Port Policy Group Name
Identity

ACCESS_PORT_POLICY_GROUP_
IDENTITY

gen_text_inputFabric Access Port Selector
Interface ID

FABRIC_ACCESSPORT_
SELECTOR_INTERFACE_ID

ApicFabricFexProfile
Identity

Fabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY

gen_text_inputFabric Access Port Selector FEX
ID

FABRIC_ACCESSPORT_
SELECTOR_FEX_PROFILE_ID

ApicFabricAccessPort
SelectorToInterfaceProfile
Identity

Fabric Access Port Selector to
Interface Profile Identity

FABRIC_ACCESS_PORT_
SELECTOR_TO_INTERFACE_
PROFILE_IDENTITY
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Associate Interface Selector Profile To APIC Switch Profile
Summary

Associate an interface selector profile to a switch profile.
Description

This task associates an interface selector profile to a switch profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricSwitchProfileIdentitySelect a Fabric switch profile.Switch Profile

YApicFabricInterfaceProfile
Identity

Select a Fabric Interface
Selector profile.

Interface Selector
Profile

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric Switch ProfileFABRIC_SWITCH_PROFILE

ApicFabricSwitchProfile
Identity

Fabric Switch Profile IdentityFABRIC_SWITCH_PROFILE_
IDENTITY

gen_text_inputFabric Interface ProfileFABRIC_INTERFACE_PROFILE

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_PROFILE_
IDENTITY

ApicFabricInterfaceSelector
ProfileToSwitchProfile
Identity

Fabric Interface Profile To Switch
Profile Identity

FABRIC_INTERFACE_
SELECTOR_PROFILE_TO_
SWITCH_PROFILE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
224

APIC - Access Policies - Interface Profiles Operations
Associate Interface Selector Profile To APIC Switch Profile



Associate Leaf Selector to Leaf Profile in APIC Switch Profiles
Summary

Associate Leaf Selector to Leaf Profile in APIC Switch Profiles.
Description

This task associates a leaf selector to a leaf profile in switch profiles on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricSwitchProfileIdentitySelect a Fabric switch profile.Switch Profile

Ygen_text_inputEnter an Associate Switch Selector
name.

Name

YApicFabricLeafNodeIdentitySelect one or more Leaf(s) to
associate Switch Selector to Switch
Profile.

Leaf

ApicFabricSwitchLeafPolicy
GroupIdentity

Select Fabric Policy Group.Policy Group

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Switch ProfileFABRIC_SWITCH_PROFILE

ApicFabricSwitchProfile
Identity

Fabric Switch Profile IdentityFABRIC_SWITCH_PROFILE_
IDENTITY

ApicFabricLeafNodeIdentityAPIC Fabric Leaf Node IdentityFABRIC_LEAF_NODE_
IDENTITY

gen_text_inputAPIC Fabric Leaf Node IDFABRIC_LEAF_NODE_ID
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Configure APIC Interface PC and VPC
Summary

Configure a port channel or virtual port channel interface type.
Description

This task configures a port channel or virtual port channel interface type.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricInterfaceSelector
ProfileToSwitchProfileIdentity

Select Interface Selector Profile
to Switch Profile.

Interface Selector
Profile to Swtich Profile

YApicFabricAccessPortSelector
ToInterfaceProfileIdentity

Select an access port selector.Access Port Selector

Ygen_text_inputSelect an interface Type.
Default value is Individual.

Interface Type

YApicFabricInterfacePolicyGroup
Identity

Select an interface policy
group.

Interface Policy Group

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric Interface ProfileFABRIC_INTERFACE_PROFILE

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_PROFILE_
IDENTITY

ApicFabricInterfacePolicy
GroupIdentity

Access Port Policy Group Name
Identity

ACCESS_PORT_POLICY_
GROUP_IDENTITY

gen_text_inputFabric Access Port Selector
Interface ID

FABRIC_ACCESSPORT_
SELECTOR_INTERFACE_ID
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Create APIC FEX Profile
Summary

Creating Fabric FEX Profile on APIC.
Description

This task creates an APIC FEX profile which enables you to configure FEX interfaces.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect AccountSelect Account

Ygen_text_inputEnter FEX Profile NameName

gen_text_inputEnter FEX Profile descriptionDescription

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric FEX ProfileFABRIC_FEX_PROFILE

ApicFabricFexProfileIdentityFabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY
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Create APIC Interface Profile
Summary

Create an interface profile.
Description

This task creates an interface profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account.APICAccountName

Ygen_text_inputEnter an interface Profile name.Name

gen_text_inputEnter additional Interface Profile
description. Up to 128 characters are
allowed.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Interface ProfileFABRIC_INTERFACE_PROFILE

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_
PROFILE_IDENTITY
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Create Access Port Block To APIC FEX Profile Port Selector
Summary

Create Access Port Block To APIC FEX Profile Port Selector.
Description

This task configures the port block of FEX profile to which the leaf profile has to be applied. The access
port block enables you to specify a range of interfaces. The port block can be located on one or more
modules.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricAccessPortSelectorTo
FexProfileIdentity

Select access port selectorAccess Port Selector

Ygen_text_inputInterface IDsInterface IDs

gen_text_inputDescriptionDescription

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric FEX ProfileFABRIC_FEX_PROFILE

ApicFabricFexProfileIdentityFabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY

gen_text_inputFabric Access Port Selector FEX
ID

FABRIC_ACCESSPORT_
SELECTOR_FEX_PROFILE_ID

ApicFabricAccessPortSelector
ToFexProfileIdentity

Access Port Fabric FEX Profile
Identity

FABRIC_ACESS_PORT_FEX_
PROFILE_IDENTITY

APIC_ACCESS_PORT_
FABRIC_FEX_PROFILE_
PORT_BLOCK_IDENTITY

Access Port Fabric FEX Profile
Access Port Selector Interface
Identity

FABRIC_ACESS_PORT_FEX_
PROFILE_INTERFACE_
IDENTITY
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Create Access Port Selector To APIC FEX Profile
Summary

Create Access Port Selector To APIC FEX Profile.
Description

This task creates an access port selector on a FEX profile. The access port selector is used for grouping
ports between the node and the host (such as a hypervisor or a breakout port).

Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricFexProfileIdentitySelect FEX profile nameFEX Profile

Ygen_text_inputNameName

gen_text_inputDescriptionDescription

Ygen_text_inputInterface IDsInterface IDs

ApicFabricInterfacePolicyGroup
Identity

Select Interface PolicyGroupInterface Policy Group

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric FEX ProfileFABRIC_FEX_PROFILE

ApicFabricFexProfileIdentityFabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY

ApicFabricInterfacePolicy
GroupIdentity

Access Port Policy Group Name
Identity

ACCESS_PORT_POLICY_
GROUP_IDENTITY

gen_text_inputFabric Access Port Selector FEX
ID

FABRIC_ACCESSPORT_
SELECTOR_FEX_PROFILE_ID

ApicFabricAccessPort
SelectorToFexProfileIdentity

Access Port Fabric FEX Profile
Identity

FABRIC_ACESS_PORT_FEX_
PROFILE_IDENTITY
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Delete APIC FEX Profile
Summary

Deleting Fabric FEX Profile on APIC.
Description

This task deletes the APIC FEX profile from leaf. If you delete the FEX profile, the nodes and policies
that use this profile will get impacted.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricFexProfile
Identity

Select FEX ProfileSelect FEX Profile

YDo you want to delete the
selected Fex Profile?

Do you want to delete the
selected Fex Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric FEX ProfileFABRIC_FEX_PROFILE

ApicFabricFexProfileIdentityFabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY
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Delete APIC Interface Profile
Summary

Delete an interface profile.
Description

This task deletes an interface profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricInterfaceProfile
Identity

Select a Fabric interface
profile.

Interface Profile

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Interface ProfileFABRIC_INTERFACE_PROFILE

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_
PROFILE_IDENTITY
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Delete Access Port Block From APIC FEX Profile Port Selector
Summary

Delete Access Port Block From APIC FEX Profile Port Selector.
Description

This task deletes the access port block of FEX profile from the leaf. If you delete the access port block,
the nodes and policies that use this port block will get impacted.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_ACCESS_PORT_
FABRIC_FEX_PROFILE_
PORT_BLOCK_IDENTITY

Select access port selectorAccess Port Selector

YDo you want to delete the
selected Fex Profile Access
Port Selector Interface?

Do you want to delete the
selected Fex Profile Access
Port Selector Interface?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric FEX ProfileFABRIC_FEX_PROFILE

ApicFabricFexProfileIdentityFabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY

gen_text_inputFabric Access Port Selector FEX
ID

FABRIC_ACCESSPORT_
SELECTOR_FEX_PROFILE_ID

ApicFabricAccessPortSelector
ToFexProfileIdentity

Access Port Fabric FEX Profile
Identity

FABRIC_ACESS_PORT_FEX_
PROFILE_IDENTITY

APIC_ACCESS_PORT_
FABRIC_FEX_PROFILE_
PORT_BLOCK_IDENTITY

Access Port Fabric FEX Profile
Access Port Selector Interface
Identity

FABRIC_ACESS_PORT_FEX_
PROFILE_INTERFACE_
IDENTITY
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Delete Access Port Selector From APIC FEX Profile
Summary

Delete Access Port Selector From APIC FEX Profile.
Description

This task deletes the access port selector from FEX profile. If you delete the access port selector, the
nodes and policies that use the access port selector will get impacted.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricAccessPort
SelectorToFexProfile
Identity

Select access port selectorAccess Port Selector

YDo you want to delete the
selected Fex Profile Access Port
Selector?

Do you want to delete the
selected Fex Profile Access
Port Selector?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric FEX ProfileFABRIC_FEX_PROFILE

ApicFabricFexProfileIdentityFabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY
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Delete Access Port Selector From APIC Interface Profile
Summary

Delete an access port selector from an interface profile.
Description

This task deletes an access port selector from an interface profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricAccessPortSelectorTo
InterfaceProfileIdentity

Select an access port selector
to delete.

Access Port Selector

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Interface ProfileFABRIC_INTERFACE_PROFILE

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_
PROFILE_IDENTITY
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Delete Access Sub Port Block From FEX Profile Port Selector
Summary

Delete Access Sub Port Block From FEX Profile Port Selector.
Description

This task deletes the access sub-port block of FEX profile from the leaf. If you delete the access sub-port
block, the nodes and policies that use this sub-port block will get impacted.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricAccessSubPort
BlockToFexProfilePort
Selector

Select Access Sub Port
Block

Access Sub Port Block

YDelete Sub Port BlockDo you want to delete the selected
Sub Port Block from Fex Profile
Access Port Selector?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric FEX ProfileFABRIC_FEX_PROFILE

ApicFabricFexProfileIdentityFabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY

ApicFabricAccessSubPort
BlockToFexProfilePort
Selector

Fabric Access Sub Port Block to
Port Selector FEX Identity

OUTPUT_SUB_PORT_BLK_TO_
FEX_PROFILE_ACCESS_PORT_
SEL_IDENTITY
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Delete Access Sub Port Block From Interface Profile Port
Selector

Summary
Delete Access Sub Port Block From Interface Profile Port Selector.

Description
This task deletes the access sub-port block of interface profile from the leaf. If you delete the access
sub-port block, the nodes and policies that use this sub-port block will get impacted.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_FABRIC_ACCESS_SUB_PORT_
BLOCK_TO_ACCESS_PORT_
SELECTOR_IDENTITY

Select access sub port
block

Access Sub Port
Block

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_
PROFILE_IDENTITY

ApicFabricAccessPortSelectorTo
InterfaceProfileIdentity

Fabric Access Port Selector to
Interface Profile Identity

FABRIC_ACCESS_PORT_
SELECTOR_TO_INTERFACE_
PROFILE_IDENTITY

APIC_FABRIC_ACCESS_SUB_
PORT_BLOCK_TO_ACCESS_
PORT_SELECTOR_IDENTITY

Fabric sub port block Access
port selector Identity

FABRIC_SUB_PORT_BLOCK_
ACCESS_PORT_SELECTOR_
IDENTITY
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Delete Interface Selector Profile From APIC Switch Profile
Summary

Delete an interface selector profile from a switch profile.
Description

This task deletes an interface selector profile from a switch profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricInterfaceSelector
ProfileToSwitchProfileIdentity

Select Interface Selector
Profile to Switch Profile.

Interface Selector Profile
to Switch Profile

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric Switch ProfileFABRIC_SWITCH_PROFILE

ApicFabricSwitchProfile
Identity

Fabric Switch Profile IdentityFABRIC_SWITCH_PROFILE_
IDENTITY

gen_text_inputFabric Interface ProfileFABRIC_INTERFACE_PROFILE

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_PROFILE_
IDENTITY

ApicFabricInterfaceSelector
ProfileToSwitchProfile
Identity

Fabric Interface Profile To Switch
Profile Identity

FABRIC_INTERFACE_
SELECTOR_PROFILE_TO_
SWITCH_PROFILE_IDENTITY
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Disassociate Leaf Selector to Leaf Profile in APIC Switch
Profiles

Summary
Disassociate leaf selector to leaf profile in APIC switch profiles.

Description
This task disassociate a leaf selector from a leaf profile in the APIC switch profiles on the APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricSwitchSelectorTo
SwitchProfileIdentity

Select Switch Selector from an
APIC Switch Profile.

Switch Selector

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Switch ProfileFABRIC_SWITCH_PROFILE

ApicFabricSwitchProfile
Identity

Fabric Switch Profile IdentityFABRIC_SWITCH_PROFILE_
IDENTITY
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Remove Access Port Block from Access Port Selectors in APIC
Interface Profile

Summary
Remove Access Port Block from Access Port Selectors in APIC Interface Profile.

Description
This task removes an access port block from access port selectors in an interface profile on the APIC
controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_FABRIC_ACCESS_PORT_
BLOCK_TO_ACCESS_PORT_
SELECTOR_IDENTITY

Select access port blockAccess Port Block

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric Access Port Selector
Interface ID

FABRIC_ACCESSPORT_
SELECTOR_INTERFACE_ID

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_
PROFILE_IDENTITY

APIC_FABRIC_ACCESS_
PORT_BLOCK_TO_

Fabric Access Port Block to Port
Selector Identity

FABRIC_PORT_BLOCK_
ACCESS_PORT_SELECTOR_
IDENTITY ACCESS_PORT_SELECTOR_

IDENTITY
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Update Access Port Block To APIC FEX Profile Port Selector
Summary

Update Access Port Block To APIC FEX Profile Port Selector.
Description

This task updates the port block of FEX profile to which the leaf profile has been applied.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_ACCESS_PORT_
FABRIC_FEX_PROFILE_
PORT_BLOCK_IDENTITY

Select Access Port BlockSelect Access Port
Block

Ygen_text_inputEnter the value for FromModuleFrom Module

Ygen_text_inputEnter the value for From PortFrom Port

Ygen_text_inputEnter the value for To ModuleTo Module

Ygen_text_inputEnter the value for To PortTo Port

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric FEX ProfileFABRIC_FEX_PROFILE

ApicFabricFexProfileIdentityFabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY

gen_text_inputFabric Access Port Selector FEX
ID

FABRIC_ACCESSPORT_
SELECTOR_FEX_PROFILE_ID

ApicFabricAccessPortSelector
ToFexProfileIdentity

Access Port Fabric FEX Profile
Identity

FABRIC_ACESS_PORT_FEX_
PROFILE_IDENTITY

APIC_ACCESS_PORT_
FABRIC_FEX_PROFILE_
PORT_BLOCK_IDENTITY

Access Port Fabric FEX Profile
Access Port Selector Interface
Identity

FABRIC_ACESS_PORT_FEX_
PROFILE_INTERFACE_
IDENTITY
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Update Access Port Block to Access Port Selector in APIC
Interface Profile

Summary
Update Access Port Block to Access Port Selector in APIC Interface Profile.

Description
This task updates the access port block of an interface profile from the leaf. If you delete the access port
block, the nodes and policies that use this port block are impacted.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_FABRIC_ACCESS_
PORT_BLOCK_TO_ACCESS_
PORT_SELECTOR_IDENTITY

Select access port blockAccess Port Block

Ygen_text_inputEnter the value for FromModuleFrom Module

Ygen_text_inputEnter the value for From PortFrom Port

Ygen_text_inputEnter the value for To ModuleTo Module

Ygen_text_inputEnter the value for To PortTo Port

gen_text_inputEnter descriptionDescription

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric Access Port Selector
Interface ID

FABRIC_ACCESSPORT_
SELECTOR_INTERFACE_ID

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_
PROFILE_IDENTITY

APIC_FABRIC_ACCESS_
PORT_BLOCK_TO_

Fabric Access Port Block to Port
Selector Identity

FABRIC_PORT_BLOCK_
ACCESS_PORT_SELECTOR_
IDENTITY ACCESS_PORT_SELECTOR_

IDENTITY
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Update Access Port Selector To APIC Fex Profile
Summary

Update Access Port Selector To APIC Fex Profile.
Description

This task updates the description and policy group of the access port selector details.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricAccessPortSelectorTo
FexProfileIdentity

Select access port selectorAccess Port Selector

gen_text_inputNameName

gen_text_inputDescriptionDescription

gen_text_inputTypeType

ApicFabricInterfacePolicyGroup
Identity

Select Interface Policy
Group

Interface Policy Group

Ygen_text_inputEnter Port BlocksPort Blocks

gen_text_inputEnter Sub Port BlocksSub Port Blocks

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric FEX ProfileFABRIC_FEX_PROFILE

ApicFabricFexProfileIdentityFabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY

gen_text_inputFabric Access Port Selector FEX
ID

FABRIC_ACCESSPORT_
SELECTOR_FEX_PROFILE_ID

ApicFabricAccessPortSelector
ToFexProfileIdentity

Access Port Fabric FEX Profile
Identity

FABRIC_ACESS_PORT_FEX_
PROFILE_IDENTITY

APIC_ACCESS_PORT_
FABRIC_FEX_PROFILE_
PORT_BLOCK_IDENTITY

Access Port Fabric FEX Profile
Access Port Selector Interface
Identity

FABRIC_ACESS_PORT_FEX_
PROFILE_INTERFACE_
IDENTITY
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Update Access Port Selector To APIC Interface Profile
Summary

Update Access Port Selector To Interface Profile.
Description

This taskupdates the interface policy group or FEX profile that is associated to the APIC interface profile.
The ID range of the FEX profile is from 101 to 199.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricAccessPortSelectorTo
InterfaceProfileIdentity

Select access port selectorAccess Port Selector

gen_text_inputEnter the NameName

gen_text_inputDescriptionDescription

gen_text_inputTypeType

Ygen_text_inputEnter Port BlocksPort Blocks

gen_text_inputEnter Sub Port BlocksSub Port Blocks

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputFabric Interface ProfileFABRIC_INTERFACE_PROFILE

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_PROFILE_
IDENTITY

gen_text_inputFabric Access Port Selector
Interface ID

FABRIC_ACCESSPORT_
SELECTOR_INTERFACE_ID

ApicFabricFexProfile
Identity

Fabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY

gen_text_inputFabric Access Port Selector FEX
ID

FABRIC_ACCESSPORT_
SELECTOR_FEX_PROFILE_ID

ApicFabricAccessPort
SelectorToFexProfile
Identity

Access Port Fabric FEX Profile
Identity

FABRIC_ACESS_PORT_FEX_
PROFILE_IDENTITY
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Update Access Sub Port Block From Fex Profile Port Selector
Summary

Update Access Sub Port Block From Fex Profile Port Selector.
Description

This task updates the sub-port block of FEX profile to which the leaf profile has been applied.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicFabricAccessSubPort
BlockToFexProfilePort
Selector

Select Access Sub Port BlockAccess Sub Port Block

Ygen_text_inputEnter the value for From ModuleFrom Module

Ygen_text_inputEnter the value forFrom PortFrom Port

Ygen_text_inputEnter the value for To ModuleTo Module

Ygen_text_inputEnter the value for To PortTo Port

Ygen_text_inputEnter the value for From Sub PortFrom Sub Port

Ygen_text_inputEnter the value for To Sub PortTo Sub Port

gen_text_inputEnter the DescriptionDescription

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operationwas performed

APIC_ACCOUNT

gen_text_inputFabric FEX ProfileFABRIC_FEX_PROFILE

ApicFabricFexProfileIdentityFabric FEX Profile IdentityFABRIC_FEX_PROFILE_
IDENTITY

ApicFabricAccessPortSelectorTo
InterfaceProfileIdentity

Fabric Access Port Selector to
FEX Profile Identity

FABRIC_ACCESS_PORT_
SELECTOR_TO_FEX_
PROFILE_IDENTITY

APIC_FABRIC_ACCESS_
SUB_PORT_BLOCK_TO_

Fabric Access Sub Port Block to
Port Selector Identity

FABRIC_SUB_PORT_BLOCK_
ACCESS_PORT_SELECTOR_
IDENTITY ACCESS_PORT_SELECTOR_

IDENTITY
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Update Access Sub Port Block To Interface Profile Port Selector
Summary

Update Access Sub Port Block To Interface Profile Port Selector.
Description

This task updates the sub-port block of interface profile to which the leaf profile has been applied.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_FABRIC_ACCESS_
SUB_PORT_BLOCK_TO_

Select access sub port blockAccess Sub Port
Block

ACCESS_PORT_SELECTOR_
IDENTITY

Ygen_text_inputEnter the value for FromModuleFrom Module

Ygen_text_inputEnter the value for From PortFrom Port

Ygen_text_inputEnter the value for To ModuleTo Module

Ygen_text_inputEnter the value for To PortTo Port

Ygen_text_inputEnter the value for From Sub PortFrom Sub Port

Ygen_text_inputEnter the value for To Sub PortTo Sub Port

gen_text_inputDescriptionDescription

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

ApicFabricInterfaceProfile
Identity

Fabric Interface Profile IdentityFABRIC_INTERFACE_
PROFILE_IDENTITY

ApicFabricAccessPortSelectorTo
InterfaceProfileIdentity

Fabric Access Port Selector to
Interface Profile Identity

FABRIC_ACCESS_PORT_
SELECTOR_TO_INTERFACE_
PROFILE_IDENTITY

APIC_FABRIC_ACCESS_SUB_
PORT_BLOCK_TO_ACCESS_
PORT_SELECTOR_IDENTITY

Fabric sub port block Access
port selector Identity

FABRIC_SUB_PORT_BLOCK_
ACCESS_PORT_SELECTOR_
IDENTITY
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APIC - Access Policies - Pool Operations

This chapter contains the following sections:

• Add Vlan Range To Vlan Pool in APIC, on page 248
• Create Vlan Pool in APIC, on page 249
• Delete Vlan Pool in APIC, on page 250
• Delete Vlan Range From Vlan Pool in APIC, on page 251
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Add Vlan Range To Vlan Pool in APIC
Summary

Add a VLAN range to a VLAN pool.
Description

This task adds a VLAN range to a VLAN pool on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicVlanPoolIdentitySelect VLAN Pool.Vlan Pool Name

Ygen_text_inputEnter From Range. Value must be
between 1 and 4094.

Range From

Ygen_text_inputEnter To Range. Value must be
between 1 and 4094.

Range To

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Vlan PoolFABRIC_VLAN_POOL

ApicVlanPoolIdentityFabric Vlan Pool IdentityFABRIC_VLAN_POOL_
IDENTITY

gen_text_inputFabric Vlan RangeFABRIC_VLAN_RANGE

ApicVlanRangeIdentityFabric Vlan Range IdentityFABRIC_VLAN_RANGE_
IDENTITY
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Create Vlan Pool in APIC
Summary

Create a VLAN pool.
Description

This task creates a VLAN pool on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account.Select Account

Ygen_text_inputEnter a VLAN Pool name.Name

gen_text_inputEnter a description of the VLAN Pool. Up
to 128 characters are allowed.

Description

YApicVlanPoolAllocation
Mode

Select Dynamic Static Allocation Mode.Allocation Mode

gen_text_inputEnter one or more Block Ranges. Use
commas to separate ranges: 1-2, 3-4, 5-11.
All values must be between 1 and 4094.

Block Range

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Vlan PoolFABRIC_VLAN_POOL

ApicVlanPoolIdentityFabric Vlan Pool IdentityFABRIC_VLAN_POOL_
IDENTITY

gen_text_inputFabric Vlan RangeFABRIC_VLAN_RANGE

ApicVlanRangeIdentityFabric Vlan Range IdentityFABRIC_VLAN_RANGE_
IDENTITY
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Delete Vlan Pool in APIC
Summary

Delete a VLAN pool.
Description

This task deletes a VLAN pool on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicVlanPoolIdentitySelect a VLAN Pool.Name

YDo you want to delete the
selected Vlan Pool?

Do you want to delete the
selected Vlan Pool?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Vlan PoolFABRIC_VLAN_POOL

ApicVlanPoolIdentityFabric Vlan Pool IdentityFABRIC_VLAN_POOL_
IDENTITY
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Delete Vlan Range From Vlan Pool in APIC
Summary

Delete a VLAN range from a VLAN pool.
Description

This task deletes a VLAN range from a VLAN pool on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicVlanRangeIdentitySelect Range from VLAN Pool.Name

YDo you want to delete the selected
Vlan Range?

Do you want to delete the
selected Vlan Range?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputFabric Vlan PoolFABRIC_VLAN_POOL

ApicVlanPoolIdentityFabric Vlan Pool IdentityFABRIC_VLAN_POOL_
IDENTITY

gen_text_inputFabric Vlan RangeFABRIC_VLAN_RANGE

ApicVlanRangeIdentityFabric Vlan Range IdentityFABRIC_VLAN_RANGE_
IDENTITY
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APIC - Application Profile Operations

This chapter contains the following sections:

• Create APIC Tenant Application Profile, on page 254
• Delete APIC Tenant Application Profile, on page 255
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Create APIC Tenant Application Profile
Summary

Create a tenant application profile.
Description

This task creates a tenant application profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentitySelect a tenant name.Tenant name

Ygen_text_inputEnter a name for the application profile.Application
Profile

gen_text_inputEnter a description. The description can be
up to 128 alphanumeric characters.

Description

gen_text_inputEnter an alias, a changeable name for an
object. Unlike the name of an object, the
alias can be changed.

Alias

ApicDeviceTagIdentitySelect comma seperated Tag(s)Tags

gen_text_inputChoose a QoS class. Specify any one of
these values: level1, level2, level3,
unspecified. The default value is 'level1'.

QOS

ApicDeviceTenant
MonitoringPolicyIdentity

Select a monitoring policy.Monitoring Policy

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputApic Monitoring PolicyDEVICE_TENANT_
MONITORING_POLICY

ApicDeviceTenant
MonitoringPolicyIdentity

Apic Monitoring Policy IdentityDEVICE_TENANT_
MONITORING_POLICY_
IDENTITY

ApicDeviceTagIdentityApic Tag IdentityDEVICE_TENANT_TAG_
IDENTITY
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Delete APIC Tenant Application Profile
Summary

Delete a tenant application profile.
Description

This task deletes a tenant application profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantAppln
ProfileIdentity

Select an application
profile.

Application Profile Name

YDo you want to delete the selected
Tenant Application Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE
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APIC - Bridge Domain Operations

This chapter contains the following sections:

• Add DHCP Label To APIC Tenant Bridge Domain, on page 258
• Create APIC Tenant Bridge Domain, on page 260
• Create Subnet To APIC Bridge Domain, on page 262
• Delete APIC Tenant Bridge Domain, on page 264
• Delete DHCP Label From APIC Tenant Bridge Domain, on page 265
• Delete Subnet From APIC Bridge Domain, on page 266
• Modify APIC Tenant Bridge Domain, on page 267
• Update Subnet To APIC Bridge Domain, on page 269
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Add DHCP Label To APIC Tenant Bridge Domain
Summary

Add a DHCP label to tenant bridge domain.
Description

This task adds a dynamic host configuration protocol (DHCP) label to a tenant bridge domain for a tenant
on the APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantBridgeDomain
Identity

Select a bridge domain.Bridge Domain

Ygen_text_inputChoose Scope, either infra or
tenant.

scope

YApicDeviceTenantDhcpRelay
Identity

Select a DHCP Relay name for
Tenant.

DHCP Relay Name For
Tenant

YApicDeviceFabricDhcpRelay
Identity

Select a DHCP Relay name for
Infra.

DHCP Relay Name For
Infra

ApicDeviceTenantDhcpOption
PolicyIdentity

Select a DHCP Option Policy.DHCP Option Policy

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operationwas performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operationwas performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputBridge Domain NameTENANT_BRIDGE_DOMAIN

ApicDeviceTenantBridge
DomainIdentity

Bridge Domain IdentityTENANT_BRIDGE_DOMAIN_
IDENTITY

gen_text_inputDHCP Relay NameTENANT_DHCP_RELAY_NAME

ApicDeviceTenantDhcpRelay
Identity

DHCP Relay IdentityTENANT_DHCP_RELAY_
IDENTITY

gen_text_inputDHCP ScopeTENANT_DHCP_SCOPE

ApicDeviceTenantDhcpScope
Identity

DHCP Scope IdentityTENANT_DHCP_SCOPE_
IDENTITY

gen_text_inputDHCP Option Policy NameTENANT_DHCP_OPTION_
POLICY_NAME
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TypeDescriptionOutput

ApicDeviceTenantDhcpOption
PolicyIdentity

DHCP Option Policy IdentityTENANT_DHCP_OPTION_
POLICY_IDENTITY

ApicDeviceTenantBridge
DomainDhcpLabelIdentity

Bridge doamind DHCP label
Identity

TENANT_BRIDGE_DOMAIN_
DHCP_LABEL_IDENTITY

gen_text_inputFabric DHCP Relay NameFABRIC_DHCP_RELAY_NAME

ApicDeviceFabricDhcpRelay
Identity

Fabric DHCP Relay IdentityFABRIC_DHCP_RELAY_
IDENTITY
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Create APIC Tenant Bridge Domain
Summary

Create a tenant bridge domain.
Description

This task creates a bridge domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentityProvide Tenant NameTenant Name

Ygen_text_inputProvide Bridge Domain NameBridge Domain Name

gen_text_inputDescriptionDescription

ApicDeviceTenantPrivate
NetworkIdentity

Provide NetworkNetwork

gen_text_inputSelect the forwarding parametersForwarding

gen_text_inputSelect the L2 Unicast parameterL2 Unknown Unicast

gen_text_inputSelect Multicast parameterUnknown Multicast
Flooding

BooleanSelect this option to enable ARP
flooding

ARP Flooding

BooleanSelect this option to enable Unicast
routing

Unicast Routing

Select this option to Configure the
Bridge Domain macaddress

Custom MacAddress

gen_text_inputMacaddress configurationMacAddress

gen_text_inputCheck this option to enable
Endpoint Dataplane Learning. The
default value is true.

Endpoint Dataplane
Learning

gen_text_inputCheck this option to Limit IP
Learning To Subnet. The default
value is true.

Limit IP Learning To
Subnet

ApicDeviceTenant
IGMPPolicyIdentity

IGMP Snoop PolicyIGMP Snoop Policy

ApicDeviceTenantL3Out
Identity

Provide associated L3 OutAssociated L3 Out

ApicDeviceTenantRouted
ProfileToExtRouted
NetworkIdentity

L3 out for Route ProfileL3 Out for Route Profile

ApicDeviceTenant
MonitoringPolicyIdentity

Provide Monitoring PolicyMonitoring Policy
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Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

gen_text_inputBridge Domain NameTENANT_BRIDGE_DOMAIN

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantBridge
DomainIdentity

Bridge Domain IdentityTENANT_BRIDGE_
DOMAIN_IDENTITY
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Create Subnet To APIC Bridge Domain
Summary

Create a subnet to a bridge domain.
Description

This task creates a subnet to a bridge domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
BridgeDomainIdentity

Select a bridge domain.Bridge Domain

YipaddressEnter a gateway IP address in the format
i.i.i.i. Ex: 10.1.1.1

Gateway IP (Address)

Ygen_text_inputEnter a gateway IP prefix in the range 1
to 30.

Gateway IP (Prefix)

BooleanCheck this option to enable Subnet
Control for a shared subnet. The default
value is false.

Shared Subnet

BooleanCheck this option to enable Subnet
Control for a public subnet. The default
value is false.

Public Subnet

BooleanCheck this option to enable Subnet
Control for a privet subnet. The default
value is true.

Private Subnet

gen_text_inputEnter a description. The description can
be up to 128 alphanumeric characters.

Description

BooleanCheck this option to enable Subnet
Control. The default value is false.

Subnet Control
(Querier IP)

ApicDeviceTenantL3Out
Identity

Select L3 Out for Route ProfileL3 Out for Route
Profile

ApicDeviceTenant
RoutedProfileToExt
RoutedNetworkIdentity

Select a Route profile.Route Profile

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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TypeDescriptionOutput

gen_text_inputBridge Domain NameTENANT_BRIDGE_DOMAIN

ApicDeviceTenantBridge
DomainIdentity

Bridge Domain IdentityTENANT_BRIDGE_DOMAIN_
IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External RoutedNetwork IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputSubnet NameTENANT_SUBNET_NAME

gen_text_inputSubnet IdentityTENANT_SUBNET_IDENTITY

ApicTenantSubnetToBridge
DomainIdentity

Subnet IdentityTENANT_SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY
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Delete APIC Tenant Bridge Domain
Summary

Delete a tenant bridge domain.
Description

This task deletes a bridge domain for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantBridge
DomainIdentity

Select a bridge domain
name.

Bridge Domain Name

YDo you want to delete the selected
Tenant Bridge Domain?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

gen_text_inputBridge Domain NameTENANT_BRIDGE_DOMAIN

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantBridge
DomainIdentity

Bridge Domain IdentityTENANT_BRIDGE_
DOMAIN_IDENTITY
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Delete DHCP Label From APIC Tenant Bridge Domain
Summary

Delete a DHCP label from a tenant bridge domain in UCSD.
Description

This task deletes a dynamic host configuration protocol (DHCP) label from a tenant bridge domain on
the APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantBridge
DomainDhcpLabelIdentity

Select a DHCP Relay
Label name.

DHCP Relay Name

YDo you want to delete the selected
DHCP Label from Tenant Bridge
Domain?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputBridge Domain NameTENANT_BRIDGE_DOMAIN

ApicDeviceTenantBridge
DomainIdentity

Bridge Domain IdentityTENANT_BRIDGE_DOMAIN_
IDENTITY

gen_text_inputDHCP Relay NameTENANT_DHCP_RELAY_
NAME

ApicDeviceTenantDhcpRelay
Identity

DHCP Relay IdentityTENANT_DHCP_RELAY_
IDENTITY
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Delete Subnet From APIC Bridge Domain
Summary

Delete a subnet from a bridge domain.
Description

This task deletes a subnet from a bridge domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantSubnetToBridge
DomainIdentity

Select a subnet.Subnet

YDo you want to delete the selected
Subnet From Bridge Network?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputBridge Domain NameTENANT_BRIDGE_DOMAIN

ApicDeviceTenantBridge
DomainIdentity

Bridge Domain IdentityTENANT_BRIDGE_DOMAIN_
IDENTITY

gen_text_inputSubnet NameTENANT_SUBNET_NAME

gen_text_inputSubnet IdentityTENANT_SUBNET_IDENTITY
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Modify APIC Tenant Bridge Domain
Summary

Modify a tenant bridge domain.
Description

This task modifies a tenant bridge domain on the APIC controller. A bridge domain represents a Layer
2 forwarding construct within the fabric.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantBridge
DomainIdentity

Select a bridge domain name.Bridge Domain Name

gen_text_inputEnter a description. The description can
be up to 128 alphanumeric characters.

Description

ApicDeviceTenantPrivate
NetworkIdentity

Select a network.Network

gen_text_inputChoose the L2 Unicast parameter, either
flood or hardware proxy. The default
value is 'flood'.

L2 Unknown Unicast

gen_text_inputChoose the Multicast parameter, either
flood or optimized flood. The default
value is 'flood'.

Unknown Multicast
Flooding

BooleanCheck this option to enable ARP
flooding. The default value is false.

ARP Flooding

BooleanCheck this option to enable Unicast
routing. The default value is false.

Unicast Routing

Check this option to configure the
Bridge Domain MAC address.

Custom MacAddress

gen_text_inputEnter a MAC address in the format
aa:bb:cc:dd:ee:ff. For example:
11:22:33:44:55:66:77:88.

MacAddress

gen_text_inputCheck this option to enable Endpoint
Dataplane Learning. The default value
is true.

Endpoint Dataplane
Learning

gen_text_inputCheck this option to Limit IP Learning
To Subnet. The default value is true.

Limit IP Learning To
Subnet

ApicDeviceTenant
IGMPPolicyIdentity

Select an IGMP Snoop Policy.IGMP Snoop Policy

ApicDeviceTenantL3Out
Identity

Select an associated L3 Out.Associated L3 Out
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MandatoryMappable To TypeDescriptionInput

ApicDeviceTenantRouted
ProfileToExtRouted
NetworkIdentity

Select an L3 Out for Route profile.L3 Out for Route
Profile

ApicDeviceTenant
MonitoringPolicyIdentity

Select a Monitoring policy.Monitoring Policy

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

gen_text_inputBridge Domain NameTENANT_BRIDGE_DOMAIN

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantBridge
DomainIdentity

Bridge Domain IdentityTENANT_BRIDGE_
DOMAIN_IDENTITY
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Update Subnet To APIC Bridge Domain
Summary

Update a subnet on a bridge domain.
Description

This task updates a subnet on a bridge domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantSubnetTo
BridgeDomainIdentity

Select a subnet.Subnet

BooleanCheck this option to enable Subnet
Control for a shared subnet. The default
value is false.

Shared Subnet

BooleanCheck this option to enable Subnet
Control for a public subnet. The default
value is false.

Public Subnet

BooleanCheck this option to enable Subnet
Control for a privet subnet. The default
value is true.

Private Subnet

BooleanCheck this option to enable Subnet
Control. The default value is false.

Subnet Control
(Querier IP)

ApicDeviceTenantL3Out
Identity

Select L3 Out for the route profile.L3 Out for Route
Profile

ApicDeviceTenantRouted
ProfileToExtRouted
NetworkIdentity

Select a route profile.Route Profile

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputBridge Domain NameTENANT_BRIDGE_DOMAIN

ApicDeviceTenantBridge
DomainIdentity

Bridge Domain IdentityTENANT_BRIDGE_DOMAIN_
IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME
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TypeDescriptionOutput

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputSubnet NameTENANT_SUBNET_NAME

gen_text_inputSubnet IdentityTENANT_SUBNET_IDENTITY
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APIC - Container Task Operations

This chapter contains the following sections:

• APIC Wrapper, on page 272
• Add APIC Private Network Profile, on page 273
• Assign APIC Tenant to Group, on page 274
• Delete APIC Contract Result, on page 275
• Get APIC Contract Entities, on page 276
• Get APIC Contracts, on page 278
• Get APIC Security Rules, on page 279
• Invoke APIC Rollback WorkFlow, on page 280
• Invoke APIC WorkFlow, on page 281
• Persist APIC Container Network Result, on page 283
• Persist APIC Contract Result, on page 285
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APIC Wrapper
Summary

Create an APIC wrapper.
Description

This task creates a APIC wrapper.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter Tenant NameTenant Name

Ygen_text_inputEnter Application Profile NameApplication Profile Name

Ygen_text_inputEnter Resource Lookup Result
Map

Resource Lookup Result
Map ID

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

gen_text_inputWeb EPG NameWEB_EPG

gen_text_inputApp EPG NameAPP_EPG

gen_text_inputDB EPG NameDB_EPG

gen_text_inputWebToApp Contract ProtocolWEB_APP_CTRL_PRTCL

gen_text_inputWebToApp Contract PortWEB_APP_CTRL_PORT

gen_text_inputAppToDB Contract ProtocolAPP_DB_CTRL_PRTCL

gen_text_inputAppToDB Contract PortAPP_DB_CTRL_PORT
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Add APIC Private Network Profile
Summary

Adds a private network profile.
Description

This task adds a private network profile with subnets and supernets.
Inputs

MandatoryMappable To TypeDescriptionInput

privateNetworkProfileInputTypeEnter Private Network input
details.

Private Network(s)

Outputs

TypeDescriptionOutput

gen_text_inputSubnetsOUTPUT_SUBNETS

gen_text_inputSupernetsOUTPUT_SUPERNETS

gen_text_inputPrivate Network NamesOUTPUT_PRIVATE_NETWORK_
NAMES

gen_text_inputAPIC Private Network ProfileOUTPUT_APIC_PRIVATE_NETWORK_
PROFILE
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Assign APIC Tenant to Group
Summary

Assign an APIC tenant to a group.
Description

This task assigns an APIC tenant to a group on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select an APIC tenant to assign to a
group.

Tenant Name

Check or Uncheck this option to allow
the resource to Assign or Unassign to
users.

Assign To Users

Ygen_text_inputSelect a UCSD group to assign to the
Tenant.

User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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Delete APIC Contract Result
Summary

Delete a contract result stored in the UCSD database.
Description

This task deletes an APIC contract result from the UCSDirector database. It takes a container and contract
rule information as input.

Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect a container instanceContainer

Ygen_text_inputEnter a user rule name.User Rule Name

Outputs

No Outputs
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Get APIC Contract Entities
Summary

Retrieves information about a contract between networks in UCSD.
Description

This task retrieves information about contracts between networks (for example, source and destination)
in UCS Director. It accepts a tenant name and container info as input.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentitySelect a tenant name.Tenant Name

YServiceContainerSelect container instanceContainer

YcontainerTiersSelect a source network.Source network

YcontainerTiersSelect a destination network.Destination Network

YBooleanCheck Is Bidirectional either true or
false. The default value is false.

Is bidirectional

Ygen_text_inputEnter a rule name.Rule Name

YBooleanCheck Create Rule either true or false.
The default value is true.

Create Rule

Outputs

TypeDescriptionOutput

gen_text_inputContract NameCONTRACT_NAME

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_IDENTITY

ApicDeviceTenantEPGIdentityProvider EPG IdentityPROVIDER_EPG_IDENTITY

ApicDeviceTenantEPGIdentityConsumer EPG IdentityCONSUMER_EPG_IDENTITY

gen_text_inputContract SubjectCONTRACT_SUBJECT

ApicTenantContractSubject
Identity

Contract Subject IdentityTENANT_CONTRACT_SUBJECT_
IDENTITY

gen_text_inputApply Both DirectionsAPPLY_BOTH_DIRECTION

gen_text_inputTenant's FilterTENANT_FILTER

ApicDeviceTenantFilterIdentityTenant Filter IdentityTENANT_FILTER_IDENTITY

gen_text_inputTenant's Filter RuleTENANT_FILTER_RULE

BooleanCreate Tenant's Filter RuleCREATE_TENANT_FILTER_RULE

BooleanIs L3 contractIS_L3_CONTRACT

BooleanIs Shared L3 contractIS_SHARED_L3_CONTRACT

ApicDeviceTenantEPGIdentityInternal EPG IdentityINTERNAL_EPG_IDENTITY
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TypeDescriptionOutput

gen_text_inputInternal EPG TypeINTERNAL_EPG_TYPE

ApicDeviceExternalNetworkIn
OutsideNetworkIdentity

External Network IdentityTENANT_EXTERNAL_
NETWORK_IDENTITY

gen_text_inputExternal Network TypeEXTERNAL_NETWORK_TYPE
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Get APIC Contracts
Summary

Get details about an APIC contract between networks in UCSD.
Description

This task gets information about an APIC contract between networks. It accepts a source and destination
network and applied rules as a input.

Inputs

MandatoryMappable To TypeDescriptionInput

containerTiersSelect a source network.Source Network

containerTiersSelect a destination network.Destination Network

YSecurityRuleIdentitySelect a security rule.Security Rule

Outputs

TypeDescriptionOutput

ApicDeviceTenantFilterRule
Identity

Tenant's Filter Rule IdentityTENANT_FILTER_RULE_
IDENTITY

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_IDENTITY

ApicTenantContractSubject
Identity

Contract Subject IdentityTENANT_CONTRACT_SUBJECT_
IDENTITY

ApicDeviceTenantFilter
Identity

Tenant Filter IdentityTENANT_FILTER_IDENTITY

gen_text_inputIs Contract EmptyIS_CONTRACT_EMPTY

gen_text_inputIs Subject EmptyIS_SUBJECT_EMPTY

containerTiersSource Tier IdentityCONTAINER_SRC_TIER_
IDENTITY

containerTiersDestination Tier IdentityCONTAINER_DEST_TIER_
IDENTITY

ApicDeviceTenantEpgContract
Identity

APIC Device Tenant EPG
Contract Identity

SRC_APIC_DEVICE_TENANT_
EPG_CONTRACT_IDENTITY

ApicDeviceTenantEpgContract
Identity

APIC Device Tenant EPG
Contract Identity

DEST_APIC_DEVICE_TENANT_
EPG_CONTRACT_IDENTITY
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Get APIC Security Rules
Summary

Retrieve APIC security rules.
Description

This task to fetches the rules for a container contract.
Inputs

MandatoryMappable To TypeDescriptionInput

containerTiersSelect a source network.Source Network

containerTiersSelect a destination network.Destination Network

Outputs

TypeDescriptionOutput

ApicDeviceTenantEpg
ContractIdentity

APIC Tenant EPG Contract
Identity

TENANT_EPG_CONTRACT_
IDENTITY

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_IDENTITY

BooleanIs Shared L3 contractIS_SHARED_L3_CONTRACT

gen_text_inputContract RulesCONTAINER_CONTRACT_RULES

gen_text_inputNumber of Contract RulesNO_OF_CONTAINER_CONTRACT_
RULES

ApicDeviceTenantEpg
ContractIdentity

APIC Device Tenant EPG
Contract Identity

SRC_APIC_DEVICE_TENANT_
EPG_CONTRACT_IDENTITY

ApicDeviceTenantEpg
ContractIdentity

APIC Device Tenant EPG
Contract Identity

DEST_APIC_DEVICE_TENANT_
EPG_CONTRACT_IDENTITY
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Invoke APIC Rollback WorkFlow
Summary

Rolls back an executed APIC workflow in UCSD.
Description

This task rolls back an APIC workflow in UCS Director.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs
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Invoke APIC WorkFlow
Summary

Execute any APIC task by invoking it in UCSD.
Description

This task provides information about an APIC workflow name and executes the workflow in UCS
Director.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a workflow name.Workflow Name

gen_text_inputEnter Field 1Field 1

gen_text_inputEnter Field 2Field 2

gen_text_inputEnter Field 3Field 3

gen_text_inputEnter Field 4Field 4

gen_text_inputEnter Field 5Field 5

gen_text_inputEnter Field 6Field 6

gen_text_inputEnter Field 7Field 7

gen_text_inputEnter Field 8Field 8

gen_text_inputEnter Field 9Field 9

gen_text_inputEnter Field 10Field 10

gen_text_inputEnter Field 11Field 11

gen_text_inputEnter Field 12Field 12

gen_text_inputEnter Field 13Field 13

gen_text_inputEnter Field 14Field 14

gen_text_inputEnter Field 15Field 15

gen_text_inputEnter Field 16Field 16

gen_text_inputEnter Field 17Field 17

gen_text_inputEnter Field 18Field 18

gen_text_inputEnter Field 19Field 19

gen_text_inputEnter Field 20Field 20

gen_text_inputEnter Field 21Field 21

gen_text_inputEnter Field 22Field 22

gen_text_inputEnter Field 23Field 23

gen_text_inputEnter Field 24Field 24

gen_text_inputEnter Field 25Field 25
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter Field 26Field 26

gen_text_inputEnter Field 27Field 27

gen_text_inputEnter Field 28Field 28

gen_text_inputEnter Field 29Field 29

Outputs

No Outputs
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Persist APIC Container Network Result
Summary

Persist an APIC container network result.
Description

This task persists an APIC container network result, for example an application profile, private network,
bridge domain, EPG, VM network, or L3 out.

Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect Tenant Network
container instance.

Container

gen_text_inputEnter Tenant Network Tier.Tier

ApicDeviceTenantApplnProfile
Identity

Select Tenant Application
profile.

APICApplication Profile
Identity

ApicDeviceTenantPrivate
NetworkIdentity

Select Tenant Private Network.APIC Private Network
Identity

ApicDeviceTenantBridge
DomainIdentity

Select Tenant Bridge Domain.APIC Bridge Domain
Identity

ApicDeviceTenantEPGIdentitySelect Tenant EPG.APIC EPG Identity

VMwareDVPortgroupIdentitySelect VCenter DV Port
Group.

VCenter DV Port Group

hypervVMNetworkIdentitySelect HyperV Port Group.HyperV Port Group

hypervIpPoolIdentityEnter HyperV IP Pool.HyperV IP Pool

vlanIDEnter HyperV EPG VLAN.HyperV EPG VLAN

ApicDeviceTenantBridge
DomainIdentity

Select L3 Out Bridge Domain.L3 Out BD

ApicDeviceTenantEPGIdentitySelect L3 Out EPG.L3 Out EPG

ApicDeviceTenantContract
Identity

Select L3 Out Contract.L3 Out Contract

ApicTenantContractSubject
Identity

Select L3 Out Subject.L3 Out Subject

Outputs

TypeDescriptionOutput

gen_text_inputPrivate Network on which the
selected operation was performed

TENANT_PRIVATE_
NETWORK

ApicDeviceTenantBridge
DomainIdentity

Bridge Domain IdentityTENANT_BRIDGE_DOMAIN_
IDENTITY

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY
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TypeDescriptionOutput

gen_text_inputTier NameTIER_NAME
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Persist APIC Contract Result
Summary

Persist an APIC contract result in database in UCSD.
Description

This task writes an APIC contract result into the UCS Director database.
Inputs

MandatoryMappable To TypeDescriptionInput

ApicDeviceTenantIdentitySelect a tenant name.Tenant Name

ServiceContainerSelect a container instance.Container

ApicDeviceTenant
ContractIdentity

Select a contract name for which
subject to be added.

Contract Name

ApicTenantContract
SubjectIdentity

Select a contract subject name.Contract Subject
Identity

ApicDeviceTenantFilter
Identity

Select a filter name.Filter Identity

gen_text_inputEnter a filter rule name.Filter Rule Name

containerTiersSelect a source network.Source Network

containerTiersSelect a destination network.Destination Network

ApicDeviceExternal
NetworkInOutside
NetworkIdentity

Select an external network.ExternalNetwork

BooleanCheck Is L3 either true or false. The
default value is false.

Is L3

gen_text_inputEnter a Source Port start from the range
0 to 65535.

Source Port Start

gen_text_inputEnter Source Port end from the range
0 to 65535.

Source Port End

gen_text_inputEnter Destination Port start from the
range 0 to 65535.

Destination Port Start

gen_text_inputEnter Destination Port end from the
range 0 to 65535.

Destination Port End

gen_text_inputEnter a user rule name.User Rule Name

gen_text_inputEnter a user Rule description. The
description can be up to 128
alphanumeric characters.

User Rule Description

gen_text_inputEnter a protocol. Specify any valid
protocol. For example: ip, tcp, udp,
icmp.

Protocol
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MandatoryMappable To TypeDescriptionInput

BooleanCheck Is Bidirectional either true or
false. The default value is false.

Is bidirectional

gen_text_inputChoose Operation either create or
delete. The default value is 'create'.

Operation

Outputs

No Outputs
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APIC - Contract Operations

This chapter contains the following sections:

• Add Filter To APIC Contract Subject, on page 288
• Add Label To APIC Contract Subject, on page 290
• Create APIC Contract, on page 292
• Create APIC Contract Subject, on page 293
• Create APIC Export Contract, on page 295
• Delete APIC Contract, on page 296
• Delete APIC Contract Subject, on page 297
• Delete Filter From APIC Contract Subject, on page 298
• Delete Imported Contract, on page 299
• Delete Label From APIC Contract Subject, on page 300
• Modify APIC Contract Subject, on page 301

Cisco UCS Director Task Library Reference, Release 6.7
287



Add Filter To APIC Contract Subject
Summary

Add a filter to a contract subject.
Description

This task adds a filter to a contract subject for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantContract
SubjectIdentity

Select a contract subject.Contract Subject

YApicDeviceTenantFilter
Identity

Select a filter.Filter

gen_text_inputCheck Apply Both Directions either
true or false. Defaults to unchecked.

Apply Both Directions

Booleancheck to choose log option for
directives.

Log

Booleancheck to choose No Stats option for
directives.

No Stats

ApicSubjectActionIdentitySelect Action. the default value is
empty string.

Action

ApicSubjectPriority
Identity

Select Priority. the default value is
empty string.

Priority

ApicDeviceTenantFilter
Identity

Select a filter for consumer to provider.Filter For Consumer
To Provider

Booleancheck to choose log option for
directives.

Log

Booleancheck to choose No Stats option for
directives.

No Stats

ApicSubjectActionIdentitySelect Consumer To Provider Action.
the default value is empty string.

Consumer To Provider
Action

ApicSubjectPriority
Identity

Select Consumer To Provider Priority.
the default value is empty string.

Consumer To Provider
Priority

ApicDeviceTenantFilter
Identity

Select a filter for provider to consumer.Filter For Provider To
Consumer

Booleancheck to choose log option for
directives.

Log

Booleancheck to choose No Stats option for
directives.

No Stats

ApicSubjectActionIdentitySelect Action. the default value is
empty string.

Provider To Consumer
Action
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MandatoryMappable To TypeDescriptionInput

ApicSubjectPriority
Identity

Select Priority. the default value is
empty string.

Provider To Consumer
Priority

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_IDENTITY

gen_text_inputContract SubjectCONTRACT_SUBJECT

ApicTenantContractSubject
Identity

Contract Subject IdentityTENANT_CONTRACT_
SUBJECT_IDENTITY

gen_text_inputTenant's FilterTENANT_FILTER

ApicDeviceTenantFilter
Identity

Tenant Filter IdentityTENANT_FILTER_IDENTITY

gen_text_inputTenant In Term Filter NameTENANT_IN_TERM_FILTER

ApicDeviceTenantFilter
Identity

Tenant In Term Filter IdentityTENANT_IN_TERM_FILTER_
IDENTITY

gen_text_inputTenant Out Term Filter NameTENANT_OUT_TERM_FILTER

ApicDeviceTenantFilter
Identity

Tenant Out Term Filter IdentityTENANT_OUT_TERM_FILTER_
IDENTITY

ApicDeviceTenantFilterTo
ContractSubjectIdentity

Filter Contract Subject IdentityOUTPUT_FILTER_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenantFilterTo
ContractSubjectIdentity

Consumer To Provider Filter
Contract Subject Identity

OUTPUT_CONSUMER_TO_
PROVIDER_FILTER_
CONTRACT_SUBJECT_
IDENTITY

ApicDeviceTenantFilterTo
ContractSubjectIdentity

Provider To Consumer Filter
Contract Subject Identity

OUTPUT_PROVIDER_TO_
CONSUMER_FILTER_
CONTRACT_SUBJECT_
IDENTITY
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Add Label To APIC Contract Subject
Summary

Add a label to a contract subject.
Description

This task adds a label to a contract subject on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantContract
SubjectIdentity

Select a contract subject.Contract Subject

Ygen_text_inputSelect Match type as one of AtLeastOne, At
MostOne, None or All. Default Match Type
value is AtleastOne.

MatchType

Ygen_text_inputEnter a contract subject Label name.Label Name

gen_text_inputSelect Tag to Subject Provided Label. Default
tag value is Black.

Label Tag

Check to enable Provided Label Complement.
Default Complement value is unchecked.

Complement

Ygen_text_inputSelectMatch Type as AtLeastOne, AtMostOne,
None or All. Default Match Type value is
AtleastOne.

MatchType

Ygen_text_inputEnter Consumed Subject Label name.Label Name

gen_text_inputSelect Tag to Subject Consumed Label. Default
tag value is Black.

Label Tag

Check to enable Provided Label Complement.
Default Complement value is unchecked.

Complement

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APIC Tenant Contract IdentityTENANT_CONTRACT_IDENTITY

gen_text_inputContract SubjectCONTRACT_SUBJECT
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TypeDescriptionOutput

ApicTenantContract
SubjectIdentity

Contract Subject IdentityTENANT_CONTRACT_SUBJECT_
IDENTITY

gen_text_inputContract Subject Provided LabelTENANT_CONTRACT_SUBJECT_
PROVIDED_LABEL

ApicDeviceTenantLabel
ContractSubjectIdentity

Contract Subject Provided Label
Identity

TENANT_CONTRACT_SUBJECT_
PROVIDED_LABEL_IDENTITY

gen_text_inputContract Subject Provided Label
Tag

TENANT_CONTRACT_SUBJECT_
PROVIDED_LABEL_TAG

gen_text_inputContract Subject Provided Label
Tag Identity

TENANT_CONTRACT_SUBJECT_
PROVIDED_LABEL_TAG_
IDENTITY

gen_text_inputContract Subject Consumed LabelTENANT_CONTRACT_SUBJECT_
CONSUMED_LABEL

ApicDeviceTenantLabel
ContractSubjectIdentity

Contract Subject Consumed Label
Identity

TENANT_CONTRACT_SUBJECT_
CONSUMED_LABEL_IDENTITY

gen_text_inputContract Subject Consumed Label
Tag

TENANT_CONTRACT_SUBJECT_
CONSUMED_LABEL_TAG

gen_text_inputContract Subject Consumed Label
Tag Identity

TENANT_CONTRACT_SUBJECT_
CONSUMED_LABEL_TAG_
IDENTITY
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Create APIC Contract
Summary

Create a contract.
Description

This task creates a contract for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select a tenant name.Tenant Name

Ygen_text_inputEnter a contract name.Contract Name

gen_text_inputProvide Contract AliasContract Alias

Ygen_text_inputChoose a scope. Specify any one of these
values: application-profile, context, global,

Scope

tenant. The default value is
application-profile.

Ygen_text_inputChoose Priority. The priority level of the
QoS can be unspecified, level1, level2 or
level3. The default value is 'unspecified'.

Qos Class

ApicCustomQosPolicy
DscpTargetIdentity

Select DSCP Target value between 0 to 64
and default value is 'unspecified'.

DSCP Target

gen_text_inputEnter DSCP Target value between 0 to 64
and default value is 'unspecified'

Enter DSCP Target

gen_text_inputProvide Description for ContractContract
Description

ApicDeviceTagIdentityProvide Tenant TagsTags

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY
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Create APIC Contract Subject
Summary

Create a contract subject.
Description

This task creates a contract subject for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantContract
Identity

Select a contract name to add the
subject to.

Contract Name

gen_text_inputChoose a type. The default value is
normal.

Type

Ygen_text_inputEnter a contract subject name.Contract Subject Name

gen_text_inputEnter alias name to contract
subject.

Contract Subject Alias

gen_text_inputEnter a description for the contract
subject.

Contract Subject
Description

ApicCustomQosPolicyDscp
TargetIdentity

Select a target DSCP.Target DSCP

gen_text_inputEnter a target DSCP value between
0 to 64.

Enter Target DSCP

gen_text_inputCheck reverse filter ports. Defaults
to unchecked.

Reverse Filter Ports

gen_text_inputCheck apply both directions.
Defaults to unchecked.

Apply Both Directions

ApicDeviceTenantService
GraphIdentity

Select a service graph.Service Graph

gen_text_inputChoose a QoS Class. Specify any
one of: level1, level2, level3,

QOS

unspecified. The default value is
'level1'.

ApicDeviceTenantService
GraphIdentity

Select an In Term service graph.In Term Service Graph

gen_text_inputSelect in term QOS priority.In Term QOS Priority

ApicCustomQosPolicyDscp
TargetIdentity

Select a target DSCP.Target DSCP [In Term]

gen_text_inputEnter a target DSCP value between
0 to 64.

Enter Target DSCP [In
Term]

ApicDeviceTenantService
GraphIdentity

Select an Out Term service graph.Out Term Service Graph
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MandatoryMappable To TypeDescriptionInput

gen_text_inputSelect out term QOS priority.Out Term QOS Priority

ApicCustomQosPolicyDscp
TargetIdentity

Select a target DSCP.Target DSCP [Out Term]

gen_text_inputEnter a target DSCP value between
0 to 64.

Enter Target DSCP [Out
Term]

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY

gen_text_inputContract SubjectCONTRACT_SUBJECT

ApicTenantContractSubject
Identity

Contract Subject IdentityTENANT_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY
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Create APIC Export Contract
Summary

Create a contract for export.
Description

This task creates a contract for export that includes the existing contract information and its identity
information.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a contract name, Use
alphanumeric characters only.

Contract Name

gen_text_inputEnter additional descriptive
information for the contract.

Description

YApicDeviceTenantContract
Identity

Select a contract name.Contract

YApicDeviceTenantIdentitySelect a tenant name.Tenant Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputContract NameIMPORT_CONTRACT_NAME

ApicDeviceTenantContract
Identity

Apic Device Tenant Contract
Identity

EXPORT_CONTRACT_
IDENTITY

ApicDeviceTenantImported
ContractIdentity

Apic Device Tenant Contract
Identity

IMPORT_CONTRACT_
IDENTITY

ApicDeviceTenantImport
ContractIdentity

Apic Tenant Import Contract IdentityDEVICE_TENANT_IMPORT_
CONTRACT_IDENTITY
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Delete APIC Contract
Summary

Delete a contract.
Description

This task deletes a contract on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantContract
Identity

Select a contract name.Contract Name

YDo you want to delete the
selected Contract?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY
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Delete APIC Contract Subject
Summary

Delete a contract subject.
Description

This task deletes a contract subject for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantContract
SubjectIdentity

Select a contract subject
name for deletion.

Contract Subject Name

YDo you want to delete the
selected Contract Subject?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY

gen_text_inputContract SubjectCONTRACT_SUBJECT

ApicTenantContractSubject
Identity

Contract Subject IdentityTENANT_CONTRACT_
SUBJECT_IDENTITY
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Delete Filter From APIC Contract Subject
Summary

Delete a filter rule from a contract subject in UCSD.
Description

This task deletes a filter rule From a contract subject. It takes a filter identity as input.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantFilterTo
ContractSubjectIdentity

Select a filter.Filter

YDo you want to delete the
selected Filter To Contract
Subject?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY

gen_text_inputContract SubjectCONTRACT_SUBJECT

ApicTenantContractSubject
Identity

Contract Subject IdentityTENANT_CONTRACT_
SUBJECT_IDENTITY

gen_text_inputTenant's FilterTENANT_FILTER

ApicDeviceTenantFilter
Identity

Tenant Filter IdentityTENANT_FILTER_IDENTITY
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Delete Imported Contract
Summary

Delete a contract that was imported in to a tenant.
Description

This contract deletes a contract that was imported in to a tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantImport
ContractIdentity

Select the imported contract
name to be removed.

Select Imported
Contract Name

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputContract NameIMPORT_CONTRACT_NAME

ApicDeviceTenantImport
ContractIdentity

Apic Tenant Import Contract
Identity

DEVICE_TENANT_IMPORT_
CONTRACT_IDENTITY
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Delete Label From APIC Contract Subject
Summary

Delete a label from a contract subject.
Description

This task deletes a label from a contract subject on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLabel
ContractSubjectIdentity

Select Label FromAPIC Contract
Subject.

Label Name

YDo you want to delete the selected
Label from Contract Subject?

Do you want to delete the
selected Label from
Contract Subject?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_IDENTITY

gen_text_inputContract SubjectCONTRACT_SUBJECT

ApicTenantContractSubject
Identity

Contract Subject IdentityTENANT_CONTRACT_SUBJECT_
IDENTITY

ApicDeviceTenantEpg
ContractIdentity

APIC Tenant EPG Contract
Identity

TENANT_LABEL_CONTRACT_
SUBJECT_IDENTITY

gen_text_inputContract Subject Provided LabelTENANT_CONTRACT_SUBJECT_
PROVIDED_LABEL

ApicDeviceTenantLabel
ContractSubjectIdentity

Contract Subject Provided Label
Identity

TENANT_CONTRACT_SUBJECT_
PROVIDED_LABEL_IDENTITY

gen_text_inputContract Subject Consumed LabelTENANT_CONTRACT_SUBJECT_
CONSUMED_LABEL

ApicDeviceTenantLabel
ContractSubjectIdentity

Contract Subject Consumed Label
Identity

TENANT_CONTRACT_SUBJECT_
CONSUMED_LABEL_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
300

APIC - Contract Operations
Delete Label From APIC Contract Subject



Modify APIC Contract Subject
Summary

Modifies a contract subject in UCSD.
Description

This task updates a contract subject. It accepts a contract subject name and a service graph name as input.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantContractSubject
Identity

Select a contract subject name.Contract Subject Name

gen_text_inputEnter alias name to contract
subject

Contract Subject Alias

gen_text_inputEnter global alias name to
contract subject

Contract Subject Global
Alias

gen_text_inputEnter a description. The
description can be up to 128
alphanumeric characters.

Description

gen_text_inputReverse Filter PortsReverse Filter Ports

gen_text_inputApply Both DirectionsApply Both Directions

ApicDeviceTenantService
GraphIdentity

Service GraphService Graph

gen_text_inputProvide QOS ClassQOS

ApicCustomQosPolicyDscp
TargetIdentity

Select a target DSCPTarget DSCP

gen_text_inputEnter a target DSCP value
between 0 to 64

Enter Target DSCP

ApicDeviceTenantService
GraphIdentity

In Term Service GraphIn Term Service Graph

gen_text_inputProvide QOS ClassIn Term QOS

ApicCustomQosPolicyDscp
TargetIdentity

Select a target DSCPTarget DSCP [In Term]

gen_text_inputEnter a target DSCP value
between 0 to 64

Enter Target DSCP [In
Term]

ApicDeviceTenantService
GraphIdentity

Out Term Service GraphOut Term Service Graph

gen_text_inputProvide QOS ClassOut Term QOS

ApicCustomQosPolicyDscp
TargetIdentity

Select a target DSCPTarget DSCP [Out Term]
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter a target DSCP value
between 0 to 64

Enter Target DSCP [Out
Term]

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY

gen_text_inputContract SubjectCONTRACT_SUBJECT

ApicTenantContractSubject
Identity

Contract Subject IdentityTENANT_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicDeviceTenantService
GraphIdentity

APIC Tenant Interm Service Graph
Identity

TENANT_INTERM_SERVICE_
GRAPH_IDENTITY

ApicDeviceTenantService
GraphIdentity

APIC Tenant Outterm Service
Graph Identity

TENANT_OUTTERM_
SERVICE_GRAPH_IDENTITY
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APIC - EPG Operations

This chapter contains the following sections:

• Add ACL Entry To APIC EPG, on page 305
• Add APIC EPG Contract Master, on page 307
• Add Bridge Group Interface To APIC EPG, on page 308
• Add Contract To APIC EPG, on page 309
• Add Domain To APIC EPG, on page 311
• Add Function Config Parameters To APIC EPG, on page 313
• Add IGMP Snoop Static Group to APIC Static Path, on page 315
• Add Interface To APIC EPG, on page 316
• Add Load Balancer Parameters To APIC EPG, on page 318
• Add Load Balancer Route Parameters To APIC EPG, on page 321
• Add Load Balancer Service Parameters To APIC EPG, on page 322
• Add SSL Offload Parameters to APIC EPG, on page 324
• Add Static Node To APIC EPG, on page 326
• Add Static Path To APIC EPG, on page 327
• Add Static Route To Interface On APIC EPG, on page 329
• Associate Access List To Interface in APIC, on page 330
• Create APIC EPG, on page 331
• Create Consumed Contract Interface To APIC EPG, on page 333
• Create Subnet To APIC EPG, on page 334
• Delete ACE From ACL On APIC EPG, on page 336
• Delete ACL From APIC EPG, on page 337
• Delete APIC EPG, on page 338
• Delete Bridge Group Interface From APIC EPG, on page 339
• Delete Consumed Contract Interface From APIC EPG, on page 340
• Delete Contract From APIC EPG, on page 341
• Delete Domain From APIC EPG, on page 342
• Delete Function Config Parameters From APIC EPG, on page 343
• Delete Interface From APIC EPG, on page 344
• Delete LB SSL Offload Parameters From APIC EPG, on page 345
• Delete Load Balancer Parameters To APIC EPG, on page 346
• Delete Static Node From APIC EPG, on page 347
• Delete Static Path From APIC EPG, on page 348
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• Delete Static Route From Interface On APIC EPG, on page 349
• Delete Subnet from APIC EPG, on page 350
• Disassociate Access List From Interface in APIC, on page 351
• Modify Consumed Contract Interface To APIC EPG, on page 352
• Remove APIC EPG Contract Master, on page 353
• Remove IGMP Snoop Static Group from APIC Static Path, on page 354
• Remove Load Balancer Service Parameters From APIC EPG, on page 355
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Add ACL Entry To APIC EPG
Summary

Add an ACL entry to an EPG.
Description

This task adds an ACL Entry to endpoint group (EPG). It requires an EPG, a service graph name, and
contract as inputs .

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG to add ACL Entries.EPG Name

YApicTenantL4L7Service
GraphNodeIdentity

Select Tenant Service Graph Node for
which subject is to be added.

Node

YApicDeviceTenant
ContractIdentity

Select a contract name for which subject is
to be added.

Contract Name

Ygen_text_inputEnter an ACL Entry List name.ACL List Name

Ygen_text_inputEnter an ACL Entry name. The name must
not contain an underscore (_).

ACL Entry Name

gen_text_inputSelect a protocol. Valid protocols are IP,
TCP, UDP or ICMP. Default value is IP.

Protocol

gen_text_inputCheck to enable Any Source. Default value
is checked.

Source Any

gen_text_inputEnter Source IP Address, IP Address Range
or IP Address Subnet Mask.

Source Address

gen_text_inputCheck to enable Any Destination. Default
value is checked.

Destination Any

gen_text_inputEnter Destination IP Address, IP Address
Range or IP Address Subnet Mask.

DestinationAddress

gen_text_inputSelect an action. Specify either permit or
deny. The default value is deny.

Action

gen_text_inputEnter Order of Entry.Order

gen_text_inputCheck to share parameters to Devices.
Default Shared Parameters value is
unchecked.

Is shared parameter
required?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT
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TypeDescriptionOutput

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantL4L7NodeAcl
Identity

APIC Tenant Service Graph Node
ACL Identity

OUTPUT_TENANT_L4L7_
NODE_ACL_IDENTITY

ApicTenantL4L7EPGAcl
Identity

APIC Tenant Service Graph EPG
ACL Identity

OUTPUT_TENANT_L4L7_EPG_
ACL_IDENTITY

ApicTenantL4L7Node
AccessEntryControlIdentity

APIC Tenant Service Graph Node
Access Control Entry Identity

OUTPUT_TENANT_L4L7_
NODE_ACCESS_CONTROL_
ENTRY_IDENTITY

ApicTenantL4L7Acl
EPGIdentity

APIC Tenant Service Graph ACL
EPG Identity

OUTPUT_TENANT_L4L7_ACL_
EPG_IDENTITY

ApicTenantL4L7NodeAcl
Identity

APIC Tenant Service Graph ACL
Name Identity

OUTPUT_TENANT_L4L7_
NODE_ACLNAME_IDENTITY

gen_text_inputAPIC Tenant Service Graph ACL
Name

OUTPUT_TENANT_L4L7_
NODE_ACLNAME
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Add APIC EPG Contract Master
Summary

Add APIC EPG Contract Master.
Description

This task adds a contract master to an EPG.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantEPGIdentitySelect an apic epg to add epg contract
master.

EPG

YApicDeviceTenantAppln
ProfileIdentity

Click to choose an application profile
that you want to add to the contract.

Application
Profile

YApicDeviceTenantEPGIdentityClick to choose an EPG that you want
to add to the contract.

Application EPG

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantApplnProfile
Identity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

APIC_DEVICE_TENANT_
EPG_CONTRACT_MASTER_
IDENTITY

APIC Tenant EPG Contract Master
Identity

OUTPUT_EPG_CONTRACT_
MASTER
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Add Bridge Group Interface To APIC EPG
Summary

Add a bridge group interface to an EPG.
Description

This task adds a bridge group interface with name and IP information to an endpoint group (EPG).
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG name.EPG Name

YApicTenantL4L7Service
GraphNodeIdentity

Select a service graph node.Node

YApicDeviceTenantContract
Identity

Select Contract Name for which subject
to be added.

Contract Name

Ygen_text_inputEnter Bridge Group ID. The bridge
group ID is an integer value between 1
and 100.

Bridge Group ID

gen_text_inputEnter IPv4 Address Value in the format
i.i.i.i/i.i.i.i. For example: 2.2.2.2/3.3.3.
3.

IPv4 Address
Value

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantBridgeGroup
InterfaceIdentity

APICTenant BridgeGroup Interface
Identity

TENANT_BRIDGE_GROUP_
INTERFACE_IDENTITY

ApicTenantDeleteBridge
GroupInterfaceIdentity

APIC Tenant Bridge Group EPG
Interface Identity

TENANT_BRIDGE_GROUP_
EPG_INTERFACE_IDENTITY
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Add Contract To APIC EPG
Summary

Add a contract to an EPG.
Description

This task adds a contract to an endpoint group (EPG) for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG.EPG

Ygen_text_inputChoose Contract Type. The contract type
can be Consumed Contract or Provided

Contract Type

Contract. The default value is Consumed
Contract.

YApicDeviceTenantContract
Identity

Select a contract name.Contract

Ygen_text_inputChoose QoS. The priority level of the Qo
S can be unspecified, level1, level2 or
level3. The default value is unspecified.

QOS

gen_text_inputEnter contract label.Contract Label

gen_text_inputEnter subject label.Subject Label

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantApplnProfile
Identity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputContract TypeCONTRACT_TYPE

gen_text_inputContract NameCONTRACT_NAME

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY
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TypeDescriptionOutput

ApicDeviceTenantLabel
ContractSubjectIdentity

APIC Tenant EPGContract IdentityTENANT_EPG_CONTRACT_
IDENTITY

gen_text_inputQoSQOS
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Add Domain To APIC EPG
Summary

Add a domain to an EPG.
Description

This task adds a domain to an endpoint group (EPG) for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG.EPG

YApicDomainProfile
Identity

Select a domain profile.Domain Profile

gen_text_inputChoose on demand or immediate as deploy
immediacy. The default value is on
demand.

Deploy Immediacy

gen_text_inputChoose on demand or immediate as
resolution immediacy. The default value
is on demand.

Resolution
Immediacy

gen_text_inputChoose reject or accept as allow
promiscuous. The default value is reject.

Allow Promiscuous

gen_text_inputChoose reject or accept as forged transmits.
The default value is accept.

Forged Transmits

gen_text_inputChoose reject or accept as MAC changes.
The default value is accept.

MAC Changes

gen_text_inputEnter a delimiter charcter, supported
delimiters are ~ ! + @ ^ |

Delimiter

APICCheckBoxTrueor
FalseType

Choose true to allowMicro-Segmentation.
The default value is unspecified.

Allow
Micro-Segmentation

APIC Static or Dynamic
Type

Choose static or dynamic for vlan mode.
The default value is blank.

VLAN Mode

APIC Enable or Disable
Type

Select enabled or disabled as state of
netflow. Default value is blank.

Netflow

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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TypeDescriptionOutput

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenant
EPGIdentity

APIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputDomainTypeDOMAIN_TYPE

gen_text_inputDomainProfileDOMAIN_PROFILE

ApicDeviceTenantDomainTo
EPGIdentity

Domain Profile IdentityDOMAIN_PROFILE_IDENTITY

gen_text_inputApic Domain Distributed Virtual
Switch

APIC_DOMAIN_DVSWITCH_
IDENTITY

gen_text_inputApic Domain Distributed Virtual
Switch Port Group

APIC_DOMAIN_DVSWITCH_
PORTGROUP_IDENTITY

gen_text_inputAPIC EPG VLAN IdentityEPG_VLAN_ID

gen_text_inputAPIC EPG VLAN IntegerEPG_INTEGER_VLAN_ID

vlanIDAPIC EPG VLAN Integer IdentityEPG_INT

gen_text_inputAPIC Domain DVSwitch Port
Group

APIC_DOMAIN_DVSWITCH_
PORTGROUP

VMwareDVPortgroup
Identity

VMware DVPortgroup IdentityVMWARE_DVSWITCH_
PORTGROUP_IDENTITY

ApicDeviceTenantDomain
ProfileToEPGIdentity

EPG Domain Profile IdentityEPG_DOMAIN_PROFILE_
IDENTITY

hypervVMNetworkIdentityHyper-V VM Network IdentityHYPER_V_VM_NETWORK_
IDENTITY

hypervLogicalNetwork
Identity

Logical Network IdentityOUTPUT_LOGICAL_NETWORK

hypervLogicalNetworkDef
Identity

Logical Network Definition (Site)
Identity

OUTPUT_LOGICAL_NETWORK_
DEF_IDENTITY

gen_text_inputEncapsulationTENANT_EPG_
ENCAPSULATION

gen_text_inputAPIC Primary VLAN EPG
Encapsulation

OUTPUT_TENANT_PRIMARY_
VLAN_EPG_ENCAPSULATION
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Add Function Config Parameters To APIC EPG
Summary

Add function config parameters to an EPG.
Description

This task adds function configuration parameters to an endpoint group (EPG) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG name.EPG Name

YApicDeviceTenantContract
Identity

Select a contract name.Contract Name

YApicTenantL4L7Service
GraphNodeIdentity

Select a node.Node

gen_text_inputEnter an External Interface name. Use
only alphanumeric characters. For
example: ExtIntFuncConfig.

External Interface

gen_text_inputEnter an Internal Interface name. Use
only alphanumeric characters. For
example: InternalIntFuncConfig.

Internal Interface

gen_text_inputCheck Shared either true or false. The
default value is false.

Is shared parameter
required?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

gen_text_inputApplication ProfileAPPLICATION PROFILE

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputEPG Function Config External
Interface

OUTPUT_EPG_EXTERNAL_
INTERFACE
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TypeDescriptionOutput

gen_text_inputEPG Funciton Config Internal
Interface

OUTPUT_EPG_INTERNAL_
INTERFACE
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Add IGMP Snoop Static Group to APIC Static Path
Summary

Add IGMP Snoop Static Group to APIC Static Path.
Description

This task will allow user to add an IGMP Snoop static group to the current Static Path available in APIC
EPG.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantStatic
PathToEPGIdentity

Select a static path to IGMP snoop static
group.

Select Static Path

Ygen_text_inputEnter a multicast IP address as group
address. For example, 234.0.0.0.

Group Address

Ygen_text_inputEnter wildcard or a valid IP address as
source address. For example, 12.1.1.1.

Source Address

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputStatic PathTENANT_EPG_STATIC_PATH

ApicDeviceTenantStaticPath
ToEPGIdentity

Static Path IdentityTENANT_EPG_STATIC_PATH_
IDENTITY

APIC IGMP Snoop Static
Group Identity

APIC Tenant's FHS Trust Control
Policy Identity

OUTPUT_APIC_IGMP_SNOOP_
STATIC_GROUP_IDENTITY
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Add Interface To APIC EPG
Summary

Add an interface to an EPG.
Description

This task adds an interface to an endpoint group (EPG). It requires an EPG, a service graph name, and
a contract as inputs.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG to add Interface.EPG Name

YApicTenantL4L7Service
GraphNodeIdentity

Select Tenant Service Graph Node for
which subject is to be added.

Node

YApicDeviceTenantContract
Identity

Select Tenant Contract for which
subject is to be added.

Contract Name

Ygen_text_inputEnter an interface name. Interface name
similar to Application Profile Tier
name.

Interface Name

gen_text_inputEnter IPv4 Address Value.IPv4 Address

Ygen_text_inputEnter Security Level as an integer
between 0 and 100.

Security Level

ApicTenantBridgeGroup
InterfaceIdentity

Enter Bridge Group ID as an integer
value between 1 and 100.

Bridge Group ID

ApicTenantL4L7NodeAcl
Identity

Enter Inbound ACL Value.Inbound ACL

ApicTenantL4L7NodeAcl
Identity

Enter Outbound ACL Value.Outbound ACL

gen_text_inputCheck to share parameters to Devices.
Default Shared Parameters value is
unchecked.

Is shared parameter
required?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH
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TypeDescriptionOutput

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPIC Tenant Service Graph Node
Interface Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_INTERFACE_
IDENTITY

ApicDeviceTenant
EPGIdentity

APIC Tenant EPG IdentityTENANT_EPG_IDENTITY

ApicTenant
L4L7EPGInterfaceIdentity

APIC Tenant Service Graph EPG
Interface Identity

OUTPUT_TENANT_L4L7_EPG_
INTERFACE_IDENTITY

ApicTenantL4L7Interface
EPGIdentity

APIC Tenant Service Graph
Interface EPG Identity

OUTPUT_TENANT_L4L7_
INTERFACE_EPG_IDENTITY
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Add Load Balancer Parameters To APIC EPG
Summary

Add load balancer parameters to an EPG via APIC.
Description

This task adds load balancer (LB) parameters to an endpoint group (EPG) on the APIC Controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG name.EPG Name

YApicDeviceTenant
ContractIdentity

Select a contract name.Contract Name

YApicTenant
L4L7ServiceGraph
NodeIdentity

Select a node.Node

gen_text_inputEnter an External IP in the format i.i.i.i. For
example: 2.2.2.2.

External IP

gen_text_inputEnter an External Netmask in the range 1 to 30.External Netmask

gen_text_inputChoose Enable Dynamic Route (External IP).
Specify the value as either enabled or disabled.
The default value is 'disabled'.

Enable Dynamic
Route (External IP)

gen_text_inputChoose Enable Host Route (External IP). Specify
the value as either enabled or disabled. The
default value is 'disabled'.

Enable Host Route
(External IP)

gen_text_inputEnter an Internal IP in the format i.i.i.i. For
example: 2.2.2.2.

Internal IP

gen_text_inputEnter an Internal Netmask in the range 1 to 30.Internal Netmask

gen_text_inputEnter Service IP's with comma seperatedServices

gen_text_inputEnter a LB IPv4 address, For example: IPv4
Address 10.1.1.1.

LB IPV4 IP

gen_text_inputEnter a LB IPv4 address Netmask in the range 1
to 30.

LB IPV4 IP
Netmask

gen_text_inputChoose Enable Dynamic Route (VIP). Specify
the value as either enabled or disabled. The
default value is 'disabled'.

Enable Dynamic
Route (VIP)

gen_text_inputChoose Enable Host Route (VIP). Specify the
value as either enabled or disabled. The default
value is 'disabled'.

Enable Host Route
(VIP)

gen_text_inputChoose a protocol. Specify any one of these
values: ADNS, DNS,MSSQL, RDP, SSL, TFTP,

Protocol

ADNS_TCP, DNS_TCP, MYSQL, RPCSVR,
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MandatoryMappable To TypeDescriptionInput
SSL_BRIDGE, UDP, ANY, DTLS, NNTP,
RTSP, SSSL_DIAMETER, DHCPRA, FTP,
ORACLE, SIP_UDP, SSL_TCP, DIAMETER,
HTTP, RADIUS, SNMP, TCP. The default value
is 'ADNS'.

gen_text_inputEnter a port in the range 0 to 65535. The default
value is 80.

Port

gen_text_inputCheck Is Ad-hoc specifications required either
true or false. The default value is true.

Is Ad-hoc
specification
required?

gen_text_inputCheck Shared either true or false. The default
value is false.

Shared?

gen_text_inputEnter a cookie name.Cookie Name

gen_text_inputChoose LB Method. Specify any one of these
values: LEASTREQUEST,

LB Method

SRCIPDESTIPHASH, TOKEN,
SOURCEIPHASH, LEASTCONNECTION,
LRTM, SRCIPSRCPORTHASH,
CALLIDHASH, CUSTOMLOAD,
ROUNDROBIN, LEASTBANDWIDTH,
LEASTPACKETS, DOMAINHASH,
URLHASH. The default value is
'LEASTREQUEST'.

gen_text_inputChoose Persistence Type. Specify any one of
these values: URLPASSIVE, RULE,

Persistence Type

COOKIEINSERT, RTSPSID, NONE,
SSLSESSION, SOURCEIP,
CUSTOMSERVERID, DIAMETER, CALLID,
DESTIP, SRCIPDESTIP. The default value is
'SOURCEIP'.

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG
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TypeDescriptionOutput

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY

gen_text_inputNetwork FolderNETWORK_FOLDER

ApicDeviceTenant
EPGL4L7IPv46ParamIdentity

APIC Tenant VIP IdentityTENANT_VIP_IDENTITY
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Add Load Balancer Route Parameters To APIC EPG
Summary

Add load balancer route parameters to an EPG.
Description

This task adds load balancer route parameters to an endpoint group (EPG) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG name.EPG Name

YApicDeviceTenantContract
Identity

Select a contract name.Contract Name

YApicTenantL4L7Service
GraphNodeIdentity

Select a node.Node

gen_text_inputEnter a network name.Network Name

gen_text_inputEnter a network IP address in the
format i.i.i.i. For example: 2.2.2.2.

Network IP Address

gen_text_inputEnter a network mask between 1 and
30.

Network Mask

gen_text_inputEnter gateway address in the format
i.i.i.i. For example: 2.2.2.2.

Gateway Address

gen_text_inputCheck Shared either true or false. The
default value is false.

Shared?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY
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Add Load Balancer Service Parameters To APIC EPG
Summary

Add load balancer service parameters to an EPG.
Description

This task adds load balancer service parameters to endpoint group (EPG) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG name.EPG Name

YApicTenantL4L7Service
GraphNodeIdentity

Select a node.Node

YApicDeviceTenant
EPGL4L7IPv46Param
Identity

Select a VIP.VIP

gen_text_inputEnter Service IP addresses separated by
commas. For example: 1.1.1.1, 1.2.3.4, 1.2.4.
4.

Services

gen_text_inputChoose a protocol. Specify any one of these
values: ADNS, DNS, MSSQL, RDP, SSL,

Protocol

TFTP, ADNS_TCP, DNS_TCP, MYSQL,
RPCSVR, SSL_BRIDGE, UDP, ANY, DTLS,
NNTP, RTSP, SSSL_DIAMETER, DHCPRA,
FTP, ORACLE, SIP_UDP, SSL_TCP,
DIAMETER, HTTP, RADIUS, SNMP, TCP.
The default value is 'ADNS'.

gen_text_inputEnter a port in the range 0 to 65535. The
default value is 80.

Port

gen_text_inputCheck Is Ad-hoc specifications required either
true or false. The default value is true.

Is Ad-hoc
specification
required?

gen_text_inputCheck Shared either true or false. The default
value is false.

Shared?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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TypeDescriptionOutput

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenant
EPGIdentity

APIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputAPIC Tenant Load Balancer Server
IP

TENANT_LOAD_BALANCER_
SERVER_IP
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Add SSL Offload Parameters to APIC EPG
Summary

Add secure sockets layer offload parameters to an EPG.
Description

This task adds secure sockets layer (SSL) offload parameters to an endpoint group (EPG). SSL offloading
increases the effectiveness of the security offered by the certificates in UCS Director.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG name.EPG Name

YApicDeviceTenantContract
Identity

Select a contract name.Contract Name

YApicTenantL4L7Service
GraphNodeIdentity

Select a node.Node

gen_text_inputEnter Cert. Use only alphanumeric characters
and underscores. For example: server_cert1.

Cert

gen_text_inputEnter Cert Key. Use only alphanumeric
characters and underscores. For example:
Sslckey1.

Cert Key

gen_text_inputEnter a key. Use only alphanumeric
characters and underscores. For example:
server_key1.

Key

ipaddressEnter an IP address in the format i.i.i.i. For
example: 2.2.2.2.

IP Address

gen_text_inputEnter a port in the range 0 to 65535.Port

gen_text_inputEnter a service type. Use only alphanumeric
characters and underscores. For example:
Sslservice1.

Service Type

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY
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TypeDescriptionOutput

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY
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Add Static Node To APIC EPG
Summary

Add a static node to an EPG.
Description

This task adds a static node to an endpoint group (EPG) for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

EPGEPG

YApicFabricNodeIdentityNodeNode

Ygen_text_inputEncapsulationEncapsulation

gen_text_inputChoose trunk or access(802.1p) or
access(untagged) as mode. The default
value is trunk.

Mode

Ygen_text_inputChoose lazy or immediate as
deployment immediacy. The default
value is lazy.

Deployment
Immediacy

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputStatic NodeTENANT_EPG_STATIC_NODE

ApicDeviceTenantStaticNode
ToEPGIdentity

Static Node IdentityTENANT_EPG_STATIC_NODE_
IDENTITY

gen_text_inputEncapsulationTENANT_EPG_
ENCAPSULATION
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Add Static Path To APIC EPG
Summary

Add a static path to an EPG.
Description

This task adds a static path to an endpoint group (EPG) for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG name.EPG

Ygen_text_inputChoose port, direct port channel or virtual
port channel as path type. The default
value is port.

Path Type

YApicDeviceStaticPathIdentitySelect static path.Path

YApicDeviceDPCStaticPath
Identity

Select static path.Path

YApicDeviceVPCStaticPath
Identity

Select static path.Path

Ygen_text_inputEnter encapsulation for a static node, it
supports VLAN,VXLAN,QINQ. Format

Encapsulation

example: vlan-1 (or) vxlan-50102 (or)
qiniq-123-213.

YApicStaticPathDeploy
EPGAuthenticationType

Choose on demand or immediate as
deployment immediacy. The default value
is on demand.

Deployment
Immediacy

YApicStaticPathImmd
EPGAuthenticationType

Choose tagged, untagged, or 802.1P
tagged as mode. The default value is
tagged.

Mode

gen_text_inputEnter encapsulation for a primary VLAN.
Format example: vlan-1.

Primary VLAN
for Mirco-Seg

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operationwas performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operationwas performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE
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TypeDescriptionOutput

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenant
EPGIdentity

APIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputStatic PathTENANT_EPG_STATIC_PATH

ApicDeviceTenantStaticPath
ToEPGIdentity

Static Path IdentityTENANT_EPG_STATIC_PATH_
IDENTITY

gen_text_inputEncapsulationTENANT_EPG_ENCAPSULATION

gen_text_inputDPC Static PathTENANT_EPG_DPC_STATIC_
PATH

ApicDeviceDPCStaticPath
Identity

DPC Static Path IdentityTENANT_EPG_DPC_STATIC_
PATH_IDENTITY

gen_text_inputVPC Static PathTENANT_EPG_VPC_STATIC_
PATH

ApicDeviceVPCStaticPath
Identity

VPC Static Path IdentityTENANT_EPG_VPC_STATIC_
PATH_IDENTITY

gen_text_inputAPIC Primary VLAN EPG
Encapsulation

OUTPUT_TENANT_PRIMARY_
VLAN_EPG_ENCAPSULATION
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Add Static Route To Interface On APIC EPG
Summary

Add a static route to an interface on an EPG via APIC in UCSD.
Description

This task adds static route information to an interface on an endpoint group (EPG) on the APIC Controller.
It requires an endpoint group (EPG), contract, and node name as inputs.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG name.EPG Name

YApicDeviceTenantContract
Identity

Select a contract name.Contract Name

YApicTenantL4L7Service
GraphNodeIdentity

Select a node.Node

gen_text_inputEnter an interface name.Interface Name

gen_text_inputEnter a network IP Address in the
format i.i.i.i. For example: 2.2.2.2.

Network IP Address

gen_text_inputEnter a network mask in the range 1
to 30.

Network Mask

gen_text_inputEnter a gateway address in the format
i.i.i.i. For example: 2.2.2.2.

Gateway Address

gen_text_inputCheck Shared either true or false. The
default value is false.

Shared?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenant
L4L7EPGInterfaceIdentity

APIC Tenant Service Graph EPG
Interface Identity

OUTPUT_TENANT_L4L7_
EPG_INTERFACE_IDENTITY

ApicTenantL4L7EPGStatic
RouteIdentity

APIC Tenant Service Graph EPG
Static Route Identity

OUTPUT_TENANT_L4L7_
EPG_STATIC_ROUTE_
IDENTITY
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Associate Access List To Interface in APIC
Summary

Associate an access list to an interface via APIC in UCSD.
Description

This task associates an access List to an interface on the APIC Controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenant
L4L7EPGInterfaceIdentity

Select an interface name.Interface Name

gen_text_inputEnter an Inbound ACL. Use only
alphanumeric characters. For example:
inacl12.

InBound ACL

gen_text_inputEnter an Outbound ACL. Use only
alphanumeric characters. For example:
outacl12.

OutBound ACL

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenant
L4L7EPGInterfaceIdentity

APIC Tenant Service Graph EPG
Interface Identity

OUTPUT_TENANT_L4L7_
EPG_INTERFACE_IDENTITY
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Create APIC EPG
Summary

Create an EPG.
Description

This task creates an endpoint group (EPG) for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantAppln
ProfileIdentity

Select an application profile.Application Profile
Name

Ygen_text_inputEnter an EPG name.EPG Name

gen_text_inputEnter a description. The description can
be up to 128 alphanumeric characters.

EPG Description

gen_text_inputEnter an alias, a changeable name for
an object. Unlike the name of an object,
the alias can be changed.

Alias

ApicDeviceTagIdentitySelect tags to be assigned for the fabric
module.

Tags

gen_text_inputChoose level1, level2, level3,
unspecified, custom as QoS class. The
default value is level1.

QOS Class

gen_text_inputSelect a custom QoS, formatted as:
accountName@tenantName@custom

Custom QOS

QosName. For example:
apic170@common@default.

ApicDeviceTenantBridge
DomainIdentity

Select a bridged domain.Bridge Domain

ApicDeviceTenant
MonitoringPolicyIdentity

Select a monitoring policy.Monitoring Policy

gen_text_inputEnter the contract exception tag.Contract Exception
Tag

APIC Data Plane Policing
Policy Identity

Select a data-plane policing policy.Data-Plane Policier

APIC Enforced or
Unenforced Type

Choose enforced/unenforced, select
enforced to enable forwarding control.

Intra-EPG Isolation

APICCheckBoxTrueor
FalseType

Choose true or false to enable/disable
Proxy-arp. The default value is
unspecified.

Forwarding Control

APIC Exclude or Include
Type

Choose include or exclude as preferred
group member. The default value is
blank.

Preferred Group
Member
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MandatoryMappable To TypeDescriptionInput

APIC Enable or Disable
Type

Choose enable or disable as flood on
encapsulation. The default value is
blank.

Flood on
Encapsulation

APIC FHS Trust COntrol
Policy Identity

Choose a FHS trust control policy.FHS Trust Control
Policy

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenant
EPGIdentity

APIC Tenant EPG IdentityTENANT_EPG_IDENTITY

ApicDeviceTagIdentityApic Tag IdentityDEVICE_TENANT_TAG_
IDENTITY

gen_text_inputApic Monitoring PolicyDEVICE_TENANT_
MONITORING_POLICY

ApicDeviceTenantMonitoring
PolicyIdentity

Apic Monitoring Policy IdentityDEVICE_TENANT_
MONITORING_POLICY_
IDENTITY

APIC Data Plane Policing
Policy Identity

APIC Tenant's Data Plane policing
Policy Identity

OUTPUT_TENANT_DATA_
PLANE_POLICING_POLICY

APIC FHS Trust COntrol
Policy Identity

APIC Tenant's FHS Trust Control
Policy Identity

OUTPUT_TENANT_FHS_
TRUST_CONTROL_POLICY
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Create Consumed Contract Interface To APIC EPG
Summary

Create a consumed contract interface to an EPG.
Description

This task creates a consumed contract interface to an endpoint group (EPG) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantEPGIdentitySelect an EPG name.EPG Name

YApicDeviceTenantContract
Identity

Select a contract name.Contract

Ygen_text_inputChoose Priority. Specify any one of:
level1, level2, level3, unspecified. The
default value is 'level1'.

Priority

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantEpg
ConsumedContractInterface
Identity

APIC Tenant Consumed Contract
Interface Identity

TENANT_CONSUMED_
CONTRACT_INTERFACE_
IDENTITY
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Create Subnet To APIC EPG
Summary

Create a subnet to an EPG.
Description

This task creates a subnet to an endpoint group (EPG) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG name.EPG

BooleanCheck to enable IPV6 configurations.
Defaults to unchecked.

IPV6

YipaddressProvide gateway IPV4 address in the
format i.i.i.i.

Gateway IPV4
(Address)

Ygen_text_inputEnter the prefix for IPV4.Gateway IPV4 (Prefix)

ipaddressProvide gateway IPV6 address in the
format i:i:i:i:i.

Gateway IPV6
(Address)

gen_text_inputEnter the prefix for IPV6.Gateway IPv6 (Prefix)

BooleanCheck to enable subnet control for shared
subnet. Defaults to unchecked.

Shared Subnet

BooleanCheck to enable subnet control for public
subnet. Defaults to unchecked.

Public Subnet

BooleanCheck to enable subnet control for private
subnet. Defaults to checked.

Private Subnet

gen_text_inputEnter a short description.Description

ApicDeviceTenant
L3OutIdentity

Select L3 out for route profile.L3 Out for Route
Profile

ApicDeviceTenant
RoutedProfileToExt
RoutedNetworkIdentity

Select a route profile.Route Profile

BooleanCheck to treat the IP as a virtual ip
address. Defaults to unchecked.

Treat as Virtual IP
Address

BooleanCheck to enable ND RA prefix subnet
control for the selected EPG. Defaults to
unchecked.

ND RA Prefix

BooleanCheck to disable default SVI gateway
subnet control for the selected EPG.
Defaults to unchecked.

No Default SVI
Gateway
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MandatoryMappable To TypeDescriptionInput

BooleanCheck to enable querier IP subnet control
for the selected EPG. Defaults to
unchecked.

Querier IP

APIC ND RA Prefix
Policy Identity

Choose a ND RA prefix policy ro
associate with the subnet.

ND RA Prefix Policy

APIC Type Behind
Subnet Identity

Choose EP reachability/anycastMAC for
subnet type. The default value is none.

Type Behind Subnet

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_
ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_
ROUTED_NETWORK_IDENTITY

gen_text_inputSubnet NameTENANT_SUBNET_NAME

ApicTenantSubnetToEpg
Identity

Subnet IdentityTENANT_EPG_SUBNET_
IDENTITY

ApicDeviceTenantRouted
ProfileToExtRoutedNetwork
Identity

Routed Profile Name IdentityTENANT_ROUTED_PROFILE_
IDENTITY

APIC ND RA Prefix Policy
Identity

APIC Tenant's ND RA Prefix
Identity

OUTPUT_TENANT_NDRA_
PREFIX_POLICY_IDENTITY
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Delete ACE From ACL On APIC EPG
Summary

Delete an ACE From an ACL on an EPG.
Description

This task deletes an access control entry (ACE) from an access control list ACL) on an endpoint group
(EPG) on the APIC Controller. It requires a function node as input.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7EPGAceIdentitySelect an ACE name.ACE Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantL4L7EPGAce
Identity

APIC Tenant Service Graph EPG
ACE Identity

OUTPUT_TENANT_L4L7_
EPG_ACE_IDENTITY
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Delete ACL From APIC EPG
Summary

Delete an ACL from an EPG via APIC.
Description

This task deletes an access control list (ACL) From an endpoint group (EPG) on the APIC Controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7AclEPGIdentitySelect an ACL List name.ACL Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantL4L7Acl
EPGIdentity

APIC Tenant Service Graph ACL
EPG Identity

OUTPUT_TENANT_L4L7_
ACL_EPG_IDENTITY
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Delete APIC EPG
Summary

Delete an EPG.
Description

This task deletes an endpoint group (EPG) from a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EPGIdentity

Select an EPG name.EPG Name

YDo you want to delete the
selected EPG?

Outputs

TypeDescriptionOutput

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY
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Delete Bridge Group Interface From APIC EPG
Summary

Delete a bridge group interface from an EPG.
Description

This task deletes a bridge group interface from an endpoint group (EPG)
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantDeleteBridgeGroup
InterfaceIdentity

Select Bridge Group ID.Bridge Group ID

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantBridgeGroup
InterfaceIdentity

APICTenant BridgeGroup Interface
Identity

TENANT_BRIDGE_GROUP_
INTERFACE_IDENTITY

ApicTenantDeleteBridge
GroupInterfaceIdentity

APIC Tenant Bridge Group EPG
Interface Identity

TENANT_BRIDGE_GROUP_
EPG_INTERFACE_IDENTITY
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Delete Consumed Contract Interface From APIC EPG
Summary

Delete a consumed contract interface from an EPG.
Description

This task deletes a consumed contract interface from an endpoint group (EPG) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantEpg
ConsumedContractInterface
Identity

Select a Consumed
Contract Interface.

Consumed Contract Interface

YDo you want to delete the
selected Contract From EPG?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantEpg
ConsumedContractInterface
Identity

APIC Tenant Consumed Contract
Interface Identity

TENANT_CONSUMED_
CONTRACT_INTERFACE_
IDENTITY
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Delete Contract From APIC EPG
Summary

Delete a contract from an EPG.
Description

This task deletes a contract from an endpoint group (EPG) for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

ApicDeviceTenantEpg
ContractIdentity

Select a contract name to
be removed.

Contract

YDo you want to delete the
selected Contract From EPG?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantApplnProfile
Identity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputContract TypeCONTRACT_TYPE

gen_text_inputContract NameCONTRACT_NAME

ApicDeviceTenantLabel
ContractSubjectIdentity

APIC Tenant EPG Contract IdentityTENANT_EPG_CONTRACT_
IDENTITY
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Delete Domain From APIC EPG
Summary

Delete a domain from an EPG.
Description

This task deletes a domain from an endpoint group (EPG) for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDomain
ProfileToEPGIdentity

Select a domain profile
to delete.

Domain Profile

YDo you want to delete the
selected Domain from EPG?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantApplnProfile
Identity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputDomainProfileDOMAIN_PROFILE

ApicDeviceTenantDomainTo
EPGIdentity

Domain Profile IdentityDOMAIN_PROFILE_
IDENTITY
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Delete Function Config Parameters From APIC EPG
Summary

Delete function config parameters from an EPG.
Description

This task deletes function configuration parameters from an endpoint group (EPG) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantEPGExternal
InterfaceIdentity

Select an External
Interface.

External Interface

YApicTenantEPGInternal
InterfaceIdentity

Select an Internal
Interface.

Internal Interface

YDo you want to delete the
selected Network Object from
EPG?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenant
EPGIdentity

APIC Tenant EPG IdentityTENANT_EPG_IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPIC Tenant Function Config
Parameter Identity

TENANT_FUNCTION_
CONFIG_PARAMETER_
IDENTITY
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Delete Interface From APIC EPG
Summary

Delete an interface from an EPG.
Description

This task deletes an interface from an endpoint group (EPG) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7Interface
EPGIdentity

Select an interface name.Interface Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenant
L4L7EPGInterfaceIdentity

APIC Tenant Service Graph EPG
Interface Identity

OUTPUT_TENANT_L4L7_
EPG_INTERFACE_IDENTITY

ApicTenantL4L7Interface
EPGIdentity

APIC Tenant Service Graph Interface
EPG Identity

OUTPUT_TENANT_L4L7_
INTERFACE_EPG_IDENTITY
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Delete LB SSL Offload Parameters From APIC EPG
Summary

Delete LB SSL offload parameters from an EPG via APIC.
Description

This task deletes load balancer (LB) SSL offload parameters from an endpoint group (EPG) on the APIC
controller. It requires an EPG name, service graph name, node, and LB server as inputs .

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantEPGIdentitySelect an EPG name.EPG Name

YApicDeviceTenantContractIdentitySelect a contract name.Contract Name

YApicTenantL4L7ServiceGraphNode
Identity

Select a node.Node

YApicDeviceTenant
EPGL4L7IPv46ParamIdentity

Select a LB IPv4 address.LB IPV4 IP

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY
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Delete Load Balancer Parameters To APIC EPG
Summary

Delete load balancer parameters from an EPG via APIC.
Description

This task deletes load balancer parameters from an endpoint group (EPG) on the APIC Controller. It
deletes all configuration retated to load balancing on the EPG.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantEPGIdentitySelect an EPG name.EPG Name

YApicDeviceTenantContractIdentitySelect a contract name.Contract Name

YApicTenantL4L7ServiceGraph
NodeIdentity

Select a node.Node

gen_text_inputCheck Shared either true or false.
The default value is false.

Shared?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY
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Delete Static Node From APIC EPG
Summary

Delete a static node from an EPG.
Description

This task deletes a static node from an endpoint group (EPG) for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantStaticNode
ToEPGIdentity

Select a node name to be
removed.

Node

YDo you want to delete the
selected Static Node From
EPG?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputStatic NodeTENANT_EPG_STATIC_NODE

ApicDeviceTenantStaticNode
ToEPGIdentity

Static Node IdentityTENANT_EPG_STATIC_
NODE_IDENTITY
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Delete Static Path From APIC EPG
Summary

Delete a static path from an EPG.
Description

This task deletes a static path from an endpoint group (EPG) for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantStaticPath
ToEPGIdentity

Select a Static Path to be
removed.

Path

YDo you want to delete the
selected Static Path From
EPG?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputStatic PathTENANT_EPG_STATIC_PATH

ApicDeviceTenantStaticPath
ToEPGIdentity

Static Path IdentityTENANT_EPG_STATIC_
PATH_IDENTITY
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Delete Static Route From Interface On APIC EPG
Summary

Delete static route information from an interface on an EPG.
Description

This task deletes static route information from an interface on an endpoint group (EPG) on the APIC
Controller. It requires an endpoint group (EPG), service graph name, and contract as inputs.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7EPGStaticRoute
Identity

Select a Static Route name.Static Route Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenant
L4L7EPGInterfaceIdentity

APIC Tenant Service Graph EPG
Interface Identity

OUTPUT_TENANT_L4L7_
EPG_INTERFACE_IDENTITY

ApicTenantL4L7EPGStatic
RouteIdentity

APIC Tenant Service Graph EPG
Static Route Identity

OUTPUT_TENANT_L4L7_
EPG_STATIC_ROUTE_
IDENTITY
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Delete Subnet from APIC EPG
Summary

Delete a subnet from an EPG.
Description

This task deletes a subnet from an endpoint group (EPG) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantSubnetToEpgIdentitySelect a subnet.Subnet

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputSubnet NameTENANT_SUBNET_NAME

ApicTenantSubnetToEpg
Identity

Subnet IdentityTENANT_EPG_SUBNET_
IDENTITY
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Disassociate Access List From Interface in APIC
Summary

Remove an association between an access list and an interface via APIC.
Description

This task dissociates an Access List from an interface on the APIC controller. It requires an interface as
input.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenant
L4L7EPGInterfaceIdentity

Select an interface name.Interface Name

gen_text_inputEnter an Inbound ACL. Use only
alphanumeric characters. For example:
Inacl12.

InBound ACL

gen_text_inputEnter an Outbound ACL. Use only
alphanumeric characters. For example:
outacl12.

OutBound ACL

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenant
L4L7EPGInterfaceIdentity

APIC Tenant Service Graph EPG
Interface Identity

OUTPUT_TENANT_L4L7_
EPG_INTERFACE_IDENTITY
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Modify Consumed Contract Interface To APIC EPG
Summary

Modify a consumed contract interface to an EPG.
Description

This task modifies a consumed contract interface to an endpoint group (EPG) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantEpg
ConsumedContractInterface
Identity

Select a Consumed Contract Interface.ConsumedContract
Interface

Ygen_text_inputChoose Priority. Specify any one of:
level1, level2, level3, unspecified. The
default value is 'level1'.

Priority

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantEpg
ConsumedContractInterface
Identity

APIC Tenant Consumed Contract
Interface Identity

TENANT_CONSUMED_
CONTRACT_INTERFACE_
IDENTITY
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Remove APIC EPG Contract Master
Summary

Remove APIC EPG Contract Master.
Description

This task removes a contract master from an EPG.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_DEVICE_TENANT_EPG_
CONTRACT_MASTER_
IDENTITY

Select an EPG contract
master name to be deleted.

EPGContractMaster
Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantApplnProfile
Identity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

APIC_DEVICE_TENANT_
EPG_CONTRACT_MASTER_
IDENTITY

APIC Tenant EPG Contract Master
Identity

OUTPUT_EPG_CONTRACT_
MASTER
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Remove IGMP Snoop Static Group from APIC Static Path
Summary

Remove IGMP Snoop Static Group from APIC Static Path.
Description

This task will allow user to remove an IGMP Snoop static group from the current Static Path available
in APIC EPG.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC IGMP Snoop
Static Group Identity

Select an IGMP snoop static group
to be deleted.

Select IGMP Snoop Static
group

YDo you want to remove the
selected IGMP snoop static group
from static path?

Do you want to remove the
selected IGMP Snoop static
group from static path?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Application ProfileTENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

APIC Tenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputStatic PathTENANT_EPG_STATIC_PATH

ApicDeviceTenantStaticPath
ToEPGIdentity

Static Path IdentityTENANT_EPG_STATIC_PATH_
IDENTITY

APIC IGMP Snoop Static
Group Identity

APIC Tenant's FHS Trust Control
Policy Identity

OUTPUT_APIC_IGMP_SNOOP_
STATIC_GROUP_IDENTITY
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Remove Load Balancer Service Parameters From APIC EPG
Summary

Remove load balancer service parameters from an EPG.
Description

This task removes load balancer service parameters from an endpoint group (EPG) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantEPGIdentitySelect an EPG name.EPG Name

YApicTenantL4L7ServiceGraph
NodeIdentity

Select a node.Node

YApicDeviceTenant
EPGL4L7IPv46ParamIdentity

Select a LB IPv4 address.LB IPV4 IP

ApicDeviceTenantLoadBalancer
ServerIdentity

Select one or more service IP
addresses.

Services

gen_text_inputCheck Is Ad-hoc specifications
required either true or false. The
default value is true.

Is Ad-hoc
specification
required?

gen_text_inputCheck Shared either true or false.
The default value is false.

Shared?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenant
EPGIdentity

APIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputAPIC Tenant Load Balancer Server
IP

TENANT_LOAD_BALANCER_
SERVER_IP
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APIC - External Bridged Network Operations

This chapter contains the following sections:

• Add External Network to APIC External Bridged Network, on page 358
• Add Interface Profile To APIC Node Profile, on page 360
• Create Bridged Outside in APIC, on page 361
• Create Node Profile To APIC External Bridged Network, on page 363
• Delete Bridged Outside in APIC, on page 364
• Delete External Network from APIC External Bridged Network, on page 365
• Delete Interface From Interface Profile, on page 366
• Delete Interface Profile from APIC Node Profile, on page 367
• Delete Node Profile from APIC External Bridged Network, on page 368
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Add External Network to APIC External Bridged Network
Summary

Add an external network to an external bridged network.
Description

This task adds an external network to an external bridged network for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantExternalBridge
NetworkIdentity

External Bridged Network
Name

External Bridged
Network

Ygen_text_inputExternal Network NameExternal Network Name

gen_text_inputDescriptionDescription

gen_text_inputAliasAlias

ApicDeviceTagIdentityTagsTags

gen_text_inputQOSQOS

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Bridged Network NameTENANT_EXTERNAL_
BRIDGED_NETWORK_NAME

ApicDeviceTenantExternal
BridgeNetworkIdentity

External BridgedNetwork IdentityTENANT_EXTERNAL_
BRIDGED_NETWORK_
IDENTITY

gen_text_inputExternal Network NameTENANT_EXTERNAL_
NETWORK_NAME

ApicTenantExternalNetwork
InExternalBridgedNetwork
Identity

External Network in External
Bridged Network Identity

TENANT_EXTERNAL_
NETWORK_IDENTITY

gen_text_inputExternal Network Alias NameTENANT_EXTERNAL_
NETWORK_ALIAS

ApicDeviceTagIdentityExternal Network Tags IdentityTENANT_EXTERNAL_
NETWORK_TAGS_IDENTITY

gen_text_inputQoSQOS
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TypeDescriptionOutput

ApicDeviceExternalNetwork
InOutsideNetworkIdentity

External Network in Outside
Network Identity

DEVICE_EXTERNAL_
NETWORK_IN_OUTSIDE_
NETWORK_IDENTITY
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Add Interface Profile To APIC Node Profile
Summary

Add an interface profile to a node profile.
Description

This task adds an interface profile to a node profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantNode
ProfileIdentity

Select a node profile.Node Profile Name

Ygen_text_inputEnter an interface Profile To an APIC
Node Profile name.

Interface Profile
Name

gen_text_inputEnter a description of the Interface
Profile To an APIC Node Profile. Up to
128 characters are allowed.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Bridged Network NameTENANT_EXTERNAL_BRIDGED_
NETWORK_NAME

ApicDeviceTenantExternal
BridgeNetworkIdentity

External Bridged Network
Identity

TENANT_EXTERNAL_BRIDGED_
NETWORK_IDENTITY

gen_text_inputNode Profile NameOUTPUT_TENANT_NODE_
PROFILE

ApicDeviceTenantNode
ProfileIdentity

Node Profile IdentityOUTPUT_TENANT_NODE_
PROFILE_IDENTITY

gen_text_inputInterface Profile NameOUTPUT_TENANT_INTERFACE_
PROFILE_NAME

ApicDeviceTenantInterface
ProfileIdentity

Interface Profile IdentityOUTPUT_TENANT_INTERFACE_
PROFILE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
360

APIC - External Bridged Network Operations
Add Interface Profile To APIC Node Profile



Create Bridged Outside in APIC
Summary

Create Bridged Outside in APIC.
Description

This task creates an external bridged network (Bridged Outside) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentityProvide Tenant NameTenant Name

Ygen_text_inputEnter External BridgedNetwork
Name

External Bridged
Network Name

gen_text_inputProvide DescriptionDescription

gen_text_inputProvide External Bridged
Network Alias

Alias

gen_text_inputProvide TagsTags

ApicDeviceTenantExternal
BridgeDomainIdentity

External Bridged DomainExternal Bridged
Domain

ApicDeviceTenantBridge
DomainIdentity

Provide Bridge DomainBridge Domain

gen_text_inputProvide EncapEncap

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Bridged Network NameTENANT_EXTERNAL_
BRIDGED_NETWORK_NAME

ApicDeviceTenantExternal
BridgeNetworkIdentity

External Bridged Network IdentityTENANT_EXTERNAL_
BRIDGED_NETWORK_
IDENTITY

gen_text_inputBridge Domain NameTENANT_BRIDGE_DOMAIN

ApicDeviceTenantBridge
DomainIdentity

Bridge Domain IdentityTENANT_BRIDGE_DOMAIN_
IDENTITY

gen_text_inputAPIC Tenant Concrete Device
Identity

EXTERNAL_BRIDGED_
DOMAIN
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TypeDescriptionOutput

ApicDeviceTenantExternal
BridgeDomainIdentity

APIC Tenant Concrete InterfaceEXTERNAL_BRIDGED_
DOMAIN_IDENTITY
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Create Node Profile To APIC External Bridged Network
Summary

Create a node profile to an external bridged network.
Description

This task creates a node profile to an external bridged network for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantExternal
BridgeNetworkIdentity

Select External Bridged Network.External Bridged
Network

Ygen_text_inputEnter a Node Profile name. Use only
alphanumeric characters. For example:
Npname12.

Name

gen_text_inputEnter a Node Profile description. The
description can be up to 128 alphanumeric
characters.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Bridged Network NameTENANT_EXTERNAL_
BRIDGED_NETWORK_NAME

ApicDeviceTenantExternal
BridgeNetworkIdentity

External Bridged Network IdentityTENANT_EXTERNAL_
BRIDGED_NETWORK_
IDENTITY

gen_text_inputNode Profile NameOUTPUT_TENANT_NODE_
PROFILE

ApicDeviceTenantNode
ProfileIdentity

Node Profile IdentityOUTPUT_TENANT_NODE_
PROFILE_IDENTITY
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Delete Bridged Outside in APIC
Summary

Delete bridged outside in APIC.
Description

This task deletes a bridged outside on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantExternal
BridgeNetworkIdentity

Select any one of the
External Bridge Networks
to delete.

External BridgedNetworkName

YDo you want to delete the
selected External Bridged
Network?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Bridged Network NameTENANT_EXTERNAL_
BRIDGED_NETWORK_NAME

ApicDeviceTenantExternal
BridgeNetworkIdentity

External Bridged Network IdentityTENANT_EXTERNAL_
BRIDGED_NETWORK_
IDENTITY
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Delete External Network from APIC External Bridged Network
Summary

Delete an external network from an external bridged network.
Description

This task deletes an external network from an external bridged network for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantExternal
NetworkInExternal
BridgedNetworkIdentity

Select External Network From an
APIC External Bridged Network.

External Network Name

YDo you want to delete the selected
External Network from External
Bridged Network?

Do you want to delete the
selected External Network
from External Bridged
Network?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Bridged Network NameTENANT_EXTERNAL_
BRIDGED_NETWORK_NAME

ApicDeviceTenantExternal
BridgeNetworkIdentity

External Bridged Network IdentityTENANT_EXTERNAL_
BRIDGED_NETWORK_
IDENTITY

gen_text_inputExternal Network NameTENANT_EXTERNAL_
NETWORK_NAME

ApicDeviceExternalNetwork
Identity

External Network IdentityTENANT_EXTERNAL_
NETWORK_IDENTITY
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Delete Interface From Interface Profile
Summary

Delete an interface from an interface profile.
Description

This task deletes an interface from an interface profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceInterfaceTo
InterfaceProfileIdentity

Select Interface from Interface
profile.

Interface Name

YDo youwant to delete the selected
Interface To Interface Profile?

Do you want to delete the
selected Interface To
Interface Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantExternal
BridgeNetworkIdentity

External Bridged Network
Identity

TENANT_EXTERNAL_
BRIDGED_NETWORK_
IDENTITY

ApicDeviceTenantNodeProfile
Identity

Node Profile IdentityOUTPUT_TENANT_NODE_
PROFILE_IDENTITY

ApicDeviceTenantInterface
ProfileIdentity

Interface Profile IdentityOUTPUT_TENANT_
INTERFACE_PROFILE_
IDENTITY

ApicFabricPhysicalInterface
Identity

APIC Physical Interface IdentityFABRIC_PHYSICAL_
INTERFACE_IDENTITY
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Delete Interface Profile from APIC Node Profile
Summary

Delete an interface profile from a node profile.
Description

This task deletes an interface profile from a node profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
InterfaceProfileIdentity

Select Interface Profile from an
APIC Node Profile.

Interface Profile Name

YDo you want to delete the selected
Interface Profile To Node Profile?

Do you want to delete the
selected Interface Profile To
Node Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Bridged Network NameTENANT_EXTERNAL_BRIDGED_
NETWORK_NAME

ApicDeviceTenantExternal
BridgeNetworkIdentity

External Bridged Network
Identity

TENANT_EXTERNAL_BRIDGED_
NETWORK_IDENTITY

gen_text_inputNode Profile NameOUTPUT_TENANT_NODE_
PROFILE

ApicDeviceTenantNode
ProfileIdentity

Node Profile IdentityOUTPUT_TENANT_NODE_
PROFILE_IDENTITY

gen_text_inputInterface Profile NameOUTPUT_TENANT_INTERFACE_
PROFILE_NAME

ApicDeviceTenantInterface
ProfileIdentity

Interface Profile IdentityOUTPUT_TENANT_INTERFACE_
PROFILE_IDENTITY
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Delete Node Profile from APIC External Bridged Network
Summary

Delete a node profile form an external bridged network.
Description

This task deletes a node profile from an external bridged network for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
NodeProfileIdentity

Select Node profile from an APIC
External Bridged Network.

Node Profile Name

YDo you want to delete the selected
Node Profile To External Bridged
Network?

Do you want to delete the
selected Node Profile To
External Bridged Network?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Bridged Network NameTENANT_EXTERNAL_
BRIDGED_NETWORK_NAME

ApicDeviceTenantExternal
BridgeNetworkIdentity

External Bridged Network IdentityTENANT_EXTERNAL_
BRIDGED_NETWORK_
IDENTITY

gen_text_inputNode Profile NameOUTPUT_TENANT_NODE_
PROFILE

ApicDeviceTenantNode
ProfileIdentity

Node Profile IdentityOUTPUT_TENANT_NODE_
PROFILE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
368

APIC - External Bridged Network Operations
Delete Node Profile from APIC External Bridged Network



APIC - External Network Operations

This chapter contains the following sections:

• Add APIC Contract to External Network, on page 370
• Delete Contract From APIC External Network, on page 372
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Add APIC Contract to External Network
Summary

Add a contract to an external network.
Description

This task adds a contract to an external network on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceExternal
NetworkInOutsideNetwork
Identity

Select an external network.ExternalNetwork

Ygen_text_inputChoose Contract Type. The contract types
are Provided Contract and Consumed

Contract Type

Contract. The default value is 'Provided
Contract'.

YApicDeviceTenantContract
Identity

Select a contract.Contract

Ygen_text_inputChoose Priority. The priorities are
unspecified, level1, level2 or level3. The
default value is 'unspecified'.

Priority

Ygen_text_inputChoose match type. The match types are
AtleastOne, AtmostOne, None or All. The
default is 'AtleastOne'.

MatchType

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operationwas performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operationwas performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External RoutedNetwork IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputExternal Bridged Network NameTENANT_EXTERNAL_BRIDGED_
NETWORK_NAME

ApicDeviceTenantExternal
BridgeNetworkIdentity

External Bridged Network
Identity

TENANT_EXTERNAL_BRIDGED_
NETWORK_IDENTITY

gen_text_inputExternal Network NameTENANT_EXTERNAL_
NETWORK_NAME
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TypeDescriptionOutput

ApicDeviceExternalNetwork
Identity

External Network IdentityTENANT_EXTERNAL_
NETWORK_IDENTITY

ApicDeviceExternalNetwork
InOutsideNetworkIdentity

External Network in Outside
Network Identity

DEVICE_EXTERNAL_NETWORK_
IN_OUTSIDE_NETWORK_
IDENTITY

gen_text_inputContract TypeCONTRACT_TYPE

gen_text_inputContract NameCONTRACT_NAME

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_IDENTITY

gen_text_inputExternal Network Contract
Identity

TENANT_EXTERNAL_
NETWORK_CONTRACT_
IDENTITY

gen_text_inputQoSQOS
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Delete Contract From APIC External Network
Summary

Delete a contract from an external network.
Description

This task deletes a contract from an external network on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

ApicDeviceTenantContractToExternal
NetworkIdentity

Select a contract to delete.Contract

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputExternal Bridged Network NameTENANT_EXTERNAL_BRIDGED_
NETWORK_NAME

ApicDeviceTenantExternal
BridgeNetworkIdentity

External BridgedNetwork IdentityTENANT_EXTERNAL_BRIDGED_
NETWORK_IDENTITY

gen_text_inputExternal Network NameTENANT_EXTERNAL_NETWORK_
NAME

ApicDeviceExternal
NetworkIdentity

External Network IdentityTENANT_EXTERNAL_NETWORK_
IDENTITY

gen_text_inputContract NameCONTRACT_NAME

gen_text_inputExternal Network Contract
Identity

TENANT_EXTERNAL_NETWORK_
CONTRACT_IDENTITY
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APIC - External Routed Network Operations

This chapter contains the following sections:

• Add APIC Match Community Factor To Match Community Term, on page 375
• Add APIC Match Community Term To Match Rule for Route Map, on page 376
• Add APIC Match Prefix To Match Rule, on page 377
• Add APIC Next Hop Address To Static Route, on page 378
• Add APIC Route Control Profile to External Network, on page 379
• Add APIC Route Control Profile to Subnet, on page 381
• Add AS Number to Set AS Path - Prepend AS, on page 383
• Add Additional communities to Set Rules, on page 384
• Add Context to Route Maps or Profiles in APIC External Routed Network, on page 385
• Add External Network To APIC External Routed Network, on page 387
• Add Logical Interface Profile To APIC Logical Node Profile, on page 389
• Add Logical Node to Logical Node Profile of APIC External Routed Network, on page 391
• Add Match Regex Community Term To Match Rule, on page 392
• Add Route Map or Profile to APIC External Routed Network, on page 393
• Add Set AS Path to Set Rules, on page 394
• Add Static Route To Logical Node in APIC, on page 395
• Add Subnet To APIC External Network, on page 397
• Associate Match Rules to Route Control Context in APIC External Routed Network, on page 399
• Create APIC EIGRP Interface Profile, on page 400
• Create APIC Logical OSPF Interface Profile, on page 401
• Create APIC Match Rule for a Route Map, on page 403
• Create BGP Peer Connectivity To Node Profile in APIC, on page 404
• Create Logical Node Profile To APIC External Routed Network, on page 405
• Create Routed Outside in APIC, on page 406
• Create Set Rules For A Route Map in APIC External Routed Network, on page 408
• Delete APIC EIGRP Interface Profile, on page 410
• Delete APIC Logical OSPF Interface Profile, on page 411
• Delete APIC Match Community Factor from Match Community Term, on page 412
• Delete APIC Match Community Term from Match Rule for Route Map, on page 413
• Delete APIC Match Prefix From Match Rule, on page 414
• Delete APIC Match Rule for a Route Map, on page 415
• Delete APIC Next Hop Address From Static Route, on page 416
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• Delete BGP Peer Connectivity From APIC Node Profile, on page 417
• Delete External Network From APIC External Routed Network, on page 418
• Delete Logical Interface Profile from APIC Logical Node Profile, on page 419
• Delete Logical Node From APIC Logical Node Profile of External Routed Network, on page 420
• Delete Logical Node Profile From APIC External Routed Network, on page 421
• Delete Route Map or Profile from APIC External Routed Network, on page 422
• Delete Routed Interface from Logical Interface Profile, on page 423
• Delete Routed Outside in APIC, on page 424
• Delete Set Rules For a Route Map from APIC External Routed Network, on page 425
• Delete Static Route From APIC Logical Node, on page 426
• Delete Subnet From APIC External Network, on page 427
• Disassociate Match Rules from Route Control Context in APIC External Routed Network, on page 428
• Remove APIC Route Control Profile from External Network, on page 429
• Remove APIC Route Control Profile from Subnet, on page 430
• Remove AS Number from Set AS Path - Prepend AS, on page 431
• Remove Additional communities from Set Rules, on page 432
• Remove Context from Routed Maps or Profiles in APIC External Routed Network, on page 433
• Remove Match Regex Community Term From Match Rule, on page 434
• Remove Set AS Path from Set Rules, on page 435
• Update Match Regex Community Term From Match Rule, on page 436
• Update Set Rule For a Route Map in APIC External Routed Network, on page 437
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Add APIC Match Community Factor To Match Community Term
Summary

Add APIC Match Community Factor To Match Community Term.
Description

This task adds a match community factor to a match community term.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPICMatchCommunityTerm
Identity

Select a match community term.Match Community
Term

Ygen_text_inputEnter a community name.The
community name can be

Community

regular:as2-nn2:4:15,
extended:as4-nn2:4:15

APICMatchCommunity
FactorScopeIdentity

Scope

gen_text_inputEnter a description for the match
community factor, up to 128
alphanumeric characters.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule IdentityOUTPUT_TENANT_MATCH_
RULE_IDENTITY

APICMatchCommunity
TermIdentity

Match Community Term IdentityOUTPUT_TENANT_MATCH_
COMMUNITY_TERM_IDENTITY

APICMatchCommunity
FactorIdentity

Match Community Factor IdentityOUTPUT_TENANT_MATCH_
COMMUNITY_FACTOR_
IDENTITY
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Add APIC Match Community Term To Match Rule for Route Map
Summary

Add APIC Match Community Term To Match Rule for Route Map.
Description

This task adds a match community term to a match rule for a route map.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC Match Rule
Identity

Select a match rule.Match Rule

Ygen_text_inputEnter a unique name for the match
community term.The name can be up to 64

Match Community
Term Name

alphanumeric characters. Special characters
allowed are [ - , _ , . , : ].

gen_text_inputEnter a description for the match community
term, up to 128 alphanumeric characters.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule IdentityOUTPUT_TENANT_MATCH_
RULE_IDENTITY

APICMatchCommunity
TermIdentity

Match Community Term IdentityOUTPUT_TENANT_MATCH_
COMMUNITY_TERM_
IDENTITY
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Add APIC Match Prefix To Match Rule
Summary

Add APIC Match Prefix To Match Rule.
Description

This task adds a match prefix to the match rules available in an APIC EPG.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPICMatchRule IdentitySelect a Match Rule.Match Rule

Ygen_text_inputEnter the IPv4 or IPV6 address. For
example, 2.2.2.2 or 1:1:1:1:2:2:2:2.

IP Address

BooleanCheck to enable or disable Aggregate.Aggregate

gen_text_inputEnter a description for the match prefix,
up to 128 alphanumeric characters.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule IdentityOUTPUT_TENANT_MATCH_
RULE_IDENTITY

gen_text_inputAPIC Tenant's Match RuleOUTPUT_TENANT_MATCH_
RULE_NAME

gen_text_inputAPICMatch Prefix Name onwhich the
selected operation was performed

OUTPUT_MATCH_PREFIX_
NAME

MATCH_PREFIX_
IDENTITY

APIC Match Prefix IdentityOUTPUT_MATCH_PREFIX_
IDENTITY
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Add APIC Next Hop Address To Static Route
Summary

Add APIC Next Hop Address To Static Route.
Description

This task adds a next hop address to a static route.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantStaticRouteTo
LogicalNodeIdentity

Select Static RouteStatic Route

YipaddressEnter Next Hop IPNext Hop IP Address

gen_text_inputEnter preference.Preference

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

External Routed Network
Identity

TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

ApicDeviceTenantLogicalNode
ProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogicalNode
Identity

Logical Node IdentityOUTPUT_TENANT_LOGICAL_
NODE_IDENTITY

ApicDeviceTenantStaticRoute
ToLogicalNodeIdentity

Static Route To Logical Node
Identity

OUTPUT_TENANT_STATIC_
ROUTE_TO_LOGICAL_NODE_
IDENTITY

APIC_TENANT_NEXT_HOP_
IDENTITY

Next HOP Address to Static
Route Identity

OUTPUT_TENANT_NEXT_HOP_
TO_STATIC_ROUTE_IDENTITY
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Add APIC Route Control Profile to External Network
Summary

Add APIC Route Control Profile to External Network.
Description

This task adds a route control profile to an external network.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantExternalNetwork
ToExternalRoutedNetwork
Identity

Select the external network.External Network
Name

BooleanCheck to customize the route
control profile name. Defaults to
unchecked.

Customize Route
Control Profile Name?

YApicDeviceTenantRouted
ProfileToExtRoutedNetwork
Identity

Click to select a route control
profile.

Route Control Profile
Name

Ygen_text_inputEnter route control profile name.Route Control Profile
Name

APICRouteControlProfile
DirectionLOVTypeIdentity

Choose route import policy or
route export policy as the direction.
The default value is route import
policy.

Direction

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was
performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network
Identity

TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputExternal Network NameTENANT_EXTERNAL_
NETWORK_NAME

ApicDeviceExternalNetwork
Identity

External Network IdentityTENANT_EXTERNAL_
NETWORK_IDENTITY
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TypeDescriptionOutput

gen_text_inputRoute Control Profile NameOUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_NAME

APICRouteControlProfile
DirectionLOVTypeIdentity

Route Control Profile DirectionOUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_DIRECTION

APIC_DEVICE_TENANT_
ROUTE_CONTROL_

Route Control Profile to
External Network Identity

OUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_TO_
EXTERNAL_NETWORK_
IDENTITY

PROFILE_TO_EXTERNAL_
NETWORK_IDENTITY
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Add APIC Route Control Profile to Subnet
Summary

Add APIC Route Control Profile to Subnet.
Description

This task adds a route control profile to a subnet.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantSubnetToExternal
NetworkIdentity

Select a subnet address.Subnet Address

BooleanCheck to customize the route
control profile name. Defaults to
unchecked.

Customize Route
Control Profile Name?

YApicDeviceTenantRouted
ProfileToExtRoutedNetwork
Identity

Click to select a route control
profile.

Route Control Profile
Name

Ygen_text_inputEnter route control profile name.Route Control Profile
Name

APICRouteControlProfile
DirectionLOVTypeIdentity

Choose route import policy or route
export policy as the direction. The
default value is route import policy.

Direction

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was
performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network
Identity

TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputExternal Network NameTENANT_EXTERNAL_NETWORK_
NAME

ApicDeviceExternalNetwork
Identity

External Network IdentityTENANT_EXTERNAL_NETWORK_
IDENTITY

gen_text_inputSubnet Address for External
Network

TENANT_EXTERNAL_NETWORK_
SUBNET_ADDRESS
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TypeDescriptionOutput

gen_text_inputRoute Control Profile NameOUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_NAME

APICRouteControlProfile
DirectionLOVTypeIdentity

Route Control Profile DirectionOUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_DIRECTION

APIC_DEVICE_TENANT_
ROUTE_CONTROL_
PROFILE_IDENTITY

Route Control Profile IdentityOUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_IDENTITY
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Add AS Number to Set AS Path - Prepend AS
Summary

Add AS Number to Set AS Path - Prepend AS.
Description

This task adds AS Number to Set AS Path - Prepend AS in Set Rules for Route Map on the APIC
controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_TENANT_SET_AS_PATH_
SET_PROFILE_TERM_IDENTITY

Select an set as path criteria.Set AS Path

gen_text_inputEnter an asn.ASN

gen_text_inputEnter an order.Order

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantActionRule
ProfileIdentity

Action Rule Profile IdentityDEVICE_TENANT_ACTION_
RULE_PROFILE_IDENTITY

APIC_TENANT_SET_AS_
PATH_SET_PROFILE_TERM_
IDENTITY

APIC Tenant Set As Path to Set
Profile identity

OUTPUT_TENANT_SET_AS_
PATH_SET_RULE_PROFILE_
IDENTITY

APIC Tenant AS Number to Set
AS Path Identity

APIC Tenant AS Number to Set
AS Path Identity

OUTPUT_TENANT_AS_
NUMBER_TO_SET_AS_PATH_
IDENTITY
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Add Additional communities to Set Rules
Summary

Add Additional communities to Set Rules.
Description

This task adds additional communities to set rules on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantAction
RuleProfileIdentity

Select an action rule profile name to add
additional communities to it.

Set Rule Profile
Name

Ygen_text_inputEnter community in the following format:
regular:as2-nn2:4:15 ,

Community

extended:as4-nn2:5:16 , no-export ,
no-advertise

Choose the criteria.Criteria

gen_text_inputEnter the description.Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAction Rule Profile NameDEVICE_TENANT_ACTION_
RULE_PROFILE_NAME

ApicDeviceTenantActionRule
ProfileIdentity

Action Rule Profile IdentityDEVICE_TENANT_ACTION_
RULE_PROFILE_IDENTITY

APIC_TENANT_
ADDITIONAL_

APIC Tenant Additional
Community to Set Profile identity

OUTPUT_TENANT_MATCH_
REGEX_COMMUNITY_TERM_
IDENTITY COMMUNITY_SET_

PROFILE_TERM_IDENTITY
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Add Context to Route Maps or Profiles in APIC External Routed
Network

Summary
Add Context to Route Maps/Profiles in APIC External Routed Network.

Description
This task adds context to route maps and profiles in an APIC external routed network for a tenant on the
APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantRoutedProfileTo
ExtRoutedNetworkIdentity

Route ProfileRoute Profile

Ygen_text_inputContext NameContext Name

Ygen_text_inputOrderOrder

APIC Route Profile Context Action
Identity

Choose permit or deny as the
action. The default value is
permit.

Action

gen_text_inputDescriptionDescription

ApicDeviceTenantActionRuleProfile
Identity

Action Rule Profile NameAction Rule Profile
Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was
performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network
Identity

TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputRouted Profile NameTENANT_ROUTED_PROFILE_
NAME

ApicDeviceTenantRouted
ProfileToExtRoutedNetwork
Identity

Routed Profile Name IdentityTENANT_ROUTED_PROFILE_
IDENTITY
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TypeDescriptionOutput

gen_text_inputContext NameTENANT_EXTERNAL_
NETWORK_CONTEXT_NAME

ApicTenantContextToRoute
ProfileIdentity

Context IdentityTENANT_EXTERNAL_
NETWORK_CONTEXT_IDENTITY

ApicDeviceTenantActionRule
ProfileIdentity

Action Rule Profile IdentityDEVICE_TENANT_ACTION_
RULE_PROFILE_IDENTITY
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Add External Network To APIC External Routed Network
Summary

Add an external network to an external routed network.
Description

This task adds an external network to an external routed network for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantL3Out
Identity

Select an external routed network.External Routed
Network

Ygen_text_inputEnter the external network name.External Network
Name

gen_text_inputEnter a short description for external
network.

Description

gen_text_inputEnter an alias, a changeable name for an
object. Unlike the name of an object, the
alias can be changed.

Alias

ApicDeviceTagIdentitySelect comma separated Tag(s).Tags

gen_text_inputChoose level1, level2, level3, unspecified,
custom as QoS class. The default value is
unspecified.

QOS

gen_text_inputEnter the contract exception tag.Contract Exception
Tag

ApicCustomQosPolicy
DscpTargetIdentity

Select DSCP target value between 0 to 64.
The default value is unspecified.

DSCP Target

gen_text_inputEnter DSCP target value between 0 to 64.
The default value is unspecified.

Enter DSCP Target

APIC Exclude or Include
Type

Choose include or exclude as preferred
groupmember. The default value is blank.

Preferred Group
Member

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY
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TypeDescriptionOutput

gen_text_inputExternal Network NameTENANT_EXTERNAL_
NETWORK_NAME

ApicTenantExternalNetwork
ToExternalRoutedNetwork
Identity

External Network in External
Routed Network Identity

TENANT_EXTERNAL_
NETWORK_IDENTITY

ApicDeviceExternalNetwork
InOutsideNetworkIdentity

External Network in Outside
Network Identity

DEVICE_EXTERNAL_
NETWORK_IN_OUTSIDE_
NETWORK_IDENTITY

gen_text_inputExternal Network Alias NameTENANT_EXTERNAL_
NETWORK_ALIAS

ApicDeviceTagIdentityExternal Network Tags IdentityTENANT_EXTERNAL_
NETWORK_TAGS_IDENTITY

gen_text_inputQoSQOS
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Add Logical Interface Profile To APIC Logical Node Profile
Summary

Add a logical interface profile to a logical node profile.
Description

This task adds a logical interface profile to a logical node profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
NodeProfileIdentity

Specify Logical Node Profile
Name

Logical Node Profile
Name

Ygen_text_inputEnter Logical Interface Profile
Name

Logical Interface
Profile Name

gen_text_inputLogical Interface Profile
Description

Description

ApicDeviceTenant
NDInterfacePolicyIdentity

Select ND Interface Policy Name.ND Policy

APIC Data Plane Policing
Policy Identity

Select an egress data plane policing
policy.

Egress Data Plane
Policing Policy

APIC Data Plane Policing
Policy Identity

Select an ingress data plane
policing policy.

Ingress Data Plane
Policing Policy

ApicCustomQosPriority
Identity

Choose Priority. The priority level
of the QoS can be unspecified,
level1, level2 or level3. The default
value is 'unspecified'.

QoS Priority

ApicTenantCustomQosPolicy
Identity

Select an customQoS policy name.Custom QoS Policy

INTERFACE_POLICY_
IDENTITY

Select IGMP interface policy
name.

IGMP Policy

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY
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TypeDescriptionOutput

gen_text_inputLogical Node Profile NameOUTPUT_TENANT_LOGICAL_
NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

gen_text_inputLogical Interface Profile NameOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_NAME

ApicDeviceTenantLogical
InterfaceProfileIdentity

Logical Interface Profile IdentityOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_IDENTITY
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Add Logical Node to Logical Node Profile of APIC External
Routed Network

Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
NodeProfileIdentity

Choose a logical node profile
name.

Logical Node Profile
Name

YApicFabricNodeIdentitySelect a node.Node

Ygen_text_inputEnter a router ID.Router ID

APICCheckBoxTrueorFalse
Type

Choose true to use router ID as
loopback address. The default
value is unspecified.

Use Router ID as
Loopback Address

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External RoutedNetwork IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputLogical Node Profile NameOUTPUT_TENANT_LOGICAL_
NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
NodeIdentity

Logical Node IdentityOUTPUT_TENANT_LOGICAL_
NODE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
391

APIC - External Routed Network Operations
Add Logical Node to Logical Node Profile of APIC External Routed Network



Add Match Regex Community Term To Match Rule
Summary

Add Match Regex Community Term To Match Rule.
Description

This task adds an match regex community term to a match rule under external routed networks on the
APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC Match Rule
Identity

Select a match rule to add match regex
community term.

Match Rule

Ygen_text_inputEnter a unique name for the match regex
community name.

Match Regex
Community Name

gen_text_inputEnter regular expression.Regular Expression

APIC Match Regex
Community Type Identity

Select community type. Default
community type is regular

Community Type

gen_text_inputEnter a short description for the match
regex community term. The description

Description

can be up to 128 alphanumeric
characters.

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule IdentityOUTPUT_TENANT_MATCH_
RULE_IDENTITY

gen_text_inputMatch Regex Community Term
Name

OUTPUT_TENANT_MATCH_
REGEX_COMMUNITY_TERM_
NAME

APIC Match Regex
Community Term Identity

Match Regex Community Term
Identity

OUTPUT_TENANT_MATCH_
REGEX_COMMUNITY_TERM_
IDENTITY
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Add Route Map or Profile to APIC External Routed Network
Summary

Add a route map/profile to APIC external routed network.
Description

This task creates a route map or profile to an external routed network for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantL3Out
Identity

Select an external routed network.External Routed
Network

ROUTE_CONTROL_
PROFILE_NAME_
IDENTITY

Choose default-import or default-export
or enter customized value as route control
profile name. The default value is
unspecified.

Route Control Profile
Name

Enter route control profile name.Enter Route Control
Profile Name

ROUTE_CONTROL_
PROFILE_TYPE_
IDENTITY

ChooseMatch Prefix ANDRoute Policy,
Match Routing Policy Only as type. The
default value isMatch Prefix ANDRoute
Policy.

Type

Enter a short description for routed
control profile.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_
ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_
ROUTED_NETWORK_
IDENTITY

gen_text_inputRouted Profile NameTENANT_ROUTED_PROFILE_
NAME

ApicDeviceTenantRouted
ProfileToExtRoutedNetwork
Identity

Routed Profile Name IdentityTENANT_ROUTED_PROFILE_
IDENTITY
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Add Set AS Path to Set Rules
Summary

Add Set AS Path to Set Rules.
Description

This task adds Set AS Path to the set rules on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantActionRuleProfile
Identity

Select an action rule profile
name to add set as path to it.

Set Rule Profile
Name

YAPIC_SET_AS_PATH_SET_
RULES_CRITERIA_IDENTITY

Choose the criteria.Criteria

gen_text_inputEnter the count.Count

gen_text_inputEnter an asn.ASN

gen_text_inputEnter an order.Order

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operationwas performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantActionRule
ProfileIdentity

Action Rule Profile IdentityDEVICE_TENANT_ACTION_
RULE_PROFILE_IDENTITY

APIC_TENANT_SET_AS_
PATH_SET_PROFILE_TERM_
IDENTITY

APIC Tenant Set As Path to Set
Profile identity

OUTPUT_TENANT_SET_AS_
PATH_SET_RULE_PROFILE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
394

APIC - External Routed Network Operations
Add Set AS Path to Set Rules



Add Static Route To Logical Node in APIC
Summary

Add a static route to a logical node.
Description

This task adds static route information to a logical node.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
NodeIdentity

Select a node.Node

Ygen_text_inputProvide a static route prefix.Static Route Prefix

gen_text_inputEnter preference within a range 1 -
255. The default value is 1.

Preference

BooleanCheck to enable route control BFD.
Defaults to unchecked.

Route Control BFD

ipaddressProvide next hop IP.Next Hop IP

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was
performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network
Identity

TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputLogical Node Profile NameOUTPUT_TENANT_LOGICAL_
NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ipaddressStatic Route IPOUTPUT_TENANT_STATIC_
ROUTE_IP

gen_text_inputStatic Route IP PrefixOUTPUT_TENANT_STATIC_
ROUTE_IP_PREFIX

ipaddressStatic Route NextHop IPOUTPUT_TENANT_STATIC_
ROUTE_NEXT_HOP_IP
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TypeDescriptionOutput

ApicDeviceTenantStatic
RouteToLogicalNode
Identity

Static Route To Logical Node
Identity

OUTPUT_TENANT_STATIC_
ROUTE_TO_LOGICAL_NODE_
IDENTITY

ApicDeviceTenantLogical
NodeIdentity

Logical Node IdentityOUTPUT_TENANT_LOGICAL_
NODE_IDENTITY
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Add Subnet To APIC External Network
Summary

Add a subnet to an external network.
Description

This task adds a subnet to an external network for a tenant on the APIC controller.
Inputs

MandatoryMappable To
Type

DescriptionInput

YApicTenant
ExternalNetwork

Select an external network name.External Network Name

ToExternalRouted
NetworkIdentity

YipaddressEnter the subnet address in the format i.i.i.i.
For example: 10.12.2.3.

Subnet Address

gen_text_inputEnter the subnet prefix. Valid Subnet prefix
in the range (0-30).

Subnet Prefix

Scope

BooleanCheck this option to set the Export Route
Control Subnet. By default, this field is
unchecked.

Export Route Control
Subnet

BooleanCheck this option to set the Import Route
Control Subnet. By default, this field is
unchecked.

Import Route Control
Subnet

BooleanCheck this option to set the External Subnet
for the External EPG. By default, this field
is checked.

External Subnets for the
External EPG

BooleanCheck this option to set the Shared Route
Control Subnet. By default, this field is
unchecked.

Shared Route Control
Subnet

BooleanCheck this option to set the Shared Security
Import Subnet. By default, this field is
unchecked.

Shared Security Import
Subnet

Aggregate

BooleanCheck this option to set the Aggregate
Export. By default, this field is unchecked.

Aggregate Export

BooleanCheck this option to set the Aggregate
Import. By default, this field is unchecked.

Aggregate Import

BooleanCheck this option to set the Aggregate
Shared Routes. By default, this field is
unchecked.

Aggregate shared Routes
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Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputExternal Network NameTENANT_EXTERNAL_
NETWORK_NAME

ApicDeviceExternal
NetworkIdentity

External Network IdentityTENANT_EXTERNAL_
NETWORK_IDENTITY

gen_text_inputSubnet Address for External
Network

TENANT_EXTERNAL_
NETWORK_SUBNET_ADDRESS
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Associate Match Rules to Route Control Context in APIC
External Routed Network

Summary
Associate Match Rules to Route Control Context in APIC External Routed Network.

Description
This task associates match rules to a route control context in an APIC external routed network on the
APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantContextToRoute
ProfileIdentity

Select a route control context.Route Control Context

YAPIC Match Rule IdentitySelect a match rule name to be
associated.

Match Rule Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was
performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3OutIdentityExternal Routed Network
Identity

TENANT_EXTERNAL_
ROUTED_NETWORK_
IDENTITY

ApicDeviceTenantRoutedProfile
ToExtRoutedNetworkIdentity

Routed Profile Name IdentityTENANT_ROUTED_PROFILE_
IDENTITY

ApicTenantContextToRoute
ProfileIdentity

Context IdentityTENANT_EXTERNAL_
NETWORK_CONTEXT_
IDENTITY

APIC_TENANT_ASSOCIATE_
MATCHED_RULES_TO_ERN_

APIC Matched Rules To ERN
Route Profile Context Identity

OUTPUT_TENANT_MATCHED_
RULES_TO_ERN_ROUTE_
PROFILE_CONTEXT_IDENTITY ROUTE_PROFILE_

CONTEXT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule
Identity

OUTPUT_TENANT_MATCH_
RULE_IDENTITY
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Create APIC EIGRP Interface Profile
Summary

Create an EIGRP interface profile.
Description

This task creates an EIGRP interface profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
InterfaceProfileIdentity

Select Logical Interface Profile
name.

Logical Interface
Profile Name

Ygen_text_inputEnter the EIGRP interface policy
name.

Name

gen_text_inputEnter the description. The
description can be up to 128
alphanumeric characters.

Description

YApicDeviceTenant
EIGRPInterfaceIdentity

Select EIGRP Interface Policy.Select EIGRP
Interface Policy

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
InterfaceProfileIdentity

Logical Interface Profile IdentityOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_
IDENTITY

gen_text_inputTenant Logical EIGRP Interface
Profile

TENANT_LOGICAL_EIGRP_
INTERFACE_PROFILE

ApicDeviceTenantLogical
EIGRPInterfaceProfileIdentity

Tenant Logical EIGRP Interface
Profile Identity

DEVICE_TENANT_EIGRP_
INTERFACE_IDENTITY
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Create APIC Logical OSPF Interface Profile
Summary

Create a logical OSPF interface profile.
Description

This task creates a logical open shortest path first (OSPF) interface profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
InterfaceProfileIdentity

Select a Logical Interface Profile
name.

Logical Interface Profile
Name

Ygen_text_inputEnter the logical OSPF interface
profile name.

Name

gen_text_inputEnter the description. The
description can be up to 128
alphanumeric characters.

Description

passwordEnter the authentication key.Authentication Key

passwordEnter the same authentication key
for confirmation.

Confirm Authentication
Key

gen_text_inputEnter the authentication key ID. The
key ID is a numeric value.

Authentication Key ID

ApicLogicalOSPFInterface
AuthenticationType

Select Authentication Type.Authentication Type

ApicDeviceTenant
OSPFInterfaceIdentity

Select Associated OSPF Interface
Policy name.

Associated OSPF
Interface Policy Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
InterfaceProfileIdentity

Logical Interface Profile IdentityOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_
IDENTITY
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TypeDescriptionOutput

gen_text_inputTenant Logical OSPF Interface
Profile

TENANT_LOGICAL_OSPF_
INTERFACE_PROFILE

ApicDeviceTenantLogical
OSPFInterfaceProfileIdentity

Tenant Logical OSPF Interface
Profile Identity

TENANT_LOGICAL_OSPF_
INTERFACE_PROFILE_
IDENTITY
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Create APIC Match Rule for a Route Map
Summary

Create APIC Match Rule for a Route Map.
Description

This task creates an APIC match rule for a route map.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select a tenant name.Tenant Name

Ygen_text_inputEnter a unique name for the match ruleMatch Rule Name

gen_text_inputEnter a short description for the match
rule. The description can be up to 128
alphanumeric characters.

Match Rule
Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule IdentityOUTPUT_TENANT_MATCH_
RULE_IDENTITY

gen_text_inputAPIC Tenant's Match RuleOUTPUT_TENANT_MATCH_
RULE_NAME
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Create BGP Peer Connectivity To Node Profile in APIC
Summary

Create a BGP peer connection to a node profile.
Description

This task creates a border gateway (BGP) peer connection to a node profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
LogicalNodeProfile
Identity

Select a Logical Node Profile name.Logical Node Profile
Name

YipaddressEnter Peer Address in the format i.i.i.i. For
example: 2.2.2.2.

Peer Address

gen_text_inputEnter a Node Profile description. The
description can be up to 128 alphanumeric
characters.

Description

Check Send Extended Community either
true or false. The default value is false.

Send Extended
Community

Check Send Community either true or false.
The default value is false.

Send Community

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputLogical Node Profile NameOUTPUT_TENANT_LOGICAL_
NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

gen_text_inputBGP Peer Connectivity ProfileOUTPUT_TENANT_BGP_PEER_
CONNECTIVITY

ApicDeviceTenantBGPPeer
ConnectivityProfileIdentity

BGP Peer Connectivity Profile
Identity

OUTPUT_TENANT_BGP_PEER_
CONNECTIVITY_IDENTITY
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Create Logical Node Profile To APIC External Routed Network
Summary

Create a logical node profile to an external routed network.
Description

This task creates a logical node profile to an external routed network on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantL3Out
Identity

Select an external routed network.External Routed
Network

Ygen_text_inputProvide logical node profile name.Name

gen_text_inputProvide logical node profile
description.

Description

ApicCustomQosPolicyDscp
TargetIdentity

Select DSCP target value between 0
to 64. The default value is
unspecified.

DSCP Target

gen_text_inputEnter target DSCP.Enter DSCP Target

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputLogical Node Profile NameOUTPUT_TENANT_LOGICAL_
NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY
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Create Routed Outside in APIC
Summary

Create Routed Outside in APIC.
Description

This task creates routed outside in an APIC external routed network for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentitySelect a tenant name.Tenant Name

Ygen_text_inputEnter the external routed network
name.

External Routed
Network Name

gen_text_inputEnter a short description for external
routed network.

Description

Enter external routed network alias.Alias

ApicDeviceTagIdentityProvide tags.Tags

ApicDeviceTenantPrivate
NetworkIdentity

Provide network.Network

ApicDeviceTenantRouted
DomainIdentity

Select external routed domain.External Routed
Domain

gen_text_inputCheck to enable BGP. Defaults to
unchecked.

BGP

gen_text_inputCheck to enable OSPF. Defaults to
unchecked.

OSPF

gen_text_inputProvide OSPF area ID.OSPF Area ID

gen_text_inputChoose NSSA area or regular area of
stub area as area type. The default
value is NSSA area.

OSPF Area Type

gen_text_inputCheck to enable EIGRP mode.
Defaults to unchecked.

EIGRP

gen_text_inputProvide autonomous system number
between 1-8000

Autonomous System
Number

BooleanCheck to choose option PIM.Defaults
to unchecked.

PIM

ApicCustomQosPolicyDscp
TargetIdentity

Select DSCP target value. The default
value is empty

Target DSCP

gen_text_inputEnter target DSCP value between 0
to 64. The default value is empty.

Enter Target DSCP

APIC_TENANT_
EXTERNAL_ROUTED_

Select route profile for interleak.Route Profile for
Interleak

NETWORK_ROUTE_
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MandatoryMappable To TypeDescriptionInput
PROFILE_INTERLEAK_
IDENTITY

gen_text_inputEnter provider label.Provider Label

gen_text_inputEnter consumer label.Consumer Label

Route Control
Enforcement

gen_text_inputExport

gen_text_inputCheck to enable/disable the import
mode. Defaults to unchecked.

Import

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputPrivate Network on which the
selected operation was performed

TENANT_PRIVATE_NETWORK

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

ApicDeviceTenantRouted
DomainIdentity

External Routed Domain IdentityTENANT_EXTERNAL_ROUTED_
DOMAIN_IDENTITY

ApicDeviceTagIdentityExternal Network Tags IdentityTENANT_EXTERNAL_
NETWORK_TAGS_IDENTITY

gen_text_inputExternal Network OSPF IdTENANT_EXTERNAL_
NETWORK_OSPF_ID

gen_text_inputExternal NetworkOSPFArea TypeTENANT_EXTERNAL_
NETWORK_OSPF_AREA_TYPE
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Create Set Rules For A Route Map in APIC External Routed
Network

Summary
Create set rules for a route map in APIC external routed network.

Description
This task creates set rules for a route map in an external routed network on the APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select a tenant name.Tenant Name

Ygen_text_inputEnter the action rule profile name.Action Rule Profile
Name

gen_text_inputEnter the description.Description

BooleanCheck to enable set community. Defaults
to unchecked.

Set Community

BooleanCheck to enable set route tag. Defaults to
unchecked.

Set Route Tag

BooleanCheck to enable set dampening. Defaults
to unchecked.

Set Dampening

BooleanCheck to enable set weight. Defaults to
unchecked.

Set Weight

BooleanCheck to enable set next hop. Defaults to
unchecked.

Set Next Hop

BooleanCheck to enable set preference. Defaults
to unchecked.

Set Preference

BooleanCheck to enable set metric. Defaults to
unchecked.

Set Metric

BooleanCheck to enable set metric type. Defaults
to unchecked.

Set Metric Type

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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TypeDescriptionOutput

gen_text_inputAction Rule Profile NameDEVICE_TENANT_ACTION_
RULE_PROFILE_NAME

ApicDeviceTenantAction
RuleProfileIdentity

Action Rule Profile IdentityDEVICE_TENANT_ACTION_
RULE_PROFILE_IDENTITY
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Delete APIC EIGRP Interface Profile
Summary

Delete an EIGRP interface profile.
Description

This task deletes a EIGRP interface profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
EIGRPInterfaceProfileIdentity

Select EIGRP Interface
Profile name to delete.

EIGRP Interface
Profile Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
InterfaceProfileIdentity

Logical Interface Profile IdentityOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_
IDENTITY

gen_text_inputTenant Logical EIGRP Interface
Profile

TENANT_LOGICAL_EIGRP_
INTERFACE_PROFILE

ApicDeviceTenantLogical
EIGRPInterfaceProfileIdentity

Tenant Logical EIGRP Interface
Profile Identity

DEVICE_TENANT_EIGRP_
INTERFACE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
410

APIC - External Routed Network Operations
Delete APIC EIGRP Interface Profile



Delete APIC Logical OSPF Interface Profile
Summary

Delete a logical OSPF interface profile.
Description

This task deletes a logical open shortest path first (OSPF) interface profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
OSPFInterfaceProfile
Identity

Select OSPF Interface
Profile name to delete.

OSPF Interface Profile Name

YDo youwant to delete the selected
Logical OSPF Interface Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
InterfaceProfileIdentity

Logical Interface Profile IdentityOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_
IDENTITY

gen_text_inputTenant Logical OSPF Interface
Profile

TENANT_LOGICAL_OSPF_
INTERFACE_PROFILE

ApicDeviceTenantLogical
OSPFInterfaceProfileIdentity

Tenant Logical OSPF Interface
Profile Identity

TENANT_LOGICAL_OSPF_
INTERFACE_PROFILE_
IDENTITY
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Delete APIC Match Community Factor from Match Community
Term

Summary
Delete APIC Match Community Factor from Match Community Term.

Description
This task deletes a match community factor from a match community term.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPICMatchCommunityFactor
Identity

Select a match community
factor to be deleted.

Match Community
Factor

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule IdentityOUTPUT_TENANT_MATCH_
RULE_IDENTITY

APICMatchCommunity
TermIdentity

Match Community Term IdentityOUTPUT_TENANT_MATCH_
COMMUNITY_TERM_IDENTITY

APICMatchCommunity
FactorIdentity

Match Community Factor IdentityOUTPUT_TENANT_MATCH_
COMMUNITY_FACTOR_
IDENTITY
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Delete APIC Match Community Term from Match Rule for Route
Map

Summary
Delete APIC Match Community Term from Match Rule for Route Map.

Description
This task deletes a match community term from a match rule for a route map.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPICMatchCommunityTerm
Identity

Select amatch community term
to be deleted.

Match Community
Term

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule IdentityOUTPUT_TENANT_MATCH_
RULE_IDENTITY

APICMatchCommunity
TermIdentity

Match Community Term IdentityOUTPUT_TENANT_MATCH_
COMMUNITY_TERM_
IDENTITY
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Delete APIC Match Prefix From Match Rule
Summary

Delete APIC Match Prefix From Match Rule.
Description

This task removes a match prefix from the match rules available in APIC EPG.
Inputs

MandatoryMappable To TypeDescriptionInput

YMATCH_PREFIX_
IDENTITY

Select a Match Prefix to be
deleted.

Match Prefix

YDo you want to delete the selected
Match Prefix?

Do you want to delete the
selected Match Prefix?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule IdentityOUTPUT_TENANT_MATCH_
RULE_IDENTITY

gen_text_inputAPIC Tenant's Match RuleOUTPUT_TENANT_MATCH_
RULE_NAME

gen_text_inputAPICMatch Prefix Name onwhich the
selected operation was performed

OUTPUT_MATCH_PREFIX_
NAME

MATCH_PREFIX_
IDENTITY

APIC Match Prefix IdentityOUTPUT_MATCH_PREFIX_
IDENTITY
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Delete APIC Match Rule for a Route Map
Summary

Delete APIC Match Rule for a Route Map.
Description

This task deletes an APIC match rule from a route map.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPICMatch Rule IdentitySelect match rule to
delete.

Match Rule Name

YDo you want to delete the
selected match rule?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule IdentityOUTPUT_TENANT_MATCH_
RULE_IDENTITY

gen_text_inputAPIC Tenant's Match RuleOUTPUT_TENANT_MATCH_
RULE_NAME
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Delete APIC Next Hop Address From Static Route
Summary

Delete APIC Next Hop Address From Static Route.
Description

This task removes a next hop address from a static route.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_TENANT_NEXT_
HOP_IDENTITY

Select next HOP address
to be deleted.

Next HOP Address

YDo you want to delete the selected
next HOP address from static
route?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

External Routed Network
Identity

TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

ApicDeviceTenantLogicalNode
ProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogicalNode
Identity

Logical Node IdentityOUTPUT_TENANT_LOGICAL_
NODE_IDENTITY

ApicDeviceTenantStaticRoute
ToLogicalNodeIdentity

Static Route To Logical Node
Identity

OUTPUT_TENANT_STATIC_
ROUTE_TO_LOGICAL_NODE_
IDENTITY

APIC_TENANT_NEXT_HOP_
IDENTITY

Next HOP Address to Static
Route Identity

OUTPUT_TENANT_NEXT_HOP_
TO_STATIC_ROUTE_IDENTITY
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Delete BGP Peer Connectivity From APIC Node Profile
Summary

Delete a BGP peer connection from a node profile.
Description

This task deletes a border gateway (BGP) peer connection from a node profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantBGPPeer
ConnectivityProfileIdentity

Select BGP Peer
Connectivity name.

BGP Peer Connectivity Name

YDo you want to delete the selected
BGP Peer Connectivity Profile From
Node Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputLogical Node Profile NameOUTPUT_TENANT_LOGICAL_
NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

gen_text_inputBGP Peer Connectivity ProfileOUTPUT_TENANT_BGP_PEER_
CONNECTIVITY

ApicDeviceTenantBGPPeer
ConnectivityProfileIdentity

BGP Peer Connectivity Profile
Identity

OUTPUT_TENANT_BGP_PEER_
CONNECTIVITY_IDENTITY
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Delete External Network From APIC External Routed Network
Summary

Delete an external network from an external routed network.
Description

This task deletes an external network from an external routed network for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantExternal
NetworkToExternal
RoutedNetworkIdentity

Select an external network from an
APIC External Routed Network.

External Network Name

YDo you want to delete the selected
External Network from External
Routed Network?

Do you want to delete the
selected External Network
from External Routed
Network?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputExternal Network NameTENANT_EXTERNAL_
NETWORK_NAME
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Delete Logical Interface Profile from APIC Logical Node Profile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
LogicalInterface
ProfileIdentity

Select a Logical Interface Profile
from anAPICLogical Node Profile.

Logical Interface Profile
Name

YDo you want to delete the selected
Logical Interface Profile From
Logical Node Profile?

Do you want to delete the
selected Logical Interface
Profile From Logical Node
Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputLogical Node Profile NameOUTPUT_TENANT_LOGICAL_
NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

gen_text_inputLogical Interface Profile NameOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_NAME

ApicDeviceTenantLogical
InterfaceProfileIdentity

Logical Interface Profile IdentityOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_IDENTITY
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Delete Logical Node From APIC Logical Node Profile of External
Routed Network

Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
NodeIdentity

Select a node.Node

YDo you want to delete the selected
Logical Node From Node Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External RoutedNetwork IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputLogical Node Profile NameOUTPUT_TENANT_LOGICAL_
NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
NodeIdentity

Logical Node IdentityOUTPUT_TENANT_LOGICAL_
NODE_IDENTITY
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DeleteLogicalNodeProfileFromAPICExternalRoutedNetwork
Summary

Delete a logical node profile from an external routed network.
Description

This task deletes a logical node profile from an external routed network on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
LogicalNodeProfile
Identity

Select Logical Node profile From
an APIC External Routed Network.

Logical Node Profile Name

YDo you want to delete the selected
Logical Node Profile From External
Routed Network?

Do you want to delete the
selected Logical Node Profile
From External Routed
Network?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputLogical Node Profile NameOUTPUT_TENANT_LOGICAL_
NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
421

APIC - External Routed Network Operations
Delete Logical Node Profile From APIC External Routed Network



Delete Route Map or Profile from APIC External Routed Network
Summary

Delete route map/profile from APIC external routed network.
Description

This task deletes a route map or profile from an external routed network from a tenant on the APIC
controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantRouted
ProfileToExtRoutedNetwork
Identity

Select a Route
Control Profile name.

Route Control Profile Name

YDo you want to delete the selected
Routed Control Profile From
External Routed Network?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_
ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_
ROUTED_NETWORK_
IDENTITY

gen_text_inputRouted Profile NameTENANT_ROUTED_PROFILE_
NAME

ApicDeviceTenantRouted
ProfileToExtRoutedNetwork
Identity

Routed Profile Name IdentityTENANT_ROUTED_PROFILE_
IDENTITY
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Delete Routed Interface from Logical Interface Profile
Summary

Delete routed interface from logical interface profile.
Description

This task deletes a routed interface from a logical interface profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceInterfaceTo
LogicalInterfaceProfile
Identity

Select Interface From an APIC
Logical Interface profile.

Interface Name

YDo you want to delete the selected
Interface To Logical Interface
Profile?

Do you want to delete the
selected Interface To
Logical Interface Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_
ROUTED_NETWORK_IDENTITY

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
InterfaceProfileIdentity

Logical Interface Profile IdentityOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_
IDENTITY

ApicFabricPhysicalInterface
Identity

APIC Physical Interface IdentityFABRIC_PHYSICAL_
INTERFACE_IDENTITY
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Delete Routed Outside in APIC
Summary

Delete routed outside in APIC.
Description

This task deletes routed outside for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
L3OutIdentity

Select any one of the
External Routed Networks
to delete.

External Routed Network Name

YDo you want to delete the selected
External Routed Network?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_
ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_
ROUTED_NETWORK_
IDENTITY
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Delete Set Rules For a Route Map from APIC External Routed
Network

Summary
Delete set rules for a route map from APIC external routed network.

Description
This task deletes set rules for a route map from an external routed network on the APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantAction
RuleProfileIdentity

Select an action rule
profile name to be deleted.

Action Rule Profile Name

YDo you want to delete the
selected Tenant Action Rule
Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAction Rule Profile NameDEVICE_TENANT_ACTION_
RULE_PROFILE_NAME

ApicDeviceTenantAction
RuleProfileIdentity

Action Rule Profile IdentityDEVICE_TENANT_ACTION_
RULE_PROFILE_IDENTITY
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Delete Static Route From APIC Logical Node
Summary

Delete a static route from a logical node.
Description

This task deletes a static route from a logical node.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantStaticRoute
ToLogicalNodeIdentity

Select Static Route to
delete.

Static Route

YDo you want to delete the
selected Static Route from
Logical Node?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operationwas performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operationwas performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External RoutedNetwork IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputLogical Node Profile NameOUTPUT_TENANT_LOGICAL_
NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantStatic
RouteToLogicalNodeIdentity

Static Route To Logical Node
Identity

OUTPUT_TENANT_STATIC_
ROUTE_TO_LOGICAL_NODE_
IDENTITY

ApicDeviceTenantLogical
NodeIdentity

Logical Node IdentityOUTPUT_TENANT_LOGICAL_
NODE_IDENTITY
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Delete Subnet From APIC External Network
Summary

Delete a subnet from an external network.
Description

This task deletes a subnet from an external network for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantSubnetTo
ExternalNetworkIdentity

Select a Subnet Address
to delete.

Subnet Address

YDo youwant to delete the selected
Subnet From External Network?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network IdentityTENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputExternal Network NameTENANT_EXTERNAL_
NETWORK_NAME

ApicDeviceExternal
NetworkIdentity

External Network IdentityTENANT_EXTERNAL_
NETWORK_IDENTITY

gen_text_inputSubnet Address for External
Network

TENANT_EXTERNAL_
NETWORK_SUBNET_ADDRESS
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Disassociate Match Rules from Route Control Context in APIC
External Routed Network

Summary
Disassociate Match Rules from Route Control Context in APIC External Routed Network.

Description
This task dissociates match rules from a route control context in an APIC external routed network on
the APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_TENANT_ASSOCIATE_
MATCHED_RULES_TO_ERN_

Select a match rule
name to be
disassociated.

Match Rule Name

ROUTE_PROFILE_CONTEXT_
IDENTITY

YDo you want to disassociate
the selected match rule
name?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was
performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3OutIdentityExternal Routed Network
Identity

TENANT_EXTERNAL_
ROUTED_NETWORK_
IDENTITY

ApicDeviceTenantRoutedProfile
ToExtRoutedNetworkIdentity

Routed Profile Name IdentityTENANT_ROUTED_PROFILE_
IDENTITY

ApicTenantContextToRoute
ProfileIdentity

Context IdentityTENANT_EXTERNAL_
NETWORK_CONTEXT_
IDENTITY

APIC_TENANT_ASSOCIATE_
MATCHED_RULES_TO_ERN_

APIC Matched Rules To ERN
Route Profile Context Identity

OUTPUT_TENANT_
MATCHED_RULES_TO_ERN_
ROUTE_PROFILE_CONTEXT_
IDENTITY

ROUTE_PROFILE_CONTEXT_
IDENTITY
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Remove APIC Route Control Profile from External Network
Summary

Remove APIC Route Control Profile from External Network.
Description

This task removes a route control profile from an external network.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_DEVICE_TENANT_ROUTE_
CONTROL_PROFILE_TO_
EXTERNAL_NETWORK_IDENTITY

Select route control
profile name.

Route Control
Profile Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was
performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network
Identity

TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputExternal Network NameTENANT_EXTERNAL_
NETWORK_NAME

ApicDeviceExternalNetwork
Identity

External Network IdentityTENANT_EXTERNAL_
NETWORK_IDENTITY

gen_text_inputRoute Control Profile NameOUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_NAME

APICRouteControlProfile
DirectionLOVTypeIdentity

Route Control Profile DirectionOUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_DIRECTION

APIC_DEVICE_TENANT_
ROUTE_CONTROL_

Route Control Profile to
External Network Identity

OUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_TO_
EXTERNAL_NETWORK_
IDENTITY

PROFILE_TO_EXTERNAL_
NETWORK_IDENTITY
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Remove APIC Route Control Profile from Subnet
Summary

Remove APIC Route Control Profile from Subnet.
Description

This task removes a route control profile from a subnet.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_DEVICE_TENANT_ROUTE_
CONTROL_PROFILE_IDENTITY

Select route control
profile name.

Route Control Profile
Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was
performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network
Identity

TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputExternal Network NameTENANT_EXTERNAL_NETWORK_
NAME

ApicDeviceExternalNetwork
Identity

External Network IdentityTENANT_EXTERNAL_NETWORK_
IDENTITY

gen_text_inputSubnet Address for External
Network

TENANT_EXTERNAL_NETWORK_
SUBNET_ADDRESS

gen_text_inputRoute Control Profile NameOUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_NAME

APICRouteControlProfile
DirectionLOVTypeIdentity

Route Control Profile DirectionOUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_DIRECTION

APIC_DEVICE_TENANT_
ROUTE_CONTROL_
PROFILE_IDENTITY

Route Control Profile IdentityOUTPUT_TENANT_ROUTE_
CONTROL_PROFILE_IDENTITY
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Remove AS Number from Set AS Path - Prepend AS
Summary

Remove AS Number from Set AS Path - Prepend AS.
Description

This task removes AS Number from Set AS Path - Prepend AS in Set Rules for Route Map on the APIC
controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC Tenant ASNumber to
Set AS Path Identity

Select an AS number to be
deleted from set as path.

AS Number

YDo you want to remove SA
Number from the selected set
as path?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantActionRule
ProfileIdentity

Action Rule Profile IdentityDEVICE_TENANT_ACTION_
RULE_PROFILE_IDENTITY

APIC_TENANT_SET_AS_
PATH_SET_PROFILE_TERM_
IDENTITY

APIC Tenant Set As Path to Set
Profile identity

OUTPUT_TENANT_SET_AS_
PATH_SET_RULE_PROFILE_
IDENTITY

APIC Tenant AS Number to Set
AS Path Identity

APIC Tenant AS Number to Set
AS Path Identity

OUTPUT_TENANT_AS_
NUMBER_TO_SET_AS_PATH_
IDENTITY
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Remove Additional communities from Set Rules
Summary

Remove Additional communities from Set Rules.
Description

This task removes additional communities from set rules on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_TENANT_
ADDITIONAL_

Select an additional cmmunity
name to be deleted.

Select Additonal
Community

COMMUNITY_SET_
PROFILE_TERM_
IDENTITY

YDo you want to delete the
selectedAdditional Community
from Set Rule?

Do you want to delete the
selected additional
community from Set Rule?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAction Rule Profile NameDEVICE_TENANT_ACTION_
RULE_PROFILE_NAME

ApicDeviceTenantActionRule
ProfileIdentity

Action Rule Profile IdentityDEVICE_TENANT_ACTION_
RULE_PROFILE_IDENTITY

APIC_TENANT_
ADDITIONAL_

APIC Tenant Additional
Community to Set Profile identity

OUTPUT_TENANT_MATCH_
REGEX_COMMUNITY_TERM_
IDENTITY COMMUNITY_SET_

PROFILE_TERM_IDENTITY
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Remove Context from Routed Maps or Profiles in APIC External
Routed Network

Summary
Remove context from routed maps/profiles in APIC external routed network.

Description
This task removes a context from routed maps and profiles in an external routed network on the APIC
controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantContextTo
RouteProfileIdentity

Select a Context.Context Name

YDo you want to delete the
selected Context From Routed
Profile?

Do you want to delete the
selected Context FromRouted
Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operationwas performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operationwas performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

External Routed Network
Identity

TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputRouted Profile NameTENANT_ROUTED_PROFILE_
NAME

ApicDeviceTenantRouted
ProfileToExtRoutedNetwork
Identity

Routed Profile Name IdentityTENANT_ROUTED_PROFILE_
IDENTITY

gen_text_inputContext NameTENANT_EXTERNAL_
NETWORK_CONTEXT_NAME

ApicTenantContextToRoute
ProfileIdentity

Context IdentityTENANT_EXTERNAL_
NETWORK_CONTEXT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
433

APIC - External Routed Network Operations
Remove Context from Routed Maps or Profiles in APIC External Routed Network



Remove Match Regex Community Term From Match Rule
Summary

Remove Match Regex Community Term From Match Rule.
Description

This task removes a match regex community term from a match rule under external routed networks on
the APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC Match Regex
Community Term Identity

Select match regex
community term to
delete.

Match Regex Community Term

YDo you want to delete the selected
regex community term rule?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule IdentityOUTPUT_TENANT_MATCH_
RULE_IDENTITY

gen_text_inputMatch Regex Community Term
Name

OUTPUT_TENANT_MATCH_
REGEX_COMMUNITY_TERM_
NAME

APIC Match Regex
Community Term Identity

Match Regex Community Term
Identity

OUTPUT_TENANT_MATCH_
REGEX_COMMUNITY_TERM_
IDENTITY
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Remove Set AS Path from Set Rules
Summary

Remove Set AS Path from Set Rules.
Description

This task removes Set AS Path from the set rules on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_TENANT_SET_AS_
PATH_SET_PROFILE_
TERM_IDENTITY

Select an set as path criteria to
be deleted.

Set AS Path

YDo you want to delete the
selected set as path from Set
Rule?

Do you want to delete the
selected set as path from
Set Rule?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operationwas performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantActionRule
ProfileIdentity

Action Rule Profile IdentityDEVICE_TENANT_ACTION_
RULE_PROFILE_IDENTITY

APIC_TENANT_SET_AS_
PATH_SET_PROFILE_TERM_
IDENTITY

APIC Tenant Set As Path to Set
Profile identity

OUTPUT_TENANT_SET_AS_
PATH_SET_RULE_PROFILE_
IDENTITY
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Update Match Regex Community Term From Match Rule
Summary

Update Match Regex Community Term To Match Rule.
Description

This task updates a match regex community term to a match rule under external routed networks on the
APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC Match Regex
Community Term
Identity

Select match regex community term to
Update.

Match Regex
Community Term

Ygen_text_inputEnter a unique name for the match regex
community name.

Match Regex
Community Name

gen_text_inputEnter regular expression.Regular Expression

Select community type. Default
community type is regular

Community Type

gen_text_inputEnter a short description for the match
regex community term. The description

Description

can be up to 128 alphanumeric
characters.

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Match Rule IdentityAPIC Tenant's Match Rule IdentityOUTPUT_TENANT_MATCH_
RULE_IDENTITY

gen_text_inputMatch Regex Community Term
Name

OUTPUT_TENANT_MATCH_
REGEX_COMMUNITY_TERM_
NAME

APIC Match Regex
Community Term Identity

Match Regex Community Term
Identity

OUTPUT_TENANT_MATCH_
REGEX_COMMUNITY_TERM_
IDENTITY
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Update Set Rule For a Route Map in APIC External Routed
Network

Summary
Update set rule for a route map in APIC external routed network.

Description
This task updates set rules on a route map in an external routed network on the APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantAction
RuleProfileIdentity

Select an action rule profile name.Action Rule Profile Name

gen_text_inputEnter the description.Description

BooleanCheck to enable set community.Set Community

BooleanCheck to enable set route tag.Set Route Tag

BooleanCheck to enable set dampening.Set Dampening

BooleanCheck to enable set weight.Set Weight

BooleanCheck to enable set next hop.Set Next Hop

BooleanCheck to enable set preference.Set Preference

BooleanCheck to enable set metric.Set Metric

BooleanCheck to enable set metric type.Set Metric Type

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAction Rule Profile NameDEVICE_TENANT_ACTION_
RULE_PROFILE_NAME

ApicDeviceTenantAction
RuleProfileIdentity

Action Rule Profile IdentityDEVICE_TENANT_ACTION_
RULE_PROFILE_IDENTITY
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APIC - Filter Operations

This chapter contains the following sections:

• Create APIC Tenant Filter, on page 440
• Create APIC Tenant Filter Rule, on page 441
• Delete APIC Tenant Filter, on page 443
• Delete APIC Tenant Filter Rule, on page 444
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Create APIC Tenant Filter
Summary

Create a tenant filter.
Description

This task creates a tenant filter on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentitySelect a tenant name.Tenant Name

Ygen_text_inputEnter a filter name.Filter Name

gen_text_inputEnter a description. The description
can be up to 128 alphanumeric
characters.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's FilterTENANT_FILTER

ApicDeviceTenantFilter
Identity

Tenant Filter IdentityTENANT_FILTER_
IDENTITY
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Create APIC Tenant Filter Rule
Summary

Create a tenant filter rule.
Description

This task creates a tenant filter rule on the APIC controller.
Inputs

MandatoryMappable To
Type

DescriptionInput

YApicDeviceTenant
FilterIdentity

Select a filter name.Filter Name

Ygen_text_inputEnter a filter rule name.Filter Rule Name

gen_text_inputEnter a description. The description can be up to
128 alphanumeric characters.

Description

Ygen_text_inputChoose an ethernet type. Specify any one of these
values: unspecified, arp, fcoe, ip, MAC security,

Ethernet Type

mpls unicast, trill. The default value is
'unspecified'.

gen_text_inputChoose an ARP Flag. Specify any one of these
values: unspecified, arp reply, arp request. The
default value is 'unspecified'.

ARP Flag

gen_text_inputChoose IP Protocol. Specify any one of these
values: egp, eigrp, icmp, igmp, igp, l2tp, ospf,

IP Protocol

pim, tcp, udp, unspecified. The default value is
'unspecified'.

gen_text_inputCheck or uncheck whether Allow Fragment is
true or false. The default value is false.

Allow Fragment

gen_text_inputChoose a source port start. Specify any one of
these values: unspecified, ftpData, SMTP, DNS,

Source Port Start

HTTP, POP3, HTTPS, RTSP. The default value
is 'unspecified'.

Ygen_text_inputEnter a custom source port start. The value must
be between 0 and 65535.

Source Port Start
Custom

gen_text_inputChoose a source port end. Specify any one of
these values: unspecified, ftpData, SMTP, DNS,

Source Port End

HTTP, POP3, HTTPS,RTSP. The default value
is 'unspecified'.

Ygen_text_inputEnter a custom source port end. The value must
be between 0 and 65535.

Source Port End
Custom

gen_text_inputChoose a destination port start. Specify any one
of these values: unspecified, ftpData, SMTP,

Destination Port
Start
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MandatoryMappable To
Type

DescriptionInput

DNS, HTTP, POP3, HTTPS,RTSP. The default
value is 'unspecified'.

Ygen_text_inputEnter a custom destination port start. The value
must be between 0 and 65535.

Destination Port
Start Custom

gen_text_inputChoose a destination port end. Specify any one
of these values: unspecified, ftpData, SMTP,

Destination Port
End

DNS, HTTP, POP3, HTTPS,RTSP. The default
value is 'unspecified'.

Ygen_text_inputEnter Destination Port End Custom. The value
must be between 0 and 65535.

Destination Port
End Custom

Select a TCP session rule.TCP Session Rule

BooleanCheck or uncheck to make Stateful true or false.
The default value is false.

Stateful

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's FilterTENANT_FILTER

ApicDeviceTenantFilter
Identity

Tenant Filter IdentityTENANT_FILTER_IDENTITY

gen_text_inputTenant's Filter RuleTENANT_FILTER_RULE

ApicDeviceTenantFilterRule
Identity

Tenant's Filter Rule IdentityTENANT_FILTER_RULE_
IDENTITY
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Delete APIC Tenant Filter
Summary

Delete a tenant filter.
Description

This task deletes a tenant filter on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantFilter
Identity

Select a filter name.Filter Name

YDo you want to delete the
selected Tenant Filter?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's FilterTENANT_FILTER
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Delete APIC Tenant Filter Rule
Summary

Delete a tenant filter rule.
Description

This task deletes a tenant filter rule on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantFilterRule
Identity

Select filter rule nameFilter Rule Name

YDo you want to delete the selected
Tenant Filter Rule?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's FilterTENANT_FILTER

ApicDeviceTenantFilter
Identity

Tenant Filter IdentityTENANT_FILTER_IDENTITY

gen_text_inputTenant's Filter RuleTENANT_FILTER_RULE

ApicDeviceTenantFilterRule
Identity

Tenant's Filter Rule IdentityTENANT_FILTER_RULE_
IDENTITY
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APIC - L4-L7 Services - Device Operations

This chapter contains the following sections:

• Add Cluster Interface to L4-L7 in APIC, on page 446
• Add Concrete Device to L4-L7 in APIC, on page 448
• Add Interface to Concrete Device in APIC, on page 449
• Add Logical Interface to L4-L7 in APIC, on page 451
• Add Subnet to Cluster Interface Context in APIC, on page 452
• Add Virtual IP Address to Logical Interface in APIC, on page 454
• Configure APIC Port Channel Members To L4 L7 Device, on page 455
• Configure Failover For ASA in APIC, on page 456
• Create APIC Cluster Interface Context, on page 458
• Create APIC Logical Device Context, on page 460
• Create L4-L7 Devices in APIC, on page 461
• Delete APIC Cluster Interface Context, on page 463
• Delete APIC Logical Device Context, on page 464
• Delete Failover Configuration For ASA in APIC, on page 465
• Delete Imported L4-L7 Device from APIC, on page 466
• Delete L4-L7 Device in APIC, on page 467
• Delete Port Channel Members From L4 L7 Device in APIC, on page 468
• Export L4-L7 Device in APIC, on page 469
• Remove Cluster Interface from L4-L7 in APIC, on page 470
• Remove Concrete Device from L4-L7 in APIC, on page 471
• Remove Interface from Concrete Device in APIC, on page 472
• Remove Subnet from Cluster Interface Context in APIC, on page 473
• Remove Virtual IP Address from Logical Interface in APIC, on page 474
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Add Cluster Interface to L4-L7 in APIC
Summary

Add cluster interface details like name, path, and logical interface to a L4-L7.
Description

This task adds cluster interface details like name, path, and logical interface to an L4-L7 on the APIC
controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantConcreteDevice
Identity

Provide Device NameDevice Name

Ygen_text_inputProvide Concrete InterfaceConcrete Interface

ApicDeviceStaticPathIdentityProvide Static PathPath

gen_text_inputProvide vNICvNIC

YApicDeviceClusterDevicePackage
Identity

Provide Device Cluster NameDevice Cluster Name

Ygen_text_inputProvide Interface NameInterface Name

YApicDevicePackageInterface
Identity

Provide Interface TypeInterface Type

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster
Identity

TENANT_DEVICE_CLUSTER_
IDENTITY

gen_text_inputAPIC Tenant Device Cluster
Concrete Device Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE

ApicDeviceTenantConcrete
DeviceIdentity

APIC Tenant Concrete Device
Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE_IDENTITY

ApicDeviceTenantConcrete
InterfaceIdentity

APIC Tenant Concrete Interface
Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_INTERFACE

gen_text_inputAPIC Tenant Concrete Interfaces
Static Path

TENANT_DEVICE_CLUSTER_
CONCRETE_INTERFACE_
STATIC_PATH
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TypeDescriptionOutput

ApicDeviceStaticPath
Identity

APIC Tenant Concrete Interfaces
Static Path Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_INTERFACE_
STATIC_PATH_IDENTITY

gen_text_inputAPIC Tenant Device ClusterDEVICE_CLUSTER_INTERFACE

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APIC Tenant Device ClusterDEVICE_CLUSTER_INTERFACE_
IDENTITY

gen_text_inputAPIC Tenant Device PackageDEVICE_PACKAGE

ApicDeviceTenantPackage
Identity

APIC Tenant Device Package
Identity

DEVICE_PACKAGE_IDENTITY

ApicDeviceClusterDevice
PackageIdentity

APIC Tenant Device Cluster
Device Package Identity

DEVICE_CLUSTER_DEVICE_
PACKAGE_IDENTITY

gen_text_inputAPIC Tenant Device ClusterDEVICE_CLUSTER_INTERFACE_
TYPE

Cisco UCS Director Task Library Reference, Release 6.7
447

APIC - L4-L7 Services - Device Operations
Add Cluster Interface to L4-L7 in APIC



Add Concrete Device to L4-L7 in APIC
Summary

Add Concrete Device to L4-L7 in APIC.
Description

This task adds a concrete device to L4-L7 on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDevice
ClusterIdentity

Select a Device Cluster.Device Cluster Name

Ygen_text_inputEnter a Device Cluster Concrete
device name.

Device Name

gen_text_inputEnter a Device Cluster Context Label.Device Context Label

gen_text_inputEnter a VM name.VM Name

gen_text_inputEnter a vCenter name.vCenter Name

ipaddressEnter IP Address for Management
Interface in IPv4 format: x.x.x.x.

IP Address

gen_text_inputEnter a port number (X) or range
(X-Y).

Port

gen_text_inputEnter a user name.User Name

passwordEnter a password.Password

passwordEnter the same password to confirm
the password.

Confirm Password

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_CLUSTER_
IDENTITY

gen_text_inputAPICTenant Device Cluster Concrete
Device Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE

ApicDeviceTenantConcrete
DeviceIdentity

APIC Tenant Concrete Device
Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE_
IDENTITY
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Add Interface to Concrete Device in APIC
Summary

Add interface details like name, path, and logical interface to a concrete device.
Description

This task adds interface details like name, path, and logical interface to a concrete device that is part of
a device cluster.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantConcreteDevice
Identity

Provide Device NameDevice Name

Ygen_text_inputProvide Concrete InterfaceConcrete Interface

ApicDeviceStaticPathIdentityProvide Static PathPath

gen_text_inputProvide vNICvNIC

ApicDeviceTenantDeviceCluster
InterfaceIdentity

Provide Interface NameInterface Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster
Identity

TENANT_DEVICE_CLUSTER_
IDENTITY

gen_text_inputAPIC Tenant Device Cluster
Concrete Device Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE

ApicDeviceTenantConcrete
DeviceIdentity

APIC Tenant Concrete Device
Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE_IDENTITY

ApicDeviceTenantConcrete
InterfaceIdentity

APIC Tenant Concrete Interface
Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_INTERFACE

gen_text_inputAPIC Tenant Concrete Interfaces
Static Path

TENANT_DEVICE_CLUSTER_
CONCRETE_INTERFACE_
STATIC_PATH

ApicDeviceStaticPath
Identity

APIC Tenant Concrete Interfaces
Static Path Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_INTERFACE_
STATIC_PATH_IDENTITY
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TypeDescriptionOutput

gen_text_inputAPIC Tenant Device ClusterDEVICE_CLUSTER_INTERFACE

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APIC Tenant Device ClusterDEVICE_CLUSTER_INTERFACE_
IDENTITY
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Add Logical Interface to L4-L7 in APIC
Summary

Add Logical Interface to L4-L7 in APIC.
Description

This task adds a logical interface to an L4-L7 on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceClusterDevice
PackageIdentity

Provide Device Cluster NameDevice Cluster Name

Ygen_text_inputProvide Interface NameInterface Name

ApicDevicePackageInterface
Identity

Provide Interface TypeInterface Type

gen_text_inputProvide EncapsulationEncapsulation

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device PackageDEVICE_PACKAGE

ApicDeviceTenantPackage
Identity

APIC Tenant Device Package
Identity

DEVICE_PACKAGE_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APICTenant Device Cluster IdentityTENANT_DEVICE_CLUSTER_
IDENTITY

ApicDeviceClusterDevice
PackageIdentity

APIC Tenant Device Cluster Device
Package Identity

DEVICE_CLUSTER_DEVICE_
PACKAGE_IDENTITY

gen_text_inputAPIC Tenant Device ClusterDEVICE_CLUSTER_
INTERFACE

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APIC Tenant Device ClusterDEVICE_CLUSTER_
INTERFACE_IDENTITY

gen_text_inputAPIC Tenant Device ClusterDEVICE_CLUSTER_
INTERFACE_TYPE
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Add Subnet to Cluster Interface Context in APIC
Summary

Add Subnet to Cluster Interface Context in APIC.
Description

This task adds a subnet to the cluster interface context on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
LogicalInterface
ContextIdentity

Select a logical interface context.Logical Interface
Context

Ygen_text_inputEnter a gateway IP address in this format:
valid IP/prefix length. For example: 1.2.3.
1/22.

IP Address

APICSubnetToLogical
InterfaceContextScope
Identity

Choose a scope. The default value is
private to VRF.

Scope

BooleanCheck to enable shared between VRFs.
Defaults to unchecked.

Shared Between VRFs

gen_text_inputEnter a description for the logical interface
context subnet.

Description

BooleanCheck to enable subnet control of ND RA
prefix. Defaults to checked.

Subnet Control (ND
RA Prefix)

BooleanCheck to enable subnet control of no
default SVI gateway. Defaults to
unchecked.

Subnet Control (No
Default SVI Gateway)

BooleanCheck to enable subnet control of querier
IP. Defaults to unchecked.

Subnet Control
(Querier IP)

BooleanCheck to enable preferred. Defaults to
unchecked.

Preferred

BooleanCheck this to enable AnyCast MAC.
Defaults to unchecked.

Type Behind Subnet

gen_text_inputEnter a MAC Address in the format of
XX:XX:XX:XX:XX:XX , for Example :
aa:11:bb:11:cc:11.

MAC Address

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT
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TypeDescriptionOutput

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantLogical
InterfaceContextIdentity

Connector Name IdentityTENANT_CONNECTOR_NAME_
IDENTITY

gen_text_inputSubnet of Logical Interface ContextTENANT_SUBNET_OF_
LOGICAL_INTERFACE_
CONTEXT

APICSubnetOfLogical
InterfaceContextIdentity

Subnet of Logical Interface Context
Identity

TENANT_SUBNET_OF_
LOGICAL_INTERFACE_
CONTEXT_IDENTITY
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Add Virtual IP Address to Logical Interface in APIC
Summary

Add Virtual IP Address to Logical Interface in APIC.
Description

This task adds a virtual IP Address to a logical interface on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
InterfaceContextIdentity

Select a logical interface context.Logical Interface
Context

YipaddressEnter IP Address in the format of
IPv4 for Example : 2.2.2.2

IP Address

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputConnector NameTENANT_CONNECTOR_NAME

ApicDeviceTenantLogical
InterfaceContextIdentity

Connector Name IdentityTENANT_CONNECTOR_
NAME_IDENTITY

VIRTUAL_IP_FOR_
LOGICAL_INTERFACE_
IDENTITY

Virtual IP Address IdentityOUTPUT_VIRTUAL_IP_
ADDRESS_IDENTITY

gen_text_inputVirtual IP Address for Logical
Interface

OUTPUT_VIRTUAL_IP_
ADDRESS_FOR_LOGICAL_
INTERFACE
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Configure APIC Port Channel Members To L4 L7 Device
Summary

Configure port channel members to an L4-L7 device.
Description

This task configures port channel members to an L4-L7 device on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDevice
ClusterIdentity

Select a Device Cluster.Device Cluster

Ygen_text_inputEnter a Port Channel Member. The
characters '/', '\' and ' ' (space) are not
allowed in the folder name.

Port Channel
Member

gen_text_inputEnter an interface name.Interface

gen_text_inputEnter an integer value for a Channel
Group ID between 1 and 100.

Channel Group ID

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_
CLUSTER_IDENTITY

ApicDeviceTenantDevice
ClusterPortChannelMember
Identity

APIC Tenant Port Channel Members
Identity

OUTPUT_PORT_CHANNEL_
MEMBERS_IDENTITY
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Configure Failover For ASA in APIC
Summary

Configure failover for an ASA security device.
Description

This task configures failover for an ASA device on the APIC Controller. Input includes a device cluster
device name.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
ConcreteDevice
Identity

Select a device name.Device Name

gen_text_inputEnter a Failover Active IP. For example:
10.1.1.1.

Failover Active IP

gen_text_inputEnter a Failover IP Interface name.Failover IP Interface
Name

gen_text_inputEnter a Failover IP Netmask in the range
1 to 30.

Failover IP Netmask

gen_text_inputEnter a Failover Standby IP. For
example: 10.1.1.1.

Failover Standby IP

gen_text_inputEnter a Failover LAN Interface name.Failover LAN Interface
Name

gen_text_inputEnter a Failover Link Active IP. For
example: 10.1.1.1.

Failover Link Active IP

gen_text_inputEnter a Failover Link IP Interface name.Failover Link IP Interface
Name

gen_text_inputEnter a Failover Link IP Netmask in the
range 1 to 30.

Failover Link IP Netmask

gen_text_inputEnter a Failover Link Standby IP. For
example: 10.1.1.1.

Failover Link Standby IP

gen_text_inputEnter a Failover Link Interface name.Failover Link Interface
Name

gen_text_inputEnter Management Standby IP, For
example: IPv4 Address 10.1.1.1.

Management Standby IP

gen_text_inputEnter LANUnit. Use only alphanumeric
characters. For example: Lan10.

LAN Unit

gen_text_inputEnter a Failover. Use only alphanumeric
characters. For example: Failover1.

Failover

gen_text_inputEnter LACP Max Bundle PC ID. Use
only alphanumeric characters. For
example: Lacp10.

LACPMaxBundle PC ID
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MandatoryMappable To TypeDescriptionInput

Provide one or more Port Channel
Members.

Port Channel Members

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device Cluster NameTENANT_DEVICE_CLUSTER_
NAME

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_CLUSTER_
IDENTITY

gen_text_inputAPIC Tenant Device Cluster
Concrete Device Name

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE_NAME

ApicDeviceTenantConcrete
DeviceIdentity

APIC Tenant Concrete Device
Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE_
IDENTITY
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Create APIC Cluster Interface Context
Summary

Create APIC cluster interface context.
Description

This task creates a cluster interface context on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
DeviceContextIdentity

Select a Logical Device ContextLogical Device
Context

Ygen_text_inputProvide a connector name or label
for the logical interface context & it

Connector Name

shouldn't exceed 64 characters. The
default value is 'any'. Use
alphanumeric characters only.

YApicDeviceTenantDevice
ClusterInterfaceIdentity

Select Logical Interface NameLogical Interface
Name

ApicDeviceTenantBridge
DomainIdentity

Select a Bridge Domain NameBridge Domain
Name

ApicTenantExternalNetwork
ToExternalRoutedNetwork
Identity

Select a L3 NetworkL3 Network

APICCheckBoxTrueorFalse
Type

Choose true to enable select L4-L7
Policy Based Redirect. By default,
it it unspecified

L3Destination(VIP)

ApicTenantCustomQosPolicy
Identity

Select a Custom QoS PolicyCustom QoS Policy

APICCheckBoxTrueorFalse
Type

Check this to permit logging, By
default, this field is unchecked

Permit Logging

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was
performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was
performed

TENANT_NAME

gen_text_inputConnector NameTENANT_CONNECTOR_NAME

ApicDeviceTenantLogical
InterfaceContextIdentity

Connector Name IdentityTENANT_CONNECTOR_NAME_
IDENTITY
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TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantLogical
DeviceContextIdentity

APIC Tenant Logical Device
Context Identity

TENANT_LOGICAL_DEVICE_
CONTEXT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterDEVICE_CLUSTER_INTERFACE

ApicDeviceTenantDeviceCluster
InterfaceIdentity

APIC Tenant Device ClusterDEVICE_CLUSTER_
INTERFACE_IDENTITY

gen_text_inputBridge Domain NameTENANT_BRIDGE_DOMAIN

ApicDeviceTenantBridge
DomainIdentity

Bridge Domain IdentityTENANT_BRIDGE_DOMAIN_
IDENTITY

ApicDeviceExternalNetwork
Identity

External Network IdentityTENANT_EXTERNAL_
NETWORK_IDENTITY

ApicTenantCustomQosPolicy
Identity

Custom QOS Policy IdentityTENANT_CUSTOM_QOS_
POLICY_IDENTITY

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

APIC Tenant Policy Based
Redirect Identity

TENANT_POLICY_BASED_
REDIRECT_IDENTITY
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Create APIC Logical Device Context
Summary

Create a logical device context.
Description

This task creates a logical device context for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDeviceCluster
Identity

Select a Device ClusterDevice Cluster

YApicDeviceTenantContractIdentitySelect a Contract NameContract Name

YApicDeviceTenantServiceGraph
Identity

Select Graph NameGraph Name

YApicTenantL4L7ServiceGraph
NodeIdentity

Choose a Node NameNode Name

gen_text_inputEnter the context name for
Device Context, Name shouldn't
exceed 64 characters

Context Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster
Identity

TENANT_DEVICE_CLUSTER_
IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicDeviceTenantLogical
DeviceContextIdentity

APIC Tenant Logical Device
Context Identity

TENANT_LOGICAL_DEVICE_
CONTEXT_IDENTITY
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Create L4-L7 Devices in APIC
Summary

Create L4-L7 devices in APIC.
Description

This task creates L4-L7 devices in APIC on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentityProvide Tenant NameTenant Name

BooleanManagedManaged

Ygen_text_inputProvide Device Cluster NameDevice Cluster Name

ApicDeviceTenantPackage
Identity

Provide Device PackageDevice Package

APIC_DEVICE_TENANT_
PROFILE_MODEL_
IDENTITY

Choose Device Package ModelModel

gen_text_inputCheck to enable Promiscuous
Mode. Default value is
unchecked.

Promiscuous Mode

Ygen_text_inputProvide Device ContextContext Aware

gen_text_inputProvide Service TypeService Type

YApicDeviceClusterTypeProvide Device TypeDevice Type

YApicDomainProfileIdentityProvide DomainDomain

APIC_DEVICE_MGMT_
CONNECTIVITY_TYPE

Select a Device Management
Connectivity Type

APIC to Device
Management
Connectivity

ApicDeviceTenantEPGIdentityProvide EPGEPG

ipaddressProvide Virtual IP AddressVirtual IP Address

gen_text_inputProvide PortPort

gen_text_inputProvide User NameUser Name

passwordProvide PasswordPassword

passwordConfirm PasswordConfirm Password

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT
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TypeDescriptionOutput

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_
CLUSTER_IDENTITY

gen_text_inputAPIC Tenant Device PackageDEVICE_PACKAGE

ApicDeviceTenantPackage
Identity

APIC Tenant Device Package IdentityDEVICE_PACKAGE_
IDENTITY

ApicDeviceClusterDevice
PackageIdentity

APIC Tenant Device Cluster Device
Package Identity

DEVICE_CLUSTER_DEVICE_
PACKAGE_IDENTITY

gen_text_inputAPIC Tenant Physical DomainPHYSICAL_DOMAIN

ApicPhysicalDomainIdentityAPIC Tenant Physical Domain
Identity

PHYSICAL_DOMAIN_
IDENTITY

gen_text_inputAPIC Tenant EPGTENANT_EPG

ApicDeviceTenant
EPGIdentity

APIC Tenant EPG IdentityTENANT_EPG_IDENTITY

gen_text_inputAPIC Tenant Device ClusterVIRTUAL_IP_ADDRESS

gen_text_inputAPIC Tenant Device ClusterPORT
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Delete APIC Cluster Interface Context
Summary

Delete APIC cluster interface context.
Description

This task deletes a cluster interface context from the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
InterfaceContextIdentity

Select a Logical Interface
Context to be removed.

Logical Interface Context

YDo you want to delete the
selected Logical Interface
Context?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputConnector NameTENANT_CONNECTOR_
NAME

ApicDeviceTenantLogical
InterfaceContextIdentity

Connector Name IdentityTENANT_CONNECTOR_
NAME_IDENTITY
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Delete APIC Logical Device Context
Summary

Delete a logical device context.
Description

This task deletes a logical device context from a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
DeviceContextIdentity

Select a logical device
to be removed.

Logical Device Context

YDo you want to delete the
selected Logical Device Context?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicDeviceTenantLogical
DeviceContextIdentity

APIC Tenant Logical Device Context
Identity

TENANT_LOGICAL_
DEVICE_CONTEXT_
IDENTITY
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Delete Failover Configuration For ASA in APIC
Summary

Remove failover information from an ASA device.
Description

This task removes the failover informations from an ASA device, including failover config, port channel
members, and LACP max bundle information.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantConcreteDevice
ParamsIdentity

Select Device for ASA Failover
Configuration.

Device Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_CLUSTER_
IDENTITY

gen_text_inputAPICTenant Device Cluster Concrete
Device Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE

ApicDeviceTenantConcrete
DeviceIdentity

APIC Tenant Concrete Device
Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE_
IDENTITY
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Delete Imported L4-L7 Device from APIC
Summary

Delete imported L4-L7 device from APIC.
Description

This task deletes an imported L4-L7 device on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantImportedDevice
ClusterIdentity

Select an Imported Device
Cluster.

Imported Device
Cluster

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_
CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_
CLUSTER_IDENTITY
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Delete L4-L7 Device in APIC
Summary

Delete L4-L7 device in APIC.
Description

This task deletes an L4-L7 device on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDevice
ClusterIdentity

Select a Device Cluster.Device Cluster

YDo you want to delete the
selected Device Cluster?

Do you want to delete the
selected Device Cluster?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_
CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_
CLUSTER_IDENTITY
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Delete Port Channel Members From L4 L7 Device in APIC
Summary

Delete port channel members from an L4-L7 device.
Description

This task deletes port channel members from an L4-L7 device on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDeviceCluster
PortChannelMemberIdentity

Select Port Channel Member
from L4 L7 Device.

Port Channel
Member

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_
CLUSTER_IDENTITY

ApicDeviceTenantDevice
ClusterPortChannelMember
Identity

APIC Tenant Port Channel Members
Identity

OUTPUT_PORT_CHANNEL_
MEMBERS_IDENTITY
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Export L4-L7 Device in APIC
Summary

Export L4-L7 device in APIC.
Description

This task exports an L4-L7 device on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDevice
ClusterIdentity

Select a Device Cluster.Device Cluster

YApicDeviceTenantIdentitySelect an APIC Tenant.Tenant Name

gen_text_inputEnter a description of the Export
Device Cluster. Up to 128 characters
are allowed.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_
CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_
CLUSTER_IDENTITY
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Remove Cluster Interface from L4-L7 in APIC
Summary

Remove cluster interface from L4-L7 in APIC.
Description

This task deletes a cluster interface from an L4-L7 on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
DeviceClusterInterface
Identity

Select Logical Interface from an
APIC Device Cluster.

Interface Name

YDo you want to delete the selected
Device Cluster Logical Interface?

Do you want to delete the
selected Device Cluster
Logical Interface?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_CLUSTER_
IDENTITY

gen_text_inputAPIC Tenant Device ClusterDEVICE_CLUSTER_
INTERFACE

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APIC Tenant Device ClusterDEVICE_CLUSTER_
INTERFACE_IDENTITY
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Remove Concrete Device from L4-L7 in APIC
Summary

Remove concrete device from L4-L7 in APIC.
Description

This task removes a concrete device from L4-L7 in APIC on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
ConcreteDeviceIdentity

Select a Cluster Concrete Device.Device Name

YDo youwant to delete the selected
Device Cluster Concrete Device?

Do you want to delete the
selected Device Cluster
Concrete Device?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_CLUSTER_
IDENTITY

gen_text_inputAPICTenant Device Cluster Concrete
Device Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE

ApicDeviceTenantConcrete
DeviceIdentity

APIC Tenant Concrete Device
Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE_
IDENTITY
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Remove Interface from Concrete Device in APIC
Summary

Remove interface from concrete device in APIC.
Description

This task removes an interface from a concrete device on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
ConcreteInterfaceIdentity

Select a Concrete Interface.Concrete Interface

YDo you want to delete selected
Concrete Interface From
Device?

Do you want to delete
selected Concrete Interface
From Device?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_CLUSTER_
IDENTITY

gen_text_inputAPIC Tenant Device Cluster
Concrete Device Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE

ApicDeviceTenantConcrete
DeviceIdentity

APIC Tenant Concrete Device
Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE_
IDENTITY

ApicDeviceTenantConcrete
InterfaceIdentity

APIC Tenant Concrete Interface
Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_INTERFACE
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Remove Subnet from Cluster Interface Context in APIC
Summary

Remove subnet from cluster interface context in APIC.
Description

This task removes a subnet from a cluster interface context on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPICSubnetOfLogical
InterfaceContextIdentity

Select a Subnet to remove
fromAPIC Logical Interface
Context.

Subnet

YDo you want to remove the
selected Subnet from Logical
Interface Context?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantLogical
InterfaceContextIdentity

Connector Name IdentityTENANT_CONNECTOR_NAME_
IDENTITY

gen_text_inputSubnet of Logical Interface ContextTENANT_SUBNET_OF_
LOGICAL_INTERFACE_
CONTEXT

APICSubnetOfLogical
InterfaceContextIdentity

Subnet of Logical Interface Context
Identity

TENANT_SUBNET_OF_
LOGICAL_INTERFACE_
CONTEXT_IDENTITY
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Remove Virtual IP Address from Logical Interface in APIC
Summary

Remove Virtual IP Address from Logical Interface in APIC.
Description

This task removes a virtual IP Address from a logical interface on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YVIRTUAL_IP_FOR_
LOGICAL_INTERFACE_
IDENTITY

Select a virtual IP address to be
deleted.

Virtual IP Address

YDo you want to delete the
selected Virtual IP Address?

Do you want to delete the
selected Virtual IP
Address?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputConnector NameTENANT_CONNECTOR_NAME

ApicDeviceTenantLogical
InterfaceContextIdentity

Connector Name IdentityTENANT_CONNECTOR_
NAME_IDENTITY

VIRTUAL_IP_FOR_
LOGICAL_INTERFACE_
IDENTITY

Virtual IP Address IdentityOUTPUT_VIRTUAL_IP_
ADDRESS_IDENTITY

gen_text_inputVirtual IP Address for Logical
Interface

OUTPUT_VIRTUAL_IP_
ADDRESS_FOR_LOGICAL_
INTERFACE
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APIC - L4-L7 Services - Device Parameters
Operations

This chapter contains the following sections:

• Add NS Parameters To APIC Device Cluster, on page 476
• Configure NTP Parameters To L4 L7 Device in APIC, on page 477
• Configure SNMP Parameters To L4 L7 Device in APIC, on page 478
• Modify L4-L7 Parameter Value in APIC, on page 480
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Add NS Parameters To APIC Device Cluster
Summary

Add NS parameters to a device cluster.
Description

This task Adds an NS parameters to a device cluster on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDevice
ClusterIdentity

Select a Device Cluster.Device Cluster

Add, Update or Delete Features of a
Device Cluster.

Features

Add, Update or Delete Modes of a
Device Cluster.

Modes

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_
CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_
CLUSTER_IDENTITY
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Configure NTP Parameters To L4 L7 Device in APIC
Summary

Configure NTP parameters to an L4-L7 device.
Description

This task configures a NTP parameters to an L4-L7 device on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDevice
ClusterIdentity

Select Device Cluster.Device Cluster

gen_text_inputEnter one or more comma-separated
NTP Server(s). For example: 2.2.2.2,
2.2.2.3.

NTP Server

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_CLUSTER_
IDENTITY

gen_text_inputAPIC Tenant NTP Server IP IdentityTENANT_NTP_SERVER_IP_
IDENTITY
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Configure SNMP Parameters To L4 L7 Device in APIC
Summary

Configure an SNMP parameters to an L4-L7 device.
Description

This task Configures an SNMP Parameters To an L4-L7 device on the APIC controller.
Inputs

MandatoryMappable To
Type

DescriptionInput

YApicDeviceTenant
DeviceCluster
Identity

Select a Device Cluster.Device Cluster

gen_text_inputSelect the value as Specific or Generic for Trap
Class. Default value is Specific.

Trap Class

ipaddressEnter Trap Destination. Provide comma-separated
IP addresses (X.X.X.X, Y.Y.Y.Y) for multiple
SNMPs.

Trap Destination

gen_text_inputEnter a Community name. The name can include 1
to 31 uppercase or lowercase letters, numbers, and

Community

these special characters: hyphen (-), period (.), pound
(#), space ( ), at (@), equals (=), colon (:) and
underscore (_).

gen_text_inputSelect Permissions. Default Permissions value is
Get.

Permissions

gen_text_inputEnter a user name. The name can include 1 to 31
uppercase or lowercase letters, numbers, and these

Name

special characters: hyphen (-), period (.), pound (#),
space ( ), at (@), equals (=), colon (:) and underscore
(_).

gen_text_inputEnter L4 L7 Device Group name.Group

gen_text_inputSelect Type of Authentication. Default
Authentication type is MD5.

Authentication
Type

passwordEnter Authentication Password. The password can
include 1 to 31 uppercase or lowercase letters,

Authentication
Password

numbers, and these special characters: hyphen (-),
period (.), pound (#), space ( ), at (@), equals (=),
colon (:) and underscore (_).

gen_text_inputSelect Type of Privacy. Default Privacy value is
AES.

Privacy Type

passwordEnter Privacy Password. The password can include
1 to 31 uppercase or lowercase letters, numbers, and

Privacy
Password

these special characters: hyphen (-), period (.), pound
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MandatoryMappable To
Type

DescriptionInput

(#), space ( ), at (@), equals (=), colon (:) and
underscore (_).

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_
CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster IdentityTENANT_DEVICE_
CLUSTER_IDENTITY
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Modify L4-L7 Parameter Value in APIC
Summary

Modify an L4-L7 parameter value.
Description

this task modifies an L4-L7 parameter value.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7Parameter
Identity

Select an Element of L4-L7 to edit
the parameters.

L4-L7 Elements

YApicTenantL4L7Parameter
ValuesIdentity

Select an Element L4-L7
parameter to edit values.

L4-L7 Element
Parameters

gen_text_inputEnter L4-L7 Parameter name.L4-L7 Element Name

Ygen_text_inputEnter L4-L7 Parameter value.L4-L7 Element Value

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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APIC - L4-L7 Services - Function Node Operations

This chapter contains the following sections:

• Add ACL Entry To APIC Function Node, on page 482
• Add APIC Function Node to L4-L7 Service Graph, on page 484
• Add Bridge Group Interface To APIC Function Node, on page 486
• Add Function Config Parameters To APIC Function Node, on page 487
• Add Interface To APIC Function Node, on page 488
• Add Load Balancer Parameters To APIC Function Node, on page 489
• Add Network Object Parameters To APIC Function Node, on page 491
• Delete ACE From ACL on APIC Function Node, on page 492
• Delete ACL Entry From APIC Function Node, on page 493
• Delete APIC Function Node from L4-L7 Service Graph, on page 494
• Delete Bridge Group Interface From APIC Function Node, on page 495
• Delete Function Config Parameters From APIC Function Node, on page 496
• Delete Interface From APIC Function Node, on page 497
• Delete Load Balancer Parameters From APIC Function Node, on page 498
• Delete Network Object Parameters From APIC Function Node, on page 499
• Update Connection to Node in APIC, on page 500
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Add ACL Entry To APIC Function Node
Summary

Add an ACL entry to a function node in UCSD.
Description

This task adds an access control list (ACL) entry to a function node. Input includes protocol information
and source and destination port range on the APIC Controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenant
L4L7ServiceGraph
NodeIdentity

Select a node.Node

Ygen_text_inputEnter an ACL List name.ACL List Name

Ygen_text_inputEnter an ACL Entry Name.ACL Entry Name

gen_text_inputChoose a protocol. Specify any one of: ip, tcp,
udp, icmp. The default value is 'ip'.

Protocol

gen_text_inputCheck Source Any either true or false. The
default value is true.

Source Any

gen_text_inputEnter a Source Address. Enter an IP address
(1.1.1.1), Ipv6 address range (1.1.1.1-1.1.2.2)

Source Address

or a network address/subnet mask (1.1.1.
1/255.255.255.192).

gen_text_inputCheck Destination Any either true or false.
The default value is true.

Destination Any

gen_text_inputEnter a Destination Address. Enter an IP
address (1.1.1.1), Ipv6 address range (1.1.1.

Destination
Address

1-1.1.2.2) or a network address/subnet mask
(1.1.1.1/255.255.255.192).

gen_text_inputChoose an action. Specify either permit or
deny. The default value is 'deny'.

Action

gen_text_inputEnter an order.Order

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH
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TypeDescriptionOutput

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantL4L7NodeAcl
Identity

APIC Tenant Service Graph Node
ACL Identity

OUTPUT_TENANT_L4L7_
NODE_ACL_IDENTITY

ApicTenantL4L7NodeAccess
EntryControlIdentity

APIC Tenant Service Graph Node
Access Control Entry Identity

OUTPUT_TENANT_L4L7_
NODE_ACCESS_CONTROL_
ENTRY_IDENTITY
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Add APIC Function Node to L4-L7 Service Graph
Summary

Add a function node to an L4-L7 service graph in UCSD.
Description

This task adds a function node to an L4-L7 service graph. Input includes a tenant name, node name, and
service graph name on the APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a node name.Node Name

Check Use Existing Graph either
true or false. The default value is
false.

Use Existing Graph

YApicDeviceTenantService
GraphIdentity

Select a service graph name.Service Graph Name

YApicDeviceTenantIdentitySelect a tenant name.Tenant Name

Ygen_text_inputEnter a service graph name.Service Graph Name

gen_text_inputEnter a service graph description.
The description can be up to 128
alphanumeric characters.

Service Graph
Description

YApicTenantServiceGraph
FunctionNodeIdentity

Select an function name.Function Name

Check Add Params to EPG either
true or false. The default value is
true.

Add Params to EPG

YApicServiceGraphNode
FunctionType

Select an function type.Function Type

ApicTenantFunctionProfile
NodeIdentity

Select an function profile.Function Profile

Check Apply Policy either true or
false. The default value is false.

apply policy

ApicL4L7ServiceGraph
FunctionProfileIdentity

Select a default profile.Default Profile

ApicL4L7ServiceGraph
APICASAFunctionProfile
Identity

Select a policy.Policy
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Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicDeviceTenantService
GraphNodeConnectionIdentity

Tenant Service Graph Node
Connection One Identity

TENANT_SERVICE_GRAPH_
NODE_CONNECTION_ONE_
IDENTITY

ApicDeviceTenantService
GraphNodeConnectionIdentity

Tenant Service Graph Node
Connection Two Identity

TENANT_SERVICE_GRAPH_
NODE_CONNECTION_TWO_
IDENTITY
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Add Bridge Group Interface To APIC Function Node
Summary

Add a bridge group interface to a function node.
Description

This task adds a bridge group interface with name and IP information to a function node.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7Service
GraphNodeIdentity

Select a node.Node

Ygen_text_inputEnter Bridge Group ID within the range
1 to 100.

Bridge Group ID

gen_text_inputEnter the IPv4 address of the bridge
group interface in the format : i.i.i.i/m.m.

IPv4 Address
Value

m.m. For example: 10.10.10.10/11.11.
11.11

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantBridgeGroup
InterfaceIdentity

APIC Tenant Bridge Group Interface
Identity

TENANT_BRIDGE_GROUP_
INTERFACE_IDENTITY
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Add Function Config Parameters To APIC Function Node
Summary

Add function config parameters to a function node.
Description

This task adds function configuration parameters to a function node on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7Service
GraphNodeIdentity

Select Function Config Parameters
To Function Node.

Node

Ygen_text_inputEnter External Interface to
parameters.

External Interface

Ygen_text_inputEnter Internal Interface to
parameters.

Internal Interface

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPIC Tenant Function Config
Parameter Identity

TENANT_FUNCTION_
CONFIG_PARAMETER_
IDENTITY
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Add Interface To APIC Function Node
Summary

Add an interface to a function node.
Description

This task adds an interface to a function node on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7ServiceGraph
NodeIdentity

Select Function Node to add
Interface.

Function Node

Ygen_text_inputEnter an interface name.Interface Name

gen_text_inputEnter an IPv4 address value.IPv4 Address

Ygen_text_inputSecurity Level ValueSecurity Level

ApicTenantBridgeGroupInterface
Identity

Bridge Group IDBridge Group ID

ApicTenantL4L7NodeAclIdentityInbound ACL ValueInbound ACL

ApicTenantL4L7NodeAclIdentityOutbound ACL ValueOutbound ACL

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPIC Tenant Service Graph Node
Interface Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_INTERFACE_
IDENTITY
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Add Load Balancer Parameters To APIC Function Node
Summary

Add load balancer parameters to a function node via APIC.
Description

This task adds load balancer parameters to a function node on the APIC Controller. It requires a function
name, a service graph name and a node as inputs.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7Service
GraphNodeIdentity

Select a node.Node

Check Use Existing Node either true or
false. The default value is true.

Use Existing Graph

Ygen_text_inputEnter a node name.Node Name

Check Use Existing Graph either true or
false. The default value is false.

Use Existing Graph

YApicDeviceTenantService
GraphIdentity

Select a service graph name.ServiceGraphName

YApicDeviceTenant
Identity

Select a tenant name.Tenant Name

Ygen_text_inputEnter a service graph name.ServiceGraphName

gen_text_inputEnter a service graph description. The
description can be up to 128 alphanumeric
characters.

Service Graph
Description

YApicTenantServiceGraph
FunctionNodeIdentity

Select an function name.Function Name

ApicL4L7ServiceGraph
FunctionProfileIdentity

Select a policy.Policy

ApicL4L7ServiceGraph
ASAFunctionProfile
Identity

Select a policy.Policy

Ygen_text_inputEnter an External IP in the format i.i.i.i.
For example: 2.2.2.2.

External IP

Ygen_text_inputEnter an External Netmask in the range 1
to 30.

External Netmask

Ygen_text_inputEnter an Internal IP in the format of i.i.i.
i. For example: 2.2.2.2.

Internal IP

Ygen_text_inputEnter an Internal Netmask in the range 1
to 30.

Internal Netmask
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MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose an IP Pool Option for Virtual IP.
Specify the value as either Select IP Pool

IP Pool Option for
Virtual IP

from existing list or Provide IP Address.
The default value is 'Select IP Pool from
existing list'.

gen_text_inputSelect an IP Pool to get an unreserved IP
for a virtual IP. Specify an IPv4 address.
For example: 192.168.1.1/255.255.255.0.

IP Pool

gen_text_inputEnter an IP Pool to get an unreserved IP
for a virtual IP. For example: IPv4
Address 10.1.1.1.

IP Address

Ygen_text_inputEnter a VIP Netmask in the range 1 to 30.VIP Ntmask

Ygen_text_inputEnter Service IPs. Separate the IP
addresses with commas. For example: 1.
1.1.1, 1.2.3.4, 1.2.4.4.

Services

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

gen_text_inputAPIC Tenant EPGTENANT_EPG

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT
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Add Network Object Parameters To APIC Function Node
Summary

Add network object parameters to a function node.
Description

This task adds network object parameters to a function node on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7Service
GraphNodeIdentity

Select Function Node to add Object
Parameters.

Node

Ygen_text_inputEnter a network Object Parameter name.Network Name

gen_text_inputSelect a network Object Parameter Type.Network Object
Type

gen_text_inputEnter Fully Qualified Domain names.FQDN

gen_text_inputEnter Host IP Address. Example: 0.0.0.
255/255.255.255.0.

Host IP Address

gen_text_inputEnter IP Address Range. Example: 0.0.0.0
to 255.255.255.255.

IP Address Range

gen_text_inputEnter the network IPAddress. For example,
if the IP is 192.168.1.101 and the subnet

Network IP Address

mask is 255.255.255.0, then the network
address is 192.168.1.0.

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantNetworkObject
Identity

APIC Tenant Network Object
Parameter Identity

TENANT_NETWORK_
OBJECT_PARAMETER_
IDENTITY
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Delete ACE From ACL on APIC Function Node
Summary

Delete an ACE from an ACL on a function node via APIC.
Description

This task deteles an access control entry (ACE) From an access control list (ACL) on a function node
on the APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7NodeAccess
EntryControlIdentity

Select Access Control Entry
name.

Access Control Entry
Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantL4L7NodeAcl
Identity

APIC Tenant Service Graph Node
ACL Identity

OUTPUT_TENANT_L4L7_
NODE_ACL_IDENTITY

ApicTenantL4L7NodeAccess
EntryControlIdentity

APIC Tenant Service Graph Node
Access Control Entry Identity

OUTPUT_TENANT_L4L7_
NODE_ACCESS_CONTROL_
ENTRY_IDENTITY
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Delete ACL Entry From APIC Function Node
Summary

Delete an ACL entry from a function node via APIC.
Description

This task deletes an ACL entry from a function node on the APIC Controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7NodeAclIdentitySelect an ACL List name.ACL Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantL4L7NodeAcl
Identity

APIC Tenant Service Graph Node
ACL Identity

OUTPUT_TENANT_L4L7_
NODE_ACL_IDENTITY
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Delete APIC Function Node from L4-L7 Service Graph
Summary

Delete a function node from an L4-L7 service graph.
Description

This task deletes a function node From an L4-L7 service graph on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenant
L4L7ServiceGraphNode
Identity

Select an APIC Function Node from
L4-L7 service graph.

Node

YDo you want to delete the selected
Function Node from Service graph?

Do you want to delete the
selected Function Node
from Service graph?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY
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Delete Bridge Group Interface From APIC Function Node
Summary

Delete bridge group interface from a function node.
Description

This task deletes a bridge group interface from a function node.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantBridgeGroup
InterfaceIdentity

Select Bridge Group
Interface name.

Bridge Group Interface
Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantBridgeGroup
InterfaceIdentity

APIC Tenant Bridge Group Interface
Identity

TENANT_BRIDGE_GROUP_
INTERFACE_IDENTITY
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Delete Function Config Parameters From APIC Function Node
Summary

Deletes function config parameters from a function node.
Description

This task deletes function config parameters from a function node. It requires an external interface and
an internal interface as input.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantFunction
ConfigExIntfIdentity

Select External Interface from
Function Node.

External Interface

YApicTenantFunction
ConfigInIntfIdentity

Select Internal Interface from
Function Node.

Internal Interface

YDo you want to delete the selected
Network Object from Function
Node?

Do you want to delete the
selected Network Object
from Function Node?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPIC Tenant Function Config
Parameter Identity

TENANT_FUNCTION_
CONFIG_PARAMETER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Interface From APIC Function Node
Summary

Delete an interface from a function node.
Description

This task deletes n interface from a function node on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7NodeInterface
Identity

Select Interface From an APIC
Function Node.

Interface Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPIC Tenant Service Graph Node
Interface Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_INTERFACE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
497

APIC - L4-L7 Services - Function Node Operations
Delete Interface From APIC Function Node



Delete Load Balancer Parameters From APIC Function Node
Summary

Delete load balancer parameters from a function node.
Description

This task deletes load balancer parameters from a function node on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantLBParameterizedNode
Identity

Select a node.Node

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

gen_text_inputAPIC Tenant EPGTENANT_EPG

gen_text_inputAPIC Tenant ContractTENANT_CONTRACT

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Network Object Parameters From APIC Function Node
Summary

Delete network object parameters from a function node.
Description

This task deletes network object parameters from a function node. A network object is required as input.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantNetwork
ObjectIdentity

Select Network Object Parameters
From an APIC Function Node.

Network Object Name

YDo you want to delete the selected
Network Object from Function
Node?

Do you want to delete the
selectedNetworkObject from
Function Node?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantNetworkObject
Identity

APIC Tenant Network Object
Parameter Identity

TENANT_NETWORK_
OBJECT_PARAMETER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Update Connection to Node in APIC
Summary

Update a connection to a node.
Description

This task updates a connection to a node on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

ApicDeviceTenantService
GraphNodeConnection
Identity

Select Connection of Node.Connection

gen_text_inputSelect L2 or L3 Adjacency Type.
Default Adjacency Type is L2.

Adjacency Type

Check to enable Unicast Route. Default
Route value is checked.

Unicast Route

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicDeviceTenantService
GraphNodeConnectionIdentity

APIC Tenant Connection to Node
Identity

TENANT_SERVICE_GRAPH_
NODE_CONNECTION_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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APIC - L4-L7 Services - Function Profile
Operations

This chapter contains the following sections:

• Add ACL Entry To APIC Function Profile, on page 502
• Add APIC Bridge Group Interface To Function Profile, on page 504
• Add Function Config Parameters To APIC Function Profile, on page 505
• Add Interface To APIC Function Profile, on page 506
• Add Network Object Group Parameters To APIC Function Profile, on page 507
• Add Network Object Parameters To APIC Function Profile, on page 508
• Add Service Object Parameters To APIC Function Profile, on page 509
• Add Static Route To Interface On APIC Function Profile, on page 511
• Copy APIC Function Profile, on page 513
• Create APIC Function Profile, on page 514
• Create L4-L7 Service Function Profile Group to APIC, on page 515
• Create NAT Rule, on page 516
• Delete ACL Entry From APIC Function Profile, on page 518
• Delete APIC Function Profile, on page 519
• Delete Bridge Group Interface From APIC Function Profile, on page 520
• Delete Function Config Parameters From APIC Function Profile, on page 521
• Delete Interface From APIC Function Profile, on page 522
• Delete L4-L7 Service Function Profile Group from APIC, on page 523
• Delete NAT Rule, on page 524
• Delete Network Object Group Parameters From APIC Function Profile, on page 525
• Delete Network Object Parameters From APIC Function Profile, on page 526
• Delete Service Object Parameters From APIC Function Profile, on page 527
• Delete Static Route From Interface On APIC Function Profile, on page 528
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Add ACL Entry To APIC Function Profile
Summary

Add an ACL entry to a function profile.
Description

This task adds a ACL entry to a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

ApicTenantFunctionProfile
Identity

Select Function profile to add an ACL
Entry.

Function Profile
Name

Ygen_text_inputEnter an ACL Entry List name.ACL List Name

Ygen_text_inputEnter an ACL Entry name. The name
cannot contain an underscore (_).

ACL Entry Name

gen_text_inputSelect a protocol. Valid protocols are
IP, TCP, UDP or ICMP. Default value
is IP.

Protocol

gen_text_inputSelect Type of Network. Default
Network Type is IP Address.

Type

ApicTenantL4L7Function
ProfileNetworkObject
Identity

Select a source network Object.Source Network
Object

ApicTenantL4L7Function
ProfileNetworkObjectGroup
Identity

Select a source network Object Group.Source Network
Object Group

ApicTenantL4L7Function
ProfileNetworkObject
Identity

Select a Destination network Object.Destination Network
Object

ApicTenantL4L7Function
ProfileNetworkObjectGroup
Identity

Select a destination network Object
Group.

Destination Network
Object Group

gen_text_inputCheck to enable Any Source. Default
value is checked.

Source Any

gen_text_inputEnter Source IP Address, IP Address
Range or IP Address Subnet Mask.

Source Address

gen_text_inputCheck to enable Any Destination.
Default value is checked.

Destination Any

gen_text_inputEnter Destination IP Address, IP
Address Range or IP Address Subnet
Mask.

Destination Address

gen_text_inputSelect an action. Specify either permit
or deny. The default value is 'deny'.

Action

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter Order of Entry.Order

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_
GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group IdentityFUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantL4L7Function
ProfileAclIdentity

Tenant Function Profile ACL IdentityFUNCTION_PROFILE_ACL_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Add APIC Bridge Group Interface To Function Profile
Summary

Add bridge group interface to a function profile.
Description

This task adds a bridge group interface to a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantFunction
ProfileIdentity

Select Function profile to add Bridge
Group Interface.

Function Profile Name

Ygen_text_inputEnter Bridge Group ID. Value is an
integer between 1 and 100.

Bridge Group ID

Ygen_text_inputEnter IPv4 Address Value. For example:
10.10.10.10/11.11.11.11.

IPv4 Address Value

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileBridgeGroupInterface
Identity

Tenant Function Profile Bridge
Group Interface Identity

FUNCTION_PROFILE_
BRIDGE_GROUP_
INTERFACE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Add Function Config Parameters To APIC Function Profile
Summary

Add function config parameters to a function profile.
Description

This task adds function configuration parameters to a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantFunctionProfile
Identity

Select Function profile to add
Function Config Parameters.

Function Profile
Name

YApicTenantL4L7FunctionProfile
InterfaceIdentity

Select External Interface to
configure with Function profile.

External Interface

YApicTenantL4L7FunctionProfile
InterfaceIdentity

Select Internal Interface to configure
with Function profile.

Internal Interface

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileInterfaceIdentity

Tenant Function Profile External
Interface Identity

FUNCTION_PROFILE_
EXTERNAL_INTERFACE_
IDENTITY

ApicTenantL4L7Function
ProfileInterfaceIdentity

Tenant Function Profile Internal
Interface Identity

FUNCTION_PROFILE_
INTERNAL_INTERFACE_
IDENTITY
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Add Interface To APIC Function Profile
Summary

Add an interface to a function profile.
Description

This task adds an interface to a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantFunctionProfile
Identity

Select Function profile to add
Interface.

Function Profile Name

Ygen_text_inputEnter an interface name.Interface Name

gen_text_inputSelect Interface Type: External,
Internal, or none.

Type

gen_text_inputIPv4 Address ValueIPv4 Address

gen_text_inputSecurity Level ValueSecurity Level

ApicTenantL4L7FunctionProfile
BridgeGroupInterfaceIdentity

Select Bridge Group ID.Bridge Group ID

ApicTenantL4L7FunctionProfile
AclIdentity

Select Inbound ACL.Inbound ACL

ApicTenantL4L7FunctionProfile
AclIdentity

Select Outbound ACL.Outbound ACL

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantL4L7Function
ProfileInterfaceIdentity

Tenant Function Profile Interface
Identity

FUNCTION_PROFILE_
INTERFACE_IDENTITY

ApicTenantL4L7Function
ProfileBridgeGroupInterface
Identity

Tenant Function Profile Bridge
Group Interface Identity

FUNCTION_PROFILE_
BRIDGE_GROUP_
INTERFACE_IDENTITY
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Add Network Object Group Parameters To APIC Function Profile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantFunction
ProfileIdentity

Select Function Profile name to add
Network Object Group Parameters.

Function Profile
Name

Ygen_text_inputEnter a Network Object Group name.Network Object
Group Name

gen_text_inputEnter a description for the Network
Object Group. Up to 128 characters are
allowed.

Description

gen_text_inputSelect a Network Object Group Type.
Default type is Host IP Address.

Network Object
Group Type

gen_text_inputEnter Host IP Address as IPv4 (for
example, 10.10.10.10) or IPv6
(X:X:X:X::X).

Host IP Address

gen_text_inputEnter a network address as IPv4/netMask
(for example, 10.10.10.0/255.255.255.0)
or IPv6/prefix (X:X:X:X::X/(0-128))

Network Address

ApicTenant
L4L7FunctionProfile
NetworkObjectIdentity

Enter a network Object name.NetworkObjectName

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileNetworkObjectGroup
Identity

Tenant Function Profile Network
Object Group Identity

FUNCTION_PROFILE_
NETWORK_OBJECT_GROUP_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Add Network Object Parameters To APIC Function Profile
Summary

Add network object parameters to a function profile.
Description

This task adds a network object parameters to a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantFunction
ProfileIdentity

Select Function profile to addNetwork
Object Parameters.

Function Profile Name

Ygen_text_inputEnter a network object Parameter
name.

Network Object Name

gen_text_inputSelect a network Object Type. Default
Type is FQDN.

Network Object Type

gen_text_inputEnter Fully Qualified Domain Name.FQDN

gen_text_inputEnter Host IP Address.Host IP Address

gen_text_inputEnter IP Address Range. For example:
0.0.0.10-10.10.10.20.

IP Address Range

gen_text_inputEnter a network IP Address.Network IP Address

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileNetworkObjectIdentity

Tenant Function Profile Network
Object Identity

FUNCTION_PROFILE_
NETWORK_OBJECT_
IDENTITY
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Add Service Object Parameters To APIC Function Profile
Summary

This task adds Service Object Parameters To APIC Function Profile
Description

This task allows user to add Service Object Parameters to APIC Function Profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantFunction
ProfileIdentity

Select Function profile to add Service
Object Parameters.

Function Profile Name

Ygen_text_inputEnter Service Object Parameters name.Service Object Name

gen_text_inputEnter a description for Service Object
Parameters. Up to 128 characters are
allowed.

Description

gen_text_inputEnter a protocol type.Protocol Type

gen_text_inputSelect Service Object Type as ICMP,
ICMP6, TCP or UDP. Default type is
ICMP.

Service Object Type

gen_text_inputEnter Internet Control Message Protocol
(ICMP) Code.

ICMP Code

gen_text_inputEnter Internet Control Message Protocol
(ICMP) Type.

ICMP Type

gen_text_inputEnter Internet Control Message Protocol
(ICMP6) Code.

ICMP6 Code

gen_text_inputEnter Internet Control Message Protocol
(ICMP6) Type.

ICMP6 Type

gen_text_inputEnter TCP Destination High Port range
between 0 and 65535.

TCP Destination High
Port

gen_text_inputEnter TCP Destination Low Port range
between 0 and 65535.

TCP Destination Low
Port

gen_text_inputEnter TCP Destination Operator.TCP Destination
Operator

gen_text_inputEnter TCP Source High Port range
between 0 and 65535.

TCP Source High Port

gen_text_inputEnter TCP Source Low Port range
between 0 and 65535.

TCP Source Low Port

gen_text_inputEnter TCP Source Operator.TCP Source Operator

gen_text_inputEnter UDP Destination High Port range
between 0 and 65535.

UDP Destination High
Port

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter UDP Destination Low Port range
between 0 and 65535.

UDP Destination Low
Port

gen_text_inputEnter UDP Destination Operator.UDP Destination
Operator

gen_text_inputEnter UDP Source High Port range
between 0 and 65535.

UDP Source High Port

gen_text_inputEnter UDP Source Low Port range
between 0 and 65535.

UDP Source Low Port

gen_text_inputEnter UDP Source Operator.UDP Source Operator

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileServiceObjectIdentity

Tenant Function Profile Service
Object Identity

FUNCTION_PROFILE_
SERVICE_OBJECT_IDENTITY
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Add Static Route To Interface On APIC Function Profile
Summary

Add a static route to an interface on an APIC function profile.
Description

This task adds a static route to an interface on an APIC function profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7Function
ProfileInterfaceIdentity

Select InterfaceOn anAPIC Function profile
to add Static Route.

Interface Name

gen_text_inputSelect an IP Type as IPv4 or IPv6. Default
Type is IPv4.

Type

Ygen_text_inputEnter gateway address as an IPv4 address.Gateway Address

Ygen_text_inputEnter a network Mask. Valid range is 1 to
32.

Network Mask

Ygen_text_inputEnter a network IP Address. For example:
If IP is 192.168.1.101 and subnet mask is

Network

255.255.255.0, then the network address is
192.168.1.0.

gen_text_inputEnter the metric value as an integer.Metric

gen_text_inputEnter the hop count value as an integer.Hop Count

Ygen_text_inputEnter the prefix to be appended to the IP
route name.

Prefix

gen_text_inputEnter tunneled value to configure Folder
value.

Tunnelled

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY
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TypeDescriptionOutput

ApicTenantL4L7Function
ProfileInterfaceIdentity

Tenant Function Profile Interface
Identity

FUNCTION_PROFILE_
INTERFACE_IDENTITY

ApicTenantL4L7Function
ProfileStaticRouteIdentity

Tenant Function Profile Static Route
Identity

FUNCTION_PROFILE_
STATIC_ROUTE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Copy APIC Function Profile
Summary

Copy a function profile.
Description

This task copies a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantFunctionProfile
GroupIdentity

Select Function Profile Group.Function Profile Group
Name

Ygen_text_inputEnter Function Profile name.Function Profile Name

YApicTenantFunctionProfile
Identity

Select an APIC Function
profile.

Function Profile Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_
GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group IdentityFUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY
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Create APIC Function Profile
Summary

Create a function profile.
Description

This task creates a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantFunctionProfile
GroupIdentity

Select Function Profile Group.Function Profile Group
Name

Ygen_text_inputEnter Function Profile name.Function Profile Name

gen_text_inputEnter additional description to
Function profile. Up to 128
characters are allowed.

Description

YApicTenantServiceGraph
FunctionNodeIdentity

Select Function of Function profile.Function Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_
GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group IdentityFUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY
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Create L4-L7 Service Function Profile Group to APIC
Summary

Create L4-L7 service function profile group to APIC.
Description

This task creates an L4-L7 service function profile group on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select Tenant to add Function Profile
Group.

Tenant name

gen_text_inputEnter Function Profile Group name.Function Profile
Group Name

gen_text_inputEnter a description of the Function
Profile Group. Up to 128 characters are
allowed.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_
GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group IdentityFUNCTION_PROFILE_
GROUP_IDENTITY
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Create NAT Rule
Summary

This task creates NAT Rule parameters on APIC Function Profile
Description

This task allows user to create NAT rule parameters to Function Profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantFunctionProfileIdentitySelect Function profile to add
NAT Rule.

Function Profile
Name

Ygen_text_inputEnter NAT rule name.Name

ApicTenantL4L7FunctionProfile
NetworkObjectIdentity

Select Source Real Object.Source Real Object

ApicTenantL4L7FunctionProfile
NetworkObjectIdentity

Select Source Mapped Object.Source Mapped
Object

ApicCreateNATRuleTypeIdentitySelect NAT Rule Type.Type

ApicTenantL4L7FunctionProfile
NetworkObjectIdentity

Select Destination Real Object.Destination Real
Object

ApicTenantL4L7FunctionProfile
NetworkObjectIdentity

Select Destination Mapped
Object.

Destination Mapped
Object

ApicTenantL4L7FunctionProfile
ServiceObjectIdentity

Select Service Real Object.Service Real Object

ApicTenantL4L7FunctionProfile
ServiceObjectIdentity

Select ServiceMapped Object.Service Mapped
Object

gen_text_inputEnter DNS for NAT Rule.DNS

gen_text_inputEnter Order of NAT Rule.Order

gen_text_inputEnter Uni-Direction for NAT
Rule.

Uni-Direction

YApicTenantL4L7FunctionProfile
InterfaceIdentity

Select Function Profile Source
Interface.

Source Interface

YApicTenantL4L7FunctionProfile
InterfaceIdentity

Select Function Profile
Destination Interface.

Destination Interface

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME
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TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_
GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileNATRuleIdentity

Tenant Function Profile NAT Rule
Identity

FUNCTION_PROFILE_NAT_
RULES_IDENTITY
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Delete ACL Entry From APIC Function Profile
Summary

Delete an ACL entry from a function profile.
Description

This task deletes an ACL entry from a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7FunctionProfile
AclIdentity

Select an ACL Entry From an
APIC Function profile.

ACL Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_
GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group IdentityFUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantL4L7Function
ProfileAclIdentity

Tenant Function Profile ACL IdentityFUNCTION_PROFILE_ACL_
IDENTITY
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Delete APIC Function Profile
Summary

Delete a function profile.
Description

This task deletes a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

ApicTenantFunction
ProfileIdentity

Select an APIC Function profile.Function Profile Name

YDo you want to delete the
selected Function Profile?

Do you want to delete the
selected Function Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_
GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group IdentityFUNCTION_PROFILE_
GROUP_IDENTITY
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Delete Bridge Group Interface From APIC Function Profile
Summary

Delete a bridge group interface from a function profile.
Description

This task deletes a bridge group interface from a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7FunctionProfile
BridgeGroupInterfaceIdentity

Select Bridge Group Interface
From anAPIC Function profile.

Bridge Group
Interface Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileBridgeGroupInterface
Identity

Tenant Function Profile Bridge
Group Interface Identity

FUNCTION_PROFILE_
BRIDGE_GROUP_
INTERFACE_IDENTITY
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Delete Function Config Parameters From APIC Function Profile
Summary

Delete function config parameters from a function profile.
Description

This task deletes function configuration parameters From a function profile. It requires an external
interface and an internal interface as inputs.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7FunctionProfile
FunctionConfigExIntfIdentity

Select External Interface from
Parameter.

External Interface

YApicTenantL4L7FunctionProfile
FunctionConfigInIntfIdentity

Select Internal Interface from
Parameter.

Internal Interface

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_
GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group IdentityFUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY
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Delete Interface From APIC Function Profile
Summary

Delete an interface from a function profile.
Description

This task deletes an interface from a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7FunctionProfile
InterfaceIdentity

Select Interface From an APIC
Function profile.

Interface Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantL4L7Function
ProfileInterfaceIdentity

Tenant Function Profile Interface
Identity

FUNCTION_PROFILE_
INTERFACE_IDENTITY

ApicTenantL4L7Function
ProfileBridgeGroupInterface
Identity

Tenant Function Profile Bridge
Group Interface Identity

FUNCTION_PROFILE_
BRIDGE_GROUP_
INTERFACE_IDENTITY
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Delete L4-L7 Service Function Profile Group from APIC
Summary

Delete L4-L7 service function profile group from APIC.
Description

This task deletes an L4-L7 service function profile group from the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

ApicTenantFunction
ProfileGroupIdentity

Select an APIC Function Profile
Group.

Function Profile Group Name

YDo you want to delete the
selected Function Profile Group?

Do you want to delete the
selected Function Profile
Group?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_
GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group IdentityFUNCTION_PROFILE_
GROUP_IDENTITY
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Delete NAT Rule
Summary

This task deletes NAT Rule parameters on APIC Function Profile
Description

This task allows user to delete NAT rule parameters from Function Profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7Function
ProfileNATRuleIdentity

Select NAT Rule of Function
profile.

NAT Rule Name

Do you want to delete the
selected NAT Rule?

Do you want to delete the
selected NAT Rule?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_
GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileNATRuleIdentity

Tenant Function Profile NAT Rule
Identity

FUNCTION_PROFILE_NAT_
RULES_IDENTITY
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Delete Network Object Group Parameters From APIC Function
Profile

Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7Function
ProfileNetworkObject
GroupIdentity

Select a Network Object Group
Parameters From Function profile.

Network Object Group

YDo you want to delete the selected
Parameter from Function Profile?

Do you want to delete the
selected Parameter from
Function Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileNetworkObjectGroup
Identity

Tenant Function Profile Network
Object Group Identity

FUNCTION_PROFILE_
NETWORK_OBJECT_GROUP_
IDENTITY
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Delete Network Object Parameters From APIC Function Profile
Summary

Delete network object parameters from a function profile.
Description

This task deletes network object parameters from a function profile on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenant
L4L7FunctionProfile
NetworkObjectIdentity

Select a NetworkObject Parameters
From an APIC Function profile.

Network Object Name

YDo you want to delete the selected
Parameter from Function Profile?

Do you want to delete the
selected Parameter from
Function Profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileNetworkObjectIdentity

Tenant Function Profile Network
Object Identity

FUNCTION_PROFILE_
NETWORK_OBJECT_
IDENTITY
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Delete Service Object Parameters From APIC Function Profile
Summary

This task deletes Service Object Parameters From APIC Function Profile
Description

This task allows user to delete Service Object Parameters from APIC Function Profile on the APIC
controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7FunctionProfile
ServiceObjectIdentity

Select Service Object Parameters
From an APIC Function profile.

Service Object
Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileServiceObjectIdentity

Tenant Function Profile Service
Object Identity

FUNCTION_PROFILE_
SERVICE_OBJECT_IDENTITY
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Delete Static Route From Interface On APIC Function Profile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7FunctionProfile
StaticRouteIdentity

Select Static Route From Interface
On an APIC Function profile.

Static Route

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant Function Profile GroupFUNCTION_PROFILE_GROUP

ApicTenantFunctionProfile
GroupIdentity

Tenant Function Profile Group
Identity

FUNCTION_PROFILE_
GROUP_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_
IDENTITY

ApicTenantL4L7Function
ProfileInterfaceIdentity

Tenant Function Profile Interface
Identity

FUNCTION_PROFILE_
INTERFACE_IDENTITY

ApicTenantL4L7Function
ProfileStaticRouteIdentity

Tenant Function Profile Static Route
Identity

FUNCTION_PROFILE_
STATIC_ROUTE_IDENTITY
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APIC - L4-L7 Services - Router Configuration
Operations

This chapter contains the following sections:

• Create Router Configuration, on page 530
• Delete Router Configuration, on page 531
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Create Router Configuration
Summary

Create a router configuration.
Description

Creates a router configuration on an APIC tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select a tenant name.Tenant Name

Ygen_text_inputEnter Router Configuration name.Router
Configuration
Name

gen_text_inputEnter Router ID. The router ID can be an IPv4
Address (for example, 10.1.1.1), IPv4

Router ID

Address/Mask (10.1.1.1/24), IPv6 address
(2001:db8:0:0:0:0:2:1) or IPv6 address/Mask
(2001:db8:0:0:0:0:2:1/32).

gen_text_inputEnter a description. The description can be up
to 128 alphanumeric characters.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputApic Tenant Router Configuration
Name

DEVICE_TENANT_ROUTER_
CONFIGURATION_NAME

ApicTenantRouter
ConfigurationIdentity

Apic Tenant Router Configuration
Identity

DEVICE_TENANT_ROUTER_
CONFIGURATION_IDENTITY
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Delete Router Configuration
Summary

Delete a router configuration.
Description

Delete a router configuration from an APIC tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantRouter
ConfigurationIdentity

Select Router
Configuration name.

Router Configuration

YDo you want to delete the
selected Tenant OSPF Timers?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputApic Tenant Router Configuration
Name

DEVICE_TENANT_ROUTER_
CONFIGURATION_NAME

ApicTenantRouter
ConfigurationIdentity

Apic Tenant Router Configuration
Identity

DEVICE_TENANT_ROUTER_
CONFIGURATION_IDENTITY
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APIC - L4-L7 Services - Service Graph Template
Operations

This chapter contains the following sections:

• Add Filter To APIC ServiceGraph Node, on page 534
• Apply L4 L7 Service Graph Template, on page 535
• Create L4 L7 Service Graph Template in APIC, on page 538
• Create L4-L7 Service Graph in APIC, on page 540
• Delete APIC L4-L7 Service Graph, on page 542
• Delete Filter From APIC ServiceGraph Node, on page 543
• Modify L4-L7 Service Graph in APIC, on page 544
• Remove Related Objects of Graph Template, on page 545
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Add Filter To APIC ServiceGraph Node
Summary

Add a filter to a service graph node.
Description

This task adds a filter to a service graph node's connector.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantL4L7ServiceGraphNode
Identity

Select a node.Node

YApicServiceGraphNodeConnector
Mode

Choose Connecter Mode.Connecter Mode

YApicDeviceTenantFilterIdentitySelect a filter name.Filter Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's FilterTENANT_FILTER

ApicDeviceTenantFilter
Identity

Tenant Filter IdentityTENANT_FILTER_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY
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Apply L4 L7 Service Graph Template
Summary

Apply an L4-L7 service graph.
Description

This task deletes the apply L4-L7 service graph on APIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantService
GraphIdentity

Provide Service Template
Name

Service Graph Template
Name

ApicEPGOrExternalNetwork
Type

Consumer EPG/ External
Network

Consumer EPG/ External
Network

YApicDeviceTenant
EPGIdentity

Provide Consumer EPGConsumer EPG

ApicEPGOrExternalNetwork
Type

Provider EPG/ External
Network

Provider EPG/ External
Network

YApicDeviceTenant
EPGIdentity

Provide Provider EPG NameProvider EPG

ApicContractOrContract
SubjectType

Create a NewContract/ Choose
an Existing Contract Subject

Create a New Contract/
Choose an Existing
Contract Subject

Ygen_text_inputProvide Contract NameContract Name

gen_text_inputNo Filters (Allow All Traffic)No Filters (Allow All
Traffic)

Policy-Based Routing
information on Node One

Policy-Based Routing

YApicDeviceTenantDevice
ClusterIdentity

Provide Device Cluster NameDevice Cluster

ApicTenantFunctionProfile
Identity

Provide Function Profile NameFunction Profile Name

ApicConnectorTypeConsumer Connector TypeConsumer Connector Type

YApicDeviceTenantBridge
DomainIdentity

Consumer Bridge DomainConsumer Bridge Domain

YApicDeviceTenantDevice
ClusterInterfaceIdentity

Provide Consumer Interface
Name

ConsumerCluster Interface

APICCheckBoxTrueorFalse
Type

Choose true to enable L3
Destination for Node One
Consumer, By default it is
unspecified

Consumer L3
Destination(VIP)

ApicConnectorTypeProvider Connector TypeProvider Connector Type
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MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDevice
ClusterInterfaceIdentity

Provide Provider Interface
Name

Provider Cluster Interface

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantServiceGraph
Identity

APIC Tenant Bidirectional
Service Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Node One Function
Profile Identity

NODE_ONE_FUNCTION_
PROFILE_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Node Two Function
Profile Identity

NODE_TWO_FUNCTION_
PROFILE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service GraphNode
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service GraphNode
Two Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_TWO_
IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service GraphNode
One Identity

TENANT_SERVICE_GRAPH_
NODE_ONE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service GraphNode
Two Identity

TENANT_SERVICE_GRAPH_
NODE_TWO_IDENTITY

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_
IDENTITY

ApicTenantContractSubject
Identity

Contract Subject IdentityTENANT_CONTRACT_
SUBJECT_IDENTITY

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

APIC TENANT Node One
Consumer PBR Identity

OUTPUT_NODE_ONE_
CONSUMER_PBR_IDENTITY

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

APIC TENANT Node One
Provider PBR Identity

OUTPUT_NODE_ONE_
PROVIDER_PBR_IDENTITY

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

APIC TENANT Node Two
Consumer PBR Identity

OUTPUT_NODE_TWO_
CONSUMER_PBR_IDENTITY
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TypeDescriptionOutput

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

APIC TENANT Node Two
Provider PBR Identity

OUTPUT_NODE_TWO_
PROVIDER_PBR_IDENTITY
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Create L4 L7 Service Graph Template in APIC
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select a tenant name.Tenant name

Ygen_text_inputEnter a service graph name.Service Graph
Name

gen_text_inputEnter a service graph description. The description
can be up to 128 alphanumeric characters.

Service Graph
Description

gen_text_inputChoose from the listed types. Specify any one of:
Single Node - Firewall in Transparent Mode;

Type

Single Node - Firewall in Routed Mode; Single
Node - ADC in One-Arm Mode; Single Node -
ADC in Two-Arm Mode; Two Node - Firewall
in Transparent and ADC inOne-ArmMode; Two
Node - Firewall in Routed and ADC in One-Arm
Mode; Two Node - Firewall in Transparent and
ADC in Two-Arm Mode; Two Node - Firewall
in Routed and ADC in Two-Arm Mode. The
default value is 'Single Node - Firewall in
Transparent Mode'.

BooleanCheck Managed either true or false. The default
value is true.

Managed

ApicTenantFunction
ProfileIdentity

Select Node One Function profile.Node One
Function Profile

APICCheckBox
TrueorFalseType

Check this option to Route Redirect. The default
value is true.

Route Redirect

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY
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TypeDescriptionOutput

ApicTenantFunctionProfile
Identity

Tenant Node One Function Profile
Identity

NODE_ONE_FUNCTION_
PROFILE_IDENTITY

ApicTenantFunctionProfile
Identity

Tenant Node Two Function Profile
Identity

NODE_TWO_FUNCTION_
PROFILE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Two Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_TWO_
IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
One Identity

TENANT_SERVICE_GRAPH_
NODE_ONE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Two Identity

TENANT_SERVICE_GRAPH_
NODE_TWO_IDENTITY
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Create L4-L7 Service Graph in APIC
Summary

Create an L4-L7 service graph.
Description

This task Creates an L4-L7 service graph for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select a tenant name.Tenant Name

Ygen_text_inputEnter a service graph name.Service Graph Name

gen_text_inputEnter a service graph description. The
description can be up to 128
alphanumeric characters.

Service Graph
Description

Provide one or more nodes.Nodes

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional
Service Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APICTenant ServiceGraphNode
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APICTenant ServiceGraphNode
One Identity

TENANT_SERVICE_GRAPH_
NODE_ONE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APICTenant ServiceGraphNode
Two Identity

TENANT_SERVICE_GRAPH_
NODE_TWO_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APICTenant ServiceGraphNode
Three Identity

TENANT_SERVICE_GRAPH_
NODE_THREE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APICTenant ServiceGraphNode
Four Identity

TENANT_SERVICE_GRAPH_
NODE_FOUR_IDENTITY

ApicDeviceTenantService
GraphNodeConnectionIdentity

Tenant Service Graph Node
Connection One Identity

TENANT_SERVICE_GRAPH_
NODE_CONNECTION_ONE_
IDENTITY
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TypeDescriptionOutput

ApicDeviceTenantService
GraphNodeConnectionIdentity

Tenant Service Graph Node
Connection Two Identity

TENANT_SERVICE_GRAPH_
NODE_CONNECTION_TWO_
IDENTITY

ApicDeviceTenantService
GraphNodeConnectionIdentity

Tenant Service Graph Node
Connection Three Identity

TENANT_SERVICE_GRAPH_
NODE_CONNECTION_THREE_
IDENTITY

ApicDeviceTenantService
GraphNodeConnectionIdentity

Tenant Service Graph Node
Connection Four Identity

TENANT_SERVICE_GRAPH_
NODE_CONNECTION_FOUR_
IDENTITY

ApicDeviceTenantService
GraphNodeConnectionIdentity

Tenant Service Graph Node
Connection Five Identity

TENANT_SERVICE_GRAPH_
NODE_CONNECTION_FIVE_
IDENTITY
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Delete APIC L4-L7 Service Graph
Summary

Delete an L4-L7 service graph.
Description

This task deletes an L4-L7 service graph for a tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantService
GraphIdentity

Select a service graph
name.

Service Graph Name

YDo you want to delete selected
L4-L7 Service Graph?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_
GRAPH_IDENTITY
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Delete Filter From APIC ServiceGraph Node
Summary

Delete filter information from a service graph node.
Description

This task deletes filter information from a service graph node.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantFilterTo
ServiceGraphNodeIdentity

Select a filter name.Filter

YDo you want to delete the
selected Filter To Service Graph
Node?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's FilterTENANT_FILTER

ApicDeviceTenantFilter
Identity

Tenant Filter IdentityTENANT_FILTER_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY
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Modify L4-L7 Service Graph in APIC
Summary

Modify a service graph.
Description

This task adds and deletes configured nodes from an existing service graph.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantService
GraphIdentity

Select a service graph name.Service Graph Name

gen_text_inputEnter a service graph description. The
description can be up to 128
alphanumeric characters.

Service Graph
Description

Provide one or more nodes.Nodes

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
One Identity

TENANT_SERVICE_GRAPH_
NODE_ONE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Two Identity

TENANT_SERVICE_GRAPH_
NODE_TWO_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Three Identity

TENANT_SERVICE_GRAPH_
NODE_THREE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

APIC Tenant Service Graph Node
Four Identity

TENANT_SERVICE_GRAPH_
NODE_FOUR_IDENTITY
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Remove Related Objects of Graph Template
Summary

This task removes related objects of Service Graph Template configured on the APIC Controller
Description

This task allows user to remove related objects of Service Graph Template, such as the contracts associated
to EPG, the EPG Parameters and Device Selection Policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
ServiceGraphIdentity

Select a service graph Template name.Service Graph Template
Name

YApicDeviceTenant
ContractIdentity

Select a contract.Contract

Ygen_text_inputChoose Provider EPG/External
Network. Specify the value as either

Provider EPG/External
Network

EPG or External Network. The default
value is 'EPG'.

YApicDeviceTenant
EPGIdentity

Select Provider EPG.Provider EPG

BooleanCheck this option to choose the Related
Contract. The default value is false.

RemoveRelatedContract

BooleanCheck this option to choose the Related
EPG Parameters. The default value is
false.

Remove Related EPG
Parameters

BooleanCheck this option to choose the Related
Device Selection Policies. The default
value is false.

Remove Related Device
Selection Policies

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantService
GraphIdentity

APIC Tenant Bidirectional Service
Graph Identity

TENANT_SERVICE_GRAPH_
IDENTITY

ApicDeviceTenant
EPGIdentity

APIC Tenant EPG IdentityTENANT_EPG_IDENTITY

ApicDeviceExternalNetwork
Identity

External Network IdentityTENANT_EXTERNAL_
NETWORK_IDENTITY

gen_text_inputExternal Routed Network NameTENANT_EXTERNAL_ROUTED_
NETWORK_NAME
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TypeDescriptionOutput

gen_text_inputExternal Network NameTENANT_EXTERNAL_
NETWORK_NAME
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APIC - Physical and External Domain Operations

This chapter contains the following sections:

• Create APIC Physical Domain, on page 548
• Create Layer 2 Domain in APIC External Bridged Domain, on page 549
• Create Layer 3 Domain in APIC External Routed Domain, on page 550
• Delete APIC Physical Domain, on page 551
• Delete Layer 2 Domain in APIC External Bridged Domain, on page 552
• Delete Layer 3 Domain in APIC External Routed Domain, on page 553
• Update Physical Domain, on page 554
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Create APIC Physical Domain
Summary

Create a physical domain.
Description

This task creates a physical domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account name.APIC Account Name

Ygen_text_inputEnter the physical domain
name.

Physical Domain Name

ApicAssociatedAttachable
EntityProfileIdentity

Select Associated Attachable
Entity profile.

Associated Attachable
Entity Profile

ApicVlanPoolIdentitySelect VLAN Pool.VLAN Pool

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAPIC Tenant Physical DomainPHYSICAL_DOMAIN

ApicPhysicalDomainIdentityAPIC Tenant Physical Domain
Identity

PHYSICAL_DOMAIN_
IDENTITY

ApicDomainProfileIdentityAPIC Tenant Physical Domain
Profile Identity

PHYSICAL_DOMAIN_
PROFILE_IDENTITY

ApicVMNetworkingDomain
ProfileIdentity

APIC Device VM Networking
Physical Domain Profile Identity

VMNETWORKING_
PHYSICAL_DOMAIN_
PROFILE_IDENTITY

gen_text_inputVLAN PoolVLAN_POOL

ApicVlanPoolIdentityVLAN Pool IdentityVLAN_POOL_IDENTITY

gen_text_inputAssociated Attachable Entity ProfileENTITY_PROFILE

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity Profile
Identity

ENTITY_PROFILE_IDENTITY
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Create Layer 2 Domain in APIC External Bridged Domain
Summary

Create layer 2 domain in APIC external bridged domain.
Description

This task creates a layer 2 domain in an external bridged domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an Account name.Account Name

Ygen_text_inputEnter the L2 domain name.L2 Domain

ApicAssociatedAttachable
EntityProfileIdentity

Select an Associated Attachable
Entity profile.

Associated Attachable
Entity Profile

ApicVlanPoolIdentitySelect a VLAN Pool.VLAN Pool

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputL2 DomainL2_DOMAIN

ApicDeviceTenantExternal
BridgeDomainIdentity

L2 Domain IdentityL2_DOMAIN_IDENTITY

ApicDomainProfileIdentityL2 Domain Profile IdentityL2_DOMAIN_PROFILE_
IDENTITY

gen_text_inputAssociated Attachable Entity
Profile

ENTITY_PROFILE

ApicAssociatedAttachableEntity
ProfileIdentity

Associated Attachable Entity
Profile Identity

ENTITY_PROFILE_
IDENTITY

gen_text_inputVLAN PoolVLAN_POOL

ApicVlanPoolIdentityVLAN Pool IdentityVLAN_POOL_IDENTITY
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Create Layer 3 Domain in APIC External Routed Domain
Summary

Create layer 3 domain in APIC external routed domain with an associated entity profile and VLAN pool
information.

Description
This task creates a layer 3 domain in an APIC external routed domain with an associated entity profile
and VLAN pool information.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an Account name.Account Name

Ygen_text_inputEnter the L3 domain name.L3 Domain

ApicAssociatedAttachable
EntityProfileIdentity

Select Associated Attachable
Entity profile.

Associated Attachable
Entity Profile

ApicVlanPoolIdentitySelect VLAN Pool.VLAN Pool

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputL3 DomainL3_DOMAIN

ApicDeviceTenantRouted
DomainIdentity

L3 Domain IdentityL3_DOMAIN_IDENTITY

ApicDomainProfileIdentityL3 Domain Profile IdentityL3_DOMAIN_PROFILE_
IDENTITY

gen_text_inputAssociatedAttachable Entity ProfileENTITY_PROFILE

ApicAssociatedAttachableEntity
ProfileIdentity

AssociatedAttachable Entity Profile
Identity

ENTITY_PROFILE_
IDENTITY

gen_text_inputVLAN PoolVLAN_POOL

ApicVlanPoolIdentityVLAN Pool IdentityVLAN_POOL_IDENTITY
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Delete APIC Physical Domain
Summary

Delete a physical domain.
Description

This task deletes a physical domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicPhysicalDomain
Identity

Select Physical Domain
name to delete.

Physical Domain Name

YDo youwant to delete the selected
Physical Domain?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAPIC Tenant Physical DomainPHYSICAL_DOMAIN

ApicPhysicalDomain
Identity

APIC Tenant Physical Domain IdentityPHYSICAL_DOMAIN_
IDENTITY
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Delete Layer 2 Domain in APIC External Bridged Domain
Summary

Delete layer 2 domain in APIC external bridged domain.
Description

This task deletes a layer 2 domain in an external bridged domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantExternal
BridgeDomainIdentity

Select an External bridged
domain to delete.

External Bridged Domain

YDo you want to delete the
selected L2 Domain?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputL2 DomainL2_DOMAIN

ApicDeviceTenantExternalBridge
DomainIdentity

L2 Domain IdentityL2_DOMAIN_IDENTITY
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Delete Layer 3 Domain in APIC External Routed Domain
Summary

Delete layer 3 domain in APIC external routed domain.
Description

This task deletes a layer 3 domain in an external routed domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantRouted
DomainIdentity

Select External Routed
Domain to delete.

External Routed Domain

YDo you want to delete the
selected L3 Domain?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputL3 DomainL3_DOMAIN

ApicDeviceTenantRouted
DomainIdentity

L3 Domain IdentityL3_DOMAIN_IDENTITY
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Update Physical Domain
Summary

Update a physical domain.
Description

This task updates a physical domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicPhysicalDomainIdentitySelect Physical Domain name
to modify.

Physical Domain Name

ApicAssociatedAttachable
EntityProfileIdentity

Select Associated Attachable
Entity profile.

Associated Attachable
Entity Profile

ApicVlanPoolIdentitySelect VLAN Pool.VLAN Pool

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputAPIC Tenant Physical DomainPHYSICAL_DOMAIN

ApicPhysicalDomainIdentityAPICTenant Physical Domain IdentityPHYSICAL_DOMAIN_
IDENTITY

gen_text_inputVLAN PoolVLAN_POOL

ApicVlanPoolIdentityVLAN Pool IdentityVLAN_POOL_IDENTITY
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APIC - Security Management Operations

This chapter contains the following sections:

• Create Security Domain, on page 556
• Delete Security Domain, on page 557
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Create Security Domain
Summary

Create a security domain.
Description

This task creates a security domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect APIC Account NameAPIC Account Name

Ygen_text_inputEnter a security domain nameSecurity Domain Name

gen_text_inputEnter a description. The description
can be up to 128 alphanumeric
characters.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

ApicDeviceTenantSecurity
DomainIdentity

APIC Security Domain IdentitySECURITY_DOMAIN_
IDENTITY
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Delete Security Domain
Summary

Delete a security domain.
Description

This task delete a security domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

ApicDeviceTenantSecurityDomain
Identity

Select Security DomainsSecurity Domains

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

ApicDeviceTenantSecurity
DomainIdentity

APIC Security Domain IdentitySECURITY_DOMAIN_
IDENTITY
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APIC - Tenant Operations

This chapter contains the following sections:

• Add GUID to Tenant, on page 560
• Create APIC Tenant, on page 561
• Delete APIC Tenant, on page 563
• Delete GUID from Tenant, on page 564
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Add GUID to Tenant
Summary

Add GUID to APIC Tenant.
Description

This task adds a GUID to a tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select a tenant name.Tenant

Ygen_text_inputEnter the GUID for an SCVMM provider. GUID
must be in the
format:xxxxxxxx-xxxx-xxxx-xxxx-xxxxxxxxxxxx.

GUID

Ygen_text_inputEnter unique name for the SCVMM account.Account
Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicTenantGUIDIdentityAPIC Tenant's GUID IdentityOUTPUT_TENANT_GUID_
IDENTITY

gen_text_inputAPIC Tenant's GUID Account Name
Identity

OUTPUT_TENANT_GUID_
ACCOUNT_NAME_IDENTITY
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Create APIC Tenant
Summary

Create an APIC tenant.
Description

This task Creates an APIC Tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentitySelect an APIC account name.APIC Account Name

Ygen_text_inputEnter a tenant name.Tenant Name

gen_text_inputEnter a description. The description
can be up to 128 alphanumeric
characters.

Tenant Description

gen_text_inputEnter an alias, a changeable name for
an object. Unlike the name of an
object, the alias can be changed.

Tenant Alias

ApicDeviceTagIdentitySelect tags to be assigned for the fabric
module.

Tenant Tags

ApicDeviceTenant
MonitoringPolicyIdentity

Select a monitoring policy.Monitoring Policy

ApicDeviceTenantSecurity
DomainIdentity

Select security domains.Security Domains

gen_text_inputEnter unique name for VRFwithin the
tenant.

VRF Name

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the APIC device on which
the selected operation was performed

DEVICE_IP

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputApic Monitoring PolicyDEVICE_TENANT_
MONITORING_POLICY

Cisco UCS Director Task Library Reference, Release 6.7
561

APIC - Tenant Operations
Create APIC Tenant



TypeDescriptionOutput

ApicDeviceTenant
MonitoringPolicyIdentity

Apic Monitoring Policy IdentityDEVICE_TENANT_
MONITORING_POLICY_
IDENTITY

ApicDeviceTagIdentityApic Tag IdentityDEVICE_TENANT_TAG_
IDENTITY

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_
IDENTITY
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Delete APIC Tenant
Summary

Delete an APIC tenant.
Description

This task deletes an APIC tenant on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentitySelect Tenant NameTenant Name

YDo you want to delete the
selected Tenant?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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Delete GUID from Tenant
Summary

Delete GUID from APIC Tenant.
Description

This task deletes a GUID from a tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantGUIDIdentitySelect a GUID to be deleted.GUID

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicTenantGUIDIdentityAPIC Tenant's GUID IdentityOUTPUT_TENANT_GUID_
IDENTITY
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APIC - Tenant Policies Operations

This chapter contains the following sections:

• Add DSCP to Priority Map in APIC Custom QoS Policy, on page 567
• Add Dot1P Classifiers to Custom QOS Policy in APIC Protocol, on page 569
• Add IGMP Interface Policy, on page 570
• Add NetFlow Monitor Policy to APIC Interface Profile, on page 572
• Create APIC Custom QOS Policy, on page 573
• Create APIC Data Plane Policing Policy, on page 574
• Create APIC Destination Of Redirected Traffic, on page 576
• Create APIC FHS Trust Control Policy, on page 577
• Create APIC IP SLA Monitoring Policy, on page 579
• Create APIC L4-L7 Policy Based Redirect, on page 580
• Create APIC Route Map Entry, on page 582
• Create APIC RouteMap Policy, on page 583
• Create EIGRP Interface Policy, on page 584
• Create L4 L7 Redirect Health Group, on page 585
• Create ND Interface Policy, on page 586
• Create ND RA Prefix Policy, on page 587
• Create OSPF Interface Policy, on page 588
• Create OSPF Timers, on page 589
• Delete APIC Custom QOS Policy, on page 591
• Delete APIC Data Plane Policing Policy, on page 592
• Delete APIC Destination Of Redirected Traffic, on page 593
• Delete APIC FHS Trust Control Policy, on page 594
• Delete APIC IP SLA Monitoring Policy, on page 595
• Delete APIC L4-L7 Policy Based Redirect, on page 596
• Delete APIC Route Map Entry, on page 597
• Delete APIC RouteMap Policy, on page 598
• Delete EIGRP Interface Policy, on page 599
• Delete L4 L7 Redirect Health Group, on page 600
• Delete ND Interface Policy, on page 601
• Delete ND RA Prefix Policy, on page 602
• Delete OSPF Interface Policy, on page 603
• Delete OSPF Timers, on page 604
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• Remove DSCP from Priority Map in APIC Custom QoS Policy, on page 605
• Remove Dot1P Classifier from Custom QOS Policy in APIC Protocol, on page 606
• Remove IGMP Interface Policy, on page 607
• Remove NetFlow Monitor Policy from APIC Interface Profile, on page 608
• Update APIC Data Plane Policing Policy, on page 609
• Update APIC Destination Of Redirected Traffic, on page 611
• Update APIC IP SLA Monitoring Policy, on page 612
• Update APIC L4-L7 Policy Based Redirect, on page 613
• Update IGMP Interface Policy, on page 615
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Add DSCP to Priority Map in APIC Custom QoS Policy
Summary

Add DSCP to Priority Map in APIC Custom QoS Policy.
Description

This task ads a DSCP to a priority map in a custom QoS policy on an APIC tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantCustomQos
PolicyIdentity

Select a Custom QOS Policy Name.Custom QOS
Policy Name

YApicCustomQosPriority
Identity

Choose Priority. The priority level of the
QoS can be unspecified, level1, level2 or
level3. The default value is 'unspecified'.

Priority

YApicCustomQosPolicy
DscpRangeFromIdentity

Select DSCP Range from value between
0 to 63 and default value is none

DSCP Range from

Ygen_text_inputEnter DSCP Range from value between
0 to 63.

Enter DSCP Range
from

YApicCustomQosPolicy
DscpRangeToIdentity

Select DSCP Range to value between 0
to 63 and default value is none

DSCP Range to

Ygen_text_inputEnter DSCP Range to value between 0
to 63.

Enter DSCP Range
to

ApicCustomQosPolicy
DscpTargetIdentity

Select DSCP Target value between 0 to
64 and default value is 'unspecified'

DSCP Target

gen_text_inputEnter DSCP Target value between 0 to
64 and default value is 'unspecified'

Enter DSCP Target

ApicCustomQosPolicy
DscpTargetCosIdentity

Select DSCP Target Cos value between
0 to 8 and default value is 'unspecified'

Target Cos

gen_text_inputEnter DSCP Target Cos value between
0 to 8 and default value is 'unspecified'

Enter Target Cos

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicTenantCustomQos
PolicyIdentity

Custom QOS Policy IdentityTENANT_CUSTOM_QOS_
POLICY_IDENTITY

gen_text_inputCustomQoS's DSCP Priority Range
to Map

OUTPUT_CUSTOM_QOS_DSCP_
PRIORITY_RANGE
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TypeDescriptionOutput

CustomQosDscpPriorityto
MapRange

CustomQoS's DSCP Priority Range
to Map Identity

OUTPUT_CUSTOM_QOS_DSCP_
PRIORITY_RANGE_IDENTITY
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Add Dot1P Classifiers to Custom QOS Policy in APIC Protocol
Summary

Enables configuring a custom QoS policy for different levels of service to be assigned to classes of
network traffic, including specifications for the 802.1p Dot1p priority.

Description
This task creates a Dot1P classifier for an APIC tenant's custom QoS policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantCustomQos
PolicyIdentity

Select a custom QOS policyCustom QOS
Policy

ApicCustomQosPriority
Identity

Choose a Priority. The priority level of the
QoS can be unspecified, level1, level2 or
level3. The default value is 'unspecified'.

Priority

YApicCustom
QOSDot1PRangeFrom
Identity

Choose the starting value for the dot1p
range. The default value is unspecified.

Dot1P Range
from

YApicCustom
QOSDot1PRangeToIdentity

Choose the ending value for the dot1p
range. The default value is unspecified.

Dot1P Range to

ApicCustomQosDscpTarget
Identity

Choose a DSCP target to which the dot1p
range has to be mapped. The default value
is unspecified.

DSCP Target

gen_text_inputEnter any value between 0 and 64 as the
DSCP target. The default value is
unspecified.

Enter DSCP
Target

ApicCustomQosDscpTarget
CosIdentity

Choose a target cost of service (CoS) from
the drop-down list. The default value is
unspecified.

Target CoS

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicTenantCustomQosPolicy
Identity

Custom QOS Policy IdentityTENANT_CUSTOM_QOS_
POLICY_IDENTITY

APIC Custom QOS Dot1P
Classifier Identity

Custom QOS Dot1P Classifier
Identity

CustomQOSDot1PClassifier
Identity
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Add IGMP Interface Policy
Summary

Add IGMP Interface Policy.
Description

This task adds an IGMP interface policy to a tenant in APIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select a tenant name.Tenant Name

Ygen_text_inputEnter an IGMP interface policy name.IGMP Interface Policy
Name

gen_text_inputEnter an description for the IGMP
interface policy, up to 128
alphanumeric characters.

Description

BooleanCheck to enable v3 ASM. Defaults to
unchecked.

Allow v3 ASM

BooleanCheck to enable fast leave. Defaults to
unchecked.

Fast Leave

BooleanCheck to enable report link local
groups. Defaults to unchecked.

Report Link Local
Groups

Ygen_text_inputEnter an group timeout in seconds. The
default value is 260 seconds.

Group Timeout (sec)

Ygen_text_inputEnter an query interval in seconds. The
default value is 125 seconds.

Query Interval (sec)

Ygen_text_inputEnter an query response interval in
seconds. The default value is 10
seconds.

Query Response Interval
(sec)

Ygen_text_inputEnter an last member count. The default
value is 2.

Last Member Count

Ygen_text_inputEnter an last member response time in
seconds. The default value is 1 seconds.

Last Member Response
Time (sec)

Ygen_text_inputEnter an startup query count. The
default value is 2.

Startup Query Count

Ygen_text_inputEnter an startup query interval in
seconds. The default value is 31
seconds.

Startup Query Interval
(sec)

Ygen_text_inputEnter an querier in seconds. The default
value is 255 seconds.

Querier Timeout (sec)

Ygen_text_inputEnter an robustness variable. The
default value is 2.

Robustness Variable
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MandatoryMappable To TypeDescriptionInput

APIC Version IdentityChoose Version 2, Version 3 as
Version. The default value is Version
2.

Version

APIC_TENANT_
ROUTE_MAP_
POLICY_IDENTITY

Select report policy route map.Report Policy Route
Map

APIC_TENANT_
ROUTE_MAP_
POLICY_IDENTITY

Select static report route map.Static Report RouteMap

gen_text_inputEnter an maximum multicast entries.Maximum Multicast
Entries

gen_text_inputEnter an reserved multicast entries.Reserved Multicast
Entries

APIC_TENANT_
ROUTE_MAP_
POLICY_IDENTITY

Select state limit route map.State Limit Route Map

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC IGMP Interface Policy Name on
which the selected operation was
performed

OUTPUT_IGMP_
INTERFACE_POLICY_NAME

INTERFACE_POLICY_
IDENTITY

APIC IGMP Interface Policy IdentityOUTPUT_IGMP_
INTERFACE_POLICY_
IDENTITY
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Add NetFlow Monitor Policy to APIC Interface Profile
Summary

Adding a NetFlow Monitor Policy to APIC Interface Profile.
Description

This task adds a NetFlow monitor policy to an APIC interface profile on the external routed network of
an APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantLogical
InterfaceProfileIdentity

Specify Logical Interface
Profile Name

Logical Interface
Profile Name

YAPIC NetFlow IP Filter Type
Identity

Choose the NetFlow IP Filter
Type

NetFlow IP Filter
Type

YAPIC_DEVICE_TENANT_
NETFLOW_MONITORING_
POLICY_IDENTITY

Select a NetFlow Monitor
Policy to associate with the
Interface Profile

Netflow Monitor
Policy

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operationwas performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operationwas performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

External Routed Network
Identity

TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

ApicDeviceTenantLogicalNode
ProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
InterfaceProfileIdentity

Logical Interface Profile IdentityOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_
IDENTITY

gen_text_inputNetFlow Monitor policy nameOUTPUT_TENANT_NETFLOW_
MONITOR_POLICY_NAME

APIC_DEVICE_TENANT_
LOGICAL_NETFLOW_

APIC Tenant's Logical NetFlow
Monitor Policy Identity

OUTPUT_TENANT_LOGICAL_
NETFLOW_MONITOR_POLICY_
IDENTITY MONITORING_POLICY_

IDENTITY
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Create APIC Custom QOS Policy
Summary

Create Custom QoS Policy on APIC Tenant.
Description

This task creates a custom QOS policy under a tenant on APIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentitySelect a tenant name.Tenant Name

Ygen_text_inputEnter Custom QOS Policy NameName

gen_text_inputEnter a Custom QOS Policy description.
The description can be up to 128
alphanumeric characters.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicTenantCustomQosPolicy
Identity

Custom QOS Policy IdentityTENANT_CUSTOM_QOS_
POLICY_IDENTITY

gen_text_inputAPIC Tenant Custom Qos PolicyOUTPUT_CUSTOM_QOS_
POLICY_NAME
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Create APIC Data Plane Policing Policy
Summary

Create APIC Data Plane Policing Policy.
Description

This task allows User to create APIC Data Plane Policing Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentitySelect a tenant name.Tenant Name

Ygen_text_inputEnter a unique name for the data plane
policing.

Data Plane
Policing Name

APIC Data Plane Policing
Admin State Identity

Choose disabled or enabled as the
administrative state. The default value is
disabled.

Administrative
State

APIC Data Plane Policing
Policer Mode Identity

Choose bit policer or packet policer as the
policer mode. The default value is bit
policer.

Policer Mode

APIC Data Plane Policing
Rate Color Type Identity

Choose 1 rate 2 color or 2 rate 3 color as the
type. The default value is 1 rate 2 color.

Type

APIC Data Plane Policing
Policy Action Identity

Choose drop or mark or transmit as the
conform action. The default value is
transmit.

Conform Action

gen_text_inputEnter the conform mark cos. Permitted
values are: unspecified, defaultValue,0xffff
or in the range [0-6].

Conform mark
cos

gen_text_inputEnter the conform mark dscp. Permitted
values are: unspecified, defaultValue,0xffff
or in the range [0-63].

Conform mark
dscp

APIC Data Plane Policing
Policy Action Identity

Choose drop or mark or transmit as the
exceed action. The default value is drop.

Exceed Action

gen_text_inputEnter the exceedmark cos. Permitted values
are: unspecified, defaultValue,0xffff or in
the range [0-6].

Exceed mark cos

gen_text_inputEnter the exceed mark dscp. Permitted
values are: unspecified, defaultValue,0xffff
or in the range [0-63].

Exceed mark
dscp

APIC Data Plane Policing
Policy Action Identity

Choose drop or mark or transmit as the
violate action. The default value is drop.

Violate Action

gen_text_inputEnter the violate mark cos. Permitted values
are: unspecified, defaultValue,0xffff or in
the range [0-6].

Violate mark cos
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the violate mark dscp. Permitted
values are: unspecified, defaultValue,0xffff
or in the range [0-63].

Violate mark
dscp

APIC Data Plane Policing
Sharing Mode Identity

Choose dedicated policer or shared policer
as the sharing mode. The default value is
dedicated policer.

Sharing Mode

gen_text_inputEnter the committed burst size. This is
number of packets allowed at line rate
during burst.

Burst

APIC Data Plane Policing
Burst Units Identity

Choose the burst units. The default value is
bytes/packets.

Burst Units

gen_text_inputEnter an excessive burst. Permitted values
are: unspecified, defaultValue,0xffff or in
the range [0-549755813760].

Excessive Burst

APIC Data Plane Policing
Burst Units Identity

Choose the excessive brusts units. The
default value is bytes/packets.

Excessive Burst
Units

gen_text_inputEnter the allowed rate. This is committed
rate at which the packets are allowed into
the system (raw NTPD format).

Rate

APIC Data Plane Policing
Rate Units Identity

Choose the rate units. The default value is
bytes/packets per second.

Rate Units

gen_text_inputEnter the peak rate. The value must be
between 0 and 4398046510080.

Peak Rate

APIC Data Plane Policing
Rate Units Identity

Choose the rate units. The default value is
bytes/packets per second.

Peak Rate Units

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Data Plane Policing
Policy Identity

APIC Tenant's Data Plane policing
Policy Identity

OUTPUT_TENANT_DATA_
PLANE_POLICING_POLICY

gen_text_inputAPIC Tenant's Data Plane policing
Policy

OUTPUT_TENANT_DATA_
PLANE_POLICING_POLICY_
NAME
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Create APIC Destination Of Redirected Traffic
Summary

Create APIC Destination Of Redirected Traffic.
Description

This task creates an APIC destination of redirected traffic.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

Select a policy based redirect name.Policy Based
Redirect name

YipaddressEnter the IPv4 or IPV6 address. For
example, 2.2.2.2 or 1:1:1:1:2:2:2:2.

IP Address

gen_text_inputEnter a description for destination of
redirected traffic, up to 128 alphanumeric
characters.

Description

Ygen_text_inputEnter a validMAC address. For example,
aa:11:bb:11:cc:11.

MAC Address

ipaddressEnter the secondary IPv4 or IPv6 address.
For example, 2.2.2.3 or 1:1:1:1:2:2:2:3.

Second IP Address

gen_text_inputEnter the pod ID from the valid range 1
to 255. The default value is 1.

Pod ID

L4_L7_REDIRECT_
HEALTH_GROUP_
IDENTITY

Select a redirect health group.Redirect Health
Group

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

APIC Tenant Policy Based
Redirect Identity

TENANT_POLICY_BASED_
REDIRECT_IDENTITY

L4_L7_REDIRECT_HEALTH_
GROUP_IDENTITY

APIC L4 L7Health Group IdentityOUTPUT_L4_L7_HEALTH_
GROUP_IDENTITY

APIC_L4_L7_DESTINATION_
OF_REDIRECT_TRAFFIC_
IDENTITY

Destination Of Redirected Traffic
Identity

TENANT__DESTINATION_
OF_REDIRECTED_TRAFFIC_
IDENTITY
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Create APIC FHS Trust Control Policy
Summary

Create APIC FHS Trust Control Policy.
Description

This task allows user to add FHS Trust Control Policy on an APIC Tenant.
Inputs

MandatoryMappable To
Type

DescriptionInput

YApicDevice
TenantIdentity

Select a Tenant Name.Tenant Name

Ygen_text_inputEnter a unique name for the FHS trust control
policy.

Trust Control Policy
Name

gen_text_inputEnter a short description for the FHS trust control
policy. The description can be up to 128
alphanumeric characters.

Trust Control Policy
Description

BooleanCheck to allow the port to trust the DHCPv4
servers to get IP addresses and other information.
Defaults to unchecked.

Trust DHCP v4
Server

BooleanCheck to allow the port to trust the DHCPv6
servers to get IP addresses and other information.
Defaults to unchecked.

Trust DHCP v6
Server

BooleanCheck to allow the port to trust the DHCPv6
routers to get IP addresses and other information.
Defaults to unchecked.

Trust Ipv6 Router

BooleanCheck to allow the port to trust ARP packets.
Defaults to unchecked.

Trust ARP

BooleanCheck to allow the port to trust neighbor
discovery (ND) protocol packets. Defaults to
unchecked.

Trust ND

BooleanCheck to allow the port to forward all router
advertisement (RA) messages without being

Trust RA

validated against the policy. Defaults to
unchecked.

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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TypeDescriptionOutput

APIC FHS Trust COntrol
Policy Identity

APIC Tenant's FHS Trust Control
Policy Identity

OUTPUT_TENANT_FHS_
TRUST_CONTROL_POLICY
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Create APIC IP SLA Monitoring Policy
Summary

Create APIC IP SLA Monitoring Policy.
Description

This task creates an IP Service Level Agreement (SLA) monitoring policy. IP SLAs performs active
monitoring by generating and analyzing traffic to measure performance. Measurement statistics provided
by IP SLAmonitoring policy operations can be used for troubleshooting, problem analysis, and designing
network topologies. With Cisco ACI, the IP SLAmonitoring policy is associated with the service redirect
policy. All the destinations under that policy are monitored with the configurations and parameters that
are set.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select a tenant name.Tenant name

Ygen_text_inputEnter a unique name for the IP SLA
monitoring policy.

Name

gen_text_inputEnter a description for the IP SLAmonitoring
policy, up to 128 alphanumeric characters.

Description

Ygen_text_inputEnter the interval probe time to track a packet.
The allowed SLA frequency range is 1 to

SLA Frequency
(sec)

65535 seconds. The default value is 60
seconds.

YApicIpSLAMoniering
PolicySLAPolicyIdentity

Choose ICMP or TCP as the protocol types
to track the policy. The default value is
ICMP.

SLA Type

gen_text_inputEnter a SLA port number to monitor. The
default value is 0.

SLA Port

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

APIC IP SLAMonitoring Policy
Identity

APIC IP SLA Monitoring PolicyAPICIPSLAMonitoringPolicy

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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Create APIC L4-L7 Policy Based Redirect
Summary

Create APIC L4-L7 Policy Based Redirect.
Description

This task creates an APIC L4-L7 policy-based redirect.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select a tenant name.Tenant Name

Ygen_text_inputEnter a unique name for the L4-L7 Policy
Based Redirect.

L4-L7 Policy Based
Redirect Name

gen_text_inputEnter a short description for the L4-L7
Policy Based Redirect. The description
can be up to 128 alphanumeric characters.

L4-L7 Policy Based
Redirect Description

BooleanCheck to enable pod ID aware redirection.
Defaults to unchecked.

Enable Pod ID Aware
Redirection

APICL4L7Policy
BasedRedirectHashing
AlgorithmType

Choose sip-dip-prototype, dip, or sip as
the hashing algorithm. The default value
is sip-dip-prototype.

Hashing Algorithm

BooleanCheck to enable resilient hashing for
mapping traffic flows to physical nodes.
Defaults to unchecked.

Resilient Hashing
Enabled

BooleanCheck to enable anycast endpoint.
Defaults to unchecked.

Anycast Endpoint

APIC IP SLA
Monitoring Policy
Identity

Select IP SLA Monitoring Policy.IP SLA Monitoring
Policy

gen_text_inputEnter the minimum threshold percentage.
The default value is 0. The allowed
threshold range is from 0 to 100.

Min Threshold Percent
(Percentage)

gen_text_inputEnter themaximum threshold percentage.
The default value is 0. The allowed
threshold range is from 0 to 100.

Max Threshold Percent
(Percentage)

APICL4L7Policy
BasedRedirect

Choose permit action or deny action as
the threshold down action. The default
value is permit action.

ThresholdDownAction

ThresholdDownAction
Type
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Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Policy Based RedirectTENANT_POLICY_BASED_
REDIRECT

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

APIC Tenant Policy Based Redirect
Identity

TENANT_POLICY_BASED_
REDIRECT_IDENTITY
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Create APIC Route Map Entry
Summary

Create APIC Route Map Entry.
Description

This task creates a route map entry in a route map policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_TENANT_ROUTE_
MAP_POLICY_IDENTITY

Select a route map policy.Route Map
Policy

Ygen_text_inputProvide order value within the range 0 to
65535.

Order

Ygen_text_inputEnter a valid IP address with prefix, for
example: 1.2.3.1/22.

Group IP

Ygen_text_inputEnter a valid IP address with prefix, for
example: 1.2.3.1/22.

Source IP

gen_text_inputEnter a valid IP address with prefix, for
example: 1.2.3.1/22.

RP IP

APIC Route Map Entry
Action Identity

Choose permit or deny as the action. The
default value is permit.

Action

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC_TENANT_ROUTE_
MAP_POLICY_IDENTITY

APIC Tenant RouteMap Policy
Identity

OUTPUT_TENANT_ROUTE_
MAP_POLICY_IDENTITY

APIC_TENANT_ROUTE_
MAP_ENTRY_IDENTITY

APIC Tenant RouteMap Entry
Identity

OUTPUT_TENANT_ROUTE_
MAP_ENTRY_IDENTITY
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Create APIC RouteMap Policy
Summary

Create APIC RouteMap Policy.
Description

This task creates a route map policy under a tenant in APIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentitySelect a tenant name.Tenant Name

Ygen_text_inputEnter a unique name for the route map
policy name.

Name

gen_text_inputEnter a short description for the route map
policy. The description can be up to 128
alphanumeric characters.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant RouteMap Policy NameOUTPUT_TENANT_ROUTE_
MAP_POLICY_NAME

APIC_TENANT_ROUTE_
MAP_POLICY_IDENTITY

APIC Tenant RouteMap Policy
Identity

OUTPUT_TENANT_ROUTE_
MAP_POLICY_IDENTITY
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Create EIGRP Interface Policy
Summary

Create the policy on the EIGRP interface.
Description

This task creates a policy on the Enhanced Interior Gateway Routing Protocol (EIGRP) interface with
name, state, and interval time information.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select an APIC Tenant.Tenant name

Ygen_text_inputEnter an APIC EIGRP Interface Policy
name.

Name

gen_text_inputEnter an APIC EIGRP Interface Policy
description.

Description

gen_text_inputCheck/Uncheck multiple options for
Control State.

Control State

gen_text_inputEnter Hello Interval in seconds. Valid range
is 1 to 65535 seconds. The default value is
5.

Hello Interval(sec)

gen_text_inputEnter Dead Interval in seconds. Valid range
is 1 to 65535 seconds. The default value is
15.

Hold Interval(sec)

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenant
EIGRPInterfaceIdentity

Apic Tenant EIGRP Interface
Identity

DEVICE_TENANT_EIGRP_
INTERFACE_IDENTITY
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Create L4 L7 Redirect Health Group
Summary

Create a L4 L7 Redirect Health Group.
Description

This task creates an L4-L7 redirect health group.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentitySelect a tenant name.Tenant Name

Ygen_text_inputEnter a unique name for L4-L7
redirect health group.

Redirect Health Group
Name

gen_text_inputEnter a short description for L4-L7
redirect health group.

Description

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC L4 L7 Health Group Name on
which the selected operation was
performed

OUTPUT_L4_L7_HEALTH_
GROUP_NAME

L4_L7_REDIRECT_
HEALTH_GROUP_
IDENTITY

APIC L4 L7 Health Group IdentityOUTPUT_L4_L7_HEALTH_
GROUP_IDENTITY
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Create ND Interface Policy
Summary

Create an ND interface policy.
Description

This task creates a ND interface policy on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select an APIC Tenant.Tenant name

Ygen_text_inputEnter an APIC ND Interface Policy name.Name

gen_text_inputEnter a description for the APIC ND
Interface Policy. Up to 128 characters are
allowed.

Description

gen_text_inputCheck to enable multiple options to
Controller State. Default is that all Controller
values are unchecked.

Controller State

gen_text_inputEnter maximum number of hops. Default
Hop Limit value is 64.

Hop Limit

gen_text_inputEnter NS Transmission Interval in
milliseconds. Default Interval value is 1000.

NS Transmission
Interval(msec)

gen_text_inputEnter Number of Maximum Transmission
Units. Default Max Transmission value is
9000.

MTU

gen_text_inputEnter Number of Retransmission Retries.
Default Retry Count value is 3.

Retransmission Retry
Count

gen_text_inputEnter Route Advertise Interval in seconds.
Default Interval value is 600.

Route Advertise
Interval(sec)

gen_text_inputEnter Router Lifetime in seconds. Default
Lifetime value is 1800.

Router Lifetime(sec)

gen_text_inputEnter Reachable Time in milliseconds.
Default Reachable value is 0.

Reachable
Time(msec)

gen_text_inputEnter Retransmit Timer in milliseconds.
Default Retransmit value is 0.

Retransmit
Timer(msec)

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantNDInterface
PolicyIdentity

Apic Tenant ND Interface Policy
Identity

DEVICE_TENANT_ND_
INTERFACE_IDENTITY
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Create ND RA Prefix Policy
Summary

Create ND RA Prefix Policy.
Description

This task will allow user to create ND RA Prefix policy for tenant in APIC.While ND interface policies
are deployed under BDs, ND prefix policies are deployed for individual subnets. The ND prefix policy
is on a subnet level. Every BD can have multiple subnets, and each subnet can have a different ND prefix
policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select a tenant name.Tenant Name

Ygen_text_inputEnter a unique name for the ND RA prefix
policy. The name can be up to 64

Name

alphanumeric characters. Special characters
allowed are [ - , _ ].

gen_text_inputEnter a description for the ND RA prefix
policy, up to 128 alphanumeric characters.

Description

Controller State

BooleanCheck to enable auto configuration. Defaults
to checked.

Auto Configuration

BooleanCheck to indicate that the prefix carried in
the RA message can be allocated to the local
link. Defaults to checked.

On link

BooleanCheck to enable the router address. Defaults
to unchecked.

Router Address

Ygen_text_inputEnter the valid lifetime of the prefix.Valid Prefix Lifetime

Ygen_text_inputEnter the preferred lifetime of the prefix.Preferred Prefix
Lifetime

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC ND RA Prefix Policy
Identity

APIC Tenant's ND RA Prefix
Identity

OUTPUT_TENANT_NDRA_
PREFIX_POLICY_IDENTITY
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Create OSPF Interface Policy
Summary

Create an OSPF interface policy.
Description

This task creates an open shortest path first (OSPF) interface policy on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
Identity

Select an APIC Tenant.Tenant name

Ygen_text_inputEnter an OSPF Interface Policy name.Name

gen_text_inputEnter additional description to OSPF Interface
Policy. Up to 128 characters are allowed.

Description

gen_text_inputSelect a network Type. Default Network Type
is 'unspecified'.

Network Type

gen_text_inputEnter Priority range from 0 to 255. The
default value is 1.

Priority

gen_text_inputEnter Cost of Interface. Valid range is 1 to
65535. The default value is 0.

Cost of Interface

gen_text_inputCheck and uncheck multiple Interface
Controls.

Interface Controls

gen_text_inputEnter Hello Interval in seconds. Valid range
is 1 to 65535 seconds. The default value is
10.

Hello Interval(sec)

gen_text_inputEnter Dead Interval in seconds. Valid range
is 1 to 65535 seconds. The default value is
40.

Dead Interval(sec)

gen_text_inputEnter Retransmit Interval in seconds. Valid
range is 1 to 65535 seconds. The default value
is 5.

Retransmit
Interval(sec)

gen_text_inputEnter Transmit Delay in seconds. Valid range
is 1 to 450 seconds. The default value is 1.

Transmit Delay(sec)

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantOSPFInterface
Identity

Apic Tenant OSPF Interface
Identity

DEVICE_TENANT_OSPF_
INTERFACE_IDENTITY
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Create OSPF Timers
Summary

Create OSPF timer entries to a device via APIC.
Description

This task creates open shortest path first (OSPF) timer entries to the device via APIC. The entry can
include all OSPF time factor variables.

Inputs

MandatoryMappable To
Type

DescriptionInput

YApicDeviceTenant
Identity

Select an APIC Tenant.Tenant name

Ygen_text_inputEnter OSPF Timer name.Name

gen_text_inputEnter a description of OSPF Timer. Up
to 128 characters are allowed.

Description

gen_text_inputEnter bandwidthReference (MBPS)
within the range 1 to 4000000.

Bandwidth
Reference(MBPS)

gen_text_inputEnter AdminDistance Preferencewithin
the range 1 to 255.

Admin Distance Preference

gen_text_inputEnterMaximumECMPwithin the range
1 to 16.

Maximum ECMP

gen_text_inputEnter the Initial SPF Schedule in
milliseconds. Valid range is 1 to 600000.

Initial SPF Schedule Delay
Interval(MS)

gen_text_inputEnter Minimum Hold Time in
milliseconds. Valid range is 1 to 600000.

Minimum Hold Time
Between Spf Calculations
(MS)

gen_text_inputEnter Maximum wait in milliseconds.
Valid range is 1 to 600000.

Maximum Wait Time
Between Spf Calculations
(MS)

gen_text_inputEnter LSA Group pacing in seconds.
Valid range is 1 to 1800.

LSA Group Pacing Interval
(SECS)

gen_text_inputEnterMinimum interval inmilliseconds.
Valid range is 1 to 600000.

Minimum Interval Between
Arrival of a LSA (MS)

gen_text_inputEnter LSAGeneration Throttle start wait
in milliseconds. Valid range is 0 to 5000.

LSA Generation Throttle
Start Wait Interval (MS)

gen_text_inputEnter LSA Generation Throttle Hold
Interval in milliseconds. Valid range is
50 to 30000.

LSA Generation Throttle
Hold Interval (MS)

gen_text_inputEnter Generation Throttle Maximum
Interval in milliseconds. Valid range is
50 to 30000.

LSA Generation Throttle
Maximum Interval (MS)
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MandatoryMappable To
Type

DescriptionInput

gen_text_inputCheck to enable Graceful Restart
Controls for Timer. Default Controls
value is checked.

Graceful Restart Controls

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantOSPFTimers
Identity

Apic Tenant OSPF IdentityDEVICE_TENANT_OSPF_
IDENTITY
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Delete APIC Custom QOS Policy
Summary

Delete APIC Custom QoS Policy from Tenant on APIC.
Description

This task deletes a custom QoS policy from an APIC tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicTenantCustomQos
PolicyIdentity

Select an custom QOS
policy name to be deleted.

Custom QOS Policy Name

YDo you want to delete the
selected Custom QOS Policy?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicTenantCustomQosPolicy
Identity

Custom QOS Policy IdentityTENANT_CUSTOM_QOS_
POLICY_IDENTITY
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Delete APIC Data Plane Policing Policy
Summary

Delete APIC Data Plane Policing Policy.
Description

This task allows User to delete APIC Data Plane Policing Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC Data Plane Policing
Policy Identity

Select data plane policing
policy to be deleted.

Data Plane Policing Policy Name

YDo you want to delete the selected
data plane policing policy?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Data Plane Policing
Policy Identity

APIC Tenant's Data Plane policing
Policy Identity

OUTPUT_TENANT_DATA_
PLANE_POLICING_POLICY

gen_text_inputAPIC Tenant's Data Plane policing
Policy

OUTPUT_TENANT_DATA_
PLANE_POLICING_POLICY_
NAME
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Delete APIC Destination Of Redirected Traffic
Summary

Delete APIC Destination Of Redirected Traffic
Description

This task deletes an APIC destination of redirected traffic.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_L4_L7_
DESTINATION_OF_

Select a destination of redirected
traffic to be deleted.

Destination Of Redirected
Traffic

REDIRECT_TRAFFIC_
IDENTITY

YDo you want to delete the
selected destination of redirected
traffic?

Do you want to delete the
selected destination of
redirected traffic?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

APIC Tenant Policy Based Redirect
Identity

TENANT_POLICY_BASED_
REDIRECT_IDENTITY

APIC_L4_L7_DESTINATION_
OF_REDIRECT_TRAFFIC_
IDENTITY

Destination Of Redirected Traffic
Identity

TENANT__DESTINATION_
OF_REDIRECTED_TRAFFIC_
IDENTITY
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Delete APIC FHS Trust Control Policy
Summary

Delete APIC FHS Trust Control Policy.
Description

This task allows user to remove FHS Trust Control Policy from an APIC Tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC FHS Trust COntrol
Policy Identity

Select FHS trust control
policy name to be deleted.

FHS Trust Control Policy Name

YDo youwant to delete the selected
FHS trust control policy?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC FHS Trust COntrol
Policy Identity

APIC Tenant's FHS Trust Control
Policy Identity

OUTPUT_TENANT_FHS_
TRUST_CONTROL_POLICY
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Delete APIC IP SLA Monitoring Policy
Summary

Delete APIC IP SLA Monitoring Policy.
Description

This task deletes an IP SLA monitoring policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC IP SLA Monitoring
Policy Identity

Select an IP SLA
policy.

IP SLA Policy

YDo you want to delete the
selected IP SLA Policy?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected operation
was performed

APIC_ACCOUNT
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Delete APIC L4-L7 Policy Based Redirect
Summary

Delete APIC L4-L7 Policy Based Redirect.
Description

This task deletes an APIC L4-L7 policy-based redirect.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

Select a policy based
redirect name to be
deleted.

Policy Based Redirect Name

YDo you want to delete the
selected Policy Based Redirect?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Policy Based RedirectTENANT_POLICY_BASED_
REDIRECT

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

APIC Tenant Policy Based Redirect
Identity

TENANT_POLICY_BASED_
REDIRECT_IDENTITY
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Delete APIC Route Map Entry
Summary

Delete APIC Route Map Entry.
Description

This task removes a route map entry from a route map policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_TENANT_ROUTE_
MAP_ENTRY_IDENTITY

Select a route map entry
to be deleted.

Route Map Entry

YDo you want to delete the
selected route map entry?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC_TENANT_ROUTE_
MAP_POLICY_IDENTITY

APIC Tenant RouteMap Policy
Identity

OUTPUT_TENANT_ROUTE_
MAP_POLICY_IDENTITY

APIC_TENANT_ROUTE_
MAP_ENTRY_IDENTITY

APIC Tenant RouteMap Entry
Identity

OUTPUT_TENANT_ROUTE_
MAP_ENTRY_IDENTITY
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Delete APIC RouteMap Policy
Summary

Delete APIC RouteMap Policy.
Description

This task deletes a route map policy under a tenant in APIC.
Inputs

MandatoryMappable To TypeDescriptionInput

APIC_TENANT_ROUTE_
MAP_POLICY_IDENTITY

Select a route map
policy to delete.

RouteMap Policy

YDo you want to delete the
selected route map policy?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant RouteMap Policy NameOUTPUT_TENANT_ROUTE_
MAP_POLICY_NAME

APIC_TENANT_ROUTE_
MAP_POLICY_IDENTITY

APIC Tenant RouteMap Policy
Identity

OUTPUT_TENANT_ROUTE_
MAP_POLICY_IDENTITY
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Delete EIGRP Interface Policy
Summary

Delete the EIGRP timer entries to the device via APIC.
Description

This task deletes the Enhanced Interior Gateway Routing Protocol (EIGRP) timer entries to the device
of all configured information via APIC.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
EIGRPInterfaceIdentity

Select an APIC EIGRP Interface
Policy.

Select EIGRP Interface Policy

YDo you want to delete the
selected Tenant EIGRP Interface
Policy?

Do you want to delete the
selected Tenant EIGRP
Interface Policy?

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenant
EIGRPInterfaceIdentity

Apic Tenant EIGRP Interface
Identity

DEVICE_TENANT_EIGRP_
INTERFACE_IDENTITY
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Delete L4 L7 Redirect Health Group
Summary

Delete a L4 L7 Redirect Health Group.
Description

This task delete an L4-L7 redirect health group.
Inputs

MandatoryMappable To TypeDescriptionInput

YL4_L7_REDIRECT_
HEALTH_GROUP_
IDENTITY

Select a L4-L7 redirect health
group to be deleted.

L4 L7 Redirect Health Group

YDo you want to delete the
selected L4-L7 redirect health
group?

Do you want to delete the
selected L4-L7 Redirect
Health Group?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC L4 L7 Health Group Name on
which the selected operation was
performed

OUTPUT_L4_L7_HEALTH_
GROUP_NAME

L4_L7_REDIRECT_
HEALTH_GROUP_
IDENTITY

APIC L4 L7 Health Group IdentityOUTPUT_L4_L7_HEALTH_
GROUP_IDENTITY
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Delete ND Interface Policy
Summary

Delete an ND interface policy.
Description

This task deletes a ND interface policy on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantNDInterface
PolicyIdentity

Select anAPICND Interface
Policy.

ND Interface Policy
Name

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantNDInterface
PolicyIdentity

Apic Tenant ND Interface Policy
Identity

DEVICE_TENANT_ND_
INTERFACE_IDENTITY
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Delete ND RA Prefix Policy
Summary

Delete ND RA Prefix Policy.
Description

This task will allow user to delete a ND RA Prefix policy available in APIC tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC ND RA Prefix Policy
Identity

Select a ND RA prefix policy
to be deleted.

NDRA Prefix Policy

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC ND RA Prefix Policy
Identity

APIC Tenant's ND RA Prefix
Identity

OUTPUT_TENANT_NDRA_
PREFIX_POLICY_IDENTITY
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Delete OSPF Interface Policy
Summary

Delete a policy from the OSPF interface.
Description

This task deletes a policy from the open shortest path first (OSPF) interface.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
OSPFInterfaceIdentity

Select OSPF Interface Policy.OSPF Interface Policy

YDo you want to delete the
selected Tenant OSPF Interface
Policy?

Do you want to delete the
selected Tenant OSPF
Interface Policy?

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantOSPFInterface
Identity

Apic Tenant OSPF Interface
Identity

DEVICE_TENANT_OSPF_
INTERFACE_IDENTITY
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Delete OSPF Timers
Summary

Delete OSPF timer entries from a device via APIC.
Description

This task deletes open shortest path first (OSPF) timer entries from a device via APIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
OSPFTimersIdentity

Select OSPF Timer name.OSPF Timer Name

YDo you want to delete the
selected Tenant OSPF Timers?

Do you want to delete the
selected Tenant OSPF
Timers?

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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Remove DSCP from Priority Map in APIC Custom QoS Policy
Summary

Remove DSCP from Priority Map in APIC Custom QoS Policy.
Description

This task removes a DSCP from a priority map in a custom QoS policy on an APIC tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

YCustomQosDscpPriorityto
MapRange

Select an DSCP priority
range to be deleted.

Priority Range

YDo you want to remove the
selected priority range from
map?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicTenantCustomQos
PolicyIdentity

Custom QOS Policy IdentityTENANT_CUSTOM_QOS_
POLICY_IDENTITY

gen_text_inputCustomQoS's DSCP Priority Range
to Map

OUTPUT_CUSTOM_QOS_DSCP_
PRIORITY_RANGE

CustomQosDscpPriorityto
MapRange

CustomQoS's DSCP Priority Range
to Map Identity

OUTPUT_CUSTOM_QOS_DSCP_
PRIORITY_RANGE_IDENTITY
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Remove Dot1P Classifier from Custom QOS Policy in APIC
Protocol

Summary
Remove dot1P classifier from custom QoS policy in APIC protocol.

Description
This Task deletes a Dot1P Classifier from an APIC tenant's custom QOS policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC Custom QOS Dot1P
Classifier Identity

Select a custom QOS Dot1P
classifier to be deleted.

Dot1P Classifier

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicTenantCustomQosPolicy
Identity

Custom QOS Policy IdentityTENANT_CUSTOM_QOS_
POLICY_IDENTITY

APIC Custom QOS Dot1P
Classifier Identity

Custom QOS Dot1P Classifier
Identity

CustomQOSDot1PClassifier
Identity
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Remove IGMP Interface Policy
Summary

Remove IGMP Interface Policy.
Description

This task removes an IGMP interface policy from a tenant in APIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YINTERFACE_
POLICY_IDENTITY

Select IGMP interface policy name
to be deleted.

IGMP Interface Policy Name

YDo you want to delete the selected
IGMP Interface Policy?

Do you want to delete the
selected IGMP Interface
Policy?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC IGMP Interface Policy Name on
which the selected operation was
performed

OUTPUT_IGMP_
INTERFACE_POLICY_NAME

INTERFACE_POLICY_
IDENTITY

APIC IGMP Interface Policy IdentityOUTPUT_IGMP_
INTERFACE_POLICY_
IDENTITY
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Remove NetFlow Monitor Policy from APIC Interface Profile
Summary

Removes a NetFlow Monitor Policy from APIC Interface Profile.
Description

This task removes a NetFlow monitor policy from an APIC interface profile on the external routed
network of an APIC controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_DEVICE_
TENANT_LOGICAL_

Select a NetFlowMonitor policy
to remove from Inteface profile

NetFlow Monitor Policy
Name

NETFLOW_
MONITORING_
POLICY_IDENTITY

YDo you want to delete the
selectedNetFlowMonitor Policy
From Logical Interface profile?

Do you want to delete the
selected NetFlow Monitor
Policy From Logical
Interface profile?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operationwas performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operationwas performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

External Routed Network
Identity

TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

ApicDeviceTenantLogicalNode
ProfileIdentity

Logical Node Profile IdentityOUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
InterfaceProfileIdentity

Logical Interface Profile IdentityOUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_
IDENTITY

gen_text_inputNetFlow Monitor policy nameOUTPUT_TENANT_NETFLOW_
MONITOR_POLICY_NAME

APIC_DEVICE_TENANT_
LOGICAL_NETFLOW_

APIC Tenant's Logical NetFlow
Monitor Policy Identity

OUTPUT_TENANT_LOGICAL_
NETFLOW_MONITOR_POLICY_
IDENTITY MONITORING_POLICY_

IDENTITY
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Update APIC Data Plane Policing Policy
Summary

Update APIC Data Plane Policing Policy.
Description

This task allows User to update APIC Data Plane Policing Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

APIC Data Plane Policing
Policy Identity

Select a data plane policing policy.Data Plane
Policing Policy

APIC Data Plane Policing
Admin State Identity

Choose disabled or enabled as the
administrative state. The default value is
disabled.

Administrative
State

APIC Data Plane Policing
Policer Mode Identity

Choose Bit policer or Packet Policer as the
policer mode. The default value is Bit
policer.

Policer Mode

APIC Data Plane Policing
Rate Color Type Identity

Choose 1 Rate 2 Color or 2 Rate 3 Color as
the type. The default value is 1 Rate 2 color.

Type

APIC Data Plane Policing
Policy Action Identity

Choose Drop or Mark or Transmit as the
conform action. The default value is
Transmit.

Conform Action

gen_text_inputEnter the conform mark cos. Permitted
values are: unspecified, defaultValue,0xffff
or in the range [0-6].

Conform mark
cos

gen_text_inputEnter the conform mark dscp. Permitted
values are: unspecified, defaultValue,0xffff
or in the range [0-63].

Conform mark
dscp

APIC Data Plane Policing
Policy Action Identity

Choose Drop or Mark or Transmit as the
exceed action. The default value is Drop.

Exceed Action

gen_text_inputEnter the exceedmark cos. Permitted values
are: unspecified, defaultValue,0xffff or in
the range [0-6].

Exceed mark cos

gen_text_inputEnter the exceed mark dscp. Permitted
values are: unspecified, defaultValue,0xffff
or in the range [0-63].

Exceed mark
dscp

APIC Data Plane Policing
Policy Action Identity

Choose Drop or Mark or Transmit as the
violate action. The default value is Drop.

Violate Action

gen_text_inputEnter the violate mark cos. Permitted values
are: unspecified, defaultValue,0xffff or in
the range [0-6].

Violate mark cos
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the violate mark dscp. Permitted
values are: unspecified, defaultValue,0xffff
or in the range [0-63].

Violate mark
dscp

APIC Data Plane Policing
Sharing Mode Identity

Choose Dedicated Policer or Shared Policer
as the Sharing Mode. The default value is
Dedicated Policer.

Sharing Mode

gen_text_inputThis is committed burst size. This is number
of packets allowed at line rate during burst.

Burst

APIC Data Plane Policing
Burst Units Identity

Choose the burst units. The default value is
Bytes/Packets.

Burst Units

gen_text_inputEnter an excessive burst. Permitted values
are: unspecified, defaultValue,0xffff or in
the range [0-549755813760].

Excessive Burst

APIC Data Plane Policing
Burst Units Identity

Choose the excessive brust units. The default
value is Bytes/Packets.

Excessive Burst
Units

gen_text_inputAn allowed rate. This is committed rate at
which the packets are allowed into the
system (raw NTPD format).

Rate

APIC Data Plane Policing
Rate Units Identity

Choose the rate units. The default value is
Bytes/Packets per second.

Rate Units

gen_text_inputEnter the Peak Rate. The value must be
between 0 and 4398046510080.

Peak Rate

APIC Data Plane Policing
Rate Units Identity

Choose the rate units. The default value is
Bytes/Packets per second.

Peak Rate Units

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC Data Plane Policing
Policy Identity

APIC Tenant's Data Plane policing
Policy Identity

OUTPUT_TENANT_DATA_
PLANE_POLICING_POLICY

gen_text_inputAPIC Tenant's Data Plane policing
Policy

OUTPUT_TENANT_DATA_
PLANE_POLICING_POLICY_
NAME
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Update APIC Destination Of Redirected Traffic
Summary

Update APIC Destination Of Redirected Traffic
Description

This task updates an APIC destination of redirected traffic.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_L4_L7_
DESTINATION_OF_

Select a destination of redirected traffic
to update.

Destination Of
Redirected Traffic

REDIRECT_TRAFFIC_
IDENTITY

gen_text_inputEnter a description for the destination
of redirected traffic, up to 128
alphanumeric characters.

Description

Ygen_text_inputEnter a valid MAC address. For
example, aa:11:bb:11:cc:11.

MAC Address

ipaddressEnter the secondary IPv4 or IPv6
address. For example, 2.2.2.3 or
1:1:1:1:2:2:2:3.

Second IP Address

gen_text_inputEnter the pod ID from the valid range
1 to 255. The default value is 1.

Pod ID

L4_L7_REDIRECT_
HEALTH_GROUP_
IDENTITY

Select a redirect health group.Redirect Health
Group

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the
selected operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

APIC Tenant Policy Based
Redirect Identity

TENANT_POLICY_BASED_
REDIRECT_IDENTITY

L4_L7_REDIRECT_HEALTH_
GROUP_IDENTITY

APIC L4 L7Health Group IdentityOUTPUT_L4_L7_HEALTH_
GROUP_IDENTITY

APIC_L4_L7_DESTINATION_
OF_REDIRECT_TRAFFIC_
IDENTITY

Destination Of Redirected Traffic
Identity

TENANT__DESTINATION_
OF_REDIRECTED_TRAFFIC_
IDENTITY
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Update APIC IP SLA Monitoring Policy
Summary

Update APIC IP SLA Monitoring Policy.
Description

This task updates an IP SLA monitoring policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC IP SLA Monitoring
Policy Identity

Select an IP SLA policy.IP SLA Policy

gen_text_inputEnter a description for IP SLAmonitoring
policy, up to 128 alphanumeric characters.

Description

Ygen_text_inputEnter the interval probe time to track a
packet. The allowed SLA frequency range
is 1 to 65535 seconds.

SLA
Frequency(sec)

YApicIpSLAMoniering
PolicySLAPolicyIdentity

Choose ICMP or TCP as the protocol
types to track the policy.

SLA Type

gen_text_inputEnter the SLA port number that has to be
monitored.

SLA Port

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

APIC IP SLAMonitoring Policy
Identity

APIC IP SLA Monitoring PolicyAPICIPSLAMonitoringPolicy

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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Update APIC L4-L7 Policy Based Redirect
Summary

Update APIC L4-L7 Policy Based Redirect.
Description

This task updates an APIC L4-L7 policy-based redirect.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_L4_L7_
POLICY_BASED_

Select a policy based redirect name to
update.

Policy Based Redirect
Name

REDIRECT_
IDENTITY

gen_text_inputEnter a short description for the L4-L7
Policy Based Redirect. The description
can be up to 128 alphanumeric characters.

L4-L7 Policy Based
Redirect Description

BooleanCheck this box to enable pod ID aware
redirection. By default, the check box is
unchecked.

Enable Pod ID Aware
Redirection

APICL4L7PolicyBased
RedirectHashing
AlgorithmType

Choose sip-dip-prototype, dip, or sip as
the hashing algorithm. The default value
is sip-dip-prototype.

Hashing Algorithm

BooleanCheck the box to enable resilient hashing
for mapping traffic flows to physical

Resilient Hashing
Enabled

nodes. By default, the check box is
unchecked.

BooleanCheck the box to enable anycast endpoint.
By default, the check box is unchecked.

Anycast Endpoint

APIC IP SLA
Monitoring Policy
Identity

Select IP SLA Monitoring Policy.IP SLA Monitoring
Policy

gen_text_inputEnter the minimum threshold percentage.
The default value is 0. The allowed
threshold range is from 0 to 100.

Min Threshold Percent
(Percentage)

gen_text_inputEnter the maximum threshold percentage.
The default value is 0. The allowed
threshold range is from 0 to 100.

MaxThreshold Percent
(Percentage)

APICL4L7PolicyBased
RedirectThreshold
DownActionType

Choose permit action or deny action as
the threshold down action. The default
value is permit action.

Threshold Down
Action
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Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant's Policy Based RedirectTENANT_POLICY_BASED_
REDIRECT

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

APIC Tenant Policy Based Redirect
Identity

TENANT_POLICY_BASED_
REDIRECT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
614

APIC - Tenant Policies Operations
Update APIC L4-L7 Policy Based Redirect



Update IGMP Interface Policy
Summary

Update IGMP Interface Policy.
Description

This task updates an IGMP interface policy to a tenant in APIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YINTERFACE_
POLICY_IDENTITY

Select IGMP interface policy name to
be updated.

IGMP Interface Policy
Name

gen_text_inputEnter an description for the IGMP
interface policy, up to 128
alphanumeric characters.

Description

BooleanCheck to enable v3 ASM. Defaults to
unchecked.

Allow v3 ASM

BooleanCheck to enable fast leave. Defaults to
unchecked.

Fast Leave

BooleanCheck to enable report link local
groups. Defaults to unchecked.

Report Link Local
Groups

Ygen_text_inputEnter an group timeout in seconds. The
default value is 260 seconds.

Group Timeout (sec)

Ygen_text_inputEnter an query interval in seconds. The
default value is 125 seconds.

Query Interval (sec)

Ygen_text_inputEnter an query response interval in
seconds. The default value is 10
seconds.

Query Response Interval
(sec)

Ygen_text_inputEnter an last member count. The default
value is 2.

Last Member Count

Ygen_text_inputEnter an last member response time in
seconds. The default value is 1 seconds.

Last Member Response
Time (sec)

APIC Version IdentityChoose Version 2, Version 3 as
Version. The default value is Version
2.

Version

Ygen_text_inputEnter an startup query count. The
default value is 2.

Startup Query Count

Ygen_text_inputEnter an startup query interval in
seconds. The default value is 31
seconds.

Startup Query Interval
(sec)

Ygen_text_inputEnter an querier in seconds. The default
value is 255 seconds.

Querier Timeout (sec)
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MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter an robustness variable. The
default value is 2.

Robustness Variable

APIC_TENANT_
ROUTE_MAP_
POLICY_IDENTITY

Select state limit route map.State Limit Route Map

gen_text_inputEnter an maximum multicast entries.Maximum Multicast
Entries

gen_text_inputEnter an reserved multicast entries.Reserved Multicast
Entries

APIC_TENANT_
ROUTE_MAP_
POLICY_IDENTITY

Select report policy route map.Report Policy Route
Map

APIC_TENANT_
ROUTE_MAP_
POLICY_IDENTITY

Select static report route map.Static Report RouteMap

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC IGMP Interface Policy Name on
which the selected operation was
performed

OUTPUT_IGMP_
INTERFACE_POLICY_NAME

INTERFACE_POLICY_
IDENTITY

APIC IGMP Interface Policy IdentityOUTPUT_IGMP_
INTERFACE_POLICY_
IDENTITY
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APIC - VMM Domain Operations

This chapter contains the following sections:

• Create vCenter Domain in APIC, on page 618
• Delete vCenter Domain in APIC, on page 620
• Update vCenter Domain in APIC, on page 621
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Create vCenter Domain in APIC
Summary

Create vCenter domain in APIC.
Description

This task creates a vCenter domain in the virtual machine manager (VMM) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceIdentityAccount NameAccount Name

Ygen_text_inputDomain NameDomain Name

Ygen_text_inputChoose a vendor. the vendors
are VMware andMicrosoft. The
default is 'VMware'.

Vendor

Ygen_text_inputVirtual SwitchVirtual Switch

gen_text_inputSwitching PreferenceSwitching Preference

gen_text_inputEncapsulationEncap

gen_text_inputMulticast AddressMulticast Address

ApicVlanPoolIdentityMulticast Address PoolMulticast Address Pool

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity
Profile

Associated Attachable
Entity Profile

ApicVlanPoolIdentityVLAN PoolVLAN Pool

gen_text_inputvCenter CredentialsAdd vCenter Credentials

gen_text_inputController TypeController Type

SCVMM ControllerSCVMM Controller

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputVMM DomainVMM_DOMAIN

ApicVmmDomainIdentityVMM Domain IdentityVMM_DOMAIN_IDENTITY

ApicDomainProfileIdentityVMM Domain Profile IdentityVMM_DOMAIN_PROFILE_
IDENTITY

ApicVMNetworkingDomain
ProfileIdentity

APIC Device VM Networking
VMM Domain Profile Identity

VMNETWORKING_VMM_
DOMAIN_PROFILE_IDENTITY

gen_text_inputVirtual Switch ModeVIRTUAL_SWITCH_MODE
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TypeDescriptionOutput

gen_text_inputAssociated Attachable Entity
Profile

ENTITY_PROFILE

gen_text_inputVLAN PoolVLAN_POOL

ApicVlanPoolIdentityVLAN Pool IdentityVLAN_POOL_IDENTITY

ApicAssociatedAttachable
EntityProfileIdentity

Associated Attachable Entity
Profile Identity

ENTITY_PROFILE_IDENTITY

VMwareDVSwitchIdentityVMware DV Switch IdentityVMWARE_DV_SWITCH_
IDENTITY

uplinkPortGroupLovListVMware DVSwitch Uplink Port
Group

OUTPUT_VDS_UPLINK_
PORTGROUP_NAME
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Delete vCenter Domain in APIC
Summary

Delete vCenter domain in APIC.
Description

This task deletes a vCenter domain from a virtual machine manager (VMM) domain on the APIC
controller.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicVmmDomainIdentitySelect a domain name to
delete.

Domain Name

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputVMM DomainVMM_DOMAIN

ApicVmmDomainIdentityVMM Domain IdentityVMM_DOMAIN_IDENTITY
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Update vCenter Domain in APIC
Summary

Update vCenter domain in APIC.
Description

This task updates a vCenter domain in a virtual machine manager (VMM) domain on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicVmmDomain
Identity

Select a Domain name to modify.Domain Name

Ygen_text_inputChoose a vendor. The vendors are VMware
and Microsoft. The default is 'VMware'.

Vendor

Ygen_text_inputChoose a Virtual Switch. The Virtual
Switches are VMware Vsphere Distributed

Virtual Switch

Switch and Cisco AVS. The default is
'VMware Vsphere Distributed Switch'.

Ygen_text_inputChoose Switching Preference. Choices are
No Local Switching or Local Switching.

Switching Preference

Ygen_text_inputChoose Encapsulation. Choices are VLAN
or VXLAN.

Encapsulation

ApicAssociated
AttachableEntity
ProfileIdentity

Select AssociatedAttachable Entity profile.Associated Attachable
Entity Profile

ApicVlanPoolIdentitySelect VLAN Pool.VLAN Pool

gen_text_inputEnter the multicast address. The range of
multicast addresses is 224.0.0.0 to 239.255.
255.255.

Multicast Address

ApicVlanPoolIdentitySelect Multicast Address Pool.Multicast Address Pool

gen_text_inputCheck this option to set vCenter
Credentials. By default, this field is
unchecked.

Add vCenter
Credentials

Provide one or more Credential.vCenter Credentials

Provide one or more vCenter.vCenter

Provide one or more SCVMM Controller.SCVMM Controller

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputVMM DomainVMM_DOMAIN
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TypeDescriptionOutput

ApicVmmDomainIdentityVMM Domain IdentityVMM_DOMAIN_IDENTITY

ApicDomainProfileIdentityVMM Domain Profile IdentityVMM_DOMAIN_PROFILE_
IDENTITY

gen_text_inputVirtual Switch ModeVIRTUAL_SWITCH_MODE

gen_text_inputAssociatedAttachable Entity ProfileENTITY_PROFILE

gen_text_inputVLAN PoolVLAN_POOL

ApicVlanPoolIdentityVLAN Pool IdentityVLAN_POOL_IDENTITY

ApicAssociatedAttachable
EntityProfileIdentity

AssociatedAttachable Entity Profile
Identity

ENTITY_PROFILE_IDENTITY
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APIC - VRF Operations

This chapter contains the following sections:

• Add APIC VzAny Contract Interface To VRF, on page 624
• Add APIC vzAny Contract to VRF, on page 625
• Add APIC vzAny EPG Any Label To VRF, on page 626
• Add APIC vzAny Subject Label To VRF, on page 628
• Create VRF in APIC, on page 630
• Delete APIC vzAny Contract from VRF, on page 631
• Delete APIC vzAny EPG Any Label from VRF, on page 632
• Delete APIC vzAny Subject Label From VRF, on page 633
• Delete VRF in APIC, on page 634
• Remove APIC VzAny Contract Interface From VRF, on page 635
• Update APIC vzAny Contract to VRF, on page 636
• Update vzAny Global Properties, on page 637
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Add APIC VzAny Contract Interface To VRF
Summary

Add APIC VzAny Contract Interface To VRF.
Description

This task removes an APIC vzAny contract interface from vzAny.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantPrivateNetwork
Identity

Select a VRF.VRF

YApicDeviceTenantImportContract
Identity

Click to choose a contract interface
that you want to add to the contact.

Contract
Interface

ApicCustomQosPriorityContract
InterfaceIdentity

Choose the priority level of the
service contract. The default value is
unspecified.

QOS

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputPrivate Network on which the
selected operation was performed

TENANT_PRIVATE_
NETWORK

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_
IDENTITY

gen_text_inputContract Interface NameOUTPUT_CONTRACT_
INTERFACE_NAME

APIC_CONTRACT_
INTERFACE_IDENTITY

Contract Interface IdentityOUTPUT_CONTRACT_
INTERFACE_IDENTITY
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Add APIC vzAny Contract to VRF
Summary

Add Contract to VRFs vzAny.
Description

This task adds a contract to VRFs vzAny. Contracts provide a way for the Cisco Application Centric
Infrastructure (ACI) administrator to control traffic flow within the ACI fabric between endpoint groups.
These contracts use a provider-consumer model where one endpoint group provides the services it wants
to offer and another endpoint group consumes them. Contracts are assigned a scope of Global, Tenant,
VRF, or Application Profile, which limit the accessibility of the contract. A contract consists of one or
more subjects. Each subject contains one or more filters. Each filter contains one or more entries. Each
entry is equivalent to a line in an access control list (ACL) that is applied on the leaf switch to which the
endpoint within the endpoint group is attached.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantPrivate
NetworkIdentity

Select a VRF.VRFs

BooleanEnable to add provided contract. Disable
to add consumed contract.

Is Provided
Contract

YApicDeviceTenantContract
Identity

Click to choose a contract name for the
vzAny.

Name

YAPIC vzAny QoS Class
Identity

Choose the priority level of the quality
of service( QoS). The default value is
Unspecified.

QoS Class

YAPICvzAnyMatchType
Identity

Choose the match criteria for the
contract. The default value is Atlease
One.

Contract Match
Type

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_IDENTITY

APIC VRF vzAny Contract
Identity

APIC VRF vzAny Contract
Identity

OUTPUT_TENANT_VRF_
VZANY_CONTRACT_IDENTITY

BooleanAPIC VRF vzAny Contract type
Identity

OUTPUT_TENANT_VRF_
VZANY_CONTRACT_TYPE_
IDENTITY
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Add APIC vzAny EPG Any Label To VRF
Summary

Add APIC vzAny EPG Any Label To VRF.
Description

This task creates vzAny EPG Any Label To VRF.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantPrivate
NetworkIdentity

Select a VRF to create labelsSelect VRF

gen_text_inputEnter unique name for the provided
any label

Provided Label Name

APICTagColorLovProvider
TYPE

Choose a color for the label tag. The
default value is black

Provided Label Tag

BooleanCheck the box to enable the
complement for label

Provided Complement

gen_text_inputEnter unique name for the consumed
any label

Consumed Label Name

APICTagColorLovProvider
TYPE

Choose a color for the label tag. The
default value is black

Consumed Label Tag

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputPrivate Network on which the
selected operation was performed

TENANT_PRIVATE_NETWORK

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_IDENTITY

APIC VRF vzAny Label
Identity

VzAny any Provided Label IdentityTENANT_VZANY_ANY_
PROVIDED_LABEL_IDENTITY

gen_text_inputVzAny Any Provided Label Tag
Identity

TENANT_VZANY_ANY_
PROVIDED_LABEL_TAG_
IDENTITY

APIC VRF vzAny Label
Identity

VzAny anyConsumedLabel IdentityTENANT_VZANY_ANY_
CONSUMED_LABEL_IDENTITY
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TypeDescriptionOutput

gen_text_inputVzAny any Consumed Label Tag
Identity

TENANT_VZANY_ANY_
CONSUMED_LABEL_TAG_
IDENTITY
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Add APIC vzAny Subject Label To VRF
Summary

Add APIC vzAny Subject Label To VRF.
Description

This task adds an APIC vzAny subject label to a VRF.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenant
PrivateNetworkIdentity

Select a VRF to create labels.Select VRF

gen_text_inputEnter unique name for the provided subject
label. The name can be up to 64

Provided Label
Name

alphanumeric characters. The allowed
special characters are -, _, ., and :.

APICTagColorLov
ProviderTYPE

Choose a color for the label tag. The default
value is black.

Provided Label Tag

BooleanCheck the box to enable the complement for
label. Defaults to unchecked.

Provided
Complement

gen_text_inputEnter unique name for the provided subject
label. The name can be up to 64

Consumed Label
Name

alphanumeric characters. The allowed
special characters are -, _, ., and :.

APICTagColorLov
ProviderTYPE

Choose a color for the label tag. The default
value is black.

Consumed Label Tag

BooleanCheck the box to enable the complement for
label. Defaults to unchecked.

Consumed
Complement

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputPrivate Network on which the
selected operation was performed

TENANT_PRIVATE_NETWORK

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_IDENTITY

gen_text_inputProvided Subject Label NameTENANT_VZANY_PROVIDED_
SUBJECT_LABEL_NAME
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TypeDescriptionOutput

APIC_SUBJECT_
LABEL_IDENTITY

Provided Subject Label IdentityTENANT_VZANY_PROVIDED_
SUBJECT_LABEL_IDENTITY

gen_text_inputVzAny Any Provided Label Tag
Identity

TENANT_VZANY_ANY_
PROVIDED_LABEL_TAG_
IDENTITY

gen_text_inputConsumed Subject Label NameTENANT_VZANY_CONSUMED_
SUBJECT_LABEL_NAME

APIC_SUBJECT_
LABEL_IDENTITY

Consumed Subject Label IdentityTENANT_VZANY_CONSUMED_
SUBJECT_LABEL_IDENTITY

gen_text_inputVzAny any Consumed Label Tag
Identity

TENANT_VZANY_ANY_
CONSUMED_LABEL_TAG_
IDENTITY
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Create VRF in APIC
Summary

Create VRF in APIC.
Description

This task creates a VRF (private network) on the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentityProvide Tenant NameTenant Name

Ygen_text_inputProvide Private NetworkNamePrivate Network Name

gen_text_inputProvide Policy EnforcementPolicy Enforcement

gen_text_inputProvide Description for Private
Network

Private Network
Description

ApicDeviceTenantBGPTimers
Identity

Provide BGP TimersBGP Timers

ApicDeviceTenantOSPFTimers
Identity

Provide OSPF TimersOSPF Timers

ApicDeviceTenantMonitoring
PolicyIdentity

Provide Monitoring PolicyMonitoring Policy

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputPrivate Network on which the
selected operation was performed

TENANT_PRIVATE_
NETWORK

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_
IDENTITY

ApicDeviceTenantOSPFTimers
Identity

Apic Tenant OSPF IdentityDEVICE_TENANT_OSPF_
IDENTITY

ApicDeviceTenantBGPTimers
Identity

Apic TagDEVICE_TENANT_BGP_
IDENTITY

ApicDeviceTenantMonitoring
PolicyIdentity

Apic Monitoring Policy IdentityDEVICE_TENANT_
MONITORING_POLICY_
IDENTITY
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Delete APIC vzAny Contract from VRF
Summary

Delete Contract from VRFs vzAny.
Description

This task removes a contract from VRFs vzAny. Contracts provide a way for the Cisco Application
Centric Infrastructure (ACI) administrator to control traffic flow within the ACI fabric between endpoint
groups. These contracts are built using a provider-consumer model where one endpoint group provides
the services it wants to offer and another endpoint group consumes them. A contracts is assigned a scope
of Global, Tenant, VRF, or Application Profile, which limits the accessibility of the contract. A contract
consists of one or more subjects. Each subject contains one or more filters. Each filter contains one or
more entries. Each entry is equivalent to a line in an access control list (ACL) that is applied on the leaf
switch to which the endpoint within the endpoint group is attached.

Inputs

MandatoryMappable To TypeDescriptionInput

BooleanEnable to add a provided contract.
Disable to add a consumed contract.

Is Provided Contract

YAPICVRF vzAnyContract
Identity

Select a vzAny contract to be deleted.vzAny Contract

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_
IDENTITY

APIC VRF vzAny Contract
Identity

APIC VRF vzAny Contract
Identity

OUTPUT_TENANT_VRF_
VZANY_CONTRACT_
IDENTITY
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Delete APIC vzAny EPG Any Label from VRF
Summary

Delete APIC vzAny EPG Any Label from VRF.
Description

This task delete vzAny EPG Any Label from VRF.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC VRF vzAny Label
Identity

Select a label name.Label Name

YDo you want to delete the
selected label From VRF?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount onwhich the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_
IDENTITY

APIC VRF vzAny Label
Identity

VzAny any Provided Label IdentityTENANT_VZANY_ANY_
PROVIDED_LABEL_IDENTITY

APIC VRF vzAny Label
Identity

VzAny any Consumed Label
Identity

TENANT_VZANY_ANY_
CONSUMED_LABEL_
IDENTITY
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Delete APIC vzAny Subject Label From VRF
Summary

Delete APIC vzAny Subject Label From VRF.
Description

This task removes a subject label from a vzAny VRF.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_SUBJECT_
LABEL_IDENTITY

Select Subject Label to be deleted.Subject Label

YDo you want to delete the selected
Subject Label from vzAny VRF?

Do you want to delete the
selected Subject Label from
vzAny VRF?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputPrivate Network on which the
selected operation was performed

TENANT_PRIVATE_NETWORK

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_
IDENTITY

gen_text_inputSubject Label NameTENANT_VZANY_VRF_
SUBJECT_LABEL_NAME

APIC_SUBJECT_LABEL_
IDENTITY

Subject Label IdentityTENANT_VZANY_VRF_
SUBJECT_LABEL_IDENTITY
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Delete VRF in APIC
Summary

Delete VRF in APIC.
Description

This task deletes a VRF (private network) from the APIC controller.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantPrivate
NetworkIdentity

Select a private network
name.

Private Network Name

YDo you want to delete the
selected Private Network?

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the APIC device on which the
selected operation was performed

DEVICE_IP

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name onwhich the selected operation
was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputPrivate Network on which the selected
operation was performed

TENANT_PRIVATE_
NETWORK

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_
IDENTITY
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Remove APIC VzAny Contract Interface From VRF
Summary

Remove APIC VzAny Contract Interface From VRF.
Description

This task removes an APIC vzAny contract interface from vzAny.
Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC_CONTRACT_
INTERFACE_
IDENTITY

Select a contract interface to be
deleted.

Contract Interface

YDo youwant to delete the selected
Contract Interface from vzAny?

Do you want to delete the
selected Contract Interface
from vzAny?

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant Name on which the selected
operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputPrivate Network on which the
selected operation was performed

TENANT_PRIVATE_
NETWORK

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_
IDENTITY

gen_text_inputContract Interface NameOUTPUT_CONTRACT_
INTERFACE_NAME

APIC_CONTRACT_
INTERFACE_IDENTITY

Contract Interface IdentityOUTPUT_CONTRACT_
INTERFACE_IDENTITY
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Update APIC vzAny Contract to VRF
Summary

Update APIC vzAny Contract to VRF.
Description

This task update APIC vzAny Contract to VRF.
Inputs

MandatoryMappable To TypeDescriptionInput

BooleanChoose enable to update a provided
contract or disable to update a consumed
contract.

Is ProvidedContract

YAPICVRFvzAnyContract
Identity

Select a vzAny contract.vzAny Contract

YAPIC vzAny QoS Class
Identity

Choose level1 or level2 or level3 as
priority level of the quality of service (Qo
S).

QoS Class

YAPICvzAnyMatchType
Identity

Choose all or atleastOne or atmostOne
or none as match criteria for the contract.

Contract Match
Type

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPIC Account on which the
selected operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_IDENTITY

APIC VRF vzAny Contract
Identity

APIC VRF vzAny Contract
Identity

OUTPUT_TENANT_VRF_
VZANY_CONTRACT_IDENTITY

BooleanAPIC VRF vzAny Contract type
Identity

OUTPUT_TENANT_VRF_
VZANY_CONTRACT_TYPE_
IDENTITY
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Update vzAny Global Properties
Summary

Update vzAny Global Properties.
Description

This task will allow user to update the current vzAny Global Properties in APIC VRF.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantPrivate
NetworkIdentity

select a VRFVRF

APICvzAnyGlobal
PropertiesMatchType
Identity

Choose a match type representing the provider
label match criteria

Match Type

Booleancheck this option to enable Preferred Group
Member.If an EPG is marked as a Preferred

Preferred
GroupMember

Group Member, it is put into an internally
created contract group where all members of
the group are allowed to communicate with
each other without requiring a contract between
them The default is Disabled.

Outputs

TypeDescriptionOutput

ApicDeviceIdentityAPICAccount on which the selected
operation was performed

APIC_ACCOUNT

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_
IDENTITY
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APIC Container

This chapter contains the following sections:

• Get L4L7 Parameter Identity, on page 640
• Get LB Service Parameter Details, on page 641
• Get Management IP For Device Cluster, on page 642
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Get L4L7 Parameter Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputService Group Name

gen_text_inputService Group Binding Folder Name

gen_text_inputContract Name

gen_text_inputService Graph Name

Outputs

TypeDescriptionOutput

ApicTenantL4L7ParameterValues
Identity

L4L7 Parameter Value IdentityL4L7ParameterValueIdentity
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Get LB Service Parameter Details
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService Container

gen_text_inputService Name

Outputs

TypeDescriptionOutput

ApicDeviceTenantEPGIdentityEPGIdentity

ApicTenantL4L7ServiceGraphNodeIdentityNodeIdentity

ApicDeviceTenantEPGL4L7IPv46ParamIdentitylbVIP

gen_text_inputserviceIPs
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Get Management IP For Device Cluster
Summary

Checks if HA enabled, provides IP selected from IP Pool otherwise gives Virtual IP.
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputIs LB HA Mode

ipaddressLB HA IP

ipaddressVirtual IP

Outputs

TypeDescriptionOutput

ipaddressManagement IPmanagementIP
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APIC Tasks

This chapter contains the following sections:

• Update BM Deployment IP And Status Info, on page 644
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Update BM Deployment IP And Status Info
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService Container

gen_text_inputBM NAME

gen_text_inputBM IP

Outputs

TypeDescriptionOutput

gen_text_inputStatus
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Amazon VM Tasks

This chapter contains the following sections:

• Amazon VM Power Action, on page 646
• Attach Volume to EC2 Instance, on page 647
• Create Amazon EC2 Volume, on page 648
• Create Amazon EC2 Volume from Snapshot, on page 649
• Delete Volume, on page 650
• Detach Volume, on page 651
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Amazon VM Power Action
Summary

To perform power action on the Amazon instance.
Description

This task is used to perform the power actions on the Amazon instance like Power On, Off, Reboot,
Terminate, Enable/Disable Cloud Watch Monitoring.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM on which to
perform the action

Select Instance

Yamazon_vm_actionVM ActionVM Action

Outputs

No Outputs
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Attach Volume to EC2 Instance
Summary

Attaches volume to Amazon EC2 Instance.
Description

This task is used to attach Volume to Amazon EC2 Instance, by taking the Volume ID, Instance Name
and Device Name as inputs. This adds extra disk space to the amazon instances

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSpecify volume which need to be attachedVolume ID

YvmSelect the VM for which volume need to be
attached

Select VM

Ygen_text_inputSpecify the device on the VM. Windows
Devices: xvdf through xvdp Linux Devices:
/dev/sdf through /dev/sdp

Device Name

Outputs

No Outputs
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Create Amazon EC2 Volume
Summary

Creates Amazon Volume.
Description

This task is used to create Amazon EC2 Volume, by taking the Volume size as input.
Inputs

MandatoryMappable To
Type

DescriptionInput

YSelect name of the Amazon EC2Cloud
in this system

Select Amazon Cloud

YSpecify EC2 Availability zone such as
us-east-1a

EC2 Availability Zone

Yec2VolumeSizeSelect the Volume SizeSelect Volume Size (GB)

Outputs

TypeDescriptionOutput

gen_text_inputId of the VolumeVOLUME_ID
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Create Amazon EC2 Volume from Snapshot
Summary

Creates Amazon Volume from Snapshot.
Description

This task is used to create Amazon EC2 Volume, by taking the Snapshot name as input. Here the created
volume size is same as snapshot size. This task gives volume ID as output.

Inputs

MandatoryMappable To
Type

DescriptionInput

YSelect name of the Amazon EC2 Cloud in
this system

Select Amazon Cloud

Ygen_text_inputSpecify name of the Snapshot in Amazon
Cloud from which Volume should be
created

Select Snapshot Name

Outputs

TypeDescriptionOutput

gen_text_inputId of the VolumeVOLUME_ID
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Delete Volume
Summary

Deletes Amazon EC2 Volume.
Description

This task is used to delete Amazon EC2 Volume, by taking the Volume ID as input.
Inputs

MandatoryMappable To TypeDescriptionInput

Yec2CloudSelect name of theAmazon EC2Cloud
in this system

Select Amazon Cloud

Ygen_text_inputSpecify volume which need to be
deleted

Volume ID

Outputs

No Outputs
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Detach Volume
Summary

Detaches volume from Amazon EC2 Instance.
Description

This task is used to attach Volume to Amazon EC2 Instance, by taking the Volume ID, Instance Name
and Device Name as inputs. This adds extra disk space to the amazon instances

Inputs

MandatoryMappable To TypeDescriptionInput

Yec2CloudSelect name of the Amazon EC2Cloud
in this system

Select Amazon Cloud

Ygen_text_inputSpecify volume which need to be
detached

Volume ID

Outputs

No Outputs
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Bare Metal Tasks

This chapter contains the following sections:

• Add Bare Metal Cost Model, on page 654
• Add Bare Metal Server Provisioning Policy, on page 655
• BM Provisioning Notification, on page 657
• Bare Metal Provisioning Wrapper, on page 658
• Clone Bare Metal Catalog, on page 660
• Clone Bare Metal Cost Model, on page 661
• Clone Bare Metal Server Provisioning Policy, on page 663
• Create Bare Metal Catalog, on page 665
• Delete Bare Metal Cost Model, on page 666
• Delete Bare Metal Server Provisioning Policy, on page 667
• Modify Bare Metal Catalog, on page 668
• Modify Bare Metal Cost Model, on page 669
• Modify Bare Metal Server Provisioning Policy, on page 670
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Add Bare Metal Cost Model
Summary

Create a cost model for a Bare Metal provisioning policy.
Description

This task takes the Cost Parameter inputs and creates a Cost Model that can be associated to a BareMetal
server provisioning policy.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the bare metal cost model
name

Cost Model Name

gen_text_inputEnter the bare metal cost model
description

Cost Model Description

CostModelCharge
DurationIdentity

Choose the charge durationCharge Duration

Fixed Costs(Currency: USD)Fixed Costs(Currency: USD)

gen_text_inputEnter a one time cost such as setup
fee

One Time Cost

CPU Costs(Currency: USD)CPU Costs(Currency: USD)

CostModelcpuCharge
UnitIdentity

Choose the CPU charge unitCPU Charge Unit

gen_text_inputEnter the CPU costCPU Cost

gen_text_inputEnter the CPU core costCPU Core Cost

MemoryCosts(Unit: GB, Currency:
USD)

Memory Costs(Unit: GB,
Currency: USD)

gen_text_inputEnter the memory costMemory Cost

gen_text_inputEnter the used memory costUsed Memory Cost

Storage Costs(Unit: GB, Currency:
USD)

Storage Costs(Unit: GB,
Currency: USD)

gen_text_inputEnter the storage costStorage Cost

Blade Costs(Currency: USD)Blade Costs(Currency: USD)

gen_text_inputEnter the full width blade costFull Width Blade Cost

gen_text_inputEnter the half width blade costHalf Width Blade Cost

Outputs

TypeDescriptionOutput

gen_text_inputBare Metal Cost Model NameOUTPUT_BM_COSTMODEL_NAME

gen_text_inputBare Metal Cost Model IDOUTPUT_BM_COSTMODEL_ID
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Add Bare Metal Server Provisioning Policy
Summary

Create a bare metal server provisioning policy.
Description

This task creates a bare metal server provisioning policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the bare metal server provisioning
policy name

Policy Name

gen_text_inputEnter the bare metal server provisioning
policy description

Description

Ygen_text_inputChoose the account typeAccount Type

Ygen_text_inputChoose the account nameAccount Name

gen_text_inputChoose server or server pool for server
selection scope

Server Selection Scope

Ygen_text_inputChoose one or more serversServer Pools

Ygen_text_inputChoose one or more server poolsServers

Ygen_text_inputChoose the service profile template name
from which to create service profiles

Service Profile Template

BooleanCheck this option to include only servers
which contain at least one FCoE capable
interface card (if required)

Use for SAN Boot

gen_text_inputEnter the minimum number of CPUs the
server should contain (if required)

Minimum Number of
CPUs

Enter the minimum memory the server
should contain (if required)

Minimum Amount of
Memory(MB)

gen_text_inputEnter the minimum enabled cores the
server should contain (if required)

Minimum Number of
Cores Enabled

BooleanCheck to allow the user to choose the
server

Allow User To Choose
Servers

gen_text_inputCheck to show server resource
information to the user

Options to show server
resources to user

gen_text_inputChoose the bare metal agent for PXE
setup

Target BMA

BooleanSelect to list the available Windows
images in the selected bare metal agent

Use Windows Images

Ygen_text_inputChoose one or more OS imagesOS Image Selection
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MandatoryMappable To TypeDescriptionInput

gen_text_inputChoose the boot manager to be used:
PXE or iPXE

Network Boot Manager

gen_text_inputChoose the type of IP configurationIP configuration type

Choose Domain MappingDomain Mapping

Network ManagementNetwork Management

BooleanCheck to use a static IP pool policyUse Static IP Pool Policy

Ygen_text_inputEnter one or more IP addresses. Separate
the addresses with commas or provide

Server IP Address

IP address ranges using hyphens. For
example: 192.168.0.1-192.168.0.255,
192.168.1.20

Ygen_text_inputEnter the server netmaskServer Netmask

Ygen_text_inputEnter the server gatewayServer Gateway

gen_text_inputEnter the name serverName Server

gen_text_inputEnter the management VLANManagement VLAN

System ParametersSystem Parameters

Ygen_text_inputEnter the server host nameServer Host Name

gen_text_inputChoose the host name validation policyHost Name Validation
Policy

Ygen_text_inputEnter the passwordPassword

Ygen_text_inputEnter the password again to confirmConfirm Password

Ygen_text_inputChoose the time zoneTimezone

Ygen_text_inputEnter the OS flavor nameOS Flavor Name

Ygen_text_inputEnter the organization nameOrganization Name

Ygen_text_inputChoose the product key for WindowsProduct Key

Ygen_text_inputEnter the disk partition size in GBDisk Partition Size (GB)

PolicesPolices

gen_text_inputChoose the bare metal cost modelCost Model

Outputs

TypeDescriptionOutput

gen_text_inputBare metal server provisioning policy
name created by admin

OUTPUT_BM_PROVISIONING_
POLICY_NAME

gen_text_inputBare metal server provisioning policy id
created by admin

OUTPUT_BM_PROVISIONING_
POLICY_ID
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BM Provisioning Notification
Summary

Send notification emails with the results of BM Provisioning
Description

This task sends the results of Baremetal (BM) server provisioning operation. The task uses email templates
that are configured for this operation (or the default templates, if no templates are specified). This task
sends two email messages, one with the result of the BM provisioning operation, and another with the
technical details of the BM server that was provisioned.

Inputs

MandatoryMappable To
Type

DescriptionInput

gen_text_inputEnter a support contact email to which
technical notifications should be sent

Support contact email

gen_text_inputCheck to configure the email template for
bare metal provisioning completion. If no

Configure Email template
for BM Provisioning
completion template is configured here, the default

email template "BM Provisioning
Completion" is used.

gen_text_inputChoose a email template for BM
Provisioning completion

Email template for BM
Provisioning completion

gen_text_inputCheck to configure email template for BM
provisioning technical information. If no

Configure Email template
for BM Provisioning
Technical Info template is configured here, the default

email template "BMTechnical Information"
is used.

gen_text_inputChoose an email template for BM
provisioning technical info

Email template for BM
Provisioning Technical Info

Outputs

No Outputs
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Bare Metal Provisioning Wrapper
Summary

Provide output data needed for bare metal workflows.
Description

This task takes a Bare Metal Server Provisioning Policy ID as input and provides output data needed for
bare metal server provisioning workflows. By default this task takes the policy ID implicitly from the
bare metal catalog used for the service request. Optionally, you can choose a bare metal server provisioning
policy in the task.

Inputs

MandatoryMappable To
Type

DescriptionInput

Check to choose the bare metal server
provisioning policy explicitly in this task.

Specify Bare Metal Server
Provisioning Policy

Otherwise, the policy in the bare metal
catalog is used.

YbmServer
ProvisioningPolicy

Choose Bare Metal Server Provisioning
Policy

Bare Metal Server
Provisioning Policy

Outputs

TypeDescriptionOutput

physicalAccountTypesType of the Account on which the
selected operation was performed

OUTPUT_ACCOUNT_TYPE

ucsCentralIdentityUCS Central Identity on which the
selected operation was performed

OUTPUT_UCS_CENTRAL_
IDENTITY

ucsAccountNameName of the Account on which the
selected operation was performed

OUTPUT_UCSM_ACCOUNT_
NAME

ucsAccountIdentityName of the Account on which the
selected operation was performed

OUTPUT_UCSM_ACCOUNT_
IDENTITY

ucsOrganizationIdentityUCS Organization IdentityOUTPUT_UCS_ORGANIZATION_
IDENTITY

UCS_CENTRAL_
ORGANIZATION_
IDENTITY

UCSCentral Organization IdentityOUTPUT_UCS_CENTRAL_
ORGANIZATION_IDENTITY

ucsServerIdentityUCSM Server SelectorOUTPUT_UCSM_SERVER

ucsCentralServerIdentityUCS Central Server SelectorOUTPUT_UCS_CENTRAL_
SERVER

gen_text_inputService Profile Template NameOUTPUT_UCS_SP_TEMPLATE_
NAME
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TypeDescriptionOutput

UCS_CENTRAL_
SERVICE_PROFILE_
TEMPLATE_IDENTITY

UCS Central Service Profile
Template Identity

OUTPUT_UCS_CENTRAL_
SERVICE_PROFILE_TEMPLATE_
IDENTITY

gen_text_inputBMA for PXE setupOUTPUT_BMA

gen_text_inputOperating system for PXE bootOUTPUT_OS_TYPE

gen_text_inputMinimum number of CPUs the
server should contain

OUTPUT_BM_CPU_COUNT

gen_text_inputMinimum memory the server
should contain

OUTPUT_BM_MEMORY_GB

gen_text_inputMinimum enabled cores the server
should contain

OUTPUT_BM_ENABLED_CORES_
COUNT

IPConfigTypeIP Configuration TypeOUTPUT_IP_CONFIG_TYPE

NetworkBootManagerListNetwork Boot ManagerOUTPUT_NETWORK_BOOT_
MANAGER

gen_text_inputServer host nameOUTPUT_SERVER_HOST_NAME

gen_text_inputServer timezoneOUTPUT_SERVER_TIME_ZONE

gen_text_inputServer IP AddressOUTPUT_SERVER_IP_ADDRESS

gen_text_inputServer Network MaskOUTPUT_SERVER_NET_MASK

gen_text_inputServer GatewayOUTPUT_SERVER_GATEWAY

gen_text_inputName ServerOUTPUT_NAME_SERVER

gen_text_inputManagement VLANOUTPUT_MANAGEMENT_VLAN

passwordServer PasswordOUTPUT_SERVER_PASSWORD

userGroupGroup IDOUTPUT_GROUP_ID

baremetal_windows_
license_pool

Windows License PoolOUTPUT_BM_WINDOWS_
LICENSE_POOL

gen_text_inputOrganization NameOUTPUT_ORGANIZATION_NAME

gen_text_inputOS Flavor NameOUTPUT_OS_FLAVOR_NAME

gen_text_inputDisk Partition Size (GB)OUTPUT_DISK_PARTITION_SIZE_
GB
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Clone Bare Metal Catalog
Summary

Clone a bare metal catalog.
Description

This task clones a bare metal catalog.
Inputs

MandatoryMappable To TypeDescriptionInput

YBareMetalCatalogChoose a bare metal catalog to cloneSelect a catalog to clone

Ygen_text_inputEnter the catalog nameCatalog Name

gen_text_inputEnter the catalog descriptionCatalog Description

Ygen_text_inputChoose the catalog typeCatalog Type

YBareMetalCatalogIconChoose the catalog iconCatalog Icon

YBooleanCheck to apply the catalog to all
groups

Applied to all groups

YuserGroupChoose one or more user groupsUser Group ID

gen_text_inputEnter the support contact email
address

Support Contact Email
Address

YBooleanCheck to publish the catalog to end
users

Publish to Enduser

YbmServerProvisioning
Policy

Choose the bare metal server
provisioning policy

Bare Metal Server
Provisioning Policy

gen_text_inputProvide the catalog folderSelect Folder

Service Request Support EmailService Request Support
Email

BooleanCheck to configure the SR support
email

Configure Service Request
Support Email

Bare Metal Workflow SelectionBare Metal Workflow
Selection

YworkflowSelectorChoose the bare metal server
provisioning workflow

Workflow

Outputs

TypeDescriptionOutput

BareMetalCatalogCATALOG IDCATALOG_ID

gen_text_inputCATALOG NAMECATALOG_NAME
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Clone Bare Metal Cost Model
Summary

Clone a Cost Model from a Bare Metal Provisioning Policy.
Description

This task clones a cost model instance associated with a Bare Metal server provisioning policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect a bare metal cost model to
clone

Select Cost Model to clone

Ygen_text_inputEnter the bare metal cost model
name

Cost Model Name

gen_text_inputEnter the bare metal cost model
description

Cost Model Description

CostModelCharge
DurationIdentity

Choose the charge durationCharge Duration

Fixed Costs(Currency: USD)Fixed Costs(Currency: USD)

gen_text_inputEnter a one time cost such as setup
fee

One Time Cost

Choose the CPU costs currency.
Default is USD.

CPU Costs(Currency: USD)

CostModelcpuCharge
UnitIdentity

Choose the CPU charge unitCPU Charge Unit

gen_text_inputEnter the CPU costCPU Cost

gen_text_inputEnter the CPU core costCPU Core Cost

Memory Costs(Unit: GB, Currency:
USD)

Memory Costs(Unit: GB,
Currency: USD)

gen_text_inputEnter the memory costMemory Cost

gen_text_inputEnter the used memory costUsed Memory Cost

Storage Costs(Unit: GB, Currency:
USD)

Storage Costs(Unit: GB,
Currency: USD)

gen_text_inputEnter the storage costStorage Cost

Blade Costs(Currency: USD)Blade Costs(Currency: USD)

gen_text_inputEnter the full width blade costFull Width Blade Cost

gen_text_inputEnter the half width blade costHalf Width Blade Cost
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Outputs

TypeDescriptionOutput

gen_text_inputBare Metal Cost Model NameOUTPUT_BM_COSTMODEL_NAME

gen_text_inputBare Metal Cost Model IDOUTPUT_BM_COSTMODEL_ID
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Clone Bare Metal Server Provisioning Policy
Summary

Clone a bare metal server provisioning policy.
Description

This task clones a bare metal server provisioning policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose a bare metal server provisioning
policy to clone

Select Policy to clone

Ygen_text_inputEnter the bare metal server provisioning
policy name

Policy Name

gen_text_inputEnter the bare metal server provisioning
policy description

Description

Ygen_text_inputChoose the account typeAccount Type

Ygen_text_inputChoose the account nameAccount Name

gen_text_inputChoose server or server pool for server
selection scope

Server Selection Scope

Ygen_text_inputChoose one or more serversServer Pools

Ygen_text_inputChoose one or more server poolsServers

Ygen_text_inputChoose the service profile template name
from which to create service profiles

Service Profile Template

BooleanCheck this option to include only servers
which contain at least one FCoE capable
interface card (if required)

Use for SAN Boot

gen_text_inputEnter the minimum number of CPUs the
server should contain (if required)

Minimum Number of
CPUs

Enter the minimum memory the server
should contain (if required)

Minimum Amount of
Memory(MB)

gen_text_inputEnter the minimum enabled cores the
server should contain (if required)

Minimum Number of
Cores Enabled

BooleanCheck to allow the user to choose the
server

Allow User To Choose
Servers

gen_text_inputCheck to show server resource
information to user

Options to show server
resources to user

gen_text_inputChoose the bare metal agent for PXE
setup

Target BMA

BooleanSelect to list the available Windows
images in the selected bare metal agent

Use Windows Images
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MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose one or more OS imagesOS Image Selection

gen_text_inputChoose the boot manager to be used:
PXE or iPXE

Network Boot Manager

gen_text_inputChoose the type of IP configurationIP configuration type

Choose Domain MappingDomain Mapping

Network ManagementNetwork Management

BooleanCheck to use a static IP pool policyUse Static IP Pool Policy

Ygen_text_inputEnter one or more IP addresses. Separate
the addresses with commas or provide

Server IP Address

IP address ranges using hyphens. For
example: 192.168.0.1-192.168.0.255,
192.168.1.20

Ygen_text_inputEnter the server netmaskServer Netmask

Ygen_text_inputEnter the server gatewayServer Gateway

gen_text_inputEnter the name serverName Server

gen_text_inputEnter the management VLANManagement VLAN

System ParametersSystem Parameters

Ygen_text_inputEnter the server host nameServer Host Name

gen_text_inputChoose the host name validation policyHost Name Validation
Policy

Ygen_text_inputEnter the passwordPassword

Ygen_text_inputEnter the password again to confirmConfirm Password

Ygen_text_inputChoose the time zoneTimezone

Ygen_text_inputEnter the OS flavor nameOS Flavor Name

Ygen_text_inputEnter the organization nameOrganization Name

Ygen_text_inputChoose the product key for WindowsProduct Key

Ygen_text_inputEnter the disk partition size in GBDisk Partition Size (GB)

PolicesPolices

gen_text_inputChoose the bare metal cost modelCost Model

Outputs

TypeDescriptionOutput

gen_text_inputBare metal server provisioning policy
name created by admin

OUTPUT_BM_PROVISIONING_
POLICY_NAME

gen_text_inputBare metal server provisioning policy id
created by admin

OUTPUT_BM_PROVISIONING_
POLICY_ID
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Create Bare Metal Catalog
Summary

Create a bare metal catalog.
Description

This task creates a new bare metal catalog.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the catalog nameCatalog Name

gen_text_inputEnter the catalog descriptionCatalog Description

YBareMetalCatalogIconChoose the catalog typeCatalog Type

Ygen_text_inputChoose the catalog iconCatalog Icon

YBooleanCheck to apply the catalog to all
groups

Applied to all groups

YuserGroupChoose one or more user groupsUser Group ID

gen_text_inputEnter the support contact email
address

Support Contact Email
Address

YBooleanCheck to publish the catalog to end
users

Publish to Enduser

YbmServerProvisioning
Policy

Choose the bare metal server
provisioning policy

Bare Metal Server
Provisioning Policy

gen_text_inputProvide the catalog folderSelect Folder

Service Request Support EmailService Request Support
Email

BooleanCheck to configure the SR support
email

Configure Service Request
Support Email

Bare Metal Workflow SelectionBare Metal Workflow
Selection

YworkflowSelectorChoose the bare metal server
provisioning workflow

Workflow

Outputs

TypeDescriptionOutput

BareMetalCatalogCATALOG IDCATALOG_ID

gen_text_inputCATALOG NAMECATALOG_NAME
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Delete Bare Metal Cost Model
Summary

Delete a Cost Model from a Bare Metal Provisioning Policy.
Description

This task deletes a cost model instance associated with a Bare Metal server provisioning policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose a bare metal cost model
to delete

Cost Model List

Outputs

No Outputs
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Delete Bare Metal Server Provisioning Policy
Summary

Delete a bare metal server provisioning policy.
Description

This task deletes a bare metal server provisioning policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose a bare metal server
provisioning policy to delete

Policy Name

Outputs

No Outputs
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Modify Bare Metal Catalog
Summary

Modify a bare metal catalog.
Description

This task modifies an existing bare metal catalog.
Inputs

MandatoryMappable To TypeDescriptionInput

YBareMetalCatalogChoose a bare metal catalog to
modify

Select a catalog to modify

gen_text_inputEnter the catalog descriptionCatalog Description

Ygen_text_inputChoose the catalog typeCatalog Type

YBareMetalCatalogIconChoose the catalog iconCatalog Icon

YBooleanCheck to apply the catalog to all
groups

Applied to all groups

YuserGroupChoose one or more user groupsUser Group ID

gen_text_inputEnter the support contact email
address

Support Contact Email
Address

YBooleanCheck to publish the catalog to end
users

Publish to Enduser

YbmServerProvisioning
Policy

Choose the bare metal server
provisioning policy

Bare Metal Server
Provisioning Policy

gen_text_inputProvide the catalog folderSelect Folder

Service Request Support EmailService Request Support
Email

BooleanCheck to configure the SR support
email

Configure Service Request
Support Email

Bare Metal Workflow SelectionBare Metal Workflow
Selection

YworkflowSelectorChoose the bare metal server
provisioning workflow

Workflow

Outputs

TypeDescriptionOutput

BareMetalCatalogCATALOG IDCATALOG_ID

gen_text_inputCATALOG NAMECATALOG_NAME
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Modify Bare Metal Cost Model
Summary

Modify a Cost Model for a Bare Metal Provisioning Policy.
Description

This task modifies a cost model instance associated with a Bare Metal server provisioning policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the bare metal cost model
name

Cost Model Name

gen_text_inputEnter the bare metal cost model
description

Cost Model Description

CostModelCharge
DurationIdentity

Choose the charge durationCharge Duration

Fixed Costs(Currency: USD)Fixed Costs(Currency: USD)

gen_text_inputEnter a one time cost such as setup
fee

One Time Cost

Choose the CPU costs currency.
Default is USD.

CPU Costs(Currency: USD)

CostModelcpuCharge
UnitIdentity

Choose the CPU charge unitCPU Charge Unit

gen_text_inputEnter the CPU costCPU Cost

gen_text_inputEnter the CPU core costCPU Core Cost

Memory Costs(Unit: GB, Currency:
USD)

Memory Costs(Unit: GB,
Currency: USD)

gen_text_inputEnter the memory costMemory Cost

gen_text_inputEnter the used memory costUsed Memory Cost

Storage Costs(Unit: GB, Currency:
USD)

Storage Costs(Unit: GB,
Currency: USD)

gen_text_inputEnter the storage costStorage Cost

Blade Costs(Currency: USD)Blade Costs(Currency: USD)

gen_text_inputEnter the full width blade costFull Width Blade Cost

gen_text_inputEnter the half width blade costHalf Width Blade Cost

Outputs

TypeDescriptionOutput

gen_text_inputBare Metal Cost Model NameOUTPUT_BM_COSTMODEL_NAME

gen_text_inputBare Metal Cost Model IDOUTPUT_BM_COSTMODEL_ID
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Modify Bare Metal Server Provisioning Policy
Summary

Modify a bare metal server provisioning policy.
Description

This task modifies a bare metal server provisioning policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the bare metal server provisioning
policy name

Policy Name

gen_text_inputEnter the bare metal server provisioning
policy description

Description

Ygen_text_inputChoose the account typeAccount Type

Ygen_text_inputChoose the account nameAccount Name

gen_text_inputChoose server or server pool for server
selection scope

Server Selection Scope

Ygen_text_inputChoose one or more serversServer Pools

Ygen_text_inputChoose one or more server poolsServers

Ygen_text_inputChoose the service profile template name
from which to create service profiles

Service Profile Template

BooleanCheck this option to include only servers
which contain at least one FCoE capable
interface card (if required)

Use for SAN Boot

gen_text_inputEnter the minimum number of CPUs the
server should contain (if required)

Minimum Number of
CPUs

Enter the minimum memory the server
should contain (if required)

Minimum Amount of
Memory(MB)

gen_text_inputEnter the minimum enabled cores the
server should contain (if required)

Minimum Number of
Cores Enabled

BooleanCheck to allow the user to choose the
server

Allow User To Choose
Servers

gen_text_inputCheck to show server resource
information to user

Options to show server
resources to user

gen_text_inputChoose the bare metal agent for PXE
setup

Target BMA

BooleanSelect to list the available Windows
images in the selected bare metal agent

Use Windows Images

Ygen_text_inputChoose one or more OS imagesOS Image Selection
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MandatoryMappable To TypeDescriptionInput

gen_text_inputChoose the boot manager to be used:
PXE or iPXE

Network Boot Manager

gen_text_inputChoose the type of IP configurationIP configuration type

Choose Domain MappingDomain Mapping

Network ManagementNetwork Management

BooleanCheck to use static IP pool policyUse Static IP Pool Policy

Ygen_text_inputEnter one or more IP addresses. Separate
the addresses with commas or provide

Server IP Address

IP address ranges using hyphens. For
example: 192.168.0.1-192.168.0.255,
192.168.1.20

Ygen_text_inputEnter the server netmaskServer Netmask

Ygen_text_inputEnter the server gatewayServer Gateway

gen_text_inputEnter the name serverName Server

gen_text_inputEnter the management VLANManagement VLAN

System ParametersSystem Parameters

Ygen_text_inputEnter the server host nameServer Host Name

gen_text_inputChoose the host name validation policyHost Name Validation
Policy

Ygen_text_inputEnter the passwordPassword

Ygen_text_inputEnter the password again to confirmConfirm Password

Ygen_text_inputChoose the time zoneTimezone

Ygen_text_inputEnter the OS flavor nameOS Flavor Name

Ygen_text_inputEnter the organization nameOrganization Name

Ygen_text_inputChoose the product key for WindowsProduct Key

Ygen_text_inputEnter the disk partition size in GBDisk Partition Size (GB)

PolicesPolices

gen_text_inputChoose the bare metal cost modelCost Model

Outputs

TypeDescriptionOutput

gen_text_inputBare metal server provisioning policy
name created by admin

OUTPUT_BM_PROVISIONING_
POLICY_NAME

gen_text_inputBare metal server provisioning policy id
created by admin

OUTPUT_BM_PROVISIONING_
POLICY_ID
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Brocade Network Tasks

This chapter contains the following sections:

• Brocade Assign Port to Port Channel, on page 674
• Brocade Copy Running To Startup Configuration, on page 675
• Brocade Switch Port Action, on page 676
• Configure Brocade Trunk, on page 677
• Configure SAN Zoning, on page 678
• Create Brocade Port Channel, on page 682
• Create Brocade VLAN, on page 683
• Delete Brocade Port Channel, on page 684
• Delete Brocade VLAN, on page 685
• Generic Configure SAN Zoning, on page 686
• Update Brocade Trunk, on page 690
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Brocade Assign Port to Port Channel
Summary

Assign a Brocade NOS switch Ethernet port to a port channel.
Description

This task makes an Ethernet port a member of a port channel on a Brocade Network OS (NOS) device.
Inputs

MandatoryMappable To TypeDescriptionInput

YInfraNetworkBrocade
PortChannelIdentity

Select Port ChannelSelect Port Channel

Ygen_text_inputChoose a port to be assigned to the port
channel. For example: TenGigabitEthernet
1/0/20, FortyGigabitEthernet 1/0/52.

Select Port

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

gen_text_inputName of port on which selected
operation was performed.

PORT_NAME

gen_text_inputPort channel namePORT_CHANNEL_NAME

InfraNetworkBrocade
NOSDeviceIdentity

Identity for Brocade NOS device.OUTPUT_BROCADE_NOS_
DEVICE_IDENTITY

InfraNetworkBrocadePort
ChannelIdentity

Identity for Brocade port channel.OUTPUT_NET_DEVICE_
BROCADE_PORT_
CHANNEL_IDENTITY
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Brocade Copy Running To Startup Configuration
Summary

Copy a running configuration to a startup configuration.
Description

This task copies the running configuration of a Brocade Network OS (NOS) device to the startup
configuration. Making this task the last task of a network configuration workflow makes the changes
permanent to the device flash.

Inputs

MandatoryMappable To TypeDescriptionInput

YInfraNetworkBrocadeNOSDevice
Identity

Select a Brocade deviceSelect Device

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

InfraNetworkBrocade
NOSDeviceIdentity

Identity for Brocade NOS device.OUTPUT_BROCADE_
NOS_DEVICE_IDENTITY
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Brocade Switch Port Action
Summary

Configure a switch port to UP or DOWN on a Brocade NOS device.
Description

This task configures the administrative UP or DOWN state on a switch port on a Brocade Network OS
(NOS) device.

Inputs

MandatoryMappable To
Type

DescriptionInput

YInfraNetwork
BrocadeInterface
Identity

Select the switch port to act onSelect Switch Port

YChoose the switch port action type: Up or
Down. If this field is left blank, the default
value is used.

Switch Port Action

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

gen_text_inputName of port onwhich selected operation
was performed.

PORT_NAME

InfraNetworkBrocade
NOSDeviceIdentity

Identity for Brocade NOS device.OUTPUT_BROCADE_NOS_
DEVICE_IDENTITY

InfraNetworkBrocade
InterfaceIdentity

Identity for Brocade interface.OUTPUT_NET_DEVICE_
BROCADE_INTERFACE_
IDENTITY
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Configure Brocade Trunk
Summary

Configure a trunk on an Ethernet or port channel interface.
Description

This task configures a trunk on an ethernet or port channel interface on a Brocade Network OS (NOS)
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YInfraNetwork
BrocadeNOSDevice
Identity

Select a Brocade deviceSelect Device

Ygen_text_inputChoose a port to configure the trunk For
example: TenGigabitEthernet 1/0/20, Forty
GigabitEthernet 1/0/52, port-channel 25.

Select Port

vlanIDSelect a native VLAN IDNative VLAN ID

Ygen_text_inputProvide one or more VLANs between 0 and
4094, separated with commas, to be allowed
in trunk mode.

Allowed VLANs

gen_text_inputChoose any of the listed port types for
spanning tree protocol: edgeport, autoedge or

Type

portfast. If not specified, the value defaults to
edgeport.

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

No Outputs
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Configure SAN Zoning
Summary

Configure SAN zones and associate zones with zonesets.
Description

This task configures zones with UCS vHBA and NetApp Fiber Channel adapters as members and then
associate the zones with the active zoneset. If there is no active zoneset available on the switch, the task
creates a new zoneset and actives it.

Inputs

MandatoryMappable To
Type

DescriptionInput

Check this option to activate the zone set after
creation. By default, this field is checked.

Activate Zone Set

Check this option to commit the SAN zone after
creation. By default, this field is unchecked.

Commit Zone

gen_text_inputChoose the server type, UCS or CIMC. The
default is UCS.

Server Account Type

YucsServiceProfile
Identity

Select a service profile.Service Profile

YcimcServer
Identity

Select a CIMC server.CIMC Server

Ygen_text_inputChoose a vHBA for fabric-A configuration. For
example: fabric_A [10:20:ab:d3:78:h6:8k:99].

Select vHBA

gen_text_inputEnter a device alias name for the vHBA. If the
selected vHBA andWWPN exist on the device,
then the device alias is not created.

Device Alias Fab A v
HBA

vlanIDEnter the VLAN ID associated with the selected
vHBA. Valid range is 2 to 4094.

VLAN ID

gen_text_inputProvide a VSAN ID associatedwith the selected
vHBA. Valid range is 2 to 4094.

VSAN ID

gen_text_inputEnter a zone A name.Zone Name

YClusterFiler
Identity

Choose a primary NetApp account for fabric A
configuration.

NetAppAccountName
(Primary)

Ygen_text_inputChoose a primary NetApp fiber channel adapter
for fabric A configuration. For example: Eng_

NetApp FC Adapter
(Primary)

fcp [Current port =
0e\WWPN=1:a:23:fs:jk:89:76:kk:ll\Operation
Status=down].

gen_text_inputEnter a device alias name for the FC adapter.
This is used as prefix if multiple FC adapters
are available.

Device Alias FC
Adapter
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MandatoryMappable To
Type

DescriptionInput

Check this option to configure a secondary
head. Default value is unchecked.

Configure Secondary
Head

YClusterFiler
Identity

Choose a secondary NetApp account for fabric
A configuration.

NetAppAccountName
(Secondary)

Ygen_text_inputChoose a primary NetApp fiber channel adapter
for fabric A configuration. For example: Eng_

NetApp FC Adapter
(Secondary)

fcp [Current port =
0e\WWPN=1:a:23:fs:jk:89:76:kk:ll\Operation
Status=down].

gen_text_inputEnter a device alias name for the FC adapter.
This is used as prefix if multiple FC adapter is
available.

Device Alias FC
Adapter

Ygen_text_inputSelect device for Fabric A configurationSelect Device

Ygen_text_inputChoose a source port to which the server is
connected. For example: ethernet1/1 or
gigabitethernet2/4.

Select Source Port

Ygen_text_inputChoose a VSAN tomap the VLAN. Valid range
is 2 to 4094.

SelectMappingVSAN

Check this option to configure zones for fabric
B. By default, this field is unchecked.

Configure Fabric B

Ygen_text_inputChoose a vHBA for fabric B configuration.Select vHBA

gen_text_inputProvide a device alias name for the fabric B v
HBA. If the provided vHBA and WWPN exist
in the device, the device alias is not created.

Device Alias Fab B v
HBA

vlanIDProvide the VLAN ID associated with the
selected vHBA. Valid range is 2 to 4094.

VLAN ID

gen_text_inputProvide the VSAN ID associated with the
selected vHBA. Valid range is 2 to 4094.

VSAN ID

gen_text_inputEnter the zone B name.Zone Name

YClusterFiler
Identity

Choose a primary NetApp account for fabric B
configuration.

NetAppAccountName
(Primary)

YClusterFiler
Identity

Choose a primary NetApp fiber channel adapter
for fabric B configuration. For example: Eng_
fcp [Current port =

NetApp FC Adapter
(Primary)

0e\WWPN=1:a:23:fs:jk:89:76:kk:ll\Operation
Status=down].

gen_text_inputEnter a device alias name for the FC adapter.
This is used as prefix if multiple FC adapter is
available.

Device Alias FC
Adapter
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MandatoryMappable To
Type

DescriptionInput

Check this option to configure a secondary
head. Default value is unchecked.

Configure Secondary
Head

YClusterFiler
Identity

Choose a secondary NetApp account for fabric
B configuration.

NetAppAccountName
(Secondary)

YClusterFiler
Identity

Choose a secondary NetApp fiber channel
adapter for fabric B configuration. For example:
Eng_fcp [Current port =

NetApp FC Adapter
(Secondary)

0e\WWPN=1:a:23:fs:jk:89:76:kk:ll\Operation
Status=down].

gen_text_inputEnter a device alias name for the FC adapter.
This is used as a prefix if multiple FC adapters
are available.

Device Alias FC
Adapter

Ygen_text_inputSelect a networking device for fabric B
configuration in the formate

Select Device

datacenter@device_ip. For example: test
Pod@10.23.210.20.

Ygen_text_inputChoose a source port to which the server is
connected. For example: ethernet1/1 or
gigabitethernet2/4.

Select Source Port

Ygen_text_inputChoose a VSAN tomap the VLAN. Valid range
is 2 to 4094.

SelectMappingVSAN

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

gen_text_inputName of the zoneset on which the selected
operation was performed for fabric A

FABRIC_A_ZONESET_NAME

gen_text_inputName of the zone that was created for
fabric A

FABRIC_A_ZONE_NAME

networking_deviceSwitch IP Address (Fabric A)FABRIC_A_DEVICE_IP

gen_text_inputVSAN ID on which the selected operation
was performed

FABRIC_A_VSAN_ID

gen_text_inputIdentity for SAN Zone ASAN_ZONE_A_IDENTITY

nxosVDCIdentityVDC Name (Fabric A)FABRIC_A_VDC_NAME

gen_text_inputName of the zoneset on which the selected
operation was performed for fabric B

FABRIC_B_ZONESET_NAME

gen_text_inputName of the zone that was created for
fabric B

FABRIC_B_ZONE_NAME
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TypeDescriptionOutput

networking_deviceSwitch IP Address (Fabric B)FABRIC_B_DEVICE_IP

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputVSAN ID on which the selected operation
was performed

FABRIC_B_VSAN_ID

gen_text_inputIdentity for SAN Zone BSAN_ZONE_B_IDENTITY

nxosVDCIdentityVDC Name (Fabric B)FABRIC_B_VDC_NAME
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Create Brocade Port Channel
Summary

Create a port channel on a Brocade NOS switch.
Description

This task creates and adds a description to a port channel on a Brocade Network OS (NOS) device.
Inputs

MandatoryMappable To TypeDescriptionInput

YInfraNetworkBrocade
NOSDeviceIdentity

Select DeviceSelect Device

Ygen_text_inputProvide a port channel number within
the range 1 to 6144.

Port Channel Number

gen_text_inputProvide a description for the port
channel

Description

Select this option to copy running
configuration to startup configuration

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

gen_text_inputPort channel numberPORT_CHANNEL_ID

gen_text_inputPort channel namePORT_CHANNEL_NAME

InfraNetworkBrocade
NOSDeviceIdentity

Identity for Brocade NOS device.OUTPUT_BROCADE_NOS_
DEVICE_IDENTITY

InfraNetworkBrocadePort
ChannelIdentity

Identity for Brocade port channel.OUTPUT_NET_DEVICE_
BROCADE_PORT_CHANNEL_
IDENTITY
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Create Brocade VLAN
Summary

Create a VLAN on a Brocade NOS device.
Description

This task creates a Virtual Local Area Network (VLAN) on a Brocade Network OS (NOS) device.
Inputs

MandatoryMappable To TypeDescriptionInput

YInfraNetworkBrocade
NOSDeviceIdentity

Select a Brocade deviceSelect Device

YvlanIDProvide a VLAN ID between 1 and 3583VLAN ID

gen_text_inputProvide a VLAN descriptionVLAN Descrption

BooleanCheck this option to disable shutdown.
By default, this field is unchecked.

No Shutdown

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

vlanIDVLAN ID on which the selected operation
was performed

VLAN_ID

gen_text_inputVLAN Name on which the selected
operation was performed

VLAN_NAME

InfraNetworkBrocade
NOSDeviceIdentity

Identity for Brocade NOS device.OUTPUT_BROCADE_NOS_
DEVICE_IDENTITY

InfraNetworkBrocade
VLANIdentity

Identity for Brocade VLANOUTPUT_DEVICE_
BROCADE_VLAN_
IDENTITY
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Delete Brocade Port Channel
Summary

Delete a port channel on a Brocade NOS device.
Description

This task deletes a port channel on a Brocade Network OS (NOS) device.
Inputs

MandatoryMappable To TypeDescriptionInput

YInfraNetworkBrocade
PortChannelIdentity

Select Port ChannelSelect Port Channel

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

gen_text_inputPort channel numberPORT_CHANNEL_ID

gen_text_inputPort channel namePORT_CHANNEL_NAME

InfraNetworkBrocade
NOSDeviceIdentity

Identity for Brocade NOS device.OUTPUT_BROCADE_NOS_
DEVICE_IDENTITY

InfraNetworkBrocadePort
ChannelIdentity

Identity for Brocade port channel.OUTPUT_NET_DEVICE_
BROCADE_PORT_CHANNEL_
IDENTITY
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Delete Brocade VLAN
Summary

Delete a VLAN on a Brocade NOS device.
Description

This task deletes a virtual LAN (VLAN) on a Brocade Network OS (NOS) device.
Inputs

MandatoryMappable To TypeDescriptionInput

YInfraNetworkBrocade
VLANIdentity

Select a Brocade VLAN to be deletedVLAN

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

vlanIDVLAN ID onwhich the selected operation
was performed

VLAN_ID

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

InfraNetworkBrocade
NOSDeviceIdentity

Identity for Brocade NOS device.OUTPUT_BROCADE_NOS_
DEVICE_IDENTITY

InfraNetworkBrocade
VLANIdentity

Identity for Brocade VLANOUTPUT_DEVICE_
BROCADE_VLAN_
IDENTITY
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Generic Configure SAN Zoning
Summary

Configure SAN zoning on a UCS CIMC or Nexus device.
Description

This task creates generic SAN zoning on a compute or network device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Choose a service profile type for SAN
zoning

Service Profile Type

YucsServiceProfile
Identity

Choose a service profileService Profile

YUCS_CENTRAL_
SERVICE_

Choose a global service profileGlobal Service Profile

PROFILE_
IDENTITY

YcimcServerIdentityChoose a CIMC server IPCIMC Server

Check this to configure one to one zonesConfigure One to One
zones

Check this to activate the zone set after
creation

Activate Zone Set

Check this to commit the zone set after
creation

Commit Zone

Check this to enable device aliasDevice Alias

Check this to enable smart zoningPrefer SmartZoning if
device supports

Ygen_text_inputChoose the vHBA for fabric A in this
format: xx:xx:xx:xx:xx:xx:xx:xx. For
example: 20:00:00:25:B5:00:0A:1F.

Select vHBA

gen_text_inputEnter a device alias name for the vHBA -
fabric A

Device Alias Fab A v
HBA

gen_text_inputThis is a non-editable field. It displays the
VSAN associated with the vHBA.

VSAN ID

gen_text_inputEnter the zone name for configuration of
fabric A

Zone Name

gen_text_inputChoose a storage account type: NetApp,
ONTAP/EMC VNX, Block/EMC VNX,

Storage Account Type

Unified/EMC, VNXe/EMC, VMAX/EMC,
XtremIO/EMC, VPLEX/IBM Storwize,
V7000 Unified/IBM storage Array/IBM
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MandatoryMappable To
Type

DescriptionInput

Storwize V7000/IBM SAN Volume
controller. By default no account type is
selected.

gen_text_inputChoose a primary storage account name for
fabric A

Storage Account Name
(Primary)

YGENERIC_FC_
ADAPTER_LIST

Select a primary storage FC adapter for
fabric A

Storage FC Adapter
(Primary)

gen_text_inputEnter the device alias name for the primary
FC adapter. If multiple FC adapters are
available, the name is used as a prefix.

Device Alias FC
Adapter

Check this to configure secondary head for
fabric A. By default this field is unchecked.

Configure Secondary
Head

gen_text_inputChoose a secondary storage account name
for fabric A

Storage Account Name
(Secondary)

YGENERIC_FC_
ADAPTER_LIST

Select a secondary storage FC adapter for
fabric A

Storage FC Adapter
(Secondary)

gen_text_inputEnter the device alias name for secondary
FC adapter for fabric A. If multiple FC

Device Alias FC
Adapter

adapters are available, the name is used as
a prefix.

gen_text_inputEnter the secondary zone name to configure
for fabric A

Secondary Zone Name

YinfraNetCiscoSan
DeviceIdentity

Select device for Fabric A configurationSelect Device

Ygen_text_inputChoose the source port for fabric A.Select Source Port

Ygen_text_inputChoose a VSAN ID for fabric A between 2
and 4093

Select Mapping VSAN

BooleanCheck this to configure fabric B. By default
this field is unchecked.

Configure Fabric B

Ygen_text_inputChoose the vHBA for fabric A in this
format: xx:xx:xx:xx:xx:xx:xx:xx. For
example: 20:00:00:25:B5:00:0A:1F.

Select vHBA

gen_text_inputEnter the device alias name for the vHBA -
fabric B

Device Alias Fab B v
HBA

gen_text_inputThis is a non-editable field. It displays the
VSAN associated with the vHBA - fabric B.

VSAN ID

gen_text_inputEnter the zone name for configuring fabric
B

Zone Name

gen_text_inputChoose a storage account type for fabric B:
NetApp, ONTAP/EMC VNX, Block/EMC

Storage Account Type
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MandatoryMappable To
Type

DescriptionInput

VNX, Unified/EMC, VNXe/EMC,
VMAX/EMC,XtremIO/EMC,VPLEX/IBM
Storwize, V7000 Unified/IBM storage
Array/IBM Storwize V7000/IBM SAN
Volume controller. By default none is
selected.

gen_text_inputChoose a primary storage account name for
fabric B

Storage Account Name
(Primary)

YGENERIC_FC_
ADAPTER_LIST

Select a primary storage FC adapter for
fabric B

Storage FC Adapter
(Primary)

gen_text_inputEnter the device alias name for the primary
FC adapter for fabric B. If multiple FC

Device Alias FC
Adapter

adapters are available, the name is used as
a prefix.

Check this to configure the secondary head
of fabric B. By default this field is
unchecked.

Configure Secondary
Head

Ygen_text_inputChoose a secondary storage account name
for fabric B

Storage Account Name
(Secondary)

YGENERIC_FC_
ADAPTER_LIST

Select a secondary storage FC adapter for
fabric B

Storage FC Adapter
(Secondary)

gen_text_inputEnter the device alias name for secondary
FC adapter for fabric B. If multiple FC

Device Alias FC
Adapter

adapters are available, the name is used as
a prefix.

gen_text_inputEnter the secondary zone name to configure
for the fabric B

Zone Name

YinfraNetCiscoSan
DeviceIdentity

Select device for Fabric B configurationSelect Device

Ygen_text_inputSelect the source port for fabric BSelect Source Port

Ygen_text_inputSelect a VSAN ID for fabric B between 2
and 4093

Select Mapping VSAN

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

gen_text_inputName of the zoneset on which the selected
operation was performed for fabric A

FABRIC_A_ZONESET_NAME
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TypeDescriptionOutput

gen_text_inputName of the zone1 that was created for
fabric A

OUTPUT_FAB_A_ZONE_1_
NAME

gen_text_inputName of the zone2 that was created for
fabric A

OUTPUT_FAB_A_ZONE_2_
NAME

networking_deviceSwitch IP Address (Fabric A)FABRIC_A_DEVICE_IP

gen_text_inputVSAN ID onwhich the selected operation
was performed

FABRIC_A_VSAN_ID

gen_text_inputIdentity for SANZone 1 created for fabric
A

OUTPUT_FAB_A_ZONE_1_
IDENTITY

gen_text_inputIdentity for SANZone 2 created for fabric
A

OUTPUT_FAB_A_ZONE_2_
IDENTITY

gen_text_inputName of the zoneset on which the selected
operation was performed for fabric B

FABRIC_B_ZONESET_NAME

gen_text_inputName of the zone1 that was created for
fabric B

OUTPUT_FAB_B_ZONE_1_
NAME

gen_text_inputName of the zone2 that was created for
fabric B

OUTPUT_FAB_B_ZONE_2_
NAME

networking_deviceSwitch IP Address (Fabric B)FABRIC_B_DEVICE_IP

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputVSAN ID onwhich the selected operation
was performed

FABRIC_B_VSAN_ID

gen_text_inputIdentity for SANZone 1 created for fabric
B

OUTPUT_FAB_B_ZONE_1_
IDENTITY

gen_text_inputIdentity for SANZone 2 created for fabric
B

OUTPUT_FAB_B_ZONE_2_
IDENTITY

gen_text_inputPort List Identity for SAN Zone 1 created
for fabric A

OUTPUT_FAB_A_PRIMARY_
PORT_LIST_IDENTITY

gen_text_inputPort List Identity for SAN Zone 2 created
for fabric A

OUTPUT_FAB_A_SECONDARY_
PORT_LIST_IDENTITY

gen_text_inputPort List Identity for SAN Zone 1 created
for fabric B

OUTPUT_FAB_B_PRIMARY_
PORT_LIST_IDENTITY

gen_text_inputPort List Identity for SAN Zone 2 created
for fabric B

OUTPUT_FAB_B_SECONDARY_
PORT_LIST_IDENTITY

nxosVDCIdentityVDC Name (Fabric B)FABRIC_B_VDC_NAME
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Update Brocade Trunk
Summary

Add or remove allowed VLAN(s) on a trunk.
Description

This task edits which VLANs are allowed on a trunk on a Brocade Network OS (NOS) device.
Inputs

MandatoryMappable To TypeDescriptionInput

YInfraNetwork
BrocadeNOSDevice
Identity

Select a Brocade deviceSelect Device

Ygen_text_inputProvide one or more ports, separated with
commas, to configure the trunk. For example:

Select Port

TenGigabitEthernet 1/0/28, TenGigabitEthernet
1/0/30.

gen_text_inputChoose the action type: Add or Remove to add
or remove the VLANs from port profile. If this
field is left blank, the default value is used.

Action

YvlanIDChoose one or more VLANs for the operation
chosen

Select VLANs

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

gen_text_inputAllowed VLAN IDsf on which the selected
operation was performed

ALLOWED_VLAN_IDS

gen_text_inputName of port on which selected operation was
performed.

PORT_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE
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Business Process Tasks

This chapter contains the following sections:

• Budget Watch, on page 692
• Resource Limit, on page 693
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Budget Watch
Summary

Perform a budget availability check.
Description

This task performs a budget availability check for the operations which need budget checks. Output of
this task is a true or false depending on the budget check computation.

Inputs

MandatoryMappable To TypeDescriptionInput

YuserGroupChoose the groupSelect Groups

YcatalogChoose the catalog on which to perform
the action

Select Catalog

YvDCChoose the vDC on which to perform the
action

Select vDC

vCPUCountChoose the number of vCPUs to allocateNumber of vCPUs

memSizeMBChoose the amount of memory to allocateMemory

diskSizeGBChoose the amount of disk to allocateDisk

vmChargeFrequencyChoose the charge frequency of the VM
(hourly/monthly)

Charge Frequency

Outputs

TypeDescriptionOutput

gen_text_inputStatus (true/false) of budget check taskBUDGET_WATCH_STATUS
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Resource Limit
Summary

Perform a group resource limit check.
Description

This task performs a check on UCSD group-level resource limits. The output of this task is True or False
depending on the UCSD group resource limit check computation.

Inputs

MandatoryMappable To TypeDescriptionInput

YuserGroupChoose the groupSelect Group

YcatalogChoose the catalog on which to perform
the action

Select Catalog

YvDCChoose the vDC on which to perform
the action

Select vDC

Outputs

TypeDescriptionOutput

gen_text_inputStatus (true/false) of resource limit check
task

RESOURCE_LIMIT_STATUS
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Cisco C880 M4 Tasks

This chapter contains the following sections:

• Change Boot Order, on page 696
• Get IOU MAC Address, on page 697
• Location LED Off, on page 698
• Location LED On, on page 699
• Power Off Device, on page 700
• Power On Device, on page 701
• Power Reset Device, on page 702
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Change Boot Order
Summary

Change Boot Order of Cisco C880 M4 Device
Description

This task is used to change the boot order of selected Cisco C880 M4 device.
Inputs

MandatoryMappable To TypeDescriptionInput

YCiscoC880M4SystemIdentityChoose the Cisco C880 M4
account

Cisco C880 M4
Account

YCiscoC880M4BootOrderChoose a boot orderBoot Order

Outputs

TypeDescriptionOutput

CiscoC880M4SystemIdentityC880 M4 System IdentityOUTPUT_C880M4_SYSTEM_
IDENTITY
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Get IOU MAC Address
Summary

Get MAC address of IOU
Description

This task is used to fetch the MAC address of selected IOU for a selected Cisco C880 M4 device.
Inputs

MandatoryMappable To TypeDescriptionInput

YCiscoC880M4SystemIdentityChoose the Cisco C880 M4
account

Cisco C880 M4
Account

YCiscoC880M4IOUIdentityChoose an IOUIOU

Outputs

TypeDescriptionOutput

CiscoC880M4MACAddress
Identity

C880 M4 MAC Address IdentityOUTPUT_C880M4_MAC_
IDENTITY
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Location LED Off
Summary

Location LED Off Cisco C880 M4 Device
Description

This task is used to Location LED Off the selected Cisco C880 M4 device.
Inputs

MandatoryMappable To TypeDescriptionInput

YCiscoC880M4System
Identity

Choose the Cisco C880 M4
account

Cisco C880 M4 Account

YCiscoC880M4LEDIdentityChoose the location LEDLocation LED

YDo you want to turn the location
LED off?

Do you want to turn the
LED OFF?

Outputs

TypeDescriptionOutput

CiscoC880M4SystemIdentityC880 M4 System IdentityOUTPUT_C880M4_SYSTEM_
IDENTITY

CiscoC880M4LEDIdentityC880 M4 LED IdentityOUTPUT_C880M4_LED_IDENTITY
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Location LED On
Summary

Location LED On Cisco C880 M4 Device
Description

This task is used to Location LED On the selected Cisco C880 M4 device.
Inputs

MandatoryMappable To TypeDescriptionInput

YCiscoC880M4System
Identity

Choose the Cisco C880 M4
account

Cisco C880 M4 Account

YCisco
C880M4LEDIdentity

Choose the location LEDLocation LED

YDo you want to turn the location
LED on?

Do you want to turn the
Location LED ON?

Outputs

TypeDescriptionOutput

CiscoC880M4SystemIdentityC880 M4 System IdentityOUTPUT_C880M4_SYSTEM_
IDENTITY

CiscoC880M4LEDIdentityC880 M4 LED IdentityOUTPUT_C880M4_LED_IDENTITY
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Power Off Device
Summary

Power Off Cisco C880 M4 Device
Description

This task is used to Power OFF the selected Cisco C880 M4 device.
Inputs

MandatoryMappable To TypeDescriptionInput

YCiscoC880M4System
Identity

Choose the Cisco C880 M4
account

Cisco C880 M4 Account

YDo you want to turn the power
off?

Do you want to turn the
Power OFF?

Outputs

TypeDescriptionOutput

CiscoC880M4SystemIdentityC880 M4 System IdentityOUTPUT_C880M4_SYSTEM_
IDENTITY

CiscoC880M4PowerIdentityC880 M4 Power IdentityOUTPUT_C880M4_POWER_
STATUS
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Power On Device
Summary

Power On Cisco C880 M4 Device
Description

This task is used to Power ON the selected Cisco C880 M4 device.
Inputs

MandatoryMappable To TypeDescriptionInput

YCiscoC880M4System
Identity

Choose the Cisco C880 M4
account

Cisco C880 M4 Account

YDo you want to turn the power
on?

Do you want to turn the
device Power ON?

Outputs

TypeDescriptionOutput

CiscoC880M4SystemIdentityC880 M4 System IdentityOUTPUT_C880M4_SYSTEM_
IDENTITY

CiscoC880M4PowerIdentityC880 M4 Power IdentityOUTPUT_C880M4_POWER_
STATUS
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Power Reset Device
Summary

Power Reset Cisco C880 M4 Device
Description

This task is used to Power Reset the selected Cisco C880 M4 device.
Inputs

MandatoryMappable To TypeDescriptionInput

YCiscoC880M4System
Identity

Choose the Cisco C880 M4
account

CiscoC880M4 Account

YDo you want to reset the device
Power?

Do you want to reset the
device Power?

Outputs

TypeDescriptionOutput

CiscoC880M4SystemIdentityC880 M4 System IdentityOUTPUT_C880M4_SYSTEM_
IDENTITY

CiscoC880M4PowerIdentityC880 M4 Power IdentityOUTPUT_C880M4_POWER_
STATUS
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Cisco Fabric Tasks

This chapter contains the following sections:

• Add Cisco DCNM Fabric Network To Network Policy, on page 704
• Add Cisco DCNM Fabric Network To Network Policy Allowed PortGroup, on page 705
• Cisco DCNM Fabric Network Selector, on page 706
• Cisco DCNM Fabric Port Group Selector, on page 707
• Cisco DCNM Fabric VDC Selector, on page 708
• Create Cisco DCNM Fabric Mobility Domain, on page 710
• Create Cisco DCNM Fabric Network, on page 711
• Create Cisco DCNM Fabric Network for VDC Enabled Switches, on page 714
• Create Cisco DCNM Fabric Organization, on page 718
• Create Cisco DCNM Fabric Partition, on page 719
• Create VDC-Cisco DCNM Fabric Switch Association, on page 721
• Create end-user Cisco DCNM Fabric Network, on page 722
• Delete Cisco DCNM Fabric Mobility Domain, on page 726
• Delete Cisco DCNM Fabric Network, on page 727
• Delete Cisco DCNM Fabric Organization, on page 728
• Delete Cisco DCNM Fabric Partition, on page 729
• Delete VDC-Cisco DCNM Fabric Switch Association, on page 730
• Extend Cisco DCNM Fabric Network Switch Association, on page 731
• Modify Cisco DCNM Fabric Mobility Domain, on page 732
• Modify Cisco DCNM Fabric Network, on page 733
• Modify Cisco DCNM Fabric Organization, on page 735
• Modify Cisco DCNM Fabric Partition, on page 736
• Remove Cisco DCNM Extended Fabric Network Switch Association, on page 738
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Add Cisco DCNM Fabric Network To Network Policy
Summary

This task Add Fabric Network To Network Policy allows user to create a new NIC alias in the Network
Policy.

Description
This task allows user to Add Fabric Network Port Group into NIC Alias and NIC Alias is added into
Network Policy. User can add the Mandatory/Optional NIC alias in the Network Policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YprivateCloudNetwork
PolicyProvider

Policy NamePolicy Name

Ygen_text_inputEnter new NIC Alias.NIC Alias

Mandatory or OptionalNIC Mandatory

YFabricPortGroupIdentityPort Group NamePort Group Name

Copy Adapter Type from
Template

Copy Adapter Type from
Template

NetworkAdapterTypeSelect adapter typeAdapter Type

Select if DHCP is used for VM IP
address allocation

Use DHCP

gen_text_inputSelect IP Address SourceSelect IP Address Source

Outputs

No Outputs
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Add Cisco DCNM Fabric Network To Network Policy Allowed
PortGroup

Summary
This task Add Fabric Network To Network Policy Allowed Port group allows user to add a Fabric Port
group to the existing NIC alias in the Network Policy.

Description
This task allows user to Add Fabric Network To Network Policy Allowed Port group, this should add a
Fabric Portgroup to the existing NIC alias in the Network Policy. This task should enable the allow end
user to choose Port group in the NIC alias if there is a single Port group available in the NIC alias. After
the rollback of this task if the NIC alias has one port group then the allow end user to choose port group
should be disable Otherwise the option should be enabled.

Inputs

MandatoryMappable To TypeDescriptionInput

YprivateCloudNetwork
PolicyProvider

Policy NamePolicy Name

Ygen_text_inputEnter NICAlias from selected policy.NIC Alias

Selecting this option enables end user
to choose port groups during
provisioning

Allow end user to choose
Port Groups

YFabricPortGroupIdentityPort Group NamePort Group Name

Select if DHCP is used for VM IP
address allocation

Use DHCP

gen_text_inputSelect IP Address SourceSelect IP Address Source

Outputs

No Outputs
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Cisco DCNM Fabric Network Selector
Summary

This task Fabric Network Selector contains the Fabric Network related information as Output.
Description

This task Fabric Network Selector allows user to choose the Fabric Network. Output of this task contains
the Fabric Network related details.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricNetworkIdentitySelect Segment IdSegment Id

Outputs

TypeDescriptionOutput

DCNMAccountIdentityIdentity of the DCNMAccount for which the
selected operation was performed

OUTPUT_ACCOUNT_ID

gen_text_inputName of the Account for which the selected
operation was performed

OUTPUT_ACCOUNT_
NAME

FabricOrganization
Identity

Identity of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_ID

gen_text_inputName of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_NAME

FabricPartitionIdentityIdentity of the partition for which the selected
operation was performed

OUTPUT_PARTITION_ID

gen_text_inputName of the partition for which the selected
operation was performed

OUTPUT_PARTITION_
NAME

FabricNetworkIdentityIdentity of the network for which the selected
operation was performed

OUTPUT_NETWORK_ID

gen_text_inputName of the network for which the selected
operation was performed

OUTPUT_NETWORK_
NAME

FabricNetworkSegment
PoolIdentity

Identity of the network segment for which the
selected operation was performed

OUTPUT_NETWORK_
SEGMENTID

FabricNetworkProfile
Identity

Name of the profile for which the selected
operation was performed

OUTPUT_PROFILE_NAME

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID

FabricvSwitchIdentityvSwitch identity for which the selected
operation was performed

OUTPUT_VSWITCH_ID

FabricdvSwitchIdentitydvSwitch identity for which the selected
operation was performed

OUTPUT_DVSWITCH_ID

FabricMobilityDomain
Identity

Mobility Domain identity for which the
selected operation was performed

OUTPUT_MOBILITY_
DOMAIN_IDENTITY
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Cisco DCNM Fabric Port Group Selector
Summary

This task Fabric Port Group Selector contains Fabric Port group related information as Output.
Description

This task Fabric Port Group Selector allows user to choose the Port group or Fabric Port group. Output
of this task contains the Port group/ Fabric Port group related details.

Inputs

MandatoryMappable To TypeDescriptionInput

vmwareVmPortGroupIdentityPort Group NamePort Group

FabricPortGroupIdentityPort Group NameFabric Port Group

Outputs

TypeDescriptionOutput

portGroupNameCreated port group name for which the
selected operation was performed

OUTPUT_PORT_GROUP_
NAME

vmwareVmPortGroup
Identity

Identity of the port group for which the
selected operation was performed

OUTPUT_PORT_GROUP_
IDENTITY

portGroupTypeCreated port group type for which the
selected operation was performed

OUTPUT_PORT_GROUP_
TYPE

gen_text_inputCreated Fabric port group name for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_NAME

FabricPortGroup
Identity

Identity of the Fabric port group for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_IDENTITY

FabricSwitchNameSwitch name for which the selected operation
was performed

OUTPUT_SWITCH_NAME

FabricvSwitchIdentityvSwitch identity for which the selected
operation was performed

OUTPUT_VSWITCH_ID

FabricdvSwitchIdentitydvSwitch identity for which the selected
operation was performed

OUTPUT_DVSWITCH_ID

gen_text_inputHost Name for which the selected operation
was performed

OUTPUT_HOST_NAME

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID

portGroupIdentityVmware port group Identity for which the
selected operation was performed

OUTPUT_VMWARE_PORT_
GROUP_IDENTITY

VMwareDVPortgroup
Identity

Vmware dv-port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_
DVPORT_GROUP_IDENTITY
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Cisco DCNM Fabric VDC Selector
Summary

This task Fabric VDC Selector contains the network, storage, compute and system policies and switch
related information as Output.

Description
This task Fabric VDC Selector allows user to choose the Account and VDC, the corresponding Account,
VDC Switch Association should be available in the Fabric VDC Switch Association Policy. Output of
this task contains the compute, network, Storage and system policies of selected VDC and the first four
vswitches, dvSwitches, n1kSwitches, list of the vswitches and dvSwitches of Fabric VDC Switch
Association Report.

Inputs

MandatoryMappable To TypeDescriptionInput

YDCNMAccountIdentitySelect an accountFabric Account

YvDCSelect vdc.Select VDC

Outputs

TypeDescriptionOutput

DCNMAccountIdentityIdentity of the DCNMAccount for which the
selected operation was performed

OUTPUT_ACCOUNT_ID

gen_text_inputVDC Compute Policy Name for which the
selected operation was performed

OUTPUT_VDC_COMPUTE_
POLICY

gen_text_inputVDC Storage Policy Name for which the
selected operation was performed

OUTPUT_VDC_STORAGE_
POLICY

privateCloudNetwork
PolicyProvider

VDC Network Policy Name for which the
selected operation was performed

OUTPUT_VDC_
NETWORK_POLICY

gen_text_inputVDC System Policy Name for which the
selected operation was performed

OUTPUT_VDC_SYSTEM_
POLICY

FabricvSwitchIdentityvSwitch identity for which the selected
operation was performed

OUTPUT_VSWITCH_ID_1

FabricvSwitchIdentityvSwitch identity for which the selected
operation was performed

OUTPUT_VSWITCH_ID_2

FabricvSwitchIdentityvSwitch identity for which the selected
operation was performed

OUTPUT_VSWITCH_ID_3

FabricvSwitchIdentityvSwitch identity for which the selected
operation was performed

OUTPUT_VSWITCH_ID_4

gen_text_inputvSwitch identities for which the selected
operation was performed

OUTPUT_VSWITCH_IDS

FabricdvSwitchIdentitydvSwitch identity for which the selected
operation was performed

OUTPUT_DVSWITCH_ID_
1
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TypeDescriptionOutput

FabricdvSwitchIdentitydvSwitch identity for which the selected
operation was performed

OUTPUT_DVSWITCH_ID_
2

FabricdvSwitchIdentitydvSwitch identity for which the selected
operation was performed

OUTPUT_DVSWITCH_ID_
3

FabricdvSwitchIdentitydvSwitch identity for which the selected
operation was performed

OUTPUT_DVSWITCH_ID_
4

gen_text_inputdvSwitch identities for which the selected
operation was performed

OUTPUT_DVSWITCH_IDS

FabricdvSwitchIdentityN1KSwitch identity for which the selected
operation was performed

OUTPUT_N1KSWITCH_ID_
1

FabricdvSwitchIdentityN1KSwitch identity for which the selected
operation was performed

OUTPUT_N1KSWITCH_ID_
2

FabricdvSwitchIdentityN1KSwitch identity for which the selected
operation was performed

OUTPUT_N1KSWITCH_ID_
3

FabricdvSwitchIdentityN1KSwitch identity for which the selected
operation was performed

OUTPUT_N1KSWITCH_ID_
4

gen_text_inputThis Group is selected while creating
Organization

OUTPUT_GROUP_ID

gen_text_inputThis Group is selected while creating
Organization

OUTPUT_GROUP_NAME
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Create Cisco DCNM Fabric Mobility Domain
Summary

This task Creates Fabric Mobility Domain.Contains MobilityDomain ID and MobilityDomain Identity
as Output.

Description
This task allows user to Create Fabric Mobility Domain.

Inputs

MandatoryMappable To TypeDescriptionInput

YDCNMAccountIdentitySelect an accountFabric Account

Ygen_text_inputEnter MobilityDomain NameMobilityDomain Name

Ygen_text_inputEnter VLAN RangeVLAN Range

Outputs

TypeDescriptionOutput

gen_text_inputMobility Domain for which the selected
operation was performed

OUTPUT_MOBILITY_
DOMAIN_ID

FabricMobilityDomain
Identity

Mobility Domain identity for which the
selected operation was performed

OUTPUT_MOBILITY_
DOMAIN_IDENTITY
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Create Cisco DCNM Fabric Network
Summary

This task Creates Fabric Network contains Fabric Network as Output.
Description

This task allows user to select the Switch from a Specific Cloud to which the Fabric Network should be
created in the corresponding DCNMAccount. Created Fabric Network information should be displayed
in the Fabric Network Report, Fabric Port Group Report contains the Information of the port group
associated with Fabric Network and Fabric Network Config Profile Report contains the information
about the Profile associated with the Fabric Network By default there will be the vCenter IP as the
Mobility Domain ID, we can change the mobility domain id with some other IP Address, For N1k Switch
the vlanid=0 and Mobility Domain Id will be None For start ip and end ip the following scenarios are
applicable a.Default gateway = 1.1.1.1, DHCP range is 1.1.1.2-1.1.1.10, then static range should be
staticIpStart=1.1.1.11, staticIpEnd=1.1.1.254 b. Default gateway =1.1.1.1, DHCP range is unspecified,
then static range should be staticIpStart=1.1.1.2, staticIpEnd=1.1.1.254 c. Default gateway = 1.1.1.10,
DHCP range is 1.1.1.11-1.1.1.19, then static range should be staticIpStart=1.1.1.20, staticIpEnd=1.1.1.254
OR staticIpStart=1.1.1.1, staticIpEnd=1.1.1.9 d. Default gateway = 1.1.1.1, DHCP range is
1.1.1.2-1.1.1.254, then static range should be BLANK. e. If the startip and end ip are specified in the
task then the values should be persist. While calculating the ip range or static ip range it should assign
max IP available part. Output of this task contains DCNMAccount, Fabric Organization, Fabric Partition
and Fabric Network along with the Switch Name, vmware Port groups, Fabric Port groups, vlan id and
mobility domain id. Note: The parameters Network Role, Secondary Gateway IP address are dependent
on the DCNMAccount Version and should be displayed as empty when the underlying DCNMAccount
version doesnât support these.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricPartitionIdentityEnter PartitionPartition

Ygen_text_inputEnter Network NameNetwork Name

YFabricNetworkRoleEnter Network RoleNetwork Role

gen_text_inputEnter DescriptionDescription

ipv4AddressEnter Gateway IP AddressGateway IP Address

subnetMaskEnter Subnet MaskSubnet Mask

FabricNetworkSwitchTypeSelect Switch TypeSwitch Type

FabricdvSwitchIdentitySelect dvSwitch.Select dvSwitch

FabricvSwitchIdentitySelect vSwitch.Select vSwitch

YFabricNetworkProfile
Identity

Select Profile NameProfile Name

Profile Parameters

ipv4AddressEnter Profile dhcpServer
Address

DHCP Server Address

gen_text_inputEnter vrfDhcpvrfDhcp
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter mtuValuemtuValue

gen_text_inputEnter dhcpServerv6AddressdhcpServerv6Address

gen_text_inputEnter vrfv6Dhcpvrfv6Dhcp

Enable Ipv6IPv6 enabled

gen_text_inputEnter Profile gateway
Ipv6Address

Gateway IPv6 Address

gen_text_inputEnter Profile prefixLengthPrefix Length

Network Id

Ygen_text_inputEnter Segment IDSegment Id

is segmentId autoSelectAutoSelect

Ygen_text_inputEnter Mobility Domain IdMobility Domain Id

is Mobility Domain Id auto
Select

AutoSelectMobility Domain
Id

gen_text_inputEnter vlanVlan

DHCP Scope

Enable DHCPDHCP enabled

gen_text_inputEnter IP RangeIP Range

Service Configuration
Parameters

ipv4AddressEnter Start IPStart IP

ipv4AddressEnter End IPEnd IP

ipv4AddressEnter Secondary GatewaySecondary Gateway

Outputs

TypeDescriptionOutput

DCNMAccountIdentityIdentity of the DCNM Account for which
the selected operation was performed

OUTPUT_ACCOUNT_ID

gen_text_inputName of the Account for which the selected
operation was performed

OUTPUT_ACCOUNT_NAME

FabricOrganization
Identity

Identity of the organization for which the
selected operation was performed

OUTPUT_ORGANIZATION_
ID

gen_text_inputName of the organization for which the
selected operation was performed

OUTPUT_ORGANIZATION_
NAME

FabricPartitionIdentityIdentity of the partition for which the selected
operation was performed

OUTPUT_PARTITION_ID
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TypeDescriptionOutput

gen_text_inputName of the partition for which the selected
operation was performed

OUTPUT_PARTITION_
NAME

FabricNetworkIdentityIdentity of the network for which the selected
operation was performed

OUTPUT_NETWORK_ID

gen_text_inputName of the network for which the selected
operation was performed

OUTPUT_NETWORK_NAME

FabricNetworkSegment
PoolIdentity

Identity of the network segment for which
the selected operation was performed

OUTPUT_NETWORK_
SEGMENTID

FabricNetworkProfile
Identity

Identity of the profile for which the selected
operation was performed

OUTPUT_PROFILE_ID

FabricNetworkProfile
Identity

Name of the profile for which the selected
operation was performed

OUTPUT_PROFILE_NAME

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID

vmwareVmPortGroup
Identity

Identity of the port group for which the
selected operation was performed

OUTPUT_PORT_GROUP_
IDENTITY

portGroupNameCreated port group name for which the
selected operation was performed

OUTPUT_PORT_GROUP_
NAME

portGroupTypeCreated port group type for which the
selected operation was performed

OUTPUT_PORT_GROUP_
TYPE

FabricSwitchNameSwitch name for which the selected operation
was performed

OUTPUT_SWITCH_NAME

FabricPortGroupIdentityIdentity of the Fabric port group for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_IDENTITY

gen_text_inputCreated Fabric port group name for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_NAME

portGroupIdentityVmware port group Identity for which the
selected operation was performed

OUTPUT_VMWARE_PORT_
GROUP_IDENTITY

vmwareVmPortGroup
Identity

Vmware vm port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY

VMwareDVPortgroup
Identity

Vmware dv-port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_
DVPORT_GROUP_IDENTITY

gen_text_inputMobility Domain for which the selected
operation was performed

OUTPUT_MOBILITY_
DOMAIN_ID

FabricMobilityDomain
Identity

Mobility Domain identity for which the
selected operation was performed

OUTPUT_MOBILITY_
DOMAIN_IDENTITY
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Create Cisco DCNM Fabric Network for VDC Enabled Switches
Summary

This task Creates Fabric Network for VDC Enabled Switches allows user to create Port groups/Fabric
Port groups as Output.

Description
This task allows user to Create Fabric Network for VDC Enabled Switches, based on the
switches(vSwitch/dvSwitch/N1KSwitch) available in the Fabric VDC Switch Association Policy. User
select all vSwitches/ all dvSwitches, It creates one Fabric Network with vSwitch/dvSwitch and creates
remaining port groups and added into NIC alias. Created portGroups having same vlanId. For start ip
and end ip the following scenarios are applicable a.Default gateway = 1.1.1.1, DHCP range is
1.1.1.2-1.1.1.10, then static range should be staticIpStart=1.1.1.11, staticIpEnd=1.1.1.254 b. Default
gateway =1.1.1.1, DHCP range is unspecified, then static range should be staticIpStart=1.1.1.2,
staticIpEnd=1.1.1.254 c. Default gateway = 1.1.1.10, DHCP range is 1.1.1.11-1.1.1.19, then static range
should be staticIpStart=1.1.1.20, staticIpEnd=1.1.1.254 OR staticIpStart=1.1.1.1, staticIpEnd=1.1.1.9 d.
Default gateway = 1.1.1.1, DHCP range is 1.1.1.2-1.1.1.254, then static range should be BLANK. e. If
the startip and end ip are specified in the task then the values should be persist. While calculating the ip
range or static ip range it should assign max IP available part. Output of this task contains the Port group,
Fabric Port group details, Mobility Domain ID, vlanid and vlanid list. Note: 1. User is having a N1k
Switch in the Fabric VDC Switch Association Policy, if user used this with the combination of dvswitch
available in the Fabric VDC Switch Association Policy then the task fails. 2. The parameters Network
Role, Secondary Gateway IP address are dependent on the DCNM Account Version and should be
displayed as empty when the underlying DCNM Account version doesnât support these.

Inputs

MandatoryMappable To TypeDescriptionInput

YvDCSelect VDC from VDC Fabric
Switch Association

Select VDC

YSelect Switch TypeSwitch Type

YFabricPartitionIdentityEnter Partition NamePartition Name

Ygen_text_inputEnter Network NameNetwork Name

YFabricNetworkRoleEnter Network RoleNetwork Role

gen_text_inputEnter DescriptionDescription

ipv4AddressEnter Gateway IP AddressGateway IP Address

subnetMaskEnter Subnet MaskSubnet Mask

YFabricNetworkProfile
Identity

Select Profile NameProfile Name

Profile Parameters

ipv4AddressEnter Profile dhcpServerAddressDHCP Server Address

gen_text_inputEnter vrfDhcpvrfDhcp

gen_text_inputEnter mtuValuemtuValue

gen_text_inputEnter dhcpServerv6AddressdhcpServerv6Address
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter vrfv6Dhcpvrfv6Dhcp

Enable Ipv6IPv6 enabled

gen_text_inputEnter Profile gatewayIpv6AddressGateway IPv6 Address

gen_text_inputEnter Profile prefixLengthPrefix Length

Network Id

Ygen_text_inputEnter Segment IDSegment Id

is segmentId autoSelectAutoSelect

Ygen_text_inputEnter Mobility Domain IdMobility Domain Id

is Mobility Domain Id autoSelectAutoSelect Mobility Domain
Id

DHCP Scope

Enable DHCPDHCP enabled

gen_text_inputEnter IP RangeIP Range

Service Configuration
Parameters

ipv4AddressEnter Start IPStart IP

ipv4AddressEnter End IPEnd IP

ipv4AddressEnter Secondary GatewaySecondary Gateway

Allow NIC Alias Update

Add Port Group to network PolicyAdd Port Group to Network
Policy

Selecting this option enables end
user to choose port groups during
provisioning

Allow end user to choose Port
Groups

Ygen_text_inputEnter NIC names separated by
comma

NIC Alias

Select if DHCP is used for VM IP
address allocation

Use DHCP

gen_text_inputSelect IP Address SourceSelect IP Address Source

Outputs

TypeDescriptionOutput

FabricPortGroup
Identity

Identity of the Fabric port group for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_IDENTITY_1

FabricPortGroup
Identity

Identity of the DFA port group for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_IDENTITY_2
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TypeDescriptionOutput

FabricPortGroup
Identity

Identity of the Fabric port group for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_IDENTITY_3

FabricPortGroup
Identity

Identity of Fabric the port group for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_IDENTITY_4

vmwareVmPortGroup
Identity

Identity of the port group for which the
selected operation was performed

OUTPUT_PORT_GROUP_
IDENTITY_1

vmwareVmPortGroup
Identity

Identity of the port group for which the
selected operation was performed

OUTPUT_PORT_GROUP_
IDENTITY_2

vmwareVmPortGroup
Identity

Identity of the port group for which the
selected operation was performed

OUTPUT_PORT_GROUP_
IDENTITY_3

vmwareVmPortGroup
Identity

Identity of the port group for which the
selected operation was performed

OUTPUT_PORT_GROUP_
IDENTITY_4

gen_text_inputdvSwitch identities for which the selected
operation was performed

OUTPUT_PORT_GROUP_
IDENTITIES

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID_1

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID_2

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID_3

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID_4

gen_text_inputvlans which will be mapedOUTPUT_VLANS

vmwareVmPortGroup
Identity

Vmware vm port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY_1

vmwareVmPortGroup
Identity

Vmware vm port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY_2

vmwareVmPortGroup
Identity

Vmware vm port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY_3

vmwareVmPortGroup
Identity

Vmware vm port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY_4

portGroupIdentityVmware port group Identity for which the
selected operation was performed

OUTPUT_VMWARE_PORT_
GROUP_IDENTITY_1

portGroupIdentityVmware port group Identity for which the
selected operation was performed

OUTPUT_VMWARE_PORT_
GROUP_IDENTITY_2

portGroupIdentityVmware port group Identity for which the
selected operation was performed

OUTPUT_VMWARE_PORT_
GROUP_IDENTITY_3

portGroupIdentityVmware port group Identity for which the
selected operation was performed

OUTPUT_VMWARE_PORT_
GROUP_IDENTITY_4

VMwareDVPortgroup
Identity

Vmware dv-port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_DVPORT_
GROUP_IDENTITY_1

VMwareDVPortgroup
Identity

Vmware dv-port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_DVPORT_
GROUP_IDENTITY_2
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TypeDescriptionOutput

VMwareDVPortgroup
Identity

Vmware dv-port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_DVPORT_
GROUP_IDENTITY_3

VMwareDVPortgroup
Identity

Vmware dv-port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_DVPORT_
GROUP_IDENTITY_4

gen_text_inputMobility Domain for which the selected
operation was performed

OUTPUT_MOBILITY_
DOMAIN_ID

FabricMobilityDomain
Identity

Mobility Domain identity for which the
selected operation was performed

OUTPUT_MOBILITY_
DOMAIN_IDENTITY
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Create Cisco DCNM Fabric Organization
Summary

This task Creates Fabric Organization contains Fabric Organization as Output.
Description

This task allows user to Create Fabric Organization with a group, in the DCNM Account level only one
Group can be associated to a Single Fabric Organization. Output of this task contains the DCNMAccount
details, Fabric Organization and Group.

Inputs

MandatoryMappable To TypeDescriptionInput

YDCNMAccountIdentitySelect an accountFabric Account

Ygen_text_inputEnter Organization NameOrganization Name

gen_text_inputEnter Organization DescriptionDescription

Enter Orchestration SourceOrchestration Source

YuserGroupUser GroupGroup

Outputs

TypeDescriptionOutput

DCNMAccountIdentityIdentity of the DCNM Account for which the
selected operation was performed

OUTPUT_ACCOUNT_ID

gen_text_inputName of the Account for which the selected
operation was performed

OUTPUT_ACCOUNT_
NAME

FabricOrganization
Identity

Identity of the organization for which the
selected operation was performed

OUTPUT_ORGANIZATION_
ID

gen_text_inputName of the organization for which the
selected operation was performed

OUTPUT_ORGANIZATION_
NAME

gen_text_inputThis Group is selected while creating
Organization

OUTPUT_GROUP_ID

gen_text_inputThis Group is selected while creating
Organization

OUTPUT_GROUP_NAME
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Create Cisco DCNM Fabric Partition
Summary

This task Creates Fabric Partition contains Fabric Partition as Output.
Description

This task allows user to Create Fabric Partition under a Fabric Organization, we can create ânâ number
of Fabric Partitions under a Single Fabric Organization. Based on the Fabric Encapsulation the profile
Name will be displayed If Extend the Partition across Fabric is Enabled then DCI id is mandatory and
in the DCNM corresponding configurations should be done Output of this task contains the DCNM
Account details, Fabric Organization and Fabric Partition. Note: The parameters DCI ID, Multi Cast
Group Address and profile Parameters are applicable for only Version 7.1(0.139) or higher version. If
the Profile Name is None then profile Parameters will not be displayed where as if profile Name is other
than Non-None then only BorderLeafRt will be displayed. All Higher version parameters are optional
and in the lower version DCNM in UCSD will display as empty. IF Extend the Partition across Fabric
then profile Name should be Non-None

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricOrganization
Identity

Select Organization NameOrganization Name

Ygen_text_inputEnter Partition NamePartition Name

gen_text_inputEnter DescriptionDescription

gen_text_inputEnter DCI IDDCI ID

Extend the Partition across the
Fabric

Extend the Partition across
the Fabric

ipv4AddressEnter Service Node IP AddressService Node IP Address

ipv4AddressEnter DNS ServerDNS Server

ipv4AddressEnter Secondary DNS ServerSecondary DNS Server

ipv4AddressEnterMulti Cast GroupAddressMulti Cast Group Address

FabricPartitionProfile
Identity

Enter Profile NameProfile Name

Profile Parameters

gen_text_inputEnter Border LeafRtBorder LeafRt

Outputs

TypeDescriptionOutput

DCNMAccountIdentityIdentity of the DCNM Account for which the
selected operation was performed

OUTPUT_ACCOUNT_ID

gen_text_inputName of the Account for which the selected
operation was performed

OUTPUT_ACCOUNT_
NAME
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TypeDescriptionOutput

FabricOrganization
Identity

Identity of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_ID

gen_text_inputName of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_NAME

FabricPartitionIdentityIdentity of the partition for which the selected
operation was performed

OUTPUT_PARTITION_ID

gen_text_inputName of the partition for which the selected
operation was performed

OUTPUT_PARTITION_
NAME
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Create VDC-Cisco DCNM Fabric Switch Association
Summary

This task Creates VDC Fabric Switch Association contains Fabric VDC Association in the Fabric VDC
Switch Association Policy Report.

Description
This task allows user to Create VDC Fabric Switch Association.Fabric,VDC Association with the
corresponding Switch should be created in the Fabric VDC Switch Association Policy Report. User
should select Switch from cloud account which is associated into the VDC.Selected Fabric VDC Switch
available in Fabric VDC Switch Association Policy Report. VDC Fabric Switch Association Policy used
for Create End User Fabric Network and Create Fabric Network for Enabled Switches task.

Inputs

MandatoryMappable To TypeDescriptionInput

YDCNMAccountIdentitySelect an accountFabric Account

YvDCSelect vdc.Select VDC

YFabricSwitchIdentitySelect Switches.Select Switches

Outputs

No Outputs
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Create end-user Cisco DCNM Fabric Network
Summary

This task Create end-user Fabric Network allows user to create the Fabric Networks for the Switches
available in the Fabric VDC Switch Association Policy.

Description
This task allows user to Create end-user Fabric Network, based on the switches available in the VDC
Fabric Switch Association Policy. It creates Fabric Networks based on the Association in Fabric VDC
Switch Association Policy. Fabric Networks are added into the corresponding NIC alias. User should
specify the NIC alias present in the Network Policy for any VDC available in the VDC Fabric Switch
Association Policy. For start ip and end ip the following scenarios are applicable a.Default gateway =
1.1.1.1, DHCP range is 1.1.1.2-1.1.1.10, then static range should be staticIpStart=1.1.1.11,
staticIpEnd=1.1.1.254 b. Default gateway =1.1.1.1, DHCP range is unspecified, then static range should
be staticIpStart=1.1.1.2, staticIpEnd=1.1.1.254 c. Default gateway = 1.1.1.10, DHCP range is
1.1.1.11-1.1.1.19, then static range should be staticIpStart=1.1.1.20, staticIpEnd=1.1.1.254 OR
staticIpStart=1.1.1.1, staticIpEnd=1.1.1.9 d. Default gateway = 1.1.1.1, DHCP range is 1.1.1.2-1.1.1.254,
then static range should be BLANK. e. If the startip and end ip are specified in the task then the values
should be persist. While calculating the ip range or static ip range it should assign max IP available part.
Output of this task contains the Port group, Fabric Port group details, Mobility Domain ID, vlanid and
vlanid list. Note: The parameters Network Role, Secondary Gateway IP address are dependent on the
DCNMAccount Version and should be displayed as empty when the underlyingDCNMAccount version
doesnât support these.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricPartitionIdentityEnter Partition NamePartition Name

Ygen_text_inputEnter Network NameNetwork Name

YFabricNetworkRoleEnter Network RoleNetwork Role

gen_text_inputEnter DescriptionDescription

ipv4AddressEnter Gateway IP AddressGateway IP Address

subnetMaskEnter Subnet MaskSubnet Mask

YFabricNetworkProfile
Identity

Select Profile NameProfile Name

Profile Parameters

ipv4AddressEnter Profile dhcpServerAddressDHCP Server Address

gen_text_inputEnter vrfDhcpvrfDhcp

gen_text_inputEnter mtuValuemtuValue

gen_text_inputEnter dhcpServerv6AddressdhcpServerv6Address

gen_text_inputEnter vrfv6Dhcpvrfv6Dhcp

Enable Ipv6IPv6 enabled

gen_text_inputEnter Profile gatewayIpv6AddressGateway IPv6 Address
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter Profile prefixLengthPrefix Length

Network Id

Ygen_text_inputEnter Segment IDSegment Id

is segmentId autoSelectAutoSelect

Ygen_text_inputEnter Mobility Domain IdMobility Domain Id

is Mobility Domain Id autoSelectAutoSelect Mobility Domain
Id

DHCP Scope

Enable DHCPDHCP enabled

gen_text_inputEnter IP RangeIP Range

Service Configuration
Parameters

ipv4AddressEnter Start IPStart IP

ipv4AddressEnter End IPEnd IP

ipv4AddressEnter Secondary GatewaySecondary Gateway

Allow NIC Alias Update

Add Port Group to network PolicyAdd Port Group to Network
Policy

Selecting this option enables end
user to choose port groups during
provisioning

Allow end user to choose Port
Groups

Ygen_text_inputEnter NIC names separated by
comma

NIC Alias

Select if DHCP is used for VM IP
address allocation

Use DHCP

gen_text_inputSelect IP Address SourceSelect IP Address Source

Outputs

TypeDescriptionOutput

FabricPortGroup
Identity

Identity of the Fabric port group for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_IDENTITY_1

FabricPortGroup
Identity

Identity of the DFA port group for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_IDENTITY_2

FabricPortGroup
Identity

Identity of the Fabric port group for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_IDENTITY_3

FabricPortGroup
Identity

Identity of Fabric the port group for which
the selected operation was performed

OUTPUT_FABRIC_PORT_
GROUP_IDENTITY_4
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TypeDescriptionOutput

vmwareVmPortGroup
Identity

Identity of the port group for which the
selected operation was performed

OUTPUT_PORT_GROUP_
IDENTITY_1

vmwareVmPortGroup
Identity

Identity of the port group for which the
selected operation was performed

OUTPUT_PORT_GROUP_
IDENTITY_2

vmwareVmPortGroup
Identity

Identity of the port group for which the
selected operation was performed

OUTPUT_PORT_GROUP_
IDENTITY_3

vmwareVmPortGroup
Identity

Identity of the port group for which the
selected operation was performed

OUTPUT_PORT_GROUP_
IDENTITY_4

gen_text_inputdvSwitch identities for which the selected
operation was performed

OUTPUT_PORT_GROUP_
IDENTITIES

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID_1

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID_2

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID_3

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID_4

gen_text_inputvlans which will be mapedOUTPUT_VLANS

vmwareVmPortGroup
Identity

Vmware vm port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY_1

vmwareVmPortGroup
Identity

Vmware vm port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY_2

vmwareVmPortGroup
Identity

Vmware vm port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY_3

vmwareVmPortGroup
Identity

Vmware vm port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY_4

portGroupIdentityVmware port group Identity for which the
selected operation was performed

OUTPUT_VMWARE_PORT_
GROUP_IDENTITY_1

portGroupIdentityVmware port group Identity for which the
selected operation was performed

OUTPUT_VMWARE_PORT_
GROUP_IDENTITY_2

portGroupIdentityVmware port group Identity for which the
selected operation was performed

OUTPUT_VMWARE_PORT_
GROUP_IDENTITY_3

portGroupIdentityVmware port group Identity for which the
selected operation was performed

OUTPUT_VMWARE_PORT_
GROUP_IDENTITY_4

VMwareDVPortgroup
Identity

Vmware dv-port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_DVPORT_
GROUP_IDENTITY_1

VMwareDVPortgroup
Identity

Vmware dv-port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_DVPORT_
GROUP_IDENTITY_2

VMwareDVPortgroup
Identity

Vmware dv-port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_DVPORT_
GROUP_IDENTITY_3

VMwareDVPortgroup
Identity

Vmware dv-port group Identity for which
the selected operation was performed

OUTPUT_VMWARE_DVPORT_
GROUP_IDENTITY_4
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TypeDescriptionOutput

gen_text_inputMobility Domain for which the selected
operation was performed

OUTPUT_MOBILITY_
DOMAIN_ID

FabricMobilityDomain
Identity

Mobility Domain identity for which the
selected operation was performed

OUTPUT_MOBILITY_
DOMAIN_IDENTITY
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Delete Cisco DCNM Fabric Mobility Domain
Summary

This task Deletes Fabric Mobility Domain.
Description

This task allows user to Delete Fabric Mobility Domain.
Inputs

MandatoryMappable To TypeDescriptionInput

YFabricMobilityDomainIdentitySelect MobilityDomain
Name

MobilityDomainName

Outputs

No Outputs
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Delete Cisco DCNM Fabric Network
Summary

This task Deletes Fabric Network contains Fabric Network,DCNM Account,Fabric Organization and
Fabric Partition as Output.

Description
This task allows user to delete the Fabric Network.When the Portgroup is attached to the VM, then Force
Delete Flag by default false, Number of Retry and Iteration if Force delete is enabled. By default if Force
Delete is enabled, Retry is zero and Iteration is 30sec. Note: Even though port profile is attached to VM
or not, the port profile will be deleted in the vCenter for Force Delete Network. Output of this task
contains DCNM Account, Fabric Organization and Fabric Partition.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricNetworkIdentitySelect Segment IdSegment Id

Delete Network even is VM
attached

Force Delete Network

gen_text_inputNo of retry to delete port groupNo Of Retry

gen_text_inputRetry interval to delete port groupRetry Interval(In Sec)

Outputs

TypeDescriptionOutput

DCNMAccountIdentityIdentity of the DCNM Account for which the
selected operation was performed

OUTPUT_ACCOUNT_ID

gen_text_inputName of the Account for which the selected
operation was performed

OUTPUT_ACCOUNT_
NAME

FabricOrganization
Identity

Identity of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_ID

gen_text_inputName of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_NAME

FabricPartitionIdentityIdentity of the partition for which the selected
operation was performed

OUTPUT_PARTITION_ID

gen_text_inputName of the partition for which the selected
operation was performed

OUTPUT_PARTITION_
NAME
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Delete Cisco DCNM Fabric Organization
Summary

This task Deletes Fabric Organization contains Fabric Organization and DCNM Account as Output.
Description

This task allows user to Delete Fabric Organization. The deletion of Fabric Organization can be possible
if there are no Fabric Partition and Fabric Network under it. Output of this task contains the DCNM
Account.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricOrganizationIdentitySelect Organization NameOrganization Name

Outputs

TypeDescriptionOutput

DCNMAccountIdentityIdentity of the DCNM Account for which the
selected operation was performed

OUTPUT_ACCOUNT_ID

gen_text_inputName of the Account for which the selected
operation was performed

OUTPUT_ACCOUNT_
NAME
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Delete Cisco DCNM Fabric Partition
Summary

This task Delete Fabric Partition contains Fabric Partition,DCNM Account and Fabric Organization as
Output.

Description
This task allows user to delete Fabric Partition. The Fabric Partition should be deleted if there are no
Fabric Networks associated with it. Output of this task contains the DCNM Account and Fabric
Organization.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricPartitionIdentitySelect Partition NamePartition Name

Outputs

TypeDescriptionOutput

DCNMAccountIdentityIdentity of the DCNM Account for which the
selected operation was performed

OUTPUT_ACCOUNT_ID

gen_text_inputName of the Account for which the selected
operation was performed

OUTPUT_ACCOUNT_
NAME

FabricOrganization
Identity

Identity of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_ID

gen_text_inputName of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_NAME
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Delete VDC-Cisco DCNM Fabric Switch Association
Summary

This task Deletes VDC Fabric Switch Association Policy
Description

This task allows user to Delete VDC Fabric Switch Association.VDCFabric Switch association removed
from the Fabric VDC Switch Association Policy Report.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricVdcSwitchMapping
Identity

Select AssociationVDC Fabric Switch
Association

Outputs

No Outputs
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Extend Cisco DCNM Fabric Network Switch Association
Summary

This task Enables Fabric Network Switch Association contains Port groups for a Fabric Network as
Output.

Description
This task allows user to Enable Fabric Network Switch Association, this task creates the Fabric Port
groups for the selected Fabric Network in the Fabric Port Group Report. For all the created Port groups
the Vlan ID should be same as the Selected Fabric Network. If the Selected Switch is from other cloud
Account with respect to the selected Fabric Network, then a new Fabric Network should be created along
with the Port group. Also if the selected Switches are multiple with the other cloud Account then a New
Fabric Network should be created and remaining other cloud Account switches corresponding port groups
should be created. Created portgroups vlanId is same in specific cloud.vlanId is not available on selected
switch in a specific cloud task fails. Output of this task contains VLAN ID and Port group Details. Note:
User can only select a Single vSwitch/dvSwitch Switch for map to user input.Enabling the N1K switch
is not applicable.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricNetworkIdentitySelect the Network.Select Network

FabricNetworkSwitchTypeSelect Switch TypeSwitch Type

YFabricdvSwitchIdentitySelect dvSwitch.Select dvSwitch

FabricMobilityDomainIdentitySelect mobility domainMobility Domain Id

Use global mobility domainUse global mobility
domain

Outputs

TypeDescriptionOutput

vlanIDId of the vlan which will be mapedOUTPUT_VLAN_ID

vmwareVmPortGroup
Identity

Identity of the port group for which the
selected operation was performed

OUTPUT_PORT_GROUP_
IDENTITY

portGroupNameCreated port group name for which the
selected operation was performed

OUTPUT_PORT_GROUP_
NAME
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Modify Cisco DCNM Fabric Mobility Domain
Summary

This task Modifies Fabric Mobility Domain.Contains MobilityDomain ID and MobilityDomain Identity
as Output.

Description
This task allows user to Modify Fabric Mobility Domain.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricMobilityDomainIdentitySelectMobilityDomainNameMobilityDomain Name

Ygen_text_inputEnter VLAN RangeVLAN Range

Outputs

TypeDescriptionOutput

gen_text_inputMobility Domain for which the selected
operation was performed

OUTPUT_MOBILITY_
DOMAIN_ID

FabricMobilityDomain
Identity

Mobility Domain identity for which the
selected operation was performed

OUTPUT_MOBILITY_
DOMAIN_IDENTITY
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Modify Cisco DCNM Fabric Network
Summary

This task Modifies Fabric Network contains Fabric Network as Output.
Description

This task allows user to modify any of the network information which is created.Modified Fabric Network
information should be displayed in the Fabric Network Report and Fabric Network Config Profile Report
contains the information about the Profile associated with this Fabric Network. For start ip and end ip
the following scenarios are applicable in modify Fabric network: a.Default gateway = 1.1.1.1, DHCP
range is 1.1.1.2-1.1.1.10, then static range should be staticIpStart=1.1.1.11, staticIpEnd=1.1.1.254 b.
Default gateway =1.1.1.1, DHCP range is unspecified, then static range should be staticIpStart=1.1.1.2,
staticIpEnd=1.1.1.254 c. Default gateway = 1.1.1.10, DHCP range is 1.1.1.11-1.1.1.19, then static range
should be staticIpStart=1.1.1.20, staticIpEnd=1.1.1.254 OR staticIpStart=1.1.1.1, staticIpEnd=1.1.1.9 d.
Default gateway = 1.1.1.1, DHCP range is 1.1.1.2-1.1.1.254, then static range should be BLANK. e. If
the startip and end ip are specified in the task then the values should be persist. While calculating the ip
range or static ip range it should assign max IP available part. Note: The parameters Network Role,
Secondary Gateway IP address are dependent on the DCNM Account Version and should be displayed
as empty when the underlying DCNM Account version doesnât support these.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter Network NameNetwork Name

YFabricNetworkRoleEnter Network RoleNetwork Role

Network Id

YFabricNetworkIdentitySelect Segment IDSegment Id

Enter vlanVlan

Enter MobilityDomainMobility Domain

gen_text_inputEnter DescriptionDescription

ipv4AddressEnter Gateway IP AddressGateway IP Address

subnetMaskEnter Subnet MaskSubnet Mask

YFabricNetworkProfile
Identity

Select Profile NameProfile Name

Profile Parameters

ipv4AddressEnter Profile dhcpServerAddressDHCP Server Address

gen_text_inputEnter vrfDhcpvrfDhcp

gen_text_inputEnter mtuValuemtuValue

gen_text_inputEnter dhcpServerv6AddressdhcpServerv6Address

gen_text_inputEnter vrfv6Dhcpvrfv6Dhcp

Enable Ipv6IPv6 enabled
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter Profile gateway
Ipv6Address

Gateway IPv6 Address

gen_text_inputEnter Profile prefixLengthPrefix Length

DHCP Scope

Enable DHCPDHCP enabled

gen_text_inputEnter IP RangeIP Range

Service Configuration
Parameters

ipv4AddressEnter Start IPStart IP

ipv4AddressEnter End IPEnd IP

ipv4AddressEnter Secondary GatewaySecondary Gateway

Outputs

TypeDescriptionOutput

DCNMAccountIdentityIdentity of the DCNMAccount for which the
selected operation was performed

OUTPUT_ACCOUNT_ID

gen_text_inputName of the Account for which the selected
operation was performed

OUTPUT_ACCOUNT_
NAME

FabricOrganization
Identity

Identity of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_ID

gen_text_inputName of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_NAME

FabricPartitionIdentityIdentity of the partition for which the selected
operation was performed

OUTPUT_PARTITION_ID

gen_text_inputName of the partition for which the selected
operation was performed

OUTPUT_PARTITION_
NAME

FabricNetworkIdentityIdentity of the network for which the selected
operation was performed

OUTPUT_NETWORK_ID

gen_text_inputName of the network for which the selected
operation was performed

OUTPUT_NETWORK_
NAME

FabricNetworkSegment
PoolIdentity

Identity of the network segment for which the
selected operation was performed

OUTPUT_NETWORK_
SEGMENTID

FabricNetworkProfile
Identity

Identity of the profile for which the selected
operation was performed

OUTPUT_PROFILE_ID

FabricNetworkProfile
Identity

Name of the profile for which the selected
operation was performed

OUTPUT_PROFILE_NAME
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Modify Cisco DCNM Fabric Organization
Summary

This task Modifies Fabric Organization contains Fabric Organization as Output.
Description

This task allows user to Modify Fabric Organization with a change in the description. Output of this task
contains the DCNM Account, Fabric Organization.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricOrganization
Identity

Select Organization NameOrganization Name

gen_text_inputEnter Organization DescriptionDescription

Enter Orchestration SourceOrchestration Source

User GroupGroup

Outputs

TypeDescriptionOutput

DCNMAccountIdentityIdentity of the DCNM Account for which the
selected operation was performed

OUTPUT_ACCOUNT_ID

gen_text_inputName of the Account for which the selected
operation was performed

OUTPUT_ACCOUNT_
NAME

FabricOrganization
Identity

Identity of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_ID

gen_text_inputName of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_NAME
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Modify Cisco DCNM Fabric Partition
Summary

This task Modifies Fabric Partition contains Fabric Partition and Outputs as DCNM Account, Fabric
Organization, Fabric Partition.

Description
This task allows user to Modify Fabric Partition with a change in the description, DCI ID, Extend the
partition across Fabric, Service Node IP Address, DNS Server, Secondary DNS Server and Multi cast
Group Address, Profile name and BroderLeafRt. Based on the Fabric Encapsulation the profile Name
will be displayed. If Extend the Partition across Fabric is Enabled then DCI id is mandatory and in the
DCNM corresponding configurations should be done. Output of this task contains the DCNM Account
details, Fabric Organization and Fabric Partition. Note: The parameters DCI ID,Multi Cast Group Address
and profile Parameters are applicable for only Version 7.1(0.139) or higher version. If the Profile Name
is None then profile Parameters will not be displayed where as if profile Name is other than Non-None
then only BorderLeafRt will be displayed. All Higher version parameters are optional and in the lower
version DCNM in UCSD will display as empty. IF Extend the Partition across Fabric then profile Name
should be Non-None.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricPartitionIdentityEnter Partition NamePartition Name

gen_text_inputEnter DescriptionDescription

gen_text_inputEnter DCI IDDCI ID

Extend the Partition Across the
Fabric

Extend the Partition Across
the Fabric

ipv4AddressEnter Service Node IP AddressService Node IP Address

ipv4AddressEnter DNS ServerDNS Server

ipv4AddressEnter Secondary DNS ServerSecondary DNS Server

ipv4AddressEnterMulti Cast GroupAddressMulti Cast Group Address

FabricPartitionProfile
Identity

Enter Profile NameProfile Name

Profile Parameters

gen_text_inputEnter Border LeafRtBorder LeafRt

Outputs

TypeDescriptionOutput

DCNMAccountIdentityIdentity of the DCNM Account for which the
selected operation was performed

OUTPUT_ACCOUNT_ID

gen_text_inputName of the Account for which the selected
operation was performed

OUTPUT_ACCOUNT_
NAME
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TypeDescriptionOutput

FabricOrganization
Identity

Identity of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_ID

gen_text_inputName of the organization for which the
selected operation was performed

OUTPUT_
ORGANIZATION_NAME

FabricPartitionIdentityIdentity of the partition for which the selected
operation was performed

OUTPUT_PARTITION_ID

gen_text_inputName of the partition for which the selected
operation was performed

OUTPUT_PARTITION_
NAME
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Remove Cisco DCNM Extended Fabric Network Switch
Association

Summary
This task Disables Fabric Network Switch Association allows user to delete the Fabric port group.

Description
This task allows user to Disable Fabric Network Switch Association. Fabric Port group created by using
Enable should be deleted. If user try to disable Fabric Network Switch Association and selected port
group is directly associated with a network then this task fails. To delete such association, user has to
delete the corresponding network.

Inputs

MandatoryMappable To TypeDescriptionInput

YFabricNetworkSwitchMapping
Identity

Select Network Switch
mapping

Select Port Group

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
738

Cisco Fabric Tasks
Remove Cisco DCNM Extended Fabric Network Switch Association



Cisco Network Tasks

This chapter contains the following sections:

• Activate SAN Zone Set, on page 743
• Add IP ACL Rule, on page 744
• Add MAC ACL Rule, on page 746
• Add Member To SAN Zone, on page 748
• Add Physical Network Account, on page 750
• Add SAN Zone to Zone Set, on page 751
• Add or Update Username and Password, on page 752
• Allocate Port To VDC, on page 753
• Assign FC Port to VSAN, on page 754
• Assign Port to Port Channel, on page 755
• Assign Static MACAddress, on page 756
• Assign VLAN to Group, on page 757
• Assign VXLAN to PortProfile, on page 758
• Associate Private VLAN, on page 759
• Associate VFC Interface, on page 760
• Associate VSAN to VLAN, on page 761
• Clear SAN Zone Lock, on page 762
• Configure Access, on page 763
• Configure Feature, on page 764
• Configure Host Name, on page 765
• Configure MACAddress Table, on page 766
• Configure MST, on page 767
• Configure MST INSTANCE, on page 768
• Configure PVST, on page 769
• Configure Port, on page 771
• Configure Port License, on page 772
• Configure Private VLAN Port, on page 773
• Configure Private VLAN Port Profile, on page 774
• Configure QOS on Nexus 1K, on page 775
• Configure QOS on Nexus 5K, on page 777
• Configure QOS on Nexus 9K, on page 779
• Configure Retention Setting, on page 781
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• Configure SAN Zoning, on page 782
• Configure STP PORT, on page 786
• Configure Session Pool Properties, on page 788
• Configure Smart Call Home Contact Information, on page 789
• Configure System Level HA, on page 790
• Configure Trunk, on page 791
• Configure VPC Domain, on page 793
• Configure VPC PortChannel, on page 795
• Configure VTP, on page 796
• Configure VXLAN Range, on page 797
• Convert To Smart Zone, on page 798
• Copy Running To Startup Configuration, on page 799
• Create ACL Entry, on page 800
• Create Device Alias, on page 802
• Create Device FCAlias, on page 803
• Create HSRP, on page 804
• Create IP Pool Template, on page 806
• Create Logical Network, on page 808
• Create Loopback Interface, on page 809
• Create N1K HyperV Port Profile, on page 810
• Create N7K VDC, on page 812
• Create Network Segment, on page 814
• Create Network Segment Pool, on page 817
• Create Port Channel, on page 819
• Create Port Profile, on page 820
• Create Private VLAN, on page 822
• Create SAN Zone, on page 823
• Create SAN Zone Set, on page 824
• Create SVI, on page 825
• Create SXP Connection Peer, on page 827
• Create Static MACAddress, on page 829
• Create Tenant VRF, on page 830
• Create Uplink Network, on page 831
• Create VFC Interface, on page 833
• Create VLAN, on page 834
• Create VRF, on page 835
• Create VSAN, on page 836
• Create VXLAN, on page 837
• Create VXLAN Encapsulate segment, on page 838
• Delete ACL Entry, on page 839
• Delete Associate Private VLAN, on page 840
• Delete Device Alias, on page 841
• Delete Device FCAlias, on page 842
• Delete Host Name, on page 843
• Delete IP ACL Rule, on page 844
• Delete IP Pool Template, on page 845
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• Delete Inherit Port Profile, on page 846
• Delete Logical Network, on page 847
• Delete Loopback Interface, on page 848
• Delete MAC ACL Rule, on page 849
• Delete N9K QOS Profile, on page 850
• Delete NAT, on page 851
• Delete NTP Configurations, on page 852
• Delete Network Element, on page 853
• Delete Network Segment, on page 854
• Delete Network Segment Pool, on page 855
• Delete Port Channel, on page 856
• Delete Port Profile, on page 857
• Delete Private VLAN, on page 858
• Delete SAN Zone, on page 859
• Delete SAN Zone Set, on page 860
• Delete Tenant VRF, on page 861
• Delete Uplink Network, on page 862
• Delete VFC Interface, on page 863
• Delete VLAN, on page 864
• Delete VRF, on page 865
• Delete VSAN, on page 866
• Delete VXLAN Encapsulate segment, on page 867
• Enable SmartZone, on page 868
• Encapsulate VXLAN Port Profile with Segment, on page 869
• Encapsulate VXLAN PortProfile, on page 870
• Execute Network Device CLI, on page 871
• Generic Configure SAN Zoning, on page 872
• Inherit Port Profile, on page 876
• Modify Service Policy, on page 877
• Provision Network, on page 878
• Publish to SCVMM, on page 879
• Purge Network Device Configuration Data, on page 881
• Push NTP Configurations, on page 882
• Remove HSRP, on page 883
• Remove Member From SAN Zone, on page 884
• Remove N7K VDC, on page 885
• Remove Port From VDC, on page 886
• Remove Private VLAN Ports, on page 887
• Remove SVI, on page 888
• Remove SXP Connection Peer, on page 889
• Remove San Zone From Zone Set, on page 891
• Remove Static MACAddress, on page 892
• Remove System VLAN Undo Configuration, on page 893
• Remove System VLAN from Port Profile, on page 894
• Remove VPC PortChannel, on page 895
• Remove VXLAN, on page 896
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• Reset Password, on page 897
• Switch Port Action, on page 898
• UnAssign MACAddress Port, on page 899
• UnAssign VXLAN PortProfile, on page 900
• UnAssociate VSAN from VLAN, on page 901
• Unassign VLAN from Group, on page 902
• Update Device FCAlias, on page 903
• Update HSRP, on page 904
• Update Ip Pool Template, on page 906
• Update N1K HyperV Port Profile, on page 908
• Update N7K VDC, on page 910
• Update Network Segment, on page 911
• Update Network Segment Pool, on page 914
• Update Port Profile, on page 916
• Update SXP Connection Peer, on page 918
• Update Trunk, on page 920
• Update Uplink Network, on page 921
• Update VRF, on page 923
• Update VXLAN, on page 924
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Activate SAN Zone Set
Summary

Activate a SAN zone set for a Nexus device.
Description

This task activates or de-activate a SAN zone set on a Nexus device. If the Activate option is enabled,
then a rollback deactivates and removes the zone set from the ACTIVE list. Once the zone set is removed
from the ACTIVE list, the device restarts the zone merge process. If the Disable Rollback option is
selected, rollback is not permitted.

Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

YnetworkSANZone
SetIdentity

Select one or more SAN Zone setSAN Zone Set

Check this option to activate a zone set. By
default, this field is checked. Performing
rollback reactivates the zone set

Activate

Check this option if the SAN zone mode is
enhanced. By default, this field is unchecked.

Commit San Zone

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

networkSANZoneSet
Identity

Identity for San Zone Set.OUTPUT_SANZONE_SET_
IDENTITY

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC
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Add IP ACL Rule
Summary

Add an IP rule to an ACL.
Description

This task adds an IP rule to an access control list (ACL) on the device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

Ygen_text_inputChoose an ACL nameACL Name

gen_text_inputChoose a permit or deny action for the ruleAction

gen_text_inputChoose a protocol for the rule. Valid values are
tcp, udp, ip and ipv6.

Protocol

gen_text_inputChoose a source type. Valid values are any,
network prefix, network address and host.

Source Type

Ygen_text_inputEnter a source network prefix for IPv4 in the
format A.B.C.D/LEN or IPv6 in the format

Source Network
Prefix

X:X:X:X:X:X:X:X/LEN. For example: 10.23.2.
4/8 or ab:23:45:fg:kj:ty:99:78/15

Ygen_text_inputEnter a source network address for IPv4 in the
format A.B.C.D or IPv6 in the format

Source Network
Address

X:X:X:X:X:X:X:X. For example: 10.23.2.4 or
ab:23:45:fg:kj:ty:99:78.

Ygen_text_inputEnter source wildcard bits in the format A.B.C.
D. Not applicable to IPv6. For example: 10.20.2.
3.

SourceWildcard Bits

Ygen_text_inputEnter a source host addres for IPv4 in the format
A.B.C.D or IPv6 in the format

Source Host Address

X:X:X:X:X:X:X:X. For example: 10.23.2.4 or
ab:23:45:fg:kj:ty:99:78.

gen_text_inputChoose a destination type. Valid values are any,
network prefix, network address and host. The
default is any.

Destination Type

Ygen_text_inputEnter a destination network prefix for IPv4 in the
format A.B.C.D/LEN or IPv6 in the format

DestinationNetwork
Prefix

X:X:X:X:X:X:X:X/LEN. For example: 10.23.2.
4/8 or ab:23:45:fg:kj:ty:99:78/15.

Ygen_text_inputEnter a destination network address for IPv4 in
the format A.B.C.D or IPv6 in the format

DestinationNetwork
Address
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MandatoryMappable To
Type

DescriptionInput

X:X:X:X:X:X:X:X. For example: 10.23.2.4 or
ab:23:45:fg:kj:ty:99:78.

Ygen_text_inputEnter the destination wildcards in the format A.
B.C.D. Not applicable to IPv6. For example: 10.
20.2.3.

DestinationWildcard
Bits

Ygen_text_inputEnter a destination host address for IPv4 n the
format A.B.C.D or IPv6 in the format

Destination Host
Address

X:X:X:X:X:X:X:X. For example: 10.23.2.4 or
ab:23:45:fg:kj:ty:99:78.

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputACL onwhich selected operation performed.OUTPUT_ACL_NAME

nxosVDCIdentityTheVDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

networking_nxos_ip_acl_
info

ACL name ip on which selected operation
performed.

OUTPUT_IP_ACL_NAME_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
745

Cisco Network Tasks
Add IP ACL Rule



Add MAC ACL Rule
Summary

Add a MAC rule to an ACL.
Description

This task adds a media access control (MAC) rule to an access control list (ACL) on the device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ygen_text_inputChoose an ACL nameACL Name

gen_text_inputChoose a permit or deny action for the rule.
The default value is permit.

Action

gen_text_inputChooose a source type. Valid values are any
or source MAC address. The default value is
any.

Source Type

Ygen_text_inputEnter a source MAC address. For example: E.
E.E or EE-EE-EE-EE-EE-EE or
EE:EE:EE:EE:EE:EE or EEEE.EEEE.EEEE.

Source MAC address

Ygen_text_inputEnter source wildcard bits. For example: E.E.
E or EE-EE-EE-EE-EE-EE or
EE:EE:EE:EE:EE:EE or EEEE.EEEE.EEEE.

Source wildcard bits

gen_text_inputChoose the destination type. Valid values are
any or destination MAC address. The default
value is any.

Destination Type

Ygen_text_inputEnter a destinationMAC address. For example:
E.E.E or EE-EE-EE-EE-EE-EE or
EE:EE:EE:EE:EE:EE or EEEE.EEEE.EEEE.

Destination MAC
address

Ygen_text_inputEnter destination wildcard bits. For example:
E.E.E or EE-EE-EE-EE-EE-EE or
EE:EE:EE:EE:EE:EE or EEEE.EEEE.EEEE.

Destination wildcard
bits

vlanIDChoose a VLAN IDVLAN ID

Select this option to copy running configuration
to startup configuration

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter onwhich the selected
operation was performed

DATACENTER
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TypeDescriptionOutput

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputACL onwhich selected operation performed.OUTPUT_ACL_NAME

nxosVDCIdentityTheVDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

networking_nxos_mac_
acl_info

ACL name mac on which selected operation
performed.

OUTPUT_MAC_ACL_
NAME_IDENTITY
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Add Member To SAN Zone
Summary

Add a member to a zones on a Nexus device.
Description

This task adds a member to the SAN zone on a Nexus device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

YnetworkSANZone
Identity

Select a SAN ZoneSAN Zone

gen_text_inputChoose any of the listed types: pWWN,
FCALIAS, devicealias. If this field is left blank,
the value defaults to pWWN.

Type

Ygen_text_inputEnter the value for the member in this format:
hh:hh:hh:hh:hh:hh:hh:hh. For example:
11:11:11:11:11:11:11:11.

Member

Check this option if the device supports
smartzoning to enable it in the VSAN. By
default this field is unchecked

Prefer SmartZoning
Zone

Check this option if the SAN zone mode is
enhanced. By default, this field is unchecked

Commit San Zone

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

networkSANZoneIdentityIdentity for San Zone.OUTPUT_SANZONE_
IDENTITY

gen_text_inputSan Zone Member Configured.OUTPUT_SANZONE_
MEMBER

gen_text_inputSan Zone Type Configured.OUTPUT_SANZONE_TYPE
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TypeDescriptionOutput

gen_text_inputSmart Zone Type Configured.OUTPUT_SMARTZONE_
TYPE

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC

FCAliasIdentityFC alias on which selected operation
performed.

OUTPUT_SAN_FC_ALIAS

networking_san_device_
alias_identity

Device alias on which selected operation
performed.

OUTPUT_SAN_DEV_ALIAS
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Add Physical Network Account
Summary

Add a physical network account.
Description

This task adds a physical network account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPod Name

gen_text_inputEnter any of the listed device
categories: Cisco ASA or Cisco

Device Category

Nexus OS. If this field is left blank,
the value defaults to Cisco ASA

Ygen_text_inputDevice IP

Ygen_text_inputProtocol

Ygen_text_inputPort

Ygen_text_inputUsername

Ygen_text_inputPassword

Provide an enable password for the
network device

Enable Password

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputDevice Inventory StatusDEVICE_INVENTORY_
STATUS

Cisco UCS Director Task Library Reference, Release 6.7
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Add SAN Zone to Zone Set
Summary

Add a SAN zone to a zone set on a Nexus device.
Description

This task adds a zone to a SAN zone set on a Nexus device.
Inputs

MandatoryMappable ToTypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

YnetworkSANZone
SetIdentity

Select a SAN Zone setSAN Zone Set

YnetworkSANZone
Identity

Select one or more SAN ZoneSAN Zone

Check this option if the SAN zone mode
is enhanced. By default, this field is
unchecked.

Commit San Zone

Check this option to reactivate zoneset
during rollback. By default, this field is
unchecked.

Reactivate Zoneset during
Rollback

Check this option to copy the the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

networkSANZoneSet
Identity

Identity for San Zone Set.OUTPUT_SANZONE_SET_
IDENTITY

networkSANZoneIdentityIdentity for San Zone.OUTPUT_SANZONE_
IDENTITY

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC
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Add or Update Username and Password
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputProvide a user nameUser Name

YpasswordProvide a passwordPassword

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

password_reset_usernamePassword Reset User NameOUTPUT_USERNAME
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Allocate Port To VDC
Summary

Allocate a physical port to a VDC.
Description

This task allocates a physical port to a virtual data channel (VDC) on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

YnxosVDCIdentitySelect a VDC nameVDC Name

Ygen_text_inputEnter one or more ports to be allocated,
separated with commas. For example:
ethernet1/4, ethernet1/5.

Select Port

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

networking_device_
interface

Network device interface on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE_INTERFACE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Assign FC Port to VSAN
Summary

Assign an FC port to a VSAN.
Description

This task makes an FC (Fiber Channel) port a member of a virtual storage area network (VSAN) on a
network device.

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ygen_text_inputChoose a FC port for VSAN assignment.
For example: vfc1 or vfc2.

Select FC Port

fc_port_nameSelect a FC port for VSAN assignment.Select FC Port

YvsanIDChoose the VSAN ID. Valid range is 2 to
4094.

VSAN ID

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

gen_text_inputName of port on which selected operation was
performed.

PORT_NAME

vsanIDVSAN ID on which the selected operation was
performed

VSAN_ID

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Assign Port to Port Channel
Summary

Assign an ethernet port to a port channel.
Description

This task adds an ethernet port to a port channel on a network device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ygen_text_inputSelect a port to assign to a port channel.
For example: Ethernet1/1.

Select Port

Ygen_text_inputSelect a port channel to assign port.Select Port Channel Name

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

gen_text_inputName of port on which selected operation was
performed.

PORT_NAME

gen_text_inputPort channel namePORT_CHANNEL_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Assign Static MACAddress
Summary

Assign a static MAC address for a layer 3 interface on a Nexus device.
Description

This task assigns a static MAC address entry for a layer 3 interface on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ynetworking_device_
interface

Select a portSelect Port

Ynetworking_device_macSelect a MAC addressMAC Address

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

networking_device_
interface

Network device interface on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE_INTERFACE

networking_device_macNetwork device MAC Address on which
selected operation performed.

OUTPUT_NETWORKING_
DEVICE_MACADDRESS

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC
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Assign VLAN to Group
Summary

Assign a VLAN to a UCS Director group.
Description

This task assigns a VLAN on a device to a UCS Director group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

YvlanIDChoose the VLAN ID. The valid range is
between 1 and 3967 or 4048 and 4093.

VLAN ID

Check this option to allow resource
assignment to users. By default, this field is
unchecked.

Assign To Users

YuserGroupChoose the group to assign to VLANUser Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

vlanIDVLAN ID on which the selected operation was
performed

VLAN_ID
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Assign VXLAN to PortProfile
Summary

Assign a VXLAN port profile to a Nexus device.
Description

This task assigns a VXLAN on the Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputSelect the domain name for the VXLAN
bridge.

Bridge Name

Ygen_text_inputChoose the port profile name.Select Port Profile

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

infra_network_port_
profile_name

Name of the port profile on which the selected
operation was performed

PORT_PROFILE_NAME
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Associate Private VLAN
Summary

Associate a private VLAN on a device.
Description

This task associates the primary and secondary VLAN on a Nexus device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

YvlanIDChoose the primary VLANPrimary VLAN ID

YChoose an action to perform on
PVLAN: add or remove. Default is
add.

Action

YvlanIDCheck one or more secondary VLANsSecondary VLAN ID

Select this option to copy running
configuration to startup configuration

Check this option to copy the
running configuration to the
startup configuration. By default,
this field is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vlanIDPrimary VLAN ID on which the selected
operation was performed

PRIMARY_VLAN_ID

vlanIDSecondary VLAN ID on which the selected
operation was performed

SECONDARY_VLAN_ID

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Associate VFC Interface
Summary

Associate a VFC on a Nexus device to a VSAN.
Description

This task associates a virtual fiber channel (VFC) to a VSAN on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputChoose the VFC IDVFC Id

Ygen_text_inputEnter the VSAN ID in this format:
datacenter@device_ip@vsan_id. For
example:DefaultPod@172.29.195.162@10.

VSAN Id

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Associate VSAN to VLAN
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

YvlanIDSelect a VLAN IDVlan

Ygen_text_inputEnter the VSAN ID in this format:
datacenter@device_ip@vsan_id. For
example: DefaultPod@172.29.195.162@10.

VSAN Id

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

InfraNetwork
VLANIdentity

Identity for device vlanOUTPUT_DEVICE_VLAN_
IDENTITY

vsanIDVSAN ID on which the selected operation
was performed

VSAN_ID

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Clear SAN Zone Lock
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

YvsanIDSelect VSAN ID to clear zone lockVSAN Id

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

vsanIDVSAN ID on which the selected operation was
performed

VSAN_ID

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Configure Access
Summary

Configure access on an ethernet or port channel interface.
Description

This task configures access on an ethernet or port channel interface on a network device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ynetworking_device_
interface

Select a port.Select Port

YvlanIDSelect an Access VLAN.Access VLAN

gen_text_inputChoose a port type for spanning tree
protocol use. Port types are edge, network
and normal. The default is edge.

STP Port Type

gen_text_inputEnter an additional description to the
configure access.

Description

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

gen_text_inputAccess VLAN ID on which the selected
operation was performed

ACCESS_VLAN_ID

gen_text_inputName of port on which selected operation was
performed.

PORT_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

networking_device_
interface

Network device interface on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE_INTERFACE
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Configure Feature
Summary

Configure a feature on a Nexus MDS device.
Description

This task configures a feature on a Cisco Multilayer Director (MDS) device.
Inputs

MandatoryMappable ToTypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

YCheck or uncheck this option to enable or
disable the feature. By default, this field is
unchecked.

Feature

Ynetworking_device_
feature

Select the name of the feature to configureFeature Name

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Configure Host Name
Summary

Configure a host name on a Nexus device.
Description

This task configures a host name on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ygen_text_inputEnter a Host Name.Host Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_device_host_
name

Host Name on which the selected operation
was performed

HOST_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Configure MACAddress Table
Summary

Configure MAC address table parameters.
Description

This task configures the MAC address table parameters, including aging time and learning mode.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputEnter the agent time for the Mac address
table in seconds. Enter 0 to disable. The

Age Time

range is from 120 to 918000 in increments
of 5. For example: 255.

InfraNetwork
VLANIdentity

Select a VLAN IDVLAN ID

gen_text_inputChoose the learning mode for the vlansVLAN Learn mode.

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Configure MST
Summary

Configure the MST mode of the spanning tree protocol for a Nexus device.
Description

This task configures multiple spanning tree (MST) mode for the spanning tree protocol on a Nexus
device.

Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

YCheck this option to enable or disable spanning
tree MST mode. By default, this field is
unchecked.

Enable MST

Ygen_text_inputSpecify the MST name to configureName

Ygen_text_inputEnter the revision of the MST as an integer
between 0 and 65535.

Revision

gen_text_inputEnter the hello time for the MST protocol. The
valid range is 1 to 10. The hello time is the wait

Hello Time

time in seconds between broadcast of
configuration BPDUs.

gen_text_inputEnter the forward time for the MST between 4
and 30. The forward time is the forward delay
timer period, in seconds.

Forward Time

gen_text_inputEnter the maximum hop count for the MST
between 1 and 255

Max Hop Count

gen_text_inputEnter the maximum age for the MST between
6 and 40

Max Age in seconds

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Configure MST INSTANCE
Summary

Configure the MST Instance for the STP on a Nexus device.
Description

This task configures multiple spanning tree (MST) mode on an interface for the spanning tree protocol
configuration on a PORT.

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputProvide an MST instance ID to be
configured. The valid range is 1 to 4094.

MST Instance

Ygen_text_inputProvide a VLAN ID or range. Valid values
are between 1 and 4094.

VLAN

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Configure PVST
Summary

Configure the PVST mode of the spanning tree protocol for a Nexus device.
Description

This task configures per VLAN spanning tree (PVST) mode for the spanning tree protocol.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose the networking deviceSelect Device

YCheck this option to enable or disable the
spanning tree PVST mode. By default, this field
is unchecked.

Enable PVST

gen_text_inputProvide a VLAN ID or range. Valid values are
between 1 and 4094.

VLAN

YCheck this option to enable or disable the
spanning tree PVST in root mode. By default,
this field is unchecked.

PVST Root Mode

YCheck this option to enable or disable the
spanning tree PVST in root mode as primary. By
default, this field is unchecked.

PVST Root Mode
Primary

gen_text_inputEnter the maximum number of bridges between
any two end nodes. Valid range is 2 to 7.

Diameter

gen_text_inputEnter the wait time in seconds between
successive BPDU transmissions. Valid range is
1 to 10.

Hello Time

gen_text_inputChoose Priority for the PVST protocolPriority

gen_text_inputChoose Path Cost for the PVSTPathCost.

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE
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TypeDescriptionOutput

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Configure Port
Summary

Configure a Port on a Nexus device.
Description

This task configures a port on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputChoose a port.Select Port

gen_text_inputProvide the port descriptionDescription

Check or uncheck this option to enable or
disable the port. By default, this field is
checked.

Enable

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputName of port on which selected operation was
performed.

PORT_NAME

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

networking_device_
interface

Network device interface on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE_INTERFACE
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Configure Port License
Summary

Configure a port license for an MDS device.
Description

This task configures a port license for a Nexus multilayer director (MDS) device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputChoose a port.Select Port

Check this option to acquire the license.
By default, this field is checked.

Acquire

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

Cisco UCS Director Task Library Reference, Release 6.7
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Configure Private VLAN Port
Summary

Configure a port with private VLANs.
Description

This task configures a port with a primary and secondary private VLAN.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

Ygen_text_inputChoose the port to configure private VLAN.
For example: Ethernet1/23.

Select Port

YChoose a private VLAN port typeType

YvlanIDChoose the primary VLANPrimary VLAN ID

YChoose an action to perform on PVLAN: add
or remove. By default add is selected.

Action

YvlanIDCheck one or more secondary VLANSecondary VLAN ID

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vlanIDVLAN ID on which the selected operation was
performed

VLAN_ID

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Configure Private VLAN Port Profile
Summary

Configure a port profile with private VLANs.
Description

This task modifies a port profile with private primary and secondary VLANs configured on it.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

Ygen_text_inputEnter the port profile namePort Profile Name

YChoose a port profile type: Ethernet or
Vethernet. By default Vethernet is selected.

Port Profile Type

Check this to create port profile in trunkmode.
By default this field is unchecked.

Trunk

YChoose a private VLAN port typePrivate VLAN Type

YvlanIDChoose the primary VLANPrimary VLAN ID

Choose an action to perform on PVLAN: add
or remove. By default add is selected.

Action

YvlanIDCheck one or more secondary VLANSecondary VLAN ID

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vlanIDVLAN ID on which the selected operation was
performed

VLAN_ID

infra_network_port_
profile_name

Name of the port profile on which the selected
operation was performed

PORT_PROFILE_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Configure QOS on Nexus 1K
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose the networking deviceSelect Device

Check this option to Integrate With UCS
QOS system class policy. By default, this
field is unchecked.

Integrate with UCS QOS
Policy

YucsAccount
Name

Select UCS account nameUCS Account Name

Check this option to configure platinum class
parameters. By default, this field is
unchecked.

Configure Platinum Class

Ygen_text_inputEnter the ACLs for classifying platinum class
traffic

Platinum Class ACL
Name

gen_text_inputEnter the platinum class COS level between
0 and 7

Platinum Class COS

Check this option to configure gold class
parameters. By default, this field is
unchecked.

Configure Gold Class

Ygen_text_inputEnter the ACLs for classifying gold class
traffic

Gold Class ACL Name

gen_text_inputEnter the gold class COS level between 0 and
7

Gold Class COS

Check this option to configure silver class
parameters. By default, this field is
unchecked.

Configure Silver Class

Ygen_text_inputEnter the ACLs for classifying silver class
traffic

Silver Class ACL Name

gen_text_inputEnter the silver class COS level between 0
and 7

Silver Class COS

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Check this option to request approval to
deliver commands to the device. By default,
this field is unchecked.

Request Approval
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Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE
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Configure QOS on Nexus 5K
Summary

Configure QOS policies on a Nexus 5k switch.
Description

This task configures quality of service (QOS) policies on a Nexus 5000 series switch.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

Check this option to integrate with UCS QOS
system class policy. By default, this field is
unchecked.

Integrate with UCSQOS
Policy

YucsAccount
Name

Select UCS account nameUCS Account Name

Check this option to configure platinum class
parameters. By default, this field is unchecked.

Configure Platinum
Class

Ygen_text_inputChoose an ACL name for classifying platinum
class traffic

Platinum Class ACL
Name

gen_text_inputChoose a QOS group. QOS group must be
between 1 and 5. The default value is 1.

Platinum Class QOS
Group

gen_text_inputChoose a COS level. COS level must be
between 1 and 7. The default value is 1.

Platinum Class COS

YvlanIDEnter an MTU value. MTU must be between
1500 and 9216. The default value is 1500.

Platinum Class MTU

Check this option to configure gold class
parameters. By default, this field is unchecked.

Configure Gold Class

Ygen_text_inputChoose an ACL name for classifying gold class
traffic

Gold Class ACL Name

gen_text_inputChoose a QOS group. QOS group must be
between 1 and 5. The default value is 1.

Gold Class QOS Group

Ygen_text_inputChoose a bandwidth percentage. Bandwidth
percentage must be between 1 and 100. The
default value is 1.

Gold Class BW
Percentage

gen_text_inputChoose a COS level. COS level must be
between 1 and 7. The default value is 1.

Gold Class COS

YvlanIDEnter an MTU value. MTU must be between
1500 and 9216. The default value is 1500.

Gold Class MTU

Check this option to configure silver class
parameters. By default, this field is unchecked.

Configure Silver Class
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MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputChoose anACL name for classifying silver class
traffic

Silver Class ACL Name

gen_text_inputChoose a QOS group. QOS group must be
between 1 and 5. The default value is 1.

Silver Class QOS Group

Ygen_text_inputChoose a bandwidth percentage. Bandwidth
percentage must be between 1 and 100. The
default value is 1.

Silver Class BW
Percentage

gen_text_inputChoose a COS level. COS level must be
between 1 and 7. The default value is 1.

Silver Class COS

YvlanIDEnter an MTU value. MTU must be between
1500 and 9216. The default value is 1500.

Silver Class MTU

Check this option to configure FC class
parameters. By default, this field is unchecked.

Configure FC Class

Ygen_text_inputChoose a bandwidth percentage. Bandwidth
percentage must be between 1 and 100. The
default value is 1.

FCClass BWPercentage

Check this option to configure default class
parameters. By default, this field is unchecked.

Configure Default Class

Ygen_text_inputChoose a bandwidth percentage. Bandwidth
percentage must be between 1 and 100. The
default value is 1.

Defualt Class BW
Percentage

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Check this option to request approval to deliver
commands to the device. By default, this field
is unchecked.

Request Approval

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE
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Configure QOS on Nexus 9K
Summary

Configure QOS policies on a Nexus 9K switch.
Description

This task configures quality of service (QOS) policies on a Nexus 9000 series switch.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose the networking deviceSelect Device

Check this option to integrate with the UCS
QOS system class policy. By default, this field
is unchecked.

Integrate with UCS QOS
Policy

YucsAccount
Name

Select the UCS account nameUCS Account Name

Check this option to configure platinum class
parameters. By default, this field is unchecked.

Configure PlatinumClass

Ygen_text_inputEnter ACLs for classifying platinum class
traffic

Platinum Class ACL
Name

gen_text_inputEnter the platinum class QOS group between
0 and 7

Platinum Class QOS
Group

gen_text_inputEnter the platinum class COS level between
0 and 7

Platinum Class COS

YvlanIDEnter the MTU value. Valid MTU range is
576 to 9216.MTU less than 1500 for COS 5-7
can bring down FEX port-channels.

Platinum Class MTU

Check this option to configure gold class
parameters. By default, this field is unchecked.

Configure Gold Class

Ygen_text_inputEnter the ACLs for classifying gold class
traffic

Gold Class ACL Name

gen_text_inputEnter the gold class QOS group between 0 and
7

Gold Class QOS Group

Ygen_text_inputEnter the gold class bandwidth percentage
within the range 1 to 100

Gold Class BW
Percentage

gen_text_inputEnter the gold class COS level between 0 and
7

Gold Class COS

YvlanIDEnter anMTU value. ValidMTU range is 576
to 9216. MTU less than 1500 for COS 5-7 can
bring down FEX port-channels.

Gold Class MTU
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MandatoryMappable To
Type

DescriptionInput

Check this option to configure silver class
parameters. By default, this field is unchecked.

Configure Silver Class

Ygen_text_inputSelect ACLs for classifying silver class trafficSilver Class ACL Name

gen_text_inputEnter the silver class QOS group between 0
and 7

Silver Class QOS Group

Ygen_text_inputEnter the silver class bandwidth percentage
within the range 1 to 100

Silver Class BW
Percentage

gen_text_inputEnter the silver class COS level between 0 and
7

Silver Class COS

YvlanIDEnter anMTU value. ValidMTU range is 576
to 9216. MTU less than 1500 for COS 5-7 can
bring down FEX port-channels.

Silver Class MTU

Check this option to configure default class
parameters. By default, this field is unchecked.

Configure Default Class

Ygen_text_inputSelect default class bandwidth percentage
within the range 1 to 100

Default Class BW
Percentage

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Check this option to request approval to
deliver commands to the device. By default,
this field is unchecked.

Request Approval

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE
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Configure Retention Setting
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Select a networking device.Select Device

gen_text_inputEnter a retention period value. This is the maximum
age of the data that you want to retain. This value is

Retention Period
Value

combined with the retention period unit. For example
if the retention period unit is Month(s), enter 3 if you
want to retain data for a maximum of 3 months.

gen_text_inputChoose a retention period unit. This is the unit of
time for data retention. This value is combined with

Retention Period
Unit

the retention period value. For example, if the
retention period value is 3, choose Month(s) if you
want to retain data for a maximum of 3 months.

Outputs

TypeDescriptionOutput

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_DEVICE

gen_text_inputPurge setting durationOUTPUT_PURGE_SETTING_
DURATION

gen_text_inputPurge setting durationOUTPUT_PURGE_SETTING_
FREQUENCY
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Configure SAN Zoning
Summary

Configure SAN zones and associate zones with zonesets.
Description

This task configures zones with UCS vHBA and NetApp Fiber Channel adapters as members and then
associate the zones with the active zoneset. If there is no active zoneset available on the switch, the task
creates a new zoneset and actives it.

Inputs

MandatoryMappable To
Type

DescriptionInput

Check this option to activate the zone set after
creation. By default, this field is checked.

Activate Zone Set

Check this option to commit the SAN zone after
creation. By default, this field is unchecked.

Commit Zone

gen_text_inputChoose the server type, UCS or CIMC. The
default is UCS.

Server Account Type

YucsServiceProfile
Identity

Select a service profile.Service Profile

YcimcServer
Identity

Select a CIMC server.CIMC Server

Ygen_text_inputChoose a vHBA for fabric-A configuration. For
example: fabric_A [10:20:ab:d3:78:h6:8k:99].

Select vHBA

gen_text_inputEnter a device alias name for the vHBA. If the
selected vHBA andWWPN exist on the device,
then the device alias is not created.

Device Alias Fab A v
HBA

vlanIDEnter the VLAN ID associated with the selected
vHBA. Valid range is 2 to 4094.

VLAN ID

gen_text_inputProvide a VSAN ID associatedwith the selected
vHBA. Valid range is 2 to 4094.

VSAN ID

gen_text_inputEnter a zone A name.Zone Name

YClusterFiler
Identity

Choose a primary NetApp account for fabric A
configuration.

NetAppAccountName
(Primary)

Ygen_text_inputChoose a primary NetApp fiber channel adapter
for fabric A configuration. For example: Eng_

NetApp FC Adapter
(Primary)

fcp [Current port =
0e\WWPN=1:a:23:fs:jk:89:76:kk:ll\Operation
Status=down].

gen_text_inputEnter a device alias name for the FC adapter.
This is used as prefix if multiple FC adapters
are available.

Device Alias FC
Adapter
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MandatoryMappable To
Type

DescriptionInput

Check this option to configure a secondary
head. Default value is unchecked.

Configure Secondary
Head

YClusterFiler
Identity

Choose a secondary NetApp account for fabric
A configuration.

NetAppAccountName
(Secondary)

Ygen_text_inputChoose a primary NetApp fiber channel adapter
for fabric A configuration. For example: Eng_

NetApp FC Adapter
(Secondary)

fcp [Current port =
0e\WWPN=1:a:23:fs:jk:89:76:kk:ll\Operation
Status=down].

gen_text_inputEnter a device alias name for the FC adapter.
This is used as prefix if multiple FC adapter is
available.

Device Alias FC
Adapter

Ygen_text_inputSelect device for Fabric A configurationSelect Device

Ygen_text_inputChoose a source port to which the server is
connected. For example: ethernet1/1 or
gigabitethernet2/4.

Select Source Port

Ygen_text_inputChoose a VSAN tomap the VLAN. Valid range
is 2 to 4094.

SelectMappingVSAN

Check this option to configure zones for fabric
B. By default, this field is unchecked.

Configure Fabric B

Ygen_text_inputChoose a vHBA for fabric B configuration.Select vHBA

gen_text_inputProvide a device alias name for the fabric B v
HBA. If the provided vHBA and WWPN exist
in the device, the device alias is not created.

Device Alias Fab B v
HBA

vlanIDProvide the VLAN ID associated with the
selected vHBA. Valid range is 2 to 4094.

VLAN ID

gen_text_inputProvide the VSAN ID associated with the
selected vHBA. Valid range is 2 to 4094.

VSAN ID

gen_text_inputEnter the zone B name.Zone Name

YClusterFiler
Identity

Choose a primary NetApp account for fabric B
configuration.

NetAppAccountName
(Primary)

YClusterFiler
Identity

Choose a primary NetApp fiber channel adapter
for fabric B configuration. For example: Eng_
fcp [Current port =

NetApp FC Adapter
(Primary)

0e\WWPN=1:a:23:fs:jk:89:76:kk:ll\Operation
Status=down].

gen_text_inputEnter a device alias name for the FC adapter.
This is used as prefix if multiple FC adapter is
available.

Device Alias FC
Adapter
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MandatoryMappable To
Type

DescriptionInput

Check this option to configure a secondary
head. Default value is unchecked.

Configure Secondary
Head

YClusterFiler
Identity

Choose a secondary NetApp account for fabric
B configuration.

NetAppAccountName
(Secondary)

YClusterFiler
Identity

Choose a secondary NetApp fiber channel
adapter for fabric B configuration. For example:
Eng_fcp [Current port =

NetApp FC Adapter
(Secondary)

0e\WWPN=1:a:23:fs:jk:89:76:kk:ll\Operation
Status=down].

gen_text_inputEnter a device alias name for the FC adapter.
This is used as a prefix if multiple FC adapters
are available.

Device Alias FC
Adapter

Ygen_text_inputSelect a networking device for fabric B
configuration in the formate

Select Device

datacenter@device_ip. For example: test
Pod@10.23.210.20.

Ygen_text_inputChoose a source port to which the server is
connected. For example: ethernet1/1 or
gigabitethernet2/4.

Select Source Port

Ygen_text_inputChoose a VSAN tomap the VLAN. Valid range
is 2 to 4094.

SelectMappingVSAN

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

gen_text_inputName of the zoneset on which the selected
operation was performed for fabric A

FABRIC_A_ZONESET_NAME

gen_text_inputName of the zone that was created for
fabric A

FABRIC_A_ZONE_NAME

networking_deviceSwitch IP Address (Fabric A)FABRIC_A_DEVICE_IP

gen_text_inputVSAN ID on which the selected operation
was performed

FABRIC_A_VSAN_ID

gen_text_inputIdentity for SAN Zone ASAN_ZONE_A_IDENTITY

nxosVDCIdentityVDC Name (Fabric A)FABRIC_A_VDC_NAME

gen_text_inputName of the zoneset on which the selected
operation was performed for fabric B

FABRIC_B_ZONESET_NAME

gen_text_inputName of the zone that was created for
fabric B

FABRIC_B_ZONE_NAME
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TypeDescriptionOutput

networking_deviceSwitch IP Address (Fabric B)FABRIC_B_DEVICE_IP

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputVSAN ID on which the selected operation
was performed

FABRIC_B_VSAN_ID

gen_text_inputIdentity for SAN Zone BSAN_ZONE_B_IDENTITY

nxosVDCIdentityVDC Name (Fabric B)FABRIC_B_VDC_NAME
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Configure STP PORT
Summary

Configure PVST on an interface for the STP on a Nexus device.
Description

This task configures per VLAN spanning tree (PVST) on an interface for the spanning tree protocol
configuration on a PORT.

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ynetworking_device_
interface

Select a portSelect Port

gen_text_inputProvide a VLAN ID or range. Valid values are
between 1 and 4094.

VLAN

Check this option to provide auto cost for the
STP port. By default, this field is unchecked.

Cost Auto

gen_text_inputProvide a cost value within the range 1 to
200000000.

Cost

gen_text_inputEnter the wait time in seconds between
successive BPDU transmissions. Valid range is
1 to 10.

Hello Time

gen_text_inputEnter the forward time for the MST between 4
and 30. The forward time is the forward delay
timer period, in seconds.

Forward Time

gen_text_inputProvide the maximum number of seconds the
information in a BPDU is valid, between 6 and
40.

Max Age

gen_text_inputChoose one of the link types for PVST: auto,
point-to-point or shared. If this field is left blank,
the default value is used.

Link Type.

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP
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TypeDescriptionOutput

networking_deviceNetwork device onwhich selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

InfraNetworkInterface
Identity

Identity for network interface.OUTPUT_NET_DEVICE_
INTERFACE_IDENTITY

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC
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Configure Session Pool Properties
Summary

Configure session pool properties.
Description

This task configures session pool properties such as maximum active session and maximum wait time.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

Enter the maximum active sessions count. A
default value of 5 is set if this field is left
blank.

Maximum Active
Sessions

Enter the maximumwait time in milliseconds.
A default value of 15 seconds is set if this field
is left blank.

Maximum Wait Time

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputIdentity for Maximum Active Session.OUTPUT_MAX_ACTIVE_
SESSION

gen_text_inputIdentity for Maximum Wait Time.OUTPUT_WAIT_TIME
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Configure Smart Call Home Contact Information
Summary

Configure Smart Call Home contact information on a Nexus device.
Description

This task configures Smart Call Home contact information on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ygen_text_inputEnter a SNMP system contact name.SNMP sysContact

Yemail_address_listEnter an email address. For example:
abc@xyz.com.

Email Contact

Ygen_text_inputEnter an international phone number in
international format, including country
code. For example: +1-800-123-4567.

International Phone
Number

Ygen_text_inputEnter a Street address.Street Address

gen_text_inputEnter a contract number.Contract Number

gen_text_inputEnter a customer number.Customer Number

gen_text_inputEnter a site number.Site Number

gen_text_inputEnter a switch priority number between 0
to 7. Default and highest priority value is
7.

Switch Priority Number

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Check this option to commit. By default,
this field is unchecked.

Commit

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputSNMP sysContact.OUTPUT_SYS_CONTACT
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Configure System Level HA
Summary

Configure system level HA on a Nexus 1oooV device.
Description

This task configures system level HA on a Nexus 1000V device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

Ygen_text_inputChoose an HA supervisor role: Standalone,
Primary or Secondary. By default Standalone is

Role

selected. setting is activated on next reload while
changing the role from primary to secondary.

Check this for manual switchover. By default
this field is unchecked.

System Switchover

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nexus_vdcThe High Availability Role that was configured.OUTPUT_HA_ROLE
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Configure Trunk
Summary

Configure a trunk on an ethernet or port channel interface.
Description

This task configures a trunk on an ethernet or port channel interface on a network device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ynetworking_device_
interface

Select a port to configure trunk.Port Name

gen_text_inputEnter additional description to the configured
trunk.

Description

YvlanIDChoose a native VLAN ID.Native VLAN ID

Ygen_text_inputSelect list of VLAN to be allowed in trunk
mode

Allowed VLANs

gen_text_inputChoose a port type for spanning tree protocol
use. Port types are edge, network and normal.
default is edge.

STP Port Type

gen_text_inputEnter a MTU range within the range 1500 to
9216.

MTU

gen_text_inputSelect a port channel.Select Port Channel

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

BooleanCheck this option for Force VLAN. If
checked the existing allowed VLANs

Force VLAN

associated with the interface get removed and
only the newly selected allowed VLANs are
added. By default, this field is unchecked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

gen_text_inputNative VLAN ID on which the selected
operation was performed

NATIVE_VLAN_ID
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TypeDescriptionOutput

gen_text_inputAllowed VLAN IDsf on which the selected
operation was performed

ALLOWED_VLAN_IDS

gen_text_inputName of port on which selected operation
was performed.

PORT_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityTheVDC created on theNexus 7000 devices.OUTPUT_NEXUS_VDC

networking_device_
interface

Network device interface on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE_INTERFACE

InfraNetworkInterface
Identity

Identity for network interface.OUTPUT_NET_DEVICE_
INTERFACE_IDENTITY
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Configure VPC Domain
Summary

Configure a VPC domain.
Description

This task configures a virtual port channel (VPC) domain on a network device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ygen_text_inputProvide a domain ID as anumeric values
between 1 and 1000.

Domain ID

YipaddressEnter the source management IP address in
the format i.i.i.i. For example: 10.20.4.5.

Source Management IP
Address

YipaddressEnter the destinationmanagement IP address
in the format i.i.i.i. For example: 10.20.4.5.

Destination
Management IPAddress

Ygen_text_inputProvide a role priority as a numeric values
between 1 and 65535.

Role Priority

gen_text_inputEnter a system priority between 1 and 65535.System Priority

gen_text_inputEnter the delay restore range between 1 and
3600.

Delay Restore

BooleanCheck this option to provide a peer gateway.
By default, this field is unchecked.

Peer Gateway

BooleanCheck this option to enable auto-recovery.
By default, this field is unchecked.

Auto Recovery

BooleanCheck this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

gen_text_inputVPC Domain IDVPC_DOMAIN_ID

gen_text_inputSource management IP address on which
selected operation was performed.

SOURCE_MANAGEMENT_
IP

gen_text_inputDestination management IP address on which
selected operation was performed.

DESTINATION_
MANAGEMENT_IP
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TypeDescriptionOutput

gen_text_inputRole priority of VPC domain onwhich selected
operation was performed.

VPC_DOMAIN_ROLE_
PRIORITY

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Configure VPC PortChannel
Summary

Configure a vPC in a Nexus device.
Description

This task configures a vitual port channel (vPC) in a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

YInfraNetwork
InterfaceIdentity

Select a port channel nameSelect Port Channel Name

Check this option to configure the port
channel as a VPC peer link. By default,
this field is checked.

VPC PeerLink

Ygen_text_inputEnter a domain ID between 1 and 4096Enter Domain Id

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC

networking_device_vpc_
interface

VPC Interface Configured.OUTPUT_NET_DEVICE_
VPC_INTERFACE_IDENTITY
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Configure VTP
Summary

Configure the VTP for a Nexus device.
Description

This task configures the VLAN trunking protocol (VTP) for a Nexus device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

YCheck this option to enable or disable the VTP
feature. By default, this field is unchecked.

Enable VTP Feature

gen_text_inputProvide a domain name for the VTP protocolDomain Name

gen_text_inputChoose the VTP versionVTP Version.

gen_text_inputProvide a file name for the VTP protocolFile Name

gen_text_inputProvide a password for the VTP protocolPassword

gen_text_inputEnter any of the listed learning mode for the
VLANs: client, server, transparent or off. If

VTP mode.

this field is left blank, the default value 'client'
is used.

Check this to perform pruning for the VTP.
By default, this field is unchecked.

Pruning

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Configure VXLAN Range
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

BooleanCheck this to configure the VXLAN. By
default this field is checked.

Configure VXLAN

Ygen_text_inputEnter the VXLAN ID ranges between 4096
and 16777215. For example: 5089-10809.

VXLAN Id

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

vlanIDVXLAN ID on which the selected operation was
performed

VXLAN_ID
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Convert To Smart Zone
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

Ygen_text_inputChoose one of the listed zone types: vsan,
Fcalias, zone or zoneset. If this field is left
blank, the value defaults to vsan.

Type

Ygen_text_inputSelect the VSAN IDVSAN Id

Check this option if the SAN zone mode is
enhanced. By default, this field is unchecked.

Commit San Zone

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

vsanIDVSAN ID onwhich the selected operation was
performed

VSAN_ID

gen_text_inputSAN Zone Name on which the selected
operation was performed

SAN_ZONE_NAME

networkSANZone
Identity

Identity for San Zone.OUTPUT_SANZONE_
IDENTITY

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Copy Running To Startup Configuration
Summary

Copies the running configuration to the startup configuration.
Description

This task copies the device's running configuration to its startup configuration. This task can be used as
last task of network configuration workflow andmake the configuration changes permanent to the device
flash.

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Outputs

No Outputs
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Create ACL Entry
Summary

Create an ACL entry.
Description

This task creates an ACL entry.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

Ygen_text_inputEnter an ACL nameACL Name

gen_text_inputChoose an ACL entry type. Valid values are IP,
IPv6 and MAC. The default is IP.

Type

gen_text_inputChoose a permit or deny action for the rule. The
default is permit.

Action

gen_text_inputChoose a protocol for the rule. Valid values are
tcp, udp, ip and ipv6. The default is ip.

Protocol

gen_text_inputChoose a source type. Valid values are any,
network prefix, network address and host. The
default is any.

Source Type

Ygen_text_inputEnter a source network prefix for IPv4 in the
format A.B.C.D/LEN or IPv6 in the format

Source Network
Prefix

X:X:X:X:X:X:X:X/LEN. For example: 10.23.2.
4/8 or ab:23:45:fg:kj:ty:99:78/15.

Ygen_text_inputEnter a source network address for IPv4 in the
format A.B.C.D or IPv6 in the format

Source Network
Address

X:X:X:X:X:X:X:X. For example: 10.23.2.4 or
ab:23:45:fg:kj:ty:99:78

Ygen_text_inputEnter source wildcard bits in the format A.B.C.
D. Not applicable to IPv6. For example: 10.20.2.
3.

SourceWildcard Bits

Ygen_text_inputEnter a source host address for IPv4 in the format
A.B.C.D or IPv6 in the format

Source Host Address

X:X:X:X:X:X:X:X. For example: 10.23.2.4 or
ab:23:45:fg:kj:ty:99:78.

gen_text_inputChoose a destination type. Valid values are any,
network prefix, network address or host. The
default is any.

Destination Type

Ygen_text_inputEnter a destination network prefix for IPv4 in the
format A.B.C.D/LEN or IPv6 in the format

Destination Network
Prefix
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MandatoryMappable To
Type

DescriptionInput

X:X:X:X:X:X:X:X/LEN. For example: 10.23.2.
4/8 or ab:23:45:fg:kj:ty:99:78/15.

Ygen_text_inputEnter a destination network address for IPv4 in
the format A.B.C.D or IPv6 in the format

Destination Network
Address

X:X:X:X:X:X:X:X. For example: 10.23.2.4 or
ab:23:45:fg:kj:ty:99:78.

Ygen_text_inputEnter destination wildcard bits in the format A.
B.C.D. Not applicable to IPv6. For example: 10.
20.2.3.

DestinationWildcard
Bits

Ygen_text_inputEnter a destination host address for IPv4 in the
format A.B.C.D or IPv6 in the format

Destination Host
Address

X:X:X:X:X:X:X:X. For example: 10.23.2.4 or
ab:23:45:fg:kj:ty:99:78.

gen_text_inputEnter a description for this ACL entryDescription

Check this option to collect stats for each ACL
entry. By default, this field is unchecked.

Per ACL Entry stats
collection

Check this option to apply ACL to the interface.
By default, this field is unchecked.

Apply ACL to
interface

networking_
device_interface

Choose an interface nameSelect Interface

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputACL on which selected operation performed.OUTPUT_ACL_NAME

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Create Device Alias
Summary

Create a device alias.
Description

This task creates a device alias on a device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ygen_text_inputEnter a device alias nameDevice Alias Name

Ygen_text_inputEnter a port WWN of the form
hh:hh:hh:hh:hh:hh:hh:hh. For example:
1a:2b:c3:4d:34:56:89:67.

Enter port WWN

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_san_device_
alias_identity

Device alias on which selected operation
performed.

OUTPUT_SAN_DEV_ALIAS

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputSan Zone Member Configured.OUTPUT_SANZONE_
MEMBER

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC
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Create Device FCAlias
Summary

Create a device fcAlias.
Description

This task creates a fiber channel alias on a device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ygen_text_inputEnter a FC alias name.FC Alias Name

YvsanIDSelect a VSAN ID. Valid range is 2 to
4094.

VSAN Id

Ynetworking_device_
member_type

Choose a member type. Default member
type is DeviceAlias.

Member Type

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

FCAliasIdentityFC alias on which selected operation
performed.

OUTPUT_SAN_FC_ALIAS
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Create HSRP
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

YInfraNetworkInterface
Identity

Select Interface Name for HSRP
Configuration.

Interface Name

BooleanCheck the box to enable hsrp version
2. By default, the check box is
unchecked.

Enabled HSRPV2

gen_text_inputProvide Description for the selected
Interface

Description

Enable Interface.Enable Interface

ipaddressInterface IP Address in Format i.i.i.i.Interface IP Address

ipaddressIP network mask in format m.m.m.mIP Network Mask

Ygen_text_inputHSRP Group Number.HSRP Group Number

passwordAuthentication Text.Authentication Text

BooleanCheck the box to enable preempt. By
default, the check box is checked.

Preempt

gen_text_inputMin Preempt Delay Time.Min Preempt Delay Time

gen_text_inputPriority.Priority

BooleanIf selected, given threshold values will
set otherwise default threshold values

Set Threshold

will be set i.e., lower :1 , upper :
priority.

gen_text_inputLower Threshhold Time.Lower Threshhold Time

gen_text_inputUpper Threshhold Time.Upper Threshhold Time

gen_text_inputHello Interval.Hello Interval

gen_text_inputHold Time Interval.Hold Time Interval

ipaddressVirtual IP Address in Format i.i.i.i.Virtual IP Address

Select this option to copy running
configuration to startup configuration

Copy Running
configuration to Startup
configuration
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Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC

gen_text_inputThe Interface Name set on the device.OUTPUT_INTERFACE_NAME

InfraNetworkInterface
Identity

Identity for network interface.OUTPUT_NET_DEVICE_
INTERFACE_IDENTITY

gen_text_inputThe Interface Description set on the
device.

OUTPUT_DESCRIPTION

gen_text_inputThe Interface is enabled on the device.OUTPUT_IS_ENABLE_
INTERFACE

gen_text_inputThe Interface IP Address set on the
device.

OUTPUT_INTERFACE_IP

gen_text_inputThe HSRP Group Number set on the
device.

OUTPUT_GROUP_NUMBER

HSRPGroupNumber
Identity

The HSRP Group Number Identity.OUTPUT_HSRP_GROUP_
NUMBER_IDENTITY

passwordThe Authentication Text set on the
device.

OUTPUT_AUTHENTICATION_
TEXT

gen_text_inputThe Priority set on the device.OUTPUT_PRIORITY

gen_text_inputThe Min Preempt Delay Time set on the
device.

OUTPUT_MIN_PREEMPT_
DELAY_TIME

gen_text_inputThe Lower Threshhold Period set on the
device.

OUTPUT_LOWER_
THRESHHOLD_PERIOD

gen_text_inputThe Upper Threshhold Period set on the
device.

OUTPUT_UPPER_
THRESHHOLD_PERIOD

gen_text_inputThe Hello Interval set on the device.OUTPUT_HELLO_INTERVAL

gen_text_inputThe Hold Interval set on the device.OUTPUT_HOLD_INTERVAL

gen_text_inputThe Virtual IP Address set on the device.OUTPUT_VIRTUAL_IP
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Create IP Pool Template
Summary

Create an IP pool template on a Nexus 1000V device.
Description

This task creates an IP pool template on a Nexus 1000V device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

Ygen_text_inputEnter the IP pool template nameIP Pool Template Name

gen_text_inputEnter the IP pool template descriptionDescription

YipaddressEnter the IP address start as A.B.C.D. For
example: 2.3.4.5.

IP Address From Range

YipaddressEnter the IP address end as A.B.C.D. For
example: 4.4.5.2.

IP Address To Range

YipaddressEnter the network IP address as A.B.C.D.
For example: 182.4.3.22.

Network Address

YipaddressEnter the network subnet mask as A.B.C.D.
For example: 255.255.1.1.

Network Subnet Mask

ipaddressEnter the Gateway for IP pool template as
A.B.C.D. For example: 172.23.23.44.

Default Router

ipaddressEnter the DNS server IP as A.B.C.D. For
example: 12.3.4.5.

DNS Server

gen_text_inputEnter the DNS suffixDNS Suffix

ipaddressEnter the NetBios name server IP as A.B.C.
D. For example: 12.3.4.5.

Netbios Name Server

gen_text_inputChoose a NetBios state: enabled or disabled.
By default state is disabled.

Netbios

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP
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TypeDescriptionOutput

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputIP Pool TemplateHYPERV_N1K_IP_POOL_
TEMPLATE

InfraNetworkIPPool
TemplateIdentity

IP Pool Template IdentityHYPERV_N1K_IP_POOL_
TEMPLATE_IDENTITY
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Create Logical Network
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

Ygen_text_inputEnter the Logical network nameLogical Network Name

gen_text_inputEnter the Logical network descriptionLogical Network
Description

Check this for No mode isolation:
unchecked by default. configures HNV

No Mode Isolation

Logical network. Supported version:
Nexus1000v HyperV 5.2(1)SM3(1.1) and
later.

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputLogical NetworkHYPERV_N1K_
LOGICALNETWORK

hyperv_n1k_logical_
network_identity

Logical Network IdentityHYPERV_N1K_
LOGICALNETWORK_
IDENTITY

hypervLogicalNetwork
Identity

HyperV Logical Network IdentityHYPERV_LOGICAL_
NETWORK_IDENTITY
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Create Loopback Interface
Summary

Create Loopback Interface
Description

This task creates a Loopback Interface.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

Ygen_text_inputEnter a loopback interface number.Loopback Interface Number

gen_text_inputProvide DescriptionDescription

gen_text_inputEg: IPv4/Subnet <20.20.20.0/8>IP Address

Select this option to copy running
configuration to startup
configuration

Copy Running configuration
to Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputLoop Back Interface Number on which
the selected operation was performed

LOOPBACK_INTERFACE_
NUMBER

InfraNetworkInterface
Identity

Identity for network interface.OUTPUT_NET_DEVICE_
INTERFACE_IDENTITY

Loop Back Interface
Identity

Loop Back Interface IdentityLOOPBACK_INTERFACE_
NUMBER_IDENTITY
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Create N1K HyperV Port Profile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ygen_text_inputEnter the port profile namePort Profile Name

gen_text_inputEnter the port profile descriptionDescription

Ynetworking_device_
port_profile_type

Choose a port profile type: Ethernet or
Vethernet. By default Ethernet is selected.

Port Profile Type

gen_text_inputChoose a channel group mode: Sub-Group
or MAC-Pinning. By default Sub-Group
is selected.

Channel Group Mode

gen_text_inputChoose a sub group type: CDP or Manual.
By default CDP is selected.

Sub Group Type

gen_text_inputCheck this to publish port profile. By
default this field is unchecked.

Publish Port Profile

gen_text_inputEnter the port profile name to publishPublish Port Profile
Name

networking_device_
port_profile_mode

Choose a mode of the port profile: Trunk
or Access. By default trunk is selected.

Mode

BooleanCheck this to enable VXLAN capability.
By default VXLAN is disabled.

Enable VXLAN
Capability

YvlanIDChoose an access VLANAccess VLAN

YvlanIDCheck one or more allowed VLANsAllowed VLANs

Check this to add the selected VLANs to
system VLANs. By default this field is
unchecked.

Add to System VLAN

YvlanIDCheck one or more system VLANsSystem VLANs

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER
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TypeDescriptionOutput

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

infra_network_port_
profile_name

Name of the port profile on which the selected
operation was performed

PORT_PROFILE_NAME

vlanIDVLAN IDs on which the selected operation
was performed

VLAN_ID_LIST

hypervVnaPortProfile
Identity

HyperV Port Profile IdentityHYPERV_PORT_
PROFILE_IDENTITY
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Create N7K VDC
Summary

Create a VDC for a Nexus 7000 device.
Description

This task creates a virtual device context (VDC) for a Nexus 7000 device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose the networking deviceSelect Device

Ygen_text_inputProvide a VDC nameVDC Name

gen_text_inputEnter one or more of these module types,
separated with commas: f1, f2, f2e, m1, m1x1 or

Module Type

m2x1. For example: f2e, m2x1. If this field is
left blank, the default value is used.

Check this option to enable the high availability
policy. By default, this field is unchecked.

HA Policy

Ygen_text_inputEnter one of the listed HA types: dual-sup or
single-sup. If this field is left blank, the value
defaults to dual-sup.

Select Type

Ygen_text_inputEnter an HA policy action: bringdown, reload or
restart. If this field is left blank, the value defaults
to bringdown.

Select HA Policy
Action

gen_text_inputProvide a VDC number. Use only numbers in
this field. If this field is left blank, the value
defaults to the first available number.

VDC Number

YpasswordProvide a VDC passwordVDC password

gen_text_inputEnter the VDC template name. If no template is
specified, the default resource template is used.

VDCTemplateName

gen_text_inputEnter a VDC Type as storage if the VDC is a
storage VDC. If this field is left blank, the VDC
defaults to default VDC.

Select VDC Type

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER
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TypeDescriptionOutput

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Create Network Segment
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

Ygen_text_inputProvide Network Segment NameNetwork Segement
Name

gen_text_inputProvide Network Segment DescriptionNetwork Segment
Description

gen_text_inputChoose a network segment type: either
Ethernet or Vethernet. By default none is
selected.

Network Segment Type

gen_text_inputEnter the IP address and subnet in the
format X.X.X.X/Y. For example: 172.23.
24.1/32.

IP Address / Subnet

InfraNetworkIPPool
TemplateIdentity

Choose an IP Pool templateIP Pool Template Name

hyperv_n1k_
network_segment_
pool_identity

Choose a network segment PoolNetwork Segment Pool
Name

hyperv_n1k_tenant_
vrf_identity

Choose a Tenant VRFTenant VRF Name

Check this option to enable system
network segmentt

System Network
Segment

Ygen_text_inputChoose a segment type: VLAN, VXLAN
or HNV. VLAN is selected by default.

Type

VXLAN and HNV Segment Types
Supported Version: Nexus1000v HyperV
5.2(1)SM3(1.1) or later.

vlanIDEnter a VLAN range between 1 and 4096Vlan

gen_text_inputEnter the segment ID between 4097 and
16777215

Segement ID

gen_text_inputChoose a private VLAN type: Primary or
Secondary. By default primary is selected.

Private VLAN Type

gen_text_inputChoose a secondary VLAN type: host or
promiscuous. By default host is selected.

Secondary VLAN Type

gen_text_inputChoose a host type: Community or
Isolated. By default Community is
selected.

Host Type
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MandatoryMappable To TypeDescriptionInput

vlanIDEnter the primary VLAN detailsPrimary VLAN

vlanIDEnter the secondary VLAN detailsSecondary VLAN

Check this to publish the network
segment. By default this field is
unchecked.

Publish Network
Segment

gen_text_inputEnter the publish network segment namePublish Network
Segment Name

Select this option to copy running
configuration to startup configuration

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputNetwork SegmentHYPERV_N1K_NETWORK_
SEGMENT

hyperv_n1k_network_
segment_identity

Network Segment IdentityHYPERV_N1K_NETWORK_
SEGMENT_IDENTITY

gen_text_inputIP Pool TemplateHYPERV_N1K_IP_POOL_
TEMPLATE

InfraNetworkIPPool
TemplateIdentity

IP Pool Template IdentityHYPERV_N1K_IP_POOL_
TEMPLATE_IDENTITY

gen_text_inputNetwork Segment PoolHYPERV_N1K_NETWORK_
SEGMENT_POOL

hyperv_n1k_network_
segment_pool_identity

Network Segment Pool IdentityHYPERV_N1K_NETWORK_
SEGMENT_POOL_IDENTITY

vlanIDVLAN ID on which the selected
operation was performed

VLAN_ID

InfraNetwork
VLANIdentity

Identity for device vlanOUTPUT_DEVICE_VLAN_
IDENTITY

vlanIDPrimary VLAN ID on which the
selected operation was performed

PRIMARY_VLAN_ID

vlanIDSecondary VLAN ID on which the
selected operation was performed

SECONDARY_VLAN_ID
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TypeDescriptionOutput

hypervLogicalNetwork
Identity

HyperV Logical Network IdentityHYPERV_LOGICAL_
NETWORK_IDENTITY

hypervLogicalNetworkDef
Identity

HyperV Network Segment Pool
Identity

HYPERV_LOGICALNETWORK_
DEF_IDENTITY

hypervIpPoolIdentityHyperV IP Pool Template IdentityHYPERV_IP_POOL_IDENTITY

hypervVMNetworkIdentityHyperV VM Network IdentityHYPERV_VM_NETWORK_
IDENTITY
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Create Network Segment Pool
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ygen_text_inputEnter the network segment Pool nameNetwork Segment Pool
Name

hyperv_n1k_
logical_network_
identity

Choose a Logical networkLogical Network Name

gen_text_inputChoose a segment type: VLAN, VXLAN or
HNV. VLAN is selected by default.

Segment Type

VXLAN and HNV Segment Types
Supported Version: Nexus1000v HyperV 5.
2(1)SM3(1.1) or later.

ipaddressEnter the multicast ip in the format x.x.x.x.
For example: 239.1.1.1.

Multicast IP

Check this for intra-port communication.
By default this field is unchecked.

Intra Port
Communication

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputLogical NetworkHYPERV_N1K_
LOGICALNETWORK

hyperv_n1k_logical_
network_identity

Logical Network IdentityHYPERV_N1K_
LOGICALNETWORK_IDENTITY

gen_text_inputNetwork Segment PoolHYPERV_N1K_NETWORK_
SEGMENT_POOL
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TypeDescriptionOutput

hyperv_n1k_network_
segment_pool_identity

Network Segment Pool IdentityHYPERV_N1K_NETWORK_
SEGMENT_POOL_IDENTITY
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Create Port Channel
Summary

Create a port channel.
Description

This task creates a port channel on network device and adds a description to it.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ygen_text_inputEnter a port channel number between 1
and 4096. Default value is 1.

Port Channel Number

gen_text_inputEnter addition description to Port
Channel.

Description

Select this option to copy running
configuration to startup configuration

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

gen_text_inputPort channel numberPORT_CHANNEL_ID

gen_text_inputPort channel namePORT_CHANNEL_NAME

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC

networking_device_
interface

Network device interface onwhich selected
operation performed.

OUTPUT_NETWORKING_
DEVICE_INTERFACE
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Create Port Profile
Summary

Create a port profile on a Nexus device.
Description

This task creates and enables a port profile on a Nexus device. The port profile is available as a distributed
port group on vCenter if there is a connection between the VSM and vCenter.

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

Ygen_text_inputEnter name for port profilePort Profile Name

gen_text_inputEnter description for this port profileDescription

networking_device_
port_profile_type

Select the type of port profileType

networking_device_
port_profile_mode

Select the mode of port profileMode

Enable / Disable the VXLAN
Capability.

Enable VXLAN
Capability

ipaddressIP address in format i.i.i.iIP address

ipaddressIP network mask in format m.m.m.mIP network mask

ipaddressIP next-hop address in format i.i.i.iIP next-hop address

YvlanIDSelect VLANAccess VLAN

YvlanIDSelect list of VLAN to be allowed in
trunk mode

Allowed VLANs

gen_text_inputSelect input QOS policy mapQOS Policy Map

Select this option to add the selected
VLANs to System VLAN

Add to System VLAN

YvlanIDSelect list of Allowed VLANs to be
added to system VLAN

System VLANs

Select this option to copy running
configuration to startup configuration

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP
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TypeDescriptionOutput

infra_network_port_profile_
name

Name of the port profile on which the
selected operation was performed

PORT_PROFILE_NAME

vlanIDVLAN IDs onwhich the selected operation
was performed

VLAN_ID_LIST

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

networking_device_nameNetwork device name on which selected
operation is performed.

OUTPUT_NETWORKING_
DEVICE_NAME

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC

securityGrouptagIDSGT Identity.OUTPUT_SGT_IDENTITY

networking_device_port_
profile_type

Name of the port profile typePORT_PROFILE_TYPE

networking_device_port_
profile_mode

Name of the port profile modePORT_PROFILE_MODE
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Create Private VLAN
Summary

Create a private VLAN on a Nexus device.
Description

This task creates a primary or secondary private VLAN on a Nexus device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

YvlanIDEnter a valid VLAN ID between 1 and 3967
or 4048 and 4093.

VLAN ID

YChoose the private VLAN type: primary or
secondary. Primary is the default.

Private VLAN Type

Check this to overwrite the existing private
VLAN. By default this field is unchecked.

Overwrite Existing Private
VLAN

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vlanIDVLAN ID on which the selected operation was
performed

VLAN_ID

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Create SAN Zone
Summary

Create a SAN zone on a Nexus device to VSAN.
Description

This task creates a SAN zone on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

Ygen_text_inputEnter the Zone NameZone Name

Ygen_text_inputSelect the VSAN IDVSAN Id

Check this option if the SAN zone mode
is enhanced. By default, this field is
unchecked.

Commit San Zone

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

vsanIDVSAN ID onwhich the selected operation was
performed

VSAN_ID

gen_text_inputSAN Zone Name on which the selected
operation was performed

SAN_ZONE_NAME

networkSANZone
Identity

Identity for San Zone.OUTPUT_SANZONE_
IDENTITY

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Create SAN Zone Set
Summary

Create a SAN zone set on a Nexus device to VSAN.
Description

This task creates a SAN zone set on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ygen_text_inputEnter the Zone set nameZone Set Name

Ygen_text_inputSelect the VSAN IDVSAN Id

Check this option if the SAN zonemode
is enhanced. By default, this field is
unchecked.

Commit San Zone

Select this option to copy running
configuration to startup configuration

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

vsanIDVSAN ID onwhich the selected operationwas
performed

VSAN_ID

gen_text_inputSAN Zone Set Name on which the selected
operation was performed

SAN_ZONE_SET_NAME

networkSANZoneSet
Identity

Identity for San Zone Set.OUTPUT_SANZONE_SET_
IDENTITY

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
824

Cisco Network Tasks
Create SAN Zone Set



Create SVI
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

Ynetworking_
device

Select DeviceSelect Device

Ygen_text_
input

VLAN Interface NumberVLAN
Interface
Number

networking_
vrf_
identity

Provide VRF Context NameVRF Name

BooleanCheck the box to enable ICMPRedirect. By default, the check
box is unchecked.

ICMP Redirect

gen_text_
input

Eg: IPv4/Subnet 10.10.10.0/255.255.255.0,20.20.20.0/8 or
IPv6/Subnet
X:X:X:X::X/(0-128),Y:Y::/(0-128),Z:Z:Z:Z:Z:Z:Z:Z/(0-128)

IP Address

gen_text_
input

Provide DescriptionDescription

BooleanCheck the box to enable OSPF. By default, the check box is
unchecked.

OSPF

BooleanCheck the box to enable passive-interface. By default, the
check box is unchecked.

Passive-interface

gen_text_
input

Enter an OSPF priority range between (0-255).OSPF Priority

gen_text_
input

Enter a OSPF process idOSPF Process
ID

gen_text_
input

Enter a area as an integer or ip address in the format A.B.C.
D or (0-4294967295)

Area

gen_text_
input

Enter a multi area as an integer or ip address in the format
A.B.C.D or (0-4294967295)

Multi-Area

Select this option to copy running configuration to startup
configuration

Copy Running
configuration to
Startup
configuration
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Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputVLAN Interface Number on which the
selected operation was performed

VLAN_INTERFACE_
NUMBER

InfraNetworkInterface
Identity

Identity for network interface.OUTPUT_NET_DEVICE_
INTERFACE_IDENTITY

gen_text_inputThe Interface Description set on the device.OUTPUT_DESCRIPTION

gen_text_inputThe VRF created on the device.OUTPUT_VRF

networking_vrf_identityCreate VRF Identity created on the device.OUTPUT_CREATE_VRF_
IDENTITY
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Create SXP Connection Peer
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

Check this option to enable device tracking.
By default, this field is unchecked.

EnableDevice Tracking

gen_text_inputEnter the delete hold timer period within the
range (0-64000)

Delete Hold Period

Check this option to enable SXP. By default,
this field is checked.

Enable SXP

ipaddressEnter the default SXP connection peer source
IP address in format i.i.i.i. For example: 1.2.3.
4.

Default Source IP
Address

passwordEnter the default passwordDefault Password

YipaddressEnter the SXP Connection Peer IP address in
format i.i.i.i. For example: 1.2.3.4

Peer IP Address

ipaddressEnter the SXP connection peer source IP
address in format i.i.i.i. For example: 1.2.3.4

Source IP Address

Ygen_text_inputChoose one of the listed password options:
default, None or Required. If this field is left
blank, the value defaults to None.

Password Option

YpasswordEnter the Required passwordRequired Password

Ygen_text_inputEnter one of the listed modes: Speaker or
Listener. If this field is left blank, the default
value 'Listener' is used

Mode

gen_text_inputEnter the VRF nameVRF

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER
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TypeDescriptionOutput

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC

gen_text_inputThe Device Tracking enabled on the
device.

OUTPUT_ISDEVICE_
TRACKING_ENABLE

gen_text_inputThe Delete Hold Timer set on the device.OUTPUT_DELETE_HOLD_
PERIOD

gen_text_inputThe SXP is enabled on the device.OUTPUT_ISSXP_ENABLE

ipaddressThe Default Source IP created on the
device.

OUTPUT_DEFAULT_SOURCE_
IP

passwordThe Default Password created on the
device.

OUTPUT_DEFAULT_
PASSWORD

ipaddressThe Peer IP created on device.OUTPUT_PEER_IP

SxpConnectionPeer
Identity

The SXP Connection Peer Identity.OUTPUT_SXP_CONNECTION_
PEER_IDENTITY

ipaddressThe Source IP created on the device.OUTPUT_SOURCE_IP

gen_text_inputThe Password Option created on the
device.

OUTPUT_PASSWORD_OPTION

passwordThe Required Password created on the
device.

OUTPUT_REQUIRED_
PASSWORD

gen_text_inputThe VRF created on the device.OUTPUT_VRF
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Create Static MACAddress
Summary

Create a static MAC address on a Nexus device.
Description

This task creates a static MAC address entry on a Nexus device. An existing VLAN ID is required.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ynetworking_device_
interface

Select a portSelect Port

Ygen_text_inputEnter a MAC address in one of these
formats: E.E.E, EE-EE-EE-EE-EE-EE,

MAC Address

EE:EE:EE:EE:EE:EE or EEEE.EEEE.
EEEE. For example: 00-15-E9-2B-99-3C

YInfraNetwork
VLANIdentity

Select a VLAN IDVLAN ID

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

networking_device_
mac

Network device MAC Address on which
selected operation performed.

OUTPUT_NETWORKING_
DEVICE_MACADDRESS

vlanIDVLAN ID on which the selected operation was
performed

VLAN_ID

gen_text_inputName of port on which selected operation was
performed.

PORT_NAME

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Create Tenant VRF
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ygen_text_inputEnter the Tenant VRF nameTenant VRF Name

gen_text_inputEnter the Tenant VRF descriptionDescription

hyperv_n1k_logical_
network_identity

Choose a Logical networkLogical Network Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputTenant VRFHYPERV_N1K_NETWORK_
TENANT_VRF

hyperv_n1k_tenant_vrf_
identity

Tenant VRF IdentityHYPERV_N1K_NETWORK_
TENANT_VRF_IDENTITY

gen_text_inputLogical NetworkHYPERV_N1K_
LOGICALNETWORK

hyperv_n1k_logical_
network_identity

Logical Network IdentityHYPERV_N1K_
LOGICALNETWORK_IDENTITY
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Create Uplink Network
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

Ygen_text_inputEnter the network uplink nameNetwork Uplink Name

Yhyperv_n1k_network_
segment_pool_identity

Choose a network segment poolNetwork Segement Pool

infra_network_port_
profile_name

Choose a port profilePort Profile

hyperv_n1k_network_
segment_identity

Choose a network segmentNetwork Segment

Check this to publish system
network uplink

System Network Uplink

Check this to publish network
uplink

Publish Network Uplink

gen_text_inputEnter the publish network uplink
name

Publish Network Uplink
Name

Check this option to copy the
running configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which
the selected operation was
performed

DATACENTER

gen_text_inputIP address of the device on which
the selected operation was
performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputNetwork UplinkHYPERV_N1K_NETWORK_
UPLINK

hyperv_n1k_network_
uplink_identity

Network Uplink IdentityHYPERV_N1K_NETWORK_
UPLINK_IDENTITY
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TypeDescriptionOutput

gen_text_inputNetwork Segment PoolHYPERV_N1K_NETWORK_
SEGMENT_POOL

hyperv_n1k_network_
segment_pool_identity

Network Segment Pool IdentityHYPERV_N1K_NETWORK_
SEGMENT_POOL_IDENTITY

infra_network_port_profile_
name

Name of the port profile on which
the selected operation was
performed

PORT_PROFILE_NAME

gen_text_inputNetwork SegmentHYPERV_N1K_NETWORK_
SEGMENT

hyperv_n1k_network_
segment_identity

Network Segment IdentityHYPERV_N1K_NETWORK_
SEGMENT_IDENTITY

hypervUpLinkPortProfile
Identity

HyperV Network Uplink IdentityHYPERV_NETWORK_UPLINK_
IDENTITY
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Create VFC Interface
Summary

Create a VFC on a Nexus device.
Description

This task creates a virtual fiber channel (VFC) interface on a Nexus device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputProvide a VFC ID between 1 and 8192VFC Id

Ygen_text_inputEnter a port in this format:
datacenter@device_ip@hardware@interface.

Select Port

For example: DefaultPod@172.29.195.
162@1000/10000 Ethernet@Ethernet1/10.

Ygen_text_inputEnter a switch port mode: E or F. If this field
is left blank, the value defaults to E.

Switch Port Mode

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputName of port on which selected operation was
performed.

PORT_NAME

gen_text_inputVFC Interface nameVFC_INTERFACE_NAME

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Create VLAN
Summary

Create a VLAN.
Description

This task creates a virtual LAN (VLAN) on a network device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Select a networking device.Select Device

YvlanIDProvide VLAN ID range between 1 and 3967
or 4048 and 4093.

VLAN ID

gen_text_inputEnter a VLAN name.VLAN Name

Check this option to overwrite any existing
VLAN configuration.

Overwrite ExistingVLAN

Check this option to enable the VLAN. By
default, this field is unchecked.

No Shutdown

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vlanIDVLAN ID onwhich the selected operationwas
performed

VLAN_ID

gen_text_inputVLANName on which the selected operation
was performed

VLAN_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

InfraNetwork
VLANIdentity

Identity for device vlanOUTPUT_DEVICE_VLAN_
IDENTITY

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Create VRF
Summary

Create a VRF.
Description

This task creates a VPN routing and forwarding (VRF).
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

Ygen_text_inputEnter a VRF context nameVRF Name

gen_text_inputEnter the domain nameDomain Name

gen_text_inputEnter one or more DNS servers separated
with commas or spaces. Nomore than 6 DNS

DNS Servers

servers are allowed for one VRF. For
example: cisco.com, VMware.org.

gen_text_inputEnter a route in this format: A.B.C.D/LEN.
or example: 13.2.3.1/32.

Route

ipaddressEnter a gateway IP as A.B.C.D. For example:
142.23.1.1.

Gateway

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device onwhich selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputThe VRF created on the device.OUTPUT_VRF

gen_text_inputThe VRF Identity created on the device.OUTPUT_VRF_IDENTITY

networking_vrf_identityCreate VRF Identity created on the device.OUTPUT_CREATE_VRF_
IDENTITY

gen_text_inputThe VRF created on the device.OUTPUT_DOMAIN_NAME
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Create VSAN
Summary

Create a VSAN.
Description

This task creates a virtual storage area network (VSAN) on a network device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

YvsanIDProvide a VSAN ID between 2 and 4093.VSAN ID

gen_text_inputEnter a VSAN name.VSAN Name

Check this option to Enhance the VSAN.
By default, this field is unchecked.

Enhance

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vsanIDVSAN ID on which the selected operation was
performed

VSAN_ID

gen_text_inputVSAN Name on which the selected operation
was performed

VSAN_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Create VXLAN
Summary

Create a VXLAN on a Nexus 1000V device.
Description

This task creates a VXLAN on a Nexus 1000V device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose the networking deviceSelect Device

Ygen_text_inputProvide a domain name for VXLAN bridgeBridge Name

Ygen_text_inputProvide a VXLAN ID in the range 4096 to
16000000

VXLAN Id

Check this option to set the unicast mode for
the VXLAN. By default, this field is checked.

Mode Unicast

YipaddressProvide the multicast IP address for the
VXLAN in the format i.i.i.i. For example: 224.
0.0.5.

VXLAN Group IP
Address

Check this option to set floodless learning
using the MAC. By default, this field is
checked.

Distribution learning
MAC

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

vlanIDVXLAN ID on which the selected operation was
performed

VXLAN_ID

gen_text_inputVXLAN Domain Name on which the selected
operation was performed

VXLAN_DOAMIN_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Create VXLAN Encapsulate segment
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputSelect the domain name for the
VXLAN bridge.

Bridge Name

Ygen_text_inputEnter the encapsulation profile segmentEncapsulation profile
Segment

YInfraNetwork
VLANIdentity

Select the VLAN IDVLAN ID

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter onwhich the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device onwhich the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputName of the encapsulation profile segment
on which the selected operation was
performed

ENCAPSULATION_
PROFILE_SEGMENT_NAME

infra_network_
encapsulation_profile_
segment_name

Name of the encapsulation profile segment
on which the selected operation was
performed

ENCAPSULATION_
PROFILE_SEGMENT_
NAME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete ACL Entry
Summary

Delete an ACL entry.
Description

This task deletes an ACL entry.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ygen_text_inputChoose an ACL name for deletionACL Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputACL on which selected operation performed.OUTPUT_ACL_NAME

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Associate Private VLAN
Summary

Delete an associated private VLAN.
Description

This task deletes the association of the primary VLAN to a Nexus device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

YvlanIDEnter a VLAN ID between 1 and 3967 or
4048 and 4093 to delete the association.

Primary VLAN ID

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vlanIDVLAN ID on which the selected operation was
performed

VLAN_ID

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
840

Cisco Network Tasks
Delete Associate Private VLAN



Delete Device Alias
Summary

Delete a device alias.
Description

This task deletes a device alias on a device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ynetworking_san_
device_alias_identity

Select one or more device alias
name(s).

Device Alias Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_san_device_
alias_identity

Device alias on which selected operation
performed.

OUTPUT_SAN_DEV_
ALIAS

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Device FCAlias
Summary

Delete a device fcAlias.
Description

This task deletes a fiber channel alias from a device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

FCAliasIdentityChoose an FC alias nameFC Alias Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Host Name
Summary

Delete a host name on a Nexus device.
Description

This task deletes a host name on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ynetworking_device_
host_name

Select Host Name to be deletedHost Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_device_host_
name

Host Name on which the selected operation
was performed

HOST_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IP ACL Rule
Summary

Delete an IP ACL Rule from a Nexus 1000V device.
Description

This task deletes an IP access control list (ACL) rule for Nexus 1000V device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ynetworking_nxos_ip_
acl_info

Choose an IP ACL rule for deletionSelect IP ACL Rule

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputACL on which selected operation performed.OUTPUT_ACL_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IP Pool Template
Summary

Delete an IP pool template on a Nexus 1000V device.
Description

This task deletes an IP pool template from a Nexus 1000V device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

YInfraNetworkIPPool
TemplateIdentity

Choose an IP Pool template to deleteSelect IP Pool Template
Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputIP Pool TemplateHYPERV_N1K_IP_POOL_
TEMPLATE

InfraNetworkIPPool
TemplateIdentity

IP Pool Template IdentityHYPERV_N1K_IP_POOL_
TEMPLATE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Inherit Port Profile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

Yhyperv_n1k_network_
uplink_identity

Choose a network uplink to delete the
associated port profile

Network Uplink

YChoose a port profilePort Profile

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

infra_network_port_
profile_name

Name of the port profile on which the
selected operation was performed

PORT_PROFILE_NAME

gen_text_inputNetwork UplinkHYPERV_N1K_NETWORK_
UPLINK

hyperv_n1k_network_
uplink_identity

Network Uplink IdentityHYPERV_N1K_NETWORK_
UPLINK_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
846

Cisco Network Tasks
Delete Inherit Port Profile



Delete Logical Network
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Yhyperv_n1k_logical_
network_identity

Choose a Logical network to deleteLogical Network Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputLogical NetworkHYPERV_N1K_
LOGICALNETWORK

hyperv_n1k_logical_
network_identity

Logical Network IdentityHYPERV_N1K_
LOGICALNETWORK_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Loopback Interface
Summary

Delete Loopback Interface.
Description

This task deletes a Loopback Interface.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

YLoop Back Interface
Identity

Select a loopback interface to be
deleted.

Loopback Interface

Select this option to copy running
configuration to startup
configuration

CopyRunning configuration
to Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

Cisco UCS Director Task Library Reference, Release 6.7
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Delete MAC ACL Rule
Summary

Delete a MAC ACL Rule from a Nexus 1000V device.
Description

This task deletes a MAC access control list (ACL) rule from a Nexus 1000V device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ynetworking_nxos_
mac_acl_info

Choose a MAC ACL rule for deletionSelect MAC ACL Rule

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputACL on which selected operation performed.OUTPUT_ACL_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete N9K QOS Profile
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

Ynetworking_
device

Choose the networking deviceSelect Device

Check this option to configure platinum class
parameters. By default, this field is unchecked.

Platinum Class

Check this option to configure gold class
parameters. By default, this field is unchecked.

Configure Gold Class

Check this option to configure silver class
parameters. By default, this field is unchecked.

Configure Silver Class

Check this option to configure default class
parameters. By default, this field is unchecked.

Configure Default Class

Check this option to copy the running configuration
to the startup configuration. By default, this field
is checked.

Copy Running
configuration to Startup
configuration

Check this option to request approval to deliver
commands to the device. By default, this field is
unchecked.

Request Approval

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NAT
Summary

Delete a NAT table.
Description

This task deletes a NAT table from a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Yasa_device_nat_
context

Select a NAT to be deleted.Select NAT

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_security_
context_name

Security Context name on which
selected operation performed.

OUTPUT_SECURITY_
CONTEXT_NAME

NetworkNamedInterface
Identity

ASA NAT REAL INTERFACE
IDENTITY

OUTPUT_NAT_REAL_
INTERFACE_IDENTITY

NetworkNamedInterface
Identity

ASA NAT MAPPED INTERFACE
IDENTITY

OUTPUT_NAT_MAPPED_
INTERFACE_IDENTITY

NATSourceOrDestination
Identity

NAT SOURCE REAL NETWORK
OBJECT IDENTITY

OUTPUT_NAT_SOURCE_
REAL_OBJECT_IDENTITY

NATSourceOrDestination
Identity

NAT SOURCEMAPPED NETWORK
OBJECT IDENTITY

OUTPUT_NAT_SOURCE_
MAPPED_OBJECT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NTP Configurations
Summary

Delete an NTP configuration from a Nexus device.
Description

This task deletes an NTP configurations from a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

networking_ntp_
peer_identity

Select a NTP server IP to be deleted.NTP Server IP

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

ipv4AddressNTP server IPOUTPUT_NTP_SERVER_IP

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Network Element
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Network Segment
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a Networking deviceSelect Device

Yhyperv_n1k_network_
segment_identity

Choose a network segment to deleteNetwork Segment

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputNetwork SegmentHYPERV_N1K_NETWORK_
SEGMENT

hyperv_n1k_network_
segment_identity

Network Segment IdentityHYPERV_N1K_NETWORK_
SEGMENT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Network Segment Pool
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Yhyperv_n1k_network_
segment_pool_identity

Choose a network segment pool to
delete

Network Segment Pool
Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputNetwork Segment PoolHYPERV_N1K_NETWORK_
SEGMENT_POOL

hyperv_n1k_network_
segment_pool_identity

Network Segment Pool IdentityHYPERV_N1K_NETWORK_
SEGMENT_POOL_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Port Channel
Summary

Delete a port channel.
Description

This task deletes a port channel from a device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ygen_text_inputSelect a port channel for deletion.Select Port Channel Name

Check this option to copy the running
configuration to the startup

CopyRunning configuration
to Startup configuration

configuration. By default, this field is
checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

gen_text_inputPort channel namePORT_CHANNEL_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Port Profile
Summary

Delete the port profile from a Nexus device.
Description

This task deletes a port profile from a Nexus switch.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

Yinfra_network_port_
profile_name

Select a port profile for deletionSelect Port Profile

Select this option to copy running
configuration to startup
configuration

CopyRunning configuration
to Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

infra_network_port_
profile_name

Name of the port profile on which the selected
operation was performed

PORT_PROFILE_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Private VLAN
Summary

Delete a private VLAN from a device.
Description

This task delete a private VLAN from a Nexus device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

YvlanIDChoose a private VLAN to deleteVLAN ID

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vlanIDVLAN ID on which the selected operation was
performed

VLAN_ID

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Delete SAN Zone
Summary

Delete a SAN zone.
Description

This task deletes a zone under a VSAN on a networking device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect the networking device.Select Device

YnetworkSANZone
Identity

Select a SAN zone.SAN Zone

Check this option if the SAN zone mode
is enhanced. By default, this field is
unchecked.

Commit San Zone

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

vsanIDVSAN ID onwhich the selected operation was
performed

VSAN_ID

gen_text_inputSAN Zone Name on which the selected
operation was performed

SAN_ZONE_NAME

networkSANZone
Identity

Identity for San Zone.OUTPUT_SANZONE_
IDENTITY

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Delete SAN Zone Set
Summary

Delete a SAN zone set on a Nexus device.
Description

This task deletes a SAN zone set on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

YnetworkSANZone
SetIdentity

elect one or more SAN Zone setSAN Zone Set

Check this option if the SAN zone mode
is enhanced. By default, this field is
unchecked.

Commit San Zone

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

vsanIDVSAN ID onwhich the selected operation was
performed

VSAN_ID

gen_text_inputSAN Zone Name on which the selected
operation was performed

SAN_ZONE_NAME

networkSANZoneSet
Identity

Identity for San Zone Set.OUTPUT_SANZONE_SET_
IDENTITY

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Tenant VRF
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Yhyperv_n1k_tenant_
vrf_identity

Choose a Tenant VRF to deleteTenant VRF Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputTenant VRFHYPERV_N1K_NETWORK_
TENANT_VRF

hyperv_n1k_tenant_vrf_
identity

Tenant VRF IdentityHYPERV_N1K_NETWORK_
TENANT_VRF_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Uplink Network
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

Yhyperv_n1k_network_
uplink_identity

Choose a network uplink to deleteNetwork Uplink

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputNetwork UplinkHYPERV_N1K_NETWORK_
UPLINK

hyperv_n1k_network_
uplink_identity

Network Uplink IdentityHYPERV_N1K_NETWORK_
UPLINK_IDENTITY
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Delete VFC Interface
Summary

Delete a VFC interface.
Description

This task deletes a Virtual Fiber Channel (VFC) interface from a configurable fiber channel on ethernet
(FCoE) Nexus device.

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ygen_text_inputChoose the VFC interface nameSelect VFC Interface

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

gen_text_inputVFC Interface nameVFC_INTERFACE_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Delete VLAN
Summary

Delete a VLAN.
Description

This task deletes a virtual LAN (VLAN) from a network device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

YvlanIDChoose a VLAN ID to be deleted.VLAN ID

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vlanIDVLAN ID on which the selected operation was
performed

VLAN_ID

gen_text_inputVLAN Name on which the selected operation
was performed

VLAN_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Delete VRF
Summary

Delete a VRF.
Description

This task removes a VPN routing and forwarding (VRF).
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

Ynetworking_vrf_
identity

Choose a VRF context to deleteVRF Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputThe VRF created on the device.OUTPUT_VRF

gen_text_inputThe VRF Identity created on the device.OUTPUT_VRF_IDENTITY

networking_vrf_identityCreate VRF Identity created on the device.OUTPUT_CREATE_VRF_
IDENTITY
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Delete VSAN
Summary

Delete a VSAN.
Description

This task deletes a virtual storage area network (VSAN) on network devices.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

YvsanIDChoose a VSAN ID to be deleted.VSAN ID

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vsanIDVSAN ID on which the selected operation was
performed

VSAN_ID

gen_text_inputVSAN Name on which the selected operation
was performed

VSAN_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Delete VXLAN Encapsulate segment
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Yinfra_network_
encapsulation_profile_
segment_name

Select the encapsulation profile
segment

encapsulation profile
Segment

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter onwhich the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device onwhich the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputName of the encapsulation profile segment
on which the selected operation was
performed

ENCAPSULATION_
PROFILE_SEGMENT_NAME

infra_network_
encapsulation_profile_
segment_name

Name of the encapsulation profile segment
on which the selected operation was
performed

ENCAPSULATION_
PROFILE_SEGMENT_
NAME_IDENTITY
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Enable SmartZone
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

YvsanIDChoose a VSAN ID to be associated.VSAN ID

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vsanIDVSAN ID on which the selected operation was
performed

VSAN_ID

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Encapsulate VXLAN Port Profile with Segment
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputChoose the port profile name.Select Port Profile

Yinfra_network_
encapsulation_profile_
segment_name

Select the encapsulation profile
segment

encapsulation profile
Segment

Check this option to copy the
running configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter onwhich the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device onwhich the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputName of the encapsulation profile segment
on which the selected operation was
performed

ENCAPSULATION_
PROFILE_SEGMENT_NAME

infra_network_
encapsulation_profile_
segment_name

Name of the encapsulation profile segment
on which the selected operation was
performed

ENCAPSULATION_
PROFILE_SEGMENT_
NAME_IDENTITY
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Encapsulate VXLAN PortProfile
Summary

Encapsulate a VXLAN to a VLAN.
Description

This task encapsulates a VXLAN into a VLAN in a port profile.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputSelect the domain name for the
VXLAN bridge.

Bridge Name

Ygen_text_inputChoose the port profile name.Select Port Profile

YInfraNetwork
VLANIdentity

Select the VLAN IDVLAN ID

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

infra_network_port_
profile_name

Name of the port profile on which the selected
operation was performed

PORT_PROFILE_NAME
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Execute Network Device CLI
Summary

Execute CLI commands on a network device.
Description

This task executes CLI commands on a network device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device(s)

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

YEnter the list of commands to execute on the
network device

CLI Commands

Enter the undo CLI commands to execute on
the network device

Undo CLI Commands

Enter the list of error string needs to check on
the device response

Error

Outputs

TypeDescriptionOutput

gen_text_inputExternal service request ID.OUTPUT_SSH_COMMAND
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Generic Configure SAN Zoning
Summary

Configure SAN zoning on a UCS CIMC or Nexus device.
Description

This task creates generic SAN zoning on a compute or network device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Choose a service profile type for SAN
zoning

Service Profile Type

YucsServiceProfile
Identity

Choose a service profileService Profile

YUCS_CENTRAL_
SERVICE_

Choose a global service profileGlobal Service Profile

PROFILE_
IDENTITY

YcimcServerIdentityChoose a CIMC server IPCIMC Server

Check this to configure one to one zonesConfigure One to One
zones

Check this to activate the zone set after
creation

Activate Zone Set

Check this to commit the zone set after
creation

Commit Zone

Check this to enable device aliasDevice Alias

Check this to enable smart zoningPrefer SmartZoning if
device supports

Ygen_text_inputChoose the vHBA for fabric A in this
format: xx:xx:xx:xx:xx:xx:xx:xx. For
example: 20:00:00:25:B5:00:0A:1F.

Select vHBA

gen_text_inputEnter a device alias name for the vHBA -
fabric A

Device Alias Fab A v
HBA

gen_text_inputThis is a non-editable field. It displays the
VSAN associated with the vHBA.

VSAN ID

gen_text_inputEnter the zone name for configuration of
fabric A

Zone Name

gen_text_inputChoose a storage account type: NetApp,
ONTAP/EMC VNX, Block/EMC VNX,

Storage Account Type

Unified/EMC, VNXe/EMC, VMAX/EMC,
XtremIO/EMC, VPLEX/IBM Storwize,
V7000 Unified/IBM storage Array/IBM
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MandatoryMappable To
Type

DescriptionInput

Storwize V7000/IBM SAN Volume
controller. By default no account type is
selected.

gen_text_inputChoose a primary storage account name for
fabric A

Storage Account Name
(Primary)

YGENERIC_FC_
ADAPTER_LIST

Select a primary storage FC adapter for
fabric A

Storage FC Adapter
(Primary)

gen_text_inputEnter the device alias name for the primary
FC adapter. If multiple FC adapters are
available, the name is used as a prefix.

Device Alias FC
Adapter

Check this to configure secondary head for
fabric A. By default this field is unchecked.

Configure Secondary
Head

gen_text_inputChoose a secondary storage account name
for fabric A

Storage Account Name
(Secondary)

YGENERIC_FC_
ADAPTER_LIST

Select a secondary storage FC adapter for
fabric A

Storage FC Adapter
(Secondary)

gen_text_inputEnter the device alias name for secondary
FC adapter for fabric A. If multiple FC

Device Alias FC
Adapter

adapters are available, the name is used as
a prefix.

gen_text_inputEnter the secondary zone name to configure
for fabric A

Secondary Zone Name

YinfraNetCiscoSan
DeviceIdentity

Select device for Fabric A configurationSelect Device

Ygen_text_inputChoose the source port for fabric A.Select Source Port

Ygen_text_inputChoose a VSAN ID for fabric A between 2
and 4093

Select Mapping VSAN

BooleanCheck this to configure fabric B. By default
this field is unchecked.

Configure Fabric B

Ygen_text_inputChoose the vHBA for fabric A in this
format: xx:xx:xx:xx:xx:xx:xx:xx. For
example: 20:00:00:25:B5:00:0A:1F.

Select vHBA

gen_text_inputEnter the device alias name for the vHBA -
fabric B

Device Alias Fab B v
HBA

gen_text_inputThis is a non-editable field. It displays the
VSAN associated with the vHBA - fabric B.

VSAN ID

gen_text_inputEnter the zone name for configuring fabric
B

Zone Name

gen_text_inputChoose a storage account type for fabric B:
NetApp, ONTAP/EMC VNX, Block/EMC

Storage Account Type
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MandatoryMappable To
Type

DescriptionInput

VNX, Unified/EMC, VNXe/EMC,
VMAX/EMC,XtremIO/EMC,VPLEX/IBM
Storwize, V7000 Unified/IBM storage
Array/IBM Storwize V7000/IBM SAN
Volume controller. By default none is
selected.

gen_text_inputChoose a primary storage account name for
fabric B

Storage Account Name
(Primary)

YGENERIC_FC_
ADAPTER_LIST

Select a primary storage FC adapter for
fabric B

Storage FC Adapter
(Primary)

gen_text_inputEnter the device alias name for the primary
FC adapter for fabric B. If multiple FC

Device Alias FC
Adapter

adapters are available, the name is used as
a prefix.

Check this to configure the secondary head
of fabric B. By default this field is
unchecked.

Configure Secondary
Head

Ygen_text_inputChoose a secondary storage account name
for fabric B

Storage Account Name
(Secondary)

YGENERIC_FC_
ADAPTER_LIST

Select a secondary storage FC adapter for
fabric B

Storage FC Adapter
(Secondary)

gen_text_inputEnter the device alias name for secondary
FC adapter for fabric B. If multiple FC

Device Alias FC
Adapter

adapters are available, the name is used as
a prefix.

gen_text_inputEnter the secondary zone name to configure
for the fabric B

Zone Name

YinfraNetCiscoSan
DeviceIdentity

Select device for Fabric B configurationSelect Device

Ygen_text_inputSelect the source port for fabric BSelect Source Port

Ygen_text_inputSelect a VSAN ID for fabric B between 2
and 4093

Select Mapping VSAN

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

gen_text_inputName of the zoneset on which the selected
operation was performed for fabric A

FABRIC_A_ZONESET_NAME
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TypeDescriptionOutput

gen_text_inputName of the zone1 that was created for
fabric A

OUTPUT_FAB_A_ZONE_1_
NAME

gen_text_inputName of the zone2 that was created for
fabric A

OUTPUT_FAB_A_ZONE_2_
NAME

networking_deviceSwitch IP Address (Fabric A)FABRIC_A_DEVICE_IP

gen_text_inputVSAN ID onwhich the selected operation
was performed

FABRIC_A_VSAN_ID

gen_text_inputIdentity for SANZone 1 created for fabric
A

OUTPUT_FAB_A_ZONE_1_
IDENTITY

gen_text_inputIdentity for SANZone 2 created for fabric
A

OUTPUT_FAB_A_ZONE_2_
IDENTITY

gen_text_inputName of the zoneset on which the selected
operation was performed for fabric B

FABRIC_B_ZONESET_NAME

gen_text_inputName of the zone1 that was created for
fabric B

OUTPUT_FAB_B_ZONE_1_
NAME

gen_text_inputName of the zone2 that was created for
fabric B

OUTPUT_FAB_B_ZONE_2_
NAME

networking_deviceSwitch IP Address (Fabric B)FABRIC_B_DEVICE_IP

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputVSAN ID onwhich the selected operation
was performed

FABRIC_B_VSAN_ID

gen_text_inputIdentity for SANZone 1 created for fabric
B

OUTPUT_FAB_B_ZONE_1_
IDENTITY

gen_text_inputIdentity for SANZone 2 created for fabric
B

OUTPUT_FAB_B_ZONE_2_
IDENTITY

gen_text_inputPort List Identity for SAN Zone 1 created
for fabric A

OUTPUT_FAB_A_PRIMARY_
PORT_LIST_IDENTITY

gen_text_inputPort List Identity for SAN Zone 2 created
for fabric A

OUTPUT_FAB_A_SECONDARY_
PORT_LIST_IDENTITY

gen_text_inputPort List Identity for SAN Zone 1 created
for fabric B

OUTPUT_FAB_B_PRIMARY_
PORT_LIST_IDENTITY

gen_text_inputPort List Identity for SAN Zone 2 created
for fabric B

OUTPUT_FAB_B_SECONDARY_
PORT_LIST_IDENTITY

nxosVDCIdentityVDC Name (Fabric B)FABRIC_B_VDC_NAME
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Inherit Port Profile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

Yhyperv_n1k_network_
uplink_identity

Choose a network uplinkNetwork Uplink

Yinfra_network_port_
profile_name

Choose a port profilePort Profile

Check this option to copy the
running configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

infra_network_port_
profile_name

Name of the port profile on which the
selected operation was performed

PORT_PROFILE_NAME

gen_text_inputNetwork UplinkHYPERV_N1K_NETWORK_
UPLINK

hyperv_n1k_network_
uplink_identity

Network Uplink IdentityHYPERV_N1K_NETWORK_
UPLINK_IDENTITY
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Modify Service Policy
Summary

Modify a Service Policy.
Description

This task modifies a Service Policy on a network device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

Ynetworking_device_
interface

Select an interface.Select Interface

YChoose a service policy type as QOS or
queuing. The default is QOS.

Service Policy type

Choose a service policy direction as input
or output. The default is input.

Service Policy direction

YucsPolicyMap
Identity

Select a service policy map.Select Policy Map

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

gen_text_inputName of service policy on which selected
operation was performed.

OUTPUT_SERVICE_
POLICY_TYPE

gen_text_inputName of port on which selected operation was
performed.

PORT_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

gen_text_inputName of policy map on which selected
operation was performed.

OUTPUT_POLICY_MAP
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Provision Network
Summary

Perform network configuration related to vmWare.
Description

This task configures the VLAN and access control list (ACL) on a device based on the network
provisioning policy. When the Network Provisioning Policy is defined with a private VLAN, this task
configures both primary and secondary VLANs. If an ESX(i) host is selected, this task configures the
VLAN and ACL on a network device associated with the ESX(i) host and creates vSwitches on the host.
If network devices are selected, the VLAN and ACL are configured on the device itself. If a Nexus
1000V switch is selected, this task configures port profiles on it.

Inputs

MandatoryMappable To
Type

DescriptionInput

Check this option to set the provisioning
network vDC hosts. By default, this field is
unchecked.

Use vDC

YdeviceMultiSelectChoose one or more networking devices.Select Devices

YvDCChoose the vDC to associate with the network.Select vDC

Ygen_text_inputEnter a network provisioning policy name.Network
Provisioning Policy

vlanIDEnter a VLAN ID. A value of 0 causes the
system to automatically assign an available
VLAN ID. The valid range is 2 to 4094.

VLAN ID

vSwitchNameEnter the name of the Vswitch to be created on
the selected VMware hosts.

vSwitch Name

Outputs

TypeDescriptionOutput

gen_text_inputVLAN ID that was createdVLAN_ID

gen_text_inputPort group that was createdPORT_GROUP

gen_text_inputKernel Port group that was createdKERNEL_PORT_GROUP

vmHostComma-separated hosts on which network
provision is done.

OUTPUT_HOST_LIST
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Publish to SCVMM
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

gen_text_inputChoose a network object type to
publish

Network Object

Yhyperv_n1k_network_
uplink_identity

Choose a network uplink to publishNetwork Uplink

Yinfra_network_port_
profile_name

Choose a port profilePort Profile

Yhyperv_n1k_network_
segment_identity

Choose a network segmentNetwork Segment

gen_text_inputEnter the publish namePublish Name

Check this option to copy the
running configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which
the selected operation was
performed

DATACENTER

gen_text_inputIP address of the device on which
the selected operation was
performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

infra_network_port_profile_
name

Name of the port profile on which
the selected operation was
performed

PORT_PROFILE_NAME

gen_text_inputNetwork SegmentHYPERV_N1K_NETWORK_
SEGMENT

hyperv_n1k_network_
segment_identity

Network Segment IdentityHYPERV_N1K_NETWORK_
SEGMENT_IDENTITY

gen_text_inputNetwork UplinkHYPERV_N1K_NETWORK_
UPLINK
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TypeDescriptionOutput

hyperv_n1k_network_
uplink_identity

Network Uplink IdentityHYPERV_N1K_NETWORK_
UPLINK_IDENTITY

hypervLogicalNetwork
Identity

HyperV Logical Network IdentityHYPERV_LOGICAL_
NETWORK_IDENTITY

hypervLogicalNetworkDef
Identity

HyperV Network Segment Pool
Identity

HYPERV_LOGICALNETWORK_
DEF_IDENTITY

hypervIpPoolIdentityHyperV IP Pool Template IdentityHYPERV_IP_POOL_IDENTITY

hypervVMNetworkIdentityHyperV VM Network IdentityHYPERV_VM_NETWORK_
IDENTITY

hypervUpLinkPortProfile
Identity

HyperV Network Uplink IdentityHYPERV_NETWORK_UPLINK_
IDENTITY

hypervVnaPortProfile
Identity

HyperV Port Profile IdentityHYPERV_PORT_PROFILE_
IDENTITY
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Purge Network Device Configuration Data
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

gen_text_inputChoose a purge type. The purge types are date
and size, default value is date.

Purge Type

gen_text_inputChoose a date type. The date types are Before
Date, After Date and Between Date. The
default is Before Date.

Date Type

gen_text_inputChoose a size type. The size types are Greater
(size),Lesser (size) and Between (size). The
default is Greater (size).

Size Type

date_timeProvide a before date.Delete Before

date_timeProvide an after date.Delete After

date_timeProvide a from date.From Date

date_timeProvide a to date.To Date

gen_text_inputEnter an upper size at which to purge network
device configuration data.

Greater Size (Byte)

gen_text_inputEnter a lower size at which purge network
device configuration data.

Lesser Size (Byte)

gen_text_inputEnter a size as a range. For example: 10-20.
Network device configuration data that are
in this range will be purged.

Between Size (Byte)

gen_text_inputCheck this option to show a report. By
default, this field is unchecked.

Show Report

gen_text_inputSelect one or more rows to show report.Purge Data Report

Outputs

TypeDescriptionOutput

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE
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Push NTP Configurations
Summary

Push an NTP configuration to a Nexus device.
Description

This task pushes a network time protocol (NTP) configuration to a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

ipv4AddressEnter an NTP server IP in the format i.i.
i.i.

NTP Server IP

gen_text_inputEnter a stratum number between 1 and
15.

NTP Stratum number

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

ipv4AddressNTP server IPOUTPUT_NTP_SERVER_IP

gen_text_inputNTP Stratum number.OUTPUT_NTP_STRATUM_
NUMBER

networking_ntp_peer_
identity

NTP server IP IdentityOUTPUT_NTP_SERVER_IP_
IDENTITY
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Remove HSRP
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

YHSRPGroupNumber
Identity

HSRP Group Number.HSRP Group Number

Select this option to copy running
configuration to startup
configuration

Copy Running configuration
to Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Member From SAN Zone
Summary

Remove a member from a SAN zone on a Nexus device.
Description

This task removes a member from a SAN zone on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

YnetworkSANZone
Identity

Select a SAN ZoneSAN Zone

gen_text_inputChoose one of the listed type members: p
WWN, FCALIAS or devicealias. If this field
is left blank, the value defaults to pWWN.

Type

FCAliasIdentityChoose one or more FCALIASFCALIAS

Ygen_text_inputEnter the value for the member in this format:
hh:hh:hh:hh:hh:hh:hh:hh. For example:
11:11:11:11:11:11:11:11.

Member

Check this option if the SAN zone mode is
enhanced. By default, this field is unchecked.

Commit San Zone

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

networkSANZoneIdentityIdentity for San Zone.OUTPUT_SANZONE_
IDENTITY

gen_text_inputSan Zone Member Configured.OUTPUT_SANZONE_
MEMBER

gen_text_inputSan Zone Type Configured.OUTPUT_SANZONE_TYPE

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
884

Cisco Network Tasks
Remove Member From SAN Zone



Remove N7K VDC
Summary

Remove a VDC from a Nexus 7000 device.
Description

This task removes a virtual device context (VDC) from a Nexus 7000 device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

YnxosVDCIdentitySelect a VDC nameVDC Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Port From VDC
Summary

Remove a port from a VDC.
Description

This task de-allocates a port from a virtual device channel (VDC).
Inputs

MandatoryMappable ToTypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

YnxosVDCIdentitySelect a VDC nameVDC Name

Ygen_text_inputEnter a port in this format:
datacenter@device_ip@hardware@interface.

Select Port

For example: DefaultPod@172.29.195.
162@1000/10000 Ethernet@Ethernet1/10.

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

networking_device_
interface

Network device interface on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE_INTERFACE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Remove Private VLAN Ports
Summary

Remove private VLANs from a port.
Description

This task removes the private VLANs from a port.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ygen_text_inputProvide the port to remove private VLAN.
For example: Ethernet1/23.

Select Port

YChoose a private VLAN port typeType

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

vlanIDVLAN ID on which the selected operation was
performed

VLAN_ID

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Remove SVI
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ynetworking_vlan_
interface_identity

Select the VLAN InterfaceVLAN Interface

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE
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Remove SXP Connection Peer
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

Check this option to disable device tracking.
By default, this field is unchecked

Disable Device
Tracking

gen_text_inputCheck this option to remove the delete hold
timer period. By default, this field is unchecked.

Remove Delete Hold
Period

Check this option to disable SXP. By default,
this field is unchecked

Disable SXP

Check this option to remove the default source
IP address. By default, this field is unchecked
Default Source IP Address.

Remove Default Source
IP Address

Check this option to remove the default
password. By default, this field is unchecked

Remove Default
Password

YSxpConnection
PeerIdentity

Select the SXP connection peer IP address to
be removed.

Peer IP Address

ipaddressEnter the SXP connection peer source IP
address in format i.i.i.i. For example: 1.2.3.4

Source IP Address

gen_text_inputChoose one of the listed password options:
default, None or Required. If this field is left
blank, the value defaults to None.

Password Option

passwordEnter the Required passwordRequired Password

gen_text_inputEnter one of the listed modes: Speaker or
Listener. If this field is left blank, the default
value 'Listener' is used

Mode

gen_text_inputEnter the VRF nameVRF

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Remove San Zone From Zone Set
Summary

Remove SAN zone from zone set for the Nexus device.
Description

This task removes a SAN zone from a SAN zone set on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

YnetworkSANZoneSet
Identity

Select a SAN Zone SetSAN Zone Set

YnetworkSANZone
Identity

Select one or more SAN ZoneSAN Zone

Check this option if the SAN zonemode
is enhanced. By default, this field is
unchecked.

Commit San Zone

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

networkSANZoneSet
Identity

Identity for San Zone Set.OUTPUT_SANZONE_SET_
IDENTITY

networkSANZoneIdentityIdentity for San Zone.OUTPUT_SANZONE_
IDENTITY

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC
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Remove Static MACAddress
Summary

Remove static MAC address from a Nexus device.
Description

This task removes a static MAC address entry from a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ynetworking_device_
mac

Select a MAC addressMAC Address

Ygen_text_inputThis field shows the VLAN ID of the
selected MAC address. This field cannot
be modified.

VLAN ID

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

networking_device_macNetwork device MAC Address on which
selected operation performed.

OUTPUT_NETWORKING_
DEVICE_MACADDRESS

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Remove System VLAN Undo Configuration
Summary

Remove VLANs from a trunk on a Nexus 1000V device.
Description

This task removes system VLANs from a trunk on a Nexus 1000V device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ygen_text_inputSelect the port profile namePort Profile Name

YvlanIDEnter a list of system VLANs to be
removed between 0 and 4094, separated
by commas. For example: 5, 30.

System VLANs

Ynetworking_deviceSelect the N1K Uplink Switch A DeviceSelect N1K Uplink
Switch A

Ygen_text_inputSelect one or more trunk interface from
which control vlan need to be removed.

Select Trunk Interface

YvlanIDSelect Control VLAN ID to be removed
from the trunk

Control VLAN ID

Select a N1K Uplink Switch B DeviceSelect N1K Uplink
Switch B

Ynetworking_deviceSelect Uplink Switch B DeviceSelect Uplink Switch B

Ygen_text_inputSelect trunk interface from which control
vlan need to be removed.

Select Trunk Interface

YvlanIDSelect one or more Control VLAN ID to
be removed from the trunk

Control VLAN ID

Outputs

No Outputs
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Remove System VLAN from Port Profile
Summary

Remove system VLANs from a port profile.
Description

This task removes system VLANs from a port profile on a Nexus 1000V device.
Inputs

MandatoryMappable ToTypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Ygen_text_inputSelect the port profile nameSelect Port Profile

YvlanIDEnter a list of system VLANs to be
removed between 0 and 4094, separated by
commas. For example: 5, 30.

Select VLANs

Ynetworking_deviceSelect the N1K Uplink Switch A DeviceSelect N1K Uplink
Switch A

Ygen_text_inputSelect one or more trunk interface from
which control vlan need to be removed.

Select Trunk Interface

YvlanIDSelect Control VLAN ID to be removed
from the trunk

Control VLAN ID

Check this option to enable the N1K uplink
switch B device. By default, this field is
unchecked

Select N1K Uplink
Switch B

Ynetworking_deviceSelect the N1K Uplink Switch B DeviceSelect N1K Uplink
Switch B

Ygen_text_inputSelect one or more trunk interface from
which control vlan need to be removed.

Select Trunk Interface

YvlanIDSelect Control VLAN ID to be removed
from the trunk

Control VLAN ID

Outputs

No Outputs
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Remove VPC PortChannel
Summary

Remove VPC PortChannel.
Description

This task removes a virtual port channel (VPC) from a Nexus device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose the networking deviceSelect Device

Ygen_text_inputEnter a port channel name in this format:
datacenter@device_ip@port_channel_

Select Port Channel
Name

number@peer_link@vPC_domain_id. For
example: DefaultPod@172.29.195.
162@Po14@No@15.

Check this option to configure the port channel as
a VPC peer link. By default, this field is checked.

VPC PeerLink

YThis field shows the domain ID of the configured
vPC port channel. This field cannot be modified.

Domain Id

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Remove VXLAN
Summary

Remove a VXLAN from a Nexus 1000V device.
Description

This task removes a VXLAN from a Nexus 1000V device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputSelect the domain name for the VXLAN
bridge.

Bridge Name

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

Cisco UCS Director Task Library Reference, Release 6.7
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Reset Password
Summary

Reset a password.
Description

This task resets a password on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ypassword_reset_usernameSelect user nameSelect User Name

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

password_reset_usernamePassword Reset User NameOUTPUT_USERNAME
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Switch Port Action
Summary

Configure a switch port to UP or DOWN.
Description

This task configures the administrative UP or DOWN state on a switch port.
Inputs

MandatoryMappable To TypeDescriptionInput

YswitchPortChoose a switch port.Select Switch Port

YChoose a switch port action, either Up
or Down. The default value is Up.

Switch Port Action

Outputs

No Outputs
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UnAssign MACAddress Port
Summary

Remove a static MAC address from the layer 3 interface on a Nexus device.
Description

This task removes the static MAC address entry from a layer 3 interface on a Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ynetworking_device_
interface

Select a portSelect Port

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

networking_device_
interface

Network device interface on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE_INTERFACE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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UnAssign VXLAN PortProfile
Summary

Remove the assignment of a VXLAN from a PortProfile Nexus device.
Description

This task removes the assignment of a VXLAN from a PortProfile Nexus device.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

Ygen_text_inputChoose the port profile name.Select Port Profile

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE
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UnAssociate VSAN from VLAN
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose the networking deviceSelect Device

YvlanIDSelect a VLAN IDVlan

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

InfraNetwork
VLANIdentity

Identity for device vlanOUTPUT_DEVICE_VLAN_
IDENTITY

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC
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Unassign VLAN from Group
Summary

Unassign a VLAN from a UCS Director group.
Description

This task unassigns a VLAN from a UCS Director group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

YvlanIDChoose the VLAN ID. The valid range
is between 1 and 3967 or 4048 and
4093.

VLAN ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

vlanIDVLAN ID on which the selected operation was
performed

VLAN_ID
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Update Device FCAlias
Summary

Update a device fcAlias.
Description

This task updates a fiber channel alias on a device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

YFCAliasIdentityChoose an FC alias nameFC Alias Name

YProvide one or more member details that
can be associated with the FC alias

Members list

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC

FCAliasIdentityFC alias on which selected operation
performed.

OUTPUT_SAN_FC_ALIAS
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Update HSRP
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

YHSRPGroupNumber
Identity

HSRP Group Number.HSRP Group Number

BooleanCheck the box to enable hsrp version
2. By default, the check box is
unchecked.

Enabled HSRPV2

passwordEnter the authentication text. The text
must be no more than 8 characters
long.

Authentication Text

BooleanCheck the box to enable preempt. By
default, the check box is checked.

Preempt

gen_text_inputMin Preempt Delay Time.Min Preempt Delay Time

gen_text_inputPriority.Priority

gen_text_inputLower Threshhold Time.Lower Threshhold Time

gen_text_inputUpper Threshhold Time.Upper Threshhold Time

gen_text_inputHello Interval.Hello Interval

gen_text_inputHold Time Interval.Hold Time Interval

ipaddressVirtual IP Address in Format i.i.i.i.Virtual IP Address

Select this option to copy running
configuration to startup configuration

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC
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TypeDescriptionOutput

gen_text_inputThe Interface Name set on the device.OUTPUT_INTERFACE_NAME

gen_text_inputThe HSRP Group Number set on the
device.

OUTPUT_GROUP_NUMBER

HSRPGroupNumber
Identity

The HSRP Group Number Identity.OUTPUT_HSRP_GROUP_
NUMBER_IDENTITY

passwordTheAuthentication Text set on the device.OUTPUT_AUTHENTICATION_
TEXT

gen_text_inputThe Priority set on the device.OUTPUT_PRIORITY

gen_text_inputThe Min Preempt Delay Time set on the
device.

OUTPUT_MIN_PREEMPT_
DELAY_TIME

gen_text_inputThe Lower Threshhold Period set on the
device.

OUTPUT_LOWER_
THRESHHOLD_PERIOD

gen_text_inputThe Upper Threshhold Period set on the
device.

OUTPUT_UPPER_
THRESHHOLD_PERIOD

gen_text_inputThe Hello Interval set on the device.OUTPUT_HELLO_INTERVAL

gen_text_inputThe Hold Interval set on the device.OUTPUT_HOLD_INTERVAL

gen_text_inputThe Virtual IP Address set on the device.OUTPUT_VIRTUAL_IP

Cisco UCS Director Task Library Reference, Release 6.7
905

Cisco Network Tasks
Update HSRP



Update Ip Pool Template
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

YInfraNetworkIPPool
TemplateIdentity

Choose an IP pool template to updateSelect IP Pool Template
Name

YipaddressEnter the IP address start as A.B.C.D. For
example: 2.3.4.5.

IP Address From Range

YipaddressEnter the IP address end as A.B.C.D. For
example: 4.4.5.2.

IP Address To Range

YipaddressEnter the network IP address as A.B.C.D.
For example: 182.4.3.22.

Network Address

YipaddressEnter the network subnet mask as A.B.C.
D. For example: 255.255.1.1.

Network Subnet Mask

gen_text_inputEnter the IP pool template descriptionDescription

ipaddressEnter the Gateway for IP pool template as
A.B.C.D. For example: 172.23.23.44.

Default Router

ipaddressEnter the DNS server IP as A.B.C.D. For
example: 12.3.4.5.

DNS Server

gen_text_inputEnter the DNS suffixDNS Suffix

ipaddressEnter the NetBios name server IP as A.B.
C.D. For example:12.3.4.5.

Netbios Name Server

gen_text_inputChoose a NetBios state: enabled or
disabled. By default state is disabled.

Select Netbios Type

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE
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TypeDescriptionOutput

gen_text_inputIP Pool TemplateHYPERV_N1K_IP_POOL_
TEMPLATE

InfraNetworkIPPool
TemplateIdentity

IP Pool Template IdentityHYPERV_N1K_IP_POOL_
TEMPLATE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Update N1K HyperV Port Profile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Yinfra_network_port_
profile_name

Choose a port profilePort Profile Name

gen_text_inputEnter the port profile descriptionDescription

Ynetworking_device_
port_profile_type

By default port profile type is ethernet.
This field is not editable.

Port Profile Type

gen_text_inputChoose a channel group mode:
Sub-Group orMAC-Pinning. By default
Sub-Group is selected.

Channel Group Mode

gen_text_inputChoose a sub group type: CDP or
Manual. By default CDP is selected.

Sub Group Type

gen_text_inputSelect to Publish VEthernet Port ProfilePublish Port Profile

gen_text_inputSelect to Publish VEthernet Port Profile
Name

Publish Port Profile
Name

networking_device_
port_profile_mode

Select Mode Type as Trunk or AccessMode

BooleanEnable / Disable the VXLANCapability.Enable VXLAN
Capability

YvlanIDSelect VLANAccess VLAN

gen_text_inputSelect action to add or remove VLANs
from port profile

Action

Check this to add the selected VLANs
to system VLANs. By default this field
is unchecked.

System VLAN

YvlanIDSelect list of VLAN to be allowed in
trunk mode

Allowed VLANs

Select this option to copy running
configuration to startup configuration

Copy Running
configuration to Startup
configuration
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Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

infra_network_port_
profile_name

Name of the port profile on which the selected
operation was performed

PORT_PROFILE_NAME

vlanIDVLAN IDs on which the selected operation
was performed

VLAN_ID_LIST

hypervVnaPortProfile
Identity

HyperV Port Profile IdentityHYPERV_PORT_
PROFILE_IDENTITY
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Update N7K VDC
Summary

Update the VDC for a Nexus 7000 device.
Description

This task updates a virtual device context (VDC) for a Nexus 7000 device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose the networking deviceSelect Device

YnxosVDCIdentitySelect a VDC nameVDC Name

gen_text_inputEnter one or more of these module types,
separated with commas: f1, f2, f2e, m1, m1x1

Module Type

or m2x1. For example: f2e, m2x1. If this field
is left blank, the default value is used.

Check this option to enable the high availability
policy. By default, this field is unchecked.

HA Policy

Ygen_text_inputEnter one of the listed HA types: dual-sup or
single-sup. If this field is left blank, the value
defaults to dual-sup.

Select Type

Ygen_text_inputEnter an HA policy action: bringdown, reload
or restart. If this field is left blank, the value
defaults to bringdown.

Select HA Policy
Action

gen_text_inputEnter the VDC template name. If no template is
specified, the default resource template is used.

VDCTemplate Name

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Update Network Segment
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Yhyperv_n1k_network_
segment_identity

Choose a network segment to updateNetwork Segment

gen_text_inputEnter the network segment descriptionNetwork Segment
Description

gen_text_inputThis field is not-editable. Type is set
based on the network segment selected.

Network Segment Type

gen_text_inputEnter the IP address/Subnet in the format
X.X.X.X/Y. For example: 172.23.24.
1/32.

IP Address / Subnet

InfraNetworkIPPool
TemplateIdentity

Choose an IP pool templateIP Pool Template Name

hyperv_n1k_network_
segment_pool_identity

Choose a network segment poolNetwork Segment Pool
Name

hyperv_n1k_tenant_
vrf_identity

Choose a tenant VRFTenant VRF Name

Check this option to enable the system
network segment. By default this field is
unchecked.

System Network
Segment

Ygen_text_inputChoose a segment type: VLAN,VXLAN
or HNV. VLAN is selected by default.

Type

vlanIDEnter the VLAN ID between 1 and 4096.Vlan

gen_text_inputEnter the bridge domain ID between 4097
and 16777215.

Segement ID

gen_text_inputChoose a private VLAN type: Primary or
Secondary. By default primary is selected.

Private VLAN Type

gen_text_inputChoose a secondary VLAN type: Host or
Promiscuous. By default host is selected.

Secondary VLAN Type

gen_text_inputChoose a host type: Community or
Isolated. By default Community is
selected.

Host Type

vlanIDEnter the primary VLAN detailsPrimary VLAN

vlanIDEnter the secondary VLAN detailsSecondary VLAN
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MandatoryMappable To TypeDescriptionInput

gen_text_inputCheck this to publish network segment.
By default this field is unchecked.

Publish Network
Segment

gen_text_inputEnter the publish network segment namePublish Network
Segment Name

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputNetwork SegmentHYPERV_N1K_NETWORK_
SEGMENT

hyperv_n1k_network_
segment_identity

Network Segment IdentityHYPERV_N1K_NETWORK_
SEGMENT_IDENTITY

gen_text_inputIP Pool TemplateHYPERV_N1K_IP_POOL_
TEMPLATE

InfraNetworkIPPool
TemplateIdentity

IP Pool Template IdentityHYPERV_N1K_IP_POOL_
TEMPLATE_IDENTITY

gen_text_inputNetwork Segment PoolHYPERV_N1K_NETWORK_
SEGMENT_POOL

hyperv_n1k_network_
segment_pool_identity

Network Segment Pool IdentityHYPERV_N1K_NETWORK_
SEGMENT_POOL_IDENTITY

vlanIDVLAN ID on which the selected
operation was performed

VLAN_ID

InfraNetwork
VLANIdentity

Identity for device vlanOUTPUT_DEVICE_VLAN_
IDENTITY

vlanIDPrimary VLAN ID on which the
selected operation was performed

PRIMARY_VLAN_ID

vlanIDSecondary VLAN ID on which the
selected operation was performed

SECONDARY_VLAN_ID

hypervLogicalNetwork
Identity

HyperV Logical Network IdentityHYPERV_LOGICAL_
NETWORK_IDENTITY

hypervLogicalNetworkDef
Identity

HyperV Network Segment Pool
Identity

HYPERV_LOGICALNETWORK_
DEF_IDENTITY
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TypeDescriptionOutput

hypervIpPoolIdentityHyperV IP Pool Template IdentityHYPERV_IP_POOL_IDENTITY

hypervVMNetworkIdentityHyperV VM Network IdentityHYPERV_VM_NETWORK_
IDENTITY
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Update Network Segment Pool
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceChoose a networking deviceSelect Device

Yhyperv_n1k_
network_segment_
pool_identity

Choose a network segment PoolNetwork Segment Pool
Name

hyperv_n1k_logical_
network_identity

Choose a Logical networkLogical Network Name

gen_text_inputChoose a segment type: VLAN, VXLAN
or HNV. VLAN is selected by default.

Segment Type

VXLAN and HNV Segment Types
Supported Version: Nexus1000v HyperV
5.2(1)SM3(1.1) or later.

ipaddressEnter the multicast ip in the format x.x.x.
x. For example: 239.1.1.1.

Multicast IP

Check this for intra port communication.
By default this field is unchecked.

Intra Port
Communication

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputLogical NetworkHYPERV_N1K_
LOGICALNETWORK

hyperv_n1k_logical_
network_identity

Logical Network IdentityHYPERV_N1K_
LOGICALNETWORK_IDENTITY

gen_text_inputNetwork Segment PoolHYPERV_N1K_NETWORK_
SEGMENT_POOL
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TypeDescriptionOutput

hyperv_n1k_network_
segment_pool_identity

Network Segment Pool IdentityHYPERV_N1K_NETWORK_
SEGMENT_POOL_IDENTITY
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Update Port Profile
Summary

Add or remove one or more VLANs from a port profile on a Nexus device.
Description

This task updates and enables a port profile on a Nexus switch. VLANs can be added or removed from
the port profile. If the port profile is in access mode, the task can change the access VLAN. If the port
profile is in trunk mode, the task can add or remove VLANs to or from the trunk.

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

Yinfra_network_port_
profile_name

Select port profile name.Port Profile Name

gen_text_inputEnter description for this port profileDescription

networking_device_
port_profile_type

Select the type of port profileType

networking_device_
port_profile_mode

Select the mode of port profileMode

Enable / Disable the VXLAN
Capability.

EnableVXLANCapability

ipaddressIP address in format i.i.i.iIP address

ipaddressIP network mask in format m.m.m.mIP network mask

ipaddressIP next-hop address in format i.i.i.iIP next-hop address

YvlanIDSelect VLANAccess VLAN

gen_text_inputSelect action to add or remove
VLANs from port profile

Action

YvlanIDAllowed VLANsAllowed VLANs

Select this option to add the selected
VLANs to System VLAN

Add to System VLAN

YvlanIDPrimary VLANPrimary VLAN ID

YvlanIDSecondary VLAN IDs to associateSecondary VLAN ID

Select this option to copy running
configuration to startup configuration

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER
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TypeDescriptionOutput

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

infra_network_port_profile_
name

Name of the port profile on which the
selected operation was performed

PORT_PROFILE_NAME

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC

securityGrouptagIDSGT Identity.OUTPUT_SGT_IDENTITY

networking_device_port_
profile_type

Name of the port profile typePORT_PROFILE_TYPE

networking_device_port_
profile_mode

Name of the port profile modePORT_PROFILE_MODE
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Update SXP Connection Peer
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose a networking deviceSelect Device

Check this option to enable device tracking.
By default, this field is unchecked

Enable Device Tracking

gen_text_inputEnter the delete hold timer period within the
range (0-64000)

Delete Hold Timer
Period

Check this option to enable SXP. By default,
this field is checked

Enable SXP

ipaddressEnter the default SXP connection peer source
IP address in format i.i.i.i. For example: 1.2.
3.4

Default Source IP
Address

passwordEnter the default passwordDefault Password

ipaddressEnter the SXP connection peer source IP
address in format i.i.i.i. For example: 1.2.3.4

Source IP Address

Ygen_text_inputChoose one of the listed password options:
default, None or Required. If this field is left
blank, the value defaults to None.

Password Option

YpasswordEnter the Required passwordRequired Password

gen_text_inputEnter the VRF nameVRF

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000
devices.

OUTPUT_NEXUS_VDC
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TypeDescriptionOutput

gen_text_inputThe Device Tracking enabled on the
device.

OUTPUT_ISDEVICE_
TRACKING_ENABLE

gen_text_inputThe Delete Hold Timer set on the device.OUTPUT_DELETE_HOLD_
PERIOD

gen_text_inputThe SXP is enabled on the device.OUTPUT_ISSXP_ENABLE

ipaddressThe Default Source IP created on the
device.

OUTPUT_DEFAULT_SOURCE_
IP

passwordThe Default Password created on the
device.

OUTPUT_DEFAULT_
PASSWORD

ipaddressThe Peer IP created on device.OUTPUT_PEER_IP

SxpConnectionPeer
Identity

The SXP Connection Peer Identity.OUTPUT_SXP_CONNECTION_
PEER_IDENTITY

ipaddressThe Source IP created on the device.OUTPUT_SOURCE_IP

gen_text_inputThe Password Option created on the
device.

OUTPUT_PASSWORD_OPTION

passwordThe Required Password created on the
device.

OUTPUT_REQUIRED_
PASSWORD

gen_text_inputThe VRF created on the device.OUTPUT_VRF
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Update Trunk
Summary

Add or remove allowed VLANs on a trunk.
Description

This task adds or removes one or more VLANs to or from the list of allowed VLANs on a trunk.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a networking device.Select Device

YInfraNetwork
InterfaceIdentity

Select a port on which to update trunk.Select Port

gen_text_inputChoose an action, either add or remove
VLANs from the port profile. The default
is add.

Action

YvlanIDChoose one or more VLAN to be allowed
in trunk mode.

Allowed VLANs

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

gen_text_inputAllowed VLAN IDsf on which the selected
operation was performed

ALLOWED_VLAN_IDS

gen_text_inputName of port on which selected operation was
performed.

PORT_NAME

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

nxosVDCIdentityThe VDC created on the Nexus 7000 devices.OUTPUT_NEXUS_VDC
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Update Uplink Network
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

Yhyperv_n1k_network_
uplink_identity

Choose a network uplink to updateNetwork Uplink

hyperv_n1k_network_
segment_pool_identity

Choose a network segment PoolNetwork Segement Pool

infra_network_port_
profile_name

Choose a port profilePort Profile

hyperv_n1k_network_
segment_identity

Choose a network segmentNetwork Segment

Check this to publish system
network uplink

System Network Uplink

Check this to publish network
uplink

Publish Network Uplink

gen_text_inputEnter the publish network uplink
name

Publish Network Uplink
Name

Check this option to copy the
running configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is checked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which
the selected operationwas performed

DATACENTER

gen_text_inputIP address of the device on which
the selected operationwas performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputNetwork UplinkHYPERV_N1K_NETWORK_
UPLINK

hyperv_n1k_network_
uplink_identity

Network Uplink IdentityHYPERV_N1K_NETWORK_
UPLINK_IDENTITY

hyperv_n1k_network_
segment_pool_identity

Network Segment Pool IdentityHYPERV_N1K_NETWORK_
SEGMENT_POOL_IDENTITY
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TypeDescriptionOutput

infra_network_port_profile_
name

Name of the port profile on which
the selected operationwas performed

PORT_PROFILE_NAME

gen_text_inputNetwork SegmentHYPERV_N1K_NETWORK_
SEGMENT

hyperv_n1k_network_
segment_identity

Network Segment IdentityHYPERV_N1K_NETWORK_
SEGMENT_IDENTITY

hypervUpLinkPortProfile
Identity

HyperV Network Uplink IdentityHYPERV_NETWORK_UPLINK_
IDENTITY
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Update VRF
Summary

Update a VRF.
Description

This task updates a VPN routing and forwarding (VRF).
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a deviceSelect Device

Ynetworking_vrf_
identity

Choose a VRF context to updateVRF Name

Check this option to add or delete a route IP
and gateway. By default this field is
unchecked.

Add/Delete RouteIP
and Gateway

gen_text_inputEnter a Route as A.B.C.D/LEN. For
example: 13.2.3.1/32.

Route

ipaddressEnter a Gateway IP as A.B.C.D. For
example: 142.23.1.1.

Gateway

gen_text_inputSelect a route and gateway to deleteRoute & Gateway

gen_text_inputEnter the domain nameDomain Name

gen_text_inputEnter one or more DNS servers separated
with commas or spaces. No more than 6

DNS Servers

DNS servers are allowed for one VRF. For
example: cisco.com,VMware.org.

Check this option to copy the running
configuration to the startup configuration.
By default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputThe VRF created on the device.OUTPUT_VRF

gen_text_inputThe VRF Identity created on the device.OUTPUT_VRF_IDENTITY

gen_text_inputThe VRF created on the device.OUTPUT_DOMAIN_NAME
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Update VXLAN
Summary

Update a VXLAN for a Nexus 1000V.
Description

This task updates a VXLAN for a Nexus 1000V device.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_
device

Choose the networking deviceSelect Device

Ygen_text_inputSelect the domain name for the VXLAN
bridge.

Bridge Name

Ygen_text_inputProvide a VXLAN ID in the range 4096 to
16000000

VXLAN Id

Check this option to set the unicast mode for
the VXLAN. By default, this field is checked.

Mode Unicast

YipaddressProvide the multicast IP address for the
VXLAN in the format i.i.i.i. For example: 224.
0.0.5.

VXLAN Group IP
Address

Check this option to set floodless learning
using the MAC. By default, this field is
checked.

Distribution learning
MAC

Check this option to copy the running
configuration to the startup configuration. By
default, this field is checked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE

vlanIDVXLAN ID on which the selected operation was
performed

VXLAN_ID

gen_text_inputVXLAN Domain Name on which the selected
operation was performed

VXLAN_DOAMIN_NAME
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Cisco Security Tasks

This chapter contains the following sections:

• Configure ACL, on page 926
• Configure Cisco ASA Firewall Mode, on page 928
• Configure Context Interface, on page 929
• Configure License, on page 930
• Configure Network Object NAT, on page 931
• Configure Sub Interface, on page 933
• Configure Twice NAT, on page 934
• Create Network Object, on page 937
• Create Network Object Group, on page 938
• Create Security Context, on page 939
• Create Service Object, on page 941
• Delete Network Object, on page 943
• Delete Network Object Group, on page 944
• Delete Service Object, on page 945
• Deploy ASAv OVF, on page 946
• Remove Security Context, on page 947
• TrustSec Refresh, on page 948
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Configure ACL
Summary

Configure an ACL for the Security Context in a PIX ASA.
Description

This task configures an access control list (ACL) for the security context in a private internet exchange
(PIX) adaptive security appliance (ASA).

Inputs

MandatoryMappable To TypeDescriptionInput

networking_deviceSelect a security device (ASA or ASAv)Select Device

NETWORKING_
ASA_DEVICE

Select a security device (ASA or ASAv)Select Device

networking_
security_context_
name

Choose the security context nameContext Name

gen_text_inputProvide an ACL nameACL Name

ASAInterfaceIdentitySelect the interface to apply the ACLInterface Name

Check or unchecked to permit or deny the
traffic. Default is to permit traffic.

Permit

Check to allow the inbound flow of the
traffic. By default inbound traffic is allowed.

InBound Traffic

YACLDeviceProtocol
Identity

Choose a protocol for the ruleProtocol

gen_text_inputEnter a source IP address for the ACL.
Include a network prefix for IPv6. For

Source IP
Address/IPv6 Prefix

example: 12.23.34.45 (IPv4);
2001:db8:3c4d:15::/64 IPV6.

gen_text_inputEnter a source network mask for the ACL.
Not required for IPv6.

Source Net Mask

gen_text_inputEnter a source port or port range for the
ACL. For example: 255 or 1-200.

Source Port Range

gen_text_inputEnter a destination IP address for the
interface. Include a network prefix for IPv6.

Destination IP
Address/IPv6 Prefix

For example: 12.23.34.45 (IPv4);
2001:db8:3c4d:15::/64 IPV6.

gen_text_inputEnter a destination network mask for the
ACL. Not required for IPv6.

Destination Net Mask

gen_text_inputEnter a destination port or port range for the
ACL. For example: 255 or 1-200.

Destination Port Range

Cisco UCS Director Task Library Reference, Release 6.7
926

Cisco Security Tasks
Configure ACL



MandatoryMappable To TypeDescriptionInput

Check this option to copy the running
configuration to the startup configuration.
By default, this field is unchecked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

networking_device_
interface

Network device interface onwhich
selected operation performed.

OUTPUT_NETWORKING_
DEVICE_INTERFACE

NETWORKING_ASA_
DEVICE

ASA Device IdentityOUTPUT_ASA_DEVICE_WITH_
CONTEXT_IDENTITY
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Configure Cisco ASA Firewall Mode
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a device IP address. Ex:98.12.34.12Device IP

Ygen_text_inputThe HTTPS port number of the ASA
device

HTTP Port

gen_text_inputProvide a user nameUser Name

passwordPassword.Password

gen_text_inputChoose a context firewall mode (router
or transparent). By default router is
selected.

Mode

Outputs

No Outputs
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Configure Context Interface
Summary

Configure the interfaces in the security context of a PIX ASA.
Description

This task configures the interfaces in the security context of a private internet exchange (PIX) adaptive
security appliance (ASA).

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a security device (ASA or ASAv)Select Device

Ynetworking_security_
context_name

Choose a security context nameContext Name

YASAInterfaceIdentity=Choose the interface nameInterface Name

gen_text_inputProvide an alias name for the interfaceInterface Alias

gen_text_inputEnter an IP address for the interface.
Include a network prefix for IPv6. For

IP Address/IPv6 Prefix

example: 12.23.34.45 (IPv4);
2001:db8:3c4d:15::/64 IPV6.

gen_text_inputEnter a network mask for the interfaces.
Not required for IPv6.

Net Mask

Check this option to copy the running
configuration to the startup configuration.
By default, this field is unchecked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

networking_device_
interface

Network device interface on
which selected operation
performed.

OUTPUT_NETWORKING_DEVICE_
INTERFACE

NETWORKING_ASA_
DEVICE

ASA Device IdentityOUTPUT_ASA_DEVICE_WITH_
CONTEXT_IDENTITY

ASAInterfaceIdentityASA Device IdentityOUTPUT_ASA_DEVICE_CONTEXT_
INTERFACE_ALIAS
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Configure License
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a security device (ASA or ASAv)Select Device

Ygen_text_inputProvide a license nameLicense Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

unchecked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

gen_text_inputLicense Name on which the selected operation
was performed

OUTPUT_LICENSE_
NAME
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Configure Network Object NAT
Summary

Configure an object-based NAT using this task.
Description

This task configures an object-based network address translation (NAT).
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a security device (ASA or
ASAv)

Select Device

NetworkNamedInterface
Identity

Select the real interfaceReal Interface

NetworkNamedInterface
Identity

Select the mapped interfaceMapped Interface

YNAT_mode_typeChoose the NAT modeMode

Ygen_text_inputProvide a network object nameNetwork Object Name

Ygen_text_inputProvide a host IP address (for
example: 10.1.1.1), IP range (10.1.1.

Real IP Address

1-10.1.1.20) or subnet (10.1.1.0/255.
255.255.0)

NAT_typeChoose the type for mapped IP
addresses

Type

NATSourceOrDestination
Identity

Select the network objectNetwork Object

ASANetworkObjectGroup
Identity

Select the network object groupNetwork Object Group

gen_text_inputProvide a host IP. For example: 10.1.
1.1

Host IP

BooleanCheck to enable the interface. By
default this field is unchecked.

Interface

BooleanPATPAT

NATDeviceProtocol
Identity

Specify protocol for the ruleProtocol

gen_text_inputReal PortReal Port

gen_text_inputMapped PortMapped Port

Select this option to copy running
configuration to startup configuration

Copy Running
configuration to Startup
configuration
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Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

networking_security_
context_name

Security Context name on which
selected operation performed.

OUTPUT_SECURITY_
CONTEXT_NAME

NATSourceOrDestination
Identity

NAT SOURCE REAL NETWORK
OBJECT IDENTITY

OUTPUT_NAT_SOURCE_REAL_
OBJECT_IDENTITY

NetworkNamedInterface
Identity

ASA NAT REAL INTERFACE
IDENTITY

OUTPUT_NAT_REAL_
INTERFACE_IDENTITY

NetworkNamedInterface
Identity

ASA NAT MAPPED INTERFACE
IDENTITY

OUTPUT_NAT_MAPPED_
INTERFACE_IDENTITY

NAT_mode_typeNAT SOURCE MODEOUTPUT_NAT_SOURCE_
MODE_IDENTITY

NATSourceOrDestination
Identity

NAT SOURCE MAPPED
NETWORK OBJECT IDENTITY

OUTPUT_NAT_SOURCE_
MAPPED_OBJECT_IDENTITY

ASANetworkObjectGroup
Identity

NAT SOURCE MAPPED
NETWORK OBJECT GROUP
IDENTITY

OUTPUT_NAT_SOURCE_
MAPPED_OBJECT_GROUP_
IDENTITY

gen_text_inputPAT Real PortOUTPUT_ASA_PAT_REAL_
PORT

gen_text_inputPAT Mapped PortOUTPUT_ASA_PAT_MAPPED_
PORT
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Configure Sub Interface
Summary

Configure a sub-interface for a PIX ASA.
Description

This task configures a sub-interface in a private internet exchange (PIX) adaptive security appliance
(ASA).

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a security device (ASA or ASAv)Select Device

YASAInterface
Identity

Select the physical interface namePhysical Interface Name

Ygen_text_inputEnter a valid port number for the
subinterface.

Port Number

Ygen_text_inputEnter a VLAN ID for this interface
between 1 and4094.

Vlan ID

Check this to enable the interface. By
default this field is checked.

Enable Interface

Check this option to copy the running
configuration to the startup configuration.
By default, this field is unchecked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

networking_device_
interface

Network device interface on which
selected operation performed.

OUTPUT_NETWORKING_
DEVICE_INTERFACE

ASAContextInterface
Identity

ASA Interface IdentityOUTPUT_ASA_DEVICE_
INTERFACE_IDENTITY
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Configure Twice NAT
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a security device (ASA or
ASAv)

Select Device

NetworkNamedInterface
Identity

Select the real interfaceReal Interface

NetworkNamedInterface
Identity

Select the mapped interfaceMapped Interface

YNAT_mode_typeChoose source mode, either static or
dynamic. By default, static is
selected.

Source Mode

YASADeviceNATNetwork
ObjectType

Choose a source real object typeSource Real Object Type

NATSourceOrDestination
Identity

Select a source real network objectSource Real Network
Object

ASANetworkObject
GroupIdentity

Select a source real network object
group

Source Real Network
Object Group

YASADeviceNATNetwork
ObjectType

Select a source mapped object typeSource Mapped Object
Type

NATSourceOrDestination
Identity

Select a mapped network objectSource Mapped Network
Object

ASANetworkObject
GroupIdentity

Select a source mapped object groupSource Mapped Object
Group

Check this option to apply the source
real interface to source mapped

Source Mapped Interface

interface. By default this field is
unchecked.

NAT_mode_typeMode is static by default and
non-editable for destination

Destination Mode

ASADeviceNATNetwork
ObjectType

Select a destination real object typeDestination Real Object
Type

NATSourceOrDestination
Identity

Select a destination real network
object

Destination Real Network
Object

ASANetworkObject
GroupIdentity

Select a destination network object
group

Destination Real Network
Object Group
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MandatoryMappable To TypeDescriptionInput

ASADeviceNATNetwork
ObjectType

Select a destination mapped object
type

Destination Mapped
Object Type

NATSourceOrDestination
Identity

Select the destination mapped
network object

Destination Mapped
Network Object

ASANetworkObject
GroupIdentity

Select a destination mapped object
group

Destination Mapped
Object Group

Check this option to apply the
destination real interface to

Destination Mapped
Interface

destination mapped interface. By
default this field is unchecked.

Check to enable PAT. By default
this field is unchecked.

Is PAT ?

gen_text_inputProvide PAT descriptionDescription

Check this option to copy the
running configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field

is unchecked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

networking_security_
context_name

Security Context name on which
selected operation performed.

OUTPUT_SECURITY_
CONTEXT_NAME

NetworkNamedInterface
Identity

ASA NAT REAL INTERFACE
IDENTITY

OUTPUT_NAT_REAL_
INTERFACE_IDENTITY

NetworkNamedInterface
Identity

ASA NAT MAPPED INTERFACE
IDENTITY

OUTPUT_NAT_MAPPED_
INTERFACE_IDENTITY

NAT_mode_typeNAT SOURCE MODEOUTPUT_NAT_SOURCE_MODE_
IDENTITY

NATSourceOrDestination
Identity

NAT SOURCE REAL NETWORK
OBJECT IDENTITY

OUTPUT_NAT_SOURCE_REAL_
OBJECT_IDENTITY

ASANetworkObjectGroup
Identity

NAT SOURCE REAL NETWORK
OBJECT GROUP IDENTITY

OUTPUT_NAT_SOURCE_REAL_
OBJECT_GROUP_IDENTITY

NATSourceOrDestination
Identity

NAT SOURCE MAPPED
NETWORK OBJECT IDENTITY

OUTPUT_NAT_SOURCE_
MAPPED_OBJECT_IDENTITY
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TypeDescriptionOutput

ASANetworkObjectGroup
Identity

NAT SOURCE MAPPED
NETWORK OBJECT GROUP
IDENTITY

OUTPUT_NAT_SOURCE_
MAPPED_OBJECT_GROUP_
IDENTITY

NAT_mode_typeNAT DESTINATION MODEOUTPUT_NAT_DESTINATION_
MODE_IDENTITY

NATSourceOrDestination
Identity

NAT DESTINATION REAL
NETWORK OBJECT IDENTITY

OUTPUT_NAT_DESTINATION_
REAL_OBJECT_IDENTITY

ASANetworkObjectGroup
Identity

NAT DESTINATION REAL
NETWORK OBJECT GROUP
IDENTITY

OUTPUT_NAT_DESTINATION_
REAL_OBJECT_GROUP_
IDENTITY

NATSourceOrDestination
Identity

NAT DESTINATION MAPPED
NETWORK OBJECT IDENTITY

OUTPUT_NAT_DESTINATION_
MAPPED_OBJECT_IDENTITY

ASANetworkObjectGroup
Identity

NAT DESTINATION MAPPED
NETWORK OBJECT GROUP
IDENTITY

OUTPUT_NAT_DESTINATION_
MAPPED_OBJECT_GROUP_
IDENTITY

networking_device_
service_object_name_
identity

NAT REAL SERVICE OBJECT
IDENTITY

OUTPUT_ASA_SERVICE_REAL_
OBJECT_IDENTITY

networking_device_
service_object_name_
identity

NAT MAPPED SERVICE OBJECT
IDENTITY

OUTPUT_ASA_SERVICE_
MAPPED_OBJECT_IDENTITY
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Create Network Object
Summary

Create a network object.
Description

This task creates a network object.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a security device (ASA or ASAv)Select Device

Ygen_text_inputProvide a network object nameNetwork Object Name

Ygen_text_inputProvide an IP address (for example: 10.1.
1.1), IP range (10.1.1.1-10.1.1.20) or subnet
(10.1.1.0/255.255.255.0)

IP Address

gen_text_inputProvide a network object descriptionDescription

Check this option to copy the running
configuration to the startup configuration.
By default, this field is unchecked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

networking_security_
context_name

Security Context name onwhich selected
operation performed.

OUTPUT_SECURITY_
CONTEXT_NAME

NATSourceOrDestination
Identity

Network Object IdentityOUTPUT_NETWORK_
OBJECT_IDENTITY

gen_text_inputNetwork ObjectOUTPUT_NETWORK_OBJECT

gen_text_inputNetwork Object Host/Range/NetworkOUTPUT_NETWORK_
OBJECT_MEMBER
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Create Network Object Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a security device (ASA or ASAv)Select Device

Ygen_text_inputProvide a network object group nameNetworkObjectGroup
Name

gen_text_inputProvide a network object group descriptionDescription

gen_text_inputProvide one ormore host addresses separated
with commas. For example: 10.10.10.10, 20.
20.20.20 (IPv4) or X:X:X:X::X (IPv6).

Host

gen_text_inputProvide one or more network addresses
separated with commas. For example: 20.20.

Network Address

20.0/255.255.255.0 (IPv4) or
X:X:X:X::X/1-128 (IPv6).

NATSourceOr
DestinationIdentity

Select one or more network objectNetwork Object

Check this option to copy the running
configuration to the startup configuration.
By default, this field is unchecked.

Copy Running
configuration to
Startup configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

gen_text_inputNetwork Object Group NameASA_NETWORK_OBJECT_
GROUP_NAME

gen_text_inputNetwork Object Group HostASA_NETWORK_OBJECT_
GROUP_HOST

gen_text_inputNetwork Object Group IP AddressASA_NETWORK_OBJECT_
GROUP_IP

ASANetworkObject
Identity

Network Object NameASA_NETWORK_OBJECT_
NAME

ASANetworkObjectGroup
Identity

Network Object Group IdentityASA_NETWORK_OBJECT_
GROUP_IDENTITY
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Create Security Context
Summary

Create a Security Context for a PIX ASA.
Description

This task creates a security context in a private internet exchange (PIX) adaptive security appliance
(ASA).

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a security device (ASA or ASAv)Select Device

Ygen_text_inputProvide a security context nameContext Name

Ygen_text_inputProvide a context descriptionContext Description

gen_text_inputProvide a security context configuration
file name. Only .cfg files are supported.
For example: sample.cfg.

File Name

YASAInterfaceIdentitySelect an outside interface to apply the
context

OutSide Interface
Name

YASAInsideInterface
Identity

Select a one or more inside interfaces to
apply the context

Inside Interfaces

ASAContextInterface
Identity

Select an outside interface to apply the
context

OutSide Interface
Name

ASAContextInterface
Identity

Select a one or more inside interfaces to
apply the context

Inside Interfaces

ASAContextInterface
Identity

Select a management interface to apply
the context

Management Interface

gen_text_inputChoose a context firewall mode: routed
or transparent

Mode

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

unchecked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which
the selected operationwas performed

DATACENTER

gen_text_inputIP address of the device on which
the selected operationwas performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_DEVICE
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TypeDescriptionOutput

networking_security_
context_name

Security Context name on which
selected operation performed.

OUTPUT_SECURITY_CONTEXT_
NAME

gen_text_inputSecurity Context DescriptionOUTPUT_SECURITY_CONTEXT_
NAME_DESC

gen_text_inputSecurity Context configuration file
Name

OUTPUT_SECURITY_CONTEXT_
CONFIG_FILE_NAME

gen_text_inputOutSide Interface name to apply the
Context

OUTPUT_SECURITY_CONTEXT_
OUTSIDE_INTERFACES

ASAInterfaceIdentityOutSide Interface Identity to apply
the Context

OUTPUT_SECURITY_CONTEXT_
OUTSIDE_INTERFACES_IDENTITY

gen_text_inputInside Interfaces to apply the ContextOUTPUT_SECURITY_CONTEXT_
INSIDE_INTERFACES

ASAInterfaceIdentityInside Interfaces Identity to apply
the Context

OUTPUT_SECURITY_CONTEXT_
INSIDE_INTERFACES_IDENTITY

ASAInterfaceIdentityManagement Interface name to apply
the Context

OUTPUT_SECURITY_CONTEXT_
MGMT_INTERFACES

ASAInterfaceIdentityOutSide Interface alias name to
apply the Context

OUTPUT_SECURITY_CONTEXT_
OUTSIDE_INTERFACES_ALIAS

ASAInterfaceIdentityInside Interfaces alias to apply the
Context

OUTPUT_SECURITY_CONTEXT_
INSIDE_INTERFACES_ALIAS

ASAInterfaceIdentityManagement Interface alias name to
apply the Context

OUTPUT_SECURITY_CONTEXT_
MGMT_INTERFACES_ALIAS

gen_text_inputFirewall modeOUTPUT_SECURITY_CONTEXT_
FIREWALL_MODE

NETWORKING_
ASA_DEVICE

ASA Device IdentityOUTPUT_ASA_DEVICE_WITH_
CONTEXT_IDENTITY
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Create Service Object
Summary

Create a service object.
Description

This task creates a service object.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a security device (ASA or ASAv)Select Device

Ygen_text_inputProvide a service object nameService Object Name

gen_text_inputDescriptionDescription

NATDeviceProtocol
Identity

Choose a protocol for the ruleProtocol

ASADeviceSource
OperatorIdentity

Select an operator for the sourceSource Operator

gen_text_inputEnter a source port. if the range operator
is selected provide a port range, for
example 20-30.

Source Port

ASADeviceDestination
OperatorIdentity

Select an operator for the destinationDestination Operator

gen_text_inputEnter a destination port. if the range
operator is selected provide a port range,
for example 20-30.

Destination Port

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

unchecked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

networking_security_
context_name

Security Context name on which selected
operation performed.

OUTPUT_SECURITY_
CONTEXT_NAME
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TypeDescriptionOutput

networking_device_
service_object_name_
identity

Service Object Name on which selected
operation performed.

OUTPUT_ASA_SERVICE_
OBJECT_NAME_IDENTITY
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Delete Network Object
Summary

Delete a network object.
Description

This task deletes a network object.
Inputs

MandatoryMappable To TypeDescriptionInput

YNATSourceOr
DestinationIdentity

Select the network object to deletetNetwork Object

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

unchecked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

networking_security_
context_name

Security Context name on which selected
operation performed.

OUTPUT_SECURITY_
CONTEXT_NAME

NATSourceOrDestination
Identity

Network Object IdentityOUTPUT_NETWORK_
OBJECT_IDENTITY

gen_text_inputNetwork ObjectOUTPUT_NETWORK_
OBJECT
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Delete Network Object Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YASANetworkObject
GroupIdentity

Select a network object group to deleteNetwork Object Group
Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

unchecked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

gen_text_inputNetwork Object Group NameASA_NETWORK_OBJECT_
GROUP_NAME

ASANetworkObject
GroupIdentity

Network Object Group IdentityASA_NETWORK_OBJECT_
GROUP_IDENTITY
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Delete Service Object
Summary

Delete a service object.
Description

This task deletes a service object.
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_device_
service_object_name_
identity

Select a service object to deleteService Object Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

unchecked.

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

gen_text_inputIP address of the device on which the
selected operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected
operation performed.

OUTPUT_NETWORKING_
DEVICE

networking_security_
context_name

Security Context name on which selected
operation performed.

OUTPUT_SECURITY_
CONTEXT_NAME

networking_device_
service_object_name_
identity

Service Object Name on which selected
operation performed.

OUTPUT_ASA_SERVICE_
OBJECT_NAME_IDENTITY
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Deploy ASAv OVF
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YvDCChoose a vDC on which to perform the
action

Select vDC

YSelect an OVF URLASAv OVF

YSelect an ASAv policyASAv Policy

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_device_
name

Network device name on which selected
operation is performed.

OUTPUT_NETWORKING_
DEVICE_NAME

vmID of the VM on which the selected operation
was performed

OUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
946

Cisco Security Tasks
Deploy ASAv OVF



Remove Security Context
Summary

Remove the Security Context of a PIX ASA.
Description

This task removes the security context of a private internet exchange (PIX) adaptive security appliance
(ASA).

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect a security device (ASA or ASAv)Select Device

Ynetworking_security_
context_name

Select the name of the security context
to delete

Context Name

Check this option to copy the running
configuration to the startup

Copy Running
configuration to Startup
configuration configuration. By default, this field is

unchecked.

Outputs

No Outputs
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TrustSec Refresh
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ynetworking_deviceSelect a security device (ASA or ASAv)Select Device

Check this option to copy the running
configuration to the startup configuration.
By default, this field is unchecked.

Copy Running
configuration to Startup
configuration

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_NETWORKING_
DEVICE

networking_security_
context_name

Security Context name on which selected
operation performed.

OUTPUT_SECURITY_
CONTEXT_NAME
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Cisco UCS Tasks

This chapter contains the following sections:

• Add NTP Server to UCSM, on page 952
• Add Servers to UCS Server Pool, on page 953
• Add UCS Manager Account, on page 954
• Add UCS Service Profile Template, on page 955
• Add UCS Storage Profile, on page 957
• Add UCS VLAN to vNIC Template, on page 958
• Add UCS vNIC Template, on page 959
• Add VLAN to Multiple UCS Managers, on page 961
• Add VLAN to UCS, on page 962
• Add VLAN to UCS Service Profile, on page 964
• Add VLANS to UCS VLAN Group, on page 965
• Add iSCSI vNIC to UCS Service Profile, on page 966
• Add vHBA to UCS Service Profile, on page 967
• Add vMedia Mount to UCS vMedia Policy, on page 968
• Add vNIC to UCS Service Profile, on page 969
• Associate Storage Profile to Service Profile, on page 970
• Associate UCS Service Profile, on page 971
• Associate UCS Service Profile Template, on page 972
• Bind UCS Service Profile to Template, on page 973
• Bind UCS ServiceProfile vNIC to Template, on page 974
• Change UCS Maintenance Policy, on page 975
• Check UCS Service Profile Association Status, on page 976
• Clone UCS Boot Policy, on page 977
• Clone UCS Service Profile, on page 978
• Clone UCS Service Profile Template, on page 979
• Collect UCS Chassis Inventory, on page 980
• Configure UCS Server Port, on page 981
• Create UCS Boot Policy, on page 982
• Create UCS Disk Group Policy, on page 985
• Create UCS Maintenance Policy, on page 987
• Create UCS Network Control Policy, on page 988
• Create UCS Organization, on page 989
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• Create UCS QoS Policy, on page 990
• Create UCS Scrub Policy, on page 991
• Create UCS Server Pool, on page 992
• Create UCS Service Profile, on page 993
• Create UCS Service Profile from Template, on page 999
• Create UCS Service Profile iSCSI Boot Policy, on page 1006
• Create UCS VLAN Group, on page 1008
• Create UCS vMedia Policy, on page 1009
• Create iSCSI IP Pool Block, on page 1010
• Delete LUNs From Server, on page 1011
• Delete NTP Server from UCSM, on page 1012
• Delete Servers from UCS Server Pool, on page 1013
• Delete UCS Boot Policy, on page 1014
• Delete UCS Disk Group Policy, on page 1015
• Delete UCS Firmware, on page 1016
• Delete UCS Iqn Pool, on page 1017
• Delete UCS Maintenance Policy, on page 1018
• Delete UCS Manager Account, on page 1019
• Delete UCS Network Control Policy, on page 1020
• Delete UCS Organization, on page 1021
• Delete UCS QoS Policy, on page 1022
• Delete UCS Scrub Policy, on page 1023
• Delete UCS Server Pool, on page 1024
• Delete UCS Service Profile, on page 1025
• Delete UCS Service Profile Template, on page 1026
• Delete UCS Storage Profile, on page 1027
• Delete UCS VLAN, on page 1028
• Delete UCS VLAN Group, on page 1029
• Delete UCS VLAN from vNIC Template, on page 1030
• Delete UCS vMedia Policy, on page 1031
• Delete UCS vNIC Template, on page 1032
• Delete VLAN from UCS Service Profile, on page 1033
• Delete VLAN from UCS Service Profile vNIC, on page 1034
• Delete VLANS from UCS VLAN Group, on page 1035
• Delete iSCSI IP Pool Block, on page 1036
• Delete iSCSI vNIC from UCS Service Profile, on page 1037
• Delete vHBA from UCS Service Profile, on page 1038
• Delete vMedia Mount from UCS vMedia Policy, on page 1039
• Delete vNIC from UCS Service Profile, on page 1040
• Disassociate Storage Profile from Service Profile, on page 1041
• Disassociate UCS Server, on page 1042
• Disassociate UCS Service Profile, on page 1043
• Disassociate UCS Service Profile Template, on page 1044
• Download UCS Firmware, on page 1045
• Get UCS Infra Firmware Upgrade Status, on page 1046
• Get UCS Server Firmware Upgrade Status, on page 1047
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• Get UCS vMedia Policy, on page 1048
• Install UCS Infra Firmware, on page 1049
• Install UCS Server Firmware, on page 1050
• Manage UCS Servers, on page 1051
• Modify UCS Boot Policy LUN ID, on page 1052
• Modify UCS Boot Policy WWPN, on page 1053
• Modify UCS Manager Password, on page 1054
• Modify UCS Service Profile, on page 1055
• Modify UCS Service Profile Boot Policy, on page 1058
• Modify UCS Service Profile Boot Policy to Boot From iSCSI, on page 1059
• Modify UCS Service Profile Scrub Policy, on page 1060
• Modify UCS VLAN/VLAN Group Org Permissions, on page 1061
• Modify UCS vMedia Policy, on page 1062
• Modify vMedia Mount of UCS vMedia Policy, on page 1063
• Power Off UCS Server, on page 1064
• Power On UCS Server, on page 1065
• Prepare For UCS Firmware Install, on page 1066
• Reacknowledge UCS Server Slot, on page 1067
• Rename UCS Service Profile, on page 1068
• Reset UCS Server, on page 1069
• Select UCS Server, on page 1070
• Select UCS Service Profile, on page 1071
• Set JBOD to Unconfigured Good, on page 1076
• Set Time Zone to UCSM, on page 1077
• UCS Configure Uplink Port, on page 1078
• UCS Server Maintenance, on page 1079
• UCS UnConfigure Port, on page 1080
• Ucs User Acknowledge Activities, on page 1081
• Unbind UCS Service Profile from Template, on page 1082
• Unbind UCS ServiceProfile vNIC from Template, on page 1083
• Unmanage UCS Servers, on page 1084
• Verify UCS Server Management State, on page 1085
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Add NTP Server to UCSM
Summary

Add an NTP server to a UCS Manager Account.
Description

This task adds an NTP server to a UCS Manager account. Task Outputs are:

• ACCOUNT_NAME - The name of the Account on which the selected operation was performed.
• OUTPUT_NTP_SERVER - the NTP server.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountNameChoose the UCSMUCSM

Ygen_text_inputEnter the NTP server nameNTP Server Name

Outputs

TypeDescriptionOutput

ucsTimeZoneIdentityTime Zone IdentityOUTPUT_TIME_ZONE
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Add Servers to UCS Server Pool
Summary

Adds servers to a UCS server pool.
Description

This task adds one or more servers to an existing UCS server pool. Output of this task is the identity of
the modified server pool.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerPoolIdentityChoose a server pool to add servers
to

Server Pool

YucsMultiServerIdentityChoose one or more servers from
the list

Servers

Outputs

TypeDescriptionOutput

ucsServerPoolIdentityUCS Server Pool IdentitySERVER_POOL_IDENTITY
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Add UCS Manager Account
Summary

Add a UCS Manager Account.
Description

This task adds a new UCS Manager account.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputChoose the pod from the drop-down listPod Name

YChoose the authentication type from the listAuthentication Type

YChoose the server management from the listServer Management

Ygen_text_inputEnter a UCS account nameAccount Name

Yipv4AddressEnter a UCS server IP addressServer Address

Select if you want to use policy to give the
credentials.

Use Credential Policy

YChoose or add a credential policyCredential Policy

Ygen_text_inputEnter a UCS user nameUsername

YpasswordEnter a UCS passwordPassword

YChoose an authenticaton domainUCS Authentication
Domain

YChoose the HTTP or HTTPS protocol from
the list

Protocol

YChoose the port number based on protocol
selection

Port

Enter a description of UCSMDescription

Enter the email address of the UCSM adminContact Email

Enter location details of UCSMLocation

Enter service provider details of UCSMService Provider

Outputs

TypeDescriptionOutput

ucsAccountIdentityUCS Account IdentityUCS_ACCOUNT_IDENTITY
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Add UCS Service Profile Template
Summary

Create a Service Profile Template.
Description

This task creates a new service profile template. The user selects Organization, Type, Power State UUID
pool, Server Pool, Management IP Pools, Network Policy, Storage Policy, Boot Policy, Placement Policy,
and other operational policies to create the service profile template. The Power State of the server once
the service profile is associated can also be specified while creating a new service profile. Placement
Policy can be used to specify the vNIC/vHBA placement mapping between vNIC/vHBA and Virtual
Interface Network Cards (vCon). The user can select a server pool to associate with this service profile
template. Output of this task is the Service Profile Template Identity (which contains the Account,
Organization and Domain Name of the service profile template) and the Organization Identity.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the name of the UCS service profile
template. The name must be unique within
the organization.

Service Profile
Template Name

gen_text_inputEnter a description of the UCS service profile
template

Description

YucsSPTemplateType
LOVProvider

Choose a type to be applied to the UCS
service profile template

Type

YucsserverPowerStateChoose a power state to be applied to the
server when service profile is associated

Server Power State

YucsOrganization
Identity

Choose a UCSM organization under which
to create the service profile template

Organization

YucsUUIDIdentityChoose a UUID to be assigned to the server
associated with service profile template. If

UUID Assignment

no selection is made, the UUID will be
assigned from the default pool

ucsServerPoolIdentityChoose Server PoolServer Pool

Check to select an outband pool name from
the list

Outband IPv4

YucsIPPoolIdentityChoose the outband pool from the listOutband Pool Name

Check to choose a name for an Inband pool
of IPv4 and IPv6 addresses

Inband

YucsIPPoolIdentityChoose an IPv4 pool from the listInband IPv4 Pool
Name

YucsIPPoolIdentityChoose an IPv6 pool from the listInband IPv6 Pool
Name

storageProfileIdentitystorageProfile ConfigurationStorage Profile
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MandatoryMappable To TypeDescriptionInput

ucsIpmiAccessProfileChoose the IPMI profile to access the CMIC
on the server externally

IPMI Access Profile

ucsSOLPolicyChoose the SOL configuration profile to
enable serial over LAN access to the server

SOL Configuration
Profile

YucsStoragePolicy
Identity

Choose a UCSD Storage Policy to define
disk policies and SAN configuration
information

Storage Policy

YucsNetworkPolicy
Identity

Choose a UCSD PXE Network Policy to
define the LAN configuration for a PXE
Installation

Network Policy

ucsplacementpolicyChoose the placement policy for mapping v
NIC and vHBA to Interface cards (vCons)

Placement Policy

YucsBootPolicyIdentityChoose the SAN boot policy for the serverServer Boot Policy

ucsBIOSPolicyChoose the BIOS policy to associate with the
service profile template to override the
default BIOS settings

BIOS Policy

ucsStatsThreshold
PolicyIdentity

Choose the threshold policy to determine
when the system sends fault messages based
on the values of the associated counters and
gauges

Threshold Policy

ucsScrubPolicy
Identity

Choose the scrub policy to enable and disable
disk and BIOS scrubbing

Scrub Policy

ucsFirmwarePolicyChoose the host firmware policy to associate
with the service profile template to update

Host Firmware
Policy

the host firmware. If no firmware policy is
chosen, the system uses the server's
preinstalled firmware.

UcsMaintenancePolicy
Identity

Choose the maintenance policy for the
service profile template

Maintenance Policy

ucspowerControl
Policy

Choose the power control policy for the
service profile template

Power Control
Policy

ucsvMediaPolicy
Identity

Choose the vMedia configuration for the
service profile template

vMedia Policy

Outputs

TypeDescriptionOutput

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsServiceProfileTemplate
Identity

UCS Service Profile Template
Identity

SERVICE_PROFILE_
TEMPLATE_IDENTITY
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Add UCS Storage Profile
Summary

Create a storage profile in a UCS manager account.
Description

This task creates a place to define the number of storage disks. A storage profile encapsulates the storage
requirements for one or more service profiles.

Inputs

MandatoryMappable To TypeDescriptionInput

YEnter PCH nameName

Enter a description for the storage
profile

Description

YucsOrganizationIdentityChoose the UCSM organization under
which to create the storage profile

Organization

localLunInputTypeCreate a local LUNLocal LUN

pchControllerDefCreate a PCH controller definitionPCH Controller
Definition

Outputs

TypeDescriptionOutput

storageProfileIdentityUCS Storage Profile IdentityOP_UCS_STORAGE_PROFILE
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Add UCS VLAN to vNIC Template
Summary

Add a VLAN to a vNIC template.
Description

This task adds a VLAN to a vNIC template.
Inputs

MandatoryMappable To TypeDescriptionInput

YUcsVNICTemplateIdentityChoose the vNIC template to modifyvNIC Template

YucsMultiVlanIdentityChoose the VLAN to add to the vNIC
template

VLANs

gen_text_inputChoose one or more VLANs to add to
the vNIC template

Native VLAN

Outputs

TypeDescriptionOutput

UcsVNICTemplateIdentityUCS vNIC Template IdentityOP_UCS_VNIC_TEMPLATE

UcsVNICTemplateMulti
VLANIdentity

UCS vNIC Template VLAN
Identity

OP_UCS_VNIC_TEMPLATE_
MULTI_VLAN_IDENTIY
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Add UCS vNIC Template
Summary

Add a UCS vNIC template.
Description

This task adds a UCS vNIC template.
Inputs

MandatoryMappable To
Type

DescriptionInput

YEnter vNIC Template NameName

Enter DescriptionDescription

Yucs
Organization
Identity

select the organization under which to create
new vNIC Template

Organization

YSpecify Fabric A or BFabric ID

Check to enable FailoverEnable Failover

TargetTarget

Check to enable AdapterAdapter

Check this option to use VMVM

YChoose the template type as Intial Template or
Updating Template

Template Type

ucsMultiVlan
Identity

Add VLANs to vNIC TemplateVLANs

gen_text_
input

Select Native VLANNative VLAN

YEnter an MTU value. Specify an integer
between 1500 and 9000.

MTU

ucsMacPool
Identity

Choose the MAC Pool from the listMAC Pool

Choose the QOS Policy from the listQoS Policy

Choose the Network Control Policy from the
list

Network Control Policy

Choose the Pin Group from the listPin Group

Choose the Stats Threshold Policy from the listStats Threshold Policy

YChoose the Connection Policy from the listConnection Policies

Choose the Dynamic vNIC Policy from the list.
If no policy is selected, the default policy is
used.

Dynamic vNIC
Connection Policy
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MandatoryMappable To
Type

DescriptionInput

Choose the usNIC Connection Policy from the
list. If no policy is selected, the default policy
is used.

usNIC Connection Policy

Choose the VMQ Connection Policy from the
list. If no policy is selected, the default policy
is used.

VMQ Connection Policy

Outputs

TypeDescriptionOutput

UcsVNICTemplateIdentityUCS vNIC Template IdentityOP_UCS_VNIC_TEMPLATE
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Add VLAN to Multiple UCS Managers
Summary

Add a VLAN to multiple UCS managers.
Description

This task adds a VLAN to multiples UCS Managers' service profiles and VLAN Groups.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter VLAN NameVLAN Name

YvlanIDEnter VLAN ID (Common/Global)VLAN
ID(Common/Global)

YucsAccountIdentitySelect UCSMAccount Name under
which VLAN will be created

UCSM Accounts

ucsServiceProfileMultiv
NICIdentity

Select the vNICs to add VLANAdd VLAN to Service
Profile vNICs

Check this option to set the VLAN
as Native VLAN

Set as default VLAN

gen_text_inputEnter VLAN Group nameVLAN Group Name

Outputs

TypeDescriptionOutput

ucsMultiServiceProfile
Identity

UCS Multi Service Profile
Identity

UCS_MULTI_SERVICE_PROFILE_
IDENTITY

ucsServiceProfileMultiv
NICIdentity

UCS Service ProfileMulti vNIC
Identity

SERVICE_PROFILE_MULTI_VNIC_
IDENTITY

gen_text_inputVLAN Group Identity.MULTI_VLAN_GROUP_IDENTITY

gen_text_inputVLAN Identity.MULTI_VLAN_IDENTITY
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Add VLAN to UCS
Summary

Add a VLAN to a UCS and its managed objects.
Description

This task adds a VLAN to a UCSManager along with its managed objects. If the user selects only physical
infrastructure, the VLAN is added to the UCS Manager only. If the user selects virtual infrastructure,
the VLAN is added to all the service profiles, service profile templates, and vNIC templates for the
selected organization. Output of this task is the VLAN ID, VLAN name, and the objects that are affected.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter VLAN Name .UCSAnnotation
Constants.ANNOTATION_NAME_
32_CHAR

VLAN Name

YucsAccountNameSelect UCSM Account Name under
which VLAN will be created

Account Name

Select Physical Infrastructure needs to
be updated with new VLAN

Physical Infrastructure

ucsVlanTypeProviderChoose VLAN TypeVLAN Type

YvlanIDEnter VLAN ID (Common/Global)VLAN
ID(Common/Global)

YvlanIDEnter VLAN ID for Fabric AVLAN ID (Fabric A)

YvlanIDEnter VLAN ID for Fabric BVLAN ID (Fabric B)

VLAN AVLAN A

YvlanIDEnter VLAN ID(Both Fabrics
Configured Differently)

VLAN IDA(Both Fabrics
Configured Differently)

YucsVlanSharingType
Provider

Select sharing typeSharing

Choose Primary VLANPrimary VLAN

VLAN BVLAN B

YvlanIDEnter VLAN ID(Both Fabrics
Configured Differently)

VLAN ID B(Both Fabrics
Configured Differently)

YucsVlanSharingType
Provider

Select sharing typeSharing

Choose Primary VLANPrimary VLAN

Check to choose virtual infrastructureVirtual Infrastructure

YucsMultiOrganization
Identity

Check to choose organizations for auto
VLAN modification

Organizations
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MandatoryMappable To TypeDescriptionInput

ucsMultiServiceProfile
Identity

Check to choose service profiles for
auto VLAN modification

Service Profiles

ucsMultiServiceProfile
TemplateIdentity

Check to choose service profiles
templates for auto VLANmodification

Service Profiles Templates

UcsMulti
VNICTemplate
Identity

Check to choose vNIC templates for
auto VLAN modification

vNIC Templates

Outputs

TypeDescriptionOutput

vlanIDVLAN IDOUTPUT_VLAN_ID1

vlanIDVLAN IDOUTPUT_VLAN_ID2

ucsVlanIdentityVLAN IDENTITYOUTPUT_VLAN_IDENTITY1

ucsVlanIdentityVLAN IDENTITYOUTPUT_VLAN_IDENTITY2
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Add VLAN to UCS Service Profile
Summary

Add a VLAN to a service profile.
Description

This task adds a VLAN to a service profile vNIC. The user can choose the vNIC to which the VLAN is
added.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfile
Identity

Select UCSM service profile to modifyService Profile

Check this option to add VLAN to
selected vNICs in the Service Profile

Add VLAN to selected v
NICs

YucsServiceProfile
MultivNICIdentity

Select the vNICs to add VLANvNICs

Select VLAN TypeVLAN Type

gen_text_inputSelect a Common/Global VLANCommon/Global VLANs

Check this option to set the VLAN as
Native VLAN

Set as Native VLAN

gen_text_inputSelect VLANVLANs (Fabric A)

Check this option to set the VLAN as
Native VLAN

Set as default VLAN

gen_text_inputSelect VLANVLANs (Fabric B)

Check this option to set the VLAN as
Native VLAN

Set as default VLAN

gen_text_inputSelect VLANVLANs (Fabric A)

Check this option to set the VLAN as
Native VLAN

Set as default VLAN

gen_text_inputSelect VLANVLANs (Fabric B)

Check this option to set the VLAN as
Native VLAN

Set as default VLAN

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY

ucsVlanIdentityVLAN IDENTITYOUTPUT_VLAN_IDENTITY1

ucsVlanIdentityVLAN IDENTITYOUTPUT_VLAN_IDENTITY2
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Add VLANS to UCS VLAN Group
Summary

Add one or more VLANs to a VLAN Group.
Description

This task adds one or more VLANs to a VLAN Group.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsVlanGroupIdentityChoose theUCSVLANgroup from
the list

VLAN Group

YucsMultiVlanIdentityChoose the VLAN from the listVLAN

Outputs

TypeDescriptionOutput

ucsVlanGroupIdentityVLAN Group Identity.VLAN_GROUP_IDENTITY
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Add iSCSI vNIC to UCS Service Profile
Summary

Add an iSCSI vNIC to a UCS service profile.
Description

This task adds an iSCSI vNIC to a UCS service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCSM service profileService Profile

Ygen_text_inputEnter a iSCSI vNIC nameiSCSI vNIC Name

Ygen_text_inputChoose the overlay vNICOverlay vNIC

Choose the iSCSI adapter policyiSCSI Adapter Policy

Choose the UCSM MAC poolMAC Pool

YucsVlanIdentityChoose the VLANVLANs

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY

gen_text_inputiSCSI vNIC NAMEOUTPUT_ISCSI_VNIC_NAME
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Add vHBA to UCS Service Profile
Summary

Add a vHBA to a UCS Service Profile.
Description

This task adds a vHBA to a UCS Service Profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCS service profile to
modify

Service Profile

Ygen_text_inputEnter the vHBA namevHBA Name

BooleanCheck to use vHBA templateUse vHBA Template

YucsFabricInterconnect
Identity

Choose Fabric A or BFabric ID

ucsVsanIdentityChoose the VSAN to add the vHBA
to

VSAN

BooleanCheck to enable or disable persistent
binding

Persistent binding

Ygen_text_inputEnter the maximum data field size as
an integer between 256 and 2112

Max Data Field Size

ucsSanPinGroupIdentityChoose the pin group from the listPin Group

ucsWWPNPoolIdentityChoose theWWPN pool from the listWWPN Pool

ucsSanAdapterpolicy
Identity

Choose the adapter policy from the
list

Adapter Policy

ucsQosPolicyIdentityChoose the QoS policy from the listQoS Policy

ucsStatsThresholdPolicy
Identity

Choose the threshold policy from the
list

Stats Threshold Policy

YUcsVHBATemplateIdentityChoose the vHBA template from the
list

vHBA Template

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_
IDENTITY

ucsServiceProfilev
HBAIdentity

vHBA Identity of service profile's vHBA
that was created as part of service profile.

OUTPUT_SP_VHBA_
IDENTITY
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Add vMedia Mount to UCS vMedia Policy
Summary

Add a vMedia mount to a UCS vMedia policy.
Description

This task creates a vMedia mount in the selected UCS vMedia policy. Mandatory inputs are the vMedia
policy identity, the mount name, a hostname or IP address, a remote file, and a remote path for the vMedia
mount. The task outputs the modified vMedia policy identity and the newly added vMediaMount identity.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsvMediaPolicyIdentityChoose the vMedia policy under which
to add the vMedia Mount

vMedia Policy

Ygen_text_inputEnter vMedia Mount NameName

gen_text_inputEnter a description for the vMediaMountDescription

ucsvMediaMountDevice
Type

Choose the device type for vMedia
mount from the list

Device Type

ucsvMediaMountProtocolChoose the protocol for vMedia Mount
from the list

Protocol

ucsvMediaMount
AuthenticationProtocol

Choose the authentication protocol for v
Media Mount from the list

Authentication
Protocol

Ygen_text_inputEnter a hostname or IP address for the v
Media mount

Hostname/IP
Address

ucsvMediaMountImage
NameVariable

Choose the image name variable to use
when adding the vMedia mount

ImageName
Variable

Ygen_text_inputEnter remote file name for adding v
Media mount

Remote File

Ygen_text_inputEnter the remote path for the vMedia
mount

Remote Path

gen_text_inputEnter a user name for the vMedia mountUsername

passwordEnter a password for the vMedia mountPassword

Outputs

TypeDescriptionOutput

ucsvMediaPolicyIdentityUCS vMedia Policy IdentityOP_UCS_vMEDIA_POLICY_
IDENTITY

ucsvMediaMountIdentityUCS vMedia Mount IdentityOP_UCS_vMEDIA_MOUNT_
IDENTITY
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Add vNIC to UCS Service Profile
Summary

Add a vNIC to a UCS service profile.
Description

This task adds a vNIC to a UCS service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfile
Identity

Choose the UCSM Service Profile to
which to add the vNIC

Service Profile

Ygen_text_inputEnte the new vNIC namevNIC Name

YucsMacPoolIdentityChoose the MAC Pool from the listMAC Pool

YucsFabricInterconnect
Identity

Choose the Fabric ID. Choose A or B.Fabric ID

Check to Enable FailoverEnable Failover

YucsVlanIdentityChoose the VLAN from the listVLANs

Choose the Native VLANSet as Native VLAN

Ygen_text_inputEnter anMTU value. Specify an integer
between 1500 and 9000.

MTU

ucsPinGroupIdentityChoose the Pin Group from the listPin Group

Specify Adapter PolicyAdapter Policy

Choose QoS PolicyQoS Policy

Choose Network Control PolicyNetwork Control Policy

Choose Stats Threshold PolicyStats Threshold Policy

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY

gen_text_inputvNIC NAMEOUTPUT_VNIC_NAME

ucsVlanIdentityVLAN IDENTITYOUTPUT_VLAN_IDENTITY

ucsMacPoolIdentityMACPOOL IDENTITYOUTPUT_MAC_POOL_
IDENTITY

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's v
NIC that was created as part of
service profile.

OUTPUT_SP_VNIC_IDENTITY
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Associate Storage Profile to Service Profile
Summary

Associate a storage profile with a service profile.
Description

This task associates a storage profile to a service profile. The storage profile must be supported by the
UCS Manager.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose a UCSM service profile to be
associated with the storage profile

Service Profile

YstorageProfileIdentityChoose the storage profile to be
associated with service profile

Storage Profile

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY

storageProfileIdentityUCS Storage Profile IdentityOP_UCS_STORAGE_PROFILE
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Associate UCS Service Profile
Summary

Associate a service profile with a server.
Description

This task associates a service profile with a server. Output of this task is the MAC Address assigned to
the server by the service profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the service profile to associate
with the server or server pool.

Service Profile

Choose the server or server-pool to
define the selection scope

Server Selection
Scope

YucsServerIdentityChoose the server to associate with the
service profile

Server

YucsServerPoolIdentityChoose the server pool to associate with
the service profile

Server Pool

ucsServerPool
QualificationIdentity

Choose the server pool policy
qualification

Server Pool Policy
Qualification

Outputs

TypeDescriptionOutput

gen_text_inputMAC Address of the UCS Server to
which Service Profile is associated.

OUTPUT_UCS_BLADE_MAC_
ADDRESS

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY

gen_text_inputUCS Server OutbandManagement IP
address

UCS_SERVER_OUTBAND_
MGMT_IP_ADDRESS

ucsServerPool
QualificationIdentity

UCS Server Qualification Policy
Identity

SERVER_QUALIFICATION_
POLICY_IDENTITY
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Associate UCS Service Profile Template
Summary

Associate a service profile template with a server pool.
Description

This task associates a service profile template with a server pool. Output of this task is the identity of
the service profile template.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileTemplate
Identity

Select Service Profile TemplateService Profile Template

YucsServerPoolIdentitySelect Server Pool to associate
Service Profile Template

Server Pool

ucsServerPoolQualification
Identity

Select Server Pool Policy
Qualification

Server Pool Policy
Qualification

Outputs

TypeDescriptionOutput

ucsServerPoolIdentityUCS Server Pool IdentitySERVER_POOL_IDENTITY

ucsServiceProfileTemplate
Identity

UCS Service Profile Template
Identity

SERVICE_PROFILE_TEMPLATE_
IDENTITY

ucsServerPoolQualification
Identity

UCS Server Qualification Policy
Identity

SERVER_QUALIFICATION_
POLICY_IDENTITY
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Bind UCS Service Profile to Template
Summary

Bind a UCS service profile to a template.
Description

This task binds a UCS service profile to a service profile template.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCS Service Profile
from the list

Service Profile

YucsServiceProfileTemplate
Identity

Choose the UCS Service Profile
Template to bind

Service Profile
Template

Outputs

TypeDescriptionOutput

ucsAccountNameName of the Account on which the
selected operation was performed

ACCOUNT_NAME

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_
IDENTITY

ucsServiceProfileTemplate
Identity

UCS Service Profile Template IdentitySERVICE_PROFILE_
TEMPLATE_IDENTITY
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Bind UCS ServiceProfile vNIC to Template
Summary

Bind a UCS service profile vNIC to a template.
Description

This task binds a UCS service profile vNIC to a vNIC template.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCS Service Profile
from the list

Service Profile

YucsServiceProfilev
NICIdentity

Choose the UCS Service Profile v
NIC from the list

Service Profile vNIC

YUcsVNICTemplateIdentityChoose the vNIC Template from the
list

vNIC Template

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_
IDENTITY

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC
that was created as part of service
profile.

OUTPUT_SP_VNIC_
IDENTITY

UcsVNICTemplateIdentityUCS vNIC Template IdentityOP_UCS_VNIC_TEMPLATE
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Change UCS Maintenance Policy
Summary

Change a maintenance policy.
Description

This task changes the maintenance policy of a service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCS service profile
from the list

Service Profile

YUcsMaintenancePolicyIdentityChoose the maintenance policy to
change

Maintenance Policy

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY
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Check UCS Service Profile Association Status
Summary

Check a UCS service profile association status.
Description

This task checks a UCS service profile association status.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsMultiServiceProfile
Identity

Choose the service profile from list
to check the association status

Service Profiles

Outputs

TypeDescriptionOutput

ucsMultiServerIdentityUCS Multi Server IdentityMULTI_SERVER_IDENTITY
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Clone UCS Boot Policy
Summary

Create a clone of a selected UCS boot policy.
Description

This task clones an existing boot policy, creating an identical new boot policy. Output of this task is the
name of the newly created boot policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsBootPolicyIdentityChoose the Master Boot Policy
from the list

Master Boot Policy Name

Ygen_text_inputEnter a name for the Clone Boot
Policy

Clone Boot Policy Name

Outputs

TypeDescriptionOutput

ucsBootPolicyIdentityUCS Boot Policy IdentityBOOT_POLICY_IDENTITY
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Clone UCS Service Profile
Summary

Clone a UCS service profile.
Description

This task clones a UCS service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentitySelect UCS Service Profile to cloneService Profile

Ygen_text_inputEnter the UCS service profile nameClone Service Profile
Name

YucsOrganizationIdentityChoose theUCSMorganization under
which to create the service profile

Organization

Outputs

TypeDescriptionOutput

gen_text_inputName of the Service Profile on which
the selected operation was performed

SERVICE_PROFILE_NAME

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsServiceProfileIdentityUCS Service Profile Identity createdSERVICE_PROFILE_
IDENTITY1
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Clone UCS Service Profile Template
Summary

Clone a UCS service profile template.
Description

This task clones an existing UCS Manager service profile template. Output of this task is the service
profile template identity of the cloned service profile template.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileTemplate
Identity

Choose Service Profile
Template

Service Profile Template

Ygen_text_inputEnter service profile template
name.

Service Profile Template
Name

YucsOrganizationIdentityChoose OrganizationOrganization

Outputs

TypeDescriptionOutput

gen_text_inputName of new Service Profile
Template

NEW_SERVICE_PROFILE_
TEMPLATE_NAME

ucsServiceProfileTemplate
Identity

UCS Service Profile Template
Identity

SERVICE_PROFILE_TEMPLATE_
IDENTITY

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsServiceProfileTemplate
Identity

UCS Service Profile Template
Identity created

NEW_SERVICE_PROFILE_
TEMPLATE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
979

Cisco UCS Tasks
Clone UCS Service Profile Template



Collect UCS Chassis Inventory
Summary

This task fetches a UCS chassis inventory.
Description

This task fetches the chassis inventory for a UCS Manager account.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentityChoose a UCSM account for which
to collect chassis inventory

UCSM Account

Outputs

TypeDescriptionOutput

ucsAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME
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Configure UCS Server Port
Summary

Configure a UCS fabric port as a server port.
Description

This task enables the UCS fabric port and configures it as a server port.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsFabricPortIdentityChoose one or more ethernet ports to
configure as server ports

Ethernet Ports

Outputs

TypeDescriptionOutput

ucsFabricPortIdentityUCS Fabric Port IdentityUCS_FABRIC_PORT_IDENTITY
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Create UCS Boot Policy
Summary

Create a new UCS boot policy.
Description

This task creates a new UCS boot policy to specify the boot order for a server.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_
input

Enter a name for the Boot PolicyPolicy Name

Enther the description for Boot PolicyPolicy Description

Yucs
Organization
Identity

Choose the UCSMOrganization to put the
Boot Policy under

Organization

Check Reboot On Order ChangeReboot On Order Change

Check Enforce vNIC/vHBA NameEnforce vNIC/vHBA Name

UCSServer
BootModes

Choose the Boot Mode from the listBoot Mode

Check Boot SecurityBoot Security

Add Boot DeviceAdd Boot Device

Check to add CD ROM to the boot orderAdd CD ROM

Check to add local CD/DVD to the boot
order

Add Local CD/DVD

Check to add remote CD/DVD to the boot
order

Add Remote CD/DVD

Check to add floppy disk to the boot orderAdd Floppy Disk

Check to add local floppy disk to the boot
order

Add Local Floppy Disk

Check to add remote floppy disk to the
boot order

Add Remote Floppy Disk

BooleanCheck to add local disk to the boot orderAdd Local Disk

Check to add local LUN to the boot orderAdd Local Lun

Check to add primary local LUN to the
boot order

Add Primary Local Lun

Check to add a secondary local LUN to
the boot order

Add Secondary Local Lun

Check to add a local JBOD to the boot
order

Add Local JBOD
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MandatoryMappable To
Type

DescriptionInput

Check to add an SD card to the boot orderAdd SD Card

Check to add internal USB to boot orderAdd Internal Usb

Check to add external USB to the boot
order

Add External Usb

Check to add an embedded local LUN to
the boot order

Add Embedded Local LUN

Check to add an embedded local disk to
the boot order

Add Embedded Local Disk

Check to add NVMe to the boot orderAdd NVMe

Check to add remote virtual to the boot
order

Add Remote Virtual Drive

Check to add a CIMC mounted CD/DVD
to the boot order

Add CIMCMounted CD/DVD

Check to add a CIMC mounted HDD to
the boot order

Add CIMC Mounted HDD

Check to add primary LAN boot to the
boot order

Add Primary LAN Boot

gen_text_
input

Enter a vNIC name for primary LAN boot
for the boot policy

Primary vNIC

Check to add secondary LAN boot to the
boot order

Add Secondary LAN Boot

gen_text_
input

Enter a vNIC name for secondary LAN
boot for the boot policy

Secondary vNIC

Check to add SAN boot to the boot orderAdd SAN Boot

Check to add primary SAN boot to the
boot order

Add Primary SAN Boot

gen_text_
input

Enter a vHBAname for primary SAN boot
for the boot policy

Primary vHBA

Check to add primary SAN boot target
primary

Add Primary SAN Boot Target
Primary

gen_text_
input

Enter the target LUN IDPrimary Boot Target LUN
Primary

gen_text_
input

Enter the target WWPNPrimary Boot Target WWPN
Primary

Check to add primary SAN boot target
secondary

Add Primary SAN Boot Target
Secondary

gen_text_
input

Enter the target LUN IDPrimary Boot Target LUN
Secondary
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MandatoryMappable To
Type

DescriptionInput

gen_text_
input

Enter the target WWPNPrimary Boot Target WWPN
Secondary

Check to add secondary SAN boot to the
boot order

Add Secondary SAN Boot

gen_text_
input

Enter vHBA name for secondary SAN
boot

Secondary vHBA

Check to add secondary SAN boot target
primary

Add Secondary SAN Boot
Target Primary

gen_text_
input

Enter the target LUN IDSecondary Boot Target LUN
Primary

gen_text_
input

Enter the target WWPNSecondary Boot TargetWWPN
Primary

Check to add secondary SAN boot target
secondary

Add Secondary SAN Boot
Target Secondary

gen_text_
input

Enter the target LUN IDSecondary Boot Target LUN
Secondary

gen_text_
input

Enter the target WWPNSecondary Boot TargetWWPN
Secondary

Check to add iSCSI boot to the boot orderAdd Iscsi Boot

gen_text_
input

Enter the primary iSCSI vNICAdd Primary Iscsi Vnic

Check to add secondary iSCSI boot to the
boot order

Add Iscsi Boot

gen_text_
input

Enter the secondary iSCSI vNICAdd Secondary Iscsi Vnic

Check to add EFI shell to the boot orderAdd EFI Shell

Outputs

TypeDescriptionOutput

ucsBootPolicyIdentityUCS Boot Policy IdentityBOOT_POLICY_IDENTITY
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Create UCS Disk Group Policy
Summary

Create a UCS Disk Group Policy.
Description

This task creates a UCSDisk Group Policy. The user selects Organization, RAID Level, and Configuration
Type. If 'Automatic' is selected as the Disk Group Configuration Type, then the user needs to select
further inputs, including Number of Drives, Drive Type, Number of Dedicated Hot Spares, Number of
Global Hot Spares, Min Drive Size (GB), Use Remaining Disks, and Use JBOD Disks. If 'Manual' is
selected as the Disk Group Configuration, then the user needs to select inputs including Slot Number,
Role, and Span ID. The Virtual Drive Configuration includes Strip Size (KB), Access Policy, Read
Policy, Write Cache Policy, IO Policy, Drive Policy, and Security. The output of this task is the new
Disk Group Policy Identity. This task supports a Rollback Action.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter Disk Group Policy nameName

gen_text_inputEnter description for the Disk Group
Policy

Description

YucsOrganizationIdentitySelect UCSMOrganization under which
to create the diskgroup policy

Organization

UCSRaidLevelLOVChoose the RAID level from the listRAID Level

YChoose the disk group configuration
from the list

Disk Group
Configuration Type

Ygen_text_inputEnter the number of drives. Valid range
is between 0 and 60.

Number of Drives

UCSDriveTypeLOVChoose the drive type from the listDrive Type

Ygen_text_inputEnter the number of dedicated hot
spares. Valid range is between 0 and 60.

Number of Dedicated
Hot Spares

Ygen_text_inputEnter the number of global hot spares.
Valid range is between 0 and 60.

Number of Global Hot
Spares

Ygen_text_inputEnter the minimum drive size in GB.
Valid range is between 0 and 10240.

Min Drive Size (GB)

UCSYesNoLOVCheck to choose the remaining disks
from the list.

Use Remaining Disks

UCSYesNoLOVChoose the use JBOD disks Yes/No
from the list

Use JBOD Disks

Create Local Disk ConfigurationLocal Disk
Configuration

UCSStripSizeLOVChoose the stripe size from the listStripe Size (KB)

UCSAccessPolicyLOVChoose the access policy from the listAccess Policy
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MandatoryMappable To TypeDescriptionInput

UCSReadPolicyLOVChosse the read policy from the listRead Policy

UCSWriteCachePolicy
LOV

Choose the write cache policy from the
list

Write Cache Policy

UCSIOPolicyLOVChoose the IO policy from the listIO Policy

UCSDriveCacheLOVChoose the drive cache from the listDrive Cache

UCSYesNoLOVChoose the security Yes/No from the listSecurity

Outputs

TypeDescriptionOutput

UCSDiskGroupPolicyIdentityUCS Disk Group Policy IdentityDISKGROUP_POLICY_
IDENTITY

gen_text_inputUCS Disk Group Policy NameDISKGROUP_POLICY_NAME

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY
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Create UCS Maintenance Policy
Summary

Create a maintenance policy.
Description

This task creates a UCS maintenance policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the maintenance policy nameName

Enter the maintenance policy
description

Description

YucsOrganizationIdentitySelect UCSM Organization under
which to create the maintenance
policy

Organization

YUCSShutdownTimer
Identity

Select timerSoft Shutdown Timer

YUCSStorageConfig
DeploymentIdentity

Select storage config deployment
policy type

Storage Config
Deployment Policy

YUCSRebootIdentitySelect reboot policyReboot Policy

YBooleanCheck to apply the changes on next
boot

On Next Boot

YUCSScheduleIdentitySelect scheduleSchedule

Outputs

TypeDescriptionOutput

UcsMaintenancePolicyIdentityUCSMaintenance Policy IdentityUCS_MAINTENANCE_POLICY_
IDENTITY

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY
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Create UCS Network Control Policy
Summary

Create a UCS network control policy.
Description

This task creates a UCS network control policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter Network Control Policy NameName

YucsAccountNameChoose the UCS account name from the listAccount Name

YucsOrganization
Identity

Choose the UCS organization under which
the network control policy is to be created

Organization

YChoose the CDP from the listCDP

YChoose the Uplink Fail Action from the listAction onUplink Fail

YChoose the Forge from the listForge

Outputs

TypeDescriptionOutput

gen_text_inputUCS Network Control Policy NameNETWORK_CONTROL_
POLICY_NAME

ucsAccountNameName of the Account on which the
selected operation was performed

ACCOUNT_NAME

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsNetworkControlPolicy
Identity

UCS Network Control Policy DNNETWORK_CONTROL_
POLICY_DN_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
988

Cisco UCS Tasks
Create UCS Network Control Policy



Create UCS Organization
Summary

Create a UCS Organization.
Description

This task creates an organization under a UCS Manager account. Output of this task is the identity of
the new organization.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter Name .UCSAnnotationConstants.
ANNOTATION_NAME_16_CHAR

Name

Enter description for the organization.Description

YucsOrganizationIdentityChoose the parent UCSMorganization from
the list

Organization

Outputs

TypeDescriptionOutput

ucsAccountNameName of the Account on which the
selected operation was performed

ACCOUNT_NAME

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_
IDENTITY
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Create UCS QoS Policy
Summary

Create a UCS QoS Policy.
Description

This task creates a UCS QoS Policy. The user selects Organization, Policy Name, Description, Priority,
Burst (Bytes), \ Rate (Kbps), and Host Control. The output of this task is the new QoS Policy Identity
and Name. This task supports a rollback action.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter QoS Policy nameName

Enter a description of QoS policy.Description

YucsOrganizationIdentitySelect the organization where you
want to create the Qos policy

Organization

YUCS_QOS_PRIORITY_LIST_
PROVIDER

Choose a Priority from the listPriority

Ygen_text_inputEnter the valid burst value.Burst(Bytes)

YChoose the Rate typeRate(Kbps)

YUCS_QOSPOLICY_
HOSTCONTROL_
LOVPROVIDER

Choose a Host ControlHost Control

Outputs

TypeDescriptionOutput

UCS_QOS_POLICY_NAMEUCS QOS Policy NameUCS_QOS_POLICY_NAME

ucsQosPolicyIdentityUCS QOS Policy IdentityUCS_QOS_POLICY_IDENTITY
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Create UCS Scrub Policy
Summary

Create a UCS Scrub Policy.
Description

This task creates a UCS Scrub Policy. The user selects Organization, Disk Scrub Supports, BIOS Settings
Scrub, FlexFlash Scrub, Policy Name, and Description. The output of this task is the new Scrub Policy
Identity. This task supports a Rollback Action.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter Scrub Policy nameName

gen_text_inputEnter descriptionDescription

YucsOrganizationIdentityChoose the UCS organization from
the list

Organization

UCSYesNoLOVChoose Yes or No for Disk ScrubDisk Scrub

UCSYesNoLOVChoose Yes or No for BIOS Setting
Scrub

BIOS Settings Scrub

UCSYesNoLOVChoose Yes or No for FlexFlash
Scrub

FlexFlash Scrub

Outputs

TypeDescriptionOutput

ucsScrubPolicyIdentityUCS Scrub Policy IdentitySCRUB_POLICY_IDENTITY

gen_text_inputUCS Scrub Policy NameSCRUB_POLICY_NAME

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY
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Create UCS Server Pool
Summary

Create a UCS server pool.
Description

This task creates a UCS server pool and adds servers to it. Output of this task is the identity of the new
server pool.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a server pool nameServer Pool Name

Enter a server pool descriptionServer Pool Description

YucsOrganizationIdentityChoose the organization for server
pool

Organization

ucsMultiServerIdentityChoose one or more servers from the
list

Servers

Outputs

TypeDescriptionOutput

ucsServerPoolIdentityUCS Server Pool IdentitySERVER_POOL_IDENTITY

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY
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Create UCS Service Profile
Summary

Create a new service profile.
Description

This task creates a new service profile. The user selects Organization, UUID pool, Network Policy,
Storage Policy, PXE boot policy, Blade boot policy, Placement Policy, and other operational policies to
create the service profile. The user can specify the firmware policy to use according to the version of
UCS. The Power State of the server once the service profile is associated can also be specified while
creating a new service profile. PXE boot policy is used first when the service profile is created. In case
of PXE Boot, Blade policies are applied to the service profile after LAN boot is complete. Placement
Policy can be used to specify the vNIC/vHBA placement mapping between vNIC/vHBA and Virtual
Interface Network Cards(vCon). Output of this task is the service profile domain name (DN) followed
by PXE boot policy, blade boot policy, and a list of vHBAs and vSANS for the service profile.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the name of the service profile. The
name must be unique within the
organization.

Service Profile Name

gen_text_inputEnter a description for the profile.Description

YucsOrganization
Identity

Choose OrganizationOrganization

YucsUUIDIdentityChoose the UUID. If no selection is made,
the UUID is assigned from the default
pool.

UUID Assignment

YucsStoragePolicy
Identity

Choose the disk group policy from the listStorage Policy

YucsNetworkPolicy
Identity

Choose the network policy from the listNetwork Policy

Choose the placement policy for mapping
vNICs and vHBAs to interface cards (v
Cons).

Placement Policy

Choose the PXE boot policy from the listPXE Boot Policy

YucsBootPolicy
Identity

Choose the boot policy from listServer Boot Policy

Choose BIOS PolicyBIOS Policy

Choose IPMI Access ProfileIPMI Access Profile

Choose SOL Configuration ProfileSOL Configuration
Profile

Management IP AddressesManagement IP
Addresses
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MandatoryMappable To TypeDescriptionInput

Check this option to use an outband IPv4Outband IPv4

Ygen_text_inputChoose the IPAddress for the UCS service
profile

IP Address

Ygen_text_inputChoose the subnet mask for the UCS
service profile

Subnet Mask

Ygen_text_inputChoose the default gateway for the UCS
service profile

Default Gateway

YChoose an IPv4 or IPv6 IP pool.Outband Pool Name

Check this option to use an inband IPV4
and IPV6 management policy

Inband

YChoose Inband Pool NameInband Pool Name

Ygen_text_inputChoose the IP Address from the listIP Address

Ygen_text_inputChoose the subnet mask from the listSubnet Mask

Ygen_text_inputChoose the default gateway from the listDefault Gateway

Ygen_text_inputEnter an IPV6 address for the UCS service
profile

IPV6 Address

Ygen_text_inputEnter a prefix for the UCS service profilePrefix

Ygen_text_inputEnter the default gateway for the UCS
service profile

Default Gateway

YChoose Inband Pool NameInband Pool Name

Choose Threshold PolicyThreshold Policy

Choose Scrub PolicyScrub Policy

Choose Host Firmware PolicyHost Firmware Policy

Choose Maintenance PolicyMaintenance Policy

Choose Power Control PolicyPower Control Policy

Ygen_text_inputChoose Server Power StateServer Power State

ucsvMediaPolicy
Identity

Choose the vMedia configuration from the
list

vMedia Policy

storageProfile
Identity

Choose the storage profile configuration
from the list

Storage Profile

Outputs

TypeDescriptionOutput

ucsAccountNameName of the Account on which the selected operation was
performed

ACCOUNT_NAME
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TypeDescriptionOutput

ucsOrganization
Identity

UCS Organization IdentityORGANIZATION_
IDENTITY

ucsServiceProfile
Identity

UCS Service Profile IdentitySERVICE_
PROFILE_
IDENTITY

ucsBootPolicy
Identity

Name of the server boot policy that was used for creating
service profile

BLADE_BOOT_
POLICY

ucsBootPolicy
Identity

Name of new Boot Policy createdSP_BOOT_POLICY

ucs_service_profileDN of the Service Profile on which the selected operation
was performed

SERVICEPROFILE_
NAME

gen_text_inputName of the Service Profile onwhich the selected operation
was performed

SERVICE_
PROFILE_NAME

gen_text_inputComma separated Names and WWPNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

OP_CSV_SP_VHBAs

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

SP_VHBA1

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba2@20:00:00:25:b5:00:aa:a1)

SP_VHBA2

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba3@20:00:00:25:b5:00:aa:a1)

SP_VHBA3

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA4

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA5

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA6

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA7

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA8
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TypeDescriptionOutput

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA9

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA10

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan1@120)

SP_VSAN1

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan2@120)

SP_VSAN2

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan3@120)

SP_VSAN3

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan4@120)

SP_VSAN4

gen_text_inputName of Service Profile vNIC.SP_VNIC1

gen_text_inputName of Service Profile vNIC.SP_VNIC2

gen_text_inputName of Service Profile vNIC.SP_VNIC3

gen_text_inputName of Service Profile vNIC.SP_VNIC4

gen_text_inputName of Service Profile vNIC.SP_VNIC5

gen_text_inputName of Service Profile vNIC.SP_VNIC6

gen_text_inputName of Service Profile vNIC.SP_VNIC7

gen_text_inputName of Service Profile vNIC.SP_VNIC8

gen_text_inputName of Service Profile vNIC.SP_VNIC9

gen_text_inputName of Service Profile vNIC.SP_VNIC10

gen_text_inputComma separated Names and WWNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a1)

OUTPUT_SERVICE_
PROFILE_WWN_
LIST

gen_text_inputWWN of the virtual Host Bus Adapter 1 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA1_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 2 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA2_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 3 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA3_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 4 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA4_WWN
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TypeDescriptionOutput

gen_text_inputWWN of the virtual Host Bus Adapter 5 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA5_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 6 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA6_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 7 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA7_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 8 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA8_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 9 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA9_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 10 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA10_WWN

gen_text_inputMACAddress of the UCS Server to which Service Profile
is associated.

OUTPUT_UCS_
BLADE_MAC_
ADDRESS

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 1 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY1

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 2 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY2

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 3 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY3

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 4 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY4

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 5 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY5

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 6 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY6

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 7 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY7

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 8 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY8

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 9 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY9

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 10 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY10
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TypeDescriptionOutput

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC1_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC2_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC3_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC4_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC5_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC6_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC7_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC8_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC9_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC10_MAC

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA1_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA2_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA3_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA4_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA5_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA6_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA7_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA8_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA9_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA10_WWPN

ucsServiceProfile
MultivNICIdentity

UCS Service Profile Multi vNIC IdentitySERVICE_
PROFILE_MULTI_
VNIC_IDENTITY
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Create UCS Service Profile from Template
Summary

Create one or more service profiles from a service profile template.
Description

This task creates one or more new service profiles from a service profile template. For the Updating Type
Global Service Profile template, the workflow task is executed successfully when the number of available
servers is equal to the number of service profiles. The workflow task fails when the number of servers
available for association is less than the number of service profiles. Before failing, the task associates
service profiles (selected at random) to all the available free servers. The workflow task fails when a
service profile captured in the log file is not associated to a server. For the Initial Type Global Service
Profile template, the workflow task is executed successfully even when the number of available servers
is not equal to the number of service profiles. The user enters the prefix for the service profile name and
the number of service profiles to be created, or Create Single SP without appending a suffix. If the user
selects Create Single SP without appending a suffix, a single service profile with the given name is
created. If Create Single SP without appending suffix is not selected, the ID is appended to the service
profile name starting with 1 and incremented by 1 for each service profile. The service profile template
accepts only a semicolon-separated identity string. For example:
UCSMAccountName;OrgDn;ServiceProfileTemplateDn. Output of this task is the list of service profiles,
the service profile domain name (DN) for the first service profile, the boot policy, and lists of vHBAs
and vSANS for the service profile.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter service profile name prefix. All the
service profiles created from this template
will be prefixed with the specified name

Service Profile Name
Prefix

BooleanChoose this option to create Single SP
without appending suffix

Create Single SP without
appending suffix

Ygen_text_inputEnter number of service profiles to be
created from the template

Number of Service
Profiles

YucsOrganization
Identity

Choose OrganizationOrganization

Ygen_text_inputSelect service profile template name from
which to create service profiles

Service Profile Template

Outputs

TypeDescriptionOutput

ucs_service_profileDN of the Service Profiles on which the selected operation
was performed

ALL_
SERVICEPROFILE_
NAMES

ucsServiceProfile
Identity

UCS Service Profile IdentitySERVICE_PROFILE_
IDENTITY
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TypeDescriptionOutput

ucsAccountNameName of the Account on which the selected operation was
performed

ACCOUNT_NAME

ucsOrganization
Identity

UCS Organization IdentityORGANIZATION_
IDENTITY

ucsBootPolicy
Identity

UCS Boot Policy IdentityBOOT_POLICY_
IDENTITY

ucsScrubPolicy
Identity

UCS Scrub Policy IdentitySCRUB_POLICY_
IDENTITY

ucsServiceProfile
OperState

UCS Service Profile Operational StateUCS_SERVICE_
PROFILE_OPER_
STATE

gen_text_inputComma separated Names and WWPNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

OP_CSV_SP_VHBAs

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

SP_VHBA1

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba2@20:00:00:25:b5:00:aa:a1)

SP_VHBA2

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba3@20:00:00:25:b5:00:aa:a1)

SP_VHBA3

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA4

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA5

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA6

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA7

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA8

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA9
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TypeDescriptionOutput

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA10

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan1@120)

SP_VSAN1

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan2@120)

SP_VSAN2

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan3@120)

SP_VSAN3

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan4@120)

SP_VSAN4

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan1)

SP_VHBA1_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan2)

SP_VHBA2_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan3)

SP_VHBA3_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan4)

SP_VHBA4_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan5)

SP_VHBA5_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan6)

SP_VHBA6_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan7)

SP_VHBA7_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan8)

SP_VHBA8_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan9)

SP_VHBA9_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan10)

SP_VHBA10_VSAN

gen_text_inputComma separated Names and WWNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a1)

OUTPUT_SERVICE_
PROFILE_WWN_
LIST

gen_text_inputWWN of the virtual Host Bus Adapter 1 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA1_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 2 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA2_WWN
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TypeDescriptionOutput

gen_text_inputWWN of the virtual Host Bus Adapter 3 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA3_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 4 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA4_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 5 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA5_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 6 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA6_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 7 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA7_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 8 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA8_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 9 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA9_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 10 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA10_WWN

ucs_service_profileDN of the Service Profile on which the selected operation
was performed

SERVICEPROFILE_
NAME

ucsMultiService
ProfileIdentity

UCS Multi Service Profile IdentityUCS_MULTI_
SERVICE_PROFILE_
IDENTITY

gen_text_inputName of the Service Profile onwhich the selected operation
was performed

SERVICE_PROFILE_
NAME

gen_text_inputName of the Service Profiles on which the selected
operation was performed

ALL_SERVICE_
PROFILE_NAMES

gen_text_inputAccount Name and DN's of the Service Profiles on which
the selected operation was performed

ALL_SERVICE_
PROFILE_
ACCOUNTNAME_
DNS

gen_text_inputName of Service Profile vNIC.SP_VNIC1

gen_text_inputName of Service Profile vNIC.SP_VNIC2

gen_text_inputName of Service Profile vNIC.SP_VNIC3

gen_text_inputName of Service Profile vNIC.SP_VNIC4
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TypeDescriptionOutput

gen_text_inputName of Service Profile vNIC.SP_VNIC5

gen_text_inputName of Service Profile vNIC.SP_VNIC6

gen_text_inputName of Service Profile vNIC.SP_VNIC7

gen_text_inputName of Service Profile vNIC.SP_VNIC8

gen_text_inputName of Service Profile vNIC.SP_VNIC9

gen_text_inputName of Service Profile vNIC.SP_VNIC10

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 1 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY1

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 2 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY2

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 3 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY3

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 4 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY4

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 5 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY5

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 6 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY6

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 7 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY7

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 8 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY8

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 9 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY9

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 10 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY10

gen_text_inputMACAddress of the UCS Server to which Service Profile
is associated.

OUTPUT_UCS_
BLADE_MAC_
ADDRESS

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC1_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC2_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC3_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC4_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC5_MAC
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TypeDescriptionOutput

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC6_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC7_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC8_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC9_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC10_MAC

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA1_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA2_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA3_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA4_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA5_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA6_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA7_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA8_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA9_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA10_WWPN

ucsServiceProfile
MultivNICIdentity

UCS Service Profile Multi vNIC IdentitySERVICE_PROFILE_
MULTI_VNIC_
IDENTITY

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY

gen_text_inputUCS Server Outband Management IP addressUCS_SERVER_
OUTBAND_MGMT_
IP_ADDRESS

gen_text_inputUCS Service Profile iSCSI vNIC's IQNISCSI_IQN

gen_text_inputUCS Service Profile iSCSI vNIC's IP AddressISCSI_ADDR

StaticPoolIPPrimary iSCSI Static IP Address.SP_iSCSI_
PRIMARY_IP

subnetMaskPrimary iSCSI Subnet IP Address.SP_iSCSI_
PRIMARY_SUBNET

gen_text_inputPrimary iSCSI Gateway IP Address.SP_iSCSI_
PRIMARY_
GATEWAY
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TypeDescriptionOutput

StaticPoolIPSecondary iSCSI Static IP Address.SP_iSCSI_
SECONDARY_IP

subnetMaskSecondary iSCSI Subnet IP Address.SP_iSCSI_
SECONDARY_
SUBNET

gen_text_inputSecondary iSCSI Gateway IP Address.SP_iSCSI_
SECONDARY_
GATEWAY
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Create UCS Service Profile iSCSI Boot Policy
Summary

Create a UCS service profile boot policy.
Description

This task configures the iSCSI boot policy for a UCS Manager service profile. You can set iSCSI Boot
Parameters and can create iSCSI Static Targets.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfile
Identity

Choose the UCSM service profile to
modify

Service Profile

Check to add a LAN BootAdd LAN Boot

gen_text_inputEnter the primary vNIC name for the
LAN Boot

Primary vNIC

gen_text_inputEnter secondary vNIC name for LAN
Boot

Secondary vNIC

Check to add the primary iSCSI Boot
for the LAN Boot

Add Primary iSCSI Boot

Ygen_text_inputEnter primary iSCSI vNIC name for
primary iSCSI boot

Primary iSCSI vNIC

Check to add secondary iSCSI boot for
LAN Boot

Add Secondary iSCSI
Boot

Ygen_text_inputEnter secondary iSCSI vNIC name for
secondary iSCSI Boot

Secondary iSCSI vNIC

YCheck to Set Boot ParametersSet Boot Parameters

Set iSCSI Boot ParametersSet iSCSI Boot Parameters

ucsIscsiAuthentication
ProfileIdentity

Choose the authentication profile from
the list

Authentication Profile

YucsIqnPoolIdentityChoose the initiator name assignement
from the list

Initiator Name
Assignment

Ygen_text_inputChoose the IP address policy from the
list

Initiator IP Address Policy

Create iSCSI Static TargetCreate iSCSI Static Target

gen_text_inputChoose the storage account type from
the list

Select Storage Account
Type

ISCSI Supported
Storage Accounts

Choose the filer name.Select Storage Account

netappClusterVServer
Identity

Choose the SVM from which the i
SCSI boot policy is to be created

SVM Name
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MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose the iSCSI target name from
the list

iSCSI Target Name

Ygen_text_inputEnter PortPort

ucsIscsiAuthentication
ProfileIdentity

Choose the authentication profile from
the list

Authentication Profile

Ygen_text_inputChoose the iSCSI enabled VLAN IP
from the list

IPv4 Address

Ygen_text_inputEnter LUN IdLUN Id

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_
IDENTITY

gen_text_inputUCS Service Profile iSCSI vNIC's IQNISCSI_IQN

gen_text_inputUCS Service Profile iSCSI vNIC's IP
Address

ISCSI_ADDR
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Create UCS VLAN Group
Summary

Create a VLAN Group.
Description

This task creates a VLAN Group.
Inputs

MandatoryMappable To TypeDescriptionInput

Choose Account NameAccount Name

Ygen_text_inputEnter Name .UCSAnnotationConstants.
ANNOTATION_NAME_32_CHAR

Name

gen_text_inputChoose one or more VLANsVLANs

gen_text_inputSelect Native VLANNativeVLAN

Check to add uplink ports to the VLAN
group

Uplink Ports

Check to add port channels to the VLAN
group

Port Channels

Outputs

TypeDescriptionOutput

ucsVlanGroupIdentityVLAN Group Identity.VLAN_GROUP_IDENTITY
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Create UCS vMedia Policy
Summary

Create a UCS vMedia Policy.
Description

The task creates a UCS vMedia policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the vMedia policy name. Policy name
can be alphanumeric, no more than 16

Name

characters and can include the following
special characters: _, -, . and :, .

gen_text_inputEnter description for vMedia policyPolicy Description

YucsOrganization
Identity

Choose the UCSM organization from the list
under which to create the vMedia policy

Organization

ucsVmediaRetryCheck to set retry mode for the vMedia policyRetry on Mount
Failure

Outputs

TypeDescriptionOutput

ucsvMediaPolicyIdentityUCS vMedia Policy IdentityOP_UCS_vMEDIA_POLICY_
IDENTITY
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Create iSCSI IP Pool Block
Summary

Create an iSCSI IP pool block.
Description

This task creates an iSCSI IP pool block.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentityChoose the UCSAccount name from
the list

UCS Account Name

Yipv4AddressEnter IP AddressFrom

Ygen_text_inputEnter range of the IP Addresses to be
created

Size

Yipv4AddressEnter subnet mask addressSubnet Mask

Yipv4AddressEnter default gateway addressDefault Gateway

Yipv4AddressEnter Primary DNSPrimary DNS

Yipv4AddressEnter Secondary DNSSecondary DNS

Outputs

TypeDescriptionOutput

UCS_ISCSI_IP_POOL_BLOCK_
IDENTITY

UCS iSCSI IP Pool Block
Identity

OUTPUT_ISCSI_IP_POOL_
IDENTITY
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Delete LUNs From Server
Summary

Delete LUNs From a server.
Description

This task deletes orphaned LUNs From a server. Inputs are the server identity (required), a Boolean flag
to delete all LUNs from the server (default is TRUE, Delete All LUNs), and a multi-select list of LUNs
to delete. Output is a multi-select list of LUNs that were deleted.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerIdentityChoose the server from the listServer

BooleanCheck to delete all orphaned LUNs from
the selected server. Uncheck to select
individual LUNs to delete.

Delete All LUNs

ucsMultiLunIdentityChoose the LUN from the listLUNs

Outputs

TypeDescriptionOutput

ucsMultiLunIdentityUCS Multi Lun IdentityLUN_IDENTITY
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Delete NTP Server from UCSM
Summary

Delete an NTP server from UCS Manager.
Description

This task deletes an NTP server from UCS Manager.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsTimeZoneIdentityChoose the NTP server to be
deleted

NTP Server

Outputs

No Outputs
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Delete Servers from UCS Server Pool
Summary

Delete servers from a UCS server pool.
Description

This task removes one or more servers from a UCSManager server pool. Output of this task is the identity
of the modified server pool.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerPoolIdentityChoose the server pool from which to
delete the servers

Server Pool

YucsMultiServerIdentityChoose one or more servers from the
list to be deleted

Servers

Outputs

TypeDescriptionOutput

ucsServerPoolIdentityUCS Server Pool IdentitySERVER_POOL_IDENTITY
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Delete UCS Boot Policy
Summary

Delete a UCS boot policy.
Description

This task deletes a boot policy. Output of this task is the identity of the deleted boot policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsBootPolicyIdentityChoose the UCSM boot policy to
be deleted

Boot Policy

Outputs

TypeDescriptionOutput

ucsBootPolicyIdentityUCS Boot Policy IdentityBOOT_POLICY_IDENTITY
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Delete UCS Disk Group Policy
Summary

Delete a UCS Disk Group Policy.
Description

This task deletes a UCS Disk Group Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCSDiskGroupPolicyIdentitySelect UCS Disk Group policy
to delete

Disk Group Policy

Outputs

TypeDescriptionOutput

UCSDiskGroupPolicyIdentityUCS Disk Group Policy IdentityDISKGROUP_POLICY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS Firmware
Summary

Delete one or more UCS firmware bundles and the related firmware packages.
Description

This task deletes one or more firmware bundles. The firmware package matching each of the firmware
bundle file names is also deleted.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentityChooseUCSManager account nameAccount Name

YucsFirmwareDownloadTask
Identity

Choose firmware files to delete from
the firmware download task

Firmware Bundle

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS Iqn Pool
Summary

Delete a UCS Iqn pool.
Description

This task deletes a UCS Iqn Pool.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsIqnPoolIdentityChoose the UCS IQN pool from
the list

Iqn Pool

Outputs

TypeDescriptionOutput

ucsIqnPoolIdentityUCS IQN Pool IdentityUCS_IQN_POOL

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS Maintenance Policy
Summary

Delete a UCS maintenance policy.
Description

This task deletes a UCS maintenance policy from UCS Manager.
Inputs

MandatoryMappable To TypeDescriptionInput

YUcsMaintenancePolicyIdentitySelect UCSM Maintenance
Policy to be deleted

Maintenance Policy

Outputs

TypeDescriptionOutput

UcsMaintenancePolicy
Identity

UCSMaintenance Policy IdentityUCS_MAINTENANCE_POLICY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS Manager Account
Summary

Delete a UCS Manager Account.
Description

This task deletes a UCS Manager account.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentityChoose the UCSM account to be
deleted

UCS Account Name

Outputs

TypeDescriptionOutput

ucsAccountIdentityUCS Account IdentityUCS_ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS Network Control Policy
Summary

Delete a UCS network control policy.
Description

This task deletes a UCS network control policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsNetworkControlPolicy
Identity

Choose the network control
policy to be deleted

Network Control
Policy

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS Organization
Summary

Delete a UCS Organization.
Description

This task deletes a UCS Organization.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsOrganizationIdentityChoose the UCSM organization
to be deleted

Organization

Outputs

TypeDescriptionOutput

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS QoS Policy
Summary

Delete a UCS QoS Policy.
Description

This task deletes a UCS QoS Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsQosPolicyIdentitySelect QoS Policy to deleteQoS Policies

Outputs

TypeDescriptionOutput

ucsQosPolicyIdentityUCS QOS Policy IdentityUCS_QOS_POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS Scrub Policy
Summary

Delete a UCS Scrub Policy.
Description

This task deletes a UCS Scrub Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsScrubPolicyIdentityChoose the scrub policyScrub Policy

Outputs

TypeDescriptionOutput

ucsScrubPolicyIdentityUCS Scrub Policy IdentitySCRUB_POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS Server Pool
Summary

Delete a UCS server pool.
Description

This task deletes a UCS server pool from UCSManager. Output of this task is the identity of the deleted
server.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerPoolIdentityChoose the UCSM server pool to
be deleted

Server Pool

Outputs

TypeDescriptionOutput

ucsServerPoolIdentityUCS Server Pool IdentitySERVER_POOL_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS Service Profile
Summary

Delete a UCS service profile.
Description

This task deletes a service profile. If the service profile is associated with a server, it is first dissociated
from the server, then deleted. Output of this task is the name of the deleted service profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCSM service profile
to be deleted

Service Profile

Outputs

TypeDescriptionOutput

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS Service Profile Template
Summary

Delete a UCS service profile template.
Description

This task deletes a UCS service profile template.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileTemplate
Identity

Select UCSM service profile
template to Delete

Service Profile
Template

Outputs

TypeDescriptionOutput

ucsServiceProfileTemplate
Identity

UCS Service Profile Template
Identity

SERVICE_PROFILE_
TEMPLATE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS Storage Profile
Summary

Delete a UCS storage profile.
Description

This task deletes a storage profile from a UCS Manager account.
Inputs

MandatoryMappable To TypeDescriptionInput

YstorageProfileIdentityChoose the storage profile to be
deleted

Storage Profile

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS VLAN
Summary

Delete a UCS VLAN.
Description

This task deletes a VLAN from UCS and from its managed objects. Output of this task is the ID of the
deleted VLAN.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsVlanIdentitySelect VLAN to be deletedVLAN

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS VLAN Group
Summary

Delete a UCS VLAN Group.
Description

This task deletes a UCS VLAN Group from UCS Manager.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsVlanGroupIdentityChoose the UCS VLAN group to
be deleted

VLAN Group

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS VLAN from vNIC Template
Summary

Delete a vLAN from a vNIC template.
Description

This task deletes a vLAN from a vNIC template.
Inputs

MandatoryMappable To TypeDescriptionInput

YUcsVNICTemplateIdentitySelect vNIC Template to delete
VLAN

vNIC Template

YUcsVNICTemplateMulti
VLANIdentity

Select vNIC Template VLANvNICTemplateVLAN

Outputs

TypeDescriptionOutput

UcsVNICTemplateMulti
VLANIdentity

UCS vNIC Template VLAN
Identity

OP_UCS_VNIC_TEMPLATE_
MULTI_VLAN_IDENTIY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS vMedia Policy
Summary

Delete a UCS vMedia Policy.
Description

The task deletes a vMedia policy. Input is the identity of the vMedia policy to delete.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsvMediaPolicyIdentityChoose the vMedia policy+C310
to be deleted

vMedia Policy

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCS vNIC Template
Summary

Delete a UCS vNIC template.
Description

This task deletes a UCS vNIC template.
Inputs

MandatoryMappable To TypeDescriptionInput

YUcsVNICTemplateIdentityChoose the vNIC template to be
deleted

vNIC Template

Outputs

TypeDescriptionOutput

UcsVNICTemplateIdentityUCS vNIC Template IdentityOP_UCS_VNIC_TEMPLATE

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VLAN from UCS Service Profile
Summary

Delete a VLAN from a service profile.
Description

This task deletes a VLAN from a service profile vNIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfile
Identity

Choose Service ProfileService Profile

YSelect Switch IDSwitch ID

YSelect VLAN ID to delete from
Service Profile

VLAN ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VLAN from UCS Service Profile vNIC
Summary

Remove a VLAN from a service profile vNIC.
Description

This task removes a VLAN from a service profile vNIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfilevNICIdentitySelect Service Profile vNIC to
delete VLAN

Service Profile vNIC

YucsVlanIdentitySelect VLANVLAN

Outputs

TypeDescriptionOutput

ucsVlanIdentityVLAN IDENTITYOUTPUT_VLAN_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VLANS from UCS VLAN Group
Summary

Delete VLANs from a VLAN Group.
Description

This task deletes VLANs from a VLAN Group.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsVlanGroupIdentityChoose theUCSVLANgroup from
the list

VLAN Group

YucsVlanGroupMultiVlan
Identity

Choose the UCS VLAN to be
deleted

VLAN

Outputs

TypeDescriptionOutput

ucsVlanGroupIdentityVLAN Group Identity.VLAN_GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete iSCSI IP Pool Block
Summary

Delete an iSCSI IP pool block.
Description

This task deletes an iSCSI IP pool block.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_ISCSI_IP_POOL_BLOCK_
IDENTITY

Choose the iSCSI IP pool from
the list

iSCSI IP Pool

Outputs

TypeDescriptionOutput

UCS_ISCSI_IP_POOL_BLOCK_
IDENTITY

UCS iSCSI IP Pool Block
Identity

OUTPUT_ISCSI_IP_POOL_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete iSCSI vNIC from UCS Service Profile
Summary

Delete an iSCSI vNIC from a UCS service profile.
Description

This task deletes an iSCSI vNIC from a UCS service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileiSCSIv
NICIdentity

Choose the iSCSI vNIC to be
deleted from the service profile

Service Profile iSCSI
vNIC

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete vHBA from UCS Service Profile
Summary

Delete a vHBA from a UCS Service Profile.
Description

This task deletes a vHBA from a UCS Service Profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCS service profile from
the list

Service Profile

YucsServiceProfilev
HBAIdentity

Choose the vHBA to be deleted from
the UCS service profile

Service Profile v
HBA

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete vMedia Mount from UCS vMedia Policy
Summary

Delete one or more vMedia mounts from a UCS vMedia policy.
Description

The task deletes one or more vMedia mounts from a UCS vMedia policy. Inputs are the vMedia policy
identity and multiple identities of vMedia mounts to delete. The task outputs the modified vMedia policy
identity.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsvMediaPolicyIdentityChoose the vMedia policy from
the list

vMedia Policy

YucsvMediaMountIdentityChoose the vMedia mounts be
deleted

vMedia Mounts

Outputs

TypeDescriptionOutput

ucsvMediaPolicyIdentityUCS vMedia Policy IdentityOP_UCS_vMEDIA_POLICY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete vNIC from UCS Service Profile
Summary

Delete a vNIC from a UCS service profile.
Description

This task deletes a vNIC from a UCS service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfilevNICIdentityChoose the service profile vNIC
to be deleted

Service Profile vNIC

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Disassociate Storage Profile from Service Profile
Summary

Dissociate a storage profile from a service profile.
Description

This task dissociates a storage profile from a service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCSM service profile to be
disassociated from the storage profile

Service Profile

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Disassociate UCS Server
Summary

Dissociates a UCS server from a server pool.
Description

This task dissociates a UCS server from a server pool.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerIdentityChoose the serversServer

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Disassociate UCS Service Profile
Summary

Disassociate a UCS service profile from a server.
Description

This task dissociates a Profile from a server. If on, the server is turned off.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentitySelect UCSM service profile to
Disassociate

Service Profile

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1043

Cisco UCS Tasks
Disassociate UCS Service Profile



Disassociate UCS Service Profile Template
Summary

Dissociate a UCS service profile template.
Description

This task dissociates a UCS service profile template from a UCS server pool.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileTemplate
Identity

Select UCSM SP Template to
Disassociate

Service Profile
Template

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Download UCS Firmware
Summary

Download a UCS firmware image.
Description

This task downloads a firmware image from a remote path. The task waits for download completion or
failure until the configured timeout. The default timeout is 15 minutes. The minimum wait time is 5
minutes and the maximum wait time is 90 minutes.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentityChoose UCSManager account nameAccount Name

ucsFirmwareDownloadTask
ProtocolSelector

Choose protocolProtocol

Ygen_text_inputEnter ServerServer

Ygen_text_inputEnter File NameFile Name

gen_text_inputEnter remote pathRemote Path

gen_text_inputEnter usernameUser

passwordEnter passwordPassword

Ygen_text_inputEnter the length of time the task
should wait. The minimum allowed

Timeout (minutes)

wait time is 5 minutes and the
maximum is 90 minutes.

Outputs

TypeDescriptionOutput

ucsfirmwareDistPackage
Identity

UCS Host Firmware Package
Identity

OP_UCS_FIRMWARE_DIST_
PACKAGE_IDENTITY

ucsFirmwareDownloadTask
Identity

UCS Host Firmware Download
Task Identity

OP_UCS_FIRMWARE_
DOWNLOAD_TASK_IDENTITY

ucsAccountIdentityUCS Account IdentityUCS_ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Get UCS Infra Firmware Upgrade Status
Summary

Get a UCS infra firmware upgrade status.
Description

This task gets the current status of the UCS infra firmware upgrade.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentityChoose UCS Manager account
name

Account Name

Outputs

TypeDescriptionOutput

ucsfirmwarestatusUCS Multi Server Firmware Status
Identity

UCS_FIRMWARE_STATUS

Cisco UCS Director Task Library Reference, Release 6.7
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Get UCS Server Firmware Upgrade Status
Summary

Get the status of the UCS server firmware upgrade.
Description

This task gets the current status of the UCS server firmware upgrade.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentityChooseUCSManager account nameAccount Name

ucsMultiServerIdentitySelect one or more servers from the
list

Servers

Outputs

TypeDescriptionOutput

ucsMultiServerIdentityUCS Multi Server IdentityMULTI_SERVER_IDENTITY

ucsMultiServerIdentityUCS Multi Server Identity (all
affected servers identity)

OP_UCS_MULTI_SERVER_
IDENTITY_ALL

ucsMultiServiceProfile
Identity

UCS Multi Service Profile IdentityUCS_MULTI_SERVICE_
PROFILE_IDENTITY

ucsMultiServiceProfile
Identity

UCS Multi Service Profile Identity
(all affected service profile identity)

OP_UCS_MULTI_SERVICE_
PROFILE_IDENTITY_ALL

ucsfirmwarestatusUCS Multi Server Firmware Status
Identity

UCS_FIRMWARE_STATUS

Cisco UCS Director Task Library Reference, Release 6.7
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Get UCS vMedia Policy
Summary

Get a UCS vMedia Policy.
Description

This task fetches the properties of a UCS vMedia policy. Input is the vMedia policy identity. The task
outputs the vMedia policy identity, properties of the policy, and the vMedia mount identities available
under the vMedia policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsvMediaPolicyIdentitySelect the vMedia policyvMedia Policy

Outputs

TypeDescriptionOutput

ucsvMediaPolicyIdentityUCS vMedia Policy IdentityOP_UCS_vMEDIA_POLICY_
IDENTITY

ucsAccountNameName of the Account on which the
selected operation was performed

ACCOUNT_NAME

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsvMediaPolicyDescriptionUCS vMedia Policy DescriptionUCS_vMEDIA_POLICY_
DESCRIPTION

ucsvMediaPolicyRetryUCS vMedia Policy RetryUCS_vMEDIA_POLICY_RETRY

ucsvMediaMountIdentityUCS vMedia Mount IdentityOP_UCS_vMEDIA_MOUNT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Install UCS Infra Firmware
Summary

Install UCS Infra Firmware.
Description

This task immediately triggers an infrastructure firmware upgrade for a Cisco UCS Manager account.
The task upgrades all infrastructure components in a Cisco UCS domain, including Cisco UCSManager
and all fabric interconnects and I/O modules.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentityChoose a UCS Manager account nameAccount Name

gen_text_inputEnter the descriptionDescription

ucsfirmwareDistPackage
Identity

Choose a Infra Pack.Infra Pack

BooleanCheck to enable force option.Force

BooleanCheck to enable evacuate option. FI
evacuation will be turned OFF at the end
of Auto Install.

Evacuate

Outputs

TypeDescriptionOutput

ucsAccountIdentityUCS Account IdentityUCS_ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Install UCS Server Firmware
Summary

Install UCS server firmware.
Description

This task triggers a firmware upgrade of the UCS managed servers. Servers matching the policies are
upgraded to the selected firmware package versions.

Inputs

MandatoryMappable To
Type

DescriptionInput

YucsAccountIdentityChoose UCS Manager account nameAccount Name

ucsfirmwareDist
PackageIdentity

Choose a B-Series blade server firmware version
if you have blade servers servers managed byUCS
Manager. Firmware upgrades on individual servers

B-Series Blade
Server Firmware

can be controlled by choosing appropriate
firmware packages.

ucsfirmwareDist
PackageIdentity

Choose a C-Series rack-mount server firmware
version if you have rack-mount servers managed
by UCS Manager. Firmware upgrades on

C-Series Rack
Mount Server
Firmware

individual servers can be controlled by choosing
appropriate firmware packages.

YucsFirmwarePolicyChoose host packs that must be modified to the
selected server packages. Selecting the default

Host Firmware
Packages

host firmware package may result in the reboot of
associated service profiles lacking an explicit host
firmware package, as well as the firmware upgrade
of non-associated servers.

Outputs

TypeDescriptionOutput

ucsMultiServerIdentityUCS Multi Server IdentityMULTI_SERVER_IDENTITY

ucsMultiServiceProfile
Identity

UCS Multi Service Profile
Identity

UCS_MULTI_SERVICE_PROFILE_
IDENTITY

ucsAccountIdentityUCS Account IdentityUCS_ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Manage UCS Servers
Summary

Move unmanaged servers to the Managed state.
Description

This task queries all the servers in the Unmanaged state in UCSD and moves them to the Managed state.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsDiscoveredMultiServer
Identity

Select UCS Servers to be
managed

Discovered Servers

Outputs

TypeDescriptionOutput

ucsDiscoveredMultiServer
Identity

UCS Discovered Multi Server
Identity

DISCOVERED_MULTI_SERVER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify UCS Boot Policy LUN ID
Summary

Modify a SAN Target LUN ID for the selected boot policy.
Description

This task modifies a LUN ID for the SAN Target of the selected boot policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsBootPolicyIdentityPXE Boot Policy to be modifiedPXE Boot Policy

YucsBootPolicyIdentityChoose the server boot policy from
the list

Server Boot Policy

Ygen_text_inputEnter the LUN ID to modify.Lun ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Modify UCS Boot Policy WWPN
Summary

Modify the WWPN of a SAN target for a selected boot policy.
Description

This task modifies a world wide port name (WWPN) for the SAN target of the selected boot policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsBootPolicyIdentityChoose the boot policy from the listBoot Policy

gen_text_inputEnter the primary boot target
WWPN primary

Primary Boot Target WWPN
Primary

gen_text_inputEnter the primary boot target
WWPN secondary

Primary Boot Target WWPN
Secondary

gen_text_inputEnter the secondary boot target
WWPN primary

Secondary Boot Target
WWPN Primary

gen_text_inputEnter the secondary boot target
WWPN secondary

Secondary Boot Target
WWPN Secondary

Outputs

TypeDescriptionOutput

ucsBootPolicy
Identity

UCS Boot Policy IdentityBOOT_POLICY_IDENTITY

gen_text_inputPrimary WWN of the virtual Host Bus
Adapter 1 that was created as part of Boot
Policy.

OUTPUT_BOOT_POLICY_SAN_
PRIMARY_PATH_PRIMARY

gen_text_inputSecondary WWN of the virtual Host Bus
Adapter 1 that was created as part of Boot
Policy

OUTPUT_BOOT_POLICY_SAN_
PRIMARY_PATH_SECONDARY

gen_text_inputPrimary WWN of the virtual Host Bus
Adapter 2 that was created as part of Boot
Policy.

OUTPUT_BOOT_POLICY_SAN_
SECONDARY_PATH_PRIMARY

gen_text_inputSecondary WWN of the virtual Host Bus
Adapter 2 that was created as part of Boot
Policy.

OUTPUT_BOOT_POLICY_SAN_
SECONDARY_PATH_
SECONDARY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify UCS Manager Password
Summary

Modify a UCS Manager Password.
Description

This task modifies the password in a UCS Manager account.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentityChoose the UCS account name to
change the password of

UCS Account Name

YpasswordEnter a new passwordNew Password

YpasswordEnter same password to confirmConfirm Password

Outputs

TypeDescriptionOutput

ucsAccountIdentityUCS Account IdentityUCS_ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify UCS Service Profile
Summary

Modify a UCS service profile's pools and policies.
Description

This UCSM task modifies existing service profile pools and policies. The user cannot remove an existing
policy. The task returns the service profile identity and the identities of the modified pools and policies.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose a service profile to modifyService Profile

Enter the service profile descriptionDescription

YucsserverPowerStateChoose the power state to be applied
to the server when a service profile is
associated

Server Power State

ucsUUIDIdentityChoose an UUID Pool from the listUUID Pool

ucsIPPoolIdentityChoose an In-band management IP
Pool IPv4 from the list

In-band Management
IP Pool (IPv4)

ucsIPPoolIdentityChoose an Out-band management IP
Pool IPv4 from the list

Out-bandManagement
IP Pool (IPv4)

ucsIPPoolIdentityChoose an In-band management IP
Pool IPv6 from the list

In-band Management
IP Pool (IPv6)

ucsVlanIdentityChoose a management VLAN from
the list

Management VLAN

ucsIPPoolIdentityChoose an IP pool from the listIP Pool

ucsIqnPoolIdentityChoose an IQN Pool from the listIQN Pool

ucsLanAdapterPolicy
Identity

Choose a LAN adapter policy from the
list

LAN Adapter

ucsSanAdapterpolicy
Identity

Choose a SAN adapter policy from the
list

SAN Adapter

ucsLocalDisk
ConfigurationPolicy

Choose a local disk configuration
policy from the list

Local Disk
Configuration

UcsMaintenancePolicy
Identity

Choose amaintenance policy from the
list

Maintenance

ucsFirmwarePolicyChoose a host firmware package policy
from the list

Host Firmware
Package

ucsBIOSPolicyChoose a BIOS policy from the listBIOS

ucsBootPolicyIdentityChoose a boot policy from the listBoot

ucsScrubPolicyIdentityChoose a scrub policy from the listScrub

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

ucspowerControlPolicyChoose a power control policy from
the list

Power Control

ucsIpmiAccessProfileChoose an IPMI access profile from
the list

IPMI Access Profile

ucsSOLPolicyChoose a serial over LAN policy from
the list

Serial over LAN

ucsStatsThresholdPolicy
Identity

Choose a statistics threshold policy
from the list

Statistics Threshold

ucsvMediaPolicyIdentityChoose a vMedia policy from the listvMedia

storageProfileIdentityChoose a Storage profile from the listStorage Profile

Outputs

TypeDescriptionOutput

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY

ucsUUIDIdentityUCS UUID Pool IdentityUCS_UUID_POOL_IDENTITY

ucsIPPoolIdentityUCS InBand IPv4 Pool IdentityUCS_INBAND_IPV4_POOL_
IDENTITY

ucsIPPoolIdentityUCS InBand IPv6 Pool IdentityUCS_INBAND_IPV6_POOL_
IDENTITY

ucsIPPoolIdentityUCS IPv4 Pool IdentityUCS_MANAGEMENTIP_POOL_
IDENTITY

ucsVlanIdentityUCS Management VLAN
Identity

UCS_MANAGEMENT_VLAN_
IDENTITY

ucsIqnPoolIdentityUCS IQN Pool IdentityUCS_IQN_POOL

ucsLanAdapterPolicyIdentityUCS LAN Adapter Policy
Identity

UCS_LAN_ADAPTER_POLICY_
IDENTITY

ucsSanAdapterpolicyIdentityUCS SAN Adapter Policy
Identity

UCS_SAN_ADAPTER_POLICY_
IDENTITY

ucsBootPolicyIdentityUCS Boot Policy IdentityBOOT_POLICY_IDENTITY

ucsBIOSPolicyUCS Bios Policy IdentityUCS_BIOS_POLICY_IDENTITY

ucsIpmiAccessProfileUCS IPMI Policy IdentityUCS_IPMI_POLICY_IDENTITY

ucsSOLPolicyUCS SOL Policy IdentityUCS_SOL_POLICY_IDENTITY

ucsScrubPolicyIdentityUCS Scrub Policy IdentitySCRUB_POLICY_IDENTITY

ucsFirmwarePolicyUCS Host Firmware Policy
Identity

UCS_HOSTFIRMWARE_POLICY_
IDENTITY
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TypeDescriptionOutput

UcsMaintenancePolicy
Identity

UCSMaintenance Policy IdentityUCS_MAINTENANCE_POLICY_
IDENTITY

ucspowerControlPolicyUCS Power Control Policy
Identity

UCS_POWERCONTROL_POLICY_
IDENTITY

ucsStatsThresholdPolicy
Identity

UCS Threshold Policy IdentityUCS_STATS_THRESHOLD_
POLICY_IDENTITY

ucsLocalDiskConfiguration
Policy

UCS Local Disk Configuration
Policy

LOCAL_DISK_CONFIGURATION_
POLICY

ucsvMediaPolicyIdentityUCS vMedia Policy IdentityOP_UCS_vMEDIA_POLICY_
IDENTITY

storageProfileIdentityUCS Storage Profile IdentityOP_UCS_STORAGE_PROFILE
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Modify UCS Service Profile Boot Policy
Summary

Modify a boot policy of a service profile.
Description

This task modifies a service profile's boot policy. A user can specify the new boot policy for the selected
service profile and modify the service profile with it. This modifies the boot order for the service profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCSM service profile
to modify

Service Profile

YucsBootPolicyIdentityChoose the new boot policy from
the list

Boot Policy

Outputs

No Outputs
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Modify UCS Service Profile Boot Policy to Boot From iSCSI
Summary

Modify a service profile to boot from iSCSI.
Description

This task selects one service profile for modification.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCSM service profile
to modify

Service Profile

Outputs

No Outputs
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Modify UCS Service Profile Scrub Policy
Summary

Modify the scrub policy of a service profile.
Description

This task specifies a new scrub policy for a service profile and modifies the service profile with it.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCSM service profile
to modify

Service Profile

YucsScrubPolicyIdentityChoose the scrub policy from the
list

Scrub Policy

Outputs

No Outputs
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Modify UCS VLAN/VLAN Group Org Permissions
Summary

Modify UCS VLAN/VLAN Group organization permissions.
Description

This task modifies organization permissions for UCS VLANs or VLAN groups.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose theVLAN/VLANgroup from
the list

VLAN/VLANGroup

YucsVlanGroupIdentityChoose the VLAN group from the listVLAN Group

YucsVlanIdentityChoose the VLAN from the listVLAN

ucsMultiOrganization
Identity

Choose the organizations to add
permission to

Organizations

Outputs

No Outputs
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Modify UCS vMedia Policy
Summary

Modify a UCS vMedia Policy.
Description

This task modifies the properties of a UCS vMedia policy. Inputs are the vMedia policy identity, a policy
description, and a retry option. The task outputs the vMedia policy identity, properties of the policy, and
the vMedia mount identities available under the vMedia policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsvMediaPolicyIdentityChoose the vMedia policy to modifyvMedia Policy

YEnter NameName

gen_text_inputEnter description for vMedia policyPolicy Description

ucsVmediaRetryChoose the retry on mount failure
from the list

Retry on Mount Failure

Outputs

TypeDescriptionOutput

ucsvMediaPolicyIdentityUCS vMedia Policy IdentityOP_UCS_vMEDIA_POLICY_
IDENTITY

ucsAccountNameName of the Account on which the
selected operation was performed

ACCOUNT_NAME

ucsvMediaPolicyNameUCS vMedia Policy NameOP_UCS_vMEDIA_POLICY_
NAME

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsvMediaPolicyDescriptionUCS vMedia Policy DescriptionUCS_vMEDIA_POLICY_
DESCRIPTION

ucsvMediaPolicyRetryUCS vMedia Policy RetryUCS_vMEDIA_POLICY_RETRY

ucsvMediaMountIdentityUCS vMedia Mount IdentityOP_UCS_vMEDIA_MOUNT_
IDENTITY
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Modify vMedia Mount of UCS vMedia Policy
Summary

Modify a vMedia mount in a UCS vMedia policy.
Description

This task modifies the properties of a vMedia mount available under a UCS vMedia policy. The task
outputs the vMedia policy identity and the vMedia mount identity.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsvMediaPolicyIdentityChoose the vMedia policy from the
list

vMedia Policy

YucsvMediaMountIdentityChoose the vMedia mount to modifyvMedia Mounts

YEnter NameName

gen_text_inputEnter a description for vMedia mountDescription

ucsvMediaMountDevice
Type

Choose the device type for the vMedia
mount

Device Type

ucsvMediaMountProtocolChoose the protocol for the vMedia
mount

Protocol

ucsvMediaMount
AuthenticationProtocol

Choose the authentication protocol
for vMedia Mount from the list

Authentication
Protocol

Ygen_text_inputEnter hostname or IP addressHostname/IP Address

ucsvMediaMountImage
NameVariable

Choose the image name variable for
vMedia mount

ImageName Variable

Ygen_text_inputEnter the remote file nameRemote File

Ygen_text_inputEnter remote path for vMedia mountRemote Path

gen_text_inputEnter user name for vMedia mountUsername

passwordEnter password for vMedia mountPassword

Outputs

TypeDescriptionOutput

ucsvMediaPolicyIdentityUCS vMedia Policy IdentityOP_UCS_vMEDIA_POLICY_
IDENTITY

ucsvMediaMountIdentityUCS vMedia Mount IdentityOP_UCS_vMEDIA_MOUNT_
IDENTITY
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Power Off UCS Server
Summary

Power off a UCS server.
Description

This task powers off a UCS server. The task can be used only when there is a service profile associated
with the server because the task uses the service profile to turn the server power off. Output of this task
is the service profile domain name (DN) for the server.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerIdentityChoose a UCSM server to power
off

Server

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY
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Power On UCS Server
Summary

Power on a UCS server.
Description

This task powers on a UCS server. The task can be used only when there is a service profile associated
with the server because the task uses the service profile to turn the server power on. Output of this task
is the service profile domain name (DN) for the server.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerIdentityChoose a UCSM server to power
on

Server

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY
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Prepare For UCS Firmware Install
Summary

Prepare to install UCS firmware.
Description

This UCSM task copies the selected firmware version from the primary fabric interconnect to the backup
partition of the endpoints and verifies that the firmware image is not corrupt. The update process always
overwrites the firmware in the backup slot.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentityChoose UCS Manager account nameAccount Name

ucsfirmwareDist
PackageIdentity

Choose an A-Series Infrastructure
firmware version that can be applied to
the Infrastructure.

A-Series Infrastructure
Firmware

BooleanSelect Server Firmware

ucsfirmwareDist
PackageIdentity

Choose a B-Series blade server
firmware version if you have blade
servers managed by UCS Manager.

B-Series Blade Server
Firmware

ucsfirmwareDist
PackageIdentity

Choose a C-Series rack-mount server
firmware version if you have
rack-mount servers managed by UCS
Manager.

C-Series Rack Mount
Server Firmware

YucsFirmwarePolicyChoose the host packs to update with
the selected software.

Host Firmware Packages

Outputs

TypeDescriptionOutput

ucsAccountIdentityUCS Account IdentityUCS_ACCOUNT_IDENTITY
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Reacknowledge UCS Server Slot
Summary

Re-acknowledge a slot to rediscover and recommission a server.
Description

This task re-acknowledges a slot, enabling UCS Manager to rediscover and recommission a server in
the slot if the server was decommissioned without removing the physical hardware from the chassis.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsDecommissionedServer
Identity

Choose the serversDecommissioned Server

Outputs

TypeDescriptionOutput

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY
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Rename UCS Service Profile
Summary

Rename a UCS service profile.
Description

This task renames a UCS server profile.
Inputs

MandatoryMappable To
Type

DescriptionInput

YucsServiceProfile
Identity

Select service profile to associate with server
or server pool.

Service Profile

Ygen_text_inputEnter new Service Profile Name.New Service Profile
Name

Check if you want to rename Service Profile
in Affected Workflows

Affected Workflows

YSelect Workflows that you need to replace
new SP Identity

Selected Workflows

Check if you want to rename Service Profile
in Affected Service Requests

Affected SRs

YSelect Service Requests that you need to
replace new Asset Identity

Selected SRs

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_
IDENTITY

gen_text_inputName of the Service Profile on which the
selected operation was performed

SERVICE_PROFILE_NAME

Cisco UCS Director Task Library Reference, Release 6.7
1068

Cisco UCS Tasks
Rename UCS Service Profile



Reset UCS Server
Summary

Reset a UCS server.
Description

This task performs a hard reset on a server regardless of the service profile associated with the server.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerIdentityChoose a UCSM server to power
reset

Server

Outputs

TypeDescriptionOutput

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY
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Select UCS Server
Summary

Select one or more UCS servers from a server pool.
Description

This task selects one or more UCS servers from a server pool. The user specifies whether to select one
server or a list of servers from the server pool. Once the servers are selected, the task checks the conditions
specified in the request. These conditions include the number of CPUs on the server and total memory
on the server. The user can also specify that only unassociated servers are included. Once a list of servers
is created that satisfies all the user conditions, the first server from the list is chosen. That server's domain
name (DN) is delivered as an output of the task.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentityChoose the UCSM account name from the
list

Account Name

Choose the server or server pool to define
the selection scope

Server Selection Scope

YucsServerPool
Identity

Choose the server pools from the listServer Pools

YucsServerIdentityChoose the servers from the listServers

Check to include only unassociated servers
in the server selection

Use Unassociated
Servers Only

Check to include only servers that contain
at least one FCoE-capable interface card

Use for SAN Boot

gen_text_inputEnter the minimum number of CPUs the
server should contain

Number of CPUs

gen_text_inputEnter the minimum memory the server
should contain

Total Memory(GB)

gen_text_inputEnter the minimum enabled cores the server
should contain

Cores Enabled

Outputs

TypeDescriptionOutput

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY

ucsCentralServerIdentityUCS Central Server IdentityUCS_CENTRAL_SERVER_
IDENTITY
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Select UCS Service Profile
Summary

Select a service profile.
Description

This task selects an existing service profile so that actions can be performed on it. Output of this task is
the service profile DN followed by the PXE boot policy, blade boot policy, a list of vHBAs, and vSANs
for the service profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the service profileService Profile

Outputs

TypeDescriptionOutput

ucsServiceProfile
Identity

UCS Service Profile IdentitySERVICE_PROFILE_
IDENTITY

ucsAccountNameName of the Account on which the selected operation was
performed

ACCOUNT_NAME

ucsOrganization
Identity

UCS Organization IdentityORGANIZATION_
IDENTITY

ucs_blade_
network_policy

Name of the server network policy that was used for
creating service profile

BLADE_NETWORK_
POLICY

ucsBootPolicy
Identity

Name of the server boot policy that was used for creating
service profile

BLADE_BOOT_
POLICY

ucsBootPolicy
Identity

Name of new Boot Policy createdSP_BOOT_POLICY

gen_text_inputComma separated Names and WWPNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

OP_CSV_SP_VHBAs

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

SP_VHBA1

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba2@20:00:00:25:b5:00:aa:a1)

SP_VHBA2

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba3@20:00:00:25:b5:00:aa:a1)

SP_VHBA3

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA4
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TypeDescriptionOutput

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA5

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA6

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA7

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA8

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA9

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA10

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan1@120)

SP_VSAN1

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan2@120)

SP_VSAN2

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan3@120)

SP_VSAN3

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan4@120)

SP_VSAN4

gen_text_inputName of Service Profile vNIC.SP_VNIC1

gen_text_inputName of Service Profile vNIC.SP_VNIC2

gen_text_inputName of Service Profile vNIC.SP_VNIC3

gen_text_inputName of Service Profile vNIC.SP_VNIC4

gen_text_inputName of Service Profile vNIC.SP_VNIC5

gen_text_inputName of Service Profile vNIC.SP_VNIC6

gen_text_inputName of Service Profile vNIC.SP_VNIC7

gen_text_inputName of Service Profile vNIC.SP_VNIC8

gen_text_inputName of Service Profile vNIC.SP_VNIC9

gen_text_inputName of Service Profile vNIC.SP_VNIC10

ucs_service_profileDN of the Service Profile on which the selected operation
was performed

SERVICEPROFILE_
NAME
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TypeDescriptionOutput

gen_text_inputComma separated Names and WWNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a1)

OUTPUT_SERVICE_
PROFILE_WWN_
LIST

gen_text_inputVMWare Host IP AddressOUTPUT_
VMWARE_HOST_
IPADDRESS

gen_text_inputMACAddress of the UCS Server to which Service Profile
is associated.

OUTPUT_UCS_
BLADE_MAC_
ADDRESS

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY

gen_text_inputUCS Server Outband Management IP addressUCS_SERVER_
OUTBAND_MGMT_
IP_ADDRESS

gen_text_inputWWN of the virtual Host Bus Adapter 1 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA1_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 2 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA2_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 3 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA3_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 4 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA4_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 5 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA5_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 6 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA6_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 7 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA7_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 8 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA8_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 9 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA9_WWN
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TypeDescriptionOutput

gen_text_inputWWN of the virtual Host Bus Adapter 10 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA10_WWN

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 1 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY1

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 2 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY2

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 3 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY3

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 4 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY4

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 5 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY5

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 6 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY6

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 7 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY7

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 8 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY8

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 9 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY9

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC 10 that was created
as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY10

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC1_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC2_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC3_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC4_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC5_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC6_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC7_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC8_MAC
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TypeDescriptionOutput

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC9_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC10_MAC

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA1_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA2_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA3_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA4_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA5_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA6_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA7_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA8_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA9_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA10_WWPN

ucsServiceProfile
MultivNICIdentity

UCS Service Profile Multi vNIC IdentitySERVICE_PROFILE_
MULTI_VNIC_
IDENTITY

StaticPoolIPPrimary iSCSI Static IP Address.SP_iSCSI_
PRIMARY_IP

subnetMaskPrimary iSCSI Subnet IP Address.SP_iSCSI_
PRIMARY_SUBNET

gen_text_inputPrimary iSCSI Gateway IP Address.SP_iSCSI_
PRIMARY_
GATEWAY

StaticPoolIPSecondary iSCSI Static IP Address.SP_iSCSI_
SECONDARY_IP

subnetMaskSecondary iSCSI Subnet IP Address.SP_iSCSI_
SECONDARY_
SUBNET

gen_text_inputSecondary iSCSI Gateway IP Address.SP_iSCSI_
SECONDARY_
GATEWAY
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Set JBOD to Unconfigured Good
Summary

Set a JBOD to Unconfigured Good.
Description

This task sets one or more of a server's Just a Bunch of Disks (JBOD) to the Unconfigured-good drive
state. Inputs are the server identity (required), a Boolean flag to set all JBOD disks to Unconfigured-good
(default is TRUE, Unconfigure All JBOD Disks), and a multi-select list of JBOD disks to unconfigure.
Output is a multi-select list of JBOD disks that were unconfigured.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerIdentityChoose the server from the listServer

BooleanCheck to unconfigure all disks on the
selected server. Uncheck to select
individual disks to unconfigure.

Unconfigure All
JBOD Disks

ucsMultiDiskIdentityChoose one or more DisksDisks

Outputs

TypeDescriptionOutput

ucsMultiDiskIdentityUCS Multi Disk IdentityDISK_IDENTITY
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Set Time Zone to UCSM
Summary

Set the time zone for UCS Manager.
Description

This task sets the UCS Manager's time zone.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountNameChoose theUCSMAccount from the
list

UCSM

YChoose Time ZoneTime Zone

Outputs

TypeDescriptionOutput

ucsTimeZoneIdentityTime Zone IdentityOUTPUT_TIME_ZONE
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UCS Configure Uplink Port
Summary

Configure a UCS uplink port.
Description

This task configures a UCS uplink port.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsFabricPortIdentityChoose the ethernet ports from
the list

Ethernet Ports

Outputs

TypeDescriptionOutput

ucsFabricPortIdentityUCS Fabric Port IdentityUCS_FABRIC_PORT_IDENTITY
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UCS Server Maintenance
Summary

Move a server to Maintenance mode.
Description

This task selects a UCS server on which to perform a maintenance action. The maintenance action is
optional, but a description of the reason for the change to maintenance is mandatory.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerIdentityChoose the serversServer

gen_text_inputChoose the maintenance actionSelect Maintenance
Action

Ygen_text_inputEnter ReasonReason

Outputs

TypeDescriptionOutput

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY

ucsDecommissionedServer
Identity

UCS Decommissioned Server
Identity

DECOMMISSIONED_SERVER_
IDENTITY
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UCS UnConfigure Port
Summary

UnConfigure the UCS Port.
Description

This task unconfigures a UCS port.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsFabricPortIdentitySelect Ethernet PortsEthernet Ports

Outputs

TypeDescriptionOutput

ucsFabricPortIdentityUCS Fabric Port IdentityUCS_FABRIC_PORT_IDENTITY
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Ucs User Acknowledge Activities
Summary

Acknowledge pending activities.
Description

This task acknowledges pending activities.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountIdentitySelect UCSM Account NameAccount Name

Select Activities Under for
Acknowledge pending activities

Activities Under

BooleanSelect Service Profiles

YucsMultiServiceProfile
Identity

Select service profiles to check
associated with server

Service Profiles

BooleanAcknowledge All

YucsMultiPendingAct
Identity

Select one or more Pending
Activities

Pending Activities

Outputs

TypeDescriptionOutput

ucsAccountIdentityUCS Account IdentityUCS_ACCOUNT_IDENTITY

ucsMultiPendingActIdentityUCS Multi Pending Activity
Identity

PENDING_ACTIVITY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1081

Cisco UCS Tasks
Ucs User Acknowledge Activities



Unbind UCS Service Profile from Template
Summary

Unbind a UCS service profile from a template.
Description

This task unbinds a UCS service profile from a service profile template.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentitySelect UCS Service ProfileService Profile

Outputs

TypeDescriptionOutput

ucsAccountNameName of the Account on which the
selected operation was performed

ACCOUNT_NAME

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_
IDENTITY

ucsServiceProfileTemplate
Identity

UCS Service Profile Template IdentitySERVICE_PROFILE_
TEMPLATE_IDENTITY
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Unbind UCS ServiceProfile vNIC from Template
Summary

Unbind a UCS ServiceProfile vNIC from a template.
Description

This task unbinds a UCS service profile vNIC from a vNIC template.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentitySelect UCS Service ProfileService Profile

YucsServiceProfilevNICIdentitySelect Service Profile vNIC to
Unbind

Service Profile vNIC

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_
IDENTITY

ucsServiceProfilev
NICIdentity

vNIC Identity of service profile's vNIC
that was created as part of service profile.

OUTPUT_SP_VNIC_
IDENTITY
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Unmanage UCS Servers
Summary

Move managed servers to an unmanaged state.
Description

This task releases one or more UCS servers from management. UCS cannot manage servers that are in
the unmanaged state.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsDiscoveredMultiServer
Identity

Select servers to UnmanageDiscovered Servers

Outputs

TypeDescriptionOutput

ucsDiscoveredMultiServer
Identity

UCS Discovered Multi Server
Identity

DISCOVERED_MULTI_SERVER_
IDENTITY
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Verify UCS Server Management State
Summary

Verify a UCS server management state.
Description

This task verifies whether the selected UCS server is managed or unmanaged.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect UCS Server to verify its
Server Management State

Discovered Servers

Outputs

TypeDescriptionOutput

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY
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Compound Tasks

This chapter contains the following sections:

• APIC Container Add LB Server Farm Action, on page 1089
• APIC Container Add LB Service Details, on page 1091
• APIC Container Attached L4L7 Configuration, on page 1092
• APIC Container Attached L4L7 Configuration for Private Network, on page 1093
• APIC Container Configure L4-L7 Services for Private Network, on page 1137
• APIC Container Configure L4L7 Services, on page 1163
• APIC Container Delete Firewall Rule Action, on page 1164
• APIC Container Firewall Rule Action, on page 1166
• APIC Container Multiple Service Configuraiton-DR, on page 1169
• APIC Container Multiple Service Configuration for Private Network, on page 1170
• APIC Container Remove LB Server Farm Action, on page 1205
• APIC Container Setup ASA Devices, on page 1207
• APIC Container Setup Network Devices, on page 1208
• APIC Container Setup VPX Devices, on page 1209
• APIC Container Tier Creation, on page 1210
• APIC Container unmanaged L4L7 Services, on page 1211
• APICContainerResizeVPXVM, on page 1212
• APICContainerSRMSettings, on page 1213
• Add Host to Virtual SAN DvSwitch Network, on page 1214
• Configure APIC Container LB Commands, on page 1217
• Configure APIC L4L7 Device, on page 1218
• Configure APIC Port Channel Members, on page 1220
• Configure LB in HA Mode, on page 1221
• Create NIOC Virtual SAN DvSwitch Network, on page 1222
• Create VSAN Cluster, on page 1226
• Create_Multiple_Export_Rules, on page 1236
• DR Cluster Creation, on page 1237
• DR Cluster with RP Support, on page 1239
• DR Tenant Onboarding - L3 Out, on page 1241
• DR Tenant Onboarding with MSP - VNX, on page 1243
• DR Update Tenant - VNX, on page 1245
• Decommission Virtual SAN Host, on page 1246
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• Decommission Virtual SAN Host and UCS Service Profile, on page 1247
• Decommission Virtual SAN Host and UCS Service Profile from Cluster, on page 1248
• Decommission Virtual SAN Host from Cluster, on page 1249
• Decommission Virtual SAN Multi Host Node, on page 1250
• Delete Container Contract Rule, on page 1251
• Delete HyperFlex VM Dv Port Group, on page 1254
• Delete Hyperflex VM Port Group, on page 1255
• Deploy APIC L4L7 Services, on page 1256
• Deploy APIC L4L7 Services with Templates, on page 1259
• Deploy Transparent Mode APIC L4L7 Services, on page 1273
• EMC-RP-Journal, on page 1284
• EMC_RP_DR_RSet, on page 1285
• Expand VSAN Cluster, on page 1286
• Install ESXi on SD Card, on page 1291
• Install ESXi on SD Card for Virtual SAN, on page 1297
• Install ESXi on SD Card for Virtual SAN using UCSC, on page 1304
• Install ESXi on SD Card using UCSC, on page 1314
• Install ESXi on SD Card with LSI Controller CLI, on page 1323
• Private Network Onboarding, on page 1330
• Private Network Onboarding - L3 Out, on page 1346
• Private Network Onboarding - L3 with Transit L2, on page 1353
• Provision VMware VM, on page 1359
• Reserve Blade on UCSM, on page 1368
• Tenant Onboarding - Datastore Cluster Creation - VNX, on page 1369
• Tenant Onboarding - L2 Out, on page 1370
• Tenant Onboarding - L3 Out, on page 1371
• Update Tenant - Datastore Creation - VNX, on page 1373
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APIC Container Add LB Server Farm Action
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService ContainerSERVICE_CONTAINER

YContainer ServersContainer ServersCONTAINER_SERVERS

YContainer L4 L7 ServiceLoad Balancer IdLOAD_BALANCER_ID

YGeneric Text InputVIP PortVIP_Port

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicDeviceTenantEPGIdentityUpdateServersToLBFarmWrapper_1496.TENANT_
EPG_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

UpdateServersToLBFarmWrapper_1496.TENANT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

Container L4 L7 ServiceUpdateServersToLBFarmWrapper_1496.SERVER_IP_
ADDRESSES

ApicDeviceTenantLoadBalancer
ServerIdentity

UpdateServersToLBFarmWrapper_1496.TENANT_
LOAD_BALANCER_SERVER_IP_IDENTITY

ApicDeviceTenant
EPGL4L7IPv46ParamIdentity

UpdateServersToLBFarmWrapper_1496.VIP_
ADDRESS

gen_text_inputUpdateServersToLBFarmWrapper_1496.VIP_
PROTOCOL

gen_text_inputUpdateServersToLBFarmWrapper_1496.VIP_PORT

gen_text_inputUpdateServersToLBFarmWrapper_1496.OUTPUT_
SSL_LB_ENABLED

ApicTenantL4L7ServiceGraph
NodeIdentity

UpdateServersToLBFarmWrapper_1496.OUTPUT_
SSL_SG_NODE_IDENTITY

ApicDeviceTenant
EPGL4L7IPv46ParamIdentity

UpdateServersToLBFarmWrapper_1496.SSL_VIP_
ADDRESS

ApicDeviceIdentityAddLoadBalancerServiceParametersToEPG_1499.
APIC_ACCOUNT

gen_text_inputAddLoadBalancerServiceParametersToEPG_1499.
TENANT_NAME
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TypeDescriptionOutput

ApicDeviceTenantIdentityAddLoadBalancerServiceParametersToEPG_1499.
TENANT_IDENTITY

gen_text_inputAddLoadBalancerServiceParametersToEPG_1499.
SERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

AddLoadBalancerServiceParametersToEPG_1499.
TENANT_L4L7_SERVICE_GRAPH_NODE_
IDENTITY

gen_text_inputAddLoadBalancerServiceParametersToEPG_1499.
TENANT_EPG

ApicDeviceTenantEPGIdentityAddLoadBalancerServiceParametersToEPG_1499.
TENANT_EPG_IDENTITY

gen_text_inputAddLoadBalancerServiceParametersToEPG_1499.
TENANT_LOAD_BALANCER_SERVER_IP

ApicDeviceIdentityAddLoadBalancerServiceParametersToEPG_5014.
APIC_ACCOUNT

gen_text_inputAddLoadBalancerServiceParametersToEPG_5014.
TENANT_NAME

ApicDeviceTenantIdentityAddLoadBalancerServiceParametersToEPG_5014.
TENANT_IDENTITY

gen_text_inputAddLoadBalancerServiceParametersToEPG_5014.
SERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

AddLoadBalancerServiceParametersToEPG_5014.
TENANT_L4L7_SERVICE_GRAPH_NODE_
IDENTITY

gen_text_inputAddLoadBalancerServiceParametersToEPG_5014.
TENANT_EPG

ApicDeviceTenantEPGIdentityAddLoadBalancerServiceParametersToEPG_5014.
TENANT_EPG_IDENTITY

gen_text_inputAddLoadBalancerServiceParametersToEPG_5014.
TENANT_LOAD_BALANCER_SERVER_IP
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APIC Container Add LB Service Details
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerServiceContainer

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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APIC Container Attached L4L7 Configuration
Summary

N.A
Description

This workflow acts a joint between container parentWF (APIC container Setup) and L4L7 configuration
WFs: 1) Invokes different compound WFs for configuring managed or unmanaged L4L7 services. 2)
ForManaged L4L7 Services, iterate over the required services defined in Application profile and invokes
the L4L7 Configuration WF for each service definition required.

Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService_Container

YGeneric Text InputL4L7_Service_Count

YGeneric Text InputEnable_Network_Mgmt

YGeneric Text InputL4L7_Req_Services

YGeneric Text InputFlag_Configure_L4L7

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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APICContainerAttachedL4L7ConfigurationforPrivateNetwork
Summary

N.A
Description

This workflow acts a joint between container parent WF (Application Provisioning for Private Network)
and L4L7 configuration WFs

Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService_Container

YGeneric Text InputL4L7_Service_Count

YGeneric Text InputEnable_Network_Mgmt

YGeneric Text InputL4L7_Req_Services

YGeneric Text InputFlag_Configure_L4L7

YAPIC Device Tenant Private Network
Identity

Private Network Identity

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

gen_text_inputStartLoop_2078.ITERATION_COUNT_OUTPUT

gen_text_inputStartLoop_2078.ITERATION_INDEX_OUTPUT

gen_text_inputStartLoop_2078.START_LOOP_OUTPUT

serviceRequestIdAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.SUB_SR_ID

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.StartLoop_8460.ITERATION_COUNT_OUTPUT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.StartLoop_8460.ITERATION_INDEX_OUTPUT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.StartLoop_8460.START_LOOP_OUTPUT

serviceRequestIdAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.SUB_SR_ID

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
CONTAINER_NAME
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TypeDescriptionOutput

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER

ApicDeviceTenant
DeviceClusterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_IDENTITY

ApicDeviceTenant
PackageIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.DEVICE_
PACKAGE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_MGMT_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.PORT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.SEC_PORT

ApicDomainProfile
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_DEVICE_SEC_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
CONTEXT_AWARE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_CLUSTER_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ADMIN_USERNAME

passwordAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
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TypeDescriptionOutput
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ADMIN_PASSWORD

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
SEC_INTERFACE_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_USERNAME

passwordAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_PASSWORD

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SEC_MGMT_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_CONCRETE_DEVICE

ApicDomainProfile
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_DEVICE_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SERVICE_TYPE

ApicDeviceCluster
Type

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_DEVICE_TYPE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VM_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SEC_VM_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
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TypeDescriptionOutput
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VM_ID

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SEC_VM_ID

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VCENTER_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_CONTAINER_TIER_LIST

ApicDeviceStaticPath
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_CONCRETE_INTERFACE_STATIC_
PATH_IDENTITY

ApicL4L7Service
Graph

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_

APICASAFunction
ProfileIdentity

3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
SERVICE_GRAPH_ASA_FUNCTION_PROFILE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LOAD_BALANCER_SERVICES

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.SERVICE_
GRAPH

ApicDeviceTenant
FilterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
FILTER_IDENTITY

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
CONTRACT_IDENTITY

ApicTenantContract
SubjectIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
CONTRACT_SUBJECT_IDENTITY
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TypeDescriptionOutput

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER1_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER2_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_PROVIDER_EPG_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_CONSUMER_EPG_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_EXTERNAL_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_EXTERNAL_IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_INTERNAL_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_INTERNAL_IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_INFRA_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_INFRA_IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
INFRA_TIER_NAME
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TypeDescriptionOutput

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_VIP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7WRAPPER_CREATE_DEVICE_CLUSTER

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_INSIDE_INTERFACE_IDENTITY

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_OUTSIDE_INTERFACE_IDENTITY

ApicTenantService
GraphFunctionNode
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SERVICE_GRAPH_FUNCTION_NODE_IDENTITY

ApicL4L7Service
GraphFunctionProfile
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_FUNCTION_PROFILE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_MGMT_PORTGROUP

IPPoolPolicyAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_MGMT_IPPOOL

IPPoolPolicyAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_IPPOOL

IPPoolPolicyAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_LINK_IPPOOL

BooleanAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_MODE
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gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_TYPE

BooleanAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_HA_MODE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_DEPLOYMENT_POLICY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ENABLE_NETWORK_MANAGEMENT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_DEPLOY_ASAV

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_CONFIGURE_LB

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER1

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER2

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER1_GATEWAY_IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER2_GATEWAY_IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_INFRA_TIER_GATEWAY_IP_MASK
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gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TRANSPARENT_MODE

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SERVICE_GRAPH_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_CONTRACT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SERVICE_CHAINING

ApicDeviceTenant
LogicalDevice
ContextIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_LOGICAL_DEVICE_CONTEXT_IDENTITY

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_DEVICE_CLUSTER_INTERFACE1

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_DEVICE_CLUSTER_INTERFACE2

ApicTenantContract
SubjectIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenant
FilterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VALUE1
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gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VALUE2

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VALUE3

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L2L3_OPTION

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_MODE

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_INFRA_INTERFACE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
TIER1_NETWORK_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
IS_TIER1_EXTERNAL

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
INTERFACE_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_L4L7_SUBNET_GATEWAY_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_L4L7_SUBNET_PREFIX

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_L4L7_SUBNET_POLICY
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gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_L4L7_SUBNET_ID

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_USED_PHYSICAL_LB

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_SEC_USERNAME

passwordAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_SEC_PASSWORD

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_SEC_GATEWAY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_GATEWAY

ApicDeviceStaticPath
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_SEC_CONCRETE_INTERFACE_STATIC_
PATH_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
PRIVATE_NETWORK_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
PC_MEMBER_INTERFACES

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
CHANNEL_GROUP_ID

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
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3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
CONTAINER_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER

ApicDeviceTenant
DeviceClusterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_IDENTITY

ApicDeviceTenant
PackageIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.DEVICE_
PACKAGE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_MGMT_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.PORT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.SEC_PORT

ApicDomainProfile
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_DEVICE_SEC_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
CONTEXT_AWARE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_CLUSTER_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ADMIN_USERNAME
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passwordAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ADMIN_PASSWORD

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
SEC_INTERFACE_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_USERNAME

passwordAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_PASSWORD

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SEC_MGMT_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_CONCRETE_DEVICE

ApicDomainProfile
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_DEVICE_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SERVICE_TYPE

ApicDeviceCluster
Type

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_DEVICE_TYPE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VM_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SEC_VM_NAME
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gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VM_ID

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SEC_VM_ID

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VCENTER_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_CONTAINER_TIER_LIST

ApicDeviceStaticPath
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_CONCRETE_INTERFACE_STATIC_
PATH_IDENTITY

ApicL4L7Service
Graph

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_

APICASAFunction
ProfileIdentity

3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
SERVICE_GRAPH_ASA_FUNCTION_PROFILE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LOAD_BALANCER_SERVICES

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.SERVICE_
GRAPH

ApicDeviceTenant
FilterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
FILTER_IDENTITY

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
CONTRACT_IDENTITY

ApicTenantContract
SubjectIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_

Cisco UCS Director Task Library Reference, Release 6.7
1105

Compound Tasks
APIC Container Attached L4L7 Configuration for Private Network



TypeDescriptionOutput
3031.APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER1_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER2_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_PROVIDER_EPG_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_CONSUMER_EPG_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_EXTERNAL_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_EXTERNAL_IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_INTERNAL_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_INTERNAL_IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_INFRA_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_INFRA_IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
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3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
INFRA_TIER_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_VIP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7WRAPPER_CREATE_DEVICE_CLUSTER

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_INSIDE_INTERFACE_IDENTITY

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_OUTSIDE_INTERFACE_IDENTITY

ApicTenantService
GraphFunctionNode
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SERVICE_GRAPH_FUNCTION_NODE_IDENTITY

ApicL4L7Service
GraphFunctionProfile
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_FUNCTION_PROFILE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_MGMT_PORTGROUP

IPPoolPolicyAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_MGMT_IPPOOL

IPPoolPolicyAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_IPPOOL

IPPoolPolicyAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_LINK_IPPOOL

BooleanAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
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3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_MODE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_TYPE

BooleanAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_HA_MODE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_DEPLOYMENT_POLICY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ENABLE_NETWORK_MANAGEMENT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_DEPLOY_ASAV

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_CONFIGURE_LB

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER1

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER2

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER1_GATEWAY_IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER2_GATEWAY_IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
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3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_INFRA_TIER_GATEWAY_IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TRANSPARENT_MODE

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SERVICE_GRAPH_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_CONTRACT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SERVICE_CHAINING

ApicDeviceTenant
LogicalDevice
ContextIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_LOGICAL_DEVICE_CONTEXT_IDENTITY

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_DEVICE_CLUSTER_INTERFACE1

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_DEVICE_CLUSTER_INTERFACE2

ApicTenantContract
SubjectIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenant
FilterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_

Cisco UCS Director Task Library Reference, Release 6.7
1109

Compound Tasks
APIC Container Attached L4L7 Configuration for Private Network



TypeDescriptionOutput
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VALUE1

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VALUE2

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VALUE3

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L2L3_OPTION

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_MODE

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_INFRA_INTERFACE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
TIER1_NETWORK_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
IS_TIER1_EXTERNAL

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
INTERFACE_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_L4L7_SUBNET_GATEWAY_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_L4L7_SUBNET_PREFIX

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
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3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_L4L7_SUBNET_POLICY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_L4L7_SUBNET_ID

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_USED_PHYSICAL_LB

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_SEC_USERNAME

passwordAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_SEC_PASSWORD

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_SEC_GATEWAY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_GATEWAY

ApicDeviceStaticPath
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_SEC_CONCRETE_INTERFACE_STATIC_
PATH_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
PRIVATE_NETWORK_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
PC_MEMBER_INTERFACES

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
CHANNEL_GROUP_ID
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serviceRequestIdAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.SUB_SR_ID

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_CONTRACT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.CONTRACT_SUBJECT

ApicTenantContract
SubjectIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_CONTRACT_SUBJECT_
IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_FILTER

ApicDeviceTenant
FilterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_FILTER_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_IN_TERM_FILTER
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ApicDeviceTenant
FilterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_IN_TERM_FILTER_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_OUT_TERM_FILTER

ApicDeviceTenant
FilterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_OUT_TERM_FILTER_
IDENTITY

ApicDeviceTenant
FilterToContract
SubjectIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.OUTPUT_FILTER_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenant
FilterToContract
SubjectIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.OUTPUT_CONSUMER_TO_PROVIDER_
FILTER_CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenant
FilterToContract
SubjectIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.OUTPUT_PROVIDER_TO_CONSUMER_
FILTER_CONTRACT_SUBJECT_IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_CONTRACT
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ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_CONTRACT_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_SERVICE_GRAPH_IDENTITY

ApicDeviceTenant
DeviceClusterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_DEVICE_CLUSTER_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_L4L7_SERVICE_GRAPH_NODE_
IDENTITY

ApicDeviceTenant
LogicalDevice
ContextIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_LOGICAL_DEVICE_CONTEXT_
IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_CONNECTOR_NAME

ApicDeviceTenant
LogicalInterface
ContextIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_CONNECTOR_NAME_
IDENTITY

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_IDENTITY
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ApicDeviceTenant
LogicalDevice
ContextIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_LOGICAL_DEVICE_
CONTEXT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.DEVICE_CLUSTER_INTERFACE

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.DEVICE_CLUSTER_INTERFACE_
IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_BRIDGE_DOMAIN

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_BRIDGE_DOMAIN_IDENTITY

ApicDeviceExternal
NetworkIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_EXTERNAL_NETWORK_
IDENTITY

ApicTenantCustom
QosPolicyIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_CUSTOM_QOS_POLICY_
IDENTITY

APIC_L4_L7_
POLICY_BASED_

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_

REDIRECT_
IDENTITY

3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_POLICY_BASED_REDIRECT_
IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_NAME
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gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_CONNECTOR_NAME

ApicDeviceTenant
LogicalInterface
ContextIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_CONNECTOR_NAME_
IDENTITY

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_IDENTITY

ApicDeviceTenant
LogicalDevice
ContextIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_LOGICAL_DEVICE_
CONTEXT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.DEVICE_CLUSTER_INTERFACE

ApicDeviceTenant
DeviceCluster
InterfaceIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.DEVICE_CLUSTER_INTERFACE_
IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_BRIDGE_DOMAIN

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_BRIDGE_DOMAIN_IDENTITY

ApicDeviceExternal
NetworkIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_EXTERNAL_NETWORK_
IDENTITY

ApicTenantCustom
QosPolicyIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_CUSTOM_QOS_POLICY_
IDENTITY
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APIC_L4_L7_
POLICY_BASED_

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_

REDIRECT_
IDENTITY

3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_POLICY_BASED_REDIRECT_
IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.SERVICE_GRAPH

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_EPG

ApicDeviceTenant
EPGIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_EPG_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_CONTRACT_
IDENTITY
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gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.NETWORK_FOLDER

ApicDeviceTenant
EPGL4L7IPv46Param
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_VIP_IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_CONTRACT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.CONTRACT_SUBJECT

ApicTenantContract
SubjectIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_CONTRACT_SUBJECT_
IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_SERVICE_GRAPH_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Modify
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ContractSubject_772.TENANT_INTERM_SERVICE_GRAPH_
IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_OUTTERM_SERVICE_GRAPH_
IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
Contract_1901.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
Contract_1901.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
Contract_1901.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
Contract_1901.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
Contract_1901.TENANT_CONTRACT_IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_CONTRACT
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ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_CONTRACT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.CONTRACT_SUBJECT

ApicTenantContract
SubjectIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_SERVICE_GRAPH_IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_FILTER

ApicDeviceTenant
FilterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_FILTER_IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_NAME
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ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_APPLN_PROFILE

ApicDeviceTenant
ApplnProfileIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_APPLN_PROFILE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_EPG

ApicDeviceTenant
EPGIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_EPG_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.CONTRACT_TYPE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.CONTRACT_NAME

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_CONTRACT_IDENTITY

ApicDeviceTenant
LabelContractSubject
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_EPG_CONTRACT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.QOS

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.APIC_ACCOUNT
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gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_APPLN_PROFILE

ApicDeviceTenant
ApplnProfileIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_APPLN_PROFILE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_EPG

ApicDeviceTenant
EPGIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_EPG_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.CONTRACT_TYPE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.CONTRACT_NAME

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_CONTRACT_IDENTITY

ApicDeviceTenant
LabelContractSubject
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_EPG_CONTRACT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.QOS
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ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER

ApicDeviceTenant
FilterIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER_RULE

ApicDeviceTenant
FilterRuleIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER_RULE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.TierToConfigureEPG

ApicDeviceTenant
EPGIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.EPGIdentity

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.ContractIdentity

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SGNodeIdentity
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gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.ExistingSNIP

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.ExistingChainedFWNode

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SSLSGNodeIdentity

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SSLContractIdentity

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SSLExistingFWNode
Identity

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.SERVICE_GRAPH

ApicDeviceTenant
ServiceGraphIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantFunction
ProfileIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
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3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.NODE_ONE_FUNCTION_
PROFILE_IDENTITY

ApicTenantFunction
ProfileIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.NODE_TWO_FUNCTION_
PROFILE_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_L4L7_SERVICE_
GRAPH_NODE_TWO_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_SERVICE_GRAPH_
NODE_ONE_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_SERVICE_GRAPH_
NODE_TWO_IDENTITY

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Function
Profile Selection for Service Graph Template.OUTPUT_
CONTAINER_TENANT_ID

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Function
Profile Selection for Service Graph Template.OUTPUT_
CONTAINER_GROUPID

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Function
Profile Selection for Service Graph Template.OUTPUT_
CONTAINER_NAME

ApicTenantFunction
ProfileIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
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3031.DeployAPICL4L7ServiceswithTemplates_2591.Function
Profile Selection for Service Graph Template.FUNCTION_
PROFILE_IDENTITY

ApicDeviceExternal
NetworkInOutside
NetworkIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Ext_Network_From_Container_3990.extNetworkIdentity

ApicDeviceTenant
L3OutIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Ext_Network_From_Container_3990.l3OutIdentity

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenant
L3OutIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_BRIDGED_
NETWORK_NAME

ApicDeviceTenant
ExternalBridge
NetworkIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_BRIDGED_
NETWORK_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_

Cisco UCS Director Task Library Reference, Release 6.7
1126

Compound Tasks
APIC Container Attached L4L7 Configuration for Private Network



TypeDescriptionOutput
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_NETWORK_
NAME

ApicDeviceExternal
NetworkIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_NETWORK_
IDENTITY

ApicDeviceExternal
NetworkInOutside
NetworkIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.DEVICE_EXTERNAL_NETWORK_IN_
OUTSIDE_NETWORK_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.CONTRACT_TYPE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.CONTRACT_NAME

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_CONTRACT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_NETWORK_
CONTRACT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.QOS

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Details_From_Container_3994.applicationProfile

ApicDeviceTenant
PrivateNetwork
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Details_From_Container_3994.pNetworkIdentity

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
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3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Details_From_Container_3994.privateNetworkName

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_BRIDGE_DOMAIN

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_IDENTITY

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
PrivateNetwork
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.PRIVATE_NETWORK_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_TENANT_APP_
PROFILE_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_PRIVATE_NETWORK_
TYPE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_PRIVATE_NETWORK_
NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_CREATE_SUBNET
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BooleanAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_SUBNET_TYPE_
SHARED

BooleanAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_SUBNET_TYPE_
PUBLIC

BooleanAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_SUBNET_TYPE_
PRIVATE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_CREATE_EPG

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_EPG_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_EPG_QOS

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_DEPLOY_
IMMEDIANCY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_RESOLUTION_
IMMEDIANCY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TENANT_BRIDGE_DOMAIN

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
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APICContainerTierData_3996.OUTPUT_BD_FORWARDING_
TYPE

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_BD_L2_UNKNOWN_
UNICAST

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_BD_UNKNOWN_
MULTICAST

BooleanAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_ARP_FLOODING

BooleanAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_UNICAST_ROUTING

ApicDomainProfile
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.VMM_DOMAIN_PROFILE_
IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TIER_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_
GATEWAY_IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_PREFIX

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_START_
IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
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3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_END_
IP

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_IP_SUBNET_CIDR_
SIGNATURE

ApicDeviceTenant
ApplnProfileIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TENANT_APPLN_PROFILE_
IDENTITY

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TENANT_IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_BRIDGE_DOMAIN

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_BRIDGE_DOMAIN_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenant
L3OutIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
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ToBridgeDomain_3997.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_SUBNET_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_SUBNET_IDENTITY

ApicTenantSubnetTo
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
FreeIP_N_MASKFromSubnet_4808.IP_ADDRESS

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
FreeIP_N_MASKFromSubnet_4808.IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
FreeIP_N_MASKFromSubnet_4809.IP_ADDRESS

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
FreeIP_N_MASKFromSubnet_4809.IP_MASK

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
APICContainerL4L7ServiceForProtocol_2916.Protocol_Type

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
APICContainerL4L7ServiceForProtocol_2916.Port

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_is
BridgeDomainExist_3264.IS_BRIDGE_DOMAIN_EXIST
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ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_is
BridgeDomainExist_3264.OUTPUT_TENANT_BRIDGE_
DOMAIN_IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_BRIDGE_DOMAIN

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_BRIDGE_DOMAIN_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenant
L3OutIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_SUBNET_NAME

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_SUBNET_IDENTITY
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ApicTenantSubnetTo
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_is
ServiceGraphExist_4790.EXISTING_SERVICE_GRAPH_
IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_is
ServiceGraphExist_4790.EXISTING_SERVICE_GRAPH_NODE_
IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_is
ServiceGraphExist_4790.IS_SERVICE_GRAPH_EXIST

ApicDeviceTenant
ServiceGraphIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_
serviceGraphProvider_4792.TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_
serviceGraphProvider_4792.TENANT_L4L7_SERVICE_GRAPH_
NODE_IDENTITY

ApicDeviceIdentityAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.APIC_ACCOUNT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.SERVICE_GRAPH
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ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_EPG

ApicDeviceTenant
EPGIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_EPG_IDENTITY

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_CONTRACT_
IDENTITY

ApicDeviceTenant
BridgeDomain
Identity

APICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Common_Bridge_Domain_Identity_3065.BDIdentity

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.custom_Get_L4L7ServiceDefinitionForPrivateNetwork_3028.
ServiceNames

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.StartLoop_3029.ITERATION_COUNT_OUTPUT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.StartLoop_3029.ITERATION_INDEX_OUTPUT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.StartLoop_3029.START_LOOP_OUTPUT

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.custom_Get_Tier_Names_For_L4L7_Service_3987.Tier_1
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gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.custom_Get_Tier_Names_For_L4L7_Service_3987.Tier_2

serviceRequestIdAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.ConfigureLBinHAMode_2912.SUB_SR_ID

IPPoolPolicyAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.custom_Get_LB_Cluster_IP_Pool_5078.policyId

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.GetResolvedIPAddressFromIPPoolTask_5079.IPAddress

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.GetResolvedIPAddressFromIPPoolTask_5079.SubnetMask

gen_text_inputAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.GetResolvedIPAddressFromIPPoolTask_5079.GateWayIP

ipaddressAPICContainerMultipleServiceConfigurationforPrivateNetwork_
1917.APICContainerConfigureL4-L7ServicesforPrivateNetwork_
3031.custom_GetManagementIPForDeviceCluster_5080.
managementIP

gen_text_inputcustom_Get_APICContainerL4L7DefinitionForPrivateNetwork_
1975.Tier_1

gen_text_inputcustom_Get_APICContainerL4L7DefinitionForPrivateNetwork_
1975.Tier_2

gen_text_inputcustom_Get_APICContainerL4L7DefinitionForPrivateNetwork_
1975.Services

gen_text_inputcustom_Get_APICContainerL4L7DefinitionForPrivateNetwork_
1975.LBServers

gen_text_inputcustom_Get_APICContainerL4L7DefinitionForPrivateNetwork_
1975.Arm_Mode

gen_text_inputcustom_Get_APICContainerL4L7DefinitionForPrivateNetwork_
1975.IsMultipleServices

gen_text_inputcustom_Get_APICContainerL4L7DefinitionForPrivateNetwork_
1975.Multiple_Service_Type

gen_text_inputcustom_Get_APICContainerL4L7DefinitionForPrivateNetwork_
1975.ServiceName
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APIC Container Configure L4-L7 Services for Private Network
Summary

N.A
Description

This workflow configures the L4L7 devices and services for APIC container: 1) Move required load
balancers to container resource pool and attach them to container. 2) Trigger compound workflow to
configure Device cluster and concrete devices on APIC corresponding to the Load Balancer required.
3) Triggers compound workflow to deploy required services between specified Tiers.

Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputArm_Mode

YService ContainerService_Container

YGeneric Text InputServices

YGeneric Text InputTier_1

YGeneric Text InputTier_2

YGeneric Text InputNetwork_Probes

YGeneric Text InputProtocol

YGeneric Text InputService_Name

YGeneric Text InputService_Type

YGeneric Text InputIsMultipleServices

YGeneric Text InputMultipleServiceType

YAPIC Device Tenant Private Network
Identity

Private Network Identity

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
CONTAINER_NAME

ApicDeviceTenantIdentityAPICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_IDENTITY

ApicDeviceTenantPackage
Identity

APICContainerL4-L7ServiceInfoWrapper_1781.DEVICE_
PACKAGE_IDENTITY
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TypeDescriptionOutput

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_MGMT_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.PORT

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.SEC_PORT

ApicDomainProfileIdentityAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_DEVICE_SEC_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
CONTEXT_AWARE

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_CLUSTER_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ADMIN_USERNAME

passwordAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ADMIN_PASSWORD

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
SEC_INTERFACE_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_USERNAME

passwordAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_PASSWORD

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SEC_MGMT_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_CONCRETE_DEVICE

ApicDomainProfileIdentityAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_DEVICE_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SERVICE_TYPE

ApicDeviceClusterTypeAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_DEVICE_TYPE

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VM_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SEC_VM_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VM_ID

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SEC_VM_ID
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TypeDescriptionOutput

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VCENTER_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_CONTAINER_TIER_LIST

ApicDeviceStaticPath
Identity

APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_CONCRETE_INTERFACE_STATIC_
PATH_IDENTITY

ApicL4L7ServiceGraph
APICASAFunctionProfile
Identity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
SERVICE_GRAPH_ASA_FUNCTION_PROFILE_
IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LOAD_BALANCER_SERVICES

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.SERVICE_
GRAPH

ApicDeviceTenantFilter
Identity

APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
FILTER_IDENTITY

ApicDeviceTenantContract
Identity

APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
CONTRACT_IDENTITY

ApicTenantContractSubject
Identity

APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantBridge
DomainIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER1_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenantBridge
DomainIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER2_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_PROVIDER_EPG_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_CONSUMER_EPG_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_EXTERNAL_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_EXTERNAL_IP_MASK

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_INTERNAL_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_INTERNAL_IP_MASK

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_INFRA_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_INFRA_IP_MASK
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TypeDescriptionOutput

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
INFRA_TIER_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_VIP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7WRAPPER_CREATE_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_INSIDE_INTERFACE_IDENTITY

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_OUTSIDE_INTERFACE_IDENTITY

ApicTenantServiceGraph
FunctionNodeIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SERVICE_GRAPH_FUNCTION_NODE_IDENTITY

ApicL4L7ServiceGraph
FunctionProfileIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_FUNCTION_PROFILE_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_MGMT_PORTGROUP

IPPoolPolicyAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_MGMT_IPPOOL

IPPoolPolicyAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_IPPOOL

IPPoolPolicyAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_LINK_IPPOOL

BooleanAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_MODE

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_TYPE

BooleanAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_HA_MODE

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_DEPLOYMENT_POLICY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ENABLE_NETWORK_MANAGEMENT

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_DEPLOY_ASAV

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_CONFIGURE_LB

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER1

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER2
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TypeDescriptionOutput

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER1_GATEWAY_IP_MASK

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TIER2_GATEWAY_IP_MASK

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_INFRA_TIER_GATEWAY_IP_MASK

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_TRANSPARENT_MODE

ApicDeviceTenantBridge
DomainIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenantService
GraphIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SERVICE_GRAPH_IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

ApicDeviceTenantContract
Identity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_CONTRACT_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_SERVICE_CHAINING

ApicDeviceTenantLogical
DeviceContextIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_LOGICAL_DEVICE_CONTEXT_IDENTITY

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_DEVICE_CLUSTER_INTERFACE1

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_DEVICE_CLUSTER_INTERFACE2

ApicTenantContractSubject
Identity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantFilter
Identity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VALUE1

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VALUE2

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_VALUE3

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L2L3_OPTION

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LB_MODE

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_INFRA_INTERFACE_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
TIER1_NETWORK_IP
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TypeDescriptionOutput

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
IS_TIER1_EXTERNAL

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
INTERFACE_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_L4L7_SUBNET_GATEWAY_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_L4L7_SUBNET_PREFIX

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_L4L7_SUBNET_POLICY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_L4L7_SUBNET_ID

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7_USED_PHYSICAL_LB

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_SEC_USERNAME

passwordAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_SEC_PASSWORD

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_SEC_GATEWAY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
APIC_ENTITY_GATEWAY

ApicDeviceStaticPath
Identity

APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_SEC_CONCRETE_INTERFACE_
STATIC_PATH_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
PRIVATE_NETWORK_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
PC_MEMBER_INTERFACES

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
CHANNEL_GROUP_ID

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
CONTAINER_NAME

ApicDeviceTenantIdentityAPICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_IDENTITY
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TypeDescriptionOutput

ApicDeviceTenantPackage
Identity

APICContainerL4-L7ServiceInfoWrapper_1838.DEVICE_
PACKAGE_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_MGMT_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.PORT

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.SEC_PORT

ApicDomainProfileIdentityAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_DEVICE_SEC_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
CONTEXT_AWARE

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_CLUSTER_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ADMIN_USERNAME

passwordAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ADMIN_PASSWORD

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
SEC_INTERFACE_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_USERNAME

passwordAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_PASSWORD

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SEC_MGMT_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_CONCRETE_DEVICE

ApicDomainProfileIdentityAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_DEVICE_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SERVICE_TYPE

ApicDeviceClusterTypeAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_DEVICE_TYPE

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VM_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SEC_VM_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VM_ID
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TypeDescriptionOutput

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SEC_VM_ID

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VCENTER_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_CONTAINER_TIER_LIST

ApicDeviceStaticPath
Identity

APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_CONCRETE_INTERFACE_STATIC_
PATH_IDENTITY

ApicL4L7ServiceGraph
APICASAFunctionProfile
Identity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
SERVICE_GRAPH_ASA_FUNCTION_PROFILE_
IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LOAD_BALANCER_SERVICES

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.SERVICE_
GRAPH

ApicDeviceTenantFilter
Identity

APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
FILTER_IDENTITY

ApicDeviceTenantContract
Identity

APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
CONTRACT_IDENTITY

ApicTenantContractSubject
Identity

APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantBridge
DomainIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER1_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenantBridge
DomainIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER2_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_PROVIDER_EPG_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_CONSUMER_EPG_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_EXTERNAL_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_EXTERNAL_IP_MASK

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_INTERNAL_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_INTERNAL_IP_MASK

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_INFRA_IP
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TypeDescriptionOutput

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_INFRA_IP_MASK

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
INFRA_TIER_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_VIP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7WRAPPER_CREATE_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_INSIDE_INTERFACE_IDENTITY

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_OUTSIDE_INTERFACE_IDENTITY

ApicTenantServiceGraph
FunctionNodeIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SERVICE_GRAPH_FUNCTION_NODE_IDENTITY

ApicL4L7ServiceGraph
FunctionProfileIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_FUNCTION_PROFILE_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_MGMT_PORTGROUP

IPPoolPolicyAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_MGMT_IPPOOL

IPPoolPolicyAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_IPPOOL

IPPoolPolicyAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_LINK_IPPOOL

BooleanAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_MODE

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_TYPE

BooleanAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_HA_MODE

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_DEPLOYMENT_POLICY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ENABLE_NETWORK_MANAGEMENT

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_DEPLOY_ASAV

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_CONFIGURE_LB

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER1
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TypeDescriptionOutput

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER2

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER1_GATEWAY_IP_MASK

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TIER2_GATEWAY_IP_MASK

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_INFRA_TIER_GATEWAY_IP_MASK

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_TRANSPARENT_MODE

ApicDeviceTenantBridge
DomainIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenantService
GraphIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SERVICE_GRAPH_IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

ApicDeviceTenantContract
Identity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_CONTRACT_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_SERVICE_CHAINING

ApicDeviceTenantLogical
DeviceContextIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_LOGICAL_DEVICE_CONTEXT_IDENTITY

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_DEVICE_CLUSTER_INTERFACE1

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_DEVICE_CLUSTER_INTERFACE2

ApicTenantContractSubject
Identity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantFilter
Identity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VALUE1

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VALUE2

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_VALUE3

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L2L3_OPTION

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LB_MODE

ApicDeviceTenantDevice
ClusterInterfaceIdentity

APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_INFRA_INTERFACE_IDENTITY
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TypeDescriptionOutput

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
TIER1_NETWORK_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
IS_TIER1_EXTERNAL

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
INTERFACE_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_L4L7_SUBNET_GATEWAY_IP

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_L4L7_SUBNET_PREFIX

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_L4L7_SUBNET_POLICY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_L4L7_SUBNET_ID

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7_USED_PHYSICAL_LB

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_SEC_USERNAME

passwordAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_SEC_PASSWORD

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_SEC_GATEWAY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
APIC_ENTITY_GATEWAY

ApicDeviceStaticPath
Identity

APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_SEC_CONCRETE_INTERFACE_
STATIC_PATH_IDENTITY

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
PRIVATE_NETWORK_NAME

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
PC_MEMBER_INTERFACES

gen_text_inputAPICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
CHANNEL_GROUP_ID

serviceRequestIdDeployAPICL4L7ServiceswithTemplates_2591.SUB_SR_
ID

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.TENANT_NAME
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ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.TENANT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.TENANT_CONTRACT_
IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.CONTRACT_SUBJECT

ApicTenantContractSubject
Identity

DeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.TENANT_CONTRACT_
SUBJECT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.TENANT_FILTER

ApicDeviceTenantFilter
Identity

DeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.TENANT_FILTER_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.TENANT_IN_TERM_FILTER

ApicDeviceTenantFilter
Identity

DeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.TENANT_IN_TERM_FILTER_
IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.TENANT_OUT_TERM_FILTER

ApicDeviceTenantFilter
Identity

DeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.TENANT_OUT_TERM_FILTER_
IDENTITY

ApicDeviceTenantFilterTo
ContractSubjectIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.OUTPUT_FILTER_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenantFilterTo
ContractSubjectIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.OUTPUT_CONSUMER_TO_
PROVIDER_FILTER_CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantFilterTo
ContractSubjectIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddFilter
ToContractSubject_1503.OUTPUT_PROVIDER_TO_
CONSUMER_FILTER_CONTRACT_SUBJECT_
IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalDeviceContext_1504.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalDeviceContext_1504.TENANT_NAME
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ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalDeviceContext_1504.TENANT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalDeviceContext_1504.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalDeviceContext_1504.TENANT_CONTRACT_
IDENTITY

ApicDeviceTenantService
GraphIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalDeviceContext_1504.TENANT_SERVICE_GRAPH_
IDENTITY

ApicDeviceTenantDevice
ClusterIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalDeviceContext_1504.TENANT_DEVICE_
CLUSTER_IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalDeviceContext_1504.TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicDeviceTenantLogical
DeviceContextIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalDeviceContext_1504.TENANT_LOGICAL_
DEVICE_CONTEXT_IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.TENANT_NAME

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.TENANT_CONNECTOR_
NAME

ApicDeviceTenantLogical
InterfaceContextIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.TENANT_CONNECTOR_
NAME_IDENTITY

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.TENANT_IDENTITY

ApicDeviceTenantLogical
DeviceContextIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.TENANT_LOGICAL_
DEVICE_CONTEXT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.DEVICE_CLUSTER_
INTERFACE

ApicDeviceTenantDevice
ClusterInterfaceIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.DEVICE_CLUSTER_
INTERFACE_IDENTITY
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gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.TENANT_BRIDGE_
DOMAIN

ApicDeviceTenantBridge
DomainIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.TENANT_BRIDGE_
DOMAIN_IDENTITY

ApicDeviceExternalNetwork
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.TENANT_EXTERNAL_
NETWORK_IDENTITY

ApicTenantCustomQos
PolicyIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.TENANT_CUSTOM_QOS_
POLICY_IDENTITY

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1505.TENANT_POLICY_BASED_
REDIRECT_IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.TENANT_NAME

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.TENANT_CONNECTOR_
NAME

ApicDeviceTenantLogical
InterfaceContextIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.TENANT_CONNECTOR_
NAME_IDENTITY

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.TENANT_IDENTITY

ApicDeviceTenantLogical
DeviceContextIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.TENANT_LOGICAL_
DEVICE_CONTEXT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.DEVICE_CLUSTER_
INTERFACE

ApicDeviceTenantDevice
ClusterInterfaceIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.DEVICE_CLUSTER_
INTERFACE_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.TENANT_BRIDGE_
DOMAIN

ApicDeviceTenantBridge
DomainIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.TENANT_BRIDGE_
DOMAIN_IDENTITY
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ApicDeviceExternalNetwork
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.TENANT_EXTERNAL_
NETWORK_IDENTITY

ApicTenantCustomQos
PolicyIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.TENANT_CUSTOM_QOS_
POLICY_IDENTITY

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

DeployAPICL4L7ServiceswithTemplates_2591.Create
LogicalInterfaceContext_1506.TENANT_POLICY_BASED_
REDIRECT_IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.SERVICE_GRAPH

ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_EPG

ApicDeviceTenant
EPGIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_EPG_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_CONTRACT_
IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.NETWORK_FOLDER

ApicDeviceTenant
EPGL4L7IPv46Param
Identity

DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerParametersToEPG_770.TENANT_VIP_IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_IDENTITY
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gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_CONTRACT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.CONTRACT_SUBJECT

ApicTenantContractSubject
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_CONTRACT_SUBJECT_
IDENTITY

ApicDeviceTenantService
GraphIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_SERVICE_GRAPH_
IDENTITY

ApicDeviceTenantService
GraphIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_INTERM_SERVICE_
GRAPH_IDENTITY

ApicDeviceTenantService
GraphIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Modify
ContractSubject_772.TENANT_OUTTERM_SERVICE_
GRAPH_IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
Contract_1901.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
Contract_1901.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
Contract_1901.TENANT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
Contract_1901.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Create
Contract_1901.TENANT_CONTRACT_IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
ContractSubject_1902.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
ContractSubject_1902.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
ContractSubject_1902.TENANT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
ContractSubject_1902.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Create
ContractSubject_1902.TENANT_CONTRACT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
ContractSubject_1902.CONTRACT_SUBJECT
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ApicTenantContractSubject
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Create
ContractSubject_1902.TENANT_CONTRACT_SUBJECT_
IDENTITY

ApicDeviceTenantService
GraphIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
ContractSubject_1902.TENANT_SERVICE_GRAPH_
IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_FILTER

ApicDeviceTenantFilter
Identity

DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_FILTER_IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_APPLN_PROFILE_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_EPG

ApicDeviceTenant
EPGIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_EPG_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.CONTRACT_TYPE

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.CONTRACT_NAME

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_CONTRACT_IDENTITY

ApicDeviceTenantLabel
ContractSubjectIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.TENANT_EPG_CONTRACT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1904.QOS
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ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_APPLN_PROFILE_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_EPG

ApicDeviceTenant
EPGIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_EPG_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.CONTRACT_TYPE

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.CONTRACT_NAME

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_CONTRACT_IDENTITY

ApicDeviceTenantLabel
ContractSubjectIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.TENANT_EPG_CONTRACT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddContract
ToEPG_1905.QOS

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER

ApicDeviceTenantFilter
Identity

DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER_RULE

ApicDeviceTenantFilterRule
Identity

DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER_RULE_IDENTITY
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gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.TierToConfigure
EPG

ApicDeviceTenant
EPGIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.EPGIdentity

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.ContractIdentity

ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SGNodeIdentity

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.ExistingSNIP

ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.ExistingChained
FWNode

ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SSLSGNodeIdentity

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SSLContractIdentity

ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SSLExisting
FWNodeIdentity

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.SERVICE_GRAPH

ApicDeviceTenantService
GraphIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_SERVICE_
GRAPH_IDENTITY

ApicTenantFunctionProfile
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.NODE_ONE_
FUNCTION_PROFILE_IDENTITY

ApicTenantFunctionProfile
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.NODE_TWO_
FUNCTION_PROFILE_IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY
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ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_L4L7_
SERVICE_GRAPH_NODE_TWO_IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_SERVICE_
GRAPH_NODE_ONE_IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_SERVICE_
GRAPH_NODE_TWO_IDENTITY

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.Function
Profile Selection for Service Graph Template.OUTPUT_
CONTAINER_TENANT_ID

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Function
Profile Selection for Service Graph Template.OUTPUT_
CONTAINER_GROUPID

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Function
Profile Selection for Service Graph Template.OUTPUT_
CONTAINER_NAME

ApicTenantFunctionProfile
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Function
Profile Selection for Service Graph Template.FUNCTION_
PROFILE_IDENTITY

ApicDeviceExternalNetwork
InOutsideNetworkIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Ext_Network_From_Container_3990.extNetworkIdentity

ApicDeviceTenantL3Out
Identity

DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Ext_Network_From_Container_3990.l3OutIdentity

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.TENANT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.TENANT_EXTERNAL_
ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.TENANT_EXTERNAL_
ROUTED_NETWORK_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.TENANT_EXTERNAL_
BRIDGED_NETWORK_NAME
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ApicDeviceTenantExternal
BridgeNetworkIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.TENANT_EXTERNAL_
BRIDGED_NETWORK_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.TENANT_EXTERNAL_
NETWORK_NAME

ApicDeviceExternalNetwork
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.TENANT_EXTERNAL_
NETWORK_IDENTITY

ApicDeviceExternalNetwork
InOutsideNetworkIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.DEVICE_EXTERNAL_
NETWORK_IN_OUTSIDE_NETWORK_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.CONTRACT_TYPE

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.CONTRACT_NAME

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.TENANT_CONTRACT_
IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.TENANT_EXTERNAL_
NETWORK_CONTRACT_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Add
ContracttoExternalNetwork_3991.QOS

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Details_From_Container_3994.applicationProfile

ApicDeviceTenantPrivate
NetworkIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Details_From_Container_3994.pNetworkIdentity

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Details_From_Container_3994.privateNetworkName

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_NAME

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_BRIDGE_DOMAIN

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_IDENTITY

ApicDeviceTenantBridge
DomainIdentity

DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_BRIDGE_DOMAIN_
IDENTITY
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TypeDescriptionOutput

ApicDeviceTenantPrivate
NetworkIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.PRIVATE_NETWORK_
IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_TENANT_APP_
PROFILE_NAME

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_PRIVATE_
NETWORK_TYPE

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_PRIVATE_
NETWORK_NAME

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_CREATE_
SUBNET

BooleanDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_SUBNET_TYPE_
SHARED

BooleanDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_SUBNET_TYPE_
PUBLIC

BooleanDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_SUBNET_TYPE_
PRIVATE

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_CREATE_EPG

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_EPG_NAME

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_EPG_QOS

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_DEPLOY_
IMMEDIANCY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_RESOLUTION_
IMMEDIANCY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TENANT_BRIDGE_
DOMAIN

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_BD_
FORWARDING_TYPE
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TypeDescriptionOutput

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_BD_L2_
UNKNOWN_UNICAST

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_BD_UNKNOWN_
MULTICAST

BooleanDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_ARP_FLOODING

BooleanDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_UNICAST_
ROUTING

ApicDomainProfileIdentityDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.VMM_DOMAIN_PROFILE_
IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TIER_NAME

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_
GATEWAY_IP

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_
PREFIX

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_
START_IP

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_
END_IP

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_IP_SUBNET_
CIDR_SIGNATURE

ApicDeviceTenantAppln
ProfileIdentity

DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TENANT_APPLN_
PROFILE_IDENTITY

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TENANT_IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_IDENTITY
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TypeDescriptionOutput

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_BRIDGE_DOMAIN

ApicDeviceTenantBridge
DomainIdentity

DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_BRIDGE_DOMAIN_
IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_SUBNET_NAME

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_SUBNET_IDENTITY

ApicTenantSubnetToBridge
DomainIdentity

DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3997.TENANT_SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_Get
FreeIP_N_MASKFromSubnet_4808.IP_ADDRESS

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_Get
FreeIP_N_MASKFromSubnet_4808.IP_MASK

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_Get
FreeIP_N_MASKFromSubnet_4809.IP_ADDRESS

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_Get
FreeIP_N_MASKFromSubnet_4809.IP_MASK

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
APICContainerL4L7ServiceForProtocol_2916.Protocol_Type

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
APICContainerL4L7ServiceForProtocol_2916.Port

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_is
BridgeDomainExist_3264.IS_BRIDGE_DOMAIN_EXIST

ApicDeviceTenantBridge
DomainIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_is
BridgeDomainExist_3264.OUTPUT_TENANT_BRIDGE_
DOMAIN_IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_IDENTITY
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TypeDescriptionOutput

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_BRIDGE_DOMAIN

ApicDeviceTenantBridge
DomainIdentity

DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_BRIDGE_DOMAIN_
IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_SUBNET_NAME

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_SUBNET_IDENTITY

ApicTenantSubnetToBridge
DomainIdentity

DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnet
ToBridgeDomain_3266.TENANT_SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY

ApicDeviceTenantService
GraphIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_is
ServiceGraphExist_4790.EXISTING_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_is
ServiceGraphExist_4790.EXISTING_SERVICE_GRAPH_
NODE_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.custom_is
ServiceGraphExist_4790.IS_SERVICE_GRAPH_EXIST

ApicDeviceTenantService
GraphIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_
serviceGraphProvider_4792.TENANT_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_
serviceGraphProvider_4792.TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicDeviceIdentityDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.APIC_ACCOUNT

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_NAME

ApicDeviceTenantIdentityDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_
IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.SERVICE_GRAPH
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ApicTenantL4L7Service
GraphNodeIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_EPG

ApicDeviceTenant
EPGIdentity

DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_EPG_
IDENTITY

gen_text_inputDeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_
CONTRACT

ApicDeviceTenantContract
Identity

DeployAPICL4L7ServiceswithTemplates_2591.AddLoad
BalancerRouteParametersToEPG_5207.TENANT_
CONTRACT_IDENTITY

ApicDeviceTenantBridge
DomainIdentity

DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Common_Bridge_Domain_Identity_3065.BDIdentity

gen_text_inputcustom_Get_L4L7ServiceDefinitionForPrivateNetwork_
3028.ServiceNames

gen_text_inputStartLoop_3029.ITERATION_COUNT_OUTPUT

gen_text_inputStartLoop_3029.ITERATION_INDEX_OUTPUT

gen_text_inputStartLoop_3029.START_LOOP_OUTPUT

gen_text_inputcustom_Get_Tier_Names_For_L4L7_Service_3987.Tier_1

gen_text_inputcustom_Get_Tier_Names_For_L4L7_Service_3987.Tier_2

serviceRequestIdConfigureLBinHAMode_2912.SUB_SR_ID

IPPoolPolicycustom_Get_LB_Cluster_IP_Pool_5078.policyId

gen_text_inputGetResolvedIPAddressFromIPPoolTask_5079.IPAddress

gen_text_inputGetResolvedIPAddressFromIPPoolTask_5079.SubnetMask

gen_text_inputGetResolvedIPAddressFromIPPoolTask_5079.GateWayIP

ipaddresscustom_GetManagementIPForDeviceCluster_5080.
managementIP
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APIC Container Configure L4L7 Services
Summary

N.A
Description

This workflow configures the L4L7 devices and services for APIC container: 1) Deploys firewall if
required by container 2) Move required load balancers to container resource pool and attach them to
container. 3) Trigger compound workflow to configure Device cluster and concrete devices on APIC
corresponding to the Firewall or Load Balancer required. 4) Triggers compound workflow to deploy
required services between specified Tiers.

Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputArm_Mode

YService ContainerService_Container

YGeneric Text InputServices

YGeneric Text InputTier_1

YGeneric Text InputTier_2

YGeneric Text InputNetwork_Probes

YGeneric Text InputProtocol

YGeneric Text InputService_Name

YGeneric Text InputService_Type

YGeneric Text InputIsMultipleServices

YGeneric Text InputMultipleServiceType

YGeneric Text InputVIP PortVIP_Port

Generic Text InputSSL EnabledSSL_Enabled

Generic Text InputCertificate_Public_
Key

Certificate_Public_Key

Generic Text InputCertificate_
Private_Key

Certificate_Private_Key

YGeneric Text InputSSL_PortSSL_Port

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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APIC Container Delete Firewall Rule Action
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YAPICDevice Tenant L4L7 EPG
ACE Identity

APICTENANTL4L7EPG
ACE IDENTITY,

APIC_TENANT_L4L7_
EPG_ACE_IDENTITY

YGeneric Text InputL4L7IdentityL4L7Identity

YGeneric Text InputACLNameACLName

YGeneric Text InputACENameACEName

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicDeviceIdentityDeleteACEFromACLOnEPG_2580.APIC_ACCOUNT

gen_text_inputDeleteACEFromACLOnEPG_2580.TENANT_NAME

ApicDeviceTenantIdentityDeleteACEFromACLOnEPG_2580.TENANT_
IDENTITY

gen_text_inputDeleteACEFromACLOnEPG_2580.SERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

DeleteACEFromACLOnEPG_2580.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

ApicTenantL4L7EPGAceIdentityDeleteACEFromACLOnEPG_2580.OUTPUT_
TENANT_L4L7_EPG_ACE_IDENTITY

Booleancustom_GetACLIdentityToDelete_14107.isACLToBe
Deleted

ApicTenantL4L7AclEPGIdentitycustom_GetACLIdentityToDelete_14107.ACLIdentity

ApicTenantL4L7EPGInterface
Identity

custom_GetACLIdentityToDelete_14107.Interface
Identity

gen_text_inputcustom_GetACLIdentityToDelete_14107.InBoundACL

gen_text_inputcustom_GetACLIdentityToDelete_14107.OutBound
ACL

ApicDeviceIdentityDeleteACLFromEPG_14109.APIC_ACCOUNT

gen_text_inputDeleteACLFromEPG_14109.TENANT_NAME

ApicDeviceTenantIdentityDeleteACLFromEPG_14109.TENANT_IDENTITY

gen_text_inputDeleteACLFromEPG_14109.SERVICE_GRAPH
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TypeDescriptionOutput

ApicTenantL4L7ServiceGraph
NodeIdentity

DeleteACLFromEPG_14109.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

ApicTenantL4L7AclEPGIdentityDeleteACLFromEPG_14109.OUTPUT_TENANT_
L4L7_ACL_EPG_IDENTITY

ApicDeviceIdentityDisassociateAccessListFromInterface_2784.APIC_
ACCOUNT

gen_text_inputDisassociateAccessListFromInterface_2784.TENANT_
NAME

ApicDeviceTenantIdentityDisassociateAccessListFromInterface_2784.TENANT_
IDENTITY

gen_text_inputDisassociateAccessListFromInterface_2784.SERVICE_
GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

DisassociateAccessListFromInterface_2784.TENANT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

ApicTenantL4L7EPGInterface
Identity

DisassociateAccessListFromInterface_2784.OUTPUT_
TENANT_L4L7_EPG_INTERFACE_IDENTITY
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APIC Container Firewall Rule Action
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputService ParamSERVICE_PARAM

YGeneric Text InputDestination AddressDESTINATION_ADDRESS

YGeneric Text InputSource AddressSOURCE_ADDRESS

YGeneric Text InputDestination AnyDESTINATION_ANY

YGeneric Text InputSource AnySOURCE_ANY

YGeneric Text InputProtocolPROTOCOL

YGeneric Text InputActionACTION

YContainer L4 L7 ServiceFIREWALL_IDFIREWALL_ID

YGeneric Text InputSOURCE_PORT_RANGESOURCE_PORT_RANGE

YGeneric Text InputDESTINATION_PORT_
RANGE

DESTINATION_PORT_
RANGE

YGeneric Text InputINTERFACE_NAMEINTERFACE_NAME

YGeneric Text InputACL_DIRECTIONACL_DIRECTION

YGeneric Text InputORDERORDER

YGeneric Text InputACL_ENTRY_NAMEACL_ENTRY_NAME

YService ContainerSERVICE_CONTAINERSERVICE_CONTAINER

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicTenantL4L7ServiceGraph
NodeIdentity

ServiceContainerFirewallActionsWrapper_1736.APIC_
DEVICE_L4L7_SERVICE_GRAPH_NODE_IDENTITY

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
FIREWALL_RULE_ACL_LIST_NAME

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
FIREWALL_RULE_ACL_ENTRY_NAME

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
FIREWALL_RULE_PROTOCOL

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
FIREWALL_RULE_SOURCE_PORT_RANGE
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TypeDescriptionOutput

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
FIREWALL_RULE_DESTINATION_PORT_RANGE

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
FIREWALL_RULE_SOURCE_ANY

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
FIREWALL_RULE_SOURCE_ADDRESS

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
FIREWALL_RULE_DESTINATION_ANY

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
FIREWALL_RULE_DESTINATION_ADDRESS

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
FIREWALL_RULE_ACTION

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
FIREWALL_RULE_ORDER

ApicDeviceTenantEPGIdentityServiceContainerFirewallActionsWrapper_1736.
TENANT_EPG_IDENTITY

ApicDeviceTenantContract
Identity

ServiceContainerFirewallActionsWrapper_1736.
OUTPUT_CONTRACT_NAME

ApicTenantL4L7NodeAccess
EntryControlIdentity

ServiceContainerFirewallActionsWrapper_1736.
OUTPUT_APIC_TENANT_L4L7_NODE_ACCESS_
CONTROL_ENTRY_IDENTITY

ApicTenantL4L7EPGAce
Identity

ServiceContainerFirewallActionsWrapper_1736.
OUTPUT_APIC_TENANT_L4L7_EPG_ACE_
IDENTITY

ApicTenantL4L7EPGInterface
Identity

ServiceContainerFirewallActionsWrapper_1736.
OUTPUT_APIC_TENANT_L4L7_EPG_INTERFACE_
IDENTITY

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
INBOUND_ACL

gen_text_inputServiceContainerFirewallActionsWrapper_1736.
OUTBOUND_ACL

ApicDeviceIdentityAddACLEntryToEPG_2568.APIC_ACCOUNT

gen_text_inputAddACLEntryToEPG_2568.TENANT_NAME

ApicDeviceTenantIdentityAddACLEntryToEPG_2568.TENANT_IDENTITY

gen_text_inputAddACLEntryToEPG_2568.SERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

AddACLEntryToEPG_2568.TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenantL4L7NodeAcl
Identity

AddACLEntryToEPG_2568.OUTPUT_TENANT_L4L7_
NODE_ACL_IDENTITY
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TypeDescriptionOutput

ApicTenantL4L7EPGAcl
Identity

AddACLEntryToEPG_2568.OUTPUT_TENANT_L4L7_
EPG_ACL_IDENTITY

ApicTenantL4L7NodeAccess
EntryControlIdentity

AddACLEntryToEPG_2568.OUTPUT_TENANT_L4L7_
NODE_ACCESS_CONTROL_ENTRY_IDENTITY

ApicTenantL4L7Acl
EPGIdentity

AddACLEntryToEPG_2568.OUTPUT_TENANT_L4L7_
ACL_EPG_IDENTITY

ApicTenantL4L7NodeAcl
Identity

AddACLEntryToEPG_2568.OUTPUT_TENANT_L4L7_
NODE_ACLNAME_IDENTITY

gen_text_inputAddACLEntryToEPG_2568.OUTPUT_TENANT_L4L7_
NODE_ACLNAME

ApicDeviceIdentityAssociateAccessListToInterface_9665.APIC_ACCOUNT

gen_text_inputAssociateAccessListToInterface_9665.TENANT_NAME

ApicDeviceTenantIdentityAssociateAccessListToInterface_9665.TENANT_
IDENTITY

gen_text_inputAssociateAccessListToInterface_9665.SERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

AssociateAccessListToInterface_9665.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

ApicTenantL4L7EPGInterface
Identity

AssociateAccessListToInterface_9665.OUTPUT_
TENANT_L4L7_EPG_INTERFACE_IDENTITY

gen_text_inputcustom_ACLEntrySRCandDESTOperator_3028.SRC_
OPERATOR

gen_text_inputcustom_ACLEntrySRCandDESTOperator_3028.DEST_
OPERATOR
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APIC Container Multiple Service Configuraiton-DR
Summary

N.A
Description

L4L7 configuration for DR container.
Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputL4L7_Req_Services

YGeneric Text InputArm_Mode

YGeneric Text InputProtocol

YGeneric Text InputLBServers

YService ContainerService_Container

YGeneric Text InputTier_1

YGeneric Text InputTier_2

YGeneric Text InputNetwork_Probes

YGeneric Text InputService_Name

YGeneric Text InputIsMultipleServices

YGeneric Text InputMultiple_Service_Type

YGeneric Text InputVIP PortVIP_Port

Generic Text InputSSL EnabledSSL_Enabled

Generic Text InputPublic KeyPublic_Key

Generic Text InputPrivate KeyPrivate_Key

YGeneric Text InputSSL_PortSSL_Port

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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APIC Container Multiple Service Configuration for Private
Network

Summary
N.A

Description
This workflow iterates over the services required between two tiers and perform below tasks Initiate
single service configuration between two tiers.

Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputL4L7_Req_Services

YGeneric Text InputArm_Mode

YGeneric Text InputProtocol

YGeneric Text InputLBServers

YService ContainerService_Container

YGeneric Text InputTier_1

YGeneric Text InputTier_2

YGeneric Text InputNetwork_Probes

YGeneric Text InputService_Name

YGeneric Text InputIsMultipleServices

YGeneric Text InputMultiple_Service_Type

YAPIC Device Tenant Private Network
Identity

Private Network Identity

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

gen_text_inputStartLoop_8460.ITERATION_COUNT_OUTPUT

gen_text_inputStartLoop_8460.ITERATION_INDEX_OUTPUT

gen_text_inputStartLoop_8460.START_LOOP_OUTPUT

serviceRequestIdAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
SUB_SR_ID

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
CONTAINER_NAME
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ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER

ApicDeviceTenant
DeviceClusterIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_IDENTITY

ApicDeviceTenant
PackageIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.DEVICE_
PACKAGE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
MGMT_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.PORT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.SEC_PORT

ApicDomainProfile
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
DEVICE_SEC_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
CONTEXT_AWARE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
CLUSTER_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ADMIN_USERNAME

passwordAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ADMIN_PASSWORD

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_SEC_
INTERFACE_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
ENTITY_USERNAME
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passwordAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
ENTITY_PASSWORD

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
SEC_MGMT_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_CONCRETE_DEVICE

ApicDomainProfile
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
DEVICE_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
SERVICE_TYPE

ApicDeviceClusterTypeAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
DEVICE_TYPE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
VM_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
SEC_VM_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
VM_ID

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
SEC_VM_ID

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
VCENTER_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
CONTAINER_TIER_LIST

ApicDeviceStaticPath
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_CONCRETE_INTERFACE_STATIC_
PATH_IDENTITY

ApicL4L7ServiceGraph
APICASAFunction
ProfileIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
SERVICE_GRAPH_ASA_FUNCTION_PROFILE_IDENTITY
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
LOAD_BALANCER_SERVICES

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.SERVICE_
GRAPH

ApicDeviceTenantFilter
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
FILTER_IDENTITY

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
CONTRACT_IDENTITY

ApicTenantContract
SubjectIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
TIER1_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
TIER2_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
PROVIDER_EPG_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
CONSUMER_EPG_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_LB_
EXTERNAL_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_LB_
EXTERNAL_IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_LB_
INTERNAL_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_LB_
INTERNAL_IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_LB_
INFRA_IP
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_LB_
INFRA_IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
INFRA_TIER_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_LB_
VIP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
L4L7WRAPPER_CREATE_DEVICE_CLUSTER

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
INSIDE_INTERFACE_IDENTITY

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
OUTSIDE_INTERFACE_IDENTITY

ApicTenantService
GraphFunctionNode
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
SERVICE_GRAPH_FUNCTION_NODE_IDENTITY

ApicL4L7ServiceGraph
FunctionProfileIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_LB_
FUNCTION_PROFILE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_MGMT_PORTGROUP

IPPoolPolicyAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_MGMT_IPPOOL

IPPoolPolicyAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_IPPOOL

IPPoolPolicyAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_LINK_IPPOOL

BooleanAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_MODE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_HA_TYPE
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BooleanAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_LB_
HA_MODE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ASAV_DEPLOYMENT_POLICY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
ENABLE_NETWORK_MANAGEMENT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
DEPLOY_ASAV

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
CONFIGURE_LB

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
TIER1

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
TIER2

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
TIER1_GATEWAY_IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
TIER2_GATEWAY_IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
INFRA_TIER_GATEWAY_IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
TRANSPARENT_MODE

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
SERVICE_GRAPH_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY
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ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
CONTRACT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
SERVICE_CHAINING

ApicDeviceTenant
LogicalDeviceContext
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
LOGICAL_DEVICE_CONTEXT_IDENTITY

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
DEVICE_CLUSTER_INTERFACE1

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
DEVICE_CLUSTER_INTERFACE2

ApicTenantContract
SubjectIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantFilter
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
VALUE1

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
VALUE2

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
VALUE3

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L2L3_
OPTION

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_LB_
MODE

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
INFRA_INTERFACE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
TIER1_NETWORK_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_IS_
TIER1_EXTERNAL
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
INTERFACE_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
L4L7_SUBNET_GATEWAY_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
L4L7_SUBNET_PREFIX

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
L4L7_SUBNET_POLICY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
L4L7_SUBNET_ID

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_L4L7_
USED_PHYSICAL_LB

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
ENTITY_SEC_USERNAME

passwordAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
ENTITY_SEC_PASSWORD

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
ENTITY_SEC_GATEWAY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_APIC_
ENTITY_GATEWAY

ApicDeviceStaticPath
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.TENANT_
DEVICE_CLUSTER_SEC_CONCRETE_INTERFACE_
STATIC_PATH_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
PRIVATE_NETWORK_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_PC_
MEMBER_INTERFACES

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1781.OUTPUT_
CHANNEL_GROUP_ID
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
CONTAINER_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER

ApicDeviceTenant
DeviceClusterIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_IDENTITY

ApicDeviceTenant
PackageIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.DEVICE_
PACKAGE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
MGMT_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.PORT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.SEC_PORT

ApicDomainProfile
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
DEVICE_SEC_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
CONTEXT_AWARE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
CLUSTER_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ADMIN_USERNAME

passwordAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ADMIN_PASSWORD

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_SEC_
INTERFACE_NAME
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
ENTITY_USERNAME

passwordAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
ENTITY_PASSWORD

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
SEC_MGMT_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_CONCRETE_DEVICE

ApicDomainProfile
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
DEVICE_DOMAIN_PROFILE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
SERVICE_TYPE

ApicDeviceClusterTypeAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
DEVICE_TYPE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
VM_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
SEC_VM_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
VM_ID

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
SEC_VM_ID

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
VCENTER_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
CONTAINER_TIER_LIST

ApicDeviceStaticPath
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_CONCRETE_INTERFACE_STATIC_
PATH_IDENTITY
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ApicL4L7ServiceGraph
APICASAFunction
ProfileIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
SERVICE_GRAPH_ASA_FUNCTION_PROFILE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
LOAD_BALANCER_SERVICES

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.SERVICE_
GRAPH

ApicDeviceTenantFilter
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
FILTER_IDENTITY

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
CONTRACT_IDENTITY

ApicTenantContract
SubjectIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
TIER1_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
TIER2_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
PROVIDER_EPG_IDENTITY

ApicDeviceTenant
EPGIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
CONSUMER_EPG_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_LB_
EXTERNAL_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_LB_
EXTERNAL_IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_LB_
INTERNAL_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_LB_
INTERNAL_IP_MASK
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_LB_
INFRA_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_LB_
INFRA_IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
INFRA_TIER_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_LB_
VIP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
L4L7WRAPPER_CREATE_DEVICE_CLUSTER

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
INSIDE_INTERFACE_IDENTITY

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
OUTSIDE_INTERFACE_IDENTITY

ApicTenantService
GraphFunctionNode
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
SERVICE_GRAPH_FUNCTION_NODE_IDENTITY

ApicL4L7ServiceGraph
FunctionProfileIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_LB_
FUNCTION_PROFILE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_MGMT_PORTGROUP

IPPoolPolicyAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_MGMT_IPPOOL

IPPoolPolicyAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_IPPOOL

IPPoolPolicyAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_LINK_IPPOOL

BooleanAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_MODE
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_HA_TYPE

BooleanAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_LB_
HA_MODE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ASAV_DEPLOYMENT_POLICY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
ENABLE_NETWORK_MANAGEMENT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
DEPLOY_ASAV

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
CONFIGURE_LB

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
TIER1

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
TIER2

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
TIER1_GATEWAY_IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
TIER2_GATEWAY_IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
INFRA_TIER_GATEWAY_IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
TRANSPARENT_MODE

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
SERVICE_GRAPH_IDENTITY
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ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
CONTRACT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
SERVICE_CHAINING

ApicDeviceTenant
LogicalDeviceContext
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
LOGICAL_DEVICE_CONTEXT_IDENTITY

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
DEVICE_CLUSTER_INTERFACE1

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
DEVICE_CLUSTER_INTERFACE2

ApicTenantContract
SubjectIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantFilter
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
VALUE1

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
VALUE2

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
VALUE3

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L2L3_
OPTION

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_LB_
MODE

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
INFRA_INTERFACE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
TIER1_NETWORK_IP
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_IS_
TIER1_EXTERNAL

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
INTERFACE_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
L4L7_SUBNET_GATEWAY_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
L4L7_SUBNET_PREFIX

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
L4L7_SUBNET_POLICY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
L4L7_SUBNET_ID

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_L4L7_
USED_PHYSICAL_LB

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
ENTITY_SEC_USERNAME

passwordAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
ENTITY_SEC_PASSWORD

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
ENTITY_SEC_GATEWAY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_APIC_
ENTITY_GATEWAY

ApicDeviceStaticPath
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.TENANT_
DEVICE_CLUSTER_SEC_CONCRETE_INTERFACE_
STATIC_PATH_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
PRIVATE_NETWORK_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_PC_
MEMBER_INTERFACES
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
APICContainerL4-L7ServiceInfoWrapper_1838.OUTPUT_
CHANNEL_GROUP_ID

serviceRequestIdAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.SUB_SR_ID

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_CONTRACT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.CONTRACT_SUBJECT

ApicTenantContract
SubjectIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_CONTRACT_SUBJECT_
IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_FILTER

ApicDeviceTenantFilter
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_FILTER_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_IN_TERM_FILTER

ApicDeviceTenantFilter
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_IN_TERM_FILTER_
IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_OUT_TERM_FILTER

Cisco UCS Director Task Library Reference, Release 6.7
1185

Compound Tasks
APIC Container Multiple Service Configuration for Private Network



TypeDescriptionOutput

ApicDeviceTenantFilter
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.TENANT_OUT_TERM_FILTER_
IDENTITY

ApicDeviceTenantFilter
ToContractSubject
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.OUTPUT_FILTER_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenantFilter
ToContractSubject
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.OUTPUT_CONSUMER_TO_PROVIDER_
FILTER_CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantFilter
ToContractSubject
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddFilterTo
ContractSubject_1503.OUTPUT_PROVIDER_TO_CONSUMER_
FILTER_CONTRACT_SUBJECT_IDENTITY

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_CONTRACT_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_SERVICE_GRAPH_IDENTITY

ApicDeviceTenant
DeviceClusterIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_DEVICE_CLUSTER_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_L4L7_SERVICE_GRAPH_
NODE_IDENTITY
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ApicDeviceTenant
LogicalDeviceContext
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
DeviceContext_1504.TENANT_LOGICAL_DEVICE_
CONTEXT_IDENTITY

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_CONNECTOR_NAME

ApicDeviceTenant
LogicalInterface
ContextIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_CONNECTOR_NAME_
IDENTITY

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_IDENTITY

ApicDeviceTenant
LogicalDeviceContext
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_LOGICAL_DEVICE_
CONTEXT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.DEVICE_CLUSTER_INTERFACE

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.DEVICE_CLUSTER_INTERFACE_
IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_BRIDGE_DOMAIN

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_BRIDGE_DOMAIN_
IDENTITY

ApicDeviceExternal
NetworkIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_EXTERNAL_NETWORK_
IDENTITY
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ApicTenantCustomQos
PolicyIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1505.TENANT_CUSTOM_QOS_POLICY_
IDENTITY

APIC_L4_L7_
POLICY_BASED_

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical

REDIRECT_
IDENTITY

InterfaceContext_1505.TENANT_POLICY_BASED_
REDIRECT_IDENTITY

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_CONNECTOR_NAME

ApicDeviceTenant
LogicalInterface
ContextIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_CONNECTOR_NAME_
IDENTITY

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_IDENTITY

ApicDeviceTenant
LogicalDeviceContext
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_LOGICAL_DEVICE_
CONTEXT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.DEVICE_CLUSTER_INTERFACE

ApicDeviceTenant
DeviceClusterInterface
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.DEVICE_CLUSTER_INTERFACE_
IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_BRIDGE_DOMAIN

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_BRIDGE_DOMAIN_
IDENTITY
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ApicDeviceExternal
NetworkIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_EXTERNAL_NETWORK_
IDENTITY

ApicTenantCustomQos
PolicyIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical
InterfaceContext_1506.TENANT_CUSTOM_QOS_POLICY_
IDENTITY

APIC_L4_L7_
POLICY_BASED_

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateLogical

REDIRECT_
IDENTITY

InterfaceContext_1506.TENANT_POLICY_BASED_
REDIRECT_IDENTITY

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
ParametersToEPG_770.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
ParametersToEPG_770.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
ParametersToEPG_770.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
ParametersToEPG_770.SERVICE_GRAPH

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
ParametersToEPG_770.TENANT_L4L7_SERVICE_GRAPH_
NODE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
ParametersToEPG_770.TENANT_EPG

ApicDeviceTenant
EPGIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
ParametersToEPG_770.TENANT_EPG_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
ParametersToEPG_770.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
ParametersToEPG_770.TENANT_CONTRACT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
ParametersToEPG_770.NETWORK_FOLDER
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ApicDeviceTenant
EPGL4L7IPv46Param
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
ParametersToEPG_770.TENANT_VIP_IDENTITY

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.ModifyContract
Subject_772.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.ModifyContract
Subject_772.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.ModifyContract
Subject_772.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.ModifyContract
Subject_772.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.ModifyContract
Subject_772.TENANT_CONTRACT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.ModifyContract
Subject_772.CONTRACT_SUBJECT

ApicTenantContract
SubjectIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.ModifyContract
Subject_772.TENANT_CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.ModifyContract
Subject_772.TENANT_SERVICE_GRAPH_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.ModifyContract
Subject_772.TENANT_INTERM_SERVICE_GRAPH_
IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.ModifyContract
Subject_772.TENANT_OUTTERM_SERVICE_GRAPH_
IDENTITY

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract_
1901.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract_
1901.TENANT_NAME
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ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract_
1901.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract_
1901.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract_
1901.TENANT_CONTRACT_IDENTITY

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_CONTRACT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.CONTRACT_SUBJECT

ApicTenantContract
SubjectIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateContract
Subject_1902.TENANT_SERVICE_GRAPH_IDENTITY

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_IDENTITY
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_FILTER

ApicDeviceTenantFilter
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
Filter_1903.TENANT_FILTER_IDENTITY

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.TENANT_APPLN_PROFILE

ApicDeviceTenant
ApplnProfileIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.TENANT_APPLN_PROFILE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.TENANT_EPG

ApicDeviceTenant
EPGIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.TENANT_EPG_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.CONTRACT_TYPE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.CONTRACT_NAME

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.TENANT_CONTRACT_IDENTITY

ApicDeviceTenant
LabelContractSubject
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.TENANT_EPG_CONTRACT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1904.QOS
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ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.TENANT_APPLN_PROFILE

ApicDeviceTenant
ApplnProfileIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.TENANT_APPLN_PROFILE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.TENANT_EPG

ApicDeviceTenant
EPGIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.TENANT_EPG_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.CONTRACT_TYPE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.CONTRACT_NAME

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.TENANT_CONTRACT_IDENTITY

ApicDeviceTenant
LabelContractSubject
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.TENANT_EPG_CONTRACT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractTo
EPG_1905.QOS

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_NAME
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ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER

ApicDeviceTenantFilter
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER_RULE

ApicDeviceTenantFilter
RuleIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
FilterRule_1906.TENANT_FILTER_RULE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.TierToConfigureEPG

ApicDeviceTenant
EPGIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.EPGIdentity

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.ContractIdentity

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SGNodeIdentity

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.ExistingSNIP

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.ExistingChainedFWNode

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SSLSGNodeIdentity

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SSLContractIdentity

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get
TargetsForLBParamConfiguration_8526.SSLExistingFWNode
Identity
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ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.SERVICE_GRAPH

ApicDeviceTenant
ServiceGraphIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_SERVICE_
GRAPH_IDENTITY

ApicTenantFunction
ProfileIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.NODE_ONE_FUNCTION_
PROFILE_IDENTITY

ApicTenantFunction
ProfileIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.NODE_TWO_FUNCTION_
PROFILE_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_L4L7_SERVICE_
GRAPH_NODE_TWO_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_SERVICE_
GRAPH_NODE_ONE_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Create
L4L7ServiceGraphTemplate_2878.TENANT_SERVICE_
GRAPH_NODE_TWO_IDENTITY

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Function Profile
Selection for Service Graph Template.OUTPUT_CONTAINER_
TENANT_ID
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Function Profile
Selection for Service Graph Template.OUTPUT_CONTAINER_
GROUPID

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Function Profile
Selection for Service Graph Template.OUTPUT_CONTAINER_
NAME

ApicTenantFunction
ProfileIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Function Profile
Selection for Service Graph Template.FUNCTION_PROFILE_
IDENTITY

ApicDeviceExternal
NetworkInOutside
NetworkIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Ext_Network_From_Container_3990.extNetworkIdentity

ApicDeviceTenant
L3OutIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Ext_Network_From_Container_3990.l3OutIdentity

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenant
L3OutIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_BRIDGED_
NETWORK_NAME

ApicDeviceTenant
ExternalBridgeNetwork
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_BRIDGED_
NETWORK_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1196

Compound Tasks
APIC Container Multiple Service Configuration for Private Network



TypeDescriptionOutput

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_NETWORK_
NAME

ApicDeviceExternal
NetworkIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_NETWORK_
IDENTITY

ApicDeviceExternal
NetworkInOutside
NetworkIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.DEVICE_EXTERNAL_NETWORK_
IN_OUTSIDE_NETWORK_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.CONTRACT_TYPE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.CONTRACT_NAME

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_CONTRACT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.TENANT_EXTERNAL_NETWORK_
CONTRACT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddContractto
ExternalNetwork_3991.QOS

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Details_From_Container_3994.applicationProfile

ApicDeviceTenant
PrivateNetworkIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Details_From_Container_3994.pNetworkIdentity

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Details_From_Container_3994.privateNetworkName

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_NAME
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gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_BRIDGE_DOMAIN

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_IDENTITY

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateTenant
BridgeDomain_3995.TENANT_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenant
PrivateNetworkIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.PRIVATE_NETWORK_
IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_TENANT_APP_
PROFILE_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_PRIVATE_
NETWORK_TYPE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_PRIVATE_
NETWORK_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_CREATE_SUBNET

BooleanAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_SUBNET_TYPE_
SHARED

BooleanAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_SUBNET_TYPE_
PUBLIC

BooleanAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_SUBNET_TYPE_
PRIVATE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_CREATE_EPG
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TypeDescriptionOutput

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_EPG_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_EPG_QOS

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_DEPLOY_
IMMEDIANCY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_RESOLUTION_
IMMEDIANCY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TENANT_BRIDGE_DOMAIN

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_BD_FORWARDING_
TYPE

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_BD_L2_UNKNOWN_
UNICAST

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_BD_UNKNOWN_
MULTICAST

BooleanAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_ARP_FLOODING

BooleanAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_UNICAST_ROUTING

ApicDomainProfile
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.VMM_DOMAIN_PROFILE_
IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TIER_NAME
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TypeDescriptionOutput

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_
GATEWAY_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_
PREFIX

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_
START_IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_APIC_SUBNET_END_
IP

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.OUTPUT_IP_SUBNET_CIDR_
SIGNATURE

ApicDeviceTenant
ApplnProfileIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TENANT_APPLN_PROFILE_
IDENTITY

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.Get
APICContainerTierData_3996.TENANT_IDENTITY

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3997.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3997.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3997.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3997.TENANT_BRIDGE_DOMAIN

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3997.TENANT_BRIDGE_DOMAIN_IDENTITY
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TypeDescriptionOutput

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3997.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenant
L3OutIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3997.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3997.TENANT_SUBNET_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3997.TENANT_SUBNET_IDENTITY

ApicTenantSubnetTo
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3997.TENANT_SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_GetFree
IP_N_MASKFromSubnet_4808.IP_ADDRESS

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_GetFree
IP_N_MASKFromSubnet_4808.IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_GetFree
IP_N_MASKFromSubnet_4809.IP_ADDRESS

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_GetFree
IP_N_MASKFromSubnet_4809.IP_MASK

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
APICContainerL4L7ServiceForProtocol_2916.Protocol_Type

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
APICContainerL4L7ServiceForProtocol_2916.Port

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_isBridge
DomainExist_3264.IS_BRIDGE_DOMAIN_EXIST

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_isBridge
DomainExist_3264.OUTPUT_TENANT_BRIDGE_DOMAIN_
IDENTITY
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TypeDescriptionOutput

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3266.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3266.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3266.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3266.TENANT_BRIDGE_DOMAIN

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3266.TENANT_BRIDGE_DOMAIN_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3266.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenant
L3OutIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3266.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3266.TENANT_SUBNET_NAME

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3266.TENANT_SUBNET_IDENTITY

ApicTenantSubnetTo
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.CreateSubnetTo
BridgeDomain_3266.TENANT_SUBNET_TO_BRIDGE_
DOMAIN_IDENTITY

ApicDeviceTenant
ServiceGraphIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_isService
GraphExist_4790.EXISTING_SERVICE_GRAPH_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_isService
GraphExist_4790.EXISTING_SERVICE_GRAPH_NODE_
IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_isService
GraphExist_4790.IS_SERVICE_GRAPH_EXIST
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TypeDescriptionOutput

ApicDeviceTenant
ServiceGraphIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_service
GraphProvider_4792.TENANT_SERVICE_GRAPH_IDENTITY

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_service
GraphProvider_4792.TENANT_L4L7_SERVICE_GRAPH_
NODE_IDENTITY

ApicDeviceIdentityAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
RouteParametersToEPG_5207.APIC_ACCOUNT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
RouteParametersToEPG_5207.TENANT_NAME

ApicDeviceTenant
Identity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
RouteParametersToEPG_5207.TENANT_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
RouteParametersToEPG_5207.SERVICE_GRAPH

ApicTenant
L4L7ServiceGraph
NodeIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
RouteParametersToEPG_5207.TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
RouteParametersToEPG_5207.TENANT_EPG

ApicDeviceTenant
EPGIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
RouteParametersToEPG_5207.TENANT_EPG_IDENTITY

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
RouteParametersToEPG_5207.TENANT_CONTRACT

ApicDeviceTenant
ContractIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.AddLoadBalancer
RouteParametersToEPG_5207.TENANT_CONTRACT_
IDENTITY

ApicDeviceTenant
BridgeDomainIdentity

APICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
DeployAPICL4L7ServiceswithTemplates_2591.custom_Get_
Common_Bridge_Domain_Identity_3065.BDIdentity

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
custom_Get_L4L7ServiceDefinitionForPrivateNetwork_3028.
ServiceNames
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TypeDescriptionOutput

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
StartLoop_3029.ITERATION_COUNT_OUTPUT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
StartLoop_3029.ITERATION_INDEX_OUTPUT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
StartLoop_3029.START_LOOP_OUTPUT

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
custom_Get_Tier_Names_For_L4L7_Service_3987.Tier_1

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
custom_Get_Tier_Names_For_L4L7_Service_3987.Tier_2

serviceRequestIdAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
ConfigureLBinHAMode_2912.SUB_SR_ID

IPPoolPolicyAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
custom_Get_LB_Cluster_IP_Pool_5078.policyId

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
GetResolvedIPAddressFromIPPoolTask_5079.IPAddress

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
GetResolvedIPAddressFromIPPoolTask_5079.SubnetMask

gen_text_inputAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
GetResolvedIPAddressFromIPPoolTask_5079.GateWayIP

ipaddressAPICContainerConfigureL4-L7ServicesforPrivateNetwork_3031.
custom_GetManagementIPForDeviceCluster_5080.management
IP
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APIC Container Remove LB Server Farm Action
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService ContainerSERVICE_CONTAINER

YContainer ServersContainer ServersCONTAINER_SERVERS

YContainer L4 L7 ServiceLoad Balancer IdLOAD_BALANCER_ID

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicDeviceTenantEPGIdentityUpdateServersToLBFarmWrapper_1496.TENANT_EPG_
IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

UpdateServersToLBFarmWrapper_1496.TENANT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

Container L4 L7 ServiceUpdateServersToLBFarmWrapper_1496.SERVER_IP_
ADDRESSES

ApicDeviceTenantLoadBalancer
ServerIdentity

UpdateServersToLBFarmWrapper_1496.TENANT_
LOAD_BALANCER_SERVER_IP_IDENTITY

ApicDeviceTenant
EPGL4L7IPv46ParamIdentity

UpdateServersToLBFarmWrapper_1496.VIP_ADDRESS

gen_text_inputUpdateServersToLBFarmWrapper_1496.VIP_
PROTOCOL

gen_text_inputUpdateServersToLBFarmWrapper_1496.VIP_PORT

gen_text_inputUpdateServersToLBFarmWrapper_1496.OUTPUT_SSL_
LB_ENABLED

ApicTenantL4L7ServiceGraph
NodeIdentity

UpdateServersToLBFarmWrapper_1496.OUTPUT_SSL_
SG_NODE_IDENTITY

ApicDeviceTenant
EPGL4L7IPv46ParamIdentity

UpdateServersToLBFarmWrapper_1496.SSL_VIP_
ADDRESS

ApicDeviceIdentityRemoveLoadBalancerServiceParametersFromEPG_1500.
APIC_ACCOUNT

gen_text_inputRemoveLoadBalancerServiceParametersFromEPG_1500.
TENANT_NAME

ApicDeviceTenantIdentityRemoveLoadBalancerServiceParametersFromEPG_1500.
TENANT_IDENTITY
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TypeDescriptionOutput

gen_text_inputRemoveLoadBalancerServiceParametersFromEPG_1500.
SERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

RemoveLoadBalancerServiceParametersFromEPG_1500.
TENANT_L4L7_SERVICE_GRAPH_NODE_
IDENTITY

gen_text_inputRemoveLoadBalancerServiceParametersFromEPG_1500.
TENANT_EPG

ApicDeviceTenantEPGIdentityRemoveLoadBalancerServiceParametersFromEPG_1500.
TENANT_EPG_IDENTITY

gen_text_inputRemoveLoadBalancerServiceParametersFromEPG_1500.
TENANT_LOAD_BALANCER_SERVER_IP

gen_text_inputcustom_isPrivateNetworkCreatedOnTenantOnBoard_
1506.IS_PRIVATE_NETWORK_EXIST

ApicDeviceTenantIdentitycustom_isPrivateNetworkCreatedOnTenantOnBoard_
1506.OUTPUT_TENANT_IDENTITITY

ApicDeviceIdentityRemoveLoadBalancerServiceParametersFromEPG_1508.
APIC_ACCOUNT

gen_text_inputRemoveLoadBalancerServiceParametersFromEPG_1508.
TENANT_NAME

ApicDeviceTenantIdentityRemoveLoadBalancerServiceParametersFromEPG_1508.
TENANT_IDENTITY

gen_text_inputRemoveLoadBalancerServiceParametersFromEPG_1508.
SERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

RemoveLoadBalancerServiceParametersFromEPG_1508.
TENANT_L4L7_SERVICE_GRAPH_NODE_
IDENTITY

gen_text_inputRemoveLoadBalancerServiceParametersFromEPG_1508.
TENANT_EPG

ApicDeviceTenantEPGIdentityRemoveLoadBalancerServiceParametersFromEPG_1508.
TENANT_EPG_IDENTITY

gen_text_inputRemoveLoadBalancerServiceParametersFromEPG_1508.
TENANT_LOAD_BALANCER_SERVER_IP

Cisco UCS Director Task Library Reference, Release 6.7
1206

Compound Tasks
APIC Container Remove LB Server Farm Action



APIC Container Setup ASA Devices
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService_Container

YGeneric Text InputService_Type

Generic Text InputASAv Deployment PolicyASAv Deployment Policy

YGeneric Text InputManagement Port GroupManagement Port Group

YIP Pool SelectorManagement IP PoolManagement IP Pool

YGeneric Text InputTransport ModeTransport Mode

YBoolean InputASA HA ModeASA HA Mode

YGeneric Text InputDeploy ASAvDeploy ASAv

YGeneric Text InputDevice TypeDevice Type

YGeneric Text InputNetworkManagementNetworkManagement

YIP Pool SelectorManagementHAIPPoolManagementHAIPPool

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

gen_text_inputDeployed_Primary_ASAv_Mgmt_IP

gen_text_inputDeployed_ASAv_Port

gen_text_inputDeployed_ASAv_Username

passwordDeployed_ASAv_Password

gen_text_inputDeployed_Primary_ASAv_VM_Name

gen_text_inputDeployed_Sec_ASAv_VM_NAME

gen_text_inputDeployed_Sec_ASAv_Mgmt_IP
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APIC Container Setup Network Devices
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService_Container

YGeneric Text InputService_Type

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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APIC Container Setup VPX Devices
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService_Container

YGeneric Text InputService_Type

YGeneric Text InputConfigure LBConfigure LB

YGeneric Text InputPrimary VPX VMPrimary VPX VM

YGeneric Text InputSecondary VPX VMSecondary VPX VM

YGeneric Text InputAccountAccount

YGeneric Text InputPrimary LB VM NamePrimary LB VM Name

YGeneric Text InputSecondary LB VM NameSecondary LB VM Name

YGeneric Text InputPrimary LB Management IPPrimary LB Management IP

YGeneric Text InputPrimary LB UsernamePrimary LB Username

YPasswordPrimary LB PasswordPrimary LB Password

YGeneric Text InputSecondary LB Management
IP

Secondary LB Management
IP

YGeneric Text InputSecondary LB UsernameSecondary LB Username

YPasswordSecondary LB PasswordSecondary LB Password

YGeneric Text InputLB HA ModeLB HA Mode

YGeneric Text InputEnableNetworkManagementEnable NetworkManagement

YGeneric Text InputDevice TypeDevice Type

YGeneric Text InputNetworkManagementNetworkManagement

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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APIC Container Tier Creation
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService_Container

APIC Device Tenant Private Network
Identity

Container_PN_Identity

APIC Device Tenant Application Profile
Identity

APIC_App_Profile_Identity

YGeneric Text InputTier_Name

YBoolean InputIsolated

Generic Text InputParent_Tier

Generic Text InputTier_LabelTier_Label

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

VMwareDVPortgroupIdentityVMWARE_DVSWITCH_PORTGROUP_
IDENTITY
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APIC Container unmanaged L4L7 Services
Summary

N.A
Description

This workflow takes care of configuring L4L7 services like Firewall and Load balancer for APIC container.
It only configure L4L7 services in unmanaged form and does not do any APIC related configuration to
manage these devices: 1) Deploy and configure firewalls if required 3) Attach load balancers to container
and configure them as HA is required.

Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService_Container

YGeneric Text InputL4L7_Services

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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APICContainerResizeVPXVM
Summary

N.A
Description

Check and resize VPX VM is required.
Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputPrimaryVMIdPrimaryVMId

YGeneric Text InputSecondaryVMIdSecondaryVMId

YGeneric Text InputCPUCountStr as provided by the
custom task.

CPUCountStr

YGeneric Text InputMemoryStr as provided by the
custom task.

MemoryStr

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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APICContainerSRMSettings
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerPrimary Container IdentityPrimary_Container_Identity

YService ContainerSecondary Container IdentitySecondary_Container_
Identity

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Add Host to Virtual SAN DvSwitch Network
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMware DataCenter IdentitySelect Datacenter NameDatacenter Name

YVMware Cluster IdentitySelect ClusterSelect Cluster

YSelect Host/ClusterSelect Host or ClusterSelect Host/Cluster

YVMware Host Node IdentityEnter Host Node IP. Ex. 172.
29.195.75,172.29.195.76

Host Node

YVMware DVSwitch NameSelect DVSwitchDVSwitch Name

YVMware DVSwitch Uplink
Portgroup

Select UPlink Portgroup,
According to DVSwitch

uplinkPortgroup Name

YVMware DVPortgroup IdentitySelect VSAN
Portgroup,According to
DVSwitch

VSAN DVPortgroup

YIP Pool Policy SelectorSelect VSAN IP pool policyVSAN IP Pool Policy

VMware DVPortgroup IdentityvMotion DVPortGroup

IP Pool Policy SelectorvMotion IP Pool Policy

YGeneric Text InputSpecify 1500 or 9000MTU Size

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

vmwareHostNodeIdentityAdd Host VMKernel Port VMotion.OUTPUT_
VMWARE_HOST_NODE_IDENTITY

VMwareDVPortgroupIdentityAdd Host VMKernel Port VMotion.OUTPUT_
VMWARE_DV_PORT_GROUP_IDENTITY

VMWareIPPoolPolicyAdd Host VMKernel Port VMotion.OUTPUT_IP_
POOL_POLICY_ID

dvPortGroupNameAdd Host VMKernel Port VMotion.OUTPUT_DV_
PORT_GROUP_NAME

StaticPoolIPAddHost VMKernel Port VMotion.OUTPUT_STATIC_
POOL_IP

IpSubnetInIPSubnetPoolPolicy
Identity

Add Host VMKernel Port VMotion.OUTPUT_
SUBNET_ID
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TypeDescriptionOutput

gen_text_inputAddHost VMKernel Port VMotion.OUTPUT_STATIC_
POOL_IPS_ALLOCATED

gen_text_inputAdd Host VMKernel Port VMotion.OUTPUT_MTU_
SIZE

vmwareClusterIdentityAdd Host VMKernel Port VMotion.OUTPUT_
CLUSTER_IDENTITY

vmwareHostNodeIdentityAdd Host VMKernel Port VSAN Traffic.OUTPUT_
VMWARE_HOST_NODE_IDENTITY

VMwareDVPortgroupIdentityAdd Host VMKernel Port VSAN Traffic.OUTPUT_
VMWARE_DV_PORT_GROUP_IDENTITY

VMWareIPPoolPolicyAdd Host VMKernel Port VSAN Traffic.OUTPUT_IP_
POOL_POLICY_ID

dvPortGroupNameAddHostVMKernel Port VSANTraffic.OUTPUT_DV_
PORT_GROUP_NAME

StaticPoolIPAdd Host VMKernel Port VSAN Traffic.OUTPUT_
STATIC_POOL_IP

IpSubnetInIPSubnetPoolPolicy
Identity

Add Host VMKernel Port VSAN Traffic.OUTPUT_
SUBNET_ID

gen_text_inputAdd Host VMKernel Port VSAN Traffic.OUTPUT_
STATIC_POOL_IPS_ALLOCATED

gen_text_inputAdd Host VMKernel Port VSAN Traffic.OUTPUT_
MTU_SIZE

vmwareClusterIdentityAdd Host VMKernel Port VSAN Traffic.OUTPUT_
CLUSTER_IDENTITY

gen_text_inputAdd Hosts to DVSwitch.OUTPUT_VMWARE_
ACCOUNT_NAME

datacenterNameAdd Hosts to DVSwitch.OUTPUT_DATACENTER_
NAME

dvSwitchNameAddHosts toDVSwitch.OUTPUT_DVSWITCH_NAME

vmwareHostMultiSelectAdd Hosts to DVSwitch.OUTPUT_HOST_LIST

uplinkPortGroupLovListAdd Hosts to DVSwitch.OUTPUT_VDS_UPLINK_
PORTGROUP_NAME

VMwareDVPortgroupIdentitycustom_vMotionDvPortGroupCheckTask_1267.vMotion
PortGroupMandatory

VMWareIPPoolPolicycustom_vMotionDvPortGroupCheckTask_1267.vMotion
IPPoolPolicyMandatory

datacenterNamecustom_GetDatacenterAndAccountFromDatacenter
Identity_2910.DatacenterName
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TypeDescriptionOutput

vmwareAccountNamecustom_GetDatacenterAndAccountFromDatacenter
Identity_2910.AccountName

vmwareHostMultiSelectcustom_GetHostNodeMultiSelectorFromHostNode
Identity_2911.HostNodeMultiSelector

vmwareHostNodeIdentitycustom_GetHostNodeIdentity_1946.OUTPUT_
HOSTNODE_IDENTITY

gen_text_inputout_clusterName

vmHostout_HostName

dvSwitchNameout_dvSwitchName

dvSwitchNameout_dvSwitchFrmAddHostTodvswitch

VMwareDVSwitchIdentityout_dvswitchIdentity

datacenterNameOUT_DataCenter_Name

vmwareAccountNameOUT_Account_Name

uplinkPortGroupLovListOUT_UplinkPortGrp

VMwareDVPortgroupIdentityOUT_portGrpIdentity

vmwareClusterIdentityOUT_ClusterIdentity
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Configure APIC Container LB Commands
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerServiceContainer

YGeneric Text InputPrimary_LB_IP

YGeneric Text InputPrimary_Username

YPasswordPrimary_Password

YGeneric Text InputSec_LB_IP

YGeneric Text InputSec_Username

YPasswordSec_Password

YGeneric Text InputHA_MODE

YGeneric Text InputEnable_Network_Mgmt

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

Cisco UCS Director Task Library Reference, Release 6.7
1217

Compound Tasks
Configure APIC Container LB Commands



Configure APIC L4L7 Device
Summary

N.A
Description

This workflow configures APIC related entities like Device cluster and concrete devices corresponding
to L4L7 service required by container. For each container only one device cluster per service is created
and reused between different tiers if different service definition required: 1) Create Device cluster
corrsponding to L4L7 device (Firewall or Load balancer) 2) Add interfaces to device cluster correpsonding
to container Tiers. 3) Create Concrete devices on APIC corresponding to Firewall or Load balancer
devices. 4) Add concrete interfaces to concrete devices and attach them to device cluster interfaces.

Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService Container

YAPIC Device Tenant IdentityAPIC Tenant

YGeneric Text InputDevice Cluster Name

YAPIC Device Tenant Package
Identity

Device Package Identity

YIP AddressVirtual IP

YGeneric Text InputPort

YGeneric Text InputUsername

YPasswordPassword

YGeneric Text InputConcrete Device Name

YAPIC Device Domain Profile
Identity

Domain

YGeneric Text InputService Type

Yphysical/virtualDevice Type

YGeneric Text InputVM Name

YGeneric Text InputVCenter Name

YAPIC Device Tenant Static Path
Identity

Physical Device Static Path
Identity

YGeneric Text InputTier_List

YGeneric Text InputISClusterMode

YGeneric Text InputSecondary_Device_VM_Name

YGeneric Text InputSecondary_Device_IP

YIP Pool SelectorHA_IP_Pool

YGeneric Text InputGoTo/GoThrough
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MandatoryMappable To TypeDescriptionInput

YGeneric Text InputISLBHAMode

YGeneric Text InputCluster Virtual IPCluster Virtual IP

YGeneric Text InputContext AwareContext Aware

YGeneric Text InputCluster User NameCluster User Name

YGeneric Text InputCluster PasswordCluster Password

YGeneric Text InputAPICServiceTypeAPICServiceType

YAPIC Device Tenant Static Path
Identity

SecPhysicalStaticPathSecPhysicalStaticPath

YGeneric Text InputConcrete InterfaceConcrete Interface

YGeneric Text InputSecondary Concrete
Interface

Secondary Concrete Interface

YIP Pool SelectorIPs used for Stateful
failover interface

HA_Link_IP_Pool

configuration, if
enabled

Generic Text InputFlag to enable ASAv
HA Stateful
Configuration

EnableASAvHAStateful

YGeneric Text InputPC_MembersPC_Members

YGeneric Text InputChannel Group IdChannel_Group_Id

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Configure APIC Port Channel Members
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputPort Channel Member
Interfaces

Port_Channel_Member_
Interfaces

YGeneric Text InputChannel Group IdChannel Group Id

YAPIC Device Tenant Device
Cluster Identity

Device Cluster IdentityDevice Cluster Identity

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

Cisco UCS Director Task Library Reference, Release 6.7
1220

Compound Tasks
Configure APIC Port Channel Members



Configure LB in HA Mode
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YIP AddressP_LB_IP

YGeneric Text InputP_LB_Login

YPasswordP_LB_Pass

YIP AddressS_LB_IP

YGeneric Text InputS_LB_Login

YPasswordS_LB_Pass

YGeneric Text InputHA_MODE

YGeneric Text InputP_Gateway

YGeneric Text InputS_Gateway

YIP AddressCLUSTER_MGMT_IP

YGeneric Text InputPN

YGeneric Text InputTier

YIP AddressCLUSTER_MGMT_MASK

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Create NIOC Virtual SAN DvSwitch Network
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMware DataCenter
Identity

Select Datacenter NameDatacenter Name

YVLAN IDEnter VSAN Vlan IDVSAN VLAN ID

YVLAN IDEnter VMotion Vlan IDvMotion VLAN ID

YVLAN IDEnter Management Vlan IDManagement VLAN ID

YVLAN IDEnter VMnet Vlan IDvmNet VLAN ID

YGeneric Text InputEnterMTUSize.Ex 1500 or 9000MTU Size

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

dvSwitchNameCreate DVSwitch.OUTPUT_DVSWITCH_NAME

datacenterNameCreate DVSwitch.OUTPUT_DATACENTER_NAME

VMwareDVSwitchIdentityCreate DVSwitch.OUTPUT_VMWARE_DVSWITCH_
IDENTITY

uplinkPortGroupLovListCreate DVSwitch.OUTPUT_VDS_UPLINK_
PORTGROUP_NAME

dvPortGroupNameCreateVSANPortGroup.OUTPUT_DV_PORT_GROUP_
NAME

dvSwitchNameCreateVSANPortGroup.OUTPUT_DVSWITCH_NAME

VMwareDVPortGroupPort
Binding

Create VSAN PortGroup.OUTPUT_DVPORTGROUP_
PORTGROUPBINDING

vmwareVmPortGroupIdentityCreate VSAN PortGroup.OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY

vlanIDCreate VSAN PortGroup.OUTPUT_VLAN_ID

VMwareDVSwitchIdentityCreate VSAN PortGroup.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

VMwareDVPortgroupIdentityCreate VSAN PortGroup.OUTPUT_VMWARE_DV_
PORT_GROUP_IDENTITY

dvPortGroupNameCreate vMotion PortGroup.OUTPUT_DV_PORT_
GROUP_NAME
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TypeDescriptionOutput

dvSwitchNameCreate vMotion PortGroup.OUTPUT_DVSWITCH_
NAME

VMwareDVPortGroupPort
Binding

Create vMotion PortGroup.OUTPUT_DVPORTGROUP_
PORTGROUPBINDING

vmwareVmPortGroupIdentityCreate vMotion PortGroup.OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY

vlanIDCreate vMotion PortGroup.OUTPUT_VLAN_ID

VMwareDVSwitchIdentityCreate vMotion PortGroup.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

VMwareDVPortgroupIdentityCreate vMotion PortGroup.OUTPUT_VMWARE_DV_
PORT_GROUP_IDENTITY

dvPortGroupNameCreate Management PortGroup.OUTPUT_DV_PORT_
GROUP_NAME

dvSwitchNameCreateManagement PortGroup.OUTPUT_DVSWITCH_
NAME

VMwareDVPortGroupPort
Binding

Create Management PortGroup.OUTPUT_
DVPORTGROUP_PORTGROUPBINDING

vmwareVmPortGroupIdentityCreate Management PortGroup.OUTPUT_VMWARE_
VM_PORT_GROUP_IDENTITY

vlanIDCreate Management PortGroup.OUTPUT_VLAN_ID

VMwareDVSwitchIdentityCreate Management PortGroup.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

VMwareDVPortgroupIdentityCreate Management PortGroup.OUTPUT_VMWARE_
DV_PORT_GROUP_IDENTITY

dvPortGroupNameCreate VM Network PortGroup.OUTPUT_DV_PORT_
GROUP_NAME

dvSwitchNameCreateVMNetwork PortGroup.OUTPUT_DVSWITCH_
NAME

VMwareDVPortGroupPort
Binding

Create VM Network PortGroup.OUTPUT_
DVPORTGROUP_PORTGROUPBINDING

vmwareVmPortGroupIdentityCreate VM Network PortGroup.OUTPUT_VMWARE_
VM_PORT_GROUP_IDENTITY

vlanIDCreate VM Network PortGroup.OUTPUT_VLAN_ID

VMwareDVSwitchIdentityCreate VM Network PortGroup.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

VMwareDVPortgroupIdentityCreate VM Network PortGroup.OUTPUT_VMWARE_
DV_PORT_GROUP_IDENTITY

dvSwitchNameEnable NIOC on DVSwitch.OUTPUT_DVSWITCH_
NAME
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TypeDescriptionOutput

datacenterNameEnable NIOC on DVSwitch.OUTPUT_DATACENTER_
NAME

VMwareDVSwitchIdentityEnable NIOC on DVSwitch.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

dvSwitchNameSet VSANTraffic ResourcePool onDVSwitch.OUTPUT_
DVSWITCH_NAME

datacenterNameSet VSANTraffic ResourcePool onDVSwitch.OUTPUT_
DATACENTER_NAME

VMwareDVSwitchIdentitySet VSANTraffic ResourcePool onDVSwitch.OUTPUT_
VMWARE_DVSWITCH_IDENTITY

dvSwitchNameSet Management Traffic Resource Pool on DVSwitch.
OUTPUT_DVSWITCH_NAME

datacenterNameSet Management Traffic Resource Pool on DVSwitch.
OUTPUT_DATACENTER_NAME

VMwareDVSwitchIdentitySet Management Traffic Resource Pool on DVSwitch.
OUTPUT_VMWARE_DVSWITCH_IDENTITY

dvSwitchNameSet VM Traffic ResourcePool on DVSwitch.OUTPUT_
DVSWITCH_NAME

datacenterNameSet VM Traffic ResourcePool on DVSwitch.OUTPUT_
DATACENTER_NAME

VMwareDVSwitchIdentitySet VM Traffic ResourcePool on DVSwitch.OUTPUT_
VMWARE_DVSWITCH_IDENTITY

dvSwitchNameSet vMotion Traffic ResourcePool on DVSwitch.
OUTPUT_DVSWITCH_NAME

datacenterNameSet vMotion Traffic ResourcePool on DVSwitch.
OUTPUT_DATACENTER_NAME

VMwareDVSwitchIdentitySet vMotion Traffic ResourcePool on DVSwitch.
OUTPUT_VMWARE_DVSWITCH_IDENTITY

dvPortGroupNamevMotion Teaming and Failover.OUTPUT_DV_PORT_
GROUP_NAME

dvSwitchNamevMotion Teaming and Failover.OUTPUT_DVSWITCH_
NAME

VMwareDVSwitchIdentityvMotion Teaming and Failover.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

VMwareDVPortgroupIdentityvMotion Teaming and Failover.OUTPUT_VMWARE_
DV_PORT_GROUP_IDENTITY

dvPortGroupNameSet VSAN Teaming and Failover.OUTPUT_DV_PORT_
GROUP_NAME

dvSwitchNameSetVSANTeaming andFailover.OUTPUT_DVSWITCH_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
1224

Compound Tasks
Create NIOC Virtual SAN DvSwitch Network



TypeDescriptionOutput

VMwareDVSwitchIdentitySet VSAN Teaming and Failover.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

VMwareDVPortgroupIdentitySet VSAN Teaming and Failover.OUTPUT_VMWARE_
DV_PORT_GROUP_IDENTITY

dvPortGroupNameSet VM Network Teaming and Failover.OUTPUT_DV_
PORT_GROUP_NAME

dvSwitchNameSet VM Network Teaming and Failover.OUTPUT_
DVSWITCH_NAME

VMwareDVSwitchIdentitySet VM Network Teaming and Failover.OUTPUT_
VMWARE_DVSWITCH_IDENTITY

VMwareDVPortgroupIdentitySet VM Network Teaming and Failover.OUTPUT_
VMWARE_DV_PORT_GROUP_IDENTITY

dvPortGroupNameSetMgmtNetwork Teaming and Failover.OUTPUT_DV_
PORT_GROUP_NAME

dvSwitchNameSet Mgmt Network Teaming and Failover.OUTPUT_
DVSWITCH_NAME

VMwareDVSwitchIdentitySet Mgmt Network Teaming and Failover.OUTPUT_
VMWARE_DVSWITCH_IDENTITY

VMwareDVPortgroupIdentitySet Mgmt Network Teaming and Failover.OUTPUT_
VMWARE_DV_PORT_GROUP_IDENTITY

datacenterNamecustom_GetDatacenterAndAccountFromDatacenter
Identity_2912.DatacenterName

vmwareAccountNamecustom_GetDatacenterAndAccountFromDatacenter
Identity_2912.AccountName

dvSwitchNameout_dvSwitchName

dvSwitchNameout_dvSwitchFrmAddHostTodvswitch

VMwareDVSwitchIdentityout_dvswitchIdentity

datacenterNameOUT_DataCenter_Name

vmwareAccountNameOUT_Account_Name

uplinkPortGroupLovListOUT_UplinkPortGrp

VMwareDVPortgroupIdentityOUT_portGrpIdentity
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Create VSAN Cluster
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YPod NamePod Name

YVMware DataCenter IdentityDatacenter NameDatacenter Name

YGeneric Text Inputex: VSANClusterCluster Name

Boolean InputEnable HA

Boolean InputEnable DRS

YGeneric Text InputEnter host node IP with
comma separated, ex: 172.16.

Host Nodes

xx.xx,172.16.xx.xx,172.16.
xx.xx

YGeneric Text InputEnter User NameHost User ID

YPasswordEnter PasswordHost Password

Generic Text InputHost License with dash(-)
separated

Host License

IP Pool Policy SelectorManagement IP Pool PolicyManagement IP Pool
Policy

IP Pool Policy SelectorVM IP Pool PolicyVM IP Pool Policy

YIP Pool Policy SelectorVSAN IP pool PolicyVSAN IP Pool Policy

IP Pool Policy SelectorvMotion IP Pool Policy

YVMWareClaimDiskMode ListSelect Claim Disk ModeClaim Disk Mode

YGeneric Text InputSpecify 1500 or 9000MTU Size

VMware DVSwitchEnter Existing DVSwitchDVSwitch

VMware DVPortgroup IdentityEnter Existing Virtual SAN
Portgroup

Virtual SAN Portgroup

VMware DVSwitch Uplink
Portgroup

DVSwitch Uplink
Portgroup

VMware DVPortgroup IdentityVMotion Portgroup

RAID ModeRAID mode
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Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

gen_text_inputCreateVMwareCluster_3135.OUTPUT_VMWARE_
ACCOUNT_NAME

datacenterNameCreateVMwareCluster_3135.OUTPUT_DATACENTER_
NAME

gen_text_inputCreateVMwareCluster_3135.OUTPUT_CLUSTER_NAME

vmwareClusterIdentityCreateVMwareCluster_3135.OUTPUT_CLUSTER_
IDENTITY

serviceRequestIdCreateNIOCVirtualSANDvSwitchNetwork_1288.SUB_SR_
ID

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
DVSwitch.OUTPUT_DVSWITCH_NAME

datacenterNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
DVSwitch.OUTPUT_DATACENTER_NAME

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
DVSwitch.OUTPUT_VMWARE_DVSWITCH_IDENTITY

uplinkPortGroupLovListCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
DVSwitch.OUTPUT_VDS_UPLINK_PORTGROUP_NAME

dvPortGroupNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
VSAN PortGroup.OUTPUT_DV_PORT_GROUP_NAME

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
VSAN PortGroup.OUTPUT_DVSWITCH_NAME

VMwareDVPortGroupPort
Binding

CreateNIOCVirtualSANDvSwitchNetwork_1288.Create
VSAN PortGroup.OUTPUT_DVPORTGROUP_
PORTGROUPBINDING

vmwareVmPortGroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.Create
VSAN PortGroup.OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

vlanIDCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
VSAN PortGroup.OUTPUT_VLAN_ID

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
VSAN PortGroup.OUTPUT_VMWARE_DVSWITCH_
IDENTITY

VMwareDVPortgroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.Create
VSAN PortGroup.OUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

dvPortGroupNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Create v
Motion PortGroup.OUTPUT_DV_PORT_GROUP_NAME
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TypeDescriptionOutput

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Create v
Motion PortGroup.OUTPUT_DVSWITCH_NAME

VMwareDVPortGroupPort
Binding

CreateNIOCVirtualSANDvSwitchNetwork_1288.Create v
Motion PortGroup.OUTPUT_DVPORTGROUP_
PORTGROUPBINDING

vmwareVmPortGroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.Create v
Motion PortGroup.OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

vlanIDCreateNIOCVirtualSANDvSwitchNetwork_1288.Create v
Motion PortGroup.OUTPUT_VLAN_ID

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Create v
Motion PortGroup.OUTPUT_VMWARE_DVSWITCH_
IDENTITY

VMwareDVPortgroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.Create v
Motion PortGroup.OUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

dvPortGroupNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
Management PortGroup.OUTPUT_DV_PORT_GROUP_
NAME

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
Management PortGroup.OUTPUT_DVSWITCH_NAME

VMwareDVPortGroupPort
Binding

CreateNIOCVirtualSANDvSwitchNetwork_1288.Create
Management PortGroup.OUTPUT_DVPORTGROUP_
PORTGROUPBINDING

vmwareVmPortGroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.Create
Management PortGroup.OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

vlanIDCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
Management PortGroup.OUTPUT_VLAN_ID

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Create
ManagementPortGroup.OUTPUT_VMWARE_DVSWITCH_
IDENTITY

VMwareDVPortgroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.Create
Management PortGroup.OUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

dvPortGroupNameCreateNIOCVirtualSANDvSwitchNetwork_1288.CreateVM
Network PortGroup.OUTPUT_DV_PORT_GROUP_NAME

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.CreateVM
Network PortGroup.OUTPUT_DVSWITCH_NAME

VMwareDVPortGroupPort
Binding

CreateNIOCVirtualSANDvSwitchNetwork_1288.CreateVM
Network PortGroup.OUTPUT_DVPORTGROUP_
PORTGROUPBINDING
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TypeDescriptionOutput

vmwareVmPortGroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.CreateVM
Network PortGroup.OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

vlanIDCreateNIOCVirtualSANDvSwitchNetwork_1288.CreateVM
Network PortGroup.OUTPUT_VLAN_ID

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.CreateVM
Network PortGroup.OUTPUT_VMWARE_DVSWITCH_
IDENTITY

VMwareDVPortgroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.CreateVM
Network PortGroup.OUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Enable
NIOC on DVSwitch.OUTPUT_DVSWITCH_NAME

datacenterNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Enable
NIOC on DVSwitch.OUTPUT_DATACENTER_NAME

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Enable
NIOC on DVSwitch.OUTPUT_VMWARE_DVSWITCH_
IDENTITY

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VSAN
Traffic ResourcePool onDVSwitch.OUTPUT_DVSWITCH_
NAME

datacenterNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VSAN
Traffic ResourcePool on DVSwitch.OUTPUT_
DATACENTER_NAME

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VSAN
Traffic ResourcePool on DVSwitch.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set
Management Traffic Resource Pool on DVSwitch.OUTPUT_
DVSWITCH_NAME

datacenterNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set
Management Traffic Resource Pool on DVSwitch.OUTPUT_
DATACENTER_NAME

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Set
Management Traffic Resource Pool on DVSwitch.OUTPUT_
VMWARE_DVSWITCH_IDENTITY

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VM
Traffic ResourcePool onDVSwitch.OUTPUT_DVSWITCH_
NAME

datacenterNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VM
Traffic ResourcePool on DVSwitch.OUTPUT_
DATACENTER_NAME
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TypeDescriptionOutput

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VM
Traffic ResourcePool on DVSwitch.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set vMotion
Traffic ResourcePool onDVSwitch.OUTPUT_DVSWITCH_
NAME

datacenterNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set vMotion
Traffic ResourcePool on DVSwitch.OUTPUT_
DATACENTER_NAME

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Set vMotion
Traffic ResourcePool on DVSwitch.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

dvPortGroupNameCreateNIOCVirtualSANDvSwitchNetwork_1288.vMotion
Teaming andFailover.OUTPUT_DV_PORT_GROUP_NAME

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.vMotion
Teaming and Failover.OUTPUT_DVSWITCH_NAME

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.vMotion
Teaming and Failover.OUTPUT_VMWARE_DVSWITCH_
IDENTITY

VMwareDVPortgroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.vMotion
Teaming and Failover.OUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

dvPortGroupNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VSAN
Teaming andFailover.OUTPUT_DV_PORT_GROUP_NAME

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VSAN
Teaming and Failover.OUTPUT_DVSWITCH_NAME

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VSAN
Teaming and Failover.OUTPUT_VMWARE_DVSWITCH_
IDENTITY

VMwareDVPortgroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.Set VSAN
Teaming and Failover.OUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

dvPortGroupNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VM
Network Teaming and Failover.OUTPUT_DV_PORT_
GROUP_NAME

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VM
Network Teaming and Failover.OUTPUT_DVSWITCH_
NAME

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Set VM
Network Teaming and Failover.OUTPUT_VMWARE_
DVSWITCH_IDENTITY
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TypeDescriptionOutput

VMwareDVPortgroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.Set VM
Network Teaming and Failover.OUTPUT_VMWARE_DV_
PORT_GROUP_IDENTITY

dvPortGroupNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set Mgmt
Network Teaming and Failover.OUTPUT_DV_PORT_
GROUP_NAME

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.Set Mgmt
Network Teaming and Failover.OUTPUT_DVSWITCH_
NAME

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.Set Mgmt
Network Teaming and Failover.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

VMwareDVPortgroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.Set Mgmt
Network Teaming and Failover.OUTPUT_VMWARE_DV_
PORT_GROUP_IDENTITY

datacenterNameCreateNIOCVirtualSANDvSwitchNetwork_1288.custom_
GetDatacenterAndAccountFromDatacenterIdentity_2912.
DatacenterName

vmwareAccountNameCreateNIOCVirtualSANDvSwitchNetwork_1288.custom_
GetDatacenterAndAccountFromDatacenterIdentity_2912.
AccountName

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.out_dv
SwitchName

dvSwitchNameCreateNIOCVirtualSANDvSwitchNetwork_1288.out_dv
SwitchFrmAddHostTodvswitch

VMwareDVSwitchIdentityCreateNIOCVirtualSANDvSwitchNetwork_1288.out_
dvswitchIdentity

datacenterNameCreateNIOCVirtualSANDvSwitchNetwork_1288.OUT_Data
Center_Name

vmwareAccountNameCreateNIOCVirtualSANDvSwitchNetwork_1288.OUT_
Account_Name

uplinkPortGroupLovListCreateNIOCVirtualSANDvSwitchNetwork_1288.OUT_
UplinkPortGrp

VMwareDVPortgroup
Identity

CreateNIOCVirtualSANDvSwitchNetwork_1288.OUT_port
GrpIdentity

serviceRequestIdAddHosttoVirtualSANDvSwitchNetwork_1289.SUB_SR_ID

vmwareHostNodeIdentityAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VMotion.OUTPUT_VMWARE_HOST_
NODE_IDENTITY
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TypeDescriptionOutput

VMwareDVPortgroup
Identity

AddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VMotion.OUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

VMWareIPPoolPolicyAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VMotion.OUTPUT_IP_POOL_POLICY_ID

dvPortGroupNameAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VMotion.OUTPUT_DV_PORT_GROUP_
NAME

StaticPoolIPAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VMotion.OUTPUT_STATIC_POOL_IP

IpSubnetInIPSubnetPool
PolicyIdentity

AddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VMotion.OUTPUT_SUBNET_ID

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VMotion.OUTPUT_STATIC_POOL_IPS_
ALLOCATED

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VMotion.OUTPUT_MTU_SIZE

vmwareClusterIdentityAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VMotion.OUTPUT_CLUSTER_IDENTITY

vmwareHostNodeIdentityAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel PortVSANTraffic.OUTPUT_VMWARE_HOST_
NODE_IDENTITY

VMwareDVPortgroup
Identity

AddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VSAN Traffic.OUTPUT_VMWARE_DV_
PORT_GROUP_IDENTITY

VMWareIPPoolPolicyAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VSAN Traffic.OUTPUT_IP_POOL_
POLICY_ID

dvPortGroupNameAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VSAN Traffic.OUTPUT_DV_PORT_
GROUP_NAME

StaticPoolIPAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VSAN Traffic.OUTPUT_STATIC_POOL_
IP

IpSubnetInIPSubnetPool
PolicyIdentity

AddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VSAN Traffic.OUTPUT_SUBNET_ID

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VSAN Traffic.OUTPUT_STATIC_POOL_
IPS_ALLOCATED

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VSAN Traffic.OUTPUT_MTU_SIZE
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TypeDescriptionOutput

vmwareClusterIdentityAddHosttoVirtualSANDvSwitchNetwork_1289.Add Host
VMKernel Port VSAN Traffic.OUTPUT_CLUSTER_
IDENTITY

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1289.Add Hosts
to DVSwitch.OUTPUT_VMWARE_ACCOUNT_NAME

datacenterNameAddHosttoVirtualSANDvSwitchNetwork_1289.Add Hosts
to DVSwitch.OUTPUT_DATACENTER_NAME

dvSwitchNameAddHosttoVirtualSANDvSwitchNetwork_1289.Add Hosts
to DVSwitch.OUTPUT_DVSWITCH_NAME

vmwareHostMultiSelectAddHosttoVirtualSANDvSwitchNetwork_1289.Add Hosts
to DVSwitch.OUTPUT_HOST_LIST

uplinkPortGroupLovListAddHosttoVirtualSANDvSwitchNetwork_1289.Add Hosts
to DVSwitch.OUTPUT_VDS_UPLINK_PORTGROUP_
NAME

VMwareDVPortgroup
Identity

AddHosttoVirtualSANDvSwitchNetwork_1289.custom_v
MotionDvPortGroupCheckTask_1267.vMotionPortGroup
Mandatory

VMWareIPPoolPolicyAddHosttoVirtualSANDvSwitchNetwork_1289.custom_v
MotionDvPortGroupCheckTask_1267.vMotionIPPoolPolicy
Mandatory

datacenterNameAddHosttoVirtualSANDvSwitchNetwork_1289.custom_Get
DatacenterAndAccountFromDatacenterIdentity_2910.
DatacenterName

vmwareAccountNameAddHosttoVirtualSANDvSwitchNetwork_1289.custom_Get
DatacenterAndAccountFromDatacenterIdentity_2910.Account
Name

vmwareHostMultiSelectAddHosttoVirtualSANDvSwitchNetwork_1289.custom_Get
HostNodeMultiSelectorFromHostNodeIdentity_2911.Host
NodeMultiSelector

vmwareHostNodeIdentityAddHosttoVirtualSANDvSwitchNetwork_1289.custom_Get
HostNodeIdentity_1946.OUTPUT_HOSTNODE_IDENTITY

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1289.out_cluster
Name

vmHostAddHosttoVirtualSANDvSwitchNetwork_1289.out_Host
Name

dvSwitchNameAddHosttoVirtualSANDvSwitchNetwork_1289.out_dvSwitch
Name

dvSwitchNameAddHosttoVirtualSANDvSwitchNetwork_1289.out_dvSwitch
FrmAddHostTodvswitch

VMwareDVSwitchIdentityAddHosttoVirtualSANDvSwitchNetwork_1289.out_dvswitch
Identity
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TypeDescriptionOutput

datacenterNameAddHosttoVirtualSANDvSwitchNetwork_1289.OUT_Data
Center_Name

vmwareAccountNameAddHosttoVirtualSANDvSwitchNetwork_1289.OUT_
Account_Name

uplinkPortGroupLovListAddHosttoVirtualSANDvSwitchNetwork_1289.OUT_Uplink
PortGrp

VMwareDVPortgroup
Identity

AddHosttoVirtualSANDvSwitchNetwork_1289.OUT_port
GrpIdentity

vmwareClusterIdentityAddHosttoVirtualSANDvSwitchNetwork_1289.OUT_Cluster
Identity

dvPortGroupNameCreate VirtualSAN DVPortGroup.OUTPUT_DV_PORT_
GROUP_NAME

dvSwitchNameCreate VirtualSAN DVPortGroup.OUTPUT_DVSWITCH_
NAME

VMwareDVPortGroupPort
Binding

Create VirtualSAN DVPortGroup.OUTPUT_
DVPORTGROUP_PORTGROUPBINDING

vmwareVmPortGroup
Identity

Create VirtualSAN DVPortGroup.OUTPUT_VMWARE_
VM_PORT_GROUP_IDENTITY

vlanIDCreate VirtualSAN DVPortGroup.OUTPUT_VLAN_ID

VMwareDVSwitchIdentityCreate VirtualSAN DVPortGroup.OUTPUT_VMWARE_
DVSWITCH_IDENTITY

VMwareDVPortgroup
Identity

Create VirtualSAN DVPortGroup.OUTPUT_VMWARE_
DV_PORT_GROUP_IDENTITY

datacenterNamecustom_GetDatacenterAndAccountFromDatacenterIdentity_
2913.DatacenterName

vmwareAccountNamecustom_GetDatacenterAndAccountFromDatacenterIdentity_
2913.AccountName

vlanIDcustom_Get_VirtualSAN_VLAN.VlanId

vlanIDcustom_Get_VMotion_VLAN.VlanId

vlanIDcustom_Get_Management_VLAN.VlanId

vlanIDcustom_Get_VMNetwork_VLAN.VlanId

dvSwitchNamecustom_GetDVSwitchandDVPortGroup_1489.OUTPUT_
DVSwitch

VMwareDVPortgroup
Identity

custom_GetDVSwitchandDVPortGroup_1489.OUTPUT_
VirtualSANPortGroup

uplinkPortGroupLovListcustom_GetDVSwitchandDVPortGroup_1489.OUTPUT_
DVSwitchUplinkPortGroupMandatory

VMwareDVPortgroup
Identity

custom_GetDVSwitchandDVPortGroup_1489.OUTPUT_
VMotionPortgroup
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TypeDescriptionOutput

VMwareDVSwitchIdentitycustom_DVSwitchCheckTask_1490.DVSwitchMandatory

vmwareHostMultiSelectRegisterHostswithCluster_3194.HOST_NAME

vmwareHostNodeIdentityRegisterHostswithCluster_3194.OUTPUT_HOST_LIST

vmwareHostNodeIdentityRegisterHostswithCluster_3194.OUTPUT_DATACENTER_
HOST_LIST

gen_text_inputEnable/DisableDRS_3511.OUTPUT_VMWARE_
ACCOUNT_NAME

datacenterNameEnable/DisableDRS_3511.OUTPUT_DATACENTER_NAME

gen_text_inputEnable/DisableDRS_3511.OUTPUT_CLUSTER_NAME

vmwareClusterIdentityEnable/DisableDRS_3511.OUTPUT_CLUSTER_IDENTITY

gen_text_inputEnable/DisableHA_4345.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameEnable/DisableHA_4345.OUTPUT_DATACENTER_NAME

gen_text_inputEnable/DisableHA_4345.OUTPUT_CLUSTER_NAME

vmwareClusterIdentityEnable/DisableHA_4345.OUTPUT_CLUSTER_IDENTITY

gen_text_inputout_clusterName

vmHostout_HostName

dvSwitchNameout_dvSwitchName

dvSwitchNameout_dvSwitchFrmAddHostTodvswitch

VMwareDVSwitchIdentityout_dvswitchIdentity

datacenterNameOUT_DataCenter_Name

vmwareAccountNameOUT_Account_Name

uplinkPortGroupLovListOUT_UplinkPortGrp

VMwareDVPortgroup
Identity

OUT_portGrpIdentity

vmwareClusterIdentityOUT_ClusterIdentity
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Create_Multiple_Export_Rules
Summary

N.A
Description

Create Multiple Export Rule task used to add more than one rule to the export policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputClient_MACs

YNetApp Cluster SVM IdentityCluster_Vserver_Identity

YNetApp Cluster Export Policy IdentityCluster_Export_Policy_Identity

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

gen_text_inputStartLoop_1338.ITERATION_COUNT_OUTPUT

gen_text_inputStartLoop_1338.ITERATION_INDEX_OUTPUT

gen_text_inputStartLoop_1338.START_LOOP_OUTPUT

netappClusterVServerIdentityCreateClusterExportRule_1340.OUTPUT_CLUSTER_
VSERVER_IDENTITY

netappClusterExportRuleIdentityCreateClusterExportRule_1340.OUTPUT_CLUSTER_
EXPORT_RULE_IDENTITY

netappClusterExportPolicyIdentityCreateClusterExportRule_1340.OUTPUT_CLUSTER_
EXPORT_POLICY_IDENTITY
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DR Cluster Creation
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC Account IdentityEMC Account Identity

YEMC VNX RAID Group IdentityEMC RAID Group Identity

YEMC VNX Storage Pool for Block
Identity

EMC Storage Pool Identity

YGeneric Text InputDatastore size

YGeneric Text InputEMC_HOST_EMPTY

YEMC VNX Host IdentityEMC VNX Host Identity

YGeneric Text InputEMC_STORAGEGROUP_EMPTY

YEMC VNX Storage Group IdentityEMC Storage Group Identity

YEMC Storage Processor IdentityEMC Storage Processor Identity

YGeneric Text InputEMC Multi Host Identity

YVMware Account SelectorVMware Account Name

YGeneric Text InputDatastore Cluster Name

YGeneric Text InputDatastore Size Limit

YUser GroupTenant Group ID

YEMC VNX Storage Group IdentityVNX RP Storage Group

YGeneric Text InputCONSISTENCY GROUP NAME

YGeneric Text InputCONSISTENCY GROUP COPY
NAME

YEMC RP Account IdentityRP ACCOUNT IDENTITY

YEMC VNX Storage Pool for Block
Identity

EMC
VNX RP
Storage

EMC VNX RP Storage Pool Identity

Pool
Identity

YGeneric Text InputHLU List

YEMC RP Cluster IdentityRP Cluster Identity

YBoolean InputisPrimary

YBoolean InputisUpdateTenant
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MandatoryMappable To TypeDescriptionInput

YEMC RP CG Copy IdentityExisting Primary Production Copy

YEMC RP CG Copy IdentityExisting Secondary Production Copy

YEMC RP CG IdentityTenant Consistency Group Identity

YGeneric Text InputLUN ID List

YGeneric Text InputJournal LUN ID List

YGeneric Text InputJournal HLU ID List

YGeneric Text InputHost Storage HLU List

YEMC Account IdentityDR EMC Account Identity

YEMC VNX Host IdentityDR EMC VNX Host Identity

YEMC VNX Storage Group IdentityDR VNX RP Storage Group

YGeneric Text InputTenant Name

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

dataStoreNameOUTPUT_DATASTORE_NAME

vmwareDatastoreClusterIdentityOUTPUT_DS_CLUSTER_IDENTITY

gen_text_inputOUTPUT_DATASTORE_IDENTITIES

gen_text_inputHOST_LUN_IDS

gen_text_inputHOST_LUN_IDENTITIES

RecoverPointConsistencyGroupIdentityOUTPUT_CONSISTENCY_GROUP_
IDENTITY

gen_text_inputOUTPUT_HLU_LIST

RecoverPointConsistencyGroupCopy
Identity

OUTPUT_CG_COPY_IDENTITY

RecoverPointConsistencyGroupCopy
Identity

OUTPUT_CG_REMOTE_COPY

gen_text_inputOUTPUT_LUN_IDENTITY_LIST

gen_text_inputOUTPUT_HOST_STORAGE_HLU_LIST

gen_text_inputOUTPUT_JOURNAL_HLU_LIST

gen_text_inputOUTPUT_JOURNAL_LUN_LIST

gen_text_inputOUTPUT_LUN_COUNT
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DR Cluster with RP Support
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC Account IdentityEMC Account Identity

YEMC VNX RAID Group IdentityEMC RAID Group Identity

YEMC VNX Storage Pool for Block
Identity

EMC Storage Pool Identity

YGeneric Text InputDatastore size

YGeneric Text InputEMC_HOST_EMPTY

YEMC VNX Host IdentityEMC VNX Host Identity

YGeneric Text InputEMC_STORAGEGROUP_EMPTY

YEMC VNX Storage Group IdentityEMC Storage Group Identity

YEMC Storage Processor IdentityEMC Storage Processor Identity

YVMware Account SelectorVMware Account Name

YGeneric Text InputEMC Multi Host Identity

YGeneric Text InputDatastore Cluster Name

YGeneric Text InputDatastore Size Limit

YUser GroupTenant Group ID

YEMC VNX Storage Group IdentityVNX RP Storage Group

YGeneric Text InputCONSISTENCY GROUP NAME

YGeneric Text InputCONSISTENCY GROUP COPY
NAME

YEMC RP Account IdentityRP ACCOUNT IDENTITY

YEMC VNX Storage Pool for Block
Identity

EMC VNX
RP Storage
Pool Identity

EMCVNXRP Storage Pool Identity

YGeneric Text InputHLU List

YEMC RP Cluster IdentityRP Cluster Identity

YBoolean InputisPrimary

YBoolean InputisTenantUpdate

YEMC RP CG IdentityTo create
Secondary

Tenant Consistency Group Identity
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MandatoryMappable To TypeDescriptionInput
Consistency
Group Copy

YEMC RP CG Copy IdentityNeed this for
update Tenant

CG Primary Copy Identity

YEMC RP CG Copy IdentityNeed while
updating
tenant

Secondary CG Copy Idenity

YGeneric Text InputReplicationSet List

YGeneric Text InputLUN List

YGeneric Text InputJournal LUN ID List

YGeneric Text InputJournal HLU List

YGeneric Text InputHost Storage HLU List

YEMC Account IdentityDR EMC Account Identity

YEMC VNX Host IdentityDR EMC VNX Host Identity

YEMC VNX Storage Group IdentityDR VNX RP Storage Group

YGeneric Text InputTenant Name

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

dataStoreNameOUTPUT_DATASTORE_NAME

vmwareDatastoreClusterIdentityOUTPUT_DS_CLUSTER_IDENTITY

gen_text_inputOUTPUT_DATASTORE_IDENTITIES

gen_text_inputOUTPUT_REPLICATION_SET_LIST

gen_text_inputOUTPUT_HOST_LUN_LIST

gen_text_inputOUTPUT_HOST_HLU_LIST

gen_text_inputOUTPUT_JOURNAL_LUN_LIST

gen_text_inputOUTPUT_JOURNAL_HLU_LIST

gen_text_inputOUTPUT_HOST_STORAGE_HLU_LIST

gen_text_inputOUTPUT_LUN_COUNT

RecoverPointConsistencyGroupIdentityOUTPUT_TENANT_CONSISTENCY_GROUP

RecoverPointConsistencyGroupCopy
Identity

OUTPUT_CG_COPY_PRIMARY

RecoverPointConsistencyGroupCopy
Identity

OUTPUT_CG_COPY_SECONDARY
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DR Tenant Onboarding - L3 Out
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputGroup ID

YGeneric Text InputTenant Name

YAPIC Device Tenant IdentityAPIC Tenant Identity

YUser GroupUser Group

YGeneric Text InputDevice 1 Login Name

YIP AddressDevice 1 IP Address

YPasswordDevice 1 Password

YGeneric Text InputDevice 2 Login Name

YIP AddressDevice 2 IP Address

YPasswordDevice 2 Password

YAPIC Device Tenant Static Path
Identity

Routed Static Path 1

YAPIC Device Tenant Static Path
Identity

Routed Static Path 2

YAPIC Device Tenant Static Path
Identity

Routed Static Path 3

YAPIC Device Tenant Static Path
Identity

Routed Static Path 4

YAPIC Device Fabric Node IdentityAPIC Fabric Node 1 Identity

YAPIC Device Fabric Node IdentityAPIC Fabric Node 2 Identity

YIP AddressSubnet Interface IP Address 1

YIP AddressSubnet Interface IP Address 2

YIP AddressSubnet Interface IP Address 3

YIP AddressSubnet Interface IP Address 4

YIP AddressGateWay IP Address 1

YIP AddressGateWay IP Address 2

YIP AddressGateWay IP Address 3

YIP AddressGateWay IP Address 4

YIP AddressLoopBack IP Address 1
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MandatoryMappable To TypeDescriptionInput

YIP AddressLoopBack IP Address 2

YIP AddressLoopBack IP Address 3

YIP AddressLoopBack IP Address 4

YGeneric Text InputLoopBack IP Subnet 1

YGeneric Text InputLoopBack IP Subnet 2

YGeneric Text InputLoopBack IP Subnet 3

YGeneric Text InputLoopBack IP Subnet 4

YGeneric Text InputDR VLAN ID

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicDeviceTenantRoutedDomainIdentityL3_ROUTER_DOMAIN

ApicTenantExternalNetworkToExternalRouted
NetworkIdentity

L3ExternalNetworkIdentity

ApicDeviceTenantPrivateNetworkIdentityL3_PRIVATE_NETWORK_
IDENTITY
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DR Tenant Onboarding with MSP - VNX
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YResource Group Tenant ProfileChoose Appropriate
Tenant Profile

Tenant Profile

YResource Group Service OfferingChoose Appropriate
Service Offering

Service Offering

YGeneric Text InputProvide Tenant Name
(1-16 characters)

Tenant Name

YEMC Size Unitscapacity

YEMC RP CG IdentityTenant Consistency Group
Identity

YEMC RP CG Copy IdentityPrimary CG Copy Identity

YEMC RP CG Copy IdentitySecondary CG Copy Identity

YGeneric Text InputReplication Set List

YGeneric Text InputHLU List

YGeneric Text Inputprovide Required
Value

DR VLAN ID

YGeneric Text InputDatastore Size Limit (GB)

YGeneric Text InputLUN List

YGeneric Text InputMemory (MB)

YGeneric Text InputJournal HLU List

YGeneric Text InputJournal LUN ID List

YGeneric Text InputHost Storage HLU List

YIP Subnet Pool Policy IdentityChoose Private IP
SubnetPool Policy

Private IP SubnetPool Policy

Resources For NDResources For ND

Generic Text InputProvideDatastore Size
(GB)(For ND)

Datastore Size (GB)(For ND)

Generic Text InputMemory Reservation(MB)(For
ND)

Generic Text InputNo of CPU(For ND)
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Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ucsMultiServiceProfileIdentityMULTI_SERVICE_PROFILE_LIST

ucsServiceProfileMultivNICIdentityMULTI_SP_VNIC_LIST

gen_text_inputUCS_VLAN_GROUP_IDENTITY

ApicDeviceTenantEPGIdentityL2_OUT_EPG_IDENTITY

ApicDeviceTenantBridgeDomainIdentityL2_OUT_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenantPrivateNetworkIdentityTENANT_PRIVATE_NETWORK_
IDENTITY

gen_text_inputPHYSICAL_SERVER_RESERVED_
SPACE_IN_GB

ApicDeviceTenantPrivateNetworkIdentityTENANT_L3_PRIVATE_NETWORK_
IDENTITY

ApicTenantExternalNetworkToExternal
RoutedNetworkIdentity

L3ExternalNetworkIdentity
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DR Update Tenant - VNX
Summary

N.A
Description

Update Tenant - VNX This workflow allows to update Physical and Virtual Resource Limits on Tenant
- Adds/Updates virtual resource limits for Tenant - Updates Resource Pool for Tenant - Adds/Updates
Physical Server reservation for Tenant - Creates additional Datastores for Tenant

Inputs

MandatoryMappable To TypeDescriptionInput

YTenant NameChoose Tenant NameTenant Name

YResource Group Service
Offering

Choose Appropriate Service
Offering

Service Offering

Generic Text InputProvide Required Datastore Size
Including Physical Server Storgage
Reservation

Datastore Size(GB)

Generic Text InputProvide Required Memory Value
in MB

Memory(MB)

Generic Text InputProvide Required No of CPUNo of CPU

Generic Text InputProvide Required No of VDCsNo of VDC

YGeneric Text InputProvide Required Datastore Size
Limit

datastore size limit

YGeneric Text InputProvide Required ValueReplication Set List

YGeneric Text InputProvide Required ValueHLU List

YGeneric Text InputProvide Required ValueLUN List

YGeneric Text InputProvide Required ValueJournal LUN ID List

YGeneric Text InputProvide Required ValueJournal HLU List

YGeneric Text InputProvide Required ValueHost Storage HLU List

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Decommission Virtual SAN Host
Summary

N.A
Description

This task helps to decommission a Virtual SAN host node.
Inputs

MandatoryMappable To TypeDescriptionInput

YVSAN ClusterCluster

YVSAN Host Node IdentityHost

YPasswordHost PasswordHost Password

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Decommission Virtual SAN Host and UCS Service Profile
Summary

N.A
Description

This task helps to decommission a Virtual SAN host node and it disassociates Service Profile associated
with UCS Server. There is an option provided to delete service profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YPod NamePod NamePod

YVSAN ClusterCluster

YVSAN Host Node IdentityHost

YPasswordHost PasswordHost Password

Boolean InputDelete Service Profile

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Decommission Virtual SAN Host and UCS Service Profile from
Cluster

Summary
N.A

Description
This task helps to decommission a Virtual SAN host node and it disassociates Service Profile associated
with UCS Server. There is an option provided to delete service profile. This is executed while
decommissioning Virtual SAN Cluster.

Inputs

MandatoryMappable To TypeDescriptionInput

YPod NamePod NamePod

YVSAN ClusterCluster

YVSAN Host Node IdentityHost

YPasswordHost Password

Boolean InputDelete Service Profile

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Decommission Virtual SAN Host from Cluster
Summary

N.A
Description

This task helps to decommission a Virtual SAN host node. This is executed while decommissioning
Virtual SAN Cluster. This task does not have the validation to check minimum host node count.

Inputs

MandatoryMappable To TypeDescriptionInput

YVSAN ClusterCluster

YVSAN Host Node IdentityHost

YPasswordHost Password

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Decommission Virtual SAN Multi Host Node
Summary

N.A
Description

This task helps to decommission multiple Virtual SAN host nodes. It provides option to disassociate and
delete service profile also.

Inputs

MandatoryMappable To TypeDescriptionInput

YPod NameSelect a Virtual SAN
Pod

Pod

YVSAN ClusterCluster

YVSAN Multi Host Node IdentitySelect Multiple HostHost

YPasswordHost Password

Boolean InputDisassociate Service Profile

Boolean InputDelete Service Profile

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

Cisco UCS Director Task Library Reference, Release 6.7
1250

Compound Tasks
Decommission Virtual SAN Multi Host Node



Delete Container Contract Rule
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YSecurity Rule IdentitySecurity Rule

YContainer Tier IdentitySource Network

YContainer Tier IdentityDestination Network

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicDeviceIdentityDeleteTenantFilterRule_10558.APIC_ACCOUNT

gen_text_inputDeleteTenantFilterRule_10558.TENANT_NAME

ApicDeviceTenantIdentityDeleteTenantFilterRule_10558.TENANT_IDENTITY

gen_text_inputDeleteTenantFilterRule_10558.TENANT_FILTER

ApicDeviceTenantFilterIdentityDeleteTenantFilterRule_10558.TENANT_FILTER_
IDENTITY

gen_text_inputDeleteTenantFilterRule_10558.TENANT_FILTER_
RULE

ApicDeviceTenantFilterRule
Identity

DeleteTenantFilterRule_10558.TENANT_FILTER_
RULE_IDENTITY

ApicDeviceIdentityDeleteTenantFilter_10778.APIC_ACCOUNT

gen_text_inputDeleteTenantFilter_10778.TENANT_NAME

ApicDeviceTenantIdentityDeleteTenantFilter_10778.TENANT_IDENTITY

gen_text_inputDeleteTenantFilter_10778.TENANT_FILTER

ApicDeviceIdentityDeleteContractSubject_10779.APIC_ACCOUNT

gen_text_inputDeleteContractSubject_10779.TENANT_NAME

ApicDeviceTenantIdentityDeleteContractSubject_10779.TENANT_IDENTITY

gen_text_inputDeleteContractSubject_10779.TENANT_CONTRACT

ApicDeviceTenantContractIdentityDeleteContractSubject_10779.TENANT_
CONTRACT_IDENTITY

gen_text_inputDeleteContractSubject_10779.CONTRACT_SUBJECT
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TypeDescriptionOutput

ApicTenantContractSubjectIdentityDeleteContractSubject_10779.TENANT_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantFilterRule
Identity

GetAPICContracts_1594.TENANT_FILTER_RULE_
IDENTITY

ApicDeviceTenantContractIdentityGetAPICContracts_1594.TENANT_CONTRACT_
IDENTITY

ApicTenantContractSubjectIdentityGetAPICContracts_1594.TENANT_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenantFilterIdentityGetAPICContracts_1594.TENANT_FILTER_
IDENTITY

gen_text_inputGetAPICContracts_1594.IS_CONTRACT_EMPTY

gen_text_inputGetAPICContracts_1594.IS_SUBJECT_EMPTY

containerTiersGetAPICContracts_1594.CONTAINER_SRC_TIER_
IDENTITY

containerTiersGetAPICContracts_1594.CONTAINER_DEST_TIER_
IDENTITY

ApicDeviceTenantEpgContract
Identity

GetAPICContracts_1594.SRC_APIC_DEVICE_
TENANT_EPG_CONTRACT_IDENTITY

ApicDeviceTenantEpgContract
Identity

GetAPICContracts_1594.DEST_APIC_DEVICE_
TENANT_EPG_CONTRACT_IDENTITY

ApicDeviceIdentityDeleteContract_4397.APIC_ACCOUNT

gen_text_inputDeleteContract_4397.TENANT_NAME

ApicDeviceTenantIdentityDeleteContract_4397.TENANT_IDENTITY

gen_text_inputDeleteContract_4397.TENANT_CONTRACT

ApicDeviceTenantContractIdentityDeleteContract_4397.TENANT_CONTRACT_
IDENTITY

ApicDeviceIdentityDeleteContractFromEPG_4514.APIC_ACCOUNT

gen_text_inputDeleteContractFromEPG_4514.TENANT_NAME

ApicDeviceTenantIdentityDeleteContractFromEPG_4514.TENANT_IDENTITY

gen_text_inputDeleteContractFromEPG_4514.TENANT_APPLN_
PROFILE

ApicDeviceTenantApplnProfile
Identity

DeleteContractFromEPG_4514.TENANT_APPLN_
PROFILE_IDENTITY

gen_text_inputDeleteContractFromEPG_4514.TENANT_EPG

ApicDeviceTenantEPGIdentityDeleteContractFromEPG_4514.TENANT_EPG_
IDENTITY

gen_text_inputDeleteContractFromEPG_4514.CONTRACT_TYPE
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TypeDescriptionOutput

gen_text_inputDeleteContractFromEPG_4514.CONTRACT_NAME

ApicDeviceTenantLabelContract
SubjectIdentity

DeleteContractFromEPG_4514.TENANT_EPG_
CONTRACT_IDENTITY

ApicDeviceIdentityDeleteContractFromEPG_4515.APIC_ACCOUNT

gen_text_inputDeleteContractFromEPG_4515.TENANT_NAME

ApicDeviceTenantIdentityDeleteContractFromEPG_4515.TENANT_IDENTITY

gen_text_inputDeleteContractFromEPG_4515.TENANT_APPLN_
PROFILE

ApicDeviceTenantApplnProfile
Identity

DeleteContractFromEPG_4515.TENANT_APPLN_
PROFILE_IDENTITY

gen_text_inputDeleteContractFromEPG_4515.TENANT_EPG

ApicDeviceTenantEPGIdentityDeleteContractFromEPG_4515.TENANT_EPG_
IDENTITY

gen_text_inputDeleteContractFromEPG_4515.CONTRACT_TYPE

gen_text_inputDeleteContractFromEPG_4515.CONTRACT_NAME

ApicDeviceTenantLabelContract
SubjectIdentity

DeleteContractFromEPG_4515.TENANT_EPG_
CONTRACT_IDENTITY
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Delete HyperFlex VM Dv Port Group
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMware DVPortgroup IdentityPort Group
Identity

PortGroup Name

YGeneric Text InputAccount Name

YGeneric Text InputHost List

YUCS VLANVlan Identity

YBoolean InputdeleteVlan

YVMware vSwitchvSwitchIdentity

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Delete Hyperflex VM Port Group
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMware Port Group IdentityPort Group
Identity

PortGroup Name

YGeneric Text InputAccount Name

YGeneric Text InputHost List

YUCS VLANVlan Identity

YBoolean InputdeleteVlan

YVMware vSwitchVSwitchIdentity

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Deploy APIC L4L7 Services
Summary

N.A
Description

This workflow deploys different services required between APIC container tiers: 1) Create APIC related
entites like Service graph, Device context etc. to enable configuring services between two EPGs. 2) It
also takes care of doing service chaining if required by container. 3) It adds up the VLAN information
to UCSM for the APIC generated port groups for the tiers.

Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService Container

YAPIC Device Tenant IdentityAPIC Tenant

YAPIC L4L7 Service APICASAFirewall
Function Profile Identity

ASA APIC Firewall Policy

YGeneric Text Inputservices

YAPIC Device Tenant Bridge Domain
Identity

Tier 1 BD

YAPIC Device Tenant Bridge Domain
Identity

Tier 2 BD

YAPIC Device Tenant EPG IdentityProvider EPG

YAPIC Device Tenant EPG IdentityConsumer EPG

YGeneric Text InputService Type

Yphysical/virtualDevice Type

YGeneric Text InputExternal IP for Loadbalancer

YGeneric Text InputExternal IP Netmask for
Loadbalancer

YGeneric Text InputInternal IP for Loadbalancer

YGeneric Text InputInternal IP Netmask for
Loadbalancer

YAPIC L4L7 Service Function Profile
Identity

Netscalar Function Profile

YAPIC L4L7 Service Graph Function
Node Identity

Function Name

YGeneric Text InputLB Virtual IP

YGeneric Text InputTier 1

YGeneric Text InputTier 2
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MandatoryMappable To TypeDescriptionInput

YAPIC Device Tenant Device Cluster
Identity

Device Cluster Identity

YAPIC Device Tenant Logical Interface
to Device Cluster Identity

Device_Cluster_Interface1_
Identity

YAPIC Device Tenant Logical Interface
to Device Cluster Identity

Device_Cluster_Interface2_
Identity

YGeneric Text InputService Graph Name

YGeneric Text InputVM_NAME

YGeneric Text InputTier1_GatewayIPMask

YGeneric Text InputTier2_GatewayIPMask

YGeneric Text InputDevice_Mgmt_IP

YGeneric Text InputContainer_Name

Generic Text InputService_Name

Generic Text InputNetwork_Probes

Generic Text InputProtocol

YGeneric Text InputServiceChain

YAPIC Device Tenant Service Graph
Identity

Service
Chaining
Service Graph
Id

ServiceChainServiceGraph

YAPIC Device Tenant Contract IdentityServiceChainContract

YAPIC Device Tenant Bridge Domain
Identity

ServiceChainBD

YAPIC Tenant Logical Device Context
Identity

ServiceChainLogicalDevice
Context

YAPIC Device Tenant Logical Interface
to Device Cluster Identity

ServiceChainDeviceCluster
Interface2

YTenant Contract Subject IdentityService Chain
Contract
Subject

ServiceChaninContractSubject

YAPIC Device Tenant Filter IdentityServiceChainFilterIdentity

YGeneric Text InputLBMode

YGeneric Text InputTier 1 Network IP

YGeneric Text InputTier 1 Subnet Mask

YGeneric Text InputInternal Tier 2 IP

YAPIC Device Tenant L4L7 Service
Graph Node Identity

ServiceChainSGNodeIdentity
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MandatoryMappable To TypeDescriptionInput

YGeneric Text InputIsMultipleServices

YGeneric Text InputMultipleServiceType

YGeneric Text InputVIP PortVIP_Port

Generic Text InputSSL_EnabledSSL_Enabled

Generic Text InputCertificate_
Public_Key

Certificate_Public_Key

Generic Text InputCertificate_
Private_Key

Certificate_Private_Key

YGeneric Text InputSCPHostSCPHost

YGeneric Text InputSCPUserSCPUser

YGeneric Text InputSCPPasswordSCPPassword

YGeneric Text InputSecSCPHostSecSCPHost

YGeneric Text InputSecSCPUserSecSCPUser

YGeneric Text InputSec
SCPPassword

SecSCPPassword

YBoolean InputLB_HA_Enabled

YGeneric Text InputSSL_PortSSL_Port

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Deploy APIC L4L7 Services with Templates
Summary

N.A
Description

This workflow deploys different services required between APIC container tiers: 1) Create APIC related
entites like Service graph, Device context etc. to enable configuring services between two EPGs. 2) It
also takes care of doing service chaining if required by container.

Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService Container

YAPIC Device Tenant IdentityAPIC Tenant

YAPIC L4L7 Service APIC ASA Firewall
Function Profile Identity

ASA APIC Firewall Policy

YGeneric Text Inputservices

YAPIC Device Tenant Bridge Domain
Identity

Tier 1 BD

YAPIC Device Tenant Bridge Domain
Identity

Tier 2 BD

YAPIC Device Tenant EPG IdentityProvider EPG

YAPIC Device Tenant EPG IdentityConsumer EPG

YGeneric Text InputService Type

Yphysical/virtualDevice Type

YGeneric Text InputExternal IP for Loadbalancer

YGeneric Text InputExternal IP Netmask for
Loadbalancer

YGeneric Text InputInternal IP for Loadbalancer

YGeneric Text InputInternal IP Netmask for
Loadbalancer

YAPIC L4L7 Service Function Profile
Identity

Netscalar Function Profile

YAPIC L4L7 Service Graph Function Node
Identity

Function Name

YGeneric Text InputLB Virtual IP

YGeneric Text InputTier 1

YGeneric Text InputTier 2

YAPIC Device Tenant Device Cluster
Identity

Device Cluster Identity
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MandatoryMappable To TypeDescriptionInput

YAPIC Device Tenant Logical Interface to
Device Cluster Identity

Device_Cluster_Interface1_
Identity

YAPIC Device Tenant Logical Interface to
Device Cluster Identity

Device_Cluster_Interface2_
Identity

YGeneric Text InputService Graph Name

YGeneric Text InputVM_NAME

YGeneric Text InputTier1_GatewayIPMask

YGeneric Text InputTier2_GatewayIPMask

YGeneric Text InputDevice_Mgmt_IP

YGeneric Text InputContainer_Name

Generic Text InputService_Name

Generic Text InputNetwork_Probes

Generic Text InputProtocol

YGeneric Text InputServiceChain

YAPIC Device Tenant Service Graph
Identity

Service
Chaining
Service
Graph Id

ServiceChainServiceGraph

YAPIC Device Tenant Contract IdentityServiceChainContract

YAPIC Device Tenant Bridge Domain
Identity

ServiceChainBD

YAPIC Tenant Logical Device Context
Identity

ServiceChainLogicalDevice
Context

YAPIC Device Tenant Logical Interface to
Device Cluster Identity

ServiceChainDeviceCluster
Interface2

YTenant Contract Subject IdentityService
Chain

ServiceChaninContractSubject

Contract
Subject

YAPIC Device Tenant Filter IdentityServiceChainFilterIdentity

YGeneric Text InputLBMode

YGeneric Text InputTier 1 Network IP

YGeneric Text InputTier 1 Subnet Mask

YGeneric Text InputInternal Tier 2 IP

YAPIC Device Tenant L4L7 Service Graph
Node Identity

ServiceChainSGNodeIdentity

YGeneric Text InputIsMultipleServices
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MandatoryMappable To TypeDescriptionInput

YGeneric Text InputMultipleServiceType

YGeneric Text InputisConsumerExternal

YGeneric Text InputInfraTierName

YGeneric Text InputL4L7ServiceSubnetIP

YGeneric Text InputL4L7ServiceSubnetMask

YGeneric Text InputL4L7SubnetID

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicDeviceIdentityAddFilterToContractSubject_1503.APIC_ACCOUNT

gen_text_inputAddFilterToContractSubject_1503.TENANT_NAME

ApicDeviceTenantIdentityAddFilterToContractSubject_1503.TENANT_
IDENTITY

gen_text_inputAddFilterToContractSubject_1503.TENANT_
CONTRACT

ApicDeviceTenantContract
Identity

AddFilterToContractSubject_1503.TENANT_
CONTRACT_IDENTITY

gen_text_inputAddFilterToContractSubject_1503.CONTRACT_
SUBJECT

ApicTenantContractSubject
Identity

AddFilterToContractSubject_1503.TENANT_
CONTRACT_SUBJECT_IDENTITY

gen_text_inputAddFilterToContractSubject_1503.TENANT_FILTER

ApicDeviceTenantFilterIdentityAddFilterToContractSubject_1503.TENANT_FILTER_
IDENTITY

gen_text_inputAddFilterToContractSubject_1503.TENANT_IN_
TERM_FILTER

ApicDeviceTenantFilterIdentityAddFilterToContractSubject_1503.TENANT_IN_
TERM_FILTER_IDENTITY

gen_text_inputAddFilterToContractSubject_1503.TENANT_OUT_
TERM_FILTER

ApicDeviceTenantFilterIdentityAddFilterToContractSubject_1503.TENANT_OUT_
TERM_FILTER_IDENTITY

ApicDeviceTenantFilterTo
ContractSubjectIdentity

AddFilterToContractSubject_1503.OUTPUT_FILTER_
CONTRACT_SUBJECT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1261

Compound Tasks
Deploy APIC L4L7 Services with Templates



TypeDescriptionOutput

ApicDeviceTenantFilterTo
ContractSubjectIdentity

AddFilterToContractSubject_1503.OUTPUT_
CONSUMER_TO_PROVIDER_FILTER_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantFilterTo
ContractSubjectIdentity

AddFilterToContractSubject_1503.OUTPUT_
PROVIDER_TO_CONSUMER_FILTER_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceIdentityCreateLogicalDeviceContext_1504.APIC_ACCOUNT

gen_text_inputCreateLogicalDeviceContext_1504.TENANT_NAME

ApicDeviceTenantIdentityCreateLogicalDeviceContext_1504.TENANT_
IDENTITY

gen_text_inputCreateLogicalDeviceContext_1504.TENANT_
CONTRACT

ApicDeviceTenantContract
Identity

CreateLogicalDeviceContext_1504.TENANT_
CONTRACT_IDENTITY

ApicDeviceTenantServiceGraph
Identity

CreateLogicalDeviceContext_1504.TENANT_
SERVICE_GRAPH_IDENTITY

ApicDeviceTenantDeviceCluster
Identity

CreateLogicalDeviceContext_1504.TENANT_
DEVICE_CLUSTER_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

CreateLogicalDeviceContext_1504.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

ApicDeviceTenantLogicalDevice
ContextIdentity

CreateLogicalDeviceContext_1504.TENANT_
LOGICAL_DEVICE_CONTEXT_IDENTITY

ApicDeviceIdentityCreateLogicalInterfaceContext_1505.APIC_ACCOUNT

gen_text_inputCreateLogicalInterfaceContext_1505.TENANT_NAME

gen_text_inputCreateLogicalInterfaceContext_1505.TENANT_
CONNECTOR_NAME

ApicDeviceTenantLogical
InterfaceContextIdentity

CreateLogicalInterfaceContext_1505.TENANT_
CONNECTOR_NAME_IDENTITY

ApicDeviceTenantIdentityCreateLogicalInterfaceContext_1505.TENANT_
IDENTITY

ApicDeviceTenantLogicalDevice
ContextIdentity

CreateLogicalInterfaceContext_1505.TENANT_
LOGICAL_DEVICE_CONTEXT_IDENTITY

gen_text_inputCreateLogicalInterfaceContext_1505.DEVICE_
CLUSTER_INTERFACE

ApicDeviceTenantDeviceCluster
InterfaceIdentity

CreateLogicalInterfaceContext_1505.DEVICE_
CLUSTER_INTERFACE_IDENTITY

gen_text_inputCreateLogicalInterfaceContext_1505.TENANT_
BRIDGE_DOMAIN
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TypeDescriptionOutput

ApicDeviceTenantBridgeDomain
Identity

CreateLogicalInterfaceContext_1505.TENANT_
BRIDGE_DOMAIN_IDENTITY

ApicDeviceExternalNetwork
Identity

CreateLogicalInterfaceContext_1505.TENANT_
EXTERNAL_NETWORK_IDENTITY

ApicTenantCustomQosPolicy
Identity

CreateLogicalInterfaceContext_1505.TENANT_
CUSTOM_QOS_POLICY_IDENTITY

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

CreateLogicalInterfaceContext_1505.TENANT_
POLICY_BASED_REDIRECT_IDENTITY

ApicDeviceIdentityCreateLogicalInterfaceContext_1506.APIC_ACCOUNT

gen_text_inputCreateLogicalInterfaceContext_1506.TENANT_NAME

gen_text_inputCreateLogicalInterfaceContext_1506.TENANT_
CONNECTOR_NAME

ApicDeviceTenantLogical
InterfaceContextIdentity

CreateLogicalInterfaceContext_1506.TENANT_
CONNECTOR_NAME_IDENTITY

ApicDeviceTenantIdentityCreateLogicalInterfaceContext_1506.TENANT_
IDENTITY

ApicDeviceTenantLogicalDevice
ContextIdentity

CreateLogicalInterfaceContext_1506.TENANT_
LOGICAL_DEVICE_CONTEXT_IDENTITY

gen_text_inputCreateLogicalInterfaceContext_1506.DEVICE_
CLUSTER_INTERFACE

ApicDeviceTenantDeviceCluster
InterfaceIdentity

CreateLogicalInterfaceContext_1506.DEVICE_
CLUSTER_INTERFACE_IDENTITY

gen_text_inputCreateLogicalInterfaceContext_1506.TENANT_
BRIDGE_DOMAIN

ApicDeviceTenantBridgeDomain
Identity

CreateLogicalInterfaceContext_1506.TENANT_
BRIDGE_DOMAIN_IDENTITY

ApicDeviceExternalNetwork
Identity

CreateLogicalInterfaceContext_1506.TENANT_
EXTERNAL_NETWORK_IDENTITY

ApicTenantCustomQosPolicy
Identity

CreateLogicalInterfaceContext_1506.TENANT_
CUSTOM_QOS_POLICY_IDENTITY

APIC_L4_L7_POLICY_
BASED_REDIRECT_
IDENTITY

CreateLogicalInterfaceContext_1506.TENANT_
POLICY_BASED_REDIRECT_IDENTITY

ApicDeviceIdentityAddLoadBalancerParametersToEPG_770.APIC_
ACCOUNT

gen_text_inputAddLoadBalancerParametersToEPG_770.TENANT_
NAME

ApicDeviceTenantIdentityAddLoadBalancerParametersToEPG_770.TENANT_
IDENTITY
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TypeDescriptionOutput

gen_text_inputAddLoadBalancerParametersToEPG_770.SERVICE_
GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

AddLoadBalancerParametersToEPG_770.TENANT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

gen_text_inputAddLoadBalancerParametersToEPG_770.TENANT_
EPG

ApicDeviceTenantEPGIdentityAddLoadBalancerParametersToEPG_770.TENANT_
EPG_IDENTITY

gen_text_inputAddLoadBalancerParametersToEPG_770.TENANT_
CONTRACT

ApicDeviceTenantContract
Identity

AddLoadBalancerParametersToEPG_770.TENANT_
CONTRACT_IDENTITY

gen_text_inputAddLoadBalancerParametersToEPG_770.NETWORK_
FOLDER

ApicDeviceTenant
EPGL4L7IPv46ParamIdentity

AddLoadBalancerParametersToEPG_770.TENANT_
VIP_IDENTITY

ApicDeviceIdentityModifyContractSubject_772.APIC_ACCOUNT

gen_text_inputModifyContractSubject_772.TENANT_NAME

ApicDeviceTenantIdentityModifyContractSubject_772.TENANT_IDENTITY

gen_text_inputModifyContractSubject_772.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

ModifyContractSubject_772.TENANT_CONTRACT_
IDENTITY

gen_text_inputModifyContractSubject_772.CONTRACT_SUBJECT

ApicTenantContractSubject
Identity

ModifyContractSubject_772.TENANT_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenantServiceGraph
Identity

ModifyContractSubject_772.TENANT_SERVICE_
GRAPH_IDENTITY

ApicDeviceTenantServiceGraph
Identity

ModifyContractSubject_772.TENANT_INTERM_
SERVICE_GRAPH_IDENTITY

ApicDeviceTenantServiceGraph
Identity

ModifyContractSubject_772.TENANT_OUTTERM_
SERVICE_GRAPH_IDENTITY

ApicDeviceIdentityCreateContract_1901.APIC_ACCOUNT

gen_text_inputCreateContract_1901.TENANT_NAME

ApicDeviceTenantIdentityCreateContract_1901.TENANT_IDENTITY

gen_text_inputCreateContract_1901.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

CreateContract_1901.TENANT_CONTRACT_
IDENTITY
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TypeDescriptionOutput

ApicDeviceIdentityCreateContractSubject_1902.APIC_ACCOUNT

gen_text_inputCreateContractSubject_1902.TENANT_NAME

ApicDeviceTenantIdentityCreateContractSubject_1902.TENANT_IDENTITY

gen_text_inputCreateContractSubject_1902.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

CreateContractSubject_1902.TENANT_CONTRACT_
IDENTITY

gen_text_inputCreateContractSubject_1902.CONTRACT_SUBJECT

ApicTenantContractSubject
Identity

CreateContractSubject_1902.TENANT_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenantServiceGraph
Identity

CreateContractSubject_1902.TENANT_SERVICE_
GRAPH_IDENTITY

ApicDeviceIdentityCreateTenantFilter_1903.APIC_ACCOUNT

gen_text_inputCreateTenantFilter_1903.TENANT_NAME

ApicDeviceTenantIdentityCreateTenantFilter_1903.TENANT_IDENTITY

gen_text_inputCreateTenantFilter_1903.TENANT_FILTER

ApicDeviceTenantFilterIdentityCreateTenantFilter_1903.TENANT_FILTER_
IDENTITY

ApicDeviceIdentityAddContractToEPG_1904.APIC_ACCOUNT

gen_text_inputAddContractToEPG_1904.TENANT_NAME

ApicDeviceTenantIdentityAddContractToEPG_1904.TENANT_IDENTITY

gen_text_inputAddContractToEPG_1904.TENANT_APPLN_
PROFILE

ApicDeviceTenantApplnProfile
Identity

AddContractToEPG_1904.TENANT_APPLN_
PROFILE_IDENTITY

gen_text_inputAddContractToEPG_1904.TENANT_EPG

ApicDeviceTenantEPGIdentityAddContractToEPG_1904.TENANT_EPG_IDENTITY

gen_text_inputAddContractToEPG_1904.CONTRACT_TYPE

gen_text_inputAddContractToEPG_1904.CONTRACT_NAME

ApicDeviceTenantContract
Identity

AddContractToEPG_1904.TENANT_CONTRACT_
IDENTITY

ApicDeviceTenantLabelContract
SubjectIdentity

AddContractToEPG_1904.TENANT_EPG_
CONTRACT_IDENTITY

gen_text_inputAddContractToEPG_1904.QOS

ApicDeviceIdentityAddContractToEPG_1905.APIC_ACCOUNT

gen_text_inputAddContractToEPG_1905.TENANT_NAME
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TypeDescriptionOutput

ApicDeviceTenantIdentityAddContractToEPG_1905.TENANT_IDENTITY

gen_text_inputAddContractToEPG_1905.TENANT_APPLN_
PROFILE

ApicDeviceTenantApplnProfile
Identity

AddContractToEPG_1905.TENANT_APPLN_
PROFILE_IDENTITY

gen_text_inputAddContractToEPG_1905.TENANT_EPG

ApicDeviceTenantEPGIdentityAddContractToEPG_1905.TENANT_EPG_IDENTITY

gen_text_inputAddContractToEPG_1905.CONTRACT_TYPE

gen_text_inputAddContractToEPG_1905.CONTRACT_NAME

ApicDeviceTenantContract
Identity

AddContractToEPG_1905.TENANT_CONTRACT_
IDENTITY

ApicDeviceTenantLabelContract
SubjectIdentity

AddContractToEPG_1905.TENANT_EPG_
CONTRACT_IDENTITY

gen_text_inputAddContractToEPG_1905.QOS

ApicDeviceIdentityCreateTenantFilterRule_1906.APIC_ACCOUNT

gen_text_inputCreateTenantFilterRule_1906.TENANT_NAME

ApicDeviceTenantIdentityCreateTenantFilterRule_1906.TENANT_IDENTITY

gen_text_inputCreateTenantFilterRule_1906.TENANT_FILTER

ApicDeviceTenantFilterIdentityCreateTenantFilterRule_1906.TENANT_FILTER_
IDENTITY

gen_text_inputCreateTenantFilterRule_1906.TENANT_FILTER_
RULE

ApicDeviceTenantFilterRule
Identity

CreateTenantFilterRule_1906.TENANT_FILTER_
RULE_IDENTITY

gen_text_inputcustom_GetTargetsForLBParamConfiguration_8526.
TierToConfigureEPG

ApicDeviceTenantEPGIdentitycustom_GetTargetsForLBParamConfiguration_8526.
EPGIdentity

ApicDeviceTenantContract
Identity

custom_GetTargetsForLBParamConfiguration_8526.
ContractIdentity

ApicTenantL4L7ServiceGraph
NodeIdentity

custom_GetTargetsForLBParamConfiguration_8526.
SGNodeIdentity

gen_text_inputcustom_GetTargetsForLBParamConfiguration_8526.
ExistingSNIP

ApicTenantL4L7ServiceGraph
NodeIdentity

custom_GetTargetsForLBParamConfiguration_8526.
ExistingChainedFWNode
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TypeDescriptionOutput

ApicTenantL4L7ServiceGraph
NodeIdentity

custom_GetTargetsForLBParamConfiguration_8526.
SSLSGNodeIdentity

ApicDeviceTenantContract
Identity

custom_GetTargetsForLBParamConfiguration_8526.
SSLContractIdentity

ApicTenantL4L7ServiceGraph
NodeIdentity

custom_GetTargetsForLBParamConfiguration_8526.
SSLExistingFWNodeIdentity

ApicDeviceIdentityCreateL4L7ServiceGraphTemplate_2878.APIC_
ACCOUNT

gen_text_inputCreateL4L7ServiceGraphTemplate_2878.TENANT_
NAME

ApicDeviceTenantIdentityCreateL4L7ServiceGraphTemplate_2878.TENANT_
IDENTITY

gen_text_inputCreateL4L7ServiceGraphTemplate_2878.SERVICE_
GRAPH

ApicDeviceTenantServiceGraph
Identity

CreateL4L7ServiceGraphTemplate_2878.TENANT_
SERVICE_GRAPH_IDENTITY

ApicTenantFunctionProfile
Identity

CreateL4L7ServiceGraphTemplate_2878.NODE_ONE_
FUNCTION_PROFILE_IDENTITY

ApicTenantFunctionProfile
Identity

CreateL4L7ServiceGraphTemplate_2878.NODE_TWO_
FUNCTION_PROFILE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

CreateL4L7ServiceGraphTemplate_2878.TENANT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

CreateL4L7ServiceGraphTemplate_2878.TENANT_
L4L7_SERVICE_GRAPH_NODE_TWO_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

CreateL4L7ServiceGraphTemplate_2878.TENANT_
SERVICE_GRAPH_NODE_ONE_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

CreateL4L7ServiceGraphTemplate_2878.TENANT_
SERVICE_GRAPH_NODE_TWO_IDENTITY

ApicDeviceTenantIdentityFunction Profile Selection for Service Graph Template.
OUTPUT_CONTAINER_TENANT_ID

gen_text_inputFunction Profile Selection for Service Graph Template.
OUTPUT_CONTAINER_GROUPID

gen_text_inputFunction Profile Selection for Service Graph Template.
OUTPUT_CONTAINER_NAME

ApicTenantFunctionProfile
Identity

Function Profile Selection for Service Graph Template.
FUNCTION_PROFILE_IDENTITY

ApicDeviceExternalNetworkIn
OutsideNetworkIdentity

custom_Get_Ext_Network_From_Container_3990.ext
NetworkIdentity

ApicDeviceTenantL3OutIdentitycustom_Get_Ext_Network_From_Container_3990.l3Out
Identity
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TypeDescriptionOutput

ApicDeviceIdentityAddContracttoExternalNetwork_3991.APIC_
ACCOUNT

gen_text_inputAddContracttoExternalNetwork_3991.TENANT_
NAME

ApicDeviceTenantIdentityAddContracttoExternalNetwork_3991.TENANT_
IDENTITY

gen_text_inputAddContracttoExternalNetwork_3991.TENANT_
EXTERNAL_ROUTED_NETWORK_NAME

ApicDeviceTenantL3OutIdentityAddContracttoExternalNetwork_3991.TENANT_
EXTERNAL_ROUTED_NETWORK_IDENTITY

gen_text_inputAddContracttoExternalNetwork_3991.TENANT_
EXTERNAL_BRIDGED_NETWORK_NAME

ApicDeviceTenantExternalBridge
NetworkIdentity

AddContracttoExternalNetwork_3991.TENANT_
EXTERNAL_BRIDGED_NETWORK_IDENTITY

gen_text_inputAddContracttoExternalNetwork_3991.TENANT_
EXTERNAL_NETWORK_NAME

ApicDeviceExternalNetwork
Identity

AddContracttoExternalNetwork_3991.TENANT_
EXTERNAL_NETWORK_IDENTITY

ApicDeviceExternalNetworkIn
OutsideNetworkIdentity

AddContracttoExternalNetwork_3991.DEVICE_
EXTERNAL_NETWORK_IN_OUTSIDE_
NETWORK_IDENTITY

gen_text_inputAddContracttoExternalNetwork_3991.CONTRACT_
TYPE

gen_text_inputAddContracttoExternalNetwork_3991.CONTRACT_
NAME

ApicDeviceTenantContract
Identity

AddContracttoExternalNetwork_3991.TENANT_
CONTRACT_IDENTITY

gen_text_inputAddContracttoExternalNetwork_3991.TENANT_
EXTERNAL_NETWORK_CONTRACT_IDENTITY

gen_text_inputAddContracttoExternalNetwork_3991.QOS

gen_text_inputcustom_Get_Details_From_Container_3994.application
Profile

ApicDeviceTenantPrivate
NetworkIdentity

custom_Get_Details_From_Container_3994.pNetwork
Identity

gen_text_inputcustom_Get_Details_From_Container_3994.private
NetworkName

ApicDeviceIdentityCreateTenantBridgeDomain_3995.APIC_ACCOUNT

gen_text_inputCreateTenantBridgeDomain_3995.TENANT_NAME

Cisco UCS Director Task Library Reference, Release 6.7
1268

Compound Tasks
Deploy APIC L4L7 Services with Templates



TypeDescriptionOutput

gen_text_inputCreateTenantBridgeDomain_3995.TENANT_BRIDGE_
DOMAIN

ApicDeviceTenantIdentityCreateTenantBridgeDomain_3995.TENANT_
IDENTITY

ApicDeviceTenantBridgeDomain
Identity

CreateTenantBridgeDomain_3995.TENANT_BRIDGE_
DOMAIN_IDENTITY

ApicDeviceTenantPrivate
NetworkIdentity

GetAPICContainerTierData_3996.PRIVATE_
NETWORK_IDENTITY

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_TENANT_
APP_PROFILE_NAME

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_
PRIVATE_NETWORK_TYPE

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_
PRIVATE_NETWORK_NAME

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_CREATE_
SUBNET

BooleanGetAPICContainerTierData_3996.OUTPUT_SUBNET_
TYPE_SHARED

BooleanGetAPICContainerTierData_3996.OUTPUT_SUBNET_
TYPE_PUBLIC

BooleanGetAPICContainerTierData_3996.OUTPUT_SUBNET_
TYPE_PRIVATE

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_CREATE_
EPG

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_EPG_
NAME

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_EPG_QOS

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_DEPLOY_
IMMEDIANCY

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_
RESOLUTION_IMMEDIANCY

gen_text_inputGetAPICContainerTierData_3996.TENANT_BRIDGE_
DOMAIN

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_BD_
FORWARDING_TYPE

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_BD_L2_
UNKNOWN_UNICAST

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_BD_
UNKNOWN_MULTICAST
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TypeDescriptionOutput

BooleanGetAPICContainerTierData_3996.OUTPUT_ARP_
FLOODING

BooleanGetAPICContainerTierData_3996.OUTPUT_
UNICAST_ROUTING

ApicDomainProfileIdentityGetAPICContainerTierData_3996.VMM_DOMAIN_
PROFILE_IDENTITY

gen_text_inputGetAPICContainerTierData_3996.TIER_NAME

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_APIC_
SUBNET_GATEWAY_IP

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_APIC_
SUBNET_PREFIX

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_APIC_
SUBNET_START_IP

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_APIC_
SUBNET_END_IP

gen_text_inputGetAPICContainerTierData_3996.OUTPUT_IP_
SUBNET_CIDR_SIGNATURE

ApicDeviceTenantApplnProfile
Identity

GetAPICContainerTierData_3996.TENANT_APPLN_
PROFILE_IDENTITY

ApicDeviceTenantIdentityGetAPICContainerTierData_3996.TENANT_
IDENTITY

ApicDeviceIdentityCreateSubnetToBridgeDomain_3997.APIC_ACCOUNT

gen_text_inputCreateSubnetToBridgeDomain_3997.TENANT_NAME

ApicDeviceTenantIdentityCreateSubnetToBridgeDomain_3997.TENANT_
IDENTITY

gen_text_inputCreateSubnetToBridgeDomain_3997.TENANT_
BRIDGE_DOMAIN

ApicDeviceTenantBridgeDomain
Identity

CreateSubnetToBridgeDomain_3997.TENANT_
BRIDGE_DOMAIN_IDENTITY

gen_text_inputCreateSubnetToBridgeDomain_3997.TENANT_
EXTERNAL_ROUTED_NETWORK_NAME

ApicDeviceTenantL3OutIdentityCreateSubnetToBridgeDomain_3997.TENANT_
EXTERNAL_ROUTED_NETWORK_IDENTITY

gen_text_inputCreateSubnetToBridgeDomain_3997.TENANT_
SUBNET_NAME

gen_text_inputCreateSubnetToBridgeDomain_3997.TENANT_
SUBNET_IDENTITY

ApicTenantSubnetToBridge
DomainIdentity

CreateSubnetToBridgeDomain_3997.TENANT_
SUBNET_TO_BRIDGE_DOMAIN_IDENTITY
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gen_text_inputcustom_GetFreeIP_N_MASKFromSubnet_4808.IP_
ADDRESS

gen_text_inputcustom_GetFreeIP_N_MASKFromSubnet_4808.IP_
MASK

gen_text_inputcustom_GetFreeIP_N_MASKFromSubnet_4809.IP_
ADDRESS

gen_text_inputcustom_GetFreeIP_N_MASKFromSubnet_4809.IP_
MASK

gen_text_inputcustom_Get_APICContainerL4L7ServiceForProtocol_
2916.Protocol_Type

gen_text_inputcustom_Get_APICContainerL4L7ServiceForProtocol_
2916.Port

gen_text_inputcustom_isBridgeDomainExist_3264.IS_BRIDGE_
DOMAIN_EXIST

ApicDeviceTenantBridgeDomain
Identity

custom_isBridgeDomainExist_3264.OUTPUT_
TENANT_BRIDGE_DOMAIN_IDENTITY

ApicDeviceIdentityCreateSubnetToBridgeDomain_3266.APIC_ACCOUNT

gen_text_inputCreateSubnetToBridgeDomain_3266.TENANT_NAME

ApicDeviceTenantIdentityCreateSubnetToBridgeDomain_3266.TENANT_
IDENTITY

gen_text_inputCreateSubnetToBridgeDomain_3266.TENANT_
BRIDGE_DOMAIN

ApicDeviceTenantBridgeDomain
Identity

CreateSubnetToBridgeDomain_3266.TENANT_
BRIDGE_DOMAIN_IDENTITY

gen_text_inputCreateSubnetToBridgeDomain_3266.TENANT_
EXTERNAL_ROUTED_NETWORK_NAME

ApicDeviceTenantL3OutIdentityCreateSubnetToBridgeDomain_3266.TENANT_
EXTERNAL_ROUTED_NETWORK_IDENTITY

gen_text_inputCreateSubnetToBridgeDomain_3266.TENANT_
SUBNET_NAME

gen_text_inputCreateSubnetToBridgeDomain_3266.TENANT_
SUBNET_IDENTITY

ApicTenantSubnetToBridge
DomainIdentity

CreateSubnetToBridgeDomain_3266.TENANT_
SUBNET_TO_BRIDGE_DOMAIN_IDENTITY

ApicDeviceTenantServiceGraph
Identity

custom_isServiceGraphExist_4790.EXISTING_
SERVICE_GRAPH_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

custom_isServiceGraphExist_4790.EXISTING_
SERVICE_GRAPH_NODE_IDENTITY
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TypeDescriptionOutput

gen_text_inputcustom_isServiceGraphExist_4790.IS_SERVICE_
GRAPH_EXIST

ApicDeviceTenantServiceGraph
Identity

custom_serviceGraphProvider_4792.TENANT_
SERVICE_GRAPH_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

custom_serviceGraphProvider_4792.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

ApicDeviceIdentityAddLoadBalancerRouteParametersToEPG_5207.APIC_
ACCOUNT

gen_text_inputAddLoadBalancerRouteParametersToEPG_5207.
TENANT_NAME

ApicDeviceTenantIdentityAddLoadBalancerRouteParametersToEPG_5207.
TENANT_IDENTITY

gen_text_inputAddLoadBalancerRouteParametersToEPG_5207.
SERVICE_GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

AddLoadBalancerRouteParametersToEPG_5207.
TENANT_L4L7_SERVICE_GRAPH_NODE_
IDENTITY

gen_text_inputAddLoadBalancerRouteParametersToEPG_5207.
TENANT_EPG

ApicDeviceTenantEPGIdentityAddLoadBalancerRouteParametersToEPG_5207.
TENANT_EPG_IDENTITY

gen_text_inputAddLoadBalancerRouteParametersToEPG_5207.
TENANT_CONTRACT

ApicDeviceTenantContract
Identity

AddLoadBalancerRouteParametersToEPG_5207.
TENANT_CONTRACT_IDENTITY

ApicDeviceTenantBridgeDomain
Identity

custom_Get_Common_Bridge_Domain_Identity_3065.
BDIdentity
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Deploy Transparent Mode APIC L4L7 Services
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YService ContainerService Container

YAPIC Device Tenant IdentityAPIC Tenant

YAPIC L4L7 Service APIC ASA Firewall
Function Profile Identity

ASA APIC Firewall Policy

YGeneric Text Inputservices

YAPIC Device Tenant Bridge Domain
Identity

Tier 1 BD

YAPIC Device Tenant Bridge Domain
Identity

Tier 2 BD

YAPIC Device Tenant EPG IdentityProvider EPG

YAPIC Device Tenant EPG IdentityConsumer EPG

YGeneric Text InputService Type

Yphysical/virtualDevice Type

YGeneric Text InputExternal IP for Loadbalancer

YGeneric Text InputExternal IP Netmask for
Loadbalancer

YGeneric Text InputInternal IP for Loadbalancer

YGeneric Text InputInternal IP Netmask for
Loadbalancer

YAPIC L4L7 Service Function Profile
Identity

Netscalar Function Profile

YAPIC L4L7 Service Graph Function Node
Identity

Function Name

YGeneric Text InputLB Virtual IP

YGeneric Text InputTier 1

YGeneric Text InputTier 2

YAPIC Device Tenant Device Cluster
Identity

Device Cluster Identity

YAPIC Device Tenant Logical Interface to
Device Cluster Identity

Device_Cluster_Interface1_
Identity
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MandatoryMappable To TypeDescriptionInput

YAPIC Device Tenant Logical Interface to
Device Cluster Identity

Device_Cluster_Interface2_
Identity

YGeneric Text InputService Graph Name

YGeneric Text InputVM_NAME

YGeneric Text InputTier1_GatewayIPMask

YGeneric Text InputTier2_GatewayIPMask

YGeneric Text InputDevice_Mgmt_IP

YGeneric Text InputContainer_Name

Generic Text InputService_Name

Generic Text InputNetwork_Probes

Generic Text InputProtocol

YGeneric Text InputL3/L2

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicDeviceIdentityAddFilterToContractSubject_1503.APIC_ACCOUNT

gen_text_inputAddFilterToContractSubject_1503.TENANT_NAME

ApicDeviceTenantIdentityAddFilterToContractSubject_1503.TENANT_
IDENTITY

gen_text_inputAddFilterToContractSubject_1503.TENANT_
CONTRACT

ApicDeviceTenantContract
Identity

AddFilterToContractSubject_1503.TENANT_
CONTRACT_IDENTITY

gen_text_inputAddFilterToContractSubject_1503.CONTRACT_
SUBJECT

ApicTenantContractSubject
Identity

AddFilterToContractSubject_1503.TENANT_
CONTRACT_SUBJECT_IDENTITY

gen_text_inputAddFilterToContractSubject_1503.TENANT_FILTER

ApicDeviceTenantFilterIdentityAddFilterToContractSubject_1503.TENANT_FILTER_
IDENTITY

gen_text_inputAddFilterToContractSubject_1503.TENANT_IN_
TERM_FILTER

ApicDeviceTenantFilterIdentityAddFilterToContractSubject_1503.TENANT_IN_
TERM_FILTER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1274

Compound Tasks
Deploy Transparent Mode APIC L4L7 Services



TypeDescriptionOutput

gen_text_inputAddFilterToContractSubject_1503.TENANT_OUT_
TERM_FILTER

ApicDeviceTenantFilterIdentityAddFilterToContractSubject_1503.TENANT_OUT_
TERM_FILTER_IDENTITY

ApicDeviceTenantFilterTo
ContractSubjectIdentity

AddFilterToContractSubject_1503.OUTPUT_FILTER_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantFilterTo
ContractSubjectIdentity

AddFilterToContractSubject_1503.OUTPUT_
CONSUMER_TO_PROVIDER_FILTER_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceTenantFilterTo
ContractSubjectIdentity

AddFilterToContractSubject_1503.OUTPUT_
PROVIDER_TO_CONSUMER_FILTER_
CONTRACT_SUBJECT_IDENTITY

ApicDeviceIdentityCreateLogicalDeviceContext_1504.APIC_ACCOUNT

gen_text_inputCreateLogicalDeviceContext_1504.TENANT_NAME

ApicDeviceTenantIdentityCreateLogicalDeviceContext_1504.TENANT_
IDENTITY

gen_text_inputCreateLogicalDeviceContext_1504.TENANT_
CONTRACT

ApicDeviceTenantContract
Identity

CreateLogicalDeviceContext_1504.TENANT_
CONTRACT_IDENTITY

ApicDeviceTenantServiceGraph
Identity

CreateLogicalDeviceContext_1504.TENANT_
SERVICE_GRAPH_IDENTITY

ApicDeviceTenantDeviceCluster
Identity

CreateLogicalDeviceContext_1504.TENANT_
DEVICE_CLUSTER_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

CreateLogicalDeviceContext_1504.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

ApicDeviceTenantLogicalDevice
ContextIdentity

CreateLogicalDeviceContext_1504.TENANT_
LOGICAL_DEVICE_CONTEXT_IDENTITY

ApicDeviceIdentityCreateLogicalInterfaceContext_1505.APIC_ACCOUNT

gen_text_inputCreateLogicalInterfaceContext_1505.TENANT_NAME

gen_text_inputCreateLogicalInterfaceContext_1505.TENANT_
CONNECTOR_NAME

ApicDeviceTenantLogical
InterfaceContextIdentity

CreateLogicalInterfaceContext_1505.TENANT_
CONNECTOR_NAME_IDENTITY

ApicDeviceTenantIdentityCreateLogicalInterfaceContext_1505.TENANT_
IDENTITY

ApicDeviceTenantLogicalDevice
ContextIdentity

CreateLogicalInterfaceContext_1505.TENANT_
LOGICAL_DEVICE_CONTEXT_IDENTITY
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TypeDescriptionOutput

gen_text_inputCreateLogicalInterfaceContext_1505.DEVICE_
CLUSTER_INTERFACE

ApicDeviceTenantDeviceCluster
InterfaceIdentity

CreateLogicalInterfaceContext_1505.DEVICE_
CLUSTER_INTERFACE_IDENTITY

gen_text_inputCreateLogicalInterfaceContext_1505.TENANT_
BRIDGE_DOMAIN

ApicDeviceTenantBridgeDomain
Identity

CreateLogicalInterfaceContext_1505.TENANT_
BRIDGE_DOMAIN_IDENTITY

ApicDeviceExternalNetwork
Identity

CreateLogicalInterfaceContext_1505.TENANT_
EXTERNAL_NETWORK_IDENTITY

ApicTenantCustomQosPolicy
Identity

CreateLogicalInterfaceContext_1505.TENANT_
CUSTOM_QOS_POLICY_IDENTITY

APIC_L4_L7_POLICY_BASED_
REDIRECT_IDENTITY

CreateLogicalInterfaceContext_1505.TENANT_
POLICY_BASED_REDIRECT_IDENTITY

ApicDeviceIdentityCreateLogicalInterfaceContext_1506.APIC_ACCOUNT

gen_text_inputCreateLogicalInterfaceContext_1506.TENANT_NAME

gen_text_inputCreateLogicalInterfaceContext_1506.TENANT_
CONNECTOR_NAME

ApicDeviceTenantLogical
InterfaceContextIdentity

CreateLogicalInterfaceContext_1506.TENANT_
CONNECTOR_NAME_IDENTITY

ApicDeviceTenantIdentityCreateLogicalInterfaceContext_1506.TENANT_
IDENTITY

ApicDeviceTenantLogicalDevice
ContextIdentity

CreateLogicalInterfaceContext_1506.TENANT_
LOGICAL_DEVICE_CONTEXT_IDENTITY

gen_text_inputCreateLogicalInterfaceContext_1506.DEVICE_
CLUSTER_INTERFACE

ApicDeviceTenantDeviceCluster
InterfaceIdentity

CreateLogicalInterfaceContext_1506.DEVICE_
CLUSTER_INTERFACE_IDENTITY

gen_text_inputCreateLogicalInterfaceContext_1506.TENANT_
BRIDGE_DOMAIN

ApicDeviceTenantBridgeDomain
Identity

CreateLogicalInterfaceContext_1506.TENANT_
BRIDGE_DOMAIN_IDENTITY

ApicDeviceExternalNetwork
Identity

CreateLogicalInterfaceContext_1506.TENANT_
EXTERNAL_NETWORK_IDENTITY

ApicTenantCustomQosPolicy
Identity

CreateLogicalInterfaceContext_1506.TENANT_
CUSTOM_QOS_POLICY_IDENTITY

APIC_L4_L7_POLICY_BASED_
REDIRECT_IDENTITY

CreateLogicalInterfaceContext_1506.TENANT_
POLICY_BASED_REDIRECT_IDENTITY
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TypeDescriptionOutput

ApicDeviceIdentityAddFunctionNodetoL4L7ServiceGraph_1503.APIC_
ACCOUNT

gen_text_inputAddFunctionNodetoL4L7ServiceGraph_1503.
TENANT_NAME

ApicDeviceTenantIdentityAddFunctionNodetoL4L7ServiceGraph_1503.
TENANT_IDENTITY

gen_text_inputAddFunctionNodetoL4L7ServiceGraph_1503.
SERVICE_GRAPH

ApicDeviceTenantServiceGraph
Identity

AddFunctionNodetoL4L7ServiceGraph_1503.
TENANT_SERVICE_GRAPH_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

AddFunctionNodetoL4L7ServiceGraph_1503.
TENANT_L4L7_SERVICE_GRAPH_NODE_
IDENTITY

ApicDeviceTenantServiceGraph
NodeConnectionIdentity

AddFunctionNodetoL4L7ServiceGraph_1503.
TENANT_SERVICE_GRAPH_NODE_
CONNECTION_ONE_IDENTITY

ApicDeviceTenantServiceGraph
NodeConnectionIdentity

AddFunctionNodetoL4L7ServiceGraph_1503.
TENANT_SERVICE_GRAPH_NODE_
CONNECTION_TWO_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

custom_Common_Service_Graph_Node_Identity_1504.
COMMON_SG_NODE_IDENTITY

ApicDeviceTenantServiceGraph
Identity

custom_Common_Service_Graph_Node_Identity_1504.
COMMON_SG_IDENTITY

ApicDeviceIdentityAddFunctionNodetoL4L7ServiceGraph_769.APIC_
ACCOUNT

gen_text_inputAddFunctionNodetoL4L7ServiceGraph_769.TENANT_
NAME

ApicDeviceTenantIdentityAddFunctionNodetoL4L7ServiceGraph_769.TENANT_
IDENTITY

gen_text_inputAddFunctionNodetoL4L7ServiceGraph_769.
SERVICE_GRAPH

ApicDeviceTenantServiceGraph
Identity

AddFunctionNodetoL4L7ServiceGraph_769.TENANT_
SERVICE_GRAPH_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

AddFunctionNodetoL4L7ServiceGraph_769.TENANT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

ApicDeviceTenantServiceGraph
NodeConnectionIdentity

AddFunctionNodetoL4L7ServiceGraph_769.TENANT_
SERVICE_GRAPH_NODE_CONNECTION_ONE_
IDENTITY

ApicDeviceTenantServiceGraph
NodeConnectionIdentity

AddFunctionNodetoL4L7ServiceGraph_769.TENANT_
SERVICE_GRAPH_NODE_CONNECTION_TWO_
IDENTITY
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TypeDescriptionOutput

ApicDeviceIdentityAddLoadBalancerParametersToEPG_770.APIC_
ACCOUNT

gen_text_inputAddLoadBalancerParametersToEPG_770.TENANT_
NAME

ApicDeviceTenantIdentityAddLoadBalancerParametersToEPG_770.TENANT_
IDENTITY

gen_text_inputAddLoadBalancerParametersToEPG_770.SERVICE_
GRAPH

ApicTenantL4L7ServiceGraph
NodeIdentity

AddLoadBalancerParametersToEPG_770.TENANT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

gen_text_inputAddLoadBalancerParametersToEPG_770.TENANT_
EPG

ApicDeviceTenantEPGIdentityAddLoadBalancerParametersToEPG_770.TENANT_
EPG_IDENTITY

gen_text_inputAddLoadBalancerParametersToEPG_770.TENANT_
CONTRACT

ApicDeviceTenantContract
Identity

AddLoadBalancerParametersToEPG_770.TENANT_
CONTRACT_IDENTITY

gen_text_inputAddLoadBalancerParametersToEPG_770.NETWORK_
FOLDER

ApicDeviceTenant
EPGL4L7IPv46ParamIdentity

AddLoadBalancerParametersToEPG_770.TENANT_
VIP_IDENTITY

ApicDeviceIdentityModifyContractSubject_772.APIC_ACCOUNT

gen_text_inputModifyContractSubject_772.TENANT_NAME

ApicDeviceTenantIdentityModifyContractSubject_772.TENANT_IDENTITY

gen_text_inputModifyContractSubject_772.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

ModifyContractSubject_772.TENANT_CONTRACT_
IDENTITY

gen_text_inputModifyContractSubject_772.CONTRACT_SUBJECT

ApicTenantContractSubject
Identity

ModifyContractSubject_772.TENANT_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenantServiceGraph
Identity

ModifyContractSubject_772.TENANT_SERVICE_
GRAPH_IDENTITY

ApicDeviceTenantServiceGraph
Identity

ModifyContractSubject_772.TENANT_INTERM_
SERVICE_GRAPH_IDENTITY

ApicDeviceTenantServiceGraph
Identity

ModifyContractSubject_772.TENANT_OUTTERM_
SERVICE_GRAPH_IDENTITY

vmcustom_APIC_L4L7_ASAv_Network_VLAN_Info_
475.VM_IDENTITY
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TypeDescriptionOutput

vlanIDcustom_APIC_L4L7_ASAv_Network_VLAN_Info_
475.OUTPUT_ASAV_VLAN1

vlanIDcustom_APIC_L4L7_ASAv_Network_VLAN_Info_
475.OUTPUT_ASAV_VLAN2

ucsServiceProfileMultiv
NICIdentity

custom_APIC_L4L7_ASAv_Network_VLAN_Info_
475.SP_VNICs

ucsAccountIdentitycustom_APIC_L4L7_ASAv_Network_VLAN_Info_
475.UCS_Account

ucsMultiServiceProfileIdentityAddVLANtoMultipleUCSManagers_476.UCS_
MULTI_SERVICE_PROFILE_IDENTITY

ucsServiceProfileMultiv
NICIdentity

AddVLANtoMultipleUCSManagers_476.SERVICE_
PROFILE_MULTI_VNIC_IDENTITY

gen_text_inputAddVLANtoMultipleUCSManagers_476.MULTI_
VLAN_GROUP_IDENTITY

gen_text_inputAddVLANtoMultipleUCSManagers_476.MULTI_
VLAN_IDENTITY

ucsMultiServiceProfileIdentityAddVLANtoMultipleUCSManagers_477.UCS_
MULTI_SERVICE_PROFILE_IDENTITY

ucsServiceProfileMultiv
NICIdentity

AddVLANtoMultipleUCSManagers_477.SERVICE_
PROFILE_MULTI_VNIC_IDENTITY

gen_text_inputAddVLANtoMultipleUCSManagers_477.MULTI_
VLAN_GROUP_IDENTITY

gen_text_inputAddVLANtoMultipleUCSManagers_477.MULTI_
VLAN_IDENTITY

ucsMultiServiceProfileIdentityAddVLANtoMultipleUCSManagers_433.UCS_
MULTI_SERVICE_PROFILE_IDENTITY

ucsServiceProfileMultiv
NICIdentity

AddVLANtoMultipleUCSManagers_433.SERVICE_
PROFILE_MULTI_VNIC_IDENTITY

gen_text_inputAddVLANtoMultipleUCSManagers_433.MULTI_
VLAN_GROUP_IDENTITY

gen_text_inputAddVLANtoMultipleUCSManagers_433.MULTI_
VLAN_IDENTITY

ucsMultiServiceProfileIdentityAddVLANtoMultipleUCSManagers_434.UCS_
MULTI_SERVICE_PROFILE_IDENTITY

ucsServiceProfileMultiv
NICIdentity

AddVLANtoMultipleUCSManagers_434.SERVICE_
PROFILE_MULTI_VNIC_IDENTITY

gen_text_inputAddVLANtoMultipleUCSManagers_434.MULTI_
VLAN_GROUP_IDENTITY

gen_text_inputAddVLANtoMultipleUCSManagers_434.MULTI_
VLAN_IDENTITY
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TypeDescriptionOutput

ApicDeviceIdentityCreateContract_1901.APIC_ACCOUNT

gen_text_inputCreateContract_1901.TENANT_NAME

ApicDeviceTenantIdentityCreateContract_1901.TENANT_IDENTITY

gen_text_inputCreateContract_1901.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

CreateContract_1901.TENANT_CONTRACT_
IDENTITY

ApicDeviceIdentityCreateContractSubject_1902.APIC_ACCOUNT

gen_text_inputCreateContractSubject_1902.TENANT_NAME

ApicDeviceTenantIdentityCreateContractSubject_1902.TENANT_IDENTITY

gen_text_inputCreateContractSubject_1902.TENANT_CONTRACT

ApicDeviceTenantContract
Identity

CreateContractSubject_1902.TENANT_CONTRACT_
IDENTITY

gen_text_inputCreateContractSubject_1902.CONTRACT_SUBJECT

ApicTenantContractSubject
Identity

CreateContractSubject_1902.TENANT_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenantServiceGraph
Identity

CreateContractSubject_1902.TENANT_SERVICE_
GRAPH_IDENTITY

ApicDeviceIdentityCreateTenantFilter_1903.APIC_ACCOUNT

gen_text_inputCreateTenantFilter_1903.TENANT_NAME

ApicDeviceTenantIdentityCreateTenantFilter_1903.TENANT_IDENTITY

gen_text_inputCreateTenantFilter_1903.TENANT_FILTER

ApicDeviceTenantFilterIdentityCreateTenantFilter_1903.TENANT_FILTER_
IDENTITY

ApicDeviceIdentityAddContractToEPG_1904.APIC_ACCOUNT

gen_text_inputAddContractToEPG_1904.TENANT_NAME

ApicDeviceTenantIdentityAddContractToEPG_1904.TENANT_IDENTITY

gen_text_inputAddContractToEPG_1904.TENANT_APPLN_
PROFILE

ApicDeviceTenantApplnProfile
Identity

AddContractToEPG_1904.TENANT_APPLN_
PROFILE_IDENTITY

gen_text_inputAddContractToEPG_1904.TENANT_EPG

ApicDeviceTenantEPGIdentityAddContractToEPG_1904.TENANT_EPG_IDENTITY

gen_text_inputAddContractToEPG_1904.CONTRACT_TYPE

gen_text_inputAddContractToEPG_1904.CONTRACT_NAME
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TypeDescriptionOutput

ApicDeviceTenantContract
Identity

AddContractToEPG_1904.TENANT_CONTRACT_
IDENTITY

ApicDeviceTenantLabelContract
SubjectIdentity

AddContractToEPG_1904.TENANT_EPG_
CONTRACT_IDENTITY

gen_text_inputAddContractToEPG_1904.QOS

ApicDeviceIdentityAddContractToEPG_1905.APIC_ACCOUNT

gen_text_inputAddContractToEPG_1905.TENANT_NAME

ApicDeviceTenantIdentityAddContractToEPG_1905.TENANT_IDENTITY

gen_text_inputAddContractToEPG_1905.TENANT_APPLN_
PROFILE

ApicDeviceTenantApplnProfile
Identity

AddContractToEPG_1905.TENANT_APPLN_
PROFILE_IDENTITY

gen_text_inputAddContractToEPG_1905.TENANT_EPG

ApicDeviceTenantEPGIdentityAddContractToEPG_1905.TENANT_EPG_IDENTITY

gen_text_inputAddContractToEPG_1905.CONTRACT_TYPE

gen_text_inputAddContractToEPG_1905.CONTRACT_NAME

ApicDeviceTenantContract
Identity

AddContractToEPG_1905.TENANT_CONTRACT_
IDENTITY

ApicDeviceTenantLabelContract
SubjectIdentity

AddContractToEPG_1905.TENANT_EPG_
CONTRACT_IDENTITY

gen_text_inputAddContractToEPG_1905.QOS

ApicDeviceIdentityCreateTenantFilterRule_1906.APIC_ACCOUNT

gen_text_inputCreateTenantFilterRule_1906.TENANT_NAME

ApicDeviceTenantIdentityCreateTenantFilterRule_1906.TENANT_IDENTITY

gen_text_inputCreateTenantFilterRule_1906.TENANT_FILTER

ApicDeviceTenantFilterIdentityCreateTenantFilterRule_1906.TENANT_FILTER_
IDENTITY

gen_text_inputCreateTenantFilterRule_1906.TENANT_FILTER_
RULE

ApicDeviceTenantFilterRule
Identity

CreateTenantFilterRule_1906.TENANT_FILTER_
RULE_IDENTITY

ApicDeviceIdentityAddInterfaceToEPG_1670.APIC_ACCOUNT

gen_text_inputAddInterfaceToEPG_1670.TENANT_NAME

ApicDeviceTenantIdentityAddInterfaceToEPG_1670.TENANT_IDENTITY

gen_text_inputAddInterfaceToEPG_1670.SERVICE_GRAPH
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TypeDescriptionOutput

ApicDeviceTenantServiceGraph
Identity

AddInterfaceToEPG_1670.TENANT_SERVICE_
GRAPH_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

AddInterfaceToEPG_1670.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

gen_text_inputAddInterfaceToEPG_1670.TENANT_L4L7_
SERVICE_GRAPH_NODE_INTERFACE_IDENTITY

ApicDeviceTenantEPGIdentityAddInterfaceToEPG_1670.TENANT_EPG_IDENTITY

ApicTenantL4L7EPGInterface
Identity

AddInterfaceToEPG_1670.OUTPUT_TENANT_L4L7_
EPG_INTERFACE_IDENTITY

ApicTenantL4L7Interface
EPGIdentity

AddInterfaceToEPG_1670.OUTPUT_TENANT_L4L7_
INTERFACE_EPG_IDENTITY

ApicDeviceIdentityAddInterfaceToEPG_1671.APIC_ACCOUNT

gen_text_inputAddInterfaceToEPG_1671.TENANT_NAME

ApicDeviceTenantIdentityAddInterfaceToEPG_1671.TENANT_IDENTITY

gen_text_inputAddInterfaceToEPG_1671.SERVICE_GRAPH

ApicDeviceTenantServiceGraph
Identity

AddInterfaceToEPG_1671.TENANT_SERVICE_
GRAPH_IDENTITY

ApicTenantL4L7ServiceGraph
NodeIdentity

AddInterfaceToEPG_1671.TENANT_L4L7_
SERVICE_GRAPH_NODE_IDENTITY

gen_text_inputAddInterfaceToEPG_1671.TENANT_L4L7_
SERVICE_GRAPH_NODE_INTERFACE_IDENTITY

ApicDeviceTenantEPGIdentityAddInterfaceToEPG_1671.TENANT_EPG_IDENTITY

ApicTenantL4L7EPGInterface
Identity

AddInterfaceToEPG_1671.OUTPUT_TENANT_L4L7_
EPG_INTERFACE_IDENTITY

ApicTenantL4L7Interface
EPGIdentity

AddInterfaceToEPG_1671.OUTPUT_TENANT_L4L7_
INTERFACE_EPG_IDENTITY

gen_text_inputcustom_GetAPICContainerLBVip_3468.VIP_OUTPUT

gen_text_inputcustom_GetAPICContainerLBVip_3468.VIP_MASK

gen_text_inputcustom_GetAPICContainerLBVip_3468.VIP_
NETWORK_IP

gen_text_inputcustom_GetAPICContainerLBVip_3468.isVIPRequired

ApicDeviceIdentityUpdateConnectiontoNode_1164.APIC_ACCOUNT

gen_text_inputUpdateConnectiontoNode_1164.TENANT_NAME

ApicDeviceTenantIdentityUpdateConnectiontoNode_1164.TENANT_IDENTITY

gen_text_inputUpdateConnectiontoNode_1164.SERVICE_GRAPH

ApicDeviceTenantServiceGraph
Identity

UpdateConnectiontoNode_1164.TENANT_SERVICE_
GRAPH_IDENTITY
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TypeDescriptionOutput

ApicDeviceTenantServiceGraph
NodeConnectionIdentity

UpdateConnectiontoNode_1164.TENANT_SERVICE_
GRAPH_NODE_CONNECTION_IDENTITY

vlanIDcustom_get_vlan_from_deployed_device_cluster_5_3_
4941.OUTPUT_ASAV_VLAN1

vlanIDcustom_get_vlan_from_deployed_device_cluster_5_3_
4941.OUTPUT_ASAV_VLAN2

ucsServiceProfileMultiv
NICIdentity

custom_get_vlan_from_deployed_device_cluster_5_3_
4941.SP_VNICs

ucsAccountIdentitycustom_get_vlan_from_deployed_device_cluster_5_3_
4941.UCS_Account

gen_text_inputcustom_get_vlan_from_deployed_device_cluster_5_3_
4941.ConfigureUCSM

ApicDeviceIdentityAddFunctionConfigParametersToEPG_5972.APIC_
ACCOUNT

gen_text_inputAddFunctionConfigParametersToEPG_5972.TENANT_
NAME

ApicDeviceTenantIdentityAddFunctionConfigParametersToEPG_5972.TENANT_
IDENTITY

gen_text_inputAddFunctionConfigParametersToEPG_5972.
SERVICE_GRAPH

gen_text_inputAddFunctionConfigParametersToEPG_5972.TENANT_
CONTRACT

gen_text_inputAddFunctionConfigParametersToEPG_5972.
APPLICATION PROFILE

gen_text_inputAddFunctionConfigParametersToEPG_5972.TENANT_
EPG

ApicTenantL4L7ServiceGraph
NodeIdentity

AddFunctionConfigParametersToEPG_5972.TENANT_
L4L7_SERVICE_GRAPH_NODE_IDENTITY

gen_text_inputAddFunctionConfigParametersToEPG_5972.OUTPUT_
EPG_EXTERNAL_INTERFACE

gen_text_inputAddFunctionConfigParametersToEPG_5972.OUTPUT_
EPG_INTERNAL_INTERFACE
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EMC-RP-Journal
Summary

N.A
Description

1. Calculating the Journal Volume Size based on Datastore Size (Default 20% of Datastore Size) 2. Create
Journal Volume on VNX from Journal Storage Pool 3. Add Journal Lun to RP Storage Group 4. Rescan
for Journal Lun on RP 5. Add Journal Lun to Consistency Group Copy

Inputs

MandatoryMappable To TypeDescriptionInput

YEMC Account IdentityEMC VNX Account

YEMC Storage Pool Type SelectorEMC Storage Pool Type Selector

YEMC RAID Type SelectorRAID

YEMC VNX RAID Group IdentityEMC RAID Group Identity

YEMC VNX Storage Pool for Block
Identity

EMC Storage Pool Identity

YEMC Size UnitsEMC Size Unit

YEMC RP CG Copy IdentityConsistencyGroupCopyProd

YEMC VNX Storage Group IdentityRPStorage
Group
Identity

VNX RP Storage Group

YEMC RP Cluster IdentityRP Cluster Identity

YGeneric Text InputDatastore Size

YGeneric Text InputJournal HLU List

YGeneric Text InputisPrimary

YGeneric Text InputJournal LUN IDs List

YEMC Account IdentityDR EMC VNX Account

YEMC VNX Storage Group IdentityDR VNX RP Storage Group

YGeneric Text InputTenant Name

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

gen_text_inputOUTPUT_JOURNAL_LUN_IDS

gen_text_inputOUTPUT_JOURNAL_HLU_LIST
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EMC_RP_DR_RSet
Summary

N.A
Description

1. Rescan the VNX volumes in Recover Point 2. List of Datastore Luns to be added to Replication Set
3. Create Replication Set 4. Add Datastore Luns to Replication Set 5. Attach Datastore Luns to Splitter

Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputList of Luns in VNX
Lun Identity format

ProductionLunList

YEMC RP CG IdentityConsistency Group
Identity

ConsistencyGroupIdentity

YEMC RP CG Copy IdentityConsistency Group
Copy Identity

ConsistencyGroupCopy
Identity

YEMC RP CG Copy IdentityCG Primary Copy Identity

YEMC RP Cluster IdentityRP Cluster Identity

YBoolean InputPrimary Site FlagisPrimary

YBoolean InputisTenantUpdate

YGeneric Text InputReplicationSet List

YEMC RP CG Copy IdentityCG Remote Copy

YGeneric Text InputLun Count

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

RecoverPointReplicationSetIdentityReplicationSetId

RecoverPointConsistencyGroupIdentityConsistencyGroupId

RecoverPointConsistencyGroupCopyIdentityConsistencyGroupCopyProd

RecoverPointConsistencyGroupCopyIdentityConsistencyGroupCopySecondary

gen_text_inputReplicationSetList
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Expand VSAN Cluster
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVSAN ClusterSelect VSAN ClusterVSAN Cluster

YGeneric Text InputHost Nodes : Ex. 172.29.195.
75,172.29.195.76,172.29.195.
77

Host Nodes

YGeneric Text InputEnter User IDHost User ID

YPasswordEnter Host PasswordHost Password

Generic Text InputHost License

YVMware DVSwitchSelect DVSwitchDVSwitch

YVMware DVSwitch Uplink
Portgroup

Select Uplink
Portgroup,According to
DVSwitch

DVSwitch Uplink
Portgroup

YVMwareDVPortgroup IdentitySelect Virtual SAN PortgroupVirtual SAN Portgroup

YIP Pool Policy SelectorSelect VSAN IP Pool PolicyVSAN IP Pool Policy

VMwareDVPortgroup IdentityvMotion Portgroup

IP Pool Policy SelectorvMotion IP Pool Policy

YGeneric Text InputEnter MTU Size,Ex : 1500 or
9000

MTU Size

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

vmwareHostMultiSelectRegisterHostswithCluster_434.HOST_NAME

vmwareHostNodeIdentityRegisterHostswithCluster_434.OUTPUT_HOST_LIST

vmwareHostNodeIdentityRegisterHostswithCluster_434.OUTPUT_DATACENTER_
HOST_LIST

gen_text_inputcustom_GetAccount,DatacenterandClusterfromCluster
Identity_1934.VMWARE_ACCOUNT_NAME

datacenterNamecustom_GetAccount,DatacenterandClusterfromCluster
Identity_1934.DATACENTER_NAME

gen_text_inputcustom_GetAccount,DatacenterandClusterfromCluster
Identity_1934.CLUSTER_NAME
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TypeDescriptionOutput

vmwareClusterIdentitycustom_GetAccount,DatacenterandClusterfromCluster
Identity_1934.CLUSTER_IDENTITY

vsanVMwareDatacenter
Identity

custom_GetAccount,DatacenterandClusterfromCluster
Identity_1934.DATACENTER_IDENTITY

VMWareClaimDiskMode
List

custom_GetAccount,DatacenterandClusterfromCluster
Identity_1934.CLAIM_DISK_MODE

serviceRequestIdAddHosttoVirtualSANDvSwitchNetwork_1935.SUB_SR_
ID

vmwareHostNodeIdentityAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VMotion.OUTPUT_VMWARE_HOST_
NODE_IDENTITY

VMwareDVPortgroup
Identity

AddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VMotion.OUTPUT_VMWARE_DV_
PORT_GROUP_IDENTITY

VMWareIPPoolPolicyAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VMotion.OUTPUT_IP_POOL_POLICY_
ID

dvPortGroupNameAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VMotion.OUTPUT_DV_PORT_GROUP_
NAME

StaticPoolIPAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VMotion.OUTPUT_STATIC_POOL_IP

IpSubnetInIPSubnetPool
PolicyIdentity

AddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VMotion.OUTPUT_SUBNET_ID

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VMotion.OUTPUT_STATIC_POOL_IPS_
ALLOCATED

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VMotion.OUTPUT_MTU_SIZE

vmwareClusterIdentityAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel PortVMotion.OUTPUT_CLUSTER_IDENTITY

vmwareHostNodeIdentityAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VSAN Traffic.OUTPUT_VMWARE_
HOST_NODE_IDENTITY

VMwareDVPortgroup
Identity

AddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VSAN Traffic.OUTPUT_VMWARE_DV_
PORT_GROUP_IDENTITY

VMWareIPPoolPolicyAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VSAN Traffic.OUTPUT_IP_POOL_
POLICY_ID
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TypeDescriptionOutput

dvPortGroupNameAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VSAN Traffic.OUTPUT_DV_PORT_
GROUP_NAME

StaticPoolIPAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VSANTraffic.OUTPUT_STATIC_POOL_
IP

IpSubnetInIPSubnetPool
PolicyIdentity

AddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VSAN Traffic.OUTPUT_SUBNET_ID

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VSANTraffic.OUTPUT_STATIC_POOL_
IPS_ALLOCATED

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VSAN Traffic.OUTPUT_MTU_SIZE

vmwareClusterIdentityAddHosttoVirtualSANDvSwitchNetwork_1935.Add Host
VMKernel Port VSAN Traffic.OUTPUT_CLUSTER_
IDENTITY

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1935.Add Hosts
to DVSwitch.OUTPUT_VMWARE_ACCOUNT_NAME

datacenterNameAddHosttoVirtualSANDvSwitchNetwork_1935.Add Hosts
to DVSwitch.OUTPUT_DATACENTER_NAME

dvSwitchNameAddHosttoVirtualSANDvSwitchNetwork_1935.Add Hosts
to DVSwitch.OUTPUT_DVSWITCH_NAME

vmwareHostMultiSelectAddHosttoVirtualSANDvSwitchNetwork_1935.Add Hosts
to DVSwitch.OUTPUT_HOST_LIST

uplinkPortGroupLovListAddHosttoVirtualSANDvSwitchNetwork_1935.Add Hosts
to DVSwitch.OUTPUT_VDS_UPLINK_PORTGROUP_
NAME

VMwareDVPortgroup
Identity

AddHosttoVirtualSANDvSwitchNetwork_1935.custom_v
MotionDvPortGroupCheckTask_1267.vMotionPortGroup
Mandatory

VMWareIPPoolPolicyAddHosttoVirtualSANDvSwitchNetwork_1935.custom_v
MotionDvPortGroupCheckTask_1267.vMotionIPPoolPolicy
Mandatory

datacenterNameAddHosttoVirtualSANDvSwitchNetwork_1935.custom_Get
DatacenterAndAccountFromDatacenterIdentity_2910.
DatacenterName

vmwareAccountNameAddHosttoVirtualSANDvSwitchNetwork_1935.custom_Get
DatacenterAndAccountFromDatacenterIdentity_2910.
AccountName

vmwareHostMultiSelectAddHosttoVirtualSANDvSwitchNetwork_1935.custom_Get
HostNodeMultiSelectorFromHostNodeIdentity_2911.Host
NodeMultiSelector
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TypeDescriptionOutput

vmwareHostNodeIdentityAddHosttoVirtualSANDvSwitchNetwork_1935.custom_Get
HostNodeIdentity_1946.OUTPUT_HOSTNODE_
IDENTITY

gen_text_inputAddHosttoVirtualSANDvSwitchNetwork_1935.out_cluster
Name

vmHostAddHosttoVirtualSANDvSwitchNetwork_1935.out_Host
Name

dvSwitchNameAddHosttoVirtualSANDvSwitchNetwork_1935.out_dv
SwitchName

dvSwitchNameAddHosttoVirtualSANDvSwitchNetwork_1935.out_dv
SwitchFrmAddHostTodvswitch

VMwareDVSwitchIdentityAddHosttoVirtualSANDvSwitchNetwork_1935.out_
dvswitchIdentity

datacenterNameAddHosttoVirtualSANDvSwitchNetwork_1935.OUT_Data
Center_Name

vmwareAccountNameAddHosttoVirtualSANDvSwitchNetwork_1935.OUT_
Account_Name

uplinkPortGroupLovListAddHosttoVirtualSANDvSwitchNetwork_1935.OUT_Uplink
PortGrp

VMwareDVPortgroup
Identity

AddHosttoVirtualSANDvSwitchNetwork_1935.OUT_port
GrpIdentity

vmwareClusterIdentityAddHosttoVirtualSANDvSwitchNetwork_1935.OUT_
ClusterIdentity

dvSwitchNamecustom_GetDVSwitchandDVPortGroup_1936.OUTPUT_
DVSwitch

VMwareDVPortgroup
Identity

custom_GetDVSwitchandDVPortGroup_1936.OUTPUT_
VirtualSANPortGroup

uplinkPortGroupLovListcustom_GetDVSwitchandDVPortGroup_1936.OUTPUT_
DVSwitchUplinkPortGroupMandatory

VMwareDVPortgroup
Identity

custom_GetDVSwitchandDVPortGroup_1936.OUTPUT_
VMotionPortgroup

vmwareClusterIdentitycustom_HAEnableCheck_4066.CLUSTER_IDENTITY

Booleancustom_HAEnableCheck_4066.HA_CURRENT_VALUE

gen_text_inputcustom_HAEnableCheck_4066.HOST_ISOLATION_
RESPONSE

gen_text_inputcustom_HAEnableCheck_4066.DATASTORE_
HEARTBEAT

gen_text_inputcustom_HAEnableCheck_4066.VM_MONITORING

Booleancustom_HAEnableCheck_4066.ADMISSION_CONTROL
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TypeDescriptionOutput

gen_text_inputcustom_HAEnableCheck_4066.HOST_MONITORING

Booleancustom_HAEnableCheck_4066.HA_ROLLBACK_VALUE

gen_text_inputEnable/DisableHA_4347.OUTPUT_VMWARE_
ACCOUNT_NAME

datacenterNameEnable/DisableHA_4347.OUTPUT_DATACENTER_
NAME

gen_text_inputEnable/DisableHA_4347.OUTPUT_CLUSTER_NAME

vmwareClusterIdentityEnable/DisableHA_4347.OUTPUT_CLUSTER_IDENTITY

gen_text_inputEnable/DisableHA_4348.OUTPUT_VMWARE_
ACCOUNT_NAME

datacenterNameEnable/DisableHA_4348.OUTPUT_DATACENTER_
NAME

gen_text_inputEnable/DisableHA_4348.OUTPUT_CLUSTER_NAME

vmwareClusterIdentityEnable/DisableHA_4348.OUTPUT_CLUSTER_IDENTITY

gen_text_inputout_clusterName

vmHostout_HostName

dvSwitchNameout_dvSwitchName

dvSwitchNameout_dvSwitchFrmAddHostTodvswitch

VMwareDVSwitchIdentityout_dvswitchIdentity

datacenterNameOUT_DataCenter_Name

vmwareAccountNameOUT_Account_Name

uplinkPortGroupLovListOUT_UplinkPortGrp

VMwareDVPortgroup
Identity

OUT_portGrpIdentity

vmwareClusterIdentityOUT_ClusterIdentity
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Install ESXi on SD Card
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS Server IdentitySelect UCS
Server

UCS Server

YUCS Organization IdentityOrganization

YUCS Service Profile Template IdentityService Profile Template

YUCS Boot Policy IdentityLAN Boot Policy

YUCS Scrub Policy IdentityScrub Policy

YGeneric Text InputManagement VLAN

YGeneric Text InputEx : 172.1.1.
1

DNS Server Name

YTimezoneTimezone

YGeneric Text InputHost Name

YOS TypeOS Type

YPasswordOS Root Password

YBMA ServerBMA Server

YGeneric Text InputServer Address

YGeneric Text InputServer NetMask

YGeneric Text InputServer Gateway

YGeneric Text InputServer Model

YGeneric Text InputService Profile Name Prefix

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ucsServiceProfileIdentityUCSBladePowerONAction_701.SERVICE_PROFILE_
IDENTITY

ucsServerIdentityUCSBladePowerONAction_701.SERVER_IDENTITY

ucsServiceProfileIdentityUCSBladePowerONAction_705.SERVICE_PROFILE_
IDENTITY

ucsServerIdentityUCSBladePowerONAction_705.SERVER_IDENTITY
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TypeDescriptionOutput

ucs_service_profileCreateServiceProfilefromtemplate_437.ALL_
SERVICEPROFILE_NAMES

ucsServiceProfileIdentityCreateServiceProfilefromtemplate_437.SERVICE_
PROFILE_IDENTITY

ucsAccountNameCreateServiceProfilefromtemplate_437.ACCOUNT_NAME

ucsOrganizationIdentityCreateServiceProfilefromtemplate_437.ORGANIZATION_
IDENTITY

ucsBootPolicyIdentityCreateServiceProfilefromtemplate_437.BOOT_POLICY_
IDENTITY

ucsScrubPolicyIdentityCreateServiceProfilefromtemplate_437.SCRUB_POLICY_
IDENTITY

ucsServiceProfileOperStateCreateServiceProfilefromtemplate_437.UCS_SERVICE_
PROFILE_OPER_STATE

gen_text_inputCreateServiceProfilefromtemplate_437.OP_CSV_SP_
VHBAs

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA1

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA2

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA3

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA4

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA5

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA6

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA7

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA8

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA9

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA10

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VSAN1

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VSAN2

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VSAN3

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VSAN4

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA1_VSAN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA2_VSAN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA3_VSAN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA4_VSAN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA5_VSAN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA6_VSAN
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TypeDescriptionOutput

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA7_VSAN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA8_VSAN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA9_VSAN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA10_
VSAN

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_
SERVICE_PROFILE_WWN_LIST

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VHBA1_WWN

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VHBA2_WWN

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VHBA3_WWN

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VHBA4_WWN

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VHBA5_WWN

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VHBA6_WWN

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VHBA7_WWN

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VHBA8_WWN

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VHBA9_WWN

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VHBA10_WWN

ucs_service_profileCreateServiceProfilefromtemplate_437.
SERVICEPROFILE_NAME

ucsMultiServiceProfileIdentityCreateServiceProfilefromtemplate_437.UCS_MULTI_
SERVICE_PROFILE_IDENTITY

gen_text_inputCreateServiceProfilefromtemplate_437.SERVICE_
PROFILE_NAME

gen_text_inputCreateServiceProfilefromtemplate_437.ALL_SERVICE_
PROFILE_NAMES

gen_text_inputCreateServiceProfilefromtemplate_437.ALL_SERVICE_
PROFILE_ACCOUNTNAME_DNS

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC1

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC2
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TypeDescriptionOutput

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC3

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC4

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC5

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC6

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC7

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC8

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC9

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC10

ucsServiceProfilevNICIdentityCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VNIC_IDENTITY1

ucsServiceProfilevNICIdentityCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VNIC_IDENTITY2

ucsServiceProfilevNICIdentityCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VNIC_IDENTITY3

ucsServiceProfilevNICIdentityCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VNIC_IDENTITY4

ucsServiceProfilevNICIdentityCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VNIC_IDENTITY5

ucsServiceProfilevNICIdentityCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VNIC_IDENTITY6

ucsServiceProfilevNICIdentityCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VNIC_IDENTITY7

ucsServiceProfilevNICIdentityCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VNIC_IDENTITY8

ucsServiceProfilevNICIdentityCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VNIC_IDENTITY9

ucsServiceProfilevNICIdentityCreateServiceProfilefromtemplate_437.OUTPUT_SP_
VNIC_IDENTITY10

gen_text_inputCreateServiceProfilefromtemplate_437.OUTPUT_UCS_
BLADE_MAC_ADDRESS

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC1_MAC

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC2_MAC

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC3_MAC

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC4_MAC

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC5_MAC

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC6_MAC
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TypeDescriptionOutput

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC7_MAC

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC8_MAC

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC9_MAC

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VNIC10_MAC

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA1_
WWPN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA2_
WWPN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA3_
WWPN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA4_
WWPN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA5_
WWPN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA6_
WWPN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA7_
WWPN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA8_
WWPN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA9_
WWPN

gen_text_inputCreateServiceProfilefromtemplate_437.SP_VHBA10_
WWPN

ucsServiceProfileMultiv
NICIdentity

CreateServiceProfilefromtemplate_437.SERVICE_
PROFILE_MULTI_VNIC_IDENTITY

ucsServerIdentityCreateServiceProfilefromtemplate_437.SERVER_
IDENTITY

gen_text_inputCreateServiceProfilefromtemplate_437.UCS_SERVER_
OUTBAND_MGMT_IP_ADDRESS

gen_text_inputCreateServiceProfilefromtemplate_437.ISCSI_IQN

gen_text_inputCreateServiceProfilefromtemplate_437.ISCSI_ADDR

StaticPoolIPCreateServiceProfilefromtemplate_437.SP_iSCSI_
PRIMARY_IP

subnetMaskCreateServiceProfilefromtemplate_437.SP_iSCSI_
PRIMARY_SUBNET

gen_text_inputCreateServiceProfilefromtemplate_437.SP_iSCSI_
PRIMARY_GATEWAY
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TypeDescriptionOutput

StaticPoolIPCreateServiceProfilefromtemplate_437.SP_iSCSI_
SECONDARY_IP

subnetMaskCreateServiceProfilefromtemplate_437.SP_iSCSI_
SECONDARY_SUBNET

gen_text_inputCreateServiceProfilefromtemplate_437.SP_iSCSI_
SECONDARY_GATEWAY

gen_text_inputAssociateUCSServiceProfile_1145.OUTPUT_UCS_
BLADE_MAC_ADDRESS

ucsServerIdentityAssociateUCSServiceProfile_1145.SERVER_IDENTITY

gen_text_inputAssociateUCSServiceProfile_1145.UCS_SERVER_
OUTBAND_MGMT_IP_ADDRESS

ucsServerPoolQualification
Identity

AssociateUCSServiceProfile_1145.SERVER_
QUALIFICATION_POLICY_IDENTITY

gen_text_inputSetupPXEBootforVirtualSAN_1907.OUTPUT_PXE_
BOOT_ID

gen_text_inputSetupPXEBootforVirtualSAN_1907.OUTPUT_HOST_IP_
ADDRESS

gen_text_inputOutput_HostNodes
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Install ESXi on SD Card for Virtual SAN
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS Server IdentitySelect UCS
Server

UCS Server

YUCS Organization IdentityOrganization

YUCS Service Profile Template IdentityService Profile Template

YUCS Boot Policy IdentityLAN Boot Policy

YUCS Scrub Policy IdentityScrub Policy

YGeneric Text InputManagement VLAN

YGeneric Text InputEx : 172.1.1.
1

DNS Server Name

YTimezoneTimezone

YGeneric Text InputHost Name

YOS TypeOS Type

YPasswordOS Root Password

YBMA ServerBMA Server

YGeneric Text InputServer Address

YGeneric Text InputServer NetMask

YGeneric Text InputServer Gateway

YGeneric Text InputServer Model

YGeneric Text InputServer Profile Name Prefix

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

serviceRequestIdInstallESXionSDCard_1040.SUB_SR_ID

ucsServiceProfileIdentityInstallESXionSDCard_1040.UCSBladePowerONAction_701.
SERVICE_PROFILE_IDENTITY

ucsServerIdentityInstallESXionSDCard_1040.UCSBladePowerONAction_701.
SERVER_IDENTITY
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TypeDescriptionOutput

ucsServiceProfileIdentityInstallESXionSDCard_1040.UCSBladePowerONAction_705.
SERVICE_PROFILE_IDENTITY

ucsServerIdentityInstallESXionSDCard_1040.UCSBladePowerONAction_705.
SERVER_IDENTITY

ucs_service_profileInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.ALL_SERVICEPROFILE_NAMES

ucsServiceProfileIdentityInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SERVICE_PROFILE_IDENTITY

ucsAccountNameInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.ACCOUNT_NAME

ucsOrganizationIdentityInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.ORGANIZATION_IDENTITY

ucsBootPolicyIdentityInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.BOOT_POLICY_IDENTITY

ucsScrubPolicyIdentityInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SCRUB_POLICY_IDENTITY

ucsServiceProfileOper
State

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.UCS_SERVICE_PROFILE_OPER_
STATE

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OP_CSV_SP_VHBAs

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA1

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA2

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA3

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA4

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA5

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA6

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA7

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA8

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA9
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gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA10

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VSAN1

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VSAN2

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VSAN3

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VSAN4

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA1_VSAN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA2_VSAN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA3_VSAN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA4_VSAN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA5_VSAN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA6_VSAN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA7_VSAN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA8_VSAN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA9_VSAN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA10_VSAN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SERVICE_PROFILE_
WWN_LIST

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA1_WWN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA2_WWN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA3_WWN
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gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA4_WWN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA5_WWN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA6_WWN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA7_WWN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA8_WWN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA9_WWN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA10_WWN

ucs_service_profileInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SERVICEPROFILE_NAME

ucsMultiServiceProfile
Identity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.UCS_MULTI_SERVICE_PROFILE_
IDENTITY

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SERVICE_PROFILE_NAME

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.ALL_SERVICE_PROFILE_NAMES

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.ALL_SERVICE_PROFILE_
ACCOUNTNAME_DNS

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC1

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC2

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC3

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC4

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC5

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC6

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC7
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gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC8

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC9

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC10

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY1

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY2

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY3

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY4

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY5

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY6

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY7

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY8

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY9

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY10

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.OUTPUT_UCS_BLADE_MAC_
ADDRESS

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC1_MAC

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC2_MAC

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC3_MAC

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC4_MAC

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC5_MAC
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gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC6_MAC

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC7_MAC

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC8_MAC

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC9_MAC

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VNIC10_MAC

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA1_WWPN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA2_WWPN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA3_WWPN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA4_WWPN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA5_WWPN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA6_WWPN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA7_WWPN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA8_WWPN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA9_WWPN

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_VHBA10_WWPN

ucsServiceProfileMultiv
NICIdentity

InstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SERVICE_PROFILE_MULTI_
VNIC_IDENTITY

ucsServerIdentityInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SERVER_IDENTITY

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.UCS_SERVER_OUTBAND_
MGMT_IP_ADDRESS

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.ISCSI_IQN
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gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.ISCSI_ADDR

StaticPoolIPInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_iSCSI_PRIMARY_IP

subnetMaskInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_iSCSI_PRIMARY_SUBNET

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_iSCSI_PRIMARY_GATEWAY

StaticPoolIPInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_iSCSI_SECONDARY_IP

subnetMaskInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_iSCSI_SECONDARY_SUBNET

gen_text_inputInstallESXionSDCard_1040.CreateService
Profilefromtemplate_437.SP_iSCSI_SECONDARY_
GATEWAY

gen_text_inputInstallESXionSDCard_1040.AssociateUCSServiceProfile_
1145.OUTPUT_UCS_BLADE_MAC_ADDRESS

ucsServerIdentityInstallESXionSDCard_1040.AssociateUCSServiceProfile_
1145.SERVER_IDENTITY

gen_text_inputInstallESXionSDCard_1040.AssociateUCSServiceProfile_
1145.UCS_SERVER_OUTBAND_MGMT_IP_ADDRESS

ucsServerPool
QualificationIdentity

InstallESXionSDCard_1040.AssociateUCSServiceProfile_
1145.SERVER_QUALIFICATION_POLICY_IDENTITY

gen_text_inputInstallESXionSDCard_1040.SetupPXEBootforVirtualSAN_
1907.OUTPUT_PXE_BOOT_ID

gen_text_inputInstallESXionSDCard_1040.SetupPXEBootforVirtualSAN_
1907.OUTPUT_HOST_IP_ADDRESS

gen_text_inputInstallESXionSDCard_1040.Output_HostNodes

gen_text_inputOutput_HostNodes
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Install ESXi on SD Card for Virtual SAN using UCSC
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS Central Server IdentityUCS Server

YUCS Central Organization IdentityOrganization

YUCS Central Service Profile Template
Identity

Service Profile Template

YGeneric Text InputServer Profile Name Prefix

YUCS Central Boot Policy IdentityLAN Boot Policy

YUCS CENTRAL SCRUB POLICY
IDENTITY

Scrub Policy

YGeneric Text InputManagement VLAN

YGeneric Text InputEx : 172.1.
1.1

DNS Server Name

YTimezoneTimezone

YGeneric Text InputHost Name

YOS TypeOS Type

YPasswordOS Root Password

YBMA ServerBMA Server

YGeneric Text InputServer Address

YGeneric Text InputServer NetMask

YGeneric Text InputServer Gateway

YGeneric Text InputServer Model

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

serviceRequestIdInstallESXionSDCardusingUCSC_1692.SUB_SR_ID

UCS_CENTRAL_
ORGANIZATION_
IDENTITY

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_ORGANIZATION_
IDENTITY
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UCS_CENTRAL_
SERVICE_PROFILE_
IDENTITY

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_SERVICE_PROFILE_
IDENTITY

ucsCentralUuidPoolIdentityInstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_UUID_POOL_IDENTITY

ucsCentralManagementip
PoolIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_INBAND_IPV4_POOL_
IDENTITY

ucsCentralManagementip
PoolIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_INBAND_IPV6_POOL_
IDENTITY

ucsCentralManagementip
PoolIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_MANAGEMENTIP_POOL_
IDENTITY

ucsCentralVlanIdentityInstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_MANAGEMENT_VLAN_
IDENTITY

ucsCentralIqnPoolIdentityInstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_IQN_POOL_IDENTITY

UCS_CENTRAL_LAN_
ADAPTER_POLICY_
IDENTITY

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_LAN_ADAPTER_POLICY_
IDENTITY

UCS_CENTRAL_SAN_
ADAPTER_POLICY_
IDENTITY

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_SAN_ADAPTER_POLICY_
IDENTITY

ucsCentralBootPolicy
Identity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_BOOT_POLICY_IDENTITY

ucsCentralBiosPolicy
Identity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_BIOS_POLICY_IDENTITY

ucsCentralIpmiPolicy
Identity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_IPMI_POLICY_IDENTITY

ucsCentralSolPolicyIdentityInstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_SOL_POLICY_IDENTITY

ucsCentralScrubPolicy
Identity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_SCRUB_POLICY_
IDENTITY

ucsCentralHostfirmware
PolicyIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_HOSTFIRMWARE_
POLICY_IDENTITY

ucsCentralMaintenance
PolicyIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_MAINTENANCE_POLICY_
IDENTITY
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ucsCentralPowercontrol
PolicyIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_POWERCONTROL_
POLICY_IDENTITY

UCS_CENTRAL_STATS_
THRESHOLD_POLICY_
IDENTITY

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_STATS_THRESHOLD_
POLICY_IDENTITY

ucsCentralLocalDisk
ConfigurationPolicyIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.UCS_CENTRAL_
LOCALDISKCONFIGURATION_POLICY_IDENTITY

ucsCentralvMediaPolicyInstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1619.ucsCentralvMediaPolicy

ucsCentralServerIdentityInstallESXionSDCardusingUCSC_1692.AssociateGlobal
ServiceProfile_1620.UCS_CENTRAL_SERVER_IDENTITY

gen_text_inputInstallESXionSDCardusingUCSC_1692.AssociateGlobal
ServiceProfile_1620.UCS_CENTRAL_SERVER_
OUTBAND_MGMT_IP_ADDRESS

UCS_CENTRAL_
SERVICE_PROFILE_
IDENTITY

InstallESXionSDCardusingUCSC_1692.AssociateGlobal
ServiceProfile_1620.UCS_CENTRAL_SERVICE_PROFILE_
IDENTITY

ucsServerIdentityInstallESXionSDCardusingUCSC_1692.AssociateGlobal
ServiceProfile_1620.SERVER_IDENTITY

gen_text_inputInstallESXionSDCardusingUCSC_1692.AssociateGlobal
ServiceProfile_1620.OUTPUT_UCS_BLADE_MAC_
ADDRESS

UCS_CENTRAL_
SERVICE_PROFILE_

InstallESXionSDCardusingUCSC_1692.AssociateGlobal
ServiceProfile_1620.UCS_CENTRAL_SERVICE_PROFILE_
QUALIFICATION_IDENTITY QUALIFICATION_

IDENTITY

gen_text_inputInstallESXionSDCardusingUCSC_1692.SetupPXEBootfor
VirtualSAN_1621.OUTPUT_PXE_BOOT_ID

gen_text_inputInstallESXionSDCardusingUCSC_1692.SetupPXEBootfor
VirtualSAN_1621.OUTPUT_HOST_IP_ADDRESS

UCS_CENTRAL_
SERVICE_PROFILE_
IDENTITY

InstallESXionSDCardusingUCSC_1692.PowerOnGlobal
ServiceProfile_1623.UCS_CENTRAL_SERVICE_PROFILE_
IDENTITY

UCS_CENTRAL_
ORGANIZATION_
IDENTITY

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_ORGANIZATION_
IDENTITY

UCS_CENTRAL_
SERVICE_PROFILE_
IDENTITY

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_SERVICE_PROFILE_
IDENTITY
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ucsCentralUuidPoolIdentityInstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_UUID_POOL_IDENTITY

ucsCentralManagementip
PoolIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_INBAND_IPV4_POOL_
IDENTITY

ucsCentralManagementip
PoolIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_INBAND_IPV6_POOL_
IDENTITY

ucsCentralManagementip
PoolIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_MANAGEMENTIP_POOL_
IDENTITY

ucsCentralVlanIdentityInstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_MANAGEMENT_VLAN_
IDENTITY

ucsCentralIqnPoolIdentityInstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_IQN_POOL_IDENTITY

UCS_CENTRAL_LAN_
ADAPTER_POLICY_
IDENTITY

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_LAN_ADAPTER_POLICY_
IDENTITY

UCS_CENTRAL_SAN_
ADAPTER_POLICY_
IDENTITY

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_SAN_ADAPTER_POLICY_
IDENTITY

ucsCentralBootPolicy
Identity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_BOOT_POLICY_IDENTITY

ucsCentralBiosPolicy
Identity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_BIOS_POLICY_IDENTITY

ucsCentralIpmiPolicy
Identity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_IPMI_POLICY_IDENTITY

ucsCentralSolPolicyIdentityInstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_SOL_POLICY_IDENTITY

ucsCentralScrubPolicy
Identity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_SCRUB_POLICY_
IDENTITY

ucsCentralHostfirmware
PolicyIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_HOSTFIRMWARE_
POLICY_IDENTITY

ucsCentralMaintenance
PolicyIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_MAINTENANCE_POLICY_
IDENTITY

ucsCentralPowercontrol
PolicyIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_POWERCONTROL_
POLICY_IDENTITY
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UCS_CENTRAL_STATS_
THRESHOLD_POLICY_
IDENTITY

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_STATS_THRESHOLD_
POLICY_IDENTITY

ucsCentralLocalDisk
ConfigurationPolicyIdentity

InstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.UCS_CENTRAL_
LOCALDISKCONFIGURATION_POLICY_IDENTITY

ucsCentralvMediaPolicyInstallESXionSDCardusingUCSC_1692.ModifyGlobalService
Profile_1626.ucsCentralvMediaPolicy

UCS_CENTRAL_
SERVICE_PROFILE_
IDENTITY

InstallESXionSDCardusingUCSC_1692.PowerOnGlobal
ServiceProfile_1627.UCS_CENTRAL_SERVICE_PROFILE_
IDENTITY

ucs_service_profileInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.ALL_SERVICEPROFILE_
NAMES

UCS_CENTRAL_
SERVICE_PROFILE_
IDENTITY

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ucsCentralServerIdentityInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.UCS_CENTRAL_SERVER_
IDENTITY

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.UCS_CENTRAL_SERVER_
OUTBAND_MGMT_IP_ADDRESS

ucsAccountNameInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.ACCOUNT_NAME

UCS_CENTRAL_
ORGANIZATION_
IDENTITY

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.UCS_CENTRAL_
ORGANIZATION_IDENTITY

ucsBootPolicyIdentityInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.BOOT_POLICY_IDENTITY

ucsCentralBootPolicy
Identity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.UCS_CENTRAL_BOOT_
POLICY_IDENTITY

ucsScrubPolicyIdentityInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SCRUB_POLICY_IDENTITY

ucsCentralScrubPolicy
Identity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.UCS_CENTRAL_SCRUB_
POLICY_IDENTITY

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OP_CSV_SP_VHBAs

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA1
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gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA2

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA3

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA4

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA5

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA6

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA7

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA8

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA9

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA10

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VSAN1

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VSAN2

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VSAN3

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VSAN4

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA1_VSAN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA2_VSAN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA3_VSAN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA4_VSAN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA5_VSAN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA6_VSAN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA7_VSAN
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gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA8_VSAN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA9_VSAN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA10_VSAN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SERVICE_PROFILE_
WWN_LIST

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VHBA1_WWN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VHBA2_WWN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VHBA3_WWN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VHBA4_WWN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VHBA5_WWN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VHBA6_WWN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VHBA7_WWN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VHBA8_WWN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VHBA9_WWN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VHBA10_WWN

ucs_service_profileInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SERVICEPROFILE_NAME

ucsMultiServiceProfile
Identity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.UCS_MULTI_SERVICE_
PROFILE_IDENTITY

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SERVICE_PROFILE_NAME

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.ALL_SERVICE_PROFILE_
NAMES
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gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.ALL_SERVICE_PROFILE_
ACCOUNTNAME_DNS

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC1

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC2

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC3

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC4

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC5

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC6

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC7

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC8

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC9

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC10

ucsCentralServiceProfilev
NICIdentity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VNIC_
IDENTITY1

ucsCentralServiceProfilev
NICIdentity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VNIC_
IDENTITY2

ucsCentralServiceProfilev
NICIdentity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VNIC_
IDENTITY3

ucsCentralServiceProfilev
NICIdentity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VNIC_
IDENTITY4

ucsCentralServiceProfilev
NICIdentity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VNIC_
IDENTITY5

ucsCentralServiceProfilev
NICIdentity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VNIC_
IDENTITY6
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ucsCentralServiceProfilev
NICIdentity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VNIC_
IDENTITY7

ucsCentralServiceProfilev
NICIdentity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VNIC_
IDENTITY8

ucsCentralServiceProfilev
NICIdentity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VNIC_
IDENTITY9

ucsCentralServiceProfilev
NICIdentity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_SP_VNIC_
IDENTITY10

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.OUTPUT_UCS_BLADE_MAC_
ADDRESS

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC1_MAC

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC2_MAC

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC3_MAC

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC4_MAC

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC5_MAC

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC6_MAC

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC7_MAC

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC8_MAC

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC9_MAC

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VNIC10_MAC

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA1_WWPN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA2_WWPN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA3_WWPN
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gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA4_WWPN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA5_WWPN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA6_WWPN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA7_WWPN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA8_WWPN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA9_WWPN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SP_VHBA10_WWPN

ucsServiceProfileMultiv
NICIdentity

InstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.SERVICE_PROFILE_MULTI_
VNIC_IDENTITY

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.ISCSI_IQN

gen_text_inputInstallESXionSDCardusingUCSC_1692.CreateGlobalService
ProfilefromTemplate_1631.ISCSI_ADDR

gen_text_inputOutput_HostNodes
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Install ESXi on SD Card using UCSC
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS Central Server IdentityUCS Server

YUCS Central Organization IdentityOrganization

YUCS Central Service Profile Template
Identity

Service Profile Template

YGeneric Text InputService Profile Name Prefix

YUCS Central Boot Policy IdentityLAN Boot Policy

YUCS CENTRAL SCRUB POLICY
IDENTITY

Scrub Policy

YGeneric Text InputManagement VLAN

YGeneric Text InputEx : 172.1.
1.1

DNS Server Name

YTimezoneTimeZone

YGeneric Text InputHost Name

YOS TypeOS Type

YPasswordOS Root Password

YBMA ServerBMA Server

YGeneric Text InputServer Address

YGeneric Text InputServer NetMask

YGeneric Text InputServer Gateway

YGeneric Text InputServer Model

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

UCS_CENTRAL_
ORGANIZATION_IDENTITY

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
SERVICE_PROFILE_IDENTITY

ucsCentralUuidPoolIdentityModifyGlobalServiceProfile_1619.UCS_CENTRAL_
UUID_POOL_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1314

Compound Tasks
Install ESXi on SD Card using UCSC



TypeDescriptionOutput

ucsCentralManagementipPool
Identity

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
INBAND_IPV4_POOL_IDENTITY

ucsCentralManagementipPool
Identity

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
INBAND_IPV6_POOL_IDENTITY

ucsCentralManagementipPool
Identity

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
MANAGEMENTIP_POOL_IDENTITY

ucsCentralVlanIdentityModifyGlobalServiceProfile_1619.UCS_CENTRAL_
MANAGEMENT_VLAN_IDENTITY

ucsCentralIqnPoolIdentityModifyGlobalServiceProfile_1619.UCS_CENTRAL_
IQN_POOL_IDENTITY

UCS_CENTRAL_LAN_
ADAPTER_POLICY_
IDENTITY

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
LAN_ADAPTER_POLICY_IDENTITY

UCS_CENTRAL_SAN_
ADAPTER_POLICY_
IDENTITY

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
SAN_ADAPTER_POLICY_IDENTITY

ucsCentralBootPolicyIdentityModifyGlobalServiceProfile_1619.UCS_CENTRAL_
BOOT_POLICY_IDENTITY

ucsCentralBiosPolicyIdentityModifyGlobalServiceProfile_1619.UCS_CENTRAL_
BIOS_POLICY_IDENTITY

ucsCentralIpmiPolicyIdentityModifyGlobalServiceProfile_1619.UCS_CENTRAL_
IPMI_POLICY_IDENTITY

ucsCentralSolPolicyIdentityModifyGlobalServiceProfile_1619.UCS_CENTRAL_
SOL_POLICY_IDENTITY

ucsCentralScrubPolicyIdentityModifyGlobalServiceProfile_1619.UCS_CENTRAL_
SCRUB_POLICY_IDENTITY

ucsCentralHostfirmwarePolicy
Identity

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
HOSTFIRMWARE_POLICY_IDENTITY

ucsCentralMaintenancePolicy
Identity

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
MAINTENANCE_POLICY_IDENTITY

ucsCentralPowercontrolPolicy
Identity

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
POWERCONTROL_POLICY_IDENTITY

UCS_CENTRAL_STATS_
THRESHOLD_POLICY_
IDENTITY

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
STATS_THRESHOLD_POLICY_IDENTITY

ucsCentralLocalDisk
ConfigurationPolicyIdentity

ModifyGlobalServiceProfile_1619.UCS_CENTRAL_
LOCALDISKCONFIGURATION_POLICY_IDENTITY

ucsCentralvMediaPolicyModifyGlobalServiceProfile_1619.ucsCentralvMedia
Policy
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TypeDescriptionOutput

ucsCentralServerIdentityAssociateGlobalServiceProfile_1620.UCS_CENTRAL_
SERVER_IDENTITY

gen_text_inputAssociateGlobalServiceProfile_1620.UCS_CENTRAL_
SERVER_OUTBAND_MGMT_IP_ADDRESS

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

AssociateGlobalServiceProfile_1620.UCS_CENTRAL_
SERVICE_PROFILE_IDENTITY

ucsServerIdentityAssociateGlobalServiceProfile_1620.SERVER_
IDENTITY

gen_text_inputAssociateGlobalServiceProfile_1620.OUTPUT_UCS_
BLADE_MAC_ADDRESS

UCS_CENTRAL_SERVICE_
PROFILE_QUALIFICATION_
IDENTITY

AssociateGlobalServiceProfile_1620.UCS_CENTRAL_
SERVICE_PROFILE_QUALIFICATION_IDENTITY

gen_text_inputSetupPXEBootforVirtualSAN_1621.OUTPUT_PXE_
BOOT_ID

gen_text_inputSetupPXEBootforVirtualSAN_1621.OUTPUT_HOST_
IP_ADDRESS

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

PowerOnGlobalServiceProfile_1623.UCS_CENTRAL_
SERVICE_PROFILE_IDENTITY

UCS_CENTRAL_
ORGANIZATION_IDENTITY

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
SERVICE_PROFILE_IDENTITY

ucsCentralUuidPoolIdentityModifyGlobalServiceProfile_1626.UCS_CENTRAL_
UUID_POOL_IDENTITY

ucsCentralManagementipPool
Identity

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
INBAND_IPV4_POOL_IDENTITY

ucsCentralManagementipPool
Identity

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
INBAND_IPV6_POOL_IDENTITY

ucsCentralManagementipPool
Identity

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
MANAGEMENTIP_POOL_IDENTITY

ucsCentralVlanIdentityModifyGlobalServiceProfile_1626.UCS_CENTRAL_
MANAGEMENT_VLAN_IDENTITY

ucsCentralIqnPoolIdentityModifyGlobalServiceProfile_1626.UCS_CENTRAL_
IQN_POOL_IDENTITY

UCS_CENTRAL_LAN_
ADAPTER_POLICY_
IDENTITY

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
LAN_ADAPTER_POLICY_IDENTITY
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TypeDescriptionOutput

UCS_CENTRAL_SAN_
ADAPTER_POLICY_
IDENTITY

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
SAN_ADAPTER_POLICY_IDENTITY

ucsCentralBootPolicyIdentityModifyGlobalServiceProfile_1626.UCS_CENTRAL_
BOOT_POLICY_IDENTITY

ucsCentralBiosPolicyIdentityModifyGlobalServiceProfile_1626.UCS_CENTRAL_
BIOS_POLICY_IDENTITY

ucsCentralIpmiPolicyIdentityModifyGlobalServiceProfile_1626.UCS_CENTRAL_
IPMI_POLICY_IDENTITY

ucsCentralSolPolicyIdentityModifyGlobalServiceProfile_1626.UCS_CENTRAL_
SOL_POLICY_IDENTITY

ucsCentralScrubPolicyIdentityModifyGlobalServiceProfile_1626.UCS_CENTRAL_
SCRUB_POLICY_IDENTITY

ucsCentralHostfirmwarePolicy
Identity

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
HOSTFIRMWARE_POLICY_IDENTITY

ucsCentralMaintenancePolicy
Identity

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
MAINTENANCE_POLICY_IDENTITY

ucsCentralPowercontrolPolicy
Identity

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
POWERCONTROL_POLICY_IDENTITY

UCS_CENTRAL_STATS_
THRESHOLD_POLICY_
IDENTITY

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
STATS_THRESHOLD_POLICY_IDENTITY

ucsCentralLocalDisk
ConfigurationPolicyIdentity

ModifyGlobalServiceProfile_1626.UCS_CENTRAL_
LOCALDISKCONFIGURATION_POLICY_IDENTITY

ucsCentralvMediaPolicyModifyGlobalServiceProfile_1626.ucsCentralvMedia
Policy

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

PowerOnGlobalServiceProfile_1627.UCS_CENTRAL_
SERVICE_PROFILE_IDENTITY

ucs_service_profileCreateGlobalServiceProfilefromTemplate_1631.ALL_
SERVICEPROFILE_NAMES

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

CreateGlobalServiceProfilefromTemplate_1631.UCS_
CENTRAL_SERVICE_PROFILE_IDENTITY

ucsCentralServerIdentityCreateGlobalServiceProfilefromTemplate_1631.UCS_
CENTRAL_SERVER_IDENTITY

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.UCS_
CENTRAL_SERVER_OUTBAND_MGMT_IP_
ADDRESS

ucsAccountNameCreateGlobalServiceProfilefromTemplate_1631.
ACCOUNT_NAME
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TypeDescriptionOutput

UCS_CENTRAL_
ORGANIZATION_IDENTITY

CreateGlobalServiceProfilefromTemplate_1631.UCS_
CENTRAL_ORGANIZATION_IDENTITY

ucsBootPolicyIdentityCreateGlobalServiceProfilefromTemplate_1631.BOOT_
POLICY_IDENTITY

ucsCentralBootPolicyIdentityCreateGlobalServiceProfilefromTemplate_1631.UCS_
CENTRAL_BOOT_POLICY_IDENTITY

ucsScrubPolicyIdentityCreateGlobalServiceProfilefromTemplate_1631.SCRUB_
POLICY_IDENTITY

ucsCentralScrubPolicyIdentityCreateGlobalServiceProfilefromTemplate_1631.UCS_
CENTRAL_SCRUB_POLICY_IDENTITY

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.OP_
CSV_SP_VHBAs

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA1

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA2

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA3

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA4

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA5

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA6

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA7

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA8

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA9

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA10

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VSAN1

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VSAN2

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VSAN3

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VSAN4
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TypeDescriptionOutput

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA1_VSAN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA2_VSAN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA3_VSAN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA4_VSAN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA5_VSAN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA6_VSAN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA7_VSAN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA8_VSAN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA9_VSAN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA10_VSAN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SERVICE_PROFILE_WWN_LIST

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VHBA1_WWN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VHBA2_WWN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VHBA3_WWN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VHBA4_WWN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VHBA5_WWN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VHBA6_WWN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VHBA7_WWN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VHBA8_WWN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VHBA9_WWN
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TypeDescriptionOutput

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VHBA10_WWN

ucs_service_profileCreateGlobalServiceProfilefromTemplate_1631.
SERVICEPROFILE_NAME

ucsMultiServiceProfileIdentityCreateGlobalServiceProfilefromTemplate_1631.UCS_
MULTI_SERVICE_PROFILE_IDENTITY

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
SERVICE_PROFILE_NAME

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.ALL_
SERVICE_PROFILE_NAMES

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.ALL_
SERVICE_PROFILE_ACCOUNTNAME_DNS

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC1

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC2

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC3

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC4

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC5

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC6

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC7

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC8

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC9

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC10

ucsCentralServiceProfilev
NICIdentity

CreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VNIC_IDENTITY1

ucsCentralServiceProfilev
NICIdentity

CreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VNIC_IDENTITY2

ucsCentralServiceProfilev
NICIdentity

CreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VNIC_IDENTITY3

ucsCentralServiceProfilev
NICIdentity

CreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VNIC_IDENTITY4
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TypeDescriptionOutput

ucsCentralServiceProfilev
NICIdentity

CreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VNIC_IDENTITY5

ucsCentralServiceProfilev
NICIdentity

CreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VNIC_IDENTITY6

ucsCentralServiceProfilev
NICIdentity

CreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VNIC_IDENTITY7

ucsCentralServiceProfilev
NICIdentity

CreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VNIC_IDENTITY8

ucsCentralServiceProfilev
NICIdentity

CreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VNIC_IDENTITY9

ucsCentralServiceProfilev
NICIdentity

CreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_SP_VNIC_IDENTITY10

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.
OUTPUT_UCS_BLADE_MAC_ADDRESS

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC1_MAC

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC2_MAC

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC3_MAC

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC4_MAC

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC5_MAC

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC6_MAC

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC7_MAC

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC8_MAC

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC9_MAC

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VNIC10_MAC

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA1_WWPN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA2_WWPN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA3_WWPN
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TypeDescriptionOutput

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA4_WWPN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA5_WWPN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA6_WWPN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA7_WWPN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA8_WWPN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA9_WWPN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.SP_
VHBA10_WWPN

ucsServiceProfileMultiv
NICIdentity

CreateGlobalServiceProfilefromTemplate_1631.
SERVICE_PROFILE_MULTI_VNIC_IDENTITY

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.ISCSI_
IQN

gen_text_inputCreateGlobalServiceProfilefromTemplate_1631.ISCSI_
ADDR
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Install ESXi on SD Card with LSI Controller CLI
Summary

N.A
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS Server IdentitySelect UCS
Server

UCS Server

YUCS Organization IdentityOrganization

YUCS Service Profile Template IdentityService Profile Template

YUCS Boot Policy IdentityLAN Boot Policy

YUCS Scrub Policy IdentityScrub Policy

YGeneric Text InputManagement VLAN

YGeneric Text InputEx : 172.1.1.
1

DNS Server Name

YTimezoneTimezone

YGeneric Text InputHost Name

YOS TypeOS Type

YPasswordOS Root Password

YBMA ServerBMA Server

YGeneric Text InputServer Address

YGeneric Text InputServer NetMask

YGeneric Text InputServer Gateway

YGeneric Text InputService Profile Name Prefix

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

serviceRequestIdInstallESXionSDCard_1058.SUB_SR_ID

ucsServiceProfileIdentityInstallESXionSDCard_1058.UCSBladePowerONAction_701.
SERVICE_PROFILE_IDENTITY

ucsServerIdentityInstallESXionSDCard_1058.UCSBladePowerONAction_701.
SERVER_IDENTITY

ucsServiceProfileIdentityInstallESXionSDCard_1058.UCSBladePowerONAction_705.
SERVICE_PROFILE_IDENTITY
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TypeDescriptionOutput

ucsServerIdentityInstallESXionSDCard_1058.UCSBladePowerONAction_705.
SERVER_IDENTITY

ucs_service_profileInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.ALL_SERVICEPROFILE_NAMES

ucsServiceProfileIdentityInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SERVICE_PROFILE_IDENTITY

ucsAccountNameInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.ACCOUNT_NAME

ucsOrganizationIdentityInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.ORGANIZATION_IDENTITY

ucsBootPolicyIdentityInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.BOOT_POLICY_IDENTITY

ucsScrubPolicyIdentityInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SCRUB_POLICY_IDENTITY

ucsServiceProfileOper
State

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.UCS_SERVICE_PROFILE_OPER_
STATE

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OP_CSV_SP_VHBAs

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA1

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA2

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA3

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA4

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA5

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA6

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA7

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA8

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA9

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA10
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TypeDescriptionOutput

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VSAN1

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VSAN2

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VSAN3

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VSAN4

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA1_VSAN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA2_VSAN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA3_VSAN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA4_VSAN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA5_VSAN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA6_VSAN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA7_VSAN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA8_VSAN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA9_VSAN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA10_VSAN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SERVICE_PROFILE_
WWN_LIST

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA1_WWN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA2_WWN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA3_WWN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA4_WWN
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TypeDescriptionOutput

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA5_WWN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA6_WWN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA7_WWN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA8_WWN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA9_WWN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VHBA10_WWN

ucs_service_profileInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SERVICEPROFILE_NAME

ucsMultiServiceProfile
Identity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.UCS_MULTI_SERVICE_PROFILE_
IDENTITY

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SERVICE_PROFILE_NAME

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.ALL_SERVICE_PROFILE_NAMES

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.ALL_SERVICE_PROFILE_
ACCOUNTNAME_DNS

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC1

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC2

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC3

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC4

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC5

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC6

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC7

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC8
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TypeDescriptionOutput

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC9

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC10

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY1

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY2

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY3

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY4

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY5

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY6

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY7

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY8

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY9

ucsServiceProfilev
NICIdentity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_SP_VNIC_IDENTITY10

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.OUTPUT_UCS_BLADE_MAC_
ADDRESS

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC1_MAC

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC2_MAC

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC3_MAC

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC4_MAC

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC5_MAC

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC6_MAC
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TypeDescriptionOutput

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC7_MAC

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC8_MAC

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC9_MAC

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VNIC10_MAC

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA1_WWPN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA2_WWPN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA3_WWPN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA4_WWPN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA5_WWPN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA6_WWPN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA7_WWPN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA8_WWPN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA9_WWPN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_VHBA10_WWPN

ucsServiceProfileMultiv
NICIdentity

InstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SERVICE_PROFILE_MULTI_
VNIC_IDENTITY

ucsServerIdentityInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SERVER_IDENTITY

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.UCS_SERVER_OUTBAND_
MGMT_IP_ADDRESS

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.ISCSI_IQN

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.ISCSI_ADDR
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TypeDescriptionOutput

StaticPoolIPInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_iSCSI_PRIMARY_IP

subnetMaskInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_iSCSI_PRIMARY_SUBNET

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_iSCSI_PRIMARY_GATEWAY

StaticPoolIPInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_iSCSI_SECONDARY_IP

subnetMaskInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_iSCSI_SECONDARY_SUBNET

gen_text_inputInstallESXionSDCard_1058.CreateService
Profilefromtemplate_437.SP_iSCSI_SECONDARY_
GATEWAY

gen_text_inputInstallESXionSDCard_1058.AssociateUCSServiceProfile_
1145.OUTPUT_UCS_BLADE_MAC_ADDRESS

ucsServerIdentityInstallESXionSDCard_1058.AssociateUCSServiceProfile_
1145.SERVER_IDENTITY

gen_text_inputInstallESXionSDCard_1058.AssociateUCSServiceProfile_
1145.UCS_SERVER_OUTBAND_MGMT_IP_ADDRESS

ucsServerPool
QualificationIdentity

InstallESXionSDCard_1058.AssociateUCSServiceProfile_
1145.SERVER_QUALIFICATION_POLICY_IDENTITY

gen_text_inputInstallESXionSDCard_1058.SetupPXEBootforVirtualSAN_
1907.OUTPUT_PXE_BOOT_ID

gen_text_inputInstallESXionSDCard_1058.SetupPXEBootforVirtualSAN_
1907.OUTPUT_HOST_IP_ADDRESS

gen_text_inputInstallESXionSDCard_1058.Output_HostNodes

gen_text_inputOutput_HostNodes
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Private Network Onboarding
Summary

N.A
Description

Private Network Onboarding This compound workflow onboards the Private Networks - Create New
Private Networks needed for the user - Creates L3 and L2 for each Private Network

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC Device Tenant IdentityTenant Id

YGeneric Text InputVDC

YResource Group IdentityResource Group Identity

YAPIC Device Tenant OSPF Interface
Identity

OSPF Interface Policy

YResource Group Service OfferingService Offering

YGeneric Text InputArea ID

YprivateNetworkProfileInputTypePrivate Network Profile

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicDeviceIdentityCreatePrivateNetwork_1383.APIC_ACCOUNT

gen_text_inputCreatePrivateNetwork_1383.TENANT_NAME

ApicDeviceTenantIdentityCreatePrivateNetwork_1383.TENANT_IDENTITY

gen_text_inputCreatePrivateNetwork_1383.TENANT_PRIVATE_
NETWORK

ApicDeviceTenantPrivate
NetworkIdentity

CreatePrivateNetwork_1383.PRIVATE_NETWORK_
IDENTITY

ApicDeviceTenant
OSPFTimersIdentity

CreatePrivateNetwork_1383.DEVICE_TENANT_OSPF_
IDENTITY

ApicDeviceTenant
BGPTimersIdentity

CreatePrivateNetwork_1383.DEVICE_TENANT_BGP_
IDENTITY

ApicDeviceTenant
MonitoringPolicyIdentity

CreatePrivateNetwork_1383.DEVICE_TENANT_
MONITORING_POLICY_IDENTITY

gen_text_inputStartLoop_1466.ITERATION_COUNT_OUTPUT

gen_text_inputStartLoop_1466.ITERATION_INDEX_OUTPUT

gen_text_inputStartLoop_1466.START_LOOP_OUTPUT
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TypeDescriptionOutput

ApicDeviceTenantIdentityL3Lookup_1079.TENANT_IDENTITY

gen_text_inputL3Lookup_1079.TENANT_NAME

ApicDeviceTenantPrivate
NetworkIdentity

L3Lookup_1079.OUTPUT_PRIVATE_NETWORK_
IDENTITY

gen_text_inputL3Lookup_1079.PRIVATE_NETWORK_NAME

ApicDeviceTenantRouted
DomainIdentity

L3Lookup_1079.L3_ROUTER_DOMAIN

gen_text_inputL3Lookup_1079.AREA_ID

IPPoolPolicyL3Lookup_1079.ROUTER_IP_POOL

ApicDeviceStaticPath
Identity

L3Lookup_1079.SVI_PATH

IPSubnetPoolPolicyL3Lookup_1079.SVI_IP_POOL

gen_text_inputL3Lookup_1079.OUTPUT_L3_VLAN_POOL

ApicFabricNodeIdentityL3Lookup_1079.OUTPUT_NODE1_IDENTITY

ApicFabricNodeIdentityL3Lookup_1079.OUTPUT_NODE2_IDENTITY

userGroupL3Lookup_1079.User_GROUP_ID

ApicDeviceTenantIdentityL3TransitL2Lookup_1080.TENANT_IDENTITY

gen_text_inputL3TransitL2Lookup_1080.TENANT_NAME

ApicDeviceVPCStaticPath
Identity

L3TransitL2Lookup_1080.VPC_PATH

gen_text_inputL3TransitL2Lookup_1080.OUTPUT_L3_VLAN_POOL

gen_text_inputL3TransitL2Lookup_1080.OUTPUT_L2_TRANSIT_VLAN_
POOL

gen_text_inputL3TransitL2Lookup_1080.TENANT_EPG_PATH1

gen_text_inputL3TransitL2Lookup_1080.TENANT_EPG_PATH2

ApicDomainProfileIdentityL3TransitL2Lookup_1080.PHYSICAL_DOMAIN_PROFILE_
IDENTITY

serviceRequestIdPrivateNetworkOnboarding-L3Out_1344.SUB_SR_ID

ApicDeviceIdentityPrivateNetworkOnboarding-L3Out_1344.AddExternalRouted
Network_1136.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddExternalRouted
Network_1136.TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3Out_1344.AddExternalRouted
Network_1136.TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddExternalRouted
Network_1136.TENANT_PRIVATE_NETWORK
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TypeDescriptionOutput

ApicDeviceTenantPrivate
NetworkIdentity

PrivateNetworkOnboarding-L3Out_1344.AddExternalRouted
Network_1136.PRIVATE_NETWORK_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddExternalRouted
Network_1136.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

PrivateNetworkOnboarding-L3Out_1344.AddExternalRouted
Network_1136.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

ApicDeviceTenantRouted
DomainIdentity

PrivateNetworkOnboarding-L3Out_1344.AddExternalRouted
Network_1136.TENANT_EXTERNAL_ROUTED_
DOMAIN_IDENTITY

ApicDeviceTagIdentityPrivateNetworkOnboarding-L3Out_1344.AddExternalRouted
Network_1136.TENANT_EXTERNAL_NETWORK_TAGS_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddExternalRouted
Network_1136.TENANT_EXTERNAL_NETWORK_OSPF_
ID

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddExternalRouted
Network_1136.TENANT_EXTERNAL_NETWORK_OSPF_
AREA_TYPE

ApicDeviceIdentityPrivateNetworkOnboarding-L3Out_1344.CreateLogicalNode
ProfileToExternalRoutedNetwork_1137.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.CreateLogicalNode
ProfileToExternalRoutedNetwork_1137.TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3Out_1344.CreateLogicalNode
ProfileToExternalRoutedNetwork_1137.TENANT_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.CreateLogicalNode
ProfileToExternalRoutedNetwork_1137.TENANT_
EXTERNAL_ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

PrivateNetworkOnboarding-L3Out_1344.CreateLogicalNode
ProfileToExternalRoutedNetwork_1137.TENANT_
EXTERNAL_ROUTED_NETWORK_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.CreateLogicalNode
ProfileToExternalRoutedNetwork_1137.OUTPUT_TENANT_
LOGICAL_NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

PrivateNetworkOnboarding-L3Out_1344.CreateLogicalNode
ProfileToExternalRoutedNetwork_1137.OUTPUT_TENANT_
LOGICAL_NODE_PROFILE_IDENTITY

ApicDeviceIdentityPrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1138.APIC_
ACCOUNT
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TypeDescriptionOutput

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1138.
TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1138.
TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1138.
TENANT_EXTERNAL_ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

PrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1138.
TENANT_EXTERNAL_ROUTED_NETWORK_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1138.
OUTPUT_TENANT_LOGICAL_NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

PrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1138.
OUTPUT_TENANT_LOGICAL_NODE_PROFILE_
IDENTITY

ApicDeviceTenantLogical
NodeIdentity

PrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1138.
OUTPUT_TENANT_LOGICAL_NODE_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.StartLoop_1139.
ITERATION_COUNT_OUTPUT

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.StartLoop_1139.
ITERATION_INDEX_OUTPUT

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.StartLoop_1139.
START_LOOP_OUTPUT

ApicDeviceIdentityPrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1140.APIC_
ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1140.
TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1140.
TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1140.
TENANT_EXTERNAL_ROUTED_NETWORK_NAME
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ApicDeviceTenantL3Out
Identity

PrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1140.
TENANT_EXTERNAL_ROUTED_NETWORK_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1140.
OUTPUT_TENANT_LOGICAL_NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

PrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1140.
OUTPUT_TENANT_LOGICAL_NODE_PROFILE_
IDENTITY

ApicDeviceTenantLogical
NodeIdentity

PrivateNetworkOnboarding-L3Out_1344.AddLogicalNodeto
LogicalNodeProfileofExternalRoutedNetwork_1140.
OUTPUT_TENANT_LOGICAL_NODE_IDENTITY

ApicDeviceIdentityPrivateNetworkOnboarding-L3Out_1344.AddLogicalInterface
ProfileToLogicalNodeProfile_1141.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddLogicalInterface
ProfileToLogicalNodeProfile_1141.TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3Out_1344.AddLogicalInterface
ProfileToLogicalNodeProfile_1141.TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddLogicalInterface
ProfileToLogicalNodeProfile_1141.TENANT_EXTERNAL_
ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

PrivateNetworkOnboarding-L3Out_1344.AddLogicalInterface
ProfileToLogicalNodeProfile_1141.TENANT_EXTERNAL_
ROUTED_NETWORK_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddLogicalInterface
ProfileToLogicalNodeProfile_1141.OUTPUT_TENANT_
LOGICAL_NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

PrivateNetworkOnboarding-L3Out_1344.AddLogicalInterface
ProfileToLogicalNodeProfile_1141.OUTPUT_TENANT_
LOGICAL_NODE_PROFILE_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddLogicalInterface
ProfileToLogicalNodeProfile_1141.OUTPUT_TENANT_
LOGICAL_INTERFACE_PROFILE_NAME

ApicDeviceTenantLogical
InterfaceProfileIdentity

PrivateNetworkOnboarding-L3Out_1344.AddLogicalInterface
ProfileToLogicalNodeProfile_1141.OUTPUT_TENANT_
LOGICAL_INTERFACE_PROFILE_IDENTITY

ApicDeviceIdentityPrivateNetworkOnboarding-L3Out_1344.CreateLogical
OSPFInterfaceProfile_1142.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.CreateLogical
OSPFInterfaceProfile_1142.TENANT_NAME
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ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3Out_1344.CreateLogical
OSPFInterfaceProfile_1142.TENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

PrivateNetworkOnboarding-L3Out_1344.CreateLogical
OSPFInterfaceProfile_1142.TENANT_EXTERNAL_
ROUTED_NETWORK_IDENTITY

ApicDeviceTenantLogical
NodeProfileIdentity

PrivateNetworkOnboarding-L3Out_1344.CreateLogical
OSPFInterfaceProfile_1142.OUTPUT_TENANT_LOGICAL_
NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
InterfaceProfileIdentity

PrivateNetworkOnboarding-L3Out_1344.CreateLogical
OSPFInterfaceProfile_1142.OUTPUT_TENANT_LOGICAL_
INTERFACE_PROFILE_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.CreateLogical
OSPFInterfaceProfile_1142.TENANT_LOGICAL_OSPF_
INTERFACE_PROFILE

ApicDeviceTenantLogical
OSPFInterfaceProfile
Identity

PrivateNetworkOnboarding-L3Out_1344.CreateLogical
OSPFInterfaceProfile_1142.TENANT_LOGICAL_OSPF_
INTERFACE_PROFILE_IDENTITY

ApicDeviceIdentityPrivateNetworkOnboarding-L3Out_1344.AddInterfaceTo
LogicalInterfaceProfile_1143.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddInterfaceTo
LogicalInterfaceProfile_1143.TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3Out_1344.AddInterfaceTo
LogicalInterfaceProfile_1143.TENANT_IDENTITY

ApicDeviceTenantL3Out
Identity

PrivateNetworkOnboarding-L3Out_1344.AddInterfaceTo
LogicalInterfaceProfile_1143.TENANT_EXTERNAL_
ROUTED_NETWORK_IDENTITY

ApicDeviceTenantLogical
NodeProfileIdentity

PrivateNetworkOnboarding-L3Out_1344.AddInterfaceTo
LogicalInterfaceProfile_1143.OUTPUT_TENANT_
LOGICAL_NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
InterfaceProfileIdentity

PrivateNetworkOnboarding-L3Out_1344.AddInterfaceTo
LogicalInterfaceProfile_1143.OUTPUT_TENANT_
LOGICAL_INTERFACE_PROFILE_IDENTITY

ApicFabricPhysical
InterfaceIdentity

PrivateNetworkOnboarding-L3Out_1344.AddInterfaceTo
LogicalInterfaceProfile_1143.FABRIC_PHYSICAL_
INTERFACE_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddInterfaceTo
LogicalInterfaceProfile_1143.FABRIC_PHYSICAL_SVI_
INTERFACE_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddInterfaceTo
LogicalInterfaceProfile_1143.FABRIC_PHYSICAL_
ROUTED_SUB_INTERFACE_IDENTITY
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vlanIDPrivateNetworkOnboarding-L3Out_1344.Generate
VLANfrompool_2063.OUTPUT_VLAN_ID

datacenterNamePrivateNetworkOnboarding-L3Out_1344.Generate
VLANfrompool_2063.OUTPUT_DATACENTER_NAME

ApicDeviceIdentityPrivateNetworkOnboarding-L3Out_1344.AddExternalNetwork
ToExternalRoutedNetwork_1177.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddExternalNetwork
ToExternalRoutedNetwork_1177.TENANT_NAME

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddExternalNetwork
ToExternalRoutedNetwork_1177.TENANT_EXTERNAL_
ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

PrivateNetworkOnboarding-L3Out_1344.AddExternalNetwork
ToExternalRoutedNetwork_1177.TENANT_EXTERNAL_
ROUTED_NETWORK_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddExternalNetwork
ToExternalRoutedNetwork_1177.TENANT_EXTERNAL_
NETWORK_NAME

ApicTenantExternal
NetworkToExternalRouted
NetworkIdentity

PrivateNetworkOnboarding-L3Out_1344.AddExternalNetwork
ToExternalRoutedNetwork_1177.TENANT_EXTERNAL_
NETWORK_IDENTITY

ApicDeviceExternal
NetworkInOutsideNetwork
Identity

PrivateNetworkOnboarding-L3Out_1344.AddExternalNetwork
ToExternalRoutedNetwork_1177.DEVICE_EXTERNAL_
NETWORK_IN_OUTSIDE_NETWORK_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddExternalNetwork
ToExternalRoutedNetwork_1177.TENANT_EXTERNAL_
NETWORK_ALIAS

ApicDeviceTagIdentityPrivateNetworkOnboarding-L3Out_1344.AddExternalNetwork
ToExternalRoutedNetwork_1177.TENANT_EXTERNAL_
NETWORK_TAGS_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddExternalNetwork
ToExternalRoutedNetwork_1177.QOS

ApicDeviceIdentityPrivateNetworkOnboarding-L3Out_1344.AddSubnetTo
ExternalNetwork_1178.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddSubnetTo
ExternalNetwork_1178.TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3Out_1344.AddSubnetTo
ExternalNetwork_1178.TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddSubnetTo
ExternalNetwork_1178.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME
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ApicDeviceTenantL3Out
Identity

PrivateNetworkOnboarding-L3Out_1344.AddSubnetTo
ExternalNetwork_1178.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddSubnetTo
ExternalNetwork_1178.TENANT_EXTERNAL_NETWORK_
NAME

ApicDeviceExternal
NetworkIdentity

PrivateNetworkOnboarding-L3Out_1344.AddSubnetTo
ExternalNetwork_1178.TENANT_EXTERNAL_NETWORK_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.AddSubnetTo
ExternalNetwork_1178.TENANT_EXTERNAL_NETWORK_
SUBNET_ADDRESS

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetResolved
IPAddressFromIPPoolTask_1209.IPAddress

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetResolved
IPAddressFromIPPoolTask_1209.SubnetMask

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetResolved
IPAddressFromIPPoolTask_1209.GateWayIP

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetResolved
IPAddressFromIPPoolTask_1210.IPAddress

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetResolved
IPAddressFromIPPoolTask_1210.SubnetMask

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetResolved
IPAddressFromIPPoolTask_1210.GateWayIP

ipaddressPrivateNetworkOnboarding-L3Out_1344.GetIPSubnetFrom
IPSubnetPoolPolicy_1657.OUTPUT_BROADCAST_IP

ipaddressPrivateNetworkOnboarding-L3Out_1344.GetIPSubnetFrom
IPSubnetPoolPolicy_1657.OUTPUT_GATEWAY_IP

ipaddressPrivateNetworkOnboarding-L3Out_1344.GetIPSubnetFrom
IPSubnetPoolPolicy_1657.OUTPUT_NETWORK_IP

ipaddressPrivateNetworkOnboarding-L3Out_1344.GetIPSubnetFrom
IPSubnetPoolPolicy_1657.OUTPUT_NETWORK_MASK

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetIPSubnetFrom
IPSubnetPoolPolicy_1657.OUTPUT_SUBNET_POOL_ID

IpSubnetInIPSubnetPool
PolicyIdentity

PrivateNetworkOnboarding-L3Out_1344.GetIPSubnetFrom
IPSubnetPoolPolicy_1657.OUTPUT_SUBNET_ID

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetIPSubnetFrom
IPSubnetPoolPolicy_1657.OUTPUT_SUBNET_LABEL

userGroupPrivateNetworkOnboarding-L3Out_1344.GetIPSubnetFrom
IPSubnetPoolPolicy_1657.OUTPUT_GROUP_ID
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IPSubnetPoolPolicyPrivateNetworkOnboarding-L3Out_1344.GetIPSubnetFrom
IPSubnetPoolPolicy_1657.OUTPUT_IP_SUBNET_POOL_
POLICY_IDENTITY

ServiceContainerPrivateNetworkOnboarding-L3Out_1344.GetIPSubnetFrom
IPSubnetPoolPolicy_1657.OUTPUT_CONTAINER_ID

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetIPSubnetFrom
IPSubnetPoolPolicy_1657.OUTPUT_USED_BY

ipaddressPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1658.IPAddress

ipaddressPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1658.SubnetMask

ipaddressPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1658.GateWayIP

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1658.IP Address with Slash Subnet

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1658.SubnetMask Bitwise Value

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1658.OUTPUT_USED_BY

subnetMaskPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1658.OUTPUT_SUBNET_MASK

ipaddressPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1659.IPAddress

ipaddressPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1659.SubnetMask

ipaddressPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1659.GateWayIP

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1659.IP Address with Slash Subnet

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1659.SubnetMask Bitwise Value

gen_text_inputPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1659.OUTPUT_USED_BY

subnetMaskPrivateNetworkOnboarding-L3Out_1344.GetIPAddressFrom
IPSubnet_1659.OUTPUT_SUBNET_MASK

ApicDeviceTenantL3Out
Identity

PrivateNetworkOnboarding-L3Out_1344.ExternalRouted
NetworkIdentity

ApicTenantExternal
NetworkToExternalRouted
NetworkIdentity

PrivateNetworkOnboarding-L3Out_1344.ExternalNetwork
Identity
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serviceRequestIdPrivateNetworkOnboarding-L3withTransitL2_1345.SUB_
SR_ID

ApicDeviceIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantApplicationProfile_1125.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantApplicationProfile_1125.TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantApplicationProfile_1125.TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantApplicationProfile_1125.TENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantApplicationProfile_1125.TENANT_APPLN_
PROFILE_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantApplicationProfile_1125.DEVICE_TENANT_
MONITORING_POLICY

ApicDeviceTenant
MonitoringPolicyIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantApplicationProfile_1125.DEVICE_TENANT_
MONITORING_POLICY_IDENTITY

ApicDeviceTagIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantApplicationProfile_1125.DEVICE_TENANT_TAG_
IDENTITY

ApicDeviceIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Create
PrivateNetwork_1126.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Create
PrivateNetwork_1126.TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Create
PrivateNetwork_1126.TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Create
PrivateNetwork_1126.TENANT_PRIVATE_NETWORK

ApicDeviceTenantPrivate
NetworkIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
PrivateNetwork_1126.PRIVATE_NETWORK_IDENTITY

ApicDeviceTenant
OSPFTimersIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
PrivateNetwork_1126.DEVICE_TENANT_OSPF_IDENTITY

ApicDeviceTenant
BGPTimersIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
PrivateNetwork_1126.DEVICE_TENANT_BGP_IDENTITY

ApicDeviceTenant
MonitoringPolicyIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
PrivateNetwork_1126.DEVICE_TENANT_MONITORING_
POLICY_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Start
Loop_1127.ITERATION_COUNT_OUTPUT
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gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Start
Loop_1127.ITERATION_INDEX_OUTPUT

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Start
Loop_1127.START_LOOP_OUTPUT

ApicDeviceIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantBridgeDomain_1128.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantBridgeDomain_1128.TENANT_NAME

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantBridgeDomain_1128.TENANT_BRIDGE_DOMAIN

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantBridgeDomain_1128.TENANT_IDENTITY

ApicDeviceTenantBridge
DomainIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
TenantBridgeDomain_1128.TENANT_BRIDGE_DOMAIN_
IDENTITY

ApicDeviceIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.TENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.TENANT_APPLN_PROFILE_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.TENANT_EPG

ApicDeviceTenant
EPGIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.TENANT_EPG_IDENTITY

ApicDeviceTagIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.DEVICE_TENANT_TAG_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.DEVICE_TENANT_MONITORING_POLICY

ApicDeviceTenant
MonitoringPolicyIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.DEVICE_TENANT_MONITORING_POLICY_
IDENTITY

APIC Data Plane Policing
Policy Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.OUTPUT_TENANT_DATA_PLANE_
POLICING_POLICY
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APIC FHS Trust COntrol
Policy Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.Create
EPG_1129.OUTPUT_TENANT_FHS_TRUST_CONTROL_
POLICY

ApicDeviceIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_APPLN_PROFILE_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_EPG

ApicDeviceTenant
EPGIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_EPG_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_EPG_STATIC_PATH

ApicDeviceTenantStatic
PathToEPGIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_EPG_STATIC_PATH_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_EPG_ENCAPSULATION

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_EPG_DPC_STATIC_PATH

ApicDeviceDPCStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_EPG_DPC_STATIC_PATH_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_EPG_VPC_STATIC_PATH

ApicDeviceVPCStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.TENANT_EPG_VPC_STATIC_PATH_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1130.OUTPUT_TENANT_PRIMARY_VLAN_
EPG_ENCAPSULATION

ApicDeviceIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_NAME
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ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_APPLN_PROFILE_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_EPG

ApicDeviceTenant
EPGIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_EPG_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_EPG_STATIC_PATH

ApicDeviceTenantStatic
PathToEPGIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_EPG_STATIC_PATH_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_EPG_ENCAPSULATION

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_EPG_DPC_STATIC_PATH

ApicDeviceDPCStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_EPG_DPC_STATIC_PATH_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_EPG_VPC_STATIC_PATH

ApicDeviceVPCStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.TENANT_EPG_VPC_STATIC_PATH_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1131.OUTPUT_TENANT_PRIMARY_VLAN_
EPG_ENCAPSULATION

ApicDeviceIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.TENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.TENANT_APPLN_PROFILE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1342

Compound Tasks
Private Network Onboarding



TypeDescriptionOutput

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.TENANT_EPG

ApicDeviceTenant
EPGIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.TENANT_EPG_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.DOMAIN_TYPE

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.DOMAIN_PROFILE

ApicDeviceTenantDomain
ToEPGIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.DOMAIN_PROFILE_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.APIC_DOMAIN_DVSWITCH_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.APIC_DOMAIN_DVSWITCH_
PORTGROUP_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.EPG_VLAN_ID

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.EPG_INTEGER_VLAN_ID

vlanIDPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.EPG_INT

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.APIC_DOMAIN_DVSWITCH_
PORTGROUP

VMwareDVPortgroup
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.VMWARE_DVSWITCH_
PORTGROUP_IDENTITY

ApicDeviceTenantDomain
ProfileToEPGIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.EPG_DOMAIN_PROFILE_IDENTITY

hypervVMNetworkIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.HYPER_V_VM_NETWORK_
IDENTITY

hypervLogicalNetwork
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.OUTPUT_LOGICAL_NETWORK

hypervLogicalNetworkDef
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.OUTPUT_LOGICAL_NETWORK_
DEF_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.TENANT_EPG_ENCAPSULATION
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gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.Add
DomainToEPG_1132.OUTPUT_TENANT_PRIMARY_
VLAN_EPG_ENCAPSULATION

vlanIDPrivateNetworkOnboarding-L3withTransitL2_1345.Generate
VLANfrompool_2067.OUTPUT_VLAN_ID

datacenterNamePrivateNetworkOnboarding-L3withTransitL2_1345.Generate
VLANfrompool_2067.OUTPUT_DATACENTER_NAME

ApicDeviceIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.APIC_ACCOUNT

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_NAME

ApicDeviceTenantIdentityPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_APPLN_PROFILE

ApicDeviceTenantAppln
ProfileIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_APPLN_PROFILE_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_EPG

ApicDeviceTenant
EPGIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_EPG_IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_EPG_STATIC_PATH

ApicDeviceTenantStatic
PathToEPGIdentity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_EPG_STATIC_PATH_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_EPG_ENCAPSULATION

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_EPG_DPC_STATIC_PATH

ApicDeviceDPCStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_EPG_DPC_STATIC_PATH_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_EPG_VPC_STATIC_PATH

ApicDeviceVPCStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.TENANT_EPG_VPC_STATIC_PATH_
IDENTITY

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.AddStatic
PathToEPG_1208.OUTPUT_TENANT_PRIMARY_VLAN_
EPG_ENCAPSULATION
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ApicDeviceStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.custom_
GetAPICStaticPathType_1859.Static_Path_Interface

ApicDeviceVPCStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.custom_
GetAPICStaticPathType_1859.Static_Path_VPC

ApicDeviceDPCStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.custom_
GetAPICStaticPathType_1859.Static_Path_DPC

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.custom_
GetAPICStaticPathType_1859.Path_Type

ApicDeviceStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.custom_
GetAPICStaticPathType_1860.Static_Path_Interface

ApicDeviceVPCStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.custom_
GetAPICStaticPathType_1860.Static_Path_VPC

ApicDeviceDPCStaticPath
Identity

PrivateNetworkOnboarding-L3withTransitL2_1345.custom_
GetAPICStaticPathType_1860.Static_Path_DPC

gen_text_inputPrivateNetworkOnboarding-L3withTransitL2_1345.custom_
GetAPICStaticPathType_1860.Path_Type

gen_text_inputCreateIPPoolPolicyforSupernet_1656.PRIVATE_
NETWORK_NAME

gen_text_inputCreateIPPoolPolicyforSupernet_1656.OUTPUT_SUPERNETS

gen_text_inputCreateIPPoolPolicyforSupernet_1656.OUTPUT_SUBNETS

gen_text_inputCreateIPPoolPolicyforSupernet_1656.OUTPUT_SUBNET_
IP_POOL_POLICY

gen_text_inputCreateIPPoolPolicyforSupernet_1656.OUTPUT_SUPERNET_
IP_POOL_POLICY

gen_text_inputAddPrivateNetworkProfile_5647.OUTPUT_SUBNETS

gen_text_inputAddPrivateNetworkProfile_5647.OUTPUT_SUPERNETS

gen_text_inputAddPrivateNetworkProfile_5647.OUTPUT_PRIVATE_
NETWORK_NAMES

gen_text_inputAddPrivateNetworkProfile_5647.OUTPUT_APIC_PRIVATE_
NETWORK_PROFILE
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Private Network Onboarding - L3 Out
Summary

N.A
Description

Private Network Onboarding - L3 out This workflow creates L3 Out for APIC Tenant : - Generates
Router Id, subnet for sub-interface, IP for sub-interface on Router, VLAN for sub-interface - Creates
External Routed Network and adds External Network to it - Creates Logical Node Profiles and add
Logical Nodes and Interfaces to it - Creates OSPF Connectivity to Node

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC Device Tenant IdentityTenant Id

YAPIC Device Tenant Private Network
Identity

Private Network Id

YGeneric Text InputTenant Name

YGeneric Text InputPrivate Network Name

YAPICDevice Tenant RoutedDomain IdentityL3 Router Domain

YGeneric Text InputArea Id

YIP Pool SelectorRouter IP Pool

YAPIC Device Fabric Node IdentityNode 1

YAPIC Device Fabric Node IdentityNode 2

YGeneric Text InputVLAN Pool

YAPIC Device Tenant Static Path IdentitySVI Path

YAPICDevice Tenant OSPF Interface IdentityOSPF Interface Policy

YIP Subnet Pool Policy IdentityIP Subnet Pool Policy

YUser GroupUser Group Id

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicDeviceIdentityAddExternalRoutedNetwork_1136.APIC_ACCOUNT

gen_text_inputAddExternalRoutedNetwork_1136.TENANT_NAME

ApicDeviceTenantIdentityAddExternalRoutedNetwork_1136.TENANT_IDENTITY

gen_text_inputAddExternalRoutedNetwork_1136.TENANT_PRIVATE_
NETWORK

ApicDeviceTenantPrivate
NetworkIdentity

AddExternalRoutedNetwork_1136.PRIVATE_
NETWORK_IDENTITY
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gen_text_inputAddExternalRoutedNetwork_1136.TENANT_
EXTERNAL_ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

AddExternalRoutedNetwork_1136.TENANT_
EXTERNAL_ROUTED_NETWORK_IDENTITY

ApicDeviceTenantRouted
DomainIdentity

AddExternalRoutedNetwork_1136.TENANT_
EXTERNAL_ROUTED_DOMAIN_IDENTITY

ApicDeviceTagIdentityAddExternalRoutedNetwork_1136.TENANT_
EXTERNAL_NETWORK_TAGS_IDENTITY

gen_text_inputAddExternalRoutedNetwork_1136.TENANT_
EXTERNAL_NETWORK_OSPF_ID

gen_text_inputAddExternalRoutedNetwork_1136.TENANT_
EXTERNAL_NETWORK_OSPF_AREA_TYPE

ApicDeviceIdentityCreateLogicalNodeProfileToExternalRoutedNetwork_1137.
APIC_ACCOUNT

gen_text_inputCreateLogicalNodeProfileToExternalRoutedNetwork_1137.
TENANT_NAME

ApicDeviceTenantIdentityCreateLogicalNodeProfileToExternalRoutedNetwork_1137.
TENANT_IDENTITY

gen_text_inputCreateLogicalNodeProfileToExternalRoutedNetwork_1137.
TENANT_EXTERNAL_ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

CreateLogicalNodeProfileToExternalRoutedNetwork_1137.
TENANT_EXTERNAL_ROUTED_NETWORK_
IDENTITY

gen_text_inputCreateLogicalNodeProfileToExternalRoutedNetwork_1137.
OUTPUT_TENANT_LOGICAL_NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

CreateLogicalNodeProfileToExternalRoutedNetwork_1137.
OUTPUT_TENANT_LOGICAL_NODE_PROFILE_
IDENTITY

ApicDeviceIdentityAddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1138.APIC_ACCOUNT

gen_text_inputAddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1138.TENANT_NAME

ApicDeviceTenantIdentityAddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1138.TENANT_IDENTITY

gen_text_inputAddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1138.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

AddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1138.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY
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gen_text_inputAddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1138.OUTPUT_TENANT_LOGICAL_NODE_
PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

AddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1138.OUTPUT_TENANT_LOGICAL_NODE_
PROFILE_IDENTITY

ApicDeviceTenantLogical
NodeIdentity

AddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1138.OUTPUT_TENANT_LOGICAL_NODE_
IDENTITY

gen_text_inputStartLoop_1139.ITERATION_COUNT_OUTPUT

gen_text_inputStartLoop_1139.ITERATION_INDEX_OUTPUT

gen_text_inputStartLoop_1139.START_LOOP_OUTPUT

ApicDeviceIdentityAddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1140.APIC_ACCOUNT

gen_text_inputAddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1140.TENANT_NAME

ApicDeviceTenantIdentityAddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1140.TENANT_IDENTITY

gen_text_inputAddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1140.TENANT_EXTERNAL_ROUTED_
NETWORK_NAME

ApicDeviceTenantL3Out
Identity

AddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1140.TENANT_EXTERNAL_ROUTED_
NETWORK_IDENTITY

gen_text_inputAddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1140.OUTPUT_TENANT_LOGICAL_NODE_
PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

AddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1140.OUTPUT_TENANT_LOGICAL_NODE_
PROFILE_IDENTITY

ApicDeviceTenantLogical
NodeIdentity

AddLogicalNodetoLogicalNodeProfileofExternalRouted
Network_1140.OUTPUT_TENANT_LOGICAL_NODE_
IDENTITY

ApicDeviceIdentityAddLogicalInterfaceProfileToLogicalNodeProfile_1141.
APIC_ACCOUNT

gen_text_inputAddLogicalInterfaceProfileToLogicalNodeProfile_1141.
TENANT_NAME

ApicDeviceTenantIdentityAddLogicalInterfaceProfileToLogicalNodeProfile_1141.
TENANT_IDENTITY

gen_text_inputAddLogicalInterfaceProfileToLogicalNodeProfile_1141.
TENANT_EXTERNAL_ROUTED_NETWORK_NAME
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ApicDeviceTenantL3Out
Identity

AddLogicalInterfaceProfileToLogicalNodeProfile_1141.
TENANT_EXTERNAL_ROUTED_NETWORK_
IDENTITY

gen_text_inputAddLogicalInterfaceProfileToLogicalNodeProfile_1141.
OUTPUT_TENANT_LOGICAL_NODE_PROFILE

ApicDeviceTenantLogical
NodeProfileIdentity

AddLogicalInterfaceProfileToLogicalNodeProfile_1141.
OUTPUT_TENANT_LOGICAL_NODE_PROFILE_
IDENTITY

gen_text_inputAddLogicalInterfaceProfileToLogicalNodeProfile_1141.
OUTPUT_TENANT_LOGICAL_INTERFACE_PROFILE_
NAME

ApicDeviceTenantLogical
InterfaceProfileIdentity

AddLogicalInterfaceProfileToLogicalNodeProfile_1141.
OUTPUT_TENANT_LOGICAL_INTERFACE_PROFILE_
IDENTITY

ApicDeviceIdentityCreateLogicalOSPFInterfaceProfile_1142.APIC_
ACCOUNT

gen_text_inputCreateLogicalOSPFInterfaceProfile_1142.TENANT_
NAME

ApicDeviceTenantIdentityCreateLogicalOSPFInterfaceProfile_1142.TENANT_
IDENTITY

ApicDeviceTenantL3Out
Identity

CreateLogicalOSPFInterfaceProfile_1142.TENANT_
EXTERNAL_ROUTED_NETWORK_IDENTITY

ApicDeviceTenantLogical
NodeProfileIdentity

CreateLogicalOSPFInterfaceProfile_1142.OUTPUT_
TENANT_LOGICAL_NODE_PROFILE_IDENTITY

ApicDeviceTenantLogical
InterfaceProfileIdentity

CreateLogicalOSPFInterfaceProfile_1142.OUTPUT_
TENANT_LOGICAL_INTERFACE_PROFILE_
IDENTITY

gen_text_inputCreateLogicalOSPFInterfaceProfile_1142.TENANT_
LOGICAL_OSPF_INTERFACE_PROFILE

ApicDeviceTenantLogical
OSPFInterfaceProfileIdentity

CreateLogicalOSPFInterfaceProfile_1142.TENANT_
LOGICAL_OSPF_INTERFACE_PROFILE_IDENTITY

ApicDeviceIdentityAddInterfaceToLogicalInterfaceProfile_1143.APIC_
ACCOUNT

gen_text_inputAddInterfaceToLogicalInterfaceProfile_1143.TENANT_
NAME

ApicDeviceTenantIdentityAddInterfaceToLogicalInterfaceProfile_1143.TENANT_
IDENTITY

ApicDeviceTenantL3Out
Identity

AddInterfaceToLogicalInterfaceProfile_1143.TENANT_
EXTERNAL_ROUTED_NETWORK_IDENTITY

ApicDeviceTenantLogical
NodeProfileIdentity

AddInterfaceToLogicalInterfaceProfile_1143.OUTPUT_
TENANT_LOGICAL_NODE_PROFILE_IDENTITY
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ApicDeviceTenantLogical
InterfaceProfileIdentity

AddInterfaceToLogicalInterfaceProfile_1143.OUTPUT_
TENANT_LOGICAL_INTERFACE_PROFILE_
IDENTITY

ApicFabricPhysicalInterface
Identity

AddInterfaceToLogicalInterfaceProfile_1143.FABRIC_
PHYSICAL_INTERFACE_IDENTITY

gen_text_inputAddInterfaceToLogicalInterfaceProfile_1143.FABRIC_
PHYSICAL_SVI_INTERFACE_IDENTITY

gen_text_inputAddInterfaceToLogicalInterfaceProfile_1143.FABRIC_
PHYSICAL_ROUTED_SUB_INTERFACE_IDENTITY

vlanIDGenerateVLANfrompool_2063.OUTPUT_VLAN_ID

datacenterNameGenerateVLANfrompool_2063.OUTPUT_
DATACENTER_NAME

ApicDeviceIdentityAddExternalNetworkToExternalRoutedNetwork_1177.
APIC_ACCOUNT

gen_text_inputAddExternalNetworkToExternalRoutedNetwork_1177.
TENANT_NAME

gen_text_inputAddExternalNetworkToExternalRoutedNetwork_1177.
TENANT_EXTERNAL_ROUTED_NETWORK_NAME

ApicDeviceTenantL3Out
Identity

AddExternalNetworkToExternalRoutedNetwork_1177.
TENANT_EXTERNAL_ROUTED_NETWORK_
IDENTITY

gen_text_inputAddExternalNetworkToExternalRoutedNetwork_1177.
TENANT_EXTERNAL_NETWORK_NAME

ApicTenantExternalNetwork
ToExternalRoutedNetwork
Identity

AddExternalNetworkToExternalRoutedNetwork_1177.
TENANT_EXTERNAL_NETWORK_IDENTITY

ApicDeviceExternalNetwork
InOutsideNetworkIdentity

AddExternalNetworkToExternalRoutedNetwork_1177.
DEVICE_EXTERNAL_NETWORK_IN_OUTSIDE_
NETWORK_IDENTITY

gen_text_inputAddExternalNetworkToExternalRoutedNetwork_1177.
TENANT_EXTERNAL_NETWORK_ALIAS

ApicDeviceTagIdentityAddExternalNetworkToExternalRoutedNetwork_1177.
TENANT_EXTERNAL_NETWORK_TAGS_IDENTITY

gen_text_inputAddExternalNetworkToExternalRoutedNetwork_1177.QOS

ApicDeviceIdentityAddSubnetToExternalNetwork_1178.APIC_ACCOUNT

gen_text_inputAddSubnetToExternalNetwork_1178.TENANT_NAME

ApicDeviceTenantIdentityAddSubnetToExternalNetwork_1178.TENANT_IDENTITY

gen_text_inputAddSubnetToExternalNetwork_1178.TENANT_
EXTERNAL_ROUTED_NETWORK_NAME
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ApicDeviceTenantL3Out
Identity

AddSubnetToExternalNetwork_1178.TENANT_
EXTERNAL_ROUTED_NETWORK_IDENTITY

gen_text_inputAddSubnetToExternalNetwork_1178.TENANT_
EXTERNAL_NETWORK_NAME

ApicDeviceExternalNetwork
Identity

AddSubnetToExternalNetwork_1178.TENANT_
EXTERNAL_NETWORK_IDENTITY

gen_text_inputAddSubnetToExternalNetwork_1178.TENANT_
EXTERNAL_NETWORK_SUBNET_ADDRESS

gen_text_inputGetResolvedIPAddressFromIPPoolTask_1209.IPAddress

gen_text_inputGetResolvedIPAddressFromIPPoolTask_1209.SubnetMask

gen_text_inputGetResolvedIPAddressFromIPPoolTask_1209.GateWayIP

gen_text_inputGetResolvedIPAddressFromIPPoolTask_1210.IPAddress

gen_text_inputGetResolvedIPAddressFromIPPoolTask_1210.SubnetMask

gen_text_inputGetResolvedIPAddressFromIPPoolTask_1210.GateWayIP

ipaddressGetIPSubnetFromIPSubnetPoolPolicy_1657.OUTPUT_
BROADCAST_IP

ipaddressGetIPSubnetFromIPSubnetPoolPolicy_1657.OUTPUT_
GATEWAY_IP

ipaddressGetIPSubnetFromIPSubnetPoolPolicy_1657.OUTPUT_
NETWORK_IP

ipaddressGetIPSubnetFromIPSubnetPoolPolicy_1657.OUTPUT_
NETWORK_MASK

gen_text_inputGetIPSubnetFromIPSubnetPoolPolicy_1657.OUTPUT_
SUBNET_POOL_ID

IpSubnetInIPSubnetPool
PolicyIdentity

GetIPSubnetFromIPSubnetPoolPolicy_1657.OUTPUT_
SUBNET_ID

gen_text_inputGetIPSubnetFromIPSubnetPoolPolicy_1657.OUTPUT_
SUBNET_LABEL

userGroupGetIPSubnetFromIPSubnetPoolPolicy_1657.OUTPUT_
GROUP_ID

IPSubnetPoolPolicyGetIPSubnetFromIPSubnetPoolPolicy_1657.OUTPUT_IP_
SUBNET_POOL_POLICY_IDENTITY

ServiceContainerGetIPSubnetFromIPSubnetPoolPolicy_1657.OUTPUT_
CONTAINER_ID

gen_text_inputGetIPSubnetFromIPSubnetPoolPolicy_1657.OUTPUT_
USED_BY

ipaddressGetIPAddressFromIPSubnet_1658.IPAddress

ipaddressGetIPAddressFromIPSubnet_1658.SubnetMask
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ipaddressGetIPAddressFromIPSubnet_1658.GateWayIP

gen_text_inputGetIPAddressFromIPSubnet_1658.IP Address with Slash
Subnet

gen_text_inputGetIPAddressFromIPSubnet_1658.SubnetMask Bitwise
Value

gen_text_inputGetIPAddressFromIPSubnet_1658.OUTPUT_USED_BY

subnetMaskGetIPAddressFromIPSubnet_1658.OUTPUT_SUBNET_
MASK

ipaddressGetIPAddressFromIPSubnet_1659.IPAddress

ipaddressGetIPAddressFromIPSubnet_1659.SubnetMask

ipaddressGetIPAddressFromIPSubnet_1659.GateWayIP

gen_text_inputGetIPAddressFromIPSubnet_1659.IP Address with Slash
Subnet

gen_text_inputGetIPAddressFromIPSubnet_1659.SubnetMask Bitwise
Value

gen_text_inputGetIPAddressFromIPSubnet_1659.OUTPUT_USED_BY

subnetMaskGetIPAddressFromIPSubnet_1659.OUTPUT_SUBNET_
MASK

ApicDeviceTenantL3Out
Identity

ExternalRoutedNetworkIdentity

ApicTenantExternalNetwork
ToExternalRoutedNetwork
Identity

ExternalNetworkIdentity
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Private Network Onboarding - L3 with Transit L2
Summary

N.A
Description

Private Network Onboarding - L3 with Transit L2 This workflow creates L2 Out for APIC Tenant : -
Creates L2 Bridge Domain for Tenant - Creates L2 EPG for Tenant - Adds static path for Port Channels
and their vlans to EPG - Adds Physical Domain to EPG

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC Device Tenant IdentityTenant Identity

YAPICDevice Tenant VPC Static Path IdentityVPC

YAPIC Device Domain Profile IdentityDomain Profile

YGeneric Text InputTenantName

YGeneric Text InputVLAN Pool

YGeneric Text InputPrivateNetwork

YGeneric Text InputPath1

YGeneric Text InputPath2

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicDeviceIdentityCreateTenantApplicationProfile_1125.APIC_
ACCOUNT

gen_text_inputCreateTenantApplicationProfile_1125.TENANT_
NAME

ApicDeviceTenantIdentityCreateTenantApplicationProfile_1125.TENANT_
IDENTITY

gen_text_inputCreateTenantApplicationProfile_1125.TENANT_
APPLN_PROFILE

ApicDeviceTenantApplnProfile
Identity

CreateTenantApplicationProfile_1125.TENANT_
APPLN_PROFILE_IDENTITY

gen_text_inputCreateTenantApplicationProfile_1125.DEVICE_
TENANT_MONITORING_POLICY

ApicDeviceTenantMonitoring
PolicyIdentity

CreateTenantApplicationProfile_1125.DEVICE_
TENANT_MONITORING_POLICY_IDENTITY

ApicDeviceTagIdentityCreateTenantApplicationProfile_1125.DEVICE_
TENANT_TAG_IDENTITY
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ApicDeviceIdentityCreatePrivateNetwork_1126.APIC_ACCOUNT

gen_text_inputCreatePrivateNetwork_1126.TENANT_NAME

ApicDeviceTenantIdentityCreatePrivateNetwork_1126.TENANT_IDENTITY

gen_text_inputCreatePrivateNetwork_1126.TENANT_PRIVATE_
NETWORK

ApicDeviceTenantPrivateNetwork
Identity

CreatePrivateNetwork_1126.PRIVATE_NETWORK_
IDENTITY

ApicDeviceTenantOSPFTimers
Identity

CreatePrivateNetwork_1126.DEVICE_TENANT_
OSPF_IDENTITY

ApicDeviceTenantBGPTimers
Identity

CreatePrivateNetwork_1126.DEVICE_TENANT_BGP_
IDENTITY

ApicDeviceTenantMonitoring
PolicyIdentity

CreatePrivateNetwork_1126.DEVICE_TENANT_
MONITORING_POLICY_IDENTITY

gen_text_inputStartLoop_1127.ITERATION_COUNT_OUTPUT

gen_text_inputStartLoop_1127.ITERATION_INDEX_OUTPUT

gen_text_inputStartLoop_1127.START_LOOP_OUTPUT

ApicDeviceIdentityCreateTenantBridgeDomain_1128.APIC_ACCOUNT

gen_text_inputCreateTenantBridgeDomain_1128.TENANT_NAME

gen_text_inputCreateTenantBridgeDomain_1128.TENANT_BRIDGE_
DOMAIN

ApicDeviceTenantIdentityCreateTenantBridgeDomain_1128.TENANT_
IDENTITY

ApicDeviceTenantBridgeDomain
Identity

CreateTenantBridgeDomain_1128.TENANT_BRIDGE_
DOMAIN_IDENTITY

ApicDeviceIdentityCreateEPG_1129.APIC_ACCOUNT

gen_text_inputCreateEPG_1129.TENANT_NAME

ApicDeviceTenantIdentityCreateEPG_1129.TENANT_IDENTITY

gen_text_inputCreateEPG_1129.TENANT_APPLN_PROFILE

ApicDeviceTenantApplnProfile
Identity

CreateEPG_1129.TENANT_APPLN_PROFILE_
IDENTITY

gen_text_inputCreateEPG_1129.TENANT_EPG

ApicDeviceTenantEPGIdentityCreateEPG_1129.TENANT_EPG_IDENTITY

ApicDeviceTagIdentityCreateEPG_1129.DEVICE_TENANT_TAG_
IDENTITY

gen_text_inputCreateEPG_1129.DEVICE_TENANT_
MONITORING_POLICY
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ApicDeviceTenantMonitoring
PolicyIdentity

CreateEPG_1129.DEVICE_TENANT_
MONITORING_POLICY_IDENTITY

APIC Data Plane Policing Policy
Identity

CreateEPG_1129.OUTPUT_TENANT_DATA_
PLANE_POLICING_POLICY

APIC FHS Trust COntrol Policy
Identity

CreateEPG_1129.OUTPUT_TENANT_FHS_TRUST_
CONTROL_POLICY

ApicDeviceIdentityAddStaticPathToEPG_1130.APIC_ACCOUNT

gen_text_inputAddStaticPathToEPG_1130.TENANT_NAME

ApicDeviceTenantIdentityAddStaticPathToEPG_1130.TENANT_IDENTITY

gen_text_inputAddStaticPathToEPG_1130.TENANT_APPLN_
PROFILE

ApicDeviceTenantApplnProfile
Identity

AddStaticPathToEPG_1130.TENANT_APPLN_
PROFILE_IDENTITY

gen_text_inputAddStaticPathToEPG_1130.TENANT_EPG

ApicDeviceTenantEPGIdentityAddStaticPathToEPG_1130.TENANT_EPG_
IDENTITY

gen_text_inputAddStaticPathToEPG_1130.TENANT_EPG_STATIC_
PATH

ApicDeviceTenantStaticPathTo
EPGIdentity

AddStaticPathToEPG_1130.TENANT_EPG_STATIC_
PATH_IDENTITY

gen_text_inputAddStaticPathToEPG_1130.TENANT_EPG_
ENCAPSULATION

gen_text_inputAddStaticPathToEPG_1130.TENANT_EPG_DPC_
STATIC_PATH

ApicDeviceDPCStaticPathIdentityAddStaticPathToEPG_1130.TENANT_EPG_DPC_
STATIC_PATH_IDENTITY

gen_text_inputAddStaticPathToEPG_1130.TENANT_EPG_VPC_
STATIC_PATH

ApicDeviceVPCStaticPathIdentityAddStaticPathToEPG_1130.TENANT_EPG_VPC_
STATIC_PATH_IDENTITY

gen_text_inputAddStaticPathToEPG_1130.OUTPUT_TENANT_
PRIMARY_VLAN_EPG_ENCAPSULATION

ApicDeviceIdentityAddStaticPathToEPG_1131.APIC_ACCOUNT

gen_text_inputAddStaticPathToEPG_1131.TENANT_NAME

ApicDeviceTenantIdentityAddStaticPathToEPG_1131.TENANT_IDENTITY

gen_text_inputAddStaticPathToEPG_1131.TENANT_APPLN_
PROFILE
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ApicDeviceTenantApplnProfile
Identity

AddStaticPathToEPG_1131.TENANT_APPLN_
PROFILE_IDENTITY

gen_text_inputAddStaticPathToEPG_1131.TENANT_EPG

ApicDeviceTenantEPGIdentityAddStaticPathToEPG_1131.TENANT_EPG_
IDENTITY

gen_text_inputAddStaticPathToEPG_1131.TENANT_EPG_STATIC_
PATH

ApicDeviceTenantStaticPathTo
EPGIdentity

AddStaticPathToEPG_1131.TENANT_EPG_STATIC_
PATH_IDENTITY

gen_text_inputAddStaticPathToEPG_1131.TENANT_EPG_
ENCAPSULATION

gen_text_inputAddStaticPathToEPG_1131.TENANT_EPG_DPC_
STATIC_PATH

ApicDeviceDPCStaticPathIdentityAddStaticPathToEPG_1131.TENANT_EPG_DPC_
STATIC_PATH_IDENTITY

gen_text_inputAddStaticPathToEPG_1131.TENANT_EPG_VPC_
STATIC_PATH

ApicDeviceVPCStaticPathIdentityAddStaticPathToEPG_1131.TENANT_EPG_VPC_
STATIC_PATH_IDENTITY

gen_text_inputAddStaticPathToEPG_1131.OUTPUT_TENANT_
PRIMARY_VLAN_EPG_ENCAPSULATION

ApicDeviceIdentityAddDomainToEPG_1132.APIC_ACCOUNT

gen_text_inputAddDomainToEPG_1132.TENANT_NAME

ApicDeviceTenantIdentityAddDomainToEPG_1132.TENANT_IDENTITY

gen_text_inputAddDomainToEPG_1132.TENANT_APPLN_
PROFILE

ApicDeviceTenantApplnProfile
Identity

AddDomainToEPG_1132.TENANT_APPLN_
PROFILE_IDENTITY

gen_text_inputAddDomainToEPG_1132.TENANT_EPG

ApicDeviceTenantEPGIdentityAddDomainToEPG_1132.TENANT_EPG_IDENTITY

gen_text_inputAddDomainToEPG_1132.DOMAIN_TYPE

gen_text_inputAddDomainToEPG_1132.DOMAIN_PROFILE

ApicDeviceTenantDomainTo
EPGIdentity

AddDomainToEPG_1132.DOMAIN_PROFILE_
IDENTITY

gen_text_inputAddDomainToEPG_1132.APIC_DOMAIN_
DVSWITCH_IDENTITY

gen_text_inputAddDomainToEPG_1132.APIC_DOMAIN_
DVSWITCH_PORTGROUP_IDENTITY
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TypeDescriptionOutput

gen_text_inputAddDomainToEPG_1132.EPG_VLAN_ID

gen_text_inputAddDomainToEPG_1132.EPG_INTEGER_VLAN_ID

vlanIDAddDomainToEPG_1132.EPG_INT

gen_text_inputAddDomainToEPG_1132.APIC_DOMAIN_
DVSWITCH_PORTGROUP

VMwareDVPortgroupIdentityAddDomainToEPG_1132.VMWARE_DVSWITCH_
PORTGROUP_IDENTITY

ApicDeviceTenantDomainProfile
ToEPGIdentity

AddDomainToEPG_1132.EPG_DOMAIN_PROFILE_
IDENTITY

hypervVMNetworkIdentityAddDomainToEPG_1132.HYPER_V_VM_
NETWORK_IDENTITY

hypervLogicalNetworkIdentityAddDomainToEPG_1132.OUTPUT_LOGICAL_
NETWORK

hypervLogicalNetworkDefIdentityAddDomainToEPG_1132.OUTPUT_LOGICAL_
NETWORK_DEF_IDENTITY

gen_text_inputAddDomainToEPG_1132.TENANT_EPG_
ENCAPSULATION

gen_text_inputAddDomainToEPG_1132.OUTPUT_TENANT_
PRIMARY_VLAN_EPG_ENCAPSULATION

vlanIDGenerateVLANfrompool_2067.OUTPUT_VLAN_ID

datacenterNameGenerateVLANfrompool_2067.OUTPUT_
DATACENTER_NAME

ApicDeviceIdentityAddStaticPathToEPG_1208.APIC_ACCOUNT

gen_text_inputAddStaticPathToEPG_1208.TENANT_NAME

ApicDeviceTenantIdentityAddStaticPathToEPG_1208.TENANT_IDENTITY

gen_text_inputAddStaticPathToEPG_1208.TENANT_APPLN_
PROFILE

ApicDeviceTenantApplnProfile
Identity

AddStaticPathToEPG_1208.TENANT_APPLN_
PROFILE_IDENTITY

gen_text_inputAddStaticPathToEPG_1208.TENANT_EPG

ApicDeviceTenantEPGIdentityAddStaticPathToEPG_1208.TENANT_EPG_
IDENTITY

gen_text_inputAddStaticPathToEPG_1208.TENANT_EPG_STATIC_
PATH

ApicDeviceTenantStaticPathTo
EPGIdentity

AddStaticPathToEPG_1208.TENANT_EPG_STATIC_
PATH_IDENTITY

gen_text_inputAddStaticPathToEPG_1208.TENANT_EPG_
ENCAPSULATION
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TypeDescriptionOutput

gen_text_inputAddStaticPathToEPG_1208.TENANT_EPG_DPC_
STATIC_PATH

ApicDeviceDPCStaticPathIdentityAddStaticPathToEPG_1208.TENANT_EPG_DPC_
STATIC_PATH_IDENTITY

gen_text_inputAddStaticPathToEPG_1208.TENANT_EPG_VPC_
STATIC_PATH

ApicDeviceVPCStaticPathIdentityAddStaticPathToEPG_1208.TENANT_EPG_VPC_
STATIC_PATH_IDENTITY

gen_text_inputAddStaticPathToEPG_1208.OUTPUT_TENANT_
PRIMARY_VLAN_EPG_ENCAPSULATION

ApicDeviceStaticPathIdentitycustom_GetAPICStaticPathType_1859.Static_Path_
Interface

ApicDeviceVPCStaticPathIdentitycustom_GetAPICStaticPathType_1859.Static_Path_
VPC

ApicDeviceDPCStaticPathIdentitycustom_GetAPICStaticPathType_1859.Static_Path_
DPC

gen_text_inputcustom_GetAPICStaticPathType_1859.Path_Type

ApicDeviceStaticPathIdentitycustom_GetAPICStaticPathType_1860.Static_Path_
Interface

ApicDeviceVPCStaticPathIdentitycustom_GetAPICStaticPathType_1860.Static_Path_
VPC

ApicDeviceDPCStaticPathIdentitycustom_GetAPICStaticPathType_1860.Static_Path_
DPC

gen_text_inputcustom_GetAPICStaticPathType_1860.Path_Type
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Provision VMware VM
Summary

N.A
Description

Provision VMware VM
Inputs

MandatoryMappable To TypeDescriptionInput

YClone TypeVM Deployment Options

Catalog SelectorSelect Catalog

Application Category ListOverride Catalog Category

VM SelectorSelect VM

VMWare Image SelectorSelect Image

YvDC SelectorSelect VDC

Use Linked CloneUse Linked Clone

Boolean InputUse Ready Clone

Snapshot SelectorSelect Existing Snapshot

Image Snapshot SelectorSelect Image Snapshot

Generic Text InputNew Snapshot Name

Generic Text InputVM Name or VM Prefix

Generic Text InputComment

ProvisionProvision

DatetimeProvision Time

Power Off VMPower off VM

Generic Text InputDays

Generic Text InputHours

vCPU SelectorCPU Cores

Cores per Socket SelectorCores Per
Socket

Cores Per Socket

Memory Size SelectorMemory

VM Charge FrequencyVM Charge Frequency

Generic Text InputVM Disks

Generic Text InputVM Networks

vDC CategorySelect VDC Category

Windows License PoolSelect Windows License Pool
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MandatoryMappable To TypeDescriptionInput

Credential OptionsSelect Credentials Options

Generic Text InputUser ID

PasswordPassword

Provision All Disk in Same DatastoreProvision all disks in single datastore

Enable Guest CustomizationEnable Guest Customization

Enable Post Provisioning Custom
Action

Enable PostProvisioning Custom
Actions

Custom Action WorkflowSelect Workflow

VM Appliation Charge FrequencySelect VM Application Charge
Frequency

Generic Text InputActive VM Application Cost

Generic Text InputInactive VM Application Cost

Storage TierStorage Tier

Network Policy NIC IP OverrideOverride IP List

Generic Text InputOverride IP

Storage Policy Disk Datastore OverrideOverride Disk Datastore

VMware VM NICS ConfigurationNICS Slelector

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

gen_text_inputResourceAllocationConfig_234.ALLOCATED_IP_
ADDRESS

gen_text_inputResourceAllocationConfig_234.ALLOCATED_NIC_IP_
DETAILS

vmVMProvisionEngineConfig_235.PROVISIONED_VM_
ID

gen_text_inputVMProvisionEngineConfig_235.VM_Name

gen_text_inputVMProvisionEngineConfig_235.VM_CPU_Size

gen_text_inputVMProvisionEngineConfig_235.VM_Cores_Per_CPU

gen_text_inputVMProvisionEngineConfig_235.VM_Memory_Size

gen_text_inputVMProvisionEngineConfig_235.VM_Guest_Host Name

gen_text_inputVMProvisionEngineConfig_235.VM_vCenter_Name

gen_text_inputVMProvisionEngineConfig_235.VM_Server_Address

datacenterNameVMProvisionEngineConfig_235.VM_Datacenter_Name
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TypeDescriptionOutput

gen_text_inputVMProvisionEngineConfig_235.VM_Datacenter_Identity

gen_text_inputVMProvisionEngineConfig_235.VM_Host

vmwareHostNodeIdentityVMProvisionEngineConfig_235.VM_Host_Identity

gen_text_inputVMProvisionEngineConfig_235.VM_Cluster_Name

vmwareClusterIdentityVMProvisionEngineConfig_235.VM_Cluster_Identity

vmwareResourcePoolNameVMProvisionEngineConfig_235.VM_Resource_Pool_
Name

vmwareResourcePoolIdentityVMProvisionEngineConfig_235.VM_Resource_Pool_
Identity

vmwareDatastoreNameVMProvisionEngineConfig_235.VM_Datastore

vmwareDatastoreIdentityVMProvisionEngineConfig_235.Datastore_Identity

gen_text_inputVMProvisionEngineConfig_235.Datastore_Info_Identity

vmwareDatastoreClusterNameVMProvisionEngineConfig_235.VM_Datastore_Cluster_
Name

vmwareDatastoreClusterIdentityVMProvisionEngineConfig_235.VM_Datastore_Cluster_
Identity

gen_text_inputVMProvisionEngineConfig_235.VM_Disk_Count

dataStoreNameVMProvisionEngineConfig_235.Datastore_Name_Disk1

dataStoreNameVMProvisionEngineConfig_235.Datastore_Name_Disk2

dataStoreNameVMProvisionEngineConfig_235.Datastore_Name_Disk3

dataStoreNameVMProvisionEngineConfig_235.Datastore_Name_Disk4

dataStoreNameVMProvisionEngineConfig_235.Datastore_Name_Disk5

dataStoreNameVMProvisionEngineConfig_235.Datastore_Name_Disk6

dataStoreNameVMProvisionEngineConfig_235.Datastore_Name_Disk7

dataStoreNameVMProvisionEngineConfig_235.Datastore_Name_Disk8

dataStoreNameVMProvisionEngineConfig_235.Datastore_Name_Disk9

dataStoreNameVMProvisionEngineConfig_235.Datastore_Name_Disk10

vmwareDatastoreIdentityVMProvisionEngineConfig_235.Datastore_Identity_
Disk1

vmwareDatastoreIdentityVMProvisionEngineConfig_235.Datastore_Identity_
Disk2

vmwareDatastoreIdentityVMProvisionEngineConfig_235.Datastore_Identity_
Disk3

vmwareDatastoreIdentityVMProvisionEngineConfig_235.Datastore_Identity_
Disk4
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TypeDescriptionOutput

vmwareDatastoreIdentityVMProvisionEngineConfig_235.Datastore_Identity_
Disk5

vmwareDatastoreIdentityVMProvisionEngineConfig_235.Datastore_Identity_
Disk6

vmwareDatastoreIdentityVMProvisionEngineConfig_235.Datastore_Identity_
Disk7

vmwareDatastoreIdentityVMProvisionEngineConfig_235.Datastore_Identity_
Disk8

vmwareDatastoreIdentityVMProvisionEngineConfig_235.Datastore_Identity_
Disk9

vmwareDatastoreIdentityVMProvisionEngineConfig_235.Datastore_Identity_
Disk10

vmwareDatastoreClusterNameVMProvisionEngineConfig_235.Datastore_Cluster_
Name_Disk1

vmwareDatastoreClusterNameVMProvisionEngineConfig_235.Datastore_Cluster_
Name_Disk2

vmwareDatastoreClusterNameVMProvisionEngineConfig_235.Datastore_Cluster_
Name_Disk3

vmwareDatastoreClusterNameVMProvisionEngineConfig_235.Datastore_Cluster_
Name_Disk4

vmwareDatastoreClusterNameVMProvisionEngineConfig_235.Datastore_Cluster_
Name_Disk5

vmwareDatastoreClusterNameVMProvisionEngineConfig_235.Datastore_Cluster_
Name_Disk6

vmwareDatastoreClusterNameVMProvisionEngineConfig_235.Datastore_Cluster_
Name_Disk7

vmwareDatastoreClusterNameVMProvisionEngineConfig_235.Datastore_Cluster_
Name_Disk8

vmwareDatastoreClusterNameVMProvisionEngineConfig_235.Datastore_Cluster_
Name_Disk9

vmwareDatastoreClusterNameVMProvisionEngineConfig_235.Datastore_Cluster_
Name_Disk10

vmwareDatastoreClusterIdentityVMProvisionEngineConfig_235.Datastore_Cluster_
Identity_Disk1

vmwareDatastoreClusterIdentityVMProvisionEngineConfig_235.Datastore_Cluster_
Identity_Disk2

vmwareDatastoreClusterIdentityVMProvisionEngineConfig_235.Datastore_Cluster_
Identity_Disk3

vmwareDatastoreClusterIdentityVMProvisionEngineConfig_235.Datastore_Cluster_
Identity_Disk4
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TypeDescriptionOutput

vmwareDatastoreClusterIdentityVMProvisionEngineConfig_235.Datastore_Cluster_
Identity_Disk5

vmwareDatastoreClusterIdentityVMProvisionEngineConfig_235.Datastore_Cluster_
Identity_Disk6

vmwareDatastoreClusterIdentityVMProvisionEngineConfig_235.Datastore_Cluster_
Identity_Disk7

vmwareDatastoreClusterIdentityVMProvisionEngineConfig_235.Datastore_Cluster_
Identity_Disk8

vmwareDatastoreClusterIdentityVMProvisionEngineConfig_235.Datastore_Cluster_
Identity_Disk9

vmwareDatastoreClusterIdentityVMProvisionEngineConfig_235.Datastore_Cluster_
Identity_Disk10

gen_text_inputVMProvisionEngineConfig_235.VM_Mac

gen_text_inputVMProvisionEngineConfig_235.VM_IPv4_Address

gen_text_inputVMProvisionEngineConfig_235.VM_IPv6_Address

gen_text_inputVMProvisionEngineConfig_235.VM_PortGroups

gen_text_inputVMProvisionEngineConfig_235.VM_Nics_Count

gen_text_inputVMProvisionEngineConfig_235.VM_NIC1_MAC_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC1_IPv4_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC1_IPv6_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC1_ADAPTER_
NAME

vmwareVmPortGroupIdentityVMProvisionEngineConfig_235.VM_NIC1_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityVMProvisionEngineConfig_235.VM_NIC1_
PORTGROUP_IDENTITY

VMwareDVPortgroupIdentityVMProvisionEngineConfig_235.VM_NIC1_
DISTRIBUTED_PORTGROUP_IDENTITY

gen_text_inputVMProvisionEngineConfig_235.VM_NIC1_PortGroup_
Name

portGroupTypeVMProvisionEngineConfig_235.VM_NIC1_PortGroup_
Type

vSwitchNameVMProvisionEngineConfig_235.VM_NIC1_vSwitch_
Name

dvSwitchNameVMProvisionEngineConfig_235.VM_NIC1_dvSwitch_
Name
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TypeDescriptionOutput

vmwareVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC1_vSwitch_
Identity

VMwareDVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC1_dvSwitch_
Identity

gen_text_inputVMProvisionEngineConfig_235.VM_NIC2_MAC_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC2_IPv4_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC2_IPv6_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC2_ADAPTER_
NAME

vmwareVmPortGroupIdentityVMProvisionEngineConfig_235.VM_NIC2_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityVMProvisionEngineConfig_235.VM_NIC2_
PORTGROUP_IDENTITY

VMwareDVPortgroupIdentityVMProvisionEngineConfig_235.VM_NIC2_
DISTRIBUTED_PORTGROUP_IDENTITY

gen_text_inputVMProvisionEngineConfig_235.VM_NIC2_PortGroup_
Name

portGroupTypeVMProvisionEngineConfig_235.VM_NIC2_PortGroup_
Type

vSwitchNameVMProvisionEngineConfig_235.VM_NIC2_vSwitch_
Name

dvSwitchNameVMProvisionEngineConfig_235.VM_NIC2_dvSwitch_
Name

vmwareVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC2_vSwitch_
Identity

VMwareDVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC2_dvSwitch_
Identity

gen_text_inputVMProvisionEngineConfig_235.VM_NIC3_MAC_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC3_IPv4_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC3_IPv6_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC3_ADAPTER_
NAME

vmwareVmPortGroupIdentityVMProvisionEngineConfig_235.VM_NIC3_GENERIC_
PORTGROUP_IDENTITY
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TypeDescriptionOutput

portGroupIdentityVMProvisionEngineConfig_235.VM_NIC3_
PORTGROUP_IDENTITY

VMwareDVPortgroupIdentityVMProvisionEngineConfig_235.VM_NIC3_
DISTRIBUTED_PORTGROUP_IDENTITY

gen_text_inputVMProvisionEngineConfig_235.VM_NIC3_PortGroup_
Name

portGroupTypeVMProvisionEngineConfig_235.VM_NIC3_PortGroup_
Type

vSwitchNameVMProvisionEngineConfig_235.VM_NIC3_vSwitch_
Name

dvSwitchNameVMProvisionEngineConfig_235.VM_NIC3_dvSwitch_
Name

vmwareVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC3_vSwitch_
Identity

VMwareDVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC3_dvSwitch_
Identity

gen_text_inputVMProvisionEngineConfig_235.VM_NIC4_MAC_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC4_IPv4_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC4_IPv6_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC4_ADAPTER_
NAME

vmwareVmPortGroupIdentityVMProvisionEngineConfig_235.VM_NIC4_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityVMProvisionEngineConfig_235.VM_NIC4_
PORTGROUP_IDENTITY

VMwareDVPortgroupIdentityVMProvisionEngineConfig_235.VM_NIC4_
DISTRIBUTED_PORTGROUP_IDENTITY

gen_text_inputVMProvisionEngineConfig_235.VM_NIC4_PortGroup_
Name

portGroupTypeVMProvisionEngineConfig_235.VM_NIC4_PortGroup_
Type

vSwitchNameVMProvisionEngineConfig_235.VM_NIC4_vSwitch_
Name

dvSwitchNameVMProvisionEngineConfig_235.VM_NIC4_dvSwitch_
Name

vmwareVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC4_vSwitch_
Identity

Cisco UCS Director Task Library Reference, Release 6.7
1365

Compound Tasks
Provision VMware VM



TypeDescriptionOutput

VMwareDVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC4_dvSwitch_
Identity

gen_text_inputVMProvisionEngineConfig_235.VM_NIC5_MAC_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC5_IPv4_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC5_IPv6_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC5_ADAPTER_
NAME

vmwareVmPortGroupIdentityVMProvisionEngineConfig_235.VM_NIC5_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityVMProvisionEngineConfig_235.VM_NIC5_
PORTGROUP_IDENTITY

VMwareDVPortgroupIdentityVMProvisionEngineConfig_235.VM_NIC5_
DISTRIBUTED_PORTGROUP_IDENTITY

gen_text_inputVMProvisionEngineConfig_235.VM_NIC5_PortGroup_
Name

portGroupTypeVMProvisionEngineConfig_235.VM_NIC5_PortGroup_
Type

vSwitchNameVMProvisionEngineConfig_235.VM_NIC5_vSwitch_
Name

dvSwitchNameVMProvisionEngineConfig_235.VM_NIC5_dvSwitch_
Name

vmwareVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC5_vSwitch_
Identity

VMwareDVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC5_dvSwitch_
Identity

gen_text_inputVMProvisionEngineConfig_235.VM_NIC6_MAC_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC6_IPv4_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC6_IPv6_
ADDRESS

gen_text_inputVMProvisionEngineConfig_235.VM_NIC6_ADAPTER_
NAME

vmwareVmPortGroupIdentityVMProvisionEngineConfig_235.VM_NIC6_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityVMProvisionEngineConfig_235.VM_NIC6_
PORTGROUP_IDENTITY
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TypeDescriptionOutput

VMwareDVPortgroupIdentityVMProvisionEngineConfig_235.VM_NIC6_
DISTRIBUTED_PORTGROUP_IDENTITY

gen_text_inputVMProvisionEngineConfig_235.VM_NIC6_PortGroup_
Name

portGroupTypeVMProvisionEngineConfig_235.VM_NIC6_PortGroup_
Type

vSwitchNameVMProvisionEngineConfig_235.VM_NIC6_vSwitch_
Name

dvSwitchNameVMProvisionEngineConfig_235.VM_NIC6_dvSwitch_
Name

vmwareVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC6_vSwitch_
Identity

VMwareDVSwitchIdentityVMProvisionEngineConfig_235.VM_NIC6_dvSwitch_
Identity

cuic_user_IDVMWareVMProvisionInputs_4708.OUTPUT_VDC_
PRIMARY_APPROVERS

cuic_user_IDVMWareVMProvisionInputs_4708.OUTPUT_VDC_
SECONDARY_APPROVERS

ApprovalRequiredFromAllUsersVMWareVMProvisionInputs_4708.APPROVAL_
REQUIRED_FROM_ALL_USERS

reminderIntervalVMWareVMProvisionInputs_4708.OUTPUT_VDC_
REMINDER_INTERVAL

resendMailCountVMWareVMProvisionInputs_4708.OUTPUT_VDC_
RESEND_MAIL_COUNT
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Reserve Blade on UCSM
Summary

N.A
Description

Tenant Onboarding - Reserve Blade on UCSMThis workflow reserves Half/Full width blade/s on UCSM
: - Creates new UCS Service Profile from Service Profile Template which is associated with Half/Full
width ServerPool - Waits till SP is associated with a free Server from Serverpool. - Assigns resources
to Tenant and Group

Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputService_profile_name

YUCS Organization IdentityUCS_Organization

YGeneric Text InputService_Profile_Template

YUCS Service Profile IdentityService_profile_identity

YUser GroupUser_Group

YGeneric Text InputNo_Of_SPs

YGeneric Text InputTenant Name

YGeneric Text InputResourceGroup Name

YResource Group Service OfferingService Offering

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID
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Tenant Onboarding - Datastore Cluster Creation - VNX
Summary

N.A
Description

Tenant Onboarding - Datastore Cluster Creation - VNX This workflow creates VNX Datastore Cluster
- Determines number of data stores to be created according to max LUN size and Datastore size needed
for Tenant - For each datastore creation - It creates a VNX LUN - Adds LUN to Storage Group - Maps
Hosts to Storage Group - Creates Datastore Cluster and adds datastore to it.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMC Account IdentityEMC Account Identity

YEMC Storage Pool Type SelectorEMC Storage Pool Type Selector

YGeneric Text InputEMC Storage RAID Type

YEMC VNX RAID Group IdentityEMC RAID Group Identity

YEMC VNX Storage Pool for Block
Identity

EMC Storage Pool Identity

YGeneric Text InputDatastore size

YEMC Size UnitsEMC Size Unit

YGeneric Text InputEMC_HOST_EMPTY

YEMC VNX Host IdentityEMC VNX Host Identity

YGeneric Text InputEMC_STORAGEGROUP_EMPTY

YEMC VNX Storage Group IdentityEMC Storage Group Identity

YEMC Storage Processor IdentityEMC Storage Processor Identity

YGeneric Text InputEMC Multi Host Identity

YVMware Account SelectorVMware Account Name

YGeneric Text InputDatastore Cluster Name

YGeneric Text InputDatastore Size Limit

YUser GroupTenant Group ID

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

dataStoreNameOUTPUT_DATASTORE_NAME

vmwareDatastoreClusterIdentityOUTPUT_DS_CLUSTER_IDENTITY
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Tenant Onboarding - L2 Out
Summary

N.A
Description

Tenant Onboarding - L2 out This workflow creates L2 Out for APIC Tenant : - Creates L2 Bridge Domain
for Tenant - Creates L2 EPG for Tenant - Adds static path for Port Channels and their vlans to EPG -
Adds Physical Domain and VMM domain to EPG

Inputs

MandatoryMappable To TypeDescriptionInput

YAPIC Device Tenant Private Network
Identity

Private Network

YAPIC Device Tenant IdentityTenant Identity

YAPIC Device Domain Profile IdentityPhysical Domain

YAPIC Device Domain Profile IdentityVirtual Domain

YGeneric Text InputVLAN

YGeneric Text InputL2 Bridge Domain Name

YGeneric Text InputL2 Out Application Profile

YAPIC Device Tenant Private Network
Identity

APIC Private Network Identity

YGeneric Text InputL2 EPG Name

YAPIC Device Tenant DPC Static Path
Identity

Port Channel1

YAPIC Device Tenant DPC Static Path
Identity

Port Channel2

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ApicDeviceTenantEPGIdentityL2_OUT_EPG_IDENTITY

ApicDeviceTenantBridgeDomainIdentityL2_OUT_BRIDGE_DOMAIN

VMwareDVPortgroupIdentityL2_OUT_DVPORT_GROUP_IDENTITY
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Tenant Onboarding - L3 Out
Summary

N.A
Description

Tenant Onboarding - L3 out This workflow creates L3 Out for APIC Tenant : - Generates Router Id,
subnet for sub-interface, IP for sub-interface on Router, VLAN for sub-interface - Creates L3 contract
for External Routed Network - Creates External Routed Network and adds External Network to it -
Creates Logical Node Profiles and add Logical Nodes and Interfaces to it - Creates BGP Peer Connectivity
to Node - Sends config commands to Router - Send config command to Nexus switches to establish
communication

Inputs

MandatoryMappable To TypeDescriptionInput

YGeneric Text InputGroup ID

YGeneric Text InputTenant Name

YAPIC Device Tenant IdentityAPIC Tenant Identity

YUser GroupUser Group

YIP Subnet Pool Policy IdentityIP Subnet Pool Policy Identity

YGeneric Text InputVLAN Pool Policy

YGeneric Text InputDevice 1 Login Name

YIP AddressDevice 1 IP Address

YPasswordDevice 1 Password

YGeneric Text InputDevice 2 Login Name

YIP AddressDevice 2 IP Address

YPasswordDevice 2 Password

YAPICDevice Tenant Static Path IdentityRouted Static Path 1

YAPICDevice Tenant Static Path IdentityRouted Static Path 2

YAPICDevice Tenant Static Path IdentityRouted Static Path 3

YAPICDevice Tenant Static Path IdentityRouted Static Path 4

YIP Subnet Pool Policy IdentityLoop Back IP Subnet Pool Policy

YAPIC Device Fabric Node IdentityAPIC Fabric Node 1 Identity

YAPIC Device Fabric Node IdentityAPIC Fabric Node 2 Identity

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

ipaddressOUTPUT_SUB_INTERFACE_IP_ADDRESS_1
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TypeDescriptionOutput

ipaddressOUTPUT_SUB_INTERFACE_IP_ADDRESS_2

ipaddressOUTPUT_SUB_INTERFACE_IP_ADDRESS_3

ipaddressOUTPUT_SUB_INTERFACE_IP_ADDRESS_4

ipaddressOUTPUT_GATEWAY_IP_ADDRESS_1

ipaddressOUTPUT_GATEWAY_IP_ADDRESS_2

ipaddressOUTPUT_GATEWAY_IP_ADDRESS_3

ipaddressOUTPUT_GATEWAY_IP_ADDRESS_4

ipaddressOUTPUT_LOOP_BACK_IP_ADDRESS_1

ipaddressOUTPUT_LOOP_BACK_IP_ADDRESS_2

ipaddressOUTPUT_LOOP_BACK_IP_ADDRESS_3

ipaddressOUTPUT_LOOP_BACK_IP_ADDRESS_4

gen_text_inputOUTPUT_LOOP_BACK_IP_ADDRESS_WITH_
SUBNET_1

gen_text_inputOUTPUT_LOOP_BACK_IP_ADDRESS_WITH_
SUBNET_2

gen_text_inputOUTPUT_LOOP_BACK_IP_ADDRESS_WITH_
SUBNET_3

gen_text_inputOUTPUT_LOOP_BACK_IP_ADDRESS_WITH_
SUBNET_4

vlanIDOUTPUT_L3_VLAN_ID

ApicDeviceTenantRoutedDomain
Identity

L3_ROUTER_DOMAIN

ApicDeviceTenantPrivate
NetworkIdentity

TENANT_L3_PRIVATE_NETWORK_IDENTITY

ApicTenantExternalNetworkTo
ExternalRoutedNetworkIdentity

L3ExternalNetworkIdentity
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Update Tenant - Datastore Creation - VNX
Summary

N.A
Description

Update Tenant - Datastore Creation - VNX This workflow adds VNX Datastore to Tenant Datastore
Cluster - Determines number of data stores to be created according to max LUN size and Datastore size
needed for Tenant - For each datastore creation - It creates a VNX LUN - Adds LUN to Storage Group
- Maps Hosts to Storage Group - Adds datastore to Tenant Datastore Cluster

Inputs

MandatoryMappable To TypeDescriptionInput

YEMC Account IdentityEMC Account Identity

YEMC Storage Pool Type SelectorEMC Storage Pool Type Selector

YEMC VNX RAID Group IdentityEMC RAID Group Identity

YEMC VNX Storage Pool for Block
Identity

EMC Storage Pool Identity

YGeneric Text InputDatastore size

YEMC Size UnitsEMC Size Unit

YEMC VNX Host IdentityEMC VNX Host Identity

YEMC VNX Storage Group IdentityEMC Storage Group Identity

YEMC Storage Processor IdentityEMC Storage Processor Identity

YGeneric Text InputEMC Multi Host Identity

YVMware Account SelectorVMware Account Name

YGeneric Text InputDatastore Cluster Name

YGeneric Text InputDatastore Size Limit

YUser GroupTenant Group ID

Outputs

TypeDescriptionOutput

serviceRequestIdSUB_SR_ID

dataStoreNameOUTPUT_DATASTORE_NAME

vmwareDatastoreClusterIdentityOUTPUT_DS_CLUSTER_IDENTITY
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Containers

This chapter contains the following sections:

• APIC Container L4 L7 Service Info Wrapper, on page 1376
• APICContainerDRMappingWrapper, on page 1377
• APICContainerInfoWrapper, on page 1378
• APIC_L4L7_ASAv_Network_VLAN_Info, on page 1379
• ConvertSecurityRuleTextToIdentity, on page 1380
• CreateAPICContainerFolder, on page 1381
• Get APIC Container Free Infra IP And Mask, on page 1382
• Get APIC Container LB SNIP IP, on page 1383
• Get APIC Container LB VIP, on page 1384
• Get APIC Container PG Identities Wrapper, on page 1385
• Get APIC Container Tier Type, on page 1386
• Get Cloud Type From Container, on page 1387
• Get Container Info, on page 1388
• Get L4L7 Device Deployment Info, on page 1389
• Get LB Server Details, on page 1391
• GetACLIdentityToDelete, on page 1393
• GetApicContainerACEIdentity, on page 1394
• GetL4L7DeviceArmMode, on page 1395
• GetMSPAdminEmailAddresses, on page 1396
• GetResourceRequirementFromThroughput, on page 1397
• GetTargetsForLBParamConfiguration, on page 1398
• Get_APICContainerL4L7DefinitionForPrivateNetwork, on page 1399
• Get_APICContainerL4L7ServiceForProtocol, on page 1400
• IsFWLBSingleArmChainExist, on page 1401
• Trigger APIC Container - DR Site, on page 1402
• Trigger Multiple Container Tier Creation, on page 1403
• Trigger Multiple L4L7 Device Interface Creation, on page 1404
• Trigger Multiple L4L7 Services, on page 1405
• Trigger Required Network Devices Configuration, on page 1406
• VPXVMResizeCheck, on page 1407
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APIC Container L4 L7 Service Info Wrapper
Summary

L4 L7 Service Info wrapper.
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputL4 L7 Id String

Outputs

TypeDescriptionOutput

Container L4 L7 ServicePrimary L4 L7 IdentityPrimaryL4L7Identity

ServiceContainerPrimary Container IDPrimaryContainerId

BooleanDR EnabledDREnabled

Container L4 L7 ServiceSecondaryL4L7IdentitySecondaryL4L7Identity

ServiceContainerSecondaryContainerIdSecondaryContainerId
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APICContainerDRMappingWrapper
Summary

Wrapper for getting required information for creating SRM mappings for DR
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerPRIMARY_SERVICE_CONTAINER_
ID

ServiceContainerSECONDARY_SERVICE_
CONTAINER_ID

Outputs

TypeDescriptionOutput

gen_text_inputPRIMARY_CONTAINER_VMS

gen_text_inputPRIMARY_CONTAINER_TIERS

vmwareResourcePoolIdentityPRIMARY_POOL_IDENTITY

vmwareResourcePoolIdentitySECONDARY_POOL_IDENTITY

gen_text_inputPRIMARY_CONTAINER_VMS_COUNT

vmwareSRMProtectionGroup
Identity

SRM_PROTECTION_GROUP_
IDENTITY

multiVMVMS

VMwareFolderIdentityPrimary Container
Folder Identity

PRIMARY_FOLDER_IDENTITY

VMwareFolderIdentitySecondary Container
Folder Identity

SECONDARY_FOLDER_IDENTITY

gen_text_inputPort Group IdentitiesPG_IDENTITIES
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APICContainerInfoWrapper
Summary

Wrapper task for providing necessary information for container L4 L7 Services, SRM related settings
for container etc

Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerCONTAINER_ID

gen_text_inputVMS

Container L4 L7 ServicePrimary L4L7 Service

Outputs

TypeDescriptionOutput

BooleanIS_DR_ENABLEDIS_DR_ENABLED

multiVMVMSVMS_ID_LIST

vmwareSRMProtection
GroupIdentity

SRM_PROTECTION_GROUP_
IDENTITY

ServiceContainerSecondary Container IDSECONDARY_CONTAINER_ID

Container L4 L7 ServiceSECONDARY_L4L7_
SERVICE_ID

SECONDARY_L4L7_SERVICE_ID

gen_text_inputL4L7_SERVICE_INFO_IDS_
FOR_ITERATIONS

L4L7_SERVICE_INFO_IDS_FOR_
ITERATIONS
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APIC_L4L7_ASAv_Network_VLAN_Info
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService Container

gen_text_inputVM_NAME

gen_text_inputTier1_BD

gen_text_inputTier2_BD

Outputs

TypeDescriptionOutput

vmVM_IDENTITY

vlanIDOUTPUT_ASAV_VLAN1

vlanIDOUTPUT_ASAV_VLAN2

ucsServiceProfileMultivNICIdentitySP_VNICs

ucsAccountIdentityUCS_Account
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ConvertSecurityRuleTextToIdentity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputSecurityRule

Outputs

TypeDescriptionOutput

SecurityRuleIdentitySecurityRuleIdentity
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CreateAPICContainerFolder
Summary

Create Container Folder on vCenter if not exists already otherwise returns the existing folder id.
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService Container Id

Outputs

TypeDescriptionOutput

gen_text_inputFolder IdentityFolderIdentity
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Get APIC Container Free Infra IP And Mask
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService_Container

Outputs

TypeDescriptionOutput

gen_text_inputIP

gen_text_inputIP_MASK

gen_text_inputGateway
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Get APIC Container LB SNIP IP
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService_Container

gen_text_inputTier

gen_text_inputIsServiceChain

gen_text_inputArmMode

Ygen_text_inputMultiple_Service_Chain_Type

Outputs

TypeDescriptionOutput

gen_text_inputINTERNAL_IP

gen_text_inputINTERNAL_IP_MASK

gen_text_inputIsSNIPConfigRequiredIsSNIPConfigRequired
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Get APIC Container LB VIP
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService_Container

gen_text_inputTier

gen_text_inputArmMode

gen_text_inputServiceName

gen_text_inputisServiceChain

Outputs

TypeDescriptionOutput

gen_text_inputVIP_OUTPUT

gen_text_inputVIP_MASK

gen_text_inputVIP_NETWORK_IP

gen_text_inputisVIPRequiredisVIPRequired
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Get APIC Container PG Identities Wrapper
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputPRIMARY_SECONDARY_
IDENTITY_STRING

Outputs

TypeDescriptionOutput

VMwareDVPortgroupIdentityPrimaryContainerPGIdentityPrimaryContainerPGIdentity

VMwareDVPortgroupIdentitySecondaryContainerPGIdentitySecondaryContainerPGIdentity

portGroupTypePrimaryContainerPGTypePrimaryContainerPGType

portGroupTypeSecondaryContainerPGTypeSecondaryContainerPGType
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Get APIC Container Tier Type
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService_Container

gen_text_inputTier_Name

Outputs

TypeDescriptionOutput

gen_text_inputTier_Type
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Get Cloud Type From Container
Summary

Get Cloud Type From Container
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService_Container

Outputs

TypeDescriptionOutput

gen_text_inputCloud_TypeCloud_Type
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Get Container Info
Summary

Provides Tenant, Private Network, Contract, Subject, Service Graph Identities
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerService Container

Ygen_text_inputConsumer Tier

Ygen_text_inputProvider Tier

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityTenantIdentity

ApicDeviceTenantPrivateNetworkIdentityPrivateNetworkIdentity

ApicDeviceTenantContractIdentityContractIdentity

ApicTenantContractSubjectIdentityContractSubjectIdentity

ApicDeviceTenantServiceGraphIdentityServiceGraphIdentity

gen_text_inputProvider Tier
Name

ProviderTier

gen_text_inputConsumerTier
Name

ConsumerTier

gen_text_inputContainerName

ApicDeviceTenantEPGIdentityProviderEPGIdentity

ApicDeviceTenantEPGIdentityConsumerEPGIdentity

ApicTenantL4L7ServiceGraphNodeIdentityServiceGraphNodeIdentity

IPSubnetPoolPolicyLBSubnetPolicyID

gen_text_inputLBSubnetIdentity

gen_text_inputServiceName
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Get L4L7 Device Deployment Info
Summary

Determine if the mgmt ip, mask etc should be used from L4L7 Info wrapper or from deploy workflow.
Description

Determine if the mgmt ip, mask etc should be used from L4L7 Info wrapper or from deploy workflow.
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputMgmt IP

gen_text_inputDeployMgmtIP

gen_text_inputMgmtPort

gen_text_inputDeployMgmtPort

gen_text_inputUserName

gen_text_inputDeployUserName

passwordPassword

passwordDeployPassword

gen_text_inputVMName

gen_text_inputSecondaryVMName

gen_text_inputDeployASAv

gen_text_inputServiceType

gen_text_inputDeviceType

gen_text_inputSecMgmtIP

gen_text_inputDeploySecMgmtIP

gen_text_inputCluster IP From Wrapper

gen_text_inputClusterUserNameFromWrapper

passwordClusterPasswordFromWrapper

gen_text_inputContextAware

gen_text_inputDepVMName

gen_text_inputSecDepVMName

gen_text_inputClusterIP_Deployed

gen_text_inputClusterUserName_Deployed

passwordClusterPassword_Deployed
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Outputs

TypeDescriptionOutput

gen_text_inputManagementIPManagementIP

gen_text_inputManagementPortManagementPort

gen_text_inputUserNameUsername

passwordPasswordUserPassword

gen_text_inputVMNameVirtualMachineName

gen_text_inputSecVirtualMachineNameSecVirtualMachineName

gen_text_inputSecManagementIPSecManagementIP

gen_text_inputAPICServiceTypeAPICServiceType

gen_text_inputClusterIP

gen_text_inputClusterUserName

passwordClusterPassword
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Get LB Server Details
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputIPv46

Ygen_text_inputProvider EPG Identity

Ygen_text_inputService Graph Node Identity

Ygen_text_inputContract Name

Outputs

TypeDescriptionOutput

gen_text_inputlbVserverlbVserver

ApicTenantL4L7ParameterIdentityL4L7 ElementL4L7Element

ApicTenantL4L7ParameterValues
Identity

L4L7 Element Parameter -
lbserver

L4L7ElementParameter

gen_text_inputParam NameParamName

ApicTenantL4L7ParameterValues
Identity

L4L7 Lb Menthod ParameterL4L7LbMenthodParam

ApicTenantL4L7ParameterValues
Identity

L4L7 Persistence Type
Parameter

L4L7PersTypeParam

gen_text_inputLB Server Name Parameter
Value

lbServerParamValue

gen_text_inputlbmethodLBMethodKey

gen_text_inputpersistencetypePersistenceTypeKey

gen_text_inputcookiekeyCookieKey

ApicTenantL4L7ParameterValues
Identity

CookieNameL4L7CookieParam

gen_text_inputL4L7ElementParamSG

ApicTenantL4L7ParameterValues
Identity

L4L7PortParam

gen_text_inputPortKey

ApicTenantL4L7ParameterValues
Identity

L4L7PortParam1

gen_text_inputService Group Binding Folder
Names

SGBindingFoldNames
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TypeDescriptionOutput

gen_text_inputService Graph NameServiceGraphName

gen_text_inputContract NameContractNameOut
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GetACLIdentityToDelete
Summary

Checks and returns ACL identity of the acl to be deleted.
Description

Checks and returns ACL identity of the acl to be deleted.
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputL4L7Identity

gen_text_inputACLName

gen_text_inputACEName

Outputs

TypeDescriptionOutput

BooleanisACLToBeDeletedisACLToBeDeleted

ApicTenantL4L7AclEPGIdentityACL IdentityACLIdentity

ApicTenantL4L7EPGInterface
Identity

InterfaceIdentityInterfaceIdentity

gen_text_inputInBoundACLInBoundACL

gen_text_inputOutBoundACLOutBoundACL
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GetApicContainerACEIdentity
Summary

Generates ACE identity using L4L7Id and ACE Name.
Description

Generates ACE identity using L4L7Id and ACE Name.
Inputs

MandatoryMappable To TypeDescriptionInput

Container L4 L7 ServiceL4L7Id

gen_text_inputACE Name

Outputs

TypeDescriptionOutput

ApicTenantL4L7EPGAceIdentityACEIdentityACEIdentity

gen_text_inputACL NameACLName
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GetL4L7DeviceArmMode
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputServiceType

gen_text_inputMultipleServiceType

gen_text_inputOrigArmMode

Outputs

TypeDescriptionOutput

gen_text_inputCustom_ArmModeCustom_ArmMode
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GetMSPAdminEmailAddresses
Summary

Retrieves MSP Admins for given tenant.
Description

Retrieves MSP Admins for given tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentityTenant

Outputs

TypeDescriptionOutput

email_address_listMSPOrgAdminEmailsMSPOrgAdminEmails
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GetResourceRequirementFromThroughput
Summary

Reterives vCPU and Memory requirement for L4L7 Devices
Description

Reterives vCPU and Memory requirement for L4L7 Devices
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainercontainerId

Outputs

TypeDescriptionOutput

gen_text_inputASAv_vCPUASAv_vCPU

gen_text_inputVPX_vCPUVPX_vCPU

gen_text_inputVPX_MemoryVPX_Memory

gen_text_inputDeploymentOptionDeploymentOption
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GetTargetsForLBParamConfiguration
Summary

This task finds out any existing service chain configuration details.
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerContainer

gen_text_inputArmMode

ApicDeviceTenantEPGIdentityProviderEPG

ApicDeviceTenantContractIdentityAPICContractIdentity

ApicTenantL4L7ServiceGraphNodeIdentityServiceGraphNodeIdentity

gen_text_inputServiceChain

Outputs

TypeDescriptionOutput

gen_text_inputTierToConfigureEPG

ApicDeviceTenantEPGIdentityEPGIdentity

ApicDeviceTenantContractIdentityContractIdentity

ApicTenantL4L7ServiceGraphNodeIdentitySGNodeIdentity

gen_text_inputExistingSNIP

ApicTenantL4L7ServiceGraphNodeIdentityExistingChainedFWNode

ApicTenantL4L7ServiceGraphNodeIdentitySSLSGNodeIdentitySSLSGNodeIdentity

ApicDeviceTenantContractIdentitySSLContractIdentitySSLContractIdentity

ApicTenantL4L7ServiceGraphNodeIdentitySSLExistingFWNode
Identity

SSLExistingFWNodeIdentity
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Get_APICContainerL4L7DefinitionForPrivateNetwork
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService Container

gen_text_inputIndex

Outputs

TypeDescriptionOutput

gen_text_inputTier_1

gen_text_inputTier_2

gen_text_inputServices

gen_text_inputLBServers

gen_text_inputArm_Mode

gen_text_inputIsMultipleServices

gen_text_inputMultiple_Service_Type

gen_text_inputServiceNameServiceName
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Get_APICContainerL4L7ServiceForProtocol
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputService Container

gen_text_inputService Name

Outputs

TypeDescriptionOutput

gen_text_inputProtocol_Type

gen_text_inputPort
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1400

Containers
Get_APICContainerL4L7ServiceForProtocol



IsFWLBSingleArmChainExist
Summary

This task finds out any existing service chain configuration details.
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerContainer

Outputs

TypeDescriptionOutput

gen_text_inputFWLBChainExist
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Trigger APIC Container - DR Site
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputContainer_Name

gen_text_inputContainer_Label

UCSDTenantIdentityTenant

applicationTemplateContainer_template

BooleanConfigure_resource_limit

gen_text_inputMemory

gen_text_inputMaximumStorageLimit

gen_text_inputNo_of_vCPUs

gen_text_inputNoOfHostPerTier

gen_text_inputTiers

gen_text_inputHalf_width_phy_servers

gen_text_inputFull_width_phy_servers

gen_text_inputNetwork_throughput

BooleanEnable_nw_mgmt

BooleanEnable_DR

userGroupUser_group

ServiceContainerPrimaryContainerId

Outputs

TypeDescriptionOutput

serviceRequestIdListSR_List
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Trigger Multiple Container Tier Creation
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerContainer

Ygen_text_inputTenant ID

Ygen_text_inputAPIC Application Profile

YApicDeviceTenantPrivateNetwork
Identity

Container Private Network

Ygen_text_inputTier List

Outputs

TypeDescriptionOutput

serviceRequestIdListSR_List
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Trigger Multiple L4L7 Device Interface Creation
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerContainer

Ygen_text_inputService_Type

Ygen_text_inputTier List

ApicDeviceStaticPathIdentityPhysical Device Static Path Identity

Ygen_text_inputIsASAvHA

Ygen_text_inputIsLBHA

YApicDeviceClusterDevicePackage
Identity

Device Cluster Package Identity

YApicDeviceTenantConcreteDevice
Identity

Concrete Device 1 Identity

YApicDeviceTenantConcreteDevice
Identity

Concrete Device 2 Identity

gen_text_inputDevice Type

gen_text_inputExistingConcreteInterfaceName

ApicDeviceStaticPathIdentitySecPhysicalStaticPath

gen_text_inputSecExistingConcreteInterfaceName

Outputs

TypeDescriptionOutput

serviceRequestIdListSR_List
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Trigger Multiple L4L7 Services
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerService_Container

Ygen_text_inputService_Order_Type

Outputs

TypeDescriptionOutput

serviceRequestIdListSR_List

Cisco UCS Director Task Library Reference, Release 6.7
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Trigger Required Network Devices Configuration
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerContainer

Ygen_text_inputL4L7_Req_Services

Outputs

TypeDescriptionOutput

serviceRequestIdListSR_List

Cisco UCS Director Task Library Reference, Release 6.7
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VPXVMResizeCheck
Summary

Checks if VPX vm resize is needed.
Description

Checks if VPX vm resize is needed.
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputPrimaryVPXVMId

gen_text_inputCpuCount

gen_text_inputMemory

gen_text_inputSecondaryVPXVMId

Outputs

TypeDescriptionOutput

BooleanIS_PRIMARY_VPX_VM_RESIZE_
REQUIRED

IS_PRIMARY_VPX_VM_RESIZE_
REQUIRED

vCPUCountVPX_CPUVPX_CPU

memSizeMBVPX_MEMORYVPX_MEMORY

vmPrimary VPX VMVPX_VM_PRIMARY

vmVPX_VM_SECONDARYVPX_VM_SECONDARY

BooleanIS_SECONDARY_VPX_VM_
RESIZE_REQUIRED

IS_SECONDARY_VPX_VM_
RESIZE_REQUIRED
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Context Mapper Tasks

This chapter contains the following sections:

• Context Mapper: Cloud, on page 1410
• Context Mapper: Initiator Group, on page 1411
• Context Mapper: LUN, on page 1412
• Context Mapper: NetApp Volume, on page 1413
• Context Mapper: UCS Server, on page 1414
• Context Mapper: UCS Service Profile, on page 1415
• Context Mapper: vFiler, on page 1416
• Context Mapper: vFiler Initiator Group, on page 1417
• Context Mapper: vFiler LUN, on page 1418
• Context Mapper: vFiler Volume, on page 1419
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Context Mapper: Cloud
Summary

Sets up the context for Cloud
Description

Context Mappers are required in order to map a workflow to a component in the form of an action. To
map a workflow, the corresponding context mapper task needs to be added to the workflow at the
beginning, in this case to a Cloud. Then under Context Workflow Mapping, select the component and
add the newly created workflow to it by giving it an action label. This action label appears as an action
when the component is selected. Click this action to execute the workflow that the component was
mapped to. Output of this task is the cloud identity.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

CloudIdentityIdentity of the CloudOUTPUT_CLOUD_IDENTITY
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Context Mapper: Initiator Group
Summary

Context Mapper for the a Initiator Group
Description

Context Mappers are required in order to map a workflow to a component in the form of an action. To
map a workflow, the corresponding context mapper task needs to be added to the workflow at the
beginning, in this case to a Initiator Group. Then under ContextWorkflowMapping, select the component
and add the newly created workflow to it by giving it an action label. This action label appears as an
action when the component is selected. Click this action to execute the workflow that the component
was mapped to.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

iGroupIdentityIdentity of the iGroupOUTPUT_IGROUP_IDENTITY
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Context Mapper: LUN
Summary

Context Mapper for a LUN
Description

Context Mappers are required in order to map a workflow to a component in the form of an action. To
map a workflow, the corresponding context mapper task needs to be added to the workflow at the
beginning, in this case to a LUN. Then under Context Workflow Mapping, select the component and
add the newly created workflow to it by giving it an action label. This action label appears as an action
when the component is selected. Click this action to execute the workflow that the component was
mapped to.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

lunNameName of the LUNLUN

datacenterNameName of the DatacenterDATACENTER

accountNameName of the Infrastructure AccountINFRASTRUCTURE_
ACCOUNT

gen_text_inputName of the Physical FilerFILER_NAME

lunIdentityIdentity of the LUNLUN_IDENTITY
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Context Mapper: NetApp Volume
Summary

Context Mapper for the a NetApp Volume
Description

Context Mappers are required in order to map a workflow to a component in the form of an action. To
map a workflow, the corresponding context mapper task needs to be added to the workflow at the
beginning, in this case to a NetAppVolume. Then under ContextWorkflowMapping, select the component
and add the newly created workflow to it by giving it an action label. This action label appears as an
action when the component is selected. Click this action to execute the workflow that the component
was mapped to.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

datacenterNameName of the DatacenterDATACENTER

accountNameName of the Infrastructure AccountINFRASTRUCTURE_ACCOUNT

aggregateName of the Aggregate on which given
entity exists

AGGREGATE_NAME

gen_text_inputName of the Physical FilerFILER_NAME

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_IDENTITY
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Context Mapper: UCS Server
Summary

Set up the context for a UCS server.
Description

This task sets up the context for a UCS server. Context Mappers map a workflow to a component in the
form of an Action. To map a workflow, add the corresponding context mapper task to the workflow at
the beginning, in this case to a UCS server. Then under ContextWorkflowMapping, select the component
and add the newly created workflow to it by giving it an action label. This action label appears as an
Action when the component is selected. Click this Action to execute the workflow that the component
is mapped to. Outputs of this task are Account name and the server domain name (DN).

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY
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Context Mapper: UCS Service Profile
Summary

Set up the context for a UCS service profile.
Description

This task sets up the context for a UCS service profile. Context Mappers map a workflow to a component
in the form of an Action. To map a workflow, add the corresponding context mapper task to the workflow
at the beginning, in this case to a UCS service profile. Then under Context Workflow Mapping, select
the component and add the newly created workflow to it by giving it an action label. This action label
appears as an Action when the component is selected. Click this Action to execute the workflow that the
component is mapped to. Outputs of this task are the account name and the server domain name (DN).

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY
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1415

Context Mapper Tasks
Context Mapper: UCS Service Profile



Context Mapper: vFiler
Summary

Context Mapper for a vFiler
Description

Context Mappers are required in order to map a workflow to a component in the form of an action. To
map a workflow, the corresponding context mapper task needs to be added to the workflow at the
beginning, in this case to a vFiler. Then under Context Workflow Mapping, select the component and
add the newly created workflow to it by giving it an action label. This action label appears as an action
when the component is selected. Click this action to execute the workflow that the component was
mapped to.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Context Mapper: vFiler Initiator Group
Summary

Context Mapper for the a vfiler Initiator Group
Description

Context Mappers are required in order to map a workflow to a component in the form of an action. To
map a workflow, the corresponding context mapper task needs to be added to the workflow at the
beginning, in this case to a vfiler Initiator Group. Then under Context Workflow Mapping, select the
component and add the newly created workflow to it by giving it an action label. This action label appears
as an action when the component is selected. Click this action to execute the workflow that the component
was mapped to.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

vFilerIGroupIdentityIdentity of the vFiler Initiator GroupOUTPUT_VFILER_IGROUP_
IDENTITY
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Context Mapper: vFiler LUN
Summary

Context Mapper for a vfiler LUN
Description

Context Mappers are required in order to map a workflow to a component in the form of an action. To
map a workflow, the corresponding context mapper task needs to be added to the workflow at the
beginning, in this case to a vFiler LUN. Then under Context Workflow Mapping, select the component
and add the newly created workflow to it by giving it an action label. This action label appears as an
action when the component is selected. Click this action to execute the workflow that the component
was mapped to.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

vFilerLUNIdentityIdentity of the vFiler LUNOUTPUT_VFILER_LUN_IDENTITY
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Context Mapper: vFiler Volume
Summary

Context Mapper for the a vfiler Volume
Description

Context Mappers are required in order to map a workflow to a component in the form of an action. To
map a workflow, the corresponding context mapper task needs to be added to the workflow at the
beginning, in this case to a vfiler Volume. Then under ContextWorkflowMapping, select the component
and add the newly created workflow to it by giving it an action label. This action label appears as an
action when the component is selected. Click this action to execute the workflow that the component
was mapped to.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

vFilerVolumeIdentityIdentity of the vFiler VolumeOUTPUT_VFILER_VOLUME_
IDENTITY
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Custom - EMC VNX Tasks

This chapter contains the following sections:

• Associate VNX LUN as Datastore - 2015-01-26, on page 1422
• Custom Associate VNX LUN as Datastore, on page 1423
• Get Datastore List, on page 1424
• Get HLU Lun Datastore List, on page 1425
• Get Journal HLU LUN List, on page 1426
• Get Replication Set List, on page 1427
• Map Hosts to VNX Storage Group, on page 1428
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Associate VNX LUN as Datastore - 2015-01-26
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_StorageProcessor
Identity

Select storage processor.Select Storage Processor

Ygen_text_inputEnter a new data store name.Data store Name

Ygen_text_inputSelect a hostnode to create data
store.

Select Host Node

gen_text_inputSelect the type.Initiator Type

YemcLUNIdentitySelect LUN name to associate with
data store.

LUN Name

vDCSelect vDC to assign storage policy.VDC Name

YemcVnxMountDatastore
SuccessCriteria

Select an option from list to pass
the task

Success Criteria

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME

vmwareMultiDatastoreIdentityOUTPUT_VMWARE_DATASTORE_
IDENTITY

vmwareDatacenterNameOUTPUT_VMWARE_DATACENTER_NAME

vmwareDatastoreClusterIdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY
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Custom Associate VNX LUN as Datastore
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_StorageProcessor
Identity

Select storage processor.Select Storage Processor

Ygen_text_inputEnter a new data store name.Data store Name

Ygen_text_inputSelect a hostnode to create data
store.

Select Host Node

gen_text_inputSelect the type.Initiator Type

YemcLUNIdentitySelect LUN name to associate with
data store.

LUN Name

vDCSelect vDC to assign storage policy.VDC Name

YemcVnxMountDatastore
SuccessCriteria

Select an option from list to pass
the task

Success Criteria

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME

vmwareMultiDatastoreIdentityOUTPUT_VMWARE_DATASTORE_
IDENTITY

vmwareDatacenterNameOUTPUT_VMWARE_DATACENTER_NAME

vmwareDatastoreClusterIdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY
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Get Datastore List
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputLUN Count

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_DSNAME_LIST
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Get HLU Lun Datastore List
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputLUN Count

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_HLU_LIST

gen_text_inputOUTPUT_LUN_LIST

gen_text_inputOUTPUT_DSNAME_LIST

gen_text_inputOUTPUT_HOST_HLU_LIST
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Get Journal HLU LUN List
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputLUN Count

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_HLU_LIST

gen_text_inputOUTPUT_LUN_LIST
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Get Replication Set List
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCount

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_REPLICATION_SET_LIST
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Map Hosts to VNX Storage Group
Summary

Map Hosts to VNX Storage Group
Description

This task is used to map(associate) VNX hosts to Storage Group. If any of the host is already mapped
to storage group,only those hosts will be ignored; rest of the hosts will be added to new Storage group
with the given storage group name. It retuns storage group identity of all the hosts including the new one
if it is created.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentitySelect name of the EMC Account in
this system

Select EMC Account

gen_text_inputEnter Storage Group NameStorage Group

YemcHostIdentitySelect Hosts to add them to Storage
Group

Hosts

Outputs

TypeDescriptionOutput

emcStorageGroupIdentityStorage Group IdentityOUTPUT_STORAGE_GROUP_
INDENTITY
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Custom - VMware Host Tasks

This chapter contains the following sections:

• Create Datastore Cluster - 2015-02-04, on page 1430
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Create Datastore Cluster - 2015-02-04
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameSelect the cloud name to create
Datastore cluster.

Account Name

Ygen_text_inputEnter Datastore Cluster NameDatastore Cluster Name

YvmwareDatacenterNameSelect the Datacenter name.Datacenter Name

YvmwareMultiDatastore
Identity

Select the datastoresDatastores

YVMwareEnableStorageDRSEnable Storage DRSEnable Storage DRS

YVMwareEnableIO_METRICEnable I/O metric for SDRS
Recommendations

Enable I/O metric for
SDRS Recommendations

YvmwareStorage
DRSAutomationLevel

Select the Automation LevelAutomation Level

Ygen_text_inputStorage DRS ThresholdsUtilized Space(%)

Ygen_text_inputStorage DRS ThresholdsI/O Latency(ms)

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareDatastoreCluster
Name

Datastore Cluster NameOUTPUT_DATASTORE_CLUSTER_
NAME

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY

gen_text_inputOUTPUT_CREATE_CLUSTER
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Custom - Virtual SAN Tasks

This chapter contains the following sections:

• Check Host SSH Connectivity, on page 1432
• Check VM Count, on page 1433
• Check VMs Powered Off on Host, on page 1434
• DVSwitch Check Task, on page 1435
• Get Account,Datacenter and Cluster from Cluster Identity, on page 1436
• Get Account,Datacenter,ClaimDiskMode and Cluster from Cluster Identity, on page 1437
• Get DVPortGroup from DVSwitch, on page 1438
• Get DVSwitch Virtual Adapters for VMware Host, on page 1439
• Get DVSwitch and DV PortGroup, on page 1440
• Get DVSwitch from VMware Host, on page 1441
• Get Datacenter And Account From Datacenter Identity, on page 1442
• Get Host Node Multi Selector From Host Node Identity, on page 1443
• Get HostNode Identity, on page 1444
• Get PXE Boot ID from VMware Host, on page 1445
• Get Service Profile Identity from VMware Host, on page 1446
• Get VLAN From IPPool Policy, on page 1447
• Get VMware Host from Cluster, on page 1448
• Get and validate VMware Host from Cluster, on page 1449
• HA Enable Check, on page 1450
• vMotionDvPortGroup Check Task, on page 1451
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Check Host SSH Connectivity
Summary

Checks SSH connectivity of Host with provided user ID and password
Description

Checks SSH connectivity of Host with provided user ID and password
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputHosts

gen_text_inputHost User Id

passwordHost Password

Outputs

No Outputs
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Check VM Count
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputAccount Name

Ygen_text_inputHost

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_HOST_IP
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Check VMs Powered Off on Host
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputAccount Name

Ygen_text_inputHost

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_HOST_IP
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DVSwitch Check Task
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

VMwareDVSwitchIdentityDVSwitch

Outputs

TypeDescriptionOutput

VMwareDVSwitchIdentityDVSwitch MandatoryDVSwitchMandatory
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Get Account,Datacenter and Cluster from Cluster Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster

Outputs

TypeDescriptionOutput

gen_text_inputVMWARE_ACCOUNT_NAMEVMWARE_ACCOUNT_NAME

datacenterNameDATACENTER_NAMEDATACENTER_NAME

gen_text_inputCLUSTER_NAMECLUSTER_NAME

vmwareClusterIdentityCLUSTER_IDENTITYCLUSTER_IDENTITY

vsanVMwareDatacenterIdentityDATACENTER_IDENTITYDATACENTER_IDENTITY

VMWareClaimDiskModeListCLAIM_DISK_MODECLAIM_DISK_MODE
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Get Account,Datacenter,ClaimDiskMode and Cluster from
Cluster Identity

Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster

Outputs

TypeDescriptionOutput

gen_text_inputVMWARE_ACCOUNT_NAMEVMWARE_ACCOUNT_NAME

datacenterNameDATACENTER_NAMEDATACENTER_NAME

gen_text_inputCLUSTER_NAMECLUSTER_NAME

vmwareClusterIdentityCLUSTER_IDENTITYCLUSTER_IDENTITY

vsanVMwareDatacenterIdentityDATACENTER_IDENTITYDATACENTER_IDENTITY

VMWareClaimDiskModeListCLAIM_DISK_MODECLAIM_DISK_MODE
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Get DVPortGroup from DVSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVSwitchIdentityDVSwitch Identity

Outputs

TypeDescriptionOutput

VMwareDVPortgroupIdentityOUTPUT_DVPORTGROUP_IDENTITY1

VMwareDVPortgroupIdentityOUTPUT_DVPORTGROUP_IDENTITY2

VMwareDVPortgroupIdentityOUTPUT_DVPORTGROUP_IDENTITY3

VMwareDVPortgroupIdentityOUTPUT_DVPORTGROUP_IDENTITY4
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Get DVSwitch Virtual Adapters for VMware Host
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputAccount

gen_text_inputHost

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_VIRTUAL_ADAPTERS
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Get DVSwitch and DV PortGroup
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

VMwareDVSwitchIdentityDVSwitch

VMwareDVSwitchIdentitynewDVSwitch

VMwareDVPortgroupIdentityVirtual SAN Portgroup

VMwareDVPortgroupIdentitynew Virtual SAN Portgroup

VMwareDVPortgroupIdentitynioc Virtual SAN Portgroup

uplinkPortGroupLovListDVSwitch Uplink PortGroup

uplinkPortGroupLovListnioc DVSwitch Uplink PortGroup

VMwareDVPortgroupIdentityexisting VMotion Portgroup

VMwareDVPortgroupIdentitynioc VMotion Portgroup

Outputs

TypeDescriptionOutput

dvSwitchNameOUTPUT_DVSwitch

VMwareDVPortgroupIdentityOUTPUT_VirtualSANPortGroup

uplinkPortGroupLovListOUTPUT_DVSwitchUplinkPortGroup
Mandatory

VMwareDVPortgroupIdentityOUTPUT_VMotionPortgroup
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Get DVSwitch from VMware Host
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputAccount Name

gen_text_inputHost

Outputs

TypeDescriptionOutput

VMwareDVSwitchIdentityOUTPUT_DVSWITCH_IDENTITY

gen_text_inputOUTPUT_HOST_IP
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Get Datacenter And Account From Datacenter Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputDatacenter

Outputs

TypeDescriptionOutput

datacenterNameDatacenter NameDatacenterName

vmwareAccountNameAccount NameAccountName
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Get Host Node Multi Selector From Host Node Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHostIdentity

Outputs

TypeDescriptionOutput

vmwareHostMultiSelectVmware Host Node Multi SelectorHostNodeMultiSelector
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Get HostNode Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

vmwareHostorClusterselect Host/Cluster

gen_text_inputVMware HostNode Identity

Outputs

TypeDescriptionOutput

vmwareHostNodeIdentityOUTPUT_HOSTNODE_IDENTITY
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Get PXE Boot ID from VMware Host
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHost

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_PXE_BOOT_ID
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Get Service Profile Identity from VMware Host
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPod Name

Ygen_text_inputHost

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityOUTPUT_SERVICE_PROFILE_IDENTITY

vmwareAccountNameOUTPUT_VMWARE_ACCOUNT_NAME

ucsAccountIdentityOUTPUT_UCSM_ACCOUNT_NAME

Cisco UCS Director Task Library Reference, Release 6.7
1446

Custom - Virtual SAN Tasks
Get Service Profile Identity from VMware Host



Get VLAN From IPPool Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputIpPoolPolicy

Outputs

TypeDescriptionOutput

vlanIDVlanId
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Get VMware Host from Cluster
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareClusterIdentityVMware Cluster

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_HOST_IP

vsanHostNodeIdentityOUTPUT_VSAN_HOST_NODE_IDENTITY

VMwareDVSwitchIdentityOUTPUT_VMWARE_DVSWITCH_IDENTITY
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Get and validate VMware Host from Cluster
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

vmwareClusterIdentityCluster

vsanHostNodeIdentityHost

Ygen_text_inputminimumHostNodes

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_HOST_IP
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HA Enable Check
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvsanClusterCluster

Outputs

TypeDescriptionOutput

vmwareClusterIdentityCLUSTER_IDENTITYCLUSTER_IDENTITY

BooleanHA_CURRENT_VALUEHA_CURRENT_VALUE

gen_text_inputHOST_ISOLATION_RESPONSEHOST_ISOLATION_RESPONSE

gen_text_inputDATASTORE_HEARTBEATDATASTORE_HEARTBEAT

gen_text_inputVM_MONITORINGVM_MONITORING

BooleanADMISSION_CONTROLADMISSION_CONTROL

gen_text_inputHOST_MONITORINGHOST_MONITORING

BooleanHA_ROLLBACK_VALUEHA_ROLLBACK_VALUE
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vMotionDvPortGroup Check Task
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

VMwareDVPortgroupIdentityvMotionPortGroup

VMWareIPPoolPolicyvMotionIPPoolPolicy

Outputs

TypeDescriptionOutput

VMwareDVPortgroupIdentityvMotion PortGroup
Mandatory

vMotionPortGroupMandatory

VMWareIPPoolPolicyvMotionIPPoolPolicyMandatory
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Custom Approval Tasks

This chapter contains the following sections:

• CustomApproval_UserAck, on page 1454
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CustomApproval_UserAck
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

When Disable Rollback is
enabled, the approval task will
not be run during service
request rollback

The checkbox should be enabled, if
approval required from Group

Approval required from
Groups

YuserGroupGroup ID of the user who should
approve the request

User Group ID

Ycuic_multi_user_IDUser ID of the user who should
approve the request

Approver ID

ApprovalRequired
FromAllUsers

The checkbox should be enabled, if
approval required from all the users.
Else, any one user approval is enough

Approval required from all the
users

YresendMailCountNumber of reminder emails to be sentNumber of Approval Request
Reminders

YreminderIntervalTime interval to send the next
approval request reminder email

Reminder Intervals (Hours)

Outputs

No Outputs
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Custom tasks

This chapter contains the following sections:

• ACL Entry SRC and DEST Operator, on page 1457
• Add VMkernel Interfaces (custom), on page 1458
• Allocate Network To Tiers, on page 1459
• BroadcastDomain_CLI, on page 1460
• Configured Email, on page 1461
• DNS Server, on page 1462
• Form Hyper-V Subent Identity, on page 1463
• Get Bridge Domain Identity, on page 1464
• Get Details From Container, on page 1465
• Get EPG Identity From Container Tier, on page 1466
• Get External Network From Container, on page 1467
• Get Free IP and MASK From Subnet, on page 1468
• Get Interface Info For Tier, on page 1469
• Get Journal Copy, on page 1470
• Get L4L7 LB Service Primary IP, on page 1471
• Get L4L7 Service Definition For Private Network, on page 1472
• Get LB Cluster IP Pool, on page 1473
• Get Network And Bridge Domains From Container, on page 1474
• Get Port For Add Servers, on page 1475
• Get Recoverpoint ReplicationSet, on page 1476
• Get Tier Names for L4L7 Service, on page 1477
• Get VNX Lun Identity From Lun List, on page 1478
• Is Bridge Domain Exist, on page 1479
• Is Service Graph Exist, on page 1480
• Iterator Task, on page 1481
• LoadBalancing Logical Interface Types, on page 1482
• Mail Setup, on page 1483
• Modify L4-L7 Folder Name, on page 1484
• NTP Server, on page 1485
• Onboarding Lookup, on page 1486
• RP Journal Storage Assignment, on page 1489
• Select Locale , on page 1490
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• Service Graph Provider, on page 1491
• Trigger L4L7 Inventory, on page 1492
• VNX Storage Assignment, on page 1493
• isPrivateNetworkCreatedOnTenantOnBoard, on page 1494
• Get APIC Static Path Type, on page 1495
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ACL Entry SRC and DEST Operator
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputProtocol

gen_text_inputSource Port Range

gen_text_inputSource Operator

gen_text_inputDestination Port Range

gen_text_inputDestination Operator

Outputs

TypeDescriptionOutput

gen_text_inputSRC_OPERATOR

gen_text_inputDEST_OPERATOR
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Add VMkernel Interfaces (custom)
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareHostorClusterSelect the Host/Cluster to perform
operation on.

Select Host/Cluster

YvmwareClusterIdentitySelect the Cluster, to create the new
VM Kernel PortGroup on hosts in
cluster.

Select Cluster

YvmwareHostNodeIdentitySelect the Host name to create the new
VM Kernel PortGroup.

Select Host Nodes

YVMwareDVPortgroup
Identity

Select the dvPortGroup to create the
new VM Kernel PortGroup.

DVPortGroup Name

Ygen_text_inputSelect the network type.Network Type

YIpSubnetInIPSubnetPool
PolicyIdentity

IP SubnetIP Subnet

gen_text_inputEnter MTU Size From 1280 to 9000
Range.

MTU Size

BooleanEnable vMotionEnable vMotion

Outputs

TypeDescriptionOutput

gen_text_inputComma Separated IP Addresses allocated from
Subnet

IpAddress
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Allocate Network To Tiers
Summary

Allocate network to tiers
Description

(Topology Specific Task)This task allocates network to tiers.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

TypeDescriptionOutput

ApicDeviceTenant
Identity

APIC Container Tenant IDOUTPUT_CONTAINER_TENANT_
ID

gen_text_inputApplication Container Group IDOUTPUT_CONTAINER_GROUPID

gen_text_inputApplication Container NameOUTPUT_CONTAINER_NAME

gen_text_inputApplication Container Tier ListOUTPUT_APIC_CONTAINER_
TIER_LIST

gen_text_inputApplication Container L4L7
Definition Count

OUTPUT_APIC_CONTAINER_
L4L7DEF_COUNT

gen_text_inputEnable Network ManagementOUTPUT_ENABLE_NETWORK_
MANAGEMENT

gen_text_inputContainer required L4-L7 ServicesOUTPUT_L4L7_REQUIRED_
SERVICES

gen_text_inputFlag for whether to configure
L4-L7 Services

OUTPUT_FLAG_L4L7_REQUIRED

gen_text_inputFlag for whether to configure
Disaster Recovery

OUTPUT_FLAG_DR_REQUIRED

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_IDENTITY

gen_text_inputPrivate Network NameOUTPUT_PRIVATE_NETWORK_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Custom tasks
Allocate Network To Tiers



BroadcastDomain_CLI
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputBroadcast Domain Name

netappClusterAllPortsIdentityPort1

netappClusterAllPortsIdentityPort2

netappClusterAllPortsIdentityPort3

netappClusterAllPortsIdentityPort4

gen_text_inputMTU

Outputs

TypeDescriptionOutput

gen_text_inputBroadcastDomainCLI

Cisco UCS Director Task Library Reference, Release 6.7
1460

Custom tasks
BroadcastDomain_CLI



Configured Email
Summary

This Page allows user to configure administrator email-id.
Description

Specify your email address to receive notification and approval messages from Cisco UCS Director.
Inputs

MandatoryMappable To TypeDescriptionInput

Configured Administrator Email ID:

Modify Administrator Email ID

Ygen_text_inputAdministrator Email ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1461

Custom tasks
Configured Email



DNS Server
Summary

This Page configure the DNS servers and Update the DNS Servers details.
Description

Configure one or more DNS servers for Cisco UCS Director.
Inputs

MandatoryMappable To TypeDescriptionInput

DNS Server(s) :

Modify DNS Servers

Ygen_text_inputDNS Servers

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1462

Custom tasks
DNS Server



Form Hyper-V Subent Identity
Summary
Description

Inputs: LOGICAL_NETWORK_DEF_IDENTITY SUBNET_WITH_CIDR_SIGNATURE Output:
HYPER_V_SUBNET_IDENTITY =
[LOGICAL_NETWORK_DEF_IDENTITY];[SUBNET_WITH_CIDR_SIGNATURE]

Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputLogical Network Definition Identity

gen_text_inputSubnet With CIDR Signature

Outputs

TypeDescriptionOutput

hypervIpSubnetFromSiteIDentityHYPERV_IPSUBNET_FROM_SITE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1463

Custom tasks
Form Hyper-V Subent Identity



Get Bridge Domain Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputBridgeDomain1

gen_text_inputBridgeDomain2

gen_text_inputIsBridgeDomainExist

Outputs

TypeDescriptionOutput

ApicDeviceTenantBridgeDomainIdentityBDIdentityBDIdentity

Cisco UCS Director Task Library Reference, Release 6.7
1464

Custom tasks
Get Bridge Domain Identity



Get Details From Container
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerService Container

Outputs

TypeDescriptionOutput

gen_text_inputApplication ProfileapplicationProfile

ApicDeviceTenantPrivateNetwork
Identity

Private Network IdentitypNetworkIdentity

gen_text_inputPrivate Network NameprivateNetworkName

Cisco UCS Director Task Library Reference, Release 6.7
1465

Custom tasks
Get Details From Container



Get EPG Identity From Container Tier
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerService Container

gen_text_inputTier Name

Outputs

TypeDescriptionOutput

ApicDeviceTenantEPGIdentityEPG IdentityOUTPUT_EPG_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1466

Custom tasks
Get EPG Identity From Container Tier



Get External Network From Container
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService Container

Outputs

TypeDescriptionOutput

ApicDeviceExternalNetworkInOutside
NetworkIdentity

External Network IdentityextNetworkIdentity

ApicDeviceTenantL3OutIdentityExternal Routed Network Identityl3OutIdentity

Cisco UCS Director Task Library Reference, Release 6.7
1467

Custom tasks
Get External Network From Container



Get Free IP and MASK From Subnet
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSubnet ID

Outputs

TypeDescriptionOutput

gen_text_inputIP_ADDRESS

gen_text_inputIP_MASK

Cisco UCS Director Task Library Reference, Release 6.7
1468

Custom tasks
Get Free IP and MASK From Subnet



Get Interface Info For Tier
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService_Container

Ygen_text_inputTier List

Ygen_text_inputTier

gen_text_inputService_Type

Outputs

TypeDescriptionOutput

gen_text_inputInterface_Index

ApicDevicePackageInterface
Identity

InterfaceType

gen_text_inputConcrete_Interface_Name

gen_text_inputLogical_Interface_Name

gen_text_inputFailover Link Interface IndexLink_Interface_Index

ApicDevicePackageInterface
Identity

Failover Link Interface TypeLink_Interface_Type

gen_text_inputFailover link concrete device
interface name

Link_Concrete_Interface_Name

gen_text_inputFailover Link Logical Interface
Name

Link_Logical_Interface_Name

gen_text_inputEnable Stateful FailoverhaType

Cisco UCS Director Task Library Reference, Release 6.7
1469

Custom tasks
Get Interface Info For Tier



Get Journal Copy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

RecoverPointConsistencyGroupCopy
Identity

Primary Production Copy

RecoverPointConsistencyGroupCopy
Identity

Secondary Production Copy

RecoverPointConsistencyGroupCopy
Identity

Existing Primary Production Copy

RecoverPointConsistencyGroupCopy
Identity

Existing Secondary Production
Copy

BooleanIs Primary

BooleanIs Update Tenant

RecoverPointConsistencyGroupIdentityExisting Consistency Group Name

RecoverPointConsistencyGroupIdentityNew Consistency Group

Outputs

TypeDescriptionOutput

RecoverPointConsistencyGroupCopyIdentityjournalCGCopyIdentity

RecoverPointConsistencyGroupCopyIdentitysecondaryCGCopy

RecoverPointConsistencyGroupIdentityconsistencyGroupIdentity

Cisco UCS Director Task Library Reference, Release 6.7
1470

Custom tasks
Get Journal Copy



Get L4L7 LB Service Primary IP
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService Container

ApicDeviceTenantEPGIdentityEPG

gen_text_inputConsumer Tier

gen_text_inputProvider Tier

Outputs

TypeDescriptionOutput

gen_text_inputPRIMARY_MGMT_IP

Cisco UCS Director Task Library Reference, Release 6.7
1471

Custom tasks
Get L4L7 LB Service Primary IP



Get L4L7 Service Definition For Private Network
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerService Container

Outputs

TypeDescriptionOutput

gen_text_inputService NamesServiceNames

Cisco UCS Director Task Library Reference, Release 6.7
1472

Custom tasks
Get L4L7 Service Definition For Private Network



Get LB Cluster IP Pool
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentityTenant Name

YApicDeviceTenantPrivateNetwork
Identity

Private Network Name

Outputs

TypeDescriptionOutput

IPPoolPolicypolicyId

Cisco UCS Director Task Library Reference, Release 6.7
1473

Custom tasks
Get LB Cluster IP Pool



Get Network And Bridge Domains From Container
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerService Container

Outputs

TypeDescriptionOutput

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_
IDENTITY

gen_text_inputBridge Domain NamesBRIDGE_DOMAIN_NAMES

Cisco UCS Director Task Library Reference, Release 6.7
1474

Custom tasks
Get Network And Bridge Domains From Container



Get Port For Add Servers
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputPort From User

gen_text_inputPort

Outputs

TypeDescriptionOutput

gen_text_inputPORT

Cisco UCS Director Task Library Reference, Release 6.7
1475

Custom tasks
Get Port For Add Servers



Get Recoverpoint ReplicationSet
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputReplication Set List

Ygen_text_inputCounter

Outputs

TypeDescriptionOutput

RecoverPointReplicationSetIdentityReplicationSetIdentity

Cisco UCS Director Task Library Reference, Release 6.7
1476

Custom tasks
Get Recoverpoint ReplicationSet



Get Tier Names for L4L7 Service
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerService Container

Ygen_text_inputService Name

Outputs

TypeDescriptionOutput

gen_text_inputTier_1

gen_text_inputTier_2

Cisco UCS Director Task Library Reference, Release 6.7
1477

Custom tasks
Get Tier Names for L4L7 Service



Get VNX Lun Identity From Lun List
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputLun Identity

Outputs

TypeDescriptionOutput

emcLUNIdentityvnxLunIdentity

Cisco UCS Director Task Library Reference, Release 6.7
1478

Custom tasks
Get VNX Lun Identity From Lun List



Is Bridge Domain Exist
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentityTenant Name

Ygen_text_inputBridge Domain Name

Outputs

TypeDescriptionOutput

gen_text_inputyes_or_noIS_BRIDGE_DOMAIN_EXIST

ApicDeviceTenantBridgeDomain
Identity

OUTPUT_TENANT_BRIDGE_DOMAIN_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1479

Custom tasks
Is Bridge Domain Exist



Is Service Graph Exist
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentityTenant

gen_text_inputService Graph Name

Outputs

TypeDescriptionOutput

ApicDeviceTenantServiceGraphIdentityEXISTING_SERVICE_GRAPH_IDENTITY

ApicTenantL4L7ServiceGraphNode
Identity

EXISTING_SERVICE_GRAPH_NODE_
IDENTITY

gen_text_inputIS_SERVICE_GRAPH_EXIST

Cisco UCS Director Task Library Reference, Release 6.7
1480

Custom tasks
Is Service Graph Exist



Iterator Task
Summary

provides iteration counter.
Description
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

gen_text_inputcounter

Cisco UCS Director Task Library Reference, Release 6.7
1481

Custom tasks
Iterator Task



LoadBalancing Logical Interface Types
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

ApicDevicePackageInterfaceIdentityinsideinside

ApicDevicePackageInterfaceIdentityoutsideoutside

Cisco UCS Director Task Library Reference, Release 6.7
1482

Custom tasks
LoadBalancing Logical Interface Types



Mail Setup
Summary

This page Configure the SMTP Mail Settings in UCSM.
Description

Set up the SMTP mail server for all outgoing emails from Cisco UCS Director.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSMTP Server

Ygen_text_inputSMTP Port

Ygen_text_inputOutgoing Email Address

Ygen_text_inputIP Address of this system that
is running the Cisco UCS
Director Platform.

System IP Address

gen_text_inputSMTP User

passwordSMTP Password

Select this check box to test the
current email server settings

Send Test Email

Ygen_text_inputTest Email Address

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1483

Custom tasks
Mail Setup



Modify L4-L7 Folder Name
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantEPGIdentityEPG

YApicTenantL4L7ServiceGraphNodeIdentityNode

YApicDeviceTenantContractIdentityContract

Ygen_text_inputVIP IP

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1484

Custom tasks
Modify L4-L7 Folder Name



NTP Server
Summary

This Page configure the NTP servers and Update the NTP Servers details.
Description

Configure one or more NTP servers for Cisco UCS Director.
Inputs

MandatoryMappable To TypeDescriptionInput

NTP Server(s) :

Modify NTP Servers

Ygen_text_inputNTP Servers

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1485

Custom tasks
NTP Server



Onboarding Lookup
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputTenant Name

YrgTenantProfileIdentityTenant profile Name

YServiceOfferingNameService Offering

Ygen_text_inputNetwork Names

gen_text_inputTenant Description

gen_text_inputTenant Admin Username

passwordTenant Admin Password

gen_text_inputTenant Admin Email Id

YvmwareHostorClusterType

gen_text_inputNo. VDCs

Ygen_text_inputMax Number of Subnet

Ygen_text_inputMax Number of tiers per VDC

BooleanWith Automatic
Datastore selection

Automatic

option Datastore and
Datastore cluster will
be selected from
VMWare ESXi
Cluster

vmwareClusterIdentityVMware Generic Cluster

vmwareMultiDatastoreIdentityMulti Datastore Identity

vmwareMultiDatastoreCluster
Identity

Multi Datastore Cluster Identity

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_PRIVATE_NETWORK_NAMES

gen_text_inputTENANT_AVAILABLE

gen_text_inputRESOURCEGROUP_NAME

TenantResourceGroupIdentityOUTPUT_RESOURCEGROUP_IDENTITY

gen_text_inputOUTPUT_TENANT_NO_OF_SUBNET

Cisco UCS Director Task Library Reference, Release 6.7
1486

Custom tasks
Onboarding Lookup



TypeDescriptionOutput

gen_text_inputRESOURCE_POOL_CPU_RESERVATION_IN_
MHz

ApicDeviceIdentityAPIC_ACCOUNT

vmwareClusterIdentityOUTPUT_VMWARE_CLUSTER_IDENTITY

vmwareAccountNameVMWARE_ACCOUNT_NAME

gen_text_inputRESOURCE_POOL_NAME

gen_text_inputVMWARE_PARENT_RESOURCE_POOL_
IDENTITY

vmwareResourcePoolIdentityRESOURCE_POOL_IDENTITY

vmwareHostNodeIdentityVMWARE_HOSTNODE_IDENTITY

vmwareHostMultiSelectVMWARE_MULTI_HOST_IDENTITY

vmwareHostMultiSelectSTORAGE_MULTI_HOST_IDENTITY

datacenterNameVMWARE_DATACENTER_NAME

VMwareDVSwitchIdentityOUTPUT_VMWARE_DV_SWITCH_NAME

uplinkPortGroupLovListVMWARE_UPLINK_PORT

ApicDomainProfileIdentityOUTPUT_VMM_DOMAIN_PROFILE_
IDENTITY

ApicDeviceTenantIdentityTENANT_IDENTITY

gen_text_inputGROUP_ID

gen_text_inputTENANT_NAME

gen_text_inputTENANT_DESCRIPTION

gen_text_inputMSP_ADMIN_USER_NAME

passwordMSP_ADMIN_PASSWORD

gen_text_inputMSP_ADMIN_EMAIL

vmwareHostorClusterVMWARE_HOST_OR_CLUSTER

ApicDeviceDPCStaticPathIdentityTENANT_EPG_DPC_STATIC_PATH1

ApicDeviceDPCStaticPathIdentityTENANT_EPG_DPC_STATIC_PATH2

ApicPhysicalDomainIdentityPHYSICAL_DOMAIN_IDENTITY

IPSubnetPoolPolicyOUTPUT_IP_SUBNET_POOL_POLICY

IPSubnetPoolPolicyOUTPUT_LOOP_BACK_IP_POOL_POLICY

ApicVlanPoolIdentityOUTPUT_L2_VLAN_POOL

gen_text_inputOUTPUT_L3_VLAN_POOL

ApicFabricNodeIdentityOUTPUT_NODE1_IDENTITY

ApicFabricNodeIdentityOUTPUT_NODE2_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1487

Custom tasks
Onboarding Lookup



TypeDescriptionOutput

ServiceOfferingNameSERVICE_OFFERING

rgTenantProfileIdentityOUTPUT_TENANT_PROFILE_IDENTITY

vmwareMultiDatastoreIdentityOUTPUT_MULTI_DATASTORE_IDENTITY

vmwareMultiDatastoreClusterIdentityOUTPUT_MULTI_DATASTORE_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1488

Custom tasks
Onboarding Lookup



RP Journal Storage Assignment
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputJournal Volume Percentage

gen_text_inputDatastore Size

Outputs

TypeDescriptionOutput

gen_text_inputRP Journal Volume SizerpJournalSize

gen_text_inputlunName

Cisco UCS Director Task Library Reference, Release 6.7
1489

Custom tasks
RP Journal Storage Assignment



Select Locale
Summary

This Page change Language in UCSM.
Description

Select a locale for Cisco UCS Director.
Inputs

MandatoryMappable To TypeDescriptionInput

Select a language from the drop-down
list.

Language

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1490

Custom tasks
Select Locale



Service Graph Provider
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputIs Service Graph Exist

ApicDeviceTenantServiceGraphIdentityService Graph

ApicTenantL4L7ServiceGraphNodeIdentityService Graph Node Identity

ApicDeviceTenantServiceGraphIdentityExist Service Graph

ApicTenantL4L7ServiceGraphNodeIdentityExist Service Graph Node

Outputs

TypeDescriptionOutput

ApicDeviceTenantServiceGraphIdentityTENANT_SERVICE_GRAPH_IDENTITY

ApicTenantL4L7ServiceGraphNode
Identity

TENANT_L4L7_SERVICE_GRAPH_
NODE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1491

Custom tasks
Service Graph Provider



Trigger L4L7 Inventory
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantEPGIdentityEPG

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1492

Custom tasks
Trigger L4L7 Inventory



VNX Storage Assignment
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputDatastore Size Limit

Outputs

TypeDescriptionOutput

gen_text_inputcreateDatastoreCluster

gen_text_inputaddDatastoreToDatastoreCluster

gen_text_inputlunSizeList

vmwareDatastoreClusterNamedsClusterName

vmwareDatastoreClusterIdentitydsClusterIdentity

gen_text_inputlunCount

gen_text_inputdataStoreName

gen_text_inputlunName

Cisco UCS Director Task Library Reference, Release 6.7
1493

Custom tasks
VNX Storage Assignment



isPrivateNetworkCreatedOnTenantOnBoard
Summary

input tenant identity. output will return true or false
Description

This task is used check whether Private Network is created on Tenant OnBoard
Inputs

MandatoryMappable To TypeDescriptionInput

ApicOnboardedTenantIdentitytenantID

ApicDeviceTenantEPGIdentityepgID

Outputs

TypeDescriptionOutput

gen_text_inputYES OR NOIS_PRIVATE_NETWORK_EXIST

ApicDeviceTenantIdentityTenantIdentityOUTPUT_TENANT_IDENTITITY

Cisco UCS Director Task Library Reference, Release 6.7
1494

Custom tasks
isPrivateNetworkCreatedOnTenantOnBoard



Get APIC Static Path Type
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputPath1

Outputs

TypeDescriptionOutput

ApicDeviceStaticPathIdentityStatic_Path_InterfaceStatic_Path_Interface

ApicDeviceVPCStaticPathIdentityStatic_Path_VPCStatic_Path_VPC

ApicDeviceDPCStaticPathIdentityStatic_Path_DPCStatic_Path_DPC

gen_text_inputPath_TypePath_Type

Cisco UCS Director Task Library Reference, Release 6.7
1495

Custom tasks
Get APIC Static Path Type



Cisco UCS Director Task Library Reference, Release 6.7
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Custom tasks
Get APIC Static Path Type



Custom VNX Tasks

This chapter contains the following sections:

• Add Lun to RP Storage Group for DR Site, on page 1498
• Common LUN Identity, on page 1499
• Get VNX HLU LUN Id, on page 1500
• VNX Reserve Host LUN ID, on page 1501
• VNX Reserve LUN ID, on page 1502

Cisco UCS Director Task Library Reference, Release 6.7
1497



Add Lun to RP Storage Group for DR Site
Summary

Adds the Luns to RP Storage Group and assigns the HLU
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHLU List

YemcLUNIdentityVNX Lun Identity

YemcStorageGroupIdentityRP Storage Group Identity

Ygen_text_inputCounter

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1498

Custom VNX Tasks
Add Lun to RP Storage Group for DR Site



Common LUN Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

emcLUNIdentityLUN ID

emcLUNIdentityDR LUN ID

Outputs

TypeDescriptionOutput

emcLUNIdentityCOMMON_LUN_ID

Cisco UCS Director Task Library Reference, Release 6.7
1499

Custom VNX Tasks
Common LUN Identity



Get VNX HLU LUN Id
Summary

Gets HLU and Lun Id from HLU and LUN Identity list
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHLU List

Ygen_text_inputVNX Lun Identity List

Ygen_text_inputCounter

gen_text_inputHOST STORAGE HLU LIST

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_HLU

gen_text_inputOUTPUT_LUN_ID

gen_text_inputOUTPUT_HOST_STORAGE_HLU

Cisco UCS Director Task Library Reference, Release 6.7
1500

Custom VNX Tasks
Get VNX HLU LUN Id



VNX Reserve Host LUN ID
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcStorageGroupIdentityPrimary Storage Group Identity

YemcStorageGroupIdentitySecondary Storage Group Identity

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_HOST_LUN_ID

Cisco UCS Director Task Library Reference, Release 6.7
1501

Custom VNX Tasks
VNX Reserve Host LUN ID



VNX Reserve LUN ID
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentityPrimary VNX Account

YEMC_AccountIdentitySecondary VNX Account

Ygen_text_inputLUN Count

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_LUN_ID_LIST

Cisco UCS Director Task Library Reference, Release 6.7
1502

Custom VNX Tasks
VNX Reserve LUN ID



EMC Isilon Tasks

This chapter contains the following sections:

• Add Member To Isilon Group, on page 1505
• Add Permisions to Isilon SMB Share, on page 1506
• Copy Isilon File System Directory, on page 1507
• Create ISILON NFS Datastore, on page 1508
• Create Isilon File System, on page 1509
• Create Isilon Group, on page 1510
• Create Isilon NFS Export, on page 1511
• Create Isilon Namespace Access Point, on page 1513
• Create Isilon Node Pool, on page 1514
• Create Isilon Quota, on page 1515
• Create Isilon Quota Report, on page 1517
• Create Isilon SMB Share, on page 1518
• Create Isilon Snapshot, on page 1519
• Create Isilon Storage Pool Tier, on page 1520
• Create Isilon User, on page 1521
• Delete All Isilon Quotas, on page 1522
• Delete All Isilon Storage Pool Tier, on page 1523
• Delete Isilon File System, on page 1524
• Delete Isilon Group, on page 1525
• Delete Isilon NFS Export, on page 1526
• Delete Isilon Namespace Access Point, on page 1527
• Delete Isilon Node Pool, on page 1528
• Delete Isilon Quota, on page 1529
• Delete Isilon Quota Report, on page 1530
• Delete Isilon SMB Share, on page 1531
• Delete Isilon Snapshot, on page 1532
• Delete Isilon Storage Pool Tier, on page 1533
• Delete Isilon User, on page 1534
• Modify Isilon Active Job, on page 1535
• Modify Isilon NFS Export, on page 1536
• Modify Isilon Node Pool, on page 1538
• Modify Isilon Quota, on page 1539

Cisco UCS Director Task Library Reference, Release 6.7
1503



• Modify Isilon Quota Report Setting, on page 1541
• Modify Isilon SMB Share, on page 1542
• Modify Isilon Snapshot, on page 1543
• Modify Isilon Storage Pool Setting, on page 1544
• Modify Isilon Storage Pool Tier, on page 1545
• Move Isilon File System Directory, on page 1546
• Remove Member From Isilon Group, on page 1547
• Remove Permisions from Isilon SMB Share, on page 1548
• Set the ACL of a directory or file, on page 1549
• Start Isilon System Job, on page 1550

Cisco UCS Director Task Library Reference, Release 6.7
1504

EMC Isilon Tasks



Add Member To Isilon Group
Summary

Add Member To Existing Isilon Group
Description

This task is used to add member to existing group of either USER or WELLKNOWN member Type.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

Ygen_text_inputEnter the existing Isilon groupEnter Isilon Group

EMCIsilonMemberTypeChoose the type of the memberMember Type

gen_text_inputEnter the single member to be
added

Member

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonGroupNameEMC Isilon Group NameOUTPUT_EMC_ISILON_GROUP_
NAME

EMCIsilonMemberNameEMC Isilon Member NameOUTPUT_EMC_ISILON_MEMBER_
NAME

EMCIsilonMemberTypeEMC Isilon Member TypeOUTPUT_EMC_ISILON_MEMBER_
TYPE

Cisco UCS Director Task Library Reference, Release 6.7
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EMC Isilon Tasks
Add Member To Isilon Group



Add Permisions to Isilon SMB Share
Summary

Add Permissions to Isilon SMB Share
Description

This task is used to add permission for the User/Group/wellknown of SMB Share on Isilon Device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSMBShareIdentityChoose an Isilon SMB shareSMB Share Name

YEMCIsilonSMBMappingTypes
List

Choose a mapping typeType

Ygen_text_inputEnter the name of the user or group
or well-knowns

Name

YEMCIsilonSMBPermissionTypes
List

Choose the permission for the user
or group

Permission

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonSMBShareIdentityEMC Isilon SMB Share
Identity

OUTPUT_EMC_ISILON_SMB_
SHARE_IDENTITY

EMCIsilonSMBShare
PermissionIdentity

EMC Isilon SMB Share
Permission Identity

OUTPUT_EMC_ISILON_SMB_
SHARE_PERMISSION_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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EMC Isilon Tasks
Add Permisions to Isilon SMB Share



Copy Isilon File System Directory
Summary

Copies Isilon File System Directory
Description

This task is used to copy a selected Directory to a specified Directory in Isilon File System.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

Ygen_text_inputEnter a directory path to be copiedDirectory

Ygen_text_inputEnter the path where you want to
copy the selected directory

Destination Directory

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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EMC Isilon Tasks
Copy Isilon File System Directory



Create ISILON NFS Datastore
Summary

Create ISILON NFS Datastore
Description

This task is used to Create/Mount NFS Export as datastore.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

YvmwareHostNodeIdentityChoose the hosts on which to
create a datastore

Host Node

YEMCIsilonNfsPathIdentityChoose an NFS path to mountNFS Path

gen_text_inputEnter a datastore nameDatastore Name

Ygen_text_inputChoose an access modeAccess Mode

Ygen_text_inputChoose the success criteriaSuccess Criteria

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_NAME

dataStoreNameDatastore nameOUTPUT_VMWARE_DATASTORE_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Isilon File System
Summary

Create Isilon File System
Description

This task is used to create Directory or file in Isilon File System.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

YEMCIsilonFileSystem
TypeList

Choose a type of directory or fileType

Ygen_text_inputEnter a full path of the directory or file
to be created

Full Path

Check to set the access control listSet Access Control
List

gen_text_inputChoose the access control for the
directory or file

Select ACL

gen_text_inputEnter a POSIX mode as an octal string
in case ACL is selected as None

Enter POSIX

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonFilePathEMC Isilon File PathOUTPUT_EMC_ISILON_FILE_PATH

EMCIsilonDirectoryPathEMC Isilon Directory PathOUTPUT_EMC_ISILON_
DIRECTORY_PATH

Cisco UCS Director Task Library Reference, Release 6.7
1509
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Create Isilon Group
Summary

Create Isilon Group
Description

This task is used to create group with multiple members.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

gen_text_inputEnter the group nameGroup Name

EMCIsilonMemberTypeChoose the type of the memberMember Type

gen_text_inputEnter one or more members of the
group. Separate the members with
commas.

Members

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonGroupNameEMC Isilon Group NameOUTPUT_EMC_ISILON_GROUP_
NAME

EMCIsilonMemberNameEMC Isilon Member NameOUTPUT_EMC_ISILON_MEMBER_
NAME

EMCIsilonMemberTypeEMC Isilon Member TypeOUTPUT_EMC_ISILON_MEMBER_
TYPE

Cisco UCS Director Task Library Reference, Release 6.7
1510
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Create Isilon NFS Export
Summary

Create Isilon NFS Export
Description

This task is used to create NFS Export in isilon device with following parameters. 1.Export path
2.Description of the Export 3.Clients have access to export 4.Clients who have read only access 5.Clients
who have read-write access 6.Clients who have root access 7.Enabling mount access to subdirectories
8.Restrict access to read-only for the export created.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystem
Identity

Choose an Isilon accountSelect Isilon Account

YEMCIsilonDirectory
Path

Enter the path under /ifs that is to be
exported

Path

gen_text_inputEnter the description for the exportDescription

gen_text_inputEnter one or more clients that have access
to the export. Separate the clients with
commas.

Clients

gen_text_inputEnter one or more clients that have
read-only access to the export. Separate
the clients with commas.

Read-Only Clients

gen_text_inputEnter one or more clients that have read
and write access to the export, even if the

Read-Write Clients

export is read-only. Separate the clients
with commas.

gen_text_inputEnter one or more clients that have root
access to the export. Separate the clients
with commas.

Root Clients

Check to enable mount access for
subdirectories

Enable mount access to
subdirectories

Check to make the export read-onlyRestrict access to
read-only

YEMCIsilonNFSUser
AccessType

Choose the access for users-to-groups
mapping

Mapping access

gen_text_inputEnter the usernameSpecify Username

gen_text_inputSpecify User Group(s)

Cisco UCS Director Task Library Reference, Release 6.7
1511
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Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonNfsExportIdentityEMC Isilon NFS Export
Identity

OUTPUT_EMC_ISILON_EXPORT_
IDENTITY

EMCIsilonNfsExportPathEMC Isilon NFS Export PathOUTPUT_EMC_ISILON_NFS_
EXPORT_PATH

EMCIsilonNfsExport
Description

EMC Isilon NFS Export
Description

OUTPUT_EMC_ISILON_NFS_
EXPORT_DESCRIPTION

EMCIsilonNfsPathIdentityEMC Isilon NFS Path IdentityOUTPUT_EMC_ISILON_NFS_PATH_
IDENTITY

EMCIsilonDirectoryPathEMC Isilon Directory PathOUTPUT_EMC_ISILON_
DIRECTORY_PATH

Cisco UCS Director Task Library Reference, Release 6.7
1512
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Create Isilon Namespace Access Point
Summary

Creates Namespace Access Point
Description

This task is used to create an EMC Isilon Namespace Access Point for a selected ISILON account.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

gen_text_inputEnter a namespace access point
name

NamespaceAccess Point
Name

YEMCIsilonDirectoryPathEnter a namespace access point
path

Path

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonNamespaceIdentityEMC Isilon Namespace
Identity

OUTPUT_EMC_ISILON_
NAMESPACE_IDENTITY

EMCIsilonCreateNamespace
AccessPointName

EMC IsilonNamespaceAccess
Point Name

OUTPUT_EMC_ISILON_
NAMESPACE_ACCESS_POINT_
NAME

EMCIsilonCreateNamespace
AccessPointPath

EMC IsilonNamespaceAccess
Point Path

OUTPUT_EMC_ISILON_
NAMESPACE_ACCESS_POINT_
PATH

Cisco UCS Director Task Library Reference, Release 6.7
1513
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Create Isilon Node Pool
Summary

Create EMC ISILON Node Pool
Description

This task is used to Create manually managed Node pool. Node pool name and node lnn is mandatory
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

gen_text_inputEnter a name for the selected node
pool

Node Pool Name

EMCIsilonNodeIdentityChoose nodes to add to the node
pool

Nodes

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonNodePoolIdentityEMC IsilonNode Pool IdentityOUTPUT_EMC_ISILON_NODE_
POOL_IDENTITY

EMCIsilonNodePoolNameEMC Isilon Node Pool NameOUTPUT_EMC_ISILON_NODE_
POOL_NAME

Cisco UCS Director Task Library Reference, Release 6.7
1514
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Create Isilon Quota
Summary

Creates a new Isilon Quota
Description

This task is used to create a new Isilon Quota.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystem
Identity

Choose an Isilon accountSelect Isilon
Account

YEMCIsilonQuotaTypeChoose the type of quotaType

Ygen_text_inputEnter the userUser

Ygen_text_inputEnter the groupGroup

YEMCIsilonDirectoryPathEnter the /ifs path governedPath

YCheck to include snapshot data as well as
head data

Include Snapshots

YLeave checked for thresholds to include
data plus filesystem overhead required to
store the data (for example, 'physical' usage)

Thresholds Include
Overhead

YLeave checked for the quota be enforced.
Otherwise the quota is for accounting only.

Enforced

gen_text_inputEnter the usage in limit value at which
notifications are sent but writes are not
denied

Advisory

EMCIsiloNSizeTypeListChoose the unit for the advisory limitAdvisory Limit

gen_text_inputEnter the usage in limit value at which
further writes are denied

Hard

EMCIsiloNSizeTypeListChoose the unit for the hard limitHard Limit

gen_text_inputEnter the usage in limit value at which
notifications are sent and soft grace time is
started

Soft

EMCIsiloNSizeTypeListChoose the unit for the soft limitSoft Limit

gen_text_inputChoose the grace period in days or hoursSoft Grace

EMCIsilontTimePeriod
List

Choose the grace period units, either days
or hours

Soft Grace Limit

Cisco UCS Director Task Library Reference, Release 6.7
1515
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Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonQuotaEnforcedEMC Isilon Quota EnforcedOUTPUT_EMC_ISILON_QUOTA_
ENFORCED

EMCIsilonQuotaInclude
Snapshot

EMC Isilon Quota Include
Snapshot

OUTPUT_EMC_ISILON_QUOTA_
INCLUDE_SNAPSHOT

EMCIsilonQuotaThreshold
IncludeOverhead

EMC Isilon Quota Threshold
Include Overhead

OUTPUT_EMC_ISILON_QUOTA_
THRESHOLD_INCLUDE_
OVERHEAD

EMCIsilonQuotaTypeEMC Isilon Quota TypeOUTPUT_EMC_ISILON_QUOTA_
TYPE

EMCIsilonQuotaIdentityEMC Isilon Quota IdentityOUTPUT_EMC_ISILON_QUOTA_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1516
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Create Isilon Quota Report
Summary

Creates a new Isilon Quota Report
Description

This task is used to new Isilon Quota Report.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon
account

Select Isilon Account

YDo you want to manually schedule
the Quota Report?

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonQuotaReport
Identity

EMC Isilon Quota Summary
Report Identity

OUTPUT_EMC_ISILON_QUOTA_
SUMMARY_REPORT_IDENTITY

EMCIsilonQuotaReport
Identity

EMC Isilon Quota Detailed
Report Identity

OUTPUT_EMC_ISILON_QUOTA_
DETAIL_REPORT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1517
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Create Isilon SMB Share
Summary

Create EMC ISILON SMB Share
Description

This task is used to Create SMB Share on Isilon Device with the following parameters 1. SMB Share
Name 2. SMB Share Desciption 3. SMB Share path

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystem
Identity

Choose an Isilon accountSelect Isilon Account

gen_text_inputEnter a SMB share nameSMB Share Name

gen_text_inputEnter a descriptionSMB Share Description

YEMCIsilonDirectory
Path

Enter a SMB share pathPath

Check to expand path variables (%U,%L,
%D, %Z) in the share directory path

Allow Variable
Expansion

Leave checked for the share to
automatically create directories when

Auto-Create Directories

users access the share for the first time.
Available only if the share path includes
path variables.

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonSMBShare
Identity

EMC Isilon SMBShare IdentityOUTPUT_EMC_ISILON_SMB_
SHARE_IDENTITY

EMCIsilonSMBShareNameEMC Isilon SMB Share NameOUTPUT_EMC_ISILON_SMB_
SHARE_NAME

EMCIsilonSMBSharePathEMC Isilon SMB Share Path
Identity

OUTPUT_EMC_ISILON_SMB_
SHARE_PATH

EMCIsilonDirectoryPathEMC Isilon Directory PathOUTPUT_EMC_ISILON_
DIRECTORY_PATH

Cisco UCS Director Task Library Reference, Release 6.7
1518
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Create Isilon Snapshot
Summary

Create Isilon Snapshot
Description

This task is used to create snapshot with alias name and expiry date.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

gen_text_inputEnter a snapshot nameSnapshot Name

YEMCIsilonDirectoryPathEnter a snapshot pathDirectory Path

YCheck if an alias is requiredCreate an Alias

gen_text_inputEnter an alias nameAlias Name

EMCIsilonSnapshotExpiryChoose a snapshot expirationSnapshot Expiration

dateEnter the snapshot expiry date in
MM/DD/YYYY format

Snapshot Expiration Date

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonSnapshotIdentityEMC Isilon Snapshot IdentityOUTPUT_EMC_ISILON_SNAPSHOT_
IDENTITY

EMCIsilonSnapshotNameEMC Isilon Snapshot NameOUTPUT_EMC_ISILON_SNAPSHOT_
NAME

EMCIsilonDirectoryPathEMC Isilon Directory PathOUTPUT_EMC_ISILON_
DIRECTORY_PATH

EMCIsilonSnapshotIdentityEMC Isilon Snapshot Alias
Identity

OUTPUT_EMC_ISILON_SNAPSHOT_
ALIAS_IDENTITY

EMCIsilonSnapshotNameEMC Isilon Snapshot Alias
Name

OUTPUT_EMC_ISILON_SNAPSHOT_
ALIAS_NAME

Cisco UCS Director Task Library Reference, Release 6.7
1519
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Create Isilon Storage Pool Tier
Summary

Create Isilon Storage Pool Tier
Description

This task is used to create Storage Pool Tier in isilon Device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

gen_text_inputEnter a storage pool tier nameStorage Pool Tier Name

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonStoragePoolTier
Identity

EMC Isilon Storage Pool Tier
Identity

OUTPUT_EMC_ISILON_STORAGE_
POOL_TIER_IDENTITY

EMCIsilonStoragePoolTier
Name

EMC Isilon Storage Pool Tier
Name

OUTPUT_EMC_ISILON_STORAGE_
POOL_TIER_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Create Isilon User
Summary

Create Isilon User
Description

This task is used to create user with following information. 1.Ful name 2. Email Address 3.HomeDirectory
4.Unix Shell 5. Account Expiry date. 6. Enabling the User Account.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystem
Identity

Choose an Isilon accountSelect Isilon Account

gen_text_inputEnter the user nameName

passwordEnter a password for the userPassword

Check to allow the password to expire
periodically

Allow Password to Expire

gen_text_inputEnter the full name of the userFull Name

email_address_listEnter an email address of the userEmail Address

gen_text_inputEnter a primary groupPrimary Group

gen_text_inputEnter a home directoryHome Directory

EMCIsilonUnixShellChoose a Unix shellUnix Shell

Check to allow the account to expire
on selected date

Allow Account to Expire

dateChoose the account expiry dateAccount Expiration Date

Check to enable the accountEnable the Account

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonUserNameEMC Isilon User NameOUTPUT_EMC_ISILON_USER_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete All Isilon Quotas
Summary

Delete All Isilon Quotas from the system
Description

This task is used to delete all the Quotas availabe in ISILON Device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon
account

Select Isilon Account

YDo you want to delete All
Quotas?

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1522
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Delete All Isilon Storage Pool Tier
Summary

Delete All Isilon Storage Pool Tier from the system
Description

This task is used to delete all the storage tier availabe in ISILON Device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon
account

Select Isilon Account

YDo you want to delete All Storage
Pool Tiers?

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1523
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Delete Isilon File System
Summary

Deletes Isilon File System
Description

This task is used to delete the Directory or file created on Isilon File System. Recursive must be enabled
if target directory is not empty

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystem
Identity

Choose an Isilon accountSelect Isilon Account

Ygen_text_inputEnter the directory or file to be
removed from the Isilon system

Directory/File

YDo you want to delete
selected Dir/File?

Check if the selected directory is not
empty

Recursive

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1524

EMC Isilon Tasks
Delete Isilon File System



Delete Isilon Group
Summary

Delete Isilon Group
Description

This task is used to delete the group.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

Ygen_text_inputEnter the Isilon groupSelect Isilon Group

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1525
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Delete Isilon NFS Export
Summary

Delete Isilon NFS Export
Description

This task is used to delete NFS Export in isilon device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonNfsExport
Identity

Choose an Isilon NFS
Export

Select Isilon NFS Export

YDo you want to delete selected
NFS Export?

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1526
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Delete Isilon Namespace Access Point
Summary

Deletes Namespace Access Point
Description

This task is used to delete a selected EMC Isilon Namespace Access Point from a specified ISILON
account.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonNamespace
Identity

Select Isilon Namespace Access Point

YDo you want to delete selected
Namespace Access Point?

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1527
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Delete Isilon Node Pool
Summary

Delete manually Isilon Node Pool
Description

This task is used to delete the manually managed EMC Isilon Storage Node Pool.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonNodePool
Identity

Choose the Isilon node pool
that you want to delete

Select Isilon Node Pool

YDo you want to delete selected
Node Pool?

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1528
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Delete Isilon Quota
Summary

Deletes the Isilon Quota
Description

This task is used to delete the existing quota.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonQuotaIdentityChoose an Isilon quotaSelect Isilon Quota

YDo you want to delete selected
Quota?

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1529
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Delete Isilon Quota Report
Summary

Deletes the Isilon Quota Report
Description

This task is used to delete the existing Isilon Quota Report.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonQuotaReport
Identity

Choose an Isilon quota
report that you want to delete

Select Isilon Quota Report

YDo you want to delete selected
Quota Report?

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1530
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Delete Isilon SMB Share
Summary

Delete EMC ISILON SMB Share
Description

This task is used to delete the selected SMB share.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSMBShare
Identity

Choose an Isilon SMB
share

Select Isilon SMB Share

YDo you want to delete selected
Share?

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonSMBSharePathEMC Isilon SMB Share Path
Identity

OUTPUT_EMC_ISILON_SMB_
SHARE_PATH

Cisco UCS Director Task Library Reference, Release 6.7
1531
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Delete Isilon Snapshot
Summary

Delete Isilon Snapshot
Description

This task is used to delete snapshot and its alias if any.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSnapshot
Identity

Choose an Isilon
snapshot

Select Isilon Snapshot

YDo you want to delete selected
Snapshot and its alias ?

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1532
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Delete Isilon Storage Pool Tier
Summary

Delete Isilon Storage Pool Tier
Description

This task is used to delete the selected storage tier availabe in ISILON Device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonStoragePoolTier
Identity

Choose an Isilon storage
pool tier

Select Isilon Storage Pool Tier

YDo you want to delete selected
Storage Pool Tier?

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1533
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Delete Isilon User
Summary

Delete Isilon User
Description

This task is used to delete user account in isilon device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

Ygen_text_inputEnter the Isilon userSelect Isilon User

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1534
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Modify Isilon Active Job
Summary

Modify the state of Isilon Active Job
Description

This task is used to modify the state of currrently running/paused Isilon Job.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonActiveJobIdentityChoose an Isilon active jobSelect Isilon Active
Job

EMCIsilonJobPolicyIdentityChoose a impact policy for the
job

Impact Policy

EMCIsilonJobPriorityListChoose a priorityPriority

EMCIsilonJobStateListChoose a stateState

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonActiveJobIdentityEMC Isilon Active Job IdentityOUTPUT_EMC_ISILON_ACTIVE_
JOB_IDENTITY

EMCIsilonJobPolicyIdentityEMC Isilon Job Policy IdentityOUTPUT_EMC_ISILON_JOB_
POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1535
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Modify Isilon NFS Export
Summary

Modifies the selected Isilon NFS Export
Description

This task is used to modify the NFS Export Path ,description and its different access clients.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonNfsExport
Identity

Choose an Isilon NFS ExportSelect Isilon NFS
Export

YEMCIsilonDirectory
Path

Enter the path under /ifs that is to be
exported

Path

gen_text_inputEnter the description for the exportDescription

gen_text_inputEnter one or more clients that have access
to the export. Separate the clients with
commas.

Clients

gen_text_inputEnter one or more clients that have
read-only access to the export. Separate
the clients with commas.

Read-Only Clients

gen_text_inputEnter one or more clients that have read
and write access to the export, even if the

Read-Write Clients

export is read-only. Separate the clients
with commas.

gen_text_inputEnter one or more clients that have root
access to the export. Separate the clients
with commas.

Root Clients

Check to enable mount access for
subdirectories

Enable mount access
to subdirectories

Check to make the export read-onlyRestrict access to
read-only

EMCIsilonNFSUser
AccessType

Choose the access for users-to-groups
mapping

Mapping access

gen_text_inputEnter the usernameSpecify Username

gen_text_inputS(s)

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1536
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TypeDescriptionOutput

EMCIsilonNfsExportIdentityEMC Isilon NFS Export
Identity

OUTPUT_EMC_ISILON_EXPORT_
IDENTITY

EMCIsilonNfsExportPathEMC Isilon NFS Export PathOUTPUT_EMC_ISILON_NFS_
EXPORT_PATH

EMCIsilonNfsExport
Description

EMC Isilon NFS Export
Description

OUTPUT_EMC_ISILON_NFS_
EXPORT_DESCRIPTION

EMCIsilonDirectoryPathEMC Isilon Directory PathOUTPUT_EMC_ISILON_
DIRECTORY_PATH

Cisco UCS Director Task Library Reference, Release 6.7
1537
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Modify Isilon Node Pool
Summary

Modify EMC ISILON Node Pool
Description

This task is used to Modify any of the following values for the selected Node Pool. 1. Node Pool Name
2. Node Pool tier association 3. Node Pool Protection level

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonNodePoolIdentityChoose the Isilon node pool that you
want to modify

Select Isilon Node
Pool

gen_text_inputEnter a new name for the selected
node pool

Node Pool Name

EMCIsilonStoragePoolTier
Identity

Choose the tier with which you want
to associate the node pool

Storage Pool Tier

EMCIsilonProtectionPolicy
List

Choose a protection policy valueProtection Policy

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonNodePoolIdentityEMC Isilon Node Pool IdentityOUTPUT_EMC_ISILON_NODE_
POOL_IDENTITY

EMCIsilonNodePoolNameEMC Isilon Node Pool NameOUTPUT_EMC_ISILON_NODE_
POOL_NAME

EMCIsilonStoragePoolTier
Identity

EMC Isilon Storage Pool Tier
Identity

OUTPUT_EMC_ISILON_STORAGE_
POOL_TIER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1538
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Modify Isilon Quota
Summary

Modifies Isilon Quota
Description

This task is used to modify the existing quota.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonQuota
Identity

Choose an Isilon quotaSelect Isilon Quota

YLeave checked for thresholds to include data
plus filesystem overhead required to store
the data (for example 'physical' usage)

Thresholds Include
Overhead

YLeave checked for the quota be enforced.
Otherwise the quota is for accounting only.

Enforced

gen_text_inputEnter the usage in limit value at which
notifications are sent but writes are not
denied

Advisory

EMCIsiloNSizeType
List

Choose the unit for the advisory limitAdvisory Limit

gen_text_inputEnter the usage in limit value at which
further writes are denied

Hard

EMCIsiloNSizeType
List

Choose the unit for the hard limitHard Limit

gen_text_inputEnter the usage in limit value at which
notifications are sent and soft grace time is
started

Soft

EMCIsiloNSizeType
List

Choose the unit for soft limitSoft Limit

gen_text_inputChoose the grace period in days or hoursSoft Grace

EMCIsilontTimePeriod
List

Choose the grace period units, either days
or hours

Soft Grace Limit

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonQuotaEnforcedEMC Isilon Quota EnforcedOUTPUT_EMC_ISILON_QUOTA_
ENFORCED
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TypeDescriptionOutput

EMCIsilonQuotaInclude
Snapshot

EMC Isilon Quota Include
Snapshot

OUTPUT_EMC_ISILON_QUOTA_
INCLUDE_SNAPSHOT

EMCIsilonQuotaThreshold
IncludeOverhead

EMC Isilon Quota Threshold
Include Overhead

OUTPUT_EMC_ISILON_QUOTA_
THRESHOLD_INCLUDE_
OVERHEAD

EMCIsilonQuotaTypeEMC Isilon Quota TypeOUTPUT_EMC_ISILON_QUOTA_
TYPE

EMCIsilonQuotaIdentityEMC Isilon Quota IdentityOUTPUT_EMC_ISILON_QUOTA_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify Isilon Quota Report Setting
Summary

Modify Isilon Quota Report Setting
Description

This task is used to modify quota report for following parameters. 1.Directory path where manual /live
reports to be stored. 2.Number of manual reports to keep. 3. The Schedule date to generate reports.
4.Directory path where scheduled reports to be stored. 5. Number of scheduled reports to keep.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

YEMCIsilonFileSystem
Identity

Enter the directory on /ifs where
manual or live reports are placed

Live Directory

Ygen_text_inputEnter the number of manual reports to
keep

Live Retain

Ygen_text_inputEnter the isidate schedule used to
generate reports

Schedule

YEMCIsilonFileSystem
Identity

Enter the directory on /ifs where
schedule reports are placed

Scheduled Directory

Ygen_text_inputEnter the number of scheduled reports
to keep

Scheduled Retain

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify Isilon SMB Share
Summary

Modify EMC ISILON SMB Share
Description

This task is used to Modify any of the following values for the selected SMB share. 1. SMB Share Name
2. SMB Share Desciption 3. SMB Share path

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSMBShare
Identity

Choose an Isilon SMB shareSelect Isilon SMBShare

Ygen_text_inputEnter a new name for the selected SMB
share

SMB Share Name

gen_text_inputEnter a descriptionSMBShare Description

YEMCIsilonDirectory
Path

Enter a new shared directoryPath

Check to expand path variables (%U, %L,
%D, %Z) in the share directory path

Allow Variable
Expansion

Leave checked for the share to
automatically create directories when users

Auto-Create Directories

access the share for the first time.
Available only if the share path includes
path variables.

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonSMBShare
Identity

EMC Isilon SMBShare IdentityOUTPUT_EMC_ISILON_SMB_
SHARE_IDENTITY

EMCIsilonSMBShareNameEMC Isilon SMB Share NameOUTPUT_EMC_ISILON_SMB_
SHARE_NAME

EMCIsilonSMBSharePathEMC Isilon SMB Share Path
Identity

OUTPUT_EMC_ISILON_SMB_
SHARE_PATH

EMCIsilonDirectoryPathEMC Isilon Directory PathOUTPUT_EMC_ISILON_
DIRECTORY_PATH

Cisco UCS Director Task Library Reference, Release 6.7
1542

EMC Isilon Tasks
Modify Isilon SMB Share



Modify Isilon Snapshot
Summary

Modify Isilon Snapshot
Description

This task is used to modify snapshot and its alias .Expiry date will not be prompted while modifying
snapshot alias.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSnapshot
Identity

Choose an Isilon snapshotSelect Isilon Snapshot

gen_text_inputEnter a new name for the selected
snapshot

Snapshot Name

EMCIsilonSnapshotExpiryChoose a snapshot expirationSnapshot Expiration

dateEnter the snapshot expiry date in
MM/DD/YYYY format

Snapshot Expiration Date

Outputs

TypeDescriptionOutput

EMCIsilonSnapshotIdentityEMC Isilon Snapshot IdentityOUTPUT_EMC_ISILON_
SNAPSHOT_IDENTITY

EMCIsilonSnapshotNameEMC Isilon Snapshot NameOUTPUT_EMC_ISILON_
SNAPSHOT_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Modify Isilon Storage Pool Setting
Summary

Modify Isilon Storage Pool Setting
Description

This task is used to modify the selected storage pool with following settings. 1.Automatically manage
IO Optimization settings/protection settings 2.Enabling for namespace operations by storing metadata.
3.Adding additional protection level to all directories 4.Spill writes into other pools 5.Deny writes into
reserved virtual hot spare space 6.Hide reserved virtual hot spare space from free space counts 7.The
number of drives to reserve for the virtual hot spare 8.The percent space to reserve for the virtual hot
spare.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystem
Identity

Choose an Isilon accountSelect Isilon Account

EMCIsilon
IOOptimizationList

Choose to automatically manage IO
optimization settings on files

IO Optimization

EMCIsilonManage
ProtectionList

Choose to automatically manage
protection settings on files

Manage Protection

EMCIsilonBooleanListChoose to optimize namespace
operations by storingmetadata on SSDs

Acceleration Enabled

EMCIsilonBooleanListChoose to automatically add an
additional protection level to all
directories

Protect Directories

EMCIsilonBooleanListChoose to spill writes into other pools
as needed

Spillover Enabled

EMCIsilonBooleanListChoose to deny writes into the reserved
virtual hot spare space

Virtual Hot Spare Deny
Writes

EMCIsilonBooleanListChoose to hide the reserved virtual hot
spare space from free space counts

Virtual Hot Spare Hide
Spare

gen_text_inputEnter the number of drives to reserve
for the virtual hot spare, from 0 to 4

Virtual Hot Spare Limit
Drives

gen_text_inputEnter the percent space to reserve for
the virtual hot spare, from 0 to 20

Virtual Hot Spare Limit
Percent

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify Isilon Storage Pool Tier
Summary

Modify Isilon Storage Pool Tier
Description

This task is used to modify Storage Pool Tier's name in isilon Device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonStoragePoolTier
Identity

Choose an Isilon storage pool tierSelect Isilon Storage Pool
Tier

Ygen_text_inputEnter a new name for the selected
storage pool tier

Storage Pool Tier Name

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonStoragePoolTier
Identity

EMC Isilon Storage Pool Tier
Identity

OUTPUT_EMC_ISILON_STORAGE_
POOL_TIER_IDENTITY

EMCIsilonStoragePoolTier
Name

EMC Isilon Storage Pool Tier
Name

OUTPUT_EMC_ISILON_STORAGE_
POOL_TIER_NAME

Cisco UCS Director Task Library Reference, Release 6.7
1545

EMC Isilon Tasks
Modify Isilon Storage Pool Tier



Move Isilon File System Directory
Summary

Moves Isilon File System Directory
Description

This task is used to move a selected Directory to a specified Directory in Isilon File System.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

Ygen_text_inputEnter the name of the directory you
want to move

Directory

Ygen_text_inputEnter the destination directory where
you want to move the selected
directory

Destination Directory

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Member From Isilon Group
Summary

Remove Member From Existing Isilon Group
Description

This task is used to remove member from existing group of USER member Type.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

Ygen_text_inputEnter the existing Isilon groupEnter Isilon Group

gen_text_inputEnter the member of the group to
be removed

Member

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Permisions from Isilon SMB Share
Summary

Remove Permissions from Isilon SMB Share
Description

This task is used to remove user/group/wellknown from the SMB Share.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSMBShareIdentityChoose an Isilon SMB shareSMB Share Name

YEMCIsilonSMBShare
PermissionIdentity

Choose users or groups to be
removed from share

User / Group
Permission

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

EMCIsilonSMBShareIdentityEMC Isilon SMBShare IdentityOUTPUT_EMC_ISILON_SMB_
SHARE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Set the ACL of a directory or file
Summary

Set the ACL of a directory or file
Description

This task is used to provide specified access rights/type for the directory/file to the trustee in Isilon
Device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemIdentityChoose an Isilon accountSelect Isilon Account

YEMCIsilonDirectoryPathEnter the directory or fileDirectory/File

Ygen_text_inputEnter a user as trusteeTrustee

Ygen_text_inputEnter the access typeAccess Type

Ygen_text_inputEnter the access rightsAccess Rights

Outputs

TypeDescriptionOutput

EMCIsilonSystemIdentityEMC Isilon System IdentityOUTPUT_EMC_ISILON_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Start Isilon System Job
Summary

Start an EMC Isilon System Job
Description

This taks is used to start an EMC Isilon system job.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCIsilonSystemJob
Type

Choose an Isilon job type to
start

Select Isilon Job Type

YDo you want to run the selected
System Job?

Allow Duplicate Jobs

Choose to set the priorityPriority

Outputs

TypeDescriptionOutput

EMCIsilonSystemJobTypeEMC Isilon System Job TypeOUTPUT_EMC_ISILON_SYSTEM_
JOB_TYPE

Cisco UCS Director Task Library Reference, Release 6.7
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EMC RecoverPoint Tasks

This chapter contains the following sections:

• Add RecoverPoint Copy Link, on page 1553
• Add RecoverPoint Journal Volume, on page 1555
• Add RecoverPoint User Volume, on page 1556
• Apply RecoverPoint Bookmark, on page 1557
• Assign EMC RecoverPoint Cluster to Pod, on page 1558
• Attach RecoverPoint ReplicationSet Volume to Splitter, on page 1559
• Collect RecoverPoint Snapshots, on page 1560
• Create RecoverPoint Consistency Group, on page 1561
• Create RecoverPoint Consistency Group Copy, on page 1563
• Create RecoverPoint Group Set, on page 1565
• Create RecoverPoint Replication Set, on page 1566
• Delete RecoverPoint Consistency Group, on page 1567
• Delete RecoverPoint Consistency Group Copy, on page 1568
• Delete RecoverPoint Group Set, on page 1569
• Delete RecoverPoint Replication Set, on page 1570
• Detach RecoverPoint ReplicationSet Volume from Splitter, on page 1571
• Disable RecoverPoint Image Access, on page 1572
• Edit RecoverPoint Copy Policy, on page 1573
• Edit RecoverPoint Group Policy, on page 1575
• Edit RecoverPoint Group Set, on page 1576
• Edit RecoverPoint Link Policy, on page 1577
• Edit RecoverPoint Replication Set, on page 1579
• Enable RecoverPoint Image Access, on page 1580
• Get RecoverPoint Volume Information, on page 1581
• Recover RecoverPoint Production, on page 1582
• RecoverPoint Failover, on page 1583
• Remove RecoverPoint Copy Link, on page 1584
• Remove RecoverPoint Journal Volume from Group Copy, on page 1585
• Remove RecoverPoint User Volume from Group Copy, on page 1586
• Rescan RecoverPoint Storage Volumes, on page 1587
• Resume RecoverPoint Production after Failover, on page 1588
• Set RecoverPoint Consistency Group Copy Status, on page 1589

Cisco UCS Director Task Library Reference, Release 6.7
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• Set RecoverPoint Consistency Group Copy Transfer Status, on page 1590
• Set RecoverPoint Consistency Group Status, on page 1591
• Set RecoverPoint Consistency Group Transfer Status, on page 1592
• Set RecoverPoint Copy as Production, on page 1593
• Unassign EMC RecoverPoint Cluster from Pod, on page 1594
• Update RecoverPoint CG Copy Transfer Status, on page 1595
• Update RecoverPoint CG Transfer Status, on page 1596

Cisco UCS Director Task Library Reference, Release 6.7
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Add RecoverPoint Copy Link
Summary

Add a RecoverPoint copy link between CG copies.
Description

This task adds a link between the selected consistency group (CG) copies.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupCopyIdentity

Choose the production copy for a
consistency group

First Copy

YRecoverPointConsistency
GroupCopyIdentity

Choose the replication copy for a
consistency group

Second Copy

YRPReplicationTypeChoose the replication modeReplication Mode

EMCRPBooleanListCheck to alternate between
synchronous and asynchronous
replication based on latency limits

Dynamic By Latency

gen_text_inputEnter the latency in milliseconds above
which asynchronous replication is to
be started

Start async replication
above in Milliseconds

gen_text_inputEnter the latency in milliseconds below
which synchronous replication is to be
resumed

Resume sync
replication below in
Milliseconds

EMCRPBooleanListCheck to alternate between
synchronous and asynchronous
replication based on throughput limits

Dynamic By
Throughput

gen_text_inputEnter the throughput above which
asynchronous replication is to be
started

Start async replication
above

RPLinkPolicyDynamic
ThroughPut

Choose a unit for the throughput upper
limit

ThroughPut Unit

gen_text_inputEnter the throughput below which
synchronous replication is to be
resumed

Resume sync
replication below

RPLinkPolicyDynamic
ThroughPut

Choose a unit for the throughput lower
limit

ThroughPut Unit

Ygen_text_inputEnter the interval between data
transfers across the link

Sync RPO

YRPLinkPolicyRpoChoose the unit of RPOSync RPO Unit

Ygen_text_inputEnter the interval between data
transfers across the link

Async RPO

YRPLinkPolicyRpoChoose the unit of RPOAsync RPO Unit

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

YRPAsyncLinkPolicy
Compression

Choose the level of compressionCompression

EMCRPBooleanListCheck to enable deduplicationEnable Deduplication

YRPLinkPolicySnapshot
Granularity

Choose the snapshot granularity for the
link policy

Snapshot Granularity

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG First Copy
Identity.

OUTPUT_EMC_RP_CG_FIRST_
COPY_IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Second Copy
Identity.

OUTPUT_EMC_RP_CG_SECOND_
COPY_IDENTITY

RecoverPointConsistencyGroup
LinkPolicyIdentity

EMC RP CG Link Policy
Identity.

OUTPUT_EMC_RP_CG_LINK_
POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Add RecoverPoint Journal Volume
Summary

Add a RecoverPoint journal volume.
Description

This task adds a RecoverPoint journal volume.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupCopyIdentity

Choose a RecoverPoint
consistency group copy

Consistency Group
Copy

YRecoverPointVolumeIdentityChoose the volume to add as a
journal volume to copy

Journal Volume

Outputs

TypeDescriptionOutput

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_
IDENTITY

RecoverPointClusterIdentityEMC RP Cluster Identity.OUTPUT_EMC_RP_CLUSTER_
IDENTITY

RecoverPointConsistencyGroup
CopyJournalVolumeIdentity

EMC RP CG Copy Journal
Volume Identity.

OUTPUT_EMC_RP_CG_COPY_
JOURNAL_VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Add RecoverPoint User Volume
Summary

Add a RecoverPoint user volume.
Description

This task adds a RecoverPoint user volume.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointReplicationSet
Identity

Select RecoverPoint Replication
Set

Replication Set

YRecoverPointConsistencyGroup
CopyIdentity

Choose a RecoverPoint
consistency group copy

Consistency Group
Copy

YRecoverPointVolumeIdentityChoose the volume to add as a user
volume to the copy

User Volume

Outputs

TypeDescriptionOutput

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_IDENTITY

RecoverPointClusterIdentityEMC RP Cluster Identity.OUTPUT_EMC_RP_CLUSTER_
IDENTITY

RecoverPointReplicationSet
VolumeIdentity

EMC RP Replication Set
Volume Identity.

OUTPUT_EMC_RP_CG_
REPLICATION_SET_VOLUME_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Apply RecoverPoint Bookmark
Summary

Apply a RecoverPoint bookmark.
Description

This task applies a RecoverPoint bookmark.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupIdentity

Choose a consistency group for
which to create a bookmark

Select Consistency
Group

gen_text_inputEnter a name for the bookmarkBookmark Name

YRPConsistencyTypeChoose a consistency typeConsistency Type

YRPConsolidationPolicyChoose a consolidation policyconsolidation Policy

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Assign EMC RecoverPoint Cluster to Pod
Summary

Assign a RecoverPoint cluster to a pod.
Description

This task assigns an EMC RecoverPoint cluster to a pod.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointClusterIdentityChoose a RecoverPoint clusterCluster

YRecoverPointPodIdentityChoose the pod to assign to the
selected cluster

Select Pod

Outputs

TypeDescriptionOutput

RecoverPointClusterIdentityEMC RP Cluster Identity.OUTPUT_EMC_RP_CLUSTER_
IDENTITY

RecoverPointPodIdentityEMC RP Pod Identity.OUTPUT_EMC_RECOVERPOINT_
POD_IDENTITY
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Attach RecoverPoint ReplicationSet Volume to Splitter
Summary

Attach a RecoverPoint ReplicationSet volume to a splitter.
Description

This task attaches a RecoverPoint ReplicationSet volume to a splitter.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointReplicationSet
VolumeIdentity

Choose a user volume of a replication set
to attach a splitter to

Replication Set
Volume

YRecoverPointSplitterIdentityChoose the RecoverPoint splitter to attach
to the selected volume

Splitter

EMCRPBooleanListCheck if the volume has no data written
already. If left unchecked, a volume
sweep is performed.

Attach as Clean

Outputs

TypeDescriptionOutput

RecoverPointReplicationSet
VolumeIdentity

EMC RP Replication Set
Volume Identity.

OUTPUT_EMC_RP_CG_
REPLICATION_SET_VOLUME_
IDENTITY

RecoverPointSplitterIdentityEMC RP Splitter Identity.OUTPUT_EMC_RP_SPLITTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1559

EMC RecoverPoint Tasks
Attach RecoverPoint ReplicationSet Volume to Splitter



Collect RecoverPoint Snapshots
Summary

Collect RecoverPoint snapshots.
Description

This task collects updated RecoverPoint snapshots.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupIdentity

Choose a consistency group for
which to collect the latest snapshots

ConsistencyGroup

Outputs

TypeDescriptionOutput

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create RecoverPoint Consistency Group
Summary

Create a RecoverPoint consistency group.
Description

This task creates a RecoverPoint consistency group (CG).
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointAccount
Identity

Choose a RecoverPoint accountRecoverPoint Account

gen_text_inputEnter a name for the consistency groupConsistency Group
Name

gen_text_inputEnter a descriptive name for the
production copy

Production Name

YRecoverPointCluster
Identity

Choose the RPA cluster responsible
for managing the production copies
and the production journal

RPA Cluster

EMCRPBooleanListCheck to modify the group policyModify Group Policy

RecoverPoint
RPAIdentity

Choose the primary RPA for the
consistency group

Primary RPA

RPCGGroupPolicy
Priority

Choose the priority levelPriority

EMCRPBooleanListCheck to create a distributed group. A
distributed group writes across
multiple RPAs.

Distribute Group

YRecoverPointRPAMulti
Select

Choose secondary RPAs for the
distributed consistency group

Secondary RPAs

EMCRPBooleanListCheck to modify the copy policyModify Copy Policy

YRPCGProdPolicyHostOSChoose the host operating systemHost OS

YRPJournalCompressionChoose the journal compression levelJournal Compression

YRPMaxJournalLagTypeChoose the type of journal lagMaximum Journal Lag

gen_text_inputEnter the maximum journal lagMaximum Journal Lag
Size

YRPMaxJournalLagChoose the unit of the journal lagJournal Lag Unit

EMCRPBooleanListCheck to enable a protection windowRequired Protection
Window

Ygen_text_inputEnter the length of time for the
protection window

Protection Window
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1561

EMC RecoverPoint Tasks
Create RecoverPoint Consistency Group



MandatoryMappable To TypeDescriptionInput

YRPJournalProtection
Settings

Choose the protection window time
unit

Window Unit

EMCRPBooleanListCheck to enable snapshot
consolidation

Enable Snapshot
Consolidation

Ygen_text_inputEnter the length of time for which
snapshot consolidation is not to be
performed

Do not consolidate
snapshots for at least

YRPJournalProtection
Settings

Choose the unit for the consolidation
period

Unit(Consolidation
Period)

Ygen_text_inputEnter the number of days after which
the snapshots are to be consolidated

consolidate to one
snapshot per day

EMCRPBooleanListConsolidate SnapShot indefinitely for
day

Indefinitely

Ygen_text_inputEnter the number of weeks after which
the snapshots are to be consolidated

consolidate to one
snapshot per week

EMCRPBooleanListCheck to enable snapshot
consolidation for an indefinite number
of weeks

Indefinitely

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

RecoverPointClusterIdentityEMC RP Cluster Identity.OUTPUT_EMC_RP_CLUSTER_
IDENTITY
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Create RecoverPoint Consistency Group Copy
Summary

Create a RecoverPoint consistency group copy.
Description

This task creates a RecoverPoint consistency group (cg) copy.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPoint
ConsistencyGroup
Identity

Choose a RecoverPoint consistency
group

Consistency Group

gen_text_inputEnter a name for the consistency group
copy

Copy Name

YRecoverPointCluster
Identity

Choose a RecoverPoint cluster on
which to create the copy

Cluster Name

YRPCGProdPolicyHostOSChoose the host operating systemHost OS

YRPJournalCompressionChoose the journal compression levelJournal Compression

YRPMaxJournalLagTypeChoose the type of journal lagMaximum Journal Lag

gen_text_inputEnter the maximum journal lagMaximum Journal Lag
Size

YRPMaxJournalLagChoose the unit of the journal lagJournal Lag Unit

EMCRPBooleanListCheck to enable a protection windowRequired Protection
Window

Ygen_text_inputEnter the length of time for the
protection window

Protection Window

YRPJournalProtection
Settings

Choose the protection window time
unit

Window Unit

EMCRPBooleanListCheck to enable snapshot
consolidation

Enable Snapshot
Consolidation

Ygen_text_inputEnter the length of time for which
snapshot consolidation is not to be
performed

Do not consolidate
snapshots for at least

YRPJournalProtection
Settings

Choose the unit for the consolidation
period

Unit(Consolidation
Period)

Ygen_text_inputEnter the number of days after which
the snapshots are to be consolidated

consolidate to one
snapshot per day

EMCRPBooleanListCheck to enable snapshot
consolidation for an indefinite number
of days

Indefinitely
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MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the number of weeks after which
the snapshots are to be consolidated

consolidate to one
snapshot per week

EMCRPBooleanListCheck to enable snapshot
consolidation for an indefinite number
of weeks

Indefinitely

Outputs

TypeDescriptionOutput

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_
IDENTITY

RecoverPointClusterIdentityEMC RP Cluster Identity.OUTPUT_EMC_RP_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create RecoverPoint Group Set
Summary

Create a RecoverPoint group set.
Description

This task creates a RecoverPoint group set.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointAccountIdentityChoose a RecoverPoint accountRecoverPoint
Account

gen_text_inputEnter a name for the group setGroup Set Name

YRecoverPointConsistency
GroupMultiSelect

Choose the consistency group to add
to the group set

Consistency Group
Name

Ygen_text_inputEnter the time frequency between
bookmark creation

Frequency

YRPGroupSetFrequency
Interval

Choose the unit of time for
bookmark frequency

Unit

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointGroupSet
Identity

EMC RP Group Set Identity.OUTPUT_EMC_RECOVERPOINT_
GROUP_SET_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create RecoverPoint Replication Set
Summary

Create a RecoverPoint replication set.
Description

This task creates a RecoverPoint replication set.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupIdentity

Choose a RecoverPoint
consistency group

Consistency Group
Name

gen_text_inputEnter a name for the replication
set

Replication Set Name

Outputs

TypeDescriptionOutput

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_IDENTITY

RecoverPointReplicationSet
Identity

EMC RP Replication Set
Identity.

OUTPUT_EMC_RP_CG_
REPLICATION_SET_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete RecoverPoint Consistency Group
Summary

Delete a RecoverPoint consistency group.
Description

This task is deletes a RecoverPoint consistency group (CG).
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupIdentity

Choose the consistency
group to be deleted

Select Consistency Group

YDo you want to delete the
selected consistency group?

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete RecoverPoint Consistency Group Copy
Summary

Delete a RecoverPoint consistency group copy.
Description

This task removes a replication copy from a consistency group (CG) . Production copy can not be removed.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupCopyIdentity

Choose the consistency
group copy to be deleted

Select Consistency Group Copy

YDo you want to delete selected
consistency group copy?

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete RecoverPoint Group Set
Summary

Delete a RecoverPoint group set.
Description

This task deletes a RecoverPoint group set.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointGroupSet
Identity

Choose the group set to
delete

Group Set

YDo you want to remove the
selected group set?

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointGroupSet
Identity

EMC RP Group Set Identity.OUTPUT_EMC_RECOVERPOINT_
GROUP_SET_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete RecoverPoint Replication Set
Summary

Delete a RecoverPoint replication set.
Description

This task deletes a RecoverPoint replication set.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointReplication
SetIdentity

Choose the RecoverPoint
replication set to be deleted

Select Replication Set

YDo you want to delete the
selected replication set?

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Detach RecoverPoint ReplicationSet Volume from Splitter
Summary

Detach a RecoverPoint ReplicationSet volume from a splitter.
Description

This task detaches a RecoverPoint ReplicationSet volume from a splitter.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointReplicationSet
VolumeIdentity

Choose a user volume of a replication
set from which to detach a splitter

Replication Set
Volume

YRecoverPointSplitterIdentityChoose the RecoverPoint splitter to
detach from the selected volume

Splitter

Outputs

TypeDescriptionOutput

RecoverPointReplicationSet
VolumeIdentity

EMC RP Replication Set
Volume Identity.

OUTPUT_EMC_RP_CG_
REPLICATION_SET_VOLUME_
IDENTITY

RecoverPointSplitterIdentityEMC RP Splitter Identity.OUTPUT_EMC_RP_SPLITTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Disable RecoverPoint Image Access
Summary

Disable RecoverPoint image access.
Description

This task disables RecoverPoint image access.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistencyGroupCopy
Identity

Consistency Group Copy

Outputs

TypeDescriptionOutput

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Edit RecoverPoint Copy Policy
Summary

Edit RecoverPoint copy policy.
Description

This task edits RecoverPoint copy policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPoint
ConsistencyGroupCopy
Identity

Choose a RecoverPoint consistency
group copy

Consistency Group Copy

YEnter a name for the consistency
group copy

Copy Name

YRPCGProdPolicyHostOSChoose the host operating systemHost OS

YRPJournalCompressionChoose the journal compression levelJournal Compression

YRPMaxJournalLagTypeChoose the type of journal lagMaximum Journal Lag

gen_text_inputEnter the maximum journal lagMaximum Journal Lag
Size

YRPMaxJournalLagChoose the unit of the journal lagJournal Lag Unit

EMCRPBooleanListCheck to enable a protection windowRequired Protection
Window

Ygen_text_inputEnter the time for the protection
window

Protection Window

YRPJournalProtection
Settings

Choose the window time unitWindow Unit

EMCRPBooleanListCheck to enable snapshot
consolidation

Enable Snapshot
Consolidation

Ygen_text_inputEnter the length of time for which
snapshot consolidation is not to be
performed

Do not consolidate
snapshots for at least

YRPJournalProtection
Settings

Choose the unit for the consolidation
period

Unit(Consolidation
Period)

Ygen_text_inputEnter the number of days after which
the snapshots are to be consolidated

consolidate to one
snapshot per day

EMCRPBooleanListConsolidate SnapShot indefinitely for
day

Indefinitely

Ygen_text_inputEnter the number of weeks after
which the snapshots are to be
consolidated

consolidate to one
snapshot per week

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

EMCRPBooleanListCheck to enable snapshot
consolidation for an indefinite number
of weeks

Indefinitely

Outputs

TypeDescriptionOutput

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Edit RecoverPoint Group Policy
Summary

Edit RecoverPoint group policy.
Description

This task edits RecoverPoint group policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupIdentity

Choose a RecoverPoint consistency
group

Select Consistency
Group

YConsistency group nameConsistency Group
Name

RecoverPointRPAIdentityChoose a primary RPA for the
consistency group

Primary RPA

RPCGGroupPolicyPriorityChoose a priority levelPriority

EMCRPBooleanListCheck to create a distributed group.
A distributed group writes across
multiple RPAs.

Distribute Group

YRecoverPointRPAMultiSelectChoose a secondary RPA for the
distributed consistency group

Secondary RPAs

YRPCGGroupPolicyExternal
Application

Choose an external deviceExternal Application

YRecoverPointConsistency
GroupCopyIdentity

Choose a recover copyRecovery Copy

YRPCGGroupPolicyExtApp
MangedBy

Choose an appliance to manageManaged By

Outputs

TypeDescriptionOutput

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Edit RecoverPoint Group Set
Summary

Edit a RecoverPoint group set.
Description

This task edits a RecoverPoint group set.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointGroupSet
Identity

Choose the group set to modifyGroup Set

Enter a name for the group setGroup Set Name

gen_text_inputEnter the time frequency between
bookmark creation

Frequency

YRPGroupSetFrequency
Interval

Choose the unit of time for bookmark
frequency

Unit

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointGroupSet
Identity

EMC RP Group Set Identity.OUTPUT_EMC_RECOVERPOINT_
GROUP_SET_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Edit RecoverPoint Link Policy
Summary

Edit a RecoverPoint link policy.
Description

This task edits a RecoverPoint link policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPoint
ConsistencyGroupLink
PolicyIdentity

Choose a RecoverPoint link policy to
be modified

Link Policy

Production nameProduction Name

Copy nameCopy Name

YRPReplicationTypeChoose the replication modeReplication Mode

EMCRPBooleanListCheck to alternate between synchronous
and asynchronous replication based on
the specified latency limits

Dynamic By Latency

gen_text_inputEnter a value for latency in milliseconds
above which to start asynchronous
replication

Start async replication
above in Milliseconds

gen_text_inputPlease input resume async replication
below in Enter a value for latency in

Resume sync replication
below in Milliseconds

milliseconds below which to resume
synchronous replication

EMCRPBooleanListCheck to alternate between synchronous
and asynchronous replication based on
the specified throughput limits

Dynamic By
Throughput

gen_text_inputEnter the value above which to start
asynchronous replication

Start async replication
above

RPLinkPolicyDynamic
ThroughPut

Choose a unit for the throughput limitThroughPut Unit

gen_text_inputEnter the value below which to resume
synchronous replication

Resume sync replication
below

RPLinkPolicyDynamic
ThroughPut

Choose a unit for the throughput limitThroughPut Unit

Ygen_text_inputEnter a value for the interval between
data transfers across the link

Sync RPO

YRPLinkPolicyRpoChoose the unit of the RPOSync RPO Unit

Ygen_text_inputEnter a value for the interval between
data transfers across the link

Async RPO

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

YRPLinkPolicyRpoChoose the unit of the RPOAsync RPO Unit

YRPAsyncLinkPolicy
Compression

Choose the level of compressionCompression

EMCRPBooleanListCheck to enable deduplicationEnable Deduplication

YRPLinkPolicySnapshot
Granularity

Choose the snapshot granularity for the
link policy

Snapshot Granularity

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG First Copy
Identity.

OUTPUT_EMC_RP_CG_FIRST_
COPY_IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Second Copy
Identity.

OUTPUT_EMC_RP_CG_SECOND_
COPY_IDENTITY

RecoverPointConsistencyGroup
LinkPolicyIdentity

EMC RP CG Link Policy
Identity.

OUTPUT_EMC_RP_CG_LINK_
POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Edit RecoverPoint Replication Set
Summary

Edit a RecoverPoint replication set.
Description

This task edits a RecoverPoint replication set.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointReplicationSet
Identity

Choose a replication set to
modify

Replication Set

Ygen_text_inputEnter a new name for the
replication set

New Replication Set
Name

Outputs

TypeDescriptionOutput

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_IDENTITY

RecoverPointReplicationSet
Identity

EMC RP Replication Set
Identity.

OUTPUT_EMC_RP_CG_
REPLICATION_SET_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Enable RecoverPoint Image Access
Summary

Enable RecoverPoint image access.
Description

This task enables RecoverPoint image access.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupCopyIdentity

Choose a consistency group copy on
which to enable image access

Consistency Group
Copy

YRPImageToAccessChoose an image to accessImage to access

YRPImageAccessModeChoose a mode of access for the
image

Image Access Mode

YRecoverPointSnapshot
Identity

Choose a snapshot to accessSnapshot Image

Ydate_timeChoose a point in time to accessPoint in Time

gen_text_inputEnter the second in time you would
like to access for the selected point in
time

Seconds

gen_text_inputEnter a bookmarkBookMark

EMCRPBooleanListCheck tomatch the bookmark exactlyExact

YRPImageTypeChoose the type of imageImage type

gen_text_inputEnter a value for the maximum rangeMax range

YRPImageMaxRangeChoose a unit for the maximum rangeMax Range Units

Outputs

TypeDescriptionOutput

RecoverPointSnapshotIdentityEMC RP Snapshot Identity.OUTPUT_EMC_RP_SNAPSHOT_
IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Get RecoverPoint Volume Information
Summary

Get RecoverPoint volume information.
Description

This task fetches RecoverPoint volume information.
Inputs

MandatoryMappable To TypeDescriptionInput

YStorageArrayTypeListChoose the type of storage array from
which the volume is exposed to Recover
Point

Storage Array
Type

YemcLUNIdentityChoose the LUN for which to fetch
information

LUN

Outputs

TypeDescriptionOutput

RecoverPointVolumeIdentityEMC RP Volume Identity.OUTPUT_EMC_RECOVERPOINT_
VOLUME_IDENTITY

RecoverPointClusterIdentityEMC RP Cluster Identity.OUTPUT_EMC_RP_CLUSTER_
IDENTITY

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointSplitterIdentityEMC RP Splitter Identity.OUTPUT_EMC_RP_SPLITTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Recover RecoverPoint Production
Summary

Recover RecoverPoint production.
Description

This task recovers production.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupCopyIdentity

Choose the RecoverPoint consistency
group copy to recover

Consistency Group
Copy

YRPImageToAccessChoose an image to accessImage to access

YRecoverPointSnapshot
Identity

Choose a snapshot to accessSnapshot Image

Ydate_timeChoose a point in time to accessPoint in Time

gen_text_inputEnter the second in time to access for
the selected point in time

Seconds

gen_text_inputEnter a bookmarkBookMark

EMCRPBooleanListCheck tomatch the bookmark exactlyExact

YRPImageTypeChoose the type of imageImage type

gen_text_inputEnter a maximum rangeMax range

YRPImageMaxRangeChoose a unit for themaximum rangeMax Range Units

Outputs

TypeDescriptionOutput

RecoverPointSnapshotIdentityEMC RP Snapshot Identity.OUTPUT_EMC_RP_SNAPSHOT_
IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1582

EMC RecoverPoint Tasks
Recover RecoverPoint Production



RecoverPoint Failover
Summary

Fail over.
Description

This task fails over to an image snapshot.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupCopyIdentity

Choose a consistency group copyConsistency Group
Copy

YRPImageToAccessChoose an image to accessImage to access

YRecoverPointSnapshot
Identity

Choose a snapshot to accessSnapshot Image

Ydate_timeChoose a point in time to accessPoint in Time

gen_text_inputEnter the second in time to access
for the selected point in time

Seconds

gen_text_inputEnter a bookmarkBookMark

EMCRPBooleanListCheck to match the bookmark
exactly

Exact

YRPImageTypeChoose the type of imageImage type

gen_text_inputEnter a value for themaximum rangeMax range

YRPImageMaxRangeChoose a unit for the maximum
range

Max Range Units

Outputs

TypeDescriptionOutput

RecoverPointSnapshotIdentityEMC RP Snapshot Identity.OUTPUT_EMC_RP_SNAPSHOT_
IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1583

EMC RecoverPoint Tasks
RecoverPoint Failover



Remove RecoverPoint Copy Link
Summary

Remove a RecoverPoint copy link.
Description

This task removes a RecoverPoint copy link.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistencyGroup
CopyIdentity

Choose the first copy of the Recover
Point consistency group

First Copy

YRecoverPointConsistencyGroup
CopyIdentity

Choose the second copy of the
RecoverPoint consistency group

Second Copy

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG First Copy
Identity.

OUTPUT_EMC_RP_CG_FIRST_
COPY_IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Second Copy
Identity.

OUTPUT_EMC_RP_CG_SECOND_
COPY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove RecoverPoint Journal Volume from Group Copy
Summary

Remove a RecoverPoint journal volume from a group copy.
Description

This task removes a RecoverPoint journal volume froma group copy.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupCopyIdentity

Choose a RecoverPoint consistency
group copy

Consistency Group
Copy

YRecoverPointJournalVolume
Identity

Choose the journal volume to be
removed from consistency group
copy

Journal Volume

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove RecoverPoint User Volume from Group Copy
Summary

Remove a RecoverPoint user volume from group copy.
Description

This task removes a RecoverPoint user volume from a group copy.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointReplicationSet
Identity

Choose a RecoverPoint replication
set

Replication Set

YRecoverPointReplicationSet
VolumeIdentity

Choose the user volume from
which to remove the replication
set

Replication Set
Volume

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1586

EMC RecoverPoint Tasks
Remove RecoverPoint User Volume from Group Copy



Rescan RecoverPoint Storage Volumes
Summary

Rescan RecoverPoint storage volumes.
Description

This task rescans RecoverPoint Storage volumes.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointClusterIdentityChoose a RecoverPoint cluster to
rescan for storage volumes

Cluster

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Resume RecoverPoint Production after Failover
Summary

Resume RecoverPoint production after failover.
Description

This resumes RecoverPoint production after failover.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupCopyIdentity

Choose a consistency group copy to
resume production

Consistency Group
Copy

YRPImageToAccessChoose a image to accessImage to access

YRecoverPointSnapshot
Identity

Choose a snapshot to accessSnapshot Image

Ydate_timeChoose a point in time to accessPoint in Time

gen_text_inputEnter the exact second you would like
to access for the selected point in time

Seconds

gen_text_inputEnter a bookmarkBookMark

EMCRPBooleanListcheck to match the exact bookmarkExact

YRPImageTypeChoose the type of imageImage type

gen_text_inputEnter a value for the maximum rangeMax range

YRPImageMaxRangeChoose a unit for the maximum rangeMax Range Units

Outputs

TypeDescriptionOutput

RecoverPointSnapshotIdentityEMC RP Snapshot Identity.OUTPUT_EMC_RP_SNAPSHOT_
IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Set RecoverPoint Consistency Group Copy Status
Summary

Set RecoverPoint consistency group copy status.
Description

This task sets RecoverPoint consistency group (CG) copy status. Disabling a copy stops all replication,
deletes journals, and causes a volume sweep when the copy is re-enabled. Enabling a disabled copy starts
replication and begins a volume sweep.

Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupCopyIdentity

Choose a RecoverPoint consistency
group copy

Consistency Group
Copy Name

EMCRPBooleanListCheck to enable the selected
consistency group copy

Enable

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Set RecoverPoint Consistency Group Copy Transfer Status
Summary

Set RecoverPoint consistency group transfer copy status.
Description

This task sets RecoverPoint consistency group (CG) copy transfer status. Start Transfer starts the transfer
of writes from the production host to the selected copy. Pause Transfer pauses the transfer of writes from
the production host to the selected copy.

Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupCopyIdentity

Choose a RecoverPoint consistency
group copy

Consistency Group
Copy Name

EMCRPBooleanListCheck to start transfer in the
selected consistency group copy

Enable Transfer

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Set RecoverPoint Consistency Group Status
Summary

Set RecoverPoint consistency group status.
Description

This task sets RecoverPoint consistency group (CG) Status. Disabling a CG stops all replication, deletes
journals, and causes a full sweep when the group is enabled. Enabling a disabled CG starts replication
and begins a full sweep.

Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupIdentity

Choose a RecoverPoint consistency
group

Consistency Group
Name

EMCRPBooleanListCheck to enable the selected
consistency group

Enable

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Set RecoverPoint Consistency Group Transfer Status
Summary

Set RecoverPoint consistency group transfer status.
Description

This task is used to Set RecoverPoint consistency group (CG) Transfer Status. Start Transfer causes the
transfer of writes from the production host to all copies of the selected CG to start. Pause Transfer causes
the transfer of writes from the production host to all copies of the selected CG to pause.

Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupIdentity

Choose a RecoverPoint consistency
group

Consistency Group
Name

EMCRPBooleanListCheck to start transfer in the
selected consistency group

Enable Transfer

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Set RecoverPoint Copy as Production
Summary

Set a RecoverPoint copy as production.
Description

This task sets a RecoverPoint copy as production.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointConsistency
GroupCopyIdentity

Choose a consistency group copy
to make the production copy

Consistency Group
Copy

Outputs

TypeDescriptionOutput

RecoverPointConsistencyGroup
CopyIdentity

EMC RP CG Copy Identity.OUTPUT_EMC_RP_CG_COPY_
IDENTITY

RecoverPointConsistencyGroup
Identity

EMC RP CG Identity.OUTPUT_EMC_RP_CG_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign EMC RecoverPoint Cluster from Pod
Summary

Unassign an EMC RecoverPoint cluster from a pod.
Description

This task removes an EMC RecoverPoint cluster from a pod.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointClusterIdentityChoose a RecoverPoint cluster to be
unassigned from the pod

RPA Cluster

Outputs

TypeDescriptionOutput

RecoverPointClusterIdentityEMC RP Cluster Identity.OUTPUT_EMC_RP_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Update RecoverPoint CG Copy Transfer Status
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointAccount
Identity

Choose a RecoverPoint account to
update consistency group copy
transfer status

RecoverPoint
Account

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Update RecoverPoint CG Transfer Status
Summary

Update the RecoverPoint CG transfer status.
Description

This task updates the RecoverPoint CG transfer status.
Inputs

MandatoryMappable To TypeDescriptionInput

YRecoverPointAccount
Identity

Choose a RecoverPoint account to
update consistency group transfer
status

RecoverPoint
Account

Outputs

TypeDescriptionOutput

RecoverPointAccountIdentityEMC RP System Identity.OUTPUT_EMC_RP_SYSTEM_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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EMC Unity - Consistency Group Operations

This chapter contains the following sections:

• EMC Unity - Add LUN to Consistency Group, on page 1598
• EMC Unity - Create Consistency Group, on page 1599
• EMC Unity - Delete Consistency Group, on page 1601
• EMC Unity - Modify Consistency Group, on page 1602
• EMC Unity - Remove LUN from Consistency Group, on page 1603

Cisco UCS Director Task Library Reference, Release 6.7
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EMC Unity - Add LUN to Consistency Group
Summary

Add one or more LUNs to a consistency group.
Description

This task adds one or more LUNs to a Consistency Group on an EMC Unity Array. Newly added LUN
can be accessed to all the Hosts which are associated with ConsistencyGroup. If LUN is already associated
to one Consistency Group, it can not be added to other Consistency Groups. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• Consistency Group: podName@AccountName@consistencyGroupName@ConsistencyGroupID.
For example: Vblock@Unity_Hybrid@TestCG@res_26

• LUN: PodName@accountName@storagePoolName@storagePoolId@lunName@lunID. For
example: Vblock@Unity_Hybrid@Pool1@pool_7@TestLUN@lun_7

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccountIdentitySelect Account nameEMCUnityAccount

YEMCUnityConsistencyGroup
Identiry

Choose an EMC Unity consistency
group to add LUNs to

Consistency Group

YEMCUnityLunIdentityChoose one or more LUNs to be
added to the consistency group

LUN

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityConsistencyGroup
Identiry

EMCUnity ConsistencyGroup
Identity

OUTPUT_EMC_UNITY_
CONSISTENCY_GROUP_IDENTITY

EMCUnityLunIdentityEMC Unity LUN IdentityOUTPUT_EMC_UNITY_LUN_
IDENTITY
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EMC Unity - Create Consistency Group
Summary

Create a new consistency group on an EMC Unity array.
Description

This task creates or adds a new Consistency Group on an EMC Unity storage array. Optionally you can
add LUN and associate Snapshot schedule to this consistency Group. For host association, you must
associate atlease one LUN. Host can be associated to existing Consistency Group usingMap EMCUnity
LUN task. Create EMC Unity Consistency Group is also the rollback task for Delete EMC Unity
Consistency Group. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• Name: Valid LUN Name - The following special characters are not allowed: " % & ' * + . / \ : ; <
= > ? ^ @ | ,

• Description: Valid Description
• Snapshot Schedule: Select the schedule you to associate to LUN-Snapshot schedule settings for the
LUN

• Snapshot Schedule Paused: Check box- Indicates whether the Snapshot Schedule to be paused or
not. If it is paused, no snapshot will be taken, until it is turned off

• Access Hosts: podName@AccountName@hostName@hostID. For example:
Vblock@Unity_Hybrid@TestHost@Host_1

• LUN: Select the existing LUN to add to Consistency Group. For example:
PodName@accountName@storagePoolName@storagePoolId@lunName@lunID. For example:
Vblock@Unity_Hybrid@Pool1@pool_7@TestLUN@lun_7

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Choose an EMC Unity accountEMC Unity
Account

gen_text_inputEnter a name for the consistency group.
The following 19 special characters are

Name

not allowed:", %, &, ', *, +, ., /, \, :, ;, <,
=, >, ?, ^, @, | and ,"

gen_text_inputEnter a description for the consistency
group

Description

EMCUnitySnapshot
ScheduleIdentity

Check to pause the snapshot scheduleSnapshot Schedule

BooleanCheck to pause the snapshot scheduleSnapshot Schedule
Paused

EMCUnityLunIdentityChoose one or more LUNs to be added to
the consistency group

LUN

EMCUnityHostIdentityChoose one or more host access settings
for the consistency group, as defined by
the block host access

Access Hosts
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MandatoryMappable To TypeDescriptionInput

EMCUnityHostLunAccess
Type

Choose an access typeAccess Type

Outputs

TypeDescriptionOutput

EMCUnityLunIdentityEMC Unity LUN IdentityOUTPUT_EMC_UNITY_LUN_
IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityConsistencyGroup
Identiry

EMCUnity ConsistencyGroup
Identity

OUTPUT_EMC_UNITY_
CONSISTENCY_GROUP_IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY

EMCUnitySnapshotSchedule
Identity

EMCUnity Snapshot Schedule
Identity

OUTPUT_EMC_UNITY_SNAPSHOT_
SCHEDULE_IDENTITY
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EMC Unity - Delete Consistency Group
Summary

Delete a consistency group object from an EMC Unity array.
Description

This task deletes a Consistency Group from an EMC Unity storage array. Use Force Snapshot Deletion
and Force LUN Deletion options to delete in case it contains Snapshots are LUNs. Once it is deleted, it
can not be recovered, if you need to protect LUN from deletion, Perform Remove LUN from EMCUnity
Consistency Group, so that, LUNs can be managed stand alone. Delete EMC Unity Consistency Group
is also the rollback task for Create EMC Unity Consistency Group. Input Format:

• Consistency Group: podName@AccountName@consistencyGroupName@ConsistencyGroupID.
For example: Vblock@Unity_Hybrid@TestCG@res_26

• Force Snap Deletion:Whether to delete a storage resource's snapshots along with the storage resource
• Force LUN Deletion: Whether to delete a storage resource's LUN's along with the storage resource

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityConsistency
GroupIdentiry

Choose an EMCUnity consistency group
to be deleted

Consistency Group

BooleanCheck to delete a storage resource's
snapshots along with the storage resource

Force Snap Deletion

BooleanCheck to delete a storage resource's LUNs
along with the storage resource

Force LUN Deletion

Outputs

No Outputs
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EMC Unity - Modify Consistency Group
Summary

Modify a consistency group.
Description

This modifies an EMC Unity Consistency Group. Name, Description and Snapshot schedule can be
modified using this task. Limitation: Snapshot Schedule can be added or changed but cannot be removed
from the Consistency Group Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• Consistency Group: podName@AccountName@consistencyGroupName@ConsistencyGroupID.
For example: Vblock@Unity_Hybrid@TestCG@res_26

• Name: Valid LUN Name - The following special characters are not allowed: " % & ' * + . / \ : ; <
= > ? ^ @ | ,

• Description: Valid Description
• Snapshot Schedule: Select the schedule to associate to LUN-Snapshot schedule settings for the LUN

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Select Account nameEMC Unity
Account

YEMCUnityConsistency
GroupIdentiry

Choose an EMCUnity consistency group to
be modified

Consistency
Group

gen_text_inputEnter a name for the consistency group. The
following 19 special characters are not

Name

allowed: ", %, &, ', *, +, ., /, \, :, ;, <, =, >,
?, ^, @, | and ,"

gen_text_inputEnter a description for the consistency groupDescription

EMCUnitySnapshot
ScheduleIdentity

Choose a snapshot schedule for the
consistency group. A snapshot schedule can
be added or changed but cannot be removed
from the consistency group.

Snapshot
Schedule

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityConsistencyGroup
Identiry

EMCUnity Consistency Group
Identity

OUTPUT_EMC_UNITY_
CONSISTENCY_GROUP_IDENTITY
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EMC Unity - Remove LUN from Consistency Group
Summary

Remove one or more LUNs from a consistency group.
Description

This task removes one or more LUNs from a Consistency Group on an EMC Unity Array. Host(s) can
access their LUNs, though it is removed from Consistency Group. Only its association to Consistency
group is removed. Remove LUN from EMC Unity Consistency Group is also the rollback task for Add
LUN to EMC Unity Consistency Group. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• Consistency Group: podName@AccountName@consistencyGroupName@ConsistencyGroupID.
For example: Vblock@Unity_Hybrid@TestCG@res_26

• LUN: PodName@accountName@storagePoolName@storagePoolId@lunName@lunID. For
example: Vblock@Unity_Hybrid@Pool1@pool_7@TestLUN@lun_7

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccountIdentitySelect Account nameEMC Unity
Account

YEMCUnityConsistencyGroup
Identiry

Choose an EMC Unity consistency
group from which to remove LUNs

Consistency Group

YEMCUnityLunIdentityChoose one or more EMCUnity LUNs
to be removed from the consistency
group

LUN

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityConsistencyGroup
Identiry

EMCUnity ConsistencyGroup
Identity

OUTPUT_EMC_UNITY_
CONSISTENCY_GROUP_IDENTITY

EMCUnityLunIdentityEMC Unity LUN IdentityOUTPUT_EMC_UNITY_LUN_
IDENTITY
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EMC Unity - File System Operations

This chapter contains the following sections:

• EMC Unity - Create File System, on page 1606
• EMC Unity - Delete File System, on page 1608
• EMC Unity - Modify File System, on page 1609

Cisco UCS Director Task Library Reference, Release 6.7
1605



EMC Unity - Create File System
Summary

Create a new file system on an EMC Unity array.
Description

This task creates or adds a new file system on an EMCUnity storage array. Minimum file system capacity
is 3 GB. Before a file system is created, at least one NAS server must exist on the storage system.
Optionally, Snapshot Schedule can be selected with the Pause Snapshot creation option. If Snapshot
Schedule is selected and Pause Snapshot creation is not checked, the EMCUnity system creates snapshots
on the file system at the frequency configured on the snapshot schedule. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid.
• EMC Unity NAS Server:
podName@accountName@spName@spid@storagePoolName@storagePoolid@nasServerName@nasServerID.
For example: Default Pod@EmcUnity@SP A@spa@Pool0@Pool_7@TestNAS@nas_4.

• Protocol: Configure the protocols the file system supports.
• Name: A valid name. The following 19 special characters are not allowed in the file system name:
" % & ' * + . / \ : ; < = > ? ^ @ | ,

• Description: A description of the file system.
• Storage Pool: PodName@accountName@storagePoolName@storagePoolId. For example:
Vblock@Unity_Hybrid@Pool1@pool_7.

• Size: Size of the File System. Minimum file system capacity is 3 GB.
• Capacity Units: The unit for the size of the file system: GB, MB, or TB.
• Thin: Check to enable thin provisioning for file system.
• Snapshot Schedule: Select the schedule to associate to the file system. The snapshot schedule contains
schedule settings for the file system.

• Snapshot Schedule Paused: Check to indicate that the snapshot schedule is paused.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Select EMC Unity account to add hostEMCUnity Account

YEMCUnityFileSystem
ProtocolType

Choose a protocol that the file system
supports

Protocol

YEMCUnityNasServer
Identity

Choose a NAS server to provide network
connectivity to the share from the host

NAS Server

gen_text_inputEnter the name of file system. The
following 19 special characters are not

Name

allowed: ", %, &, ', *, +, ., /, \, :, ;, <, =, >,
?, ^, @, | and ,"

gen_text_inputEnter a description for the file systemDescription

YEMCUnityStoragePool
Identity

Choose a storage pool in which to create
the file system

Pool

Ygen_text_inputEnter the size of file system.Minimum size
is 3 GB.

Size
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MandatoryMappable To TypeDescriptionInput

YEMCUnitySizeUnitChoose the capacity units (MB, GB, or TB)Capacity Units

BooleanCheck to enable thin provisioning for the
file system

Thin

EMCUnitySnapshot
ScheduleIdentity

Choose a snapshot schedule for the file
system

Snapshot Schedule

BooleanCheck to pause the snapshot scheduleSnapshot Schedule
Paused

BooleanCheck to enable synchronous writes on the
file system

Sync Write Enabled

BooleanCheck to enable opportunistic file locking
on the file system

Opslocks Enabled

BooleanCheck to enable notifications of file writes
on the file system

Notify On Write
Enabled

BooleanCheck to enable notifications of file
accesses on the file system

Notify On Access
Enabled

EMCUnityFileSystem
AccessPolicyType

Indicates whether notifications on files
access is enabled on the file system

Access Policy

Outputs

TypeDescriptionOutput

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

gen_text_inputEMC Unity File System Size.OUTPUT_EMC_UNITY_FILE_
SYSTEM_SIZE
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EMC Unity - Delete File System
Summary

Delete a file system on an EMC Unity array.
Description

This task deletes a file system on an EMC Unity storage array. Use the Force option to delete snapshots
along with the file system. Delete EMC Unity File System is the rollback task for Create EMC Unity
File System. Input Format:

• EMC Unity File System:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14

• Force: Select to also delete snapshots.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityFileSystem
Identity

Choose an EMC Unity file systemFile System

BooleanCheck to force delete if the file system
has snapshots associated with it

Force

Outputs

TypeDescriptionOutput

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY
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EMC Unity - Modify File System
Summary

Modify an EMC Unity file system on an EMC Unity array.
Description

This task modifies a file system on an EMC Unity storage array. Only description, size, and snapshot
schedule inputs can be modified using this task. To enable or disable snapshot creation on a file system,
use Start Snapshot creation or Pause Snapshot creation respectively. A snapshot schedule can be added
or changed but cannot be removed from the file system. Input Format:

• EMC Unity File System:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14

• Description: A description of the file system.
• Size: The size of the File System. Minimum file system capacity is 3 GB.
• Capacity Units: The unit for the size of the file system: GB, MB, or TB.
• Snapshot Schedule: A snapshot schedule can be added or changed but cannot be removed from the
file system.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityFileSystem
Identity

Choose an EMC Unity file systemFile System

gen_text_inputEnter a description for the file systemDescription

gen_text_inputEnter the size of file system.Minimum
size is 3 GB.

Size

YEMCUnitySizeUnitChoose the capacity units (MB, GB, or
TB)

Capacity Units

EMCUnitySnapshotSchedule
Identity

Choose a snapshot schedule settings
for the file system

Snapshot Schedule

Outputs

TypeDescriptionOutput

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Host IP Port Operations

This chapter contains the following sections:

• EMC Unity - Create Host IP Port, on page 1612
• EMC Unity - Delete Host IP Port, on page 1613
• EMC Unity - Modify Host IP Port, on page 1614
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EMC Unity - Create Host IP Port
Summary

Create an IP port (network address) on an EMC Unity Host.
Description

This task creates an IP port (network address) on an EMC Unity Host. You can enter IPv4, IPv6 or
FQDN. This will determine host access for NFS shares. The rollback task for EMC Unity Host IP Port
is Delete EMC Unity Host IP Port. Input Format:

• EMC Unity Host:: podName@AccountName@hostName@hostID. For example:
Vblock@Unity_Hybrid@TestHost@Host_1

• Network Address: Valid IPv4, IPv6 or FQDN
• Ignore port while granting storage access to NFS: Check box-Select checkbox to ignore the port
while granting storage access to NFS

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityHostIdentityChoose a host to which the network
address is to be added

EMC Unity Host

Ygen_text_inputEnter a network address for the
network

Network Address

BooleanCheck to ignore the port when
granting storage access to NFS

Ignore port while granting
storage access to NFS

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityHostIPport
Identity

EMC Unity Host IP Port
Identity

OUTPUT_EMC_UNITY_HOST_IP_
PORT_IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY
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EMC Unity - Delete Host IP Port
Summary

Delete an IP port (network address) from an EMC Unity Host.
Description

This task deletes an IP port (network address) from an EMC Unity Host. This will have impact in NFS
Share access if the host is mapped to any share. Delete EMC Unity Host IP PORT is the rollback task
for Create EMC Unity Host IP Port. Input Format:

• EMC Unity Host IP Port:
podName@AccountName@hostName@hostID@networkAddress@networkAddressID.For example:
Vblock@Unity_Hybrid@TestHost@Host_1@hostName1@HostNetworkAddress_1

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityHostIPportIdentityChoose an EMC Unity host IP
port to be deleted

EMC Unity Host IP
Port

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityHostIPport
Identity

EMC Unity Host IP Port
Identity

OUTPUT_EMC_UNITY_HOST_IP_
PORT_IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY
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EMC Unity - Modify Host IP Port
Summary

Modify an existing IP port (network address) on an EMC Unity Host.
Description

This task modifies an existing IP port (network address) on an EMC Unity Host. User can modify only
granting storage access to NFS If you want to change Network address, please delete the respective Host
IP port and add it with valid network address Input Format:

• EMC Unity Host IP Port:
podName@AccountName@hostName@hostID@networkAddress@networkAddressID.For example:
Vblock@Unity_Hybrid@TestHost@Host_1@hostName1@HostNetworkAddress_1

• Ignore port while granting storage access to NFS: Check box-Select checkbox to ignore the port
while granting storage access to NFS

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityHostIPport
Identity

Choose an EMC Unity host IP port
to be modified

EMC Unity Host IP Port

BooleanCheck to ignore the port when
granting storage access to NFS

Ignore port while granting
storage access to NFS

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityHostIPport
Identity

EMC Unity Host IP Port
Identity

OUTPUT_EMC_UNITY_HOST_IP_
PORT_IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY
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EMC Unity - Host Initiator Operations

This chapter contains the following sections:

• EMC Unity - Add Host Initiator, on page 1616
• EMC Unity - Modify Host Initiator, on page 1618
• EMC Unity - Remove Host Initiator, on page 1619
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EMC Unity - Add Host Initiator
Summary

Add a new host initiator for a host on an EMC Unity array.
Description

This task creates or adds a new host initiator for a host on an EMC Unity storage array. Host can contain
both FC and iSCSI initiators This task creates the following types of host initiators:

• ISCSI initiator - iSCSI Qualified Name (IQN)
• FC Initiator - Worldwide Name (WWN)

Input Format:

• EMC Unity Host Identity: podName@AccountName@hostName@hostID. For example:
Vblock@Unity_Hybrid@TestHost@Host_1

• Initiator Type: Select the initiator Type. For example, ISCSI or FC
• IQN or WWN: Valid IQN or WWN-Enter IQN in case of iSCSI access or WWN in case of FC
access

• Ignore Storage Access: Check box-Specifies whether to include the host initiator when storage
access is granted to the host.

• CHAP Username: Valid name-CHAP user name-Applies to iSCSI initiators only.
• CHAP Secret: CHAP secret to use to authenticate iSCSI sessions. Applies to iSCSI initiators only.
• CHAP Secret Type: CHAP secret encoding type. Applies to iSCSI initiators only.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityHostIdentityChoose a host to which to add the initiatorEMC Unity Host
Identity

YEMCUnityHostInitiator
Type

Choose an initiator typeInitiator Type

Ygen_text_inputEnter a IQN (for iSCSI access) or WWN
(for FC access)

IQN or WWN

gen_text_inputEnter a CHAP username. Applies to iSCSI
initiators only.

CHAP Username

passwordEnter a CHAP secret to use to authenticate
iSCSI sessions. Applies to iSCSI initiators
only.

CHAP Secret

EMCUnityChapSecret
Type

Choose a CHAP secret encoding type.
Applies to iSCSI initiators only.

CHAP Secret Type

BooleanCheck to include the host initiator when
storage access is granted to the host.

Ignore Storage Access
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Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY

EMCUnityHostInitiator
Identity

EMC Unity Host Initiator
Identity.

OUTPUT_EMC_UNITY_HOST_
INITIATOR_IDENTITY

EMCUnityInitiator
WWN/IQN

EMC Unity Initiator
WWN/IQN.

OUTPUT_EMC_UNITY_INITIATOR_
WWN_IQN
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EMC Unity - Modify Host Initiator
Summary

Modify a host initiator on an EMC Unity array.
Description

This task modifies a Host Initiator on an EMC Unity storage array. For an FC Initiator, the host can be
changed. For an ISCSI Initiator, other inputs like chap user, chap secret, and chap secret type also can
be changed. Input Format:

• EMC Unity Initiator:
podName@AccountName@hostName@hostID@initiatorType@iqn/wwn@initiatorID. For example:
Vblock@Unity_Hybrid@TestHost@Host_1@fc@20:00:00:25:B5:00:00:0F:20:00:00:25:B5:00:0B:2F@HostInitiator_3

• Host: podName@AccountName@hostName@hostID. For example:
Vblock@Unity_Hybrid@TestHost@Host_1

• Ignore Storage Access: Check box-Specifies whether to include the host initiator when storage
access is granted to the host.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityHostInitiator
Identity

Select Initiator to modifyInitiator

EMCUnityHostIdentityChoose a new EMC Unity host for the
initiator. The initiator is removed from
the existing host.

EMC Unity Host
Identity

BooleanCheck to include the host initiator when
storage access is granted to the host.

Ignore Storage
Access

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY

EMCUnityHostInitiator
Identity

EMC Unity Host Initiator
Identity.

OUTPUT_EMC_UNITY_HOST_
INITIATOR_IDENTITY

EMCUnityInitiator
WWN/IQN

EMC Unity Initiator
WWN/IQN.

OUTPUT_EMC_UNITY_INITIATOR_
WWN_IQN
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EMC Unity - Remove Host Initiator
Summary

Remove a host initiator from a host on an EMC Unity array.
Description

This task deletes a host initiator and all of its paths from a host. Initiator can not be deleted if there are
storage resources. For example: LUN or Consistency group associated with the host. This task is also
the rollback task for Add EMC Unity Host Initiator. Input Format:

• EMC Unity Host Initiator:
podName@AccountName@hostName@hostID@initiatorType@iqn/wwn@initiatorID. For example:
Vblock@Unity_Hybrid@TestHost@Host_1@fc@20:00:00:25:B5:00:00:0F:20:00:00:25:B5:00:0B:2F@HostInitiator_3

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityHostInitiator
Identity

Choose an EMC Unity Host
Initiator to be deleted

EMC Unity Host
Initiator

Outputs

No Outputs
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EMC Unity - Host Operations

This chapter contains the following sections:

• EMC Unity - Create Host, on page 1622
• EMC Unity - Delete Host, on page 1623
• EMC Unity - Modify Host, on page 1624
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EMC Unity - Create Host
Summary

Create a new host on an EMC Unity array.
Description

This task creates or adds a new host on an EMC Unity storage array. A host can have both FC and iSCSI
initiators. You can associate Host IP Port (Network address) using EMCUnity Create Host IP Port. Input
format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid.
• Name: A valid host name. The following 19 special characters are not allowed in the host name: "
% & ' * + . / \ : ; < = > ? ^ @ | ,

• Description: A description of the host.
• Operating System: Select the operating system running on the host.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Select EMC Unity account to add hostEMC Unity
Account

gen_text_inputEnter the host name. The following 19
special characters are not allowed:", %,

Name

&, ', *, +, ., /, \, :, ;, <, =, >, ?, ^, @, | and
,"

gen_text_inputEnter a description for the hostDescription

EMCUnityHostOSTypeChoose an operating system to run on the
new host

Operating System

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY
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EMC Unity - Delete Host
Summary

Delete (unregister) a host object from an EMC Unity array.
Description

This task unregisters a host from an EMC Unity storage array. Delete EMC Unity Host is the rollback
task for Create EMC Unity Host. If the host is associated with any initiators, all the initiators are deleted
along with the host. This task fails if the selected host has access to any storage resources, such as a LUN
or a consistency group. Input format for the EMC Unity host:
podName@AccountName@hostName@hostID. For example:
Vblock@Unity_Hybrid@TestHost@Host_1.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityHostIdentityChoose an EMC Unity Host to
be deleted

EMC Unity Host

Outputs

No Outputs
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EMC Unity - Modify Host
Summary

Modify an EMC Unity Host on an EMC Unity array.
Description

This task modifies an existing host on an EMCUnity storage array. You can modify the name, description
and operating system using this task. If the name is modified, all existing associations remain the same.
Input format:

• EMC Unity Host: podName@AccountName@hostName@hostID. For example:
Vblock@Unity_Hybrid@TestHost@Host_1.

• Name: A valid host name. The following 19 special characters are not allowed in the host name: "
% & ' * + . / \ : ; < = > ? ^ @ | ,

• Description: A description of the host.
• Operating System: Select the operating system running on the host.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityHostIdentitySelect EMC Unity Host to modifyEMC Unity Host

gen_text_inputEnter the modified host name. The
following 19 special characters are not

Name

allowed:", %, &, ', *, +, ., /, \, :, ;, <, =, >,
?, ^, @, | and ,"

gen_text_inputEnter a description for the hostDescription

EMCUnityHostOSTypeChoose an operating system to run on the
modified host

Operating System

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY
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EMC Unity - LUN Operations

This chapter contains the following sections:

• EMC Unity - Create LUN, on page 1626
• EMC Unity - Delete LUN, on page 1628
• EMC Unity - Map LUN, on page 1629
• EMC Unity - Modify Host LUN ID, on page 1631
• EMC Unity - Modify LUN, on page 1632
• EMC Unity - Unmap LUN, on page 1633
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EMC Unity - Create LUN
Summary

Create a new LUN on an EMC Unity array.
Description

This task creates a new LUN on an EMC Unity storage array. It is also the rollback task for Delete EMC
Unity LUN. Host and Snapshot schedule association are optional. LUN can be associated to Host with
three possible options, LUN, Snapshot, and LUN & Snapshots. You can provide HLU number for the
LUN while creation only when host mapping is selected. If given HLU is already used on any of the
selected Host, LUN creation will fail. For Access Type option, LUN and Snapshot, twoHLU are required
in comma separated value(eg 0,1). HLU should be between 0 and 16381. If hlu is not given, System will
allocate next available HLU for the LUN. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity Storage Pool: PodName@accountName@storagePoolName@storagePoolId. For
example: Vblock@Unity_Hybrid@Pool1@pool_7

• Name: Valid LUN Name - The following special characters are not allowed: " % & ' * + . / \ : ; <
= > ? ^ @ | ,

• Size: Size of the LUN. For example: 2
• Capacity Units: The unit for the Size of the LUN. For example: 2GB,MB or TB
• Description: Valid Description
• Default Node: Select the Storage Processor
• Thin: Check box- Indicates whether to enable thin provisioning for LUN
• Snapshot Schedule: Select the schedule you to associate to LUN-Snapshot schedule settings for the
LUN

• Snapshot Schedule Paused: Check box- Indicates whether the Snapshot Schedule is paused or not
• Access Hosts: podName@AccountName@hostName@hostID. For example:
Vblock@Unity_Hybrid@TestHost@Host_1

• Access Type: Possible values are LUN, Snapshot, LUN and Snapshot. Required only when Access
Hosts input is selected

• HLU: HLU number of LUN. Required only when Access Hosts input is selected

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccountIdentitySelect Account nameEMCUnityAccount
Name

YEMCUnityStoragePool
Identity

Choose an EMC Unity storage pool for
the LUN

Storage Pool

gen_text_inputEnter a name for the LUN. The following
19 special characters are not allowed: ",

Name

%, &, ', *, +, ., /, \, :, ;, <, =, >, ?, ^, @, |
and ,"

Ygen_text_inputEnter the size of the LUNSize

YEMCUnitySizeUnitChoose a system capacity unitCapacity Units

gen_text_inputEnter a description for the LUNDescription
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MandatoryMappable To TypeDescriptionInput

EMCUnityStorage
ProcessorIdentity

Choose Storage Processor that owns the
LUN

Default Node

BooleanCheck thin to enable thin provisioning
for the LUN

Thin

EMCUnitySnapshot
ScheduleIdentity

Choose a snapshot schedule for the LUN.
A snapshot schedule can be added or
changed but cannot be removed from the
LUN.

Snapshot Schedule

BooleanCheck to pause the snapshot scheduleSnapshot Schedule
Paused

EMCUnityHostIdentityChoose one or more hosts to provide with
access to the LUN

Access Hosts

EMCUnityHostLunAccess
Type

Choose an access typeAccess Type

gen_text_inputEnter a unique host LUN IDHLU

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY

EMCUnityLunIdentityEMC Unity LUN IdentityOUTPUT_EMC_UNITY_LUN_
IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY

EMCUnityHostLunIdentityEMC Unity Host LUN IdentityOUTPUT_EMC_UNITY_HOST_LUN_
IDENTITY

LunNaaIdLUN NAA IDOUTPUT_LUN_NAA_ID

gen_text_inputEMC Unity Host Production
LUN HLU

OUTPUT_EMC_UNITY_HOST_
PRODUCTION_LUN_ID

gen_text_inputEMCUnityHost Snapshot LUN
HLU

OUTPUT_EMC_UNITY_HOST_
SNAPSHOT_LUN_ID
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EMC Unity - Delete LUN
Summary

Delete a LUN from an EMC Unity array.
Description

This task deletes a LUN from an EMC Unity storage array. Delete EMC Unity LUN is also the rollback
task for Create EMC Unity LUN. This task will fail, in case if selected LUN is mapped to Host or part
of Consistency group. If any snapshots associated the LUN, select Force Snap Deletion option to delete
Snapshot along with LUN. Input Format:

• EMCUnity LUN: PodName@accountName@storagePoolName@storagePoolId@lunName@lunID.
For example: Vblock@Unity_Hybrid@Pool1@pool_7@TestLUN@lun_7

• Force Snap Deletion: Check box-Indicates whether to delete a LUN's snapshots along with LUN

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityLunIdentityChoose an EMC Unity LUN to be
deleted

EMC Unity LUN

BooleanCheck to force snapshot deletionForce Snap Deletion

Outputs

No Outputs
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EMC Unity - Map LUN
Summary

Map a LUN or consistency group to EMC Unity Hosts.
Description

This task maps one or more hosts to selected LUN or Consistency group. Map EMC Unity LUN is the
rollback task for Unmap EMC Unity LUN. HLU input is optional. If given HLU is already used on any
of the selected Host, this task will fail. For Access Type option, LUN and Snapshot, two HLUs are
required in comma separated value(for example: 0,1). HLU should be between 0 and 16381. If HLU is
not given, System allocates the next available HLU for the LUN. In case Consistency Group is selected,
the system allocates the next available HLU for all the LUNs available in the selectecd Consistency
group. HLU can be modified for each LUN-Host mapping using the Modify Host LUN ID task Input
Format:

• Storage Resource: Storage Resource can be either Consistency Group or LUN
• EMC Unity Host: podName@AccountName@hostName@hostID. For example:
Vblock@Unity_Hybrid@TestHost@Host_1

• Consistency Group: podName@AccountName@consistencyGroupName@ConsistencyGroupID.
For example: Vblock@Unity_Hybrid@TestCG@res_26

• LUN: PodName@accountName@storagePoolName@storagePoolId@lunName@lunID. For
example: Vblock@Unity_Hybrid@Pool1@pool_7@TestLUN@lun_7

• Access Type: Possible values are LUN, Snapshot, LUN and Snapshot.
• HLU: HLU number of LUN. Required only when for LUN Mapping not with Consistency Group
option

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityStorageResource
Type

Choose a storage resource typeStorage Resource

YEMCUnityLunIdentityChoose an EMCUnity LUN to map with
the host

EMC Unity LUN

YEMCUnityConsistency
GroupIdentiry

Choose an EMCUnity consistency group
to map with the host

Consistency Group

YEMCUnityHostIdentityChoose an EMC Unity host to map with
the LUN

EMC Unity Host

EMCUnityHostLunAccess
Type

Choose an access typeAccess Type

gen_text_inputEnter a unique host LUN ID. If access
type is LUN and Snapshot, provide two

HLU

HLUs, comma-separated. TheHLUmust
not be assigned to a LUN on the selected
hosts.
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Outputs

TypeDescriptionOutput

EMCUnityLunIdentityEMC Unity LUN IdentityOUTPUT_EMC_UNITY_LUN_
IDENTITY

EMCUnityConsistency
GroupIdentiry

EMC Unity Consistency Group
Identity

OUTPUT_EMC_UNITY_
CONSISTENCY_GROUP_IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityHostLunIdentityEMC Unity Host LUN IdentityOUTPUT_EMC_UNITY_HOST_LUN_
IDENTITY

LunNaaIdLUN NAA IDOUTPUT_LUN_NAA_ID

gen_text_inputEMC Unity Host Production
LUN HLU

OUTPUT_EMC_UNITY_HOST_
PRODUCTION_LUN_ID

gen_text_inputEMCUnityHost Snapshot LUN
HLU

OUTPUT_EMC_UNITY_HOST_
SNAPSHOT_LUN_ID
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EMC Unity - Modify Host LUN ID
Summary

Modify an HLU for existing LUN on an EMC Unity array.
Description

This task modifies selected LUN HLU on an EMC Unity storage array. Please make sure that, new HLU
is not is not used in same Host. HLU should be between 0 and 16381. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• Host LUN:
PodName@accountName@storagePoolName@storagePoolId@lunName@lunID@HostName@HostID@HLU@HostLUNId.
For example:
Vblock@Unity_Hybrid@Pool1@pool_7@TestLUN@lun_7@EXSI_H1@Host_6@10@Host_6_lun_7_prod

• HLU: Enter unique HLU on the host. For example: 0

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccountIdentitySelect Account nameEMC Unity
Account Name

YEMCUnityHostLunIdentityChoose one or more host LUNs to set
the new HLU to. Selected LUNs should
belong to same host.

Host LUN

gen_text_inputEnter a unique HLU for the selected host
LUN

HLU

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY

EMCUnityHostLunIdentityEMCUnity Host LUN IdentityOUTPUT_EMC_UNITY_HOST_LUN_
IDENTITY

EMCUnityLunIdentityEMC Unity LUN IdentityOUTPUT_EMC_UNITY_LUN_
IDENTITY

gen_text_inputEMC Unity Host LUN IdOUTPUT_EMC_UNITY_HOST_LUN_
ID
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EMC Unity - Modify LUN
Summary

Modify a LUN on an EMC Unity Array.
Description

This task modifies an existing LUN on an EMC Unity array. Size, description and Snapshot schedule
inputs can be modified. You can not reduce the LUN size using this task. Limitation: Snapshot Schedule
can be added or changed but cannot be removed from the LUN Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• LUN: PodName@accountName@storagePoolName@storagePoolId@lunName@lunID. For
example: Vblock@Unity_Hybrid@Pool1@pool_7@TestLUN@lun_7

• Name: Valid LUN Name - The following special characters are not allowed: " % & ' * + . / \ : ; <
= > ? ^ @ | ,

• Size: Size of the LUN. For example: 2
• Capacity Units: The unit for the Size of the LUN. For example: 2GB,MB or TB
• Description: Valid Description
• Snapshot Schedule: Select the schedule to associate to LUN-Snapshot schedule settings for the LUN

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Select Account nameEMC Unity Account
Name

YEMCUnityLunIdentitySelect LUN to modifyLUN

gen_text_inputEnter the name for the LUN. The
following special characters are not

Name

allowed: ", %, &, ', *, +, ., /, \, :, ;, <,
=, >, ?, ^, @, | and ,"

gen_text_inputEnter a size for the LUNSize

YEMCUnitySizeUnitChoose a system capacity unitCapacity Units

gen_text_inputEnter a description of the LUNDescription

EMCUnitySnapshot
ScheduleIdentity

Choose a snapshot schedule for the
LUN. A snapshot schedule can be
added or changed but cannot be
removed from the LUN.

Snapshot Schedule.
Snapshot Schedule can
be added or changed but
cannot be removed from
the LUN

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityLunIdentityEMC Unity LUN IdentityOUTPUT_EMC_UNITY_LUN_
IDENTITY
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EMC Unity - Unmap LUN
Summary

Unmap EMC Unity hosts from the selected LUN or consistency group.
Description

This task unmaps one or more hosts from the selected LUN or consistency group. Input Format:

• Storage Resource: Storage Resource can be either Consistency Group or LUN
• EMC Unity Host: podName@AccountName@hostName@hostID. For example:
Vblock@Unity_Hybrid@TestHost@Host_1

• Consistency Group: podName@AccountName@consistencyGroupName@ConsistencyGroupID.
For example: Vblock@Unity_Hybrid@TestCG@res_26

• LUN: PodName@accountName@storagePoolName@storagePoolId@lunName@lunID. For
example: Vblock@Unity_Hybrid@Pool1@pool_7@TestLUN@lun_7

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityStorageResource
Type

Choose a storage resource typeStorage Resource

YEMCUnityConsistencyGroup
Identiry

Select EMC Unity Consistency
Group to modify

Consistency Group

YEMCUnityLunIdentityChoose an EMC Unity LUN to
map with the host

EMC Unity LUN

YEMCUnityHostIdentitySelect EMC Unity Host to UnmapEMC Unity Host

Outputs

TypeDescriptionOutput

EMCUnityLunIdentityEMC Unity LUN IdentityOUTPUT_EMC_UNITY_LUN_
IDENTITY

EMCUnityConsistencyGroup
Identiry

EMCUnity ConsistencyGroup
Identity

OUTPUT_EMC_UNITY_
CONSISTENCY_GROUP_IDENTITY

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - NAS Server Operations

This chapter contains the following sections:

• EMC Unity - Create DNS Server, on page 1636
• EMC Unity - Create File Interface, on page 1637
• EMC Unity - Create NAS Server, on page 1639
• EMC Unity - Create NFS Server, on page 1640
• EMC Unity - Create NIS Server, on page 1641
• EMC Unity - Create SMB Server, on page 1642
• EMC Unity - Delete DNS Server, on page 1644
• EMC Unity - Delete File Interface, on page 1645
• EMC Unity - Delete NAS Server, on page 1646
• EMC Unity - Delete NFS Server, on page 1647
• EMC Unity - Delete NIS Server, on page 1648
• EMC Unity - Delete SMB Server, on page 1649
• EMC Unity - Modify DNS Server, on page 1650
• EMC Unity - Modify File Interface, on page 1651
• EMC Unity - Modify NAS Server, on page 1653
• EMC Unity - Modify NFS Server, on page 1654
• EMC Unity - Modify NIS Server, on page 1655
• EMC Unity - Modify SMB Server, on page 1656
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EMC Unity - Create DNS Server
Summary

Create a new DNS Server for an NAS Server on an EMC Unity array.
Description

This task creates a new DNS Server for an NAS Server on an EMCUnity storage array. One DNS Server
can support a maximum of three IP Addresses. Both IPv4 and IPv6 are supported. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity NAS Server:
podName@accountName@spName@id@storagePoolName@storagePoolId@nasServerName@nasServerID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4

• Domain: Valid domain name-Fully qualified domain name of DNS Server
• Ip Address: Valid IPv4 or IPv6 Address-Prioritized list of one to three IPv4 and/or IPv6 addresses
of DNS server(s) for the domain

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Choose an EMC Unity accountEMC Unity Account

YEMCUnityNasServer
Identity

Choose an EMC Unity NAS serverEMC Unity NAS
Server

Ygen_text_inputEnter the fully qualified domain name
of the DNS server

Domain

Ygen_text_inputEnter one to three IPv4 and/or IPv6
addresses of DNS servers in order of
priority, separated by commas.

IP Addresses

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityDnsServerIdentityEMC Unity DNS Server
Identity

OUTPUT_EMC_UNITY_DNS_
SERVER_IDENTITY
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EMC Unity - Create File Interface
Summary

Create a new file interface for an NAS Server on an EMC Unity array.
Description

This task creates or adds a new file interface for an NAS Server on an EMC Unity storage array. The
user must select one NAS Server while creating the file interface. Once the file interface is created with
the selected NAS Server, it cannot be changed. The user must select one IP port that will be listed based
on the storage processor selected while creating the NAS Server. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity NAS Server:
podName@accountName@spName@spid@storagePoolName@storagePoolid@nasServerName@nasServerID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4

• IP Port: podName@accountName@spName@spid@iportName@ipPortId. For example: Default
Pod@EmcUnity@SP A@spa@SP A I/O Module 0 Ethernet Port 0@spa_iom_0_eth0

• IP Address: A valid IPv4 or IPv6 address
• Subnet Mask or Prefix Length: A valid IPv4 Address for IPv4 Addresses or a valid prefix length
for IPv6 addresses.

• Gateway: A valid IPv4 address
• VLAN ID: Change this value only if you have configured your switch port to support VLAN tagging
of multiple VLAN IDs. The network does not work properly if this value is set incorrectly.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Select EMC Unity account to File
Interface

EMCUnity Account

YEMCUnityNasServer
Identity

Choose an EMC Unity NAS serverNAS Server

YEMCUnityIpPortIdentityChoose an EMC Unity IP portIP Port

Ygen_text_inputEnter the IP address of the network
interface in IPv4 or IPv6 format

IP Address

Ygen_text_inputEnter the subnet mask if IPv4, or prefix
length in the range 1 to 128 if IPv6, for
the network address

Subnet Mask or
Prefix Length

gen_text_inputEnter a gateway address for the network
interface

Gateway

gen_text_inputEnter a VLAN identifier for the interfaceVLAN ID

Outputs

TypeDescriptionOutput

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY
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TypeDescriptionOutput

EMCUnityFileInterface
Identity

EMC Unity File Interface
Identity.

OUTPUT_EMC_UNITY_FILE_
INTERFACE_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1638

EMC Unity - NAS Server Operations
EMC Unity - Create File Interface



EMC Unity - Create NAS Server
Summary

Create a new NAS Server on an EMC Unity array.
Description

This task creates a new NAS Server on an EMC Unity storage array. Storage Pool is mandatory for
creating an NAS Server. Once the NAS server is created with the selected storage pool, it can't be changed.
Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• Server Name: Valid NAS Server Name - The following special characters are not allowed: " % &
' * + . / \ : ; < = > ? ^ @ | ,

• Pool: PodName@accountName@storagePoolName@storagePoolId. For example:
Vblock@Unity_Hybrid@Pool1@pool_7

• Storage Processor: podName@accountName@spName@id. For example: Default
Pod@EmcUnity@SP A@spa

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Select EMC Unity account to add hostEMC Unity
Account

gen_text_inputEnter a name for the NAS server. The
following 19 special characters are not

Server Name

allowed: ", %, &, ', *, +, ., /, \, :, ;, <, =, >,
?, ^, @, | and ,"

YEMCUnityStoragePool
Identity

Choose an EMCUnity storage pool to store
the NAS server configuration information

Pool

YEMCUnityStorage
ProcessorIdentity

Choose an EMCUnity storage processor on
which to run the NAS server

Storage Processor

Outputs

TypeDescriptionOutput

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Create NFS Server
Summary

Create a new NFS Server for an NAS Server on an EMC Unity array.
Description

This task creates a new NFS Server for an NAS Server on an EMC Unity storage array. This task allows
you to enable or disable NFS V4 support while creating the NFS Server. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity NAS Server:
podName@accountName@spName@id@storagePoolName@storagePoolid@nasServerName@nasServerID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4

• NFSv4 Enabled: Check box-Indicates whether NFSv4 is enabled on the NFS server

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccountIdentitySelect EMCUnity account to addNFS
Server

EMC Unity Account

YEMCUnityNasServer
Identity

Choose an EMC Unity NAS serverNAS Server

BooleanCheck to enable NFSv4 Linux/Unix
shares on the NAS server

NFSv4 Enabled

Outputs

TypeDescriptionOutput

EMCUnityNfsServerIdentityEMC Unity NFS Server
Identity.

OUTPUT_EMC_UNITY_NFS_
SERVER_IDENTITY

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Create NIS Server
Summary

Create a new NIS Server for an NAS Server on an EMC Unity array.
Description

This creates an NIS Server for an NAS Server on an EMC Unity storage array. Both IPv4 and IPv6 are
supported. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity NAS Server:
podName@accountName@spName@id@storagePoolName@storagePoolId@nasServerName@nasServerID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4

• Domain: Valid domain name-Fully qualified domain name of NIS Server
• Ip Address: Valid IPv4 or IPv6 Address-Prioritized list of one to three IPv4 and/or IPv6 addresses
of NIS server\(s\) for the domain

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccountIdentityChoose an EMC Unity accountEMC Unity Account

YEMCUnityNasServer
Identity

Choose an EMC Unity NAS serverEMC Unity NAS
Server

Ygen_text_inputEnter the domain name of the NIS
server

Domain

Ygen_text_inputEnter one to ten IPv4 and/or IPv6
addresses of NIS servers in order of
priority, separated by commas.

IP Addresses

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityNisServerIdentityEMCUnity NIS Server IdentityOUTPUT_EMC_UNITY_NIS_
SERVER_IDENTITY
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EMC Unity - Create SMB Server
Summary

Create an SMB Server for an NAS Server on an EMC Unity array.
Description

This task creates a new SMB server for an NAS server on an EMC Unity storage array. Both standalone
and active directory are supported. Only one SMB server can be created on an NAS Server. If the SMB
server type is Standalone then you must provide a Workgroup and Administrator Password. If the SMB
server type is Active Directory then you must provide a Windows domain, domain administrator name,
domain administrator password, and organizational unit. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity NAS Server:
podName@accountName@spName@id@storagePoolName@storagePoolid@nasServerName@nasServerID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4

• Server Type: Two Inputs. For example: Standalone, Active Directory
• NetBIOS Name: Valid name
• Description: Valid Description
• Workgroup: Valid Workgroup(Standalone Server Type)
• Administrator Password: Valid password-The password must be 8 to 40 characters in length,must
contain one Upper case and lower case letter,one numeric and one special character(! , @ # $ % ^
* ? _ ~)(Standalone Server Type)

• Windows Domain: Valid Domain name where SMB server is registered in Active Directory(Active
Directory Server Type)

• Domain Administrator Name: Valid Active Directory domain user name(Active Directory Server
Type)

• Domain Administrator Password: Valid Active Directory domain password(Active Directory Server
Type)

• Organizational Unit: Valid LDAP organizational unit of SMB server in Active Directory(Active
Directory Server Type)

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Choose an EMC Unity accountEMC Unity Account

YEMCUnityNasServer
Identity

Choose an EMC Unity NAS server to be
added to the SMB server

NAS Server

EMCUnitySMBServer
Type

Choose a SMB server typeSMB Server Type

gen_text_inputEnter the name of the SMB server in the
Windows network

NetBIOS Name

gen_text_inputEnter a description for the SMB serverDescription

Ygen_text_inputEnter a standalone SMB server workgroupWorkgroup

YpasswordEnter a standalone SMB server
administrator password. The passwordmust

Administrator
Password
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MandatoryMappable To TypeDescriptionInput
be 8 to 40 characters long and contain at
least one upper and one lower case letter,
one numeral, and one special character: (!
, @ # $ % ^ * ? _ ~)

Ygen_text_inputEnter a domain name where the SMB
server is registered in Active Directory

Windows Domain

Ygen_text_inputEnter the Active Directory domain user
name

Domain Administrator
Name

YpasswordEnter the Active Directory domain
password

Domain Administrator
Password

gen_text_inputEnter the LDAP organizational unit of the
SMB server in Active Directory

Organizational Unit

Outputs

TypeDescriptionOutput

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnitySMBServer
Identity

EMC Unity SMB Server
Identity

OUTPUT_EMC_UNITY_CIFS_
SERVER_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Delete DNS Server
Summary

Delete an existing DNS Server for an NAS Server on an EMC Unity array.
Description

This task deletes a DNS Server configured for an NAS Server on an EMC Unity storage array. Delete
EMC Unity DNS Server is also the rollback task for Create EMC Unity DNS Server. Input Format:

• DNS Server:
podName@accountName@spName@id@storagePoolName@storagePoolId@nasServerName@nasServerID@domainName@dnsID.
For example: Default Pod@EmcUnity@SP
A@spa@pool_7@Pool0@TestNAS@nas_4@DNS_test@dns_140

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityDnsServerIdentityEnter an EMC Unity DNS
server to be deleted

EMC Unity DNS
Server

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityDnsServerIdentityEMC Unity DNS Server
Identity

OUTPUT_EMC_UNITY_DNS_
SERVER_IDENTITY
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EMC Unity - Delete File Interface
Summary

Delete a file interface from an NAS Server on an EMC Unity array.
Description

This task deletes a file interface from an NAS Server on EMC Unity storage array. Delete EMC Unity
File Interface is the rollback task for Create EMC Unity File Interface. Input Format: File Interface:
podName@accountName@spName@id@storagePoolName@storagePoolid@nasServerName@nasServerID@iportName@ipPortId@ipAddress@fileInterfaceID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4@SP A I/O
Module 0 Ethernet Port 0@spa_iom_0_eth0@1.2.3.4@if_12

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityFileInterfaceIdentitySelect File Interface to deleteFile Interface

Outputs

TypeDescriptionOutput

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityFileInterface
Identity

EMC Unity File Interface
Identity.

OUTPUT_EMC_UNITY_FILE_
INTERFACE_IDENTITY

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY
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EMC Unity - Delete NAS Server
Summary

Delete an NAS Server on an EMC Unity array.
Description

This task deletes an NAS Server on an EMC Unity storage array. All the NFS, SMB, DNS, and NIS
Servers and File Interfaces associated with the NAS Server are deleted. Delete EMC Unity NAS Server
is the rollback task for Create EMC Unity NAS Server. Input Format: Unity NAS Server:
podName@accountName@spName@id@storagePoolName@storagePoolId@nasServerName@nasServerID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityNasServerIdentityChoose an EMCUnityNAS server
to be deleted

NAS Server

Outputs

TypeDescriptionOutput

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY
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EMC Unity - Delete NFS Server
Summary

Delete an NFS Server from an NAS Server on an EMC Unity array.
Description

This task deletes an NFS from an NAS Server on an EMC Unity storage array. Delete EMC Unity NFS
Server is the rollback task for Create EMC Unity NFS Server. Input Format:

• Server Name:
podName@accountName@spName@id@storagePoolName@storagePoolId@nasServerName@nasServerID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityNfsServerIdentityChoose an EMCUnity NFS server
to be deleted

NAS Server

Outputs

TypeDescriptionOutput

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityNfsServerIdentityEMC Unity NFS Server
Identity.

OUTPUT_EMC_UNITY_NFS_
SERVER_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Delete NIS Server
Summary

Delete an existing NIS Server for an NAS Server on an EMC Unity array.
Description

This task deletes an existing NIS Server configured for an NAS Server on an EMC Unity storage array.
Delete EMC Unity NIS Server is also the rollback task for Create EMC Unity NIS Server. Input Format:

• NIS Server:
podName@accountName@spName@id@storagePoolName@storagePoolId@nasServerName@nasServerID@domainName@nisID.
For example: Default Pod@EmcUnity@SP
A@spa@pool_7@Pool0@TestNAS@nas_4@NIS_test@nis_140

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityNisServer
Identity

Choose an EMC Unity NIS server to
be deleted

EMCUnityNIS Server

BooleanCheck to ignore warnings during the
modification process

Ignore Warnings

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityNisServerIdentityEMCUnity NIS Server IdentityOUTPUT_EMC_UNITY_NIS_
SERVER_IDENTITY
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EMC Unity - Delete SMB Server
Summary

Delete an SMB Server from an NAS Server on an EMC Unity array.
Description

This task deletes an existing SMB Server configured for an NAS Server on an EMC Unity storage array.
Delete EM Unity SMB Server is the rollback task for Create EMC Unity SMB Server. Input Format:

• SMB Server:
podName@accountName@spName@id@storagePoolName@storagePoolid@nasServerName@nasServerID@smbServerID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4@cifs_15

Inputs

MandatoryMappable To
Type

DescriptionInput

YEMCUnity
SMBServerIdentity

Choose an EMC Unity SMB server to be
deleted

SMB Server

BooleanKeep SMB server account unjoined in Active
Directory after deletion. If it it is not selected,

Delete and remove the
server reference from
the Active Directory You will have to manually delete a record of

computer from the Active Directory Domain.
Alternatively you can reuse this SMB name
later for another SMB server

Ygen_text_inputEnter the Active Directory domain usernameDomain Username

YpasswordEnter the Active Directory domain passwordDomain Password

Outputs

TypeDescriptionOutput

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnitySMBServer
Identity

EMC Unity SMB Server
Identity

OUTPUT_EMC_UNITY_CIFS_
SERVER_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Modify DNS Server
Summary

Modify a DNS Server for an NAS Server on an EMC Unity array.
Description

This task modifies a DNS Server for an NAS Server on an EMC Unity storage array. Input Format:

• DNS Server:
podName@accountName@spName@id@storagePoolName@storagePoolId@nasServerName@nasServerID@domainName@dnsID.
For example: Default Pod@EmcUnity@SP
A@spa@pool_7@Pool0@TestNAS@nas_4@DNS_test@dns_140

• Domain: Valid domain name-Fully qualified domain name of DNS Server
• Ip Address: Valid IPv4 or IPv6 Address-Prioritized list of one to three IPv4 and/or IPv6 addresses
of DNS server(s) for the domain

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityDnsServer
Identity

Enter an EMC Unity DNS server to be
modified

EMC Unity DNS
Server

gen_text_inputEnter the fully qualified domain name of
the DNS server

Domain

gen_text_inputEnter one to three IPv4 and/or IPv6
addresses of DNS servers in order of
priority, separated by commas.

IP Addresses

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityDnsServerIdentityEMC Unity DNS Server
Identity

OUTPUT_EMC_UNITY_DNS_
SERVER_IDENTITY
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EMC Unity - Modify File Interface
Summary

Modify an EMC Unity file interface for an NAS server on an EMC Unity array.
Description

This task modifies a file interface for an NAS Server on an EMC Unity array. You can change the IP
port that was selected while creating the file interface. You can also change the IP address, gateway,
subnet mask/prefix length, or VLAN ID. Input Format:

• File Interface:
podName@accountName@spName@id@storagePoolName@storagePoolid@nasServerName@nasServerID@iportName@ipPortId@ipAddress@fileInterfaceID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4@SP A
I/O Module 0 Ethernet Port 0@spa_iom_0_eth0@1.2.3.4@if_12

• IP Port: podName@accountName@spName@id@iportName@ipPortId. For example: Default
Pod@EmcUnity@SP A@spa@SP A I/O Module 0 Ethernet Port 0@spa_iom_0_eth0

• IP Address: A valid IPv4 or IPv6 address
• Subnet Mask or Prefix Length: A valid IPv4 Address for IPv4 addresses or a valid prefix length for
IPv6 addresses.

• Gateway: A valid IPv4 address.
• VLAN ID: Change this value only if you have configured your switch port to support VLAN tagging
of multiple VLAN IDs. The network does not work properly if this value is set incorrectly.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityFileInterface
Identity

Choose an EMC Unity file interface to be
modified

File Interface

YEMCUnityIpPortIdentityChoose an EMC Unity IP portIp Port

Ygen_text_inputEnter the IP address of the network
interface in IPv4 or IPv6 format

Ip Address

gen_text_inputEnter the subnet mask if IPv4, or prefix
length in the range 1 to 128 if IPv6, for the
network address

Subnet Mask

gen_text_inputEnter a gateway address for the network
interface

Gateway

gen_text_inputEnter a VLAN identifier for the interfaceVLAN ID

Outputs

TypeDescriptionOutput

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityFileInterface
Identity

EMC Unity File Interface
Identity.

OUTPUT_EMC_UNITY_FILE_
INTERFACE_IDENTITY
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TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Modify NAS Server
Summary

Modify an NAS Server on an EMC Unity array.
Description

This task modifies an NAS Server on an EMCUnity storage array. This task can be used to modify NAS
server name and storage processor values. At least one of the parameters must be modified to successfully
execute the task. Input Format:

• EMC Unity NAS Server:
podName@accountName@spName@id@storagePoolName@storagePoolId@nasServerName@nasServerID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4

• Server Name: Valid Storage Pool Name - The following special characters are not allowed: " % &
' * + . / \ : ; < = > ? ^ @ | ,

• Storage Processor: podName@accountName@spName@id. For example: Default
Pod@EmcUnity@SP A@spa

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityNasServer
Identity

Choose an EMC Unity NAS server to be
modified

EMC Unity NAS
Server

gen_text_inputEnter a name for the NAS server. The
following 19 special characters are not

Server Name

allowed: ", %, &, ', *, +, ., /, \, :, ;, <, =, >,
?, ^, @, | and ,"

YEMCUnityStorage
ProcessorIdentity

Choose an EMC Unity storage processor
on which to run the NAS server

Storage Processor

Outputs

TypeDescriptionOutput

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Modify NFS Server
Summary

Modify an NFS Server for an NAS Server on an EMC Unity array.
Description

This task modifies an NFS server associated with an NAS Server on an EMC Unity storage array. Only
NFS V4 support can be enabled or disabled using this operation. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity NAS Server:
podName@accountName@spName@id@storagePoolName@storagePoolId@nasServerName@nasServerID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4

• NFSv4 Enabled: Check box-Indicates whether NFSv4 is enabled on the NFS server

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccountIdentityChoose an EMC Unity accountEMC Unity Account

YEMCUnityNfsServer
Identity

Choose an EMC Unity NAS server to
be modified

NFS Server

BooleanCheck to enable NFSv4 Linux/Unix
shares on the NAS server

NFSv4 Enabled

Outputs

TypeDescriptionOutput

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityNfsServerIdentityEMC Unity NFS Server
Identity.

OUTPUT_EMC_UNITY_NFS_
SERVER_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1654

EMC Unity - NAS Server Operations
EMC Unity - Modify NFS Server



EMC Unity - Modify NIS Server
Summary

Modify an NIS Server for an NAS Server on an EMC Unity array.
Description

This task modifies an NIS Server for an NAS Server on an EMC Unity storage array. Input Format:

• NIS Server:
podName@accountName@spName@id@storagePoolName@storagePoolId@nasServerName@nasServerID@domainName@nisID.
For example: Default Pod@EmcUnity@SP
A@spa@pool_7@Pool0@TestNAS@nas_4@NIS_test@nis_140

• Domain: Valid domain name-Fully qualified domain name of NIS Server
• Ip Address: Valid IPv4 or IPv6 Address-Prioritized list of one to three IPv4 and/or IPv6 addresses
of NIS server\(s\) for the domain

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityNisServer
Identity

Choose the EMC Unity NIS server to be
modified

EMC Unity NIS
Server

gen_text_inputEnter the domain name of the NIS serverDomain

gen_text_inputEnter one to ten IPv4 and/or IPv6
addresses of NIS servers in order of
priority, separated by commas.

IP Addresses

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnityNisServerIdentityEMCUnity NIS Server IdentityOUTPUT_EMC_UNITY_NIS_
SERVER_IDENTITY
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EMC Unity - Modify SMB Server
Summary

Modify an SMB Server on an EMC Unity NAS Server.
Description

This task modifies the properties of an SMB Server created over an NAS Server. Input Format:

• SMB Server:
podName@accountName@spName@id@storagePoolName@storagePoolid@nasServerName@nasServerID@smbServerID.
For example: Default Pod@EmcUnity@SP A@spa@pool_7@Pool0@TestNAS@nas_4@cifs_15

• Server Type: Two Inputs. For example: Standalone, Active Directory
• NetBIOS Name: Valid name
• Description: Valid Description
• Workgroup: Valid Workgroup(Standalone Server Type)
• Administrator Password: Valid password-The password must be 8 to 40 characters in length,must
contain one Upper case and lower case letter,one numeric and one special character(! , @ # $ % ^
* ? _ ~)(Standalone Server Type)

• Windows Domain: Valid Domain name where SMB server is registered in Active Directory(Active
Directory Server Type)

• Domain Administrator Name: Valid Active Directory domain user name(Active Directory Server
Type)

• Domain Administrator Password: Valid Active Directory domain password(Active Directory Server
Type)

• Organizational Unit: Valid LDAP organizational unit of SMB server in Active Directory(Active
Directory Server Type)

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnity
SMBServerIdentity

Choose an EMC Unity SMB server to be
modified

SMB Server

EMCUnity
SMBServerType

Choose a SMB server typeSMB Server Type

gen_text_inputEnter the name of the SMB server in
Windows network

NetBIOS Name

gen_text_inputEnter a description for the SMB serverDescription

gen_text_inputEnter a standalone SMB server workgroupWorkgroup

passwordEnter a standalone SMB server
administrator password. The passwordmust

Administrator
Password

be 8 to 40 characters long and contain at
least one upper and one lower case letter,
one numeral, and one special character (! ,
@ # $ % ^ * ? _ ~).

gen_text_inputEnter a domain namewhere the SMB server
is registered in Active Directory

Windows Domain
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the Active Directory domain user
name

DomainAdministrator
Name

passwordEnter the Active Directory domain
password

DomainAdministrator
Password

gen_text_inputEnter the LDAP organizational unit of the
SMB server in Active Directory

Organizational Unit

Outputs

TypeDescriptionOutput

EMCUnityNasServerIdentityEMC Unity NAS Server
Identity.

OUTPUT_EMC_UNITY_NAS_
SERVER_IDENTITY

EMCUnitySMBServer
Identity

EMC Unity SMB Server
Identity

OUTPUT_EMC_UNITY_CIFS_
SERVER_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - NFS Share Operations

This chapter contains the following sections:

• EMC Unity - Add hosts to NFS Share, on page 1660
• EMC Unity - Create NFS Share, on page 1661
• EMC Unity - Delete NFS Share, on page 1663
• EMC Unity - Modify NFS Share, on page 1664
• EMC Unity - Remove hosts from NFS Share, on page 1665
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EMC Unity - Add hosts to NFS Share
Summary

Add hosts to the NFS share with different access types.
Description

This task map one or more hosts to an NFS share based on selected Access type. Same host can not be
part of more than on Access Type group. E.g if a host is added to No Access hosts, it can not be part of
Root Access or Read write Access or Read Access Groups. Input Format:

• EMC Unity NFS Share:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID@nfsShareName@nfsShareID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14@testNFS@NFSShare_18

• Host Access Type: Select the default access Type
• Host(s): Select the hosts to associate to NFS Share

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityNfsShareIdentityChoose an NFS share to associate
with the host

EMC Unity NFS
Share

EMCUnityNFSshareHost
AccessType

Choose a host access typeHost Access Type

YEMCUnityHostIdentityChoose one or more hosts to
associate with the NFS share

Host(s)

Outputs

TypeDescriptionOutput

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY

gen_text_inputEMC Unity NFS Share NameOUTPUT_EMC_UNITY_NFS_SHARE_
NAME

EMCUnitySnapShot
Identity

EMC Unity Snapshot IdentityOUTPUT_EMC_UNITY_SNAPSHOT_
IDENTITY

EMCUnityAccount
Identity

EMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

gen_text_inputEMC Unity NFS Share Export
Path

OUTPUT_EMC_UNITY_NFS_SHARE_
EXPORT_PATH

gen_text_inputEMC Unity NFS Share Local
Path

OUTPUT_EMC_UNITY_NFS_SHARE_
LOCAL_PATH

EMCUnityNfsShare
Identity

EMCUnity NFS Share Identity.OUTPUT_EMC_UNITY_NFS_SHARE_
IDENTITY
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EMC Unity - Create NFS Share
Summary

Create an NFS share on a file system or on a snapshot of the file system.
Description

This task creates an NFS Share on an EMC Unity file system or on a snapshot of the file system. You
can optionally associate Host during NFS Share creation. Same host can not be part of more than on
Access Type. E.g if a host is added to No Access hosts, it can not be part of Root Access or Read write
Access or Read Access Groups. If no hosts are selected, all hosts will have same access as selected in
Default Access input. The rollback task for Create EMC Unity NFS Share is Delete EMC Unity NFS
Share. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity File System:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolId@storagePoolName@fileSystemName@fileSystemID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14

• Use Snapshot: Check box to create NFS Share on Snapshot
• EMC Unity File System Snapshot: Select the file system to create NFS share on
• Name: Valid Storage Pool Name - The following special characters are not allowed: " % & ' * + .
/ \ : ; < = > ? ^ @ | ,

• Description: Valid Description
• Path: Valid Path - Path destination should exist, if path is not given share is created on root directory
• Default Access: Select the default access Type
• Minimum Security: Select the minimum Security Type
• No Access Hosts: Select the hosts that you want to prevent access to
• Read Only Hosts: Select the hosts that you want to provide read-only access to
• Root Access Hosts: Select the hosts that you want to provide root access to
• Read Write Hosts: Select the hosts that you want to provide read-write access to

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Choose an EMC Unity accountEMC Unity Account

YEMCUnityFileSystem
Identity

Choose an EMC Unity file system to be
added to NFS share

EMC Unity File
System

BooleanCheck to create an NFS share on a
snapshot

Use Snapshot

YEMCUnitySnapShot
Identity

Choose a file system snapshot to create
an NFS share on

EMC Unity File
System Snapshot

gen_text_inputEnter the name of NFS share. The
following 19 special characters are not

Name

allowed: ", %, &, ', *, +, ., /, \, :, ;, <, =,
>, ?, ^, @, | and ,"
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the path for the NFS share. The
share is created in the root directory if
the path is empty.

Path

gen_text_inputEnter a description for the NFS shareDescription

EMCUnityNFSshareHost
AccessType

Choose the default access typeDefault Access

EMCUnityNFSshare
MinimumSecurityType

Choose the minimum security typeMinimum Security

EMCUnityHostIdentityChoose one or more hosts to assign
access prevention

No Access Hosts

EMCUnityHostIdentityChoose one or more hosts to assign
read-only access

Read Only Hosts

EMCUnityHostIdentityChoose one or more hosts to assign
read-write access

Read Write Hosts

EMCUnityHostIdentityChoose one or more hosts to assign root
access

Root Access Hosts

Outputs

TypeDescriptionOutput

gen_text_inputEMC Unity NFS Share NameOUTPUT_EMC_UNITY_NFS_SHARE_
NAME

EMCUnitySnapShot
Identity

EMC Unity Snapshot IdentityOUTPUT_EMC_UNITY_SNAPSHOT_
IDENTITY

EMCUnityAccount
Identity

EMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

gen_text_inputEMC Unity NFS Share Export
Path

OUTPUT_EMC_UNITY_NFS_SHARE_
EXPORT_PATH

gen_text_inputEMC Unity NFS Share Local
Path

OUTPUT_EMC_UNITY_NFS_SHARE_
LOCAL_PATH

EMCUnityNfsShare
Identity

EMC Unity NFS Share Identity.OUTPUT_EMC_UNITY_NFS_SHARE_
IDENTITY
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EMC Unity - Delete NFS Share
Summary

Delete an NFS Share from an EMC Unity Array.
Description

This task deletes an NFS Share from an EMC Unity Array. This is the rollback task for Create EMC
Unity NFS Share. Input Format:

• EMC Unity NFS Share:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID@nfsShareName@nfsShareID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14@testNFS@NFSShare_18

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityNfsShareIdentitySelect EMC Unity NFS Share
to delete

EMCUnityNFS Share

Outputs

TypeDescriptionOutput

gen_text_inputEMC Unity NFS Share NameOUTPUT_EMC_UNITY_NFS_SHARE_
NAME

EMCUnitySnapShot
Identity

EMC Unity Snapshot IdentityOUTPUT_EMC_UNITY_SNAPSHOT_
IDENTITY

EMCUnityAccount
Identity

EMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

gen_text_inputEMC Unity NFS Share Export
Path

OUTPUT_EMC_UNITY_NFS_SHARE_
EXPORT_PATH

gen_text_inputEMC Unity NFS Share Local
Path

OUTPUT_EMC_UNITY_NFS_SHARE_
LOCAL_PATH

EMCUnityNfsShare
Identity

EMC Unity NFS Share Identity.OUTPUT_EMC_UNITY_NFS_SHARE_
IDENTITY
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EMC Unity - Modify NFS Share
Summary

Modify an NFS Share.
Description

This task modifies an NFS Share in the EMC Unity Array. Only Description, Default Access Type and
Minimum security values can be modified using this task. Input Format:

• EMC Unity NFS Share:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID@nfsShareName@nfsShareID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14@testNFS@NFSShare_18

• Description: Valid Description
• Default Access: Select the default access Type
• Minimum Security: Select the minimum Security Type

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityNfsShareIdentityChoose an EMCUnity NFS share
to be modified

EMC Unity NFS
Share

gen_text_inputEnter a description for the NFS
share

Description

EMCUnityNFSshareHostAccess
Type

Choose a default access typeDefault Access

EMCUnityNFSshareMinimum
SecurityType

Choose a minimum security typeMinimum Security

Outputs

TypeDescriptionOutput

gen_text_inputEMC Unity NFS Share NameOUTPUT_EMC_UNITY_NFS_SHARE_
NAME

EMCUnitySnapShot
Identity

EMC Unity Snapshot IdentityOUTPUT_EMC_UNITY_SNAPSHOT_
IDENTITY

EMCUnityAccount
Identity

EMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

gen_text_inputEMC Unity NFS Share Export
Path

OUTPUT_EMC_UNITY_NFS_SHARE_
EXPORT_PATH

gen_text_inputEMC Unity NFS Share Local
Path

OUTPUT_EMC_UNITY_NFS_SHARE_
LOCAL_PATH

EMCUnityNfsShare
Identity

EMC Unity NFS Share Identity.OUTPUT_EMC_UNITY_NFS_SHARE_
IDENTITY
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EMC Unity - Remove hosts from NFS Share
Summary

Remove hosts from an NFS share with different access types.
Description

This task unmaps one or more Hosts from an NFS share. Input Format:

• EMC Unity NFS Share:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID@nfsShareName@nfsShareID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14@testNFS@NFSShare_18

• Host Access Type: Select the default access Type
• Host(s): Select the hosts to unassociate from NFS Share

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityNfsShareIdentityChoose an NFS share from which to
remove existing hosts

EMC Unity NFS
Share

EMCUnityNFSshareHost
AccessType

Choose a host access typeHost Access Type

YEMCUnityHostIdentityChoose one or more hosts to
dissociate from the NFS share

Host(s)

Outputs

TypeDescriptionOutput

EMCUnityHostIdentityEMC Unity Host Identity.OUTPUT_EMC_UNITY_HOST_
IDENTITY

gen_text_inputEMC Unity NFS Share NameOUTPUT_EMC_UNITY_NFS_SHARE_
NAME

EMCUnitySnapShot
Identity

EMC Unity Snapshot IdentityOUTPUT_EMC_UNITY_SNAPSHOT_
IDENTITY

EMCUnityAccount
Identity

EMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

gen_text_inputEMC Unity NFS Share Export
Path

OUTPUT_EMC_UNITY_NFS_SHARE_
EXPORT_PATH

gen_text_inputEMC Unity NFS Share Local
Path

OUTPUT_EMC_UNITY_NFS_SHARE_
LOCAL_PATH

EMCUnityNfsShare
Identity

EMCUnity NFS Share Identity.OUTPUT_EMC_UNITY_NFS_SHARE_
IDENTITY
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EMC Unity - SMB Share Operations

This chapter contains the following sections:

• EMC Unity - Create SMB Share, on page 1668
• EMC Unity - Delete SMB Share, on page 1670
• EMC Unity - Modify SMB Share, on page 1671
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EMC Unity - Create SMB Share
Summary

Create an SMB/CIFS Share object on an EMC Unity array.
Description

This task creates an SMB/CIFS Share on an EMC Unity storage array. This task creates two types of
shares:

• An SMB Share created on a file system.
• An SMB Share created on a snapshot.

Input Format:

• EMC Unity Account: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity File System:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14

• Use Snapshot: Check box-To create SMB Share on Snapshot
• EMC Unity File System Snapshot: Select the file system to create SMB share on
• Name: Valid Storage Pool Name - The following special characters are not allowed: " % & ' * + .
/ \ : ; < = > ? ^ @ | ,

• Description: Valid Description
• Path: Valid Path - Path destination should exist, if path is not given share is created on root directory
• Access-based Enumeration: Check box-Filter directory entries according to client access permission
• Branch Cache Enabled: Check box-Supports hash generation for branch cache retrieval of data
• Protocol Encryption: Check box-Encrypt data as it is transmitted between the array and the host
• Continuous Availability: Check box-Gives continuous access to the share following an NAS Server
failover

• Offline Availability: Check box-Manage the offline cashing of the files by the client
• UMASK: Valid UMASK. For example: 022 Specifies the default UNIX UMASK for new files
created on the share

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Choose an EMC Unity accountEMC Unity Account

YEMCUnityFileSystem
Identity

Choose a file system on which to create the
SMB share

EMC Unity File
System

BooleanCheck to use the snapshot of the file system
for share creation

Use Snapshot

gen_text_inputEnter the path of the SMB share related to
the NAS server. The share is created in the
root directory if the path is empty.

Path

gen_text_inputEnter the name of the SMB share. The
following 19 special characters are not

Share Name
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MandatoryMappable To TypeDescriptionInput
allowed:", %, &, ', *, +, ., /, \, :, ;, <, =, >, ?,
^, @, | and ,"

gen_text_inputEnter a description for the SMB shareDescription

BooleanCheck to filter directory entries by client
access permission

Access-based
Enumeration

BooleanCheck to branch the data retrieval cacheBranch Cache
Enabled

BooleanCheck to encrypt data transmitted between
the array and the host

Protocol Encryption

BooleanCheck to maintain continuous access to the
share following a NAS server failover

Continuous
Availability

EMCUnitySMBShare
OfflineAvailability
Type

Choose an offline availability type tomanage
offline file cacheing by the client

Offline Availability

gen_text_inputEnter the default UNIX UMASK for new
files created on the share

UMASK

Outputs

TypeDescriptionOutput

EMCUnitySMBShare
Identity

EMCUnity SMBShare IdentityOUTPUT_EMC_UNITY_CIFS_
SHARE_IDENTITY

EMCUnitySMBServer
Identity

EMC Unity SMB Server
Identity

OUTPUT_EMC_UNITY_CIFS_
SERVER_IDENTITY

EMCUnitySnapShot
Identity

EMC Unity Snapshot IdentityOUTPUT_EMC_UNITY_SNAPSHOT_
IDENTITY

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY

gen_text_inputEMC Unity SMB Share NameOUTPUT_EMC_UNITY_CIFS_
SHARE_NAME

gen_text_inputEMC Unity SMB Share Export
Path

OUTPUT_EMC_UNITY_CIFS_
SHARE_EXPORT_PATH

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Delete SMB Share
Summary

Delete an SMB/CIFS Share object from an EMC Unity array.
Description

This task deletes an SMB/CIFS Share from an EMC Unity storage array. This task is also the rollback
task for Create EMC Unity SMB/CIFS Share. Input Format:

• EMC Unity SMB Share:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID@smbServerName@smbServerID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14@TestSMB@SMBShare_10

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnitySMBShareIdentityChoose an EMC Unity SMB
share to be deleted

EMC Unity SMB
Share

Outputs

TypeDescriptionOutput

EMCUnitySMBShare
Identity

EMCUnity SMBShare IdentityOUTPUT_EMC_UNITY_CIFS_
SHARE_IDENTITY

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY

gen_text_inputEMC Unity SMB Share NameOUTPUT_EMC_UNITY_CIFS_
SHARE_NAME

gen_text_inputEMC Unity SMB Share Export
Path

OUTPUT_EMC_UNITY_CIFS_
SHARE_EXPORT_PATH

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Modify SMB Share
Summary

Modify an SMB/CIFS Share object on an EMC Unity array.
Description

This task modifies an SMB/CIFS Share on an EMC Unity storage array. This task modifies two types
of shares:

• An SMB Share created on a file system
• An SMB Share created on a snapshot

Input Format:

• EMC Unity SMB Share:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID@smbServerName@smbServerID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14@TestSMB@SMBShare_10

• Description: Valid Description
• Access-based Enumeration: Check box-Filter directory entries according to client access permission
• Branch Cache Enabled: Check box-Supports hash generation for branch cache retrieval of data
• Protocol Encryption: Check box-Encrypt data as it is transmitted between the array and the host
• Continuous Availability: Check box-Gives continuous access to the share following an NAS Server
failover

• Offline Availability: Check box-Manage the offline cashing of the files by the client.
• UMASK: Valid UMASK. For example: 022. Specifies the default UNIX UMASK for new files
created on the share.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnitySMBShare
Identity

Choose an EMC Unity SMB share to be
modified

EMCUnity SMBShare

gen_text_inputEnter a description for the SMB shareDescription

BooleanCheck to filter directory entries by client
access permission

Access-based
Enumeration

BooleanCheck to branch the data retrieval cacheBranch Cache Enabled

BooleanCheck to encrypt data transmitted between
the array and the host

Protocol Encryption

BooleanCheck to maintain continuous access to
the share following a NAS server failover

Continuous
Availability

EMCUnitySMBShare
OfflineAvailability
Type

Choose an offline availability type to
manage offline file cacheing by the client

Offline Availability

gen_text_inputEnter the default UNIX UMASK for new
files created on the share

UMASK
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Outputs

TypeDescriptionOutput

EMCUnitySMBShare
Identity

EMCUnity SMBShare IdentityOUTPUT_EMC_UNITY_CIFS_
SHARE_IDENTITY

EMCUnitySMBServer
Identity

EMC Unity SMB Server
Identity

OUTPUT_EMC_UNITY_CIFS_
SERVER_IDENTITY

EMCUnitySnapShot
Identity

EMC Unity Snapshot IdentityOUTPUT_EMC_UNITY_SNAPSHOT_
IDENTITY

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY

gen_text_inputEMC Unity SMB Share NameOUTPUT_EMC_UNITY_CIFS_
SHARE_NAME

gen_text_inputEMC Unity SMB Share Export
Path

OUTPUT_EMC_UNITY_CIFS_
SHARE_EXPORT_PATH

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Snapshot Schedule Operations

This chapter contains the following sections:

• EMC Unity - Pause Snapshot Creation, on page 1674
• EMC Unity - Start Snapshot Creation, on page 1675
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EMC Unity - Pause Snapshot Creation
Summary

Pause snapshot creation.
Description

This task pauses snapshot creation of a file system, a LUN, or a Consistency Group on an EMC Unity
storage array. There will not be any Snapshots created by system until it is moved from Paused state.
Input Format:

• Storage Resource: Storage Resource can be either Consistency Group, LUN or File System
• Consistency Group: podName@AccountName@consistencyGroupName@ConsistencyGroupID.
For example: Vblock@Unity_Hybrid@TestCG@res_26

• EMC Unity File System:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14

• LUN: PodName@accountName@storagePoolName@storagePoolId@lunName@lunID. For
example: Vblock@Unity_Hybrid@Pool1@pool_7@TestLUN@lun_7

Inputs

MandatoryMappable To TypeDescriptionInput

EMCUnityStorageResourceSnap
Type

Choose a storage resource typeStorage Resource

YEMCUnityFileSystemIdentitySelect FileSystem to modifyFile System

YEMCUnityLunIdentitySelect LUN to modifyLUN

YEMCUnityConsistencyGroup
Identiry

Select EMC Unity Consistency
Group to modify

Consistency Group

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityLunIdentityEMC Unity LUN IdentityOUTPUT_EMC_UNITY_LUN_
IDENTITY

EMCUnityConsistencyGroup
Identiry

EMCUnity ConsistencyGroup
Identity

OUTPUT_EMC_UNITY_
CONSISTENCY_GROUP_IDENTITY

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY

EMCUnitySnapshotSchedule
Identity

EMCUnity Snapshot Schedule
Identity

OUTPUT_EMC_UNITY_SNAPSHOT_
SCHEDULE_IDENTITY
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EMC Unity - Start Snapshot Creation
Summary

Start snapshot creation.
Description

This task starts snapshot creation of a file system, a LUN, or a Consistency Group on an EMC Unity
storage array. Input Format:

• Storage Resource: Storage Resource can be either Consistency Group,LUN or File System
• Consistency Group: podName@AccountName@consistencyGroupName@ConsistencyGroupID.
For example: Vblock@Unity_Hybrid@TestCG@res_26

• EMC Unity File System:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14

• LUN: PodName@accountName@storagePoolName@storagePoolId@lunName@lunID. For
example: Vblock@Unity_Hybrid@Pool1@pool_7@TestLUN@lun_7

Inputs

MandatoryMappable To TypeDescriptionInput

EMCUnityStorageResourceSnap
Type

Choose a storage resource typeStorage Resource

YEMCUnityFileSystemIdentityChoose an EMC Unity file system
on which to start snapshot creation

File System

YEMCUnityLunIdentitySelect LUN to modifyLUN

YEMCUnityConsistencyGroup
Identiry

Select EMC Unity Consistency
Group to modify

Consistency Group

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityLunIdentityEMC Unity LUN IdentityOUTPUT_EMC_UNITY_LUN_
IDENTITY

EMCUnityConsistencyGroup
Identiry

EMCUnity ConsistencyGroup
Identity

OUTPUT_EMC_UNITY_
CONSISTENCY_GROUP_IDENTITY

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY

EMCUnitySnapshotSchedule
Identity

EMCUnity Snapshot Schedule
Identity

OUTPUT_EMC_UNITY_SNAPSHOT_
SCHEDULE_IDENTITY
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EMC Unity - Storage Pool Operations

This chapter contains the following sections:

• EMC Unity - Create Storage Pool, on page 1678
• EMC Unity - Delete Storage Pool, on page 1680
• EMC Unity - Expand Storage Pool, on page 1681
• EMC Unity - Modify Storage Pool, on page 1683

Cisco UCS Director Task Library Reference, Release 6.7
1677



EMC Unity - Create Storage Pool
Summary

Create a storage pool on an EMC Unity array.
Description

This task creates a storage pool on an EMC Unity storage array. You can specify only one disk group
while creating the storage pool. If you want to add disks from another disk group, use the Expand Storage
Pool task. Once the disks are added, they cannot be removed from the pool. The selected disk group
should have enough spare disks to successfully create a storage pool. RAID stripe width is optional. If
no value selected, Best Fit is the default value. Disk Counts 2, 3, 6, 8, 10, and 12 are supported for RAID
1/0 type. Disk Counts 5, 9, and 13 are supported for RAID 5. Disk Counts 6, 8, 10, 12, 14, and 16 are
supported for RAID 6. The Alert Threshold value must be between 50 and 84. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• Name: Valid Storage Pool Name - The following special characters are not allowed: " % & ' * + .
/ \ : ; < = > ? ^ @ | ,

• Description: A valid Description
• EMC Unity Disk Group:
podName@accountName@tierType@tierId@diskGroupName@diskGroupId. For example:
Vblock@Unity_Hybrid@Extreme Performance@10@800 GB SAS Flash 2@dg_4

• EMC Unity RAID Type: RAID 5, RAID 1/0, or RAID 6
• RAID Stripe Width Type: Choices for RAID group stripe widths, including parity or mirror disks
• Number of Disks: The number of disks to be added to the new Storage pool
• Alert Threshold: Between 50 and 84

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

EMC Unity Account NameEMC Unity
Account Name

gen_text_inputEnter a name for the storage pool.The
following 19 special characters are not

Name

allowed:", %, &, ', *, +, ., /, \, :, ;, <, =, >, ?,
^, @, | and ,"

gen_text_inputEnter a description of the storage poolDescription

YEMCUnityDiskGroup
Identity

Choose a disk group to be used for the
storage pool

EMC Unity Disk
Group

YEMCUnityRaidTypeChoose a RAID typeRAID Type

EMCUnityRaidStripe
Width

Choose a RAID stripe width typeRAID Stripe Width

Ygen_text_inputEnter the number of disks to be added in
storage pool

Number of Disks

gen_text_inputEnter the threshold value at which the system
sends an email notification of available pool

Alert Threshold

capacity. The alert threshold value must be
between 50 and 84. For example, if you
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MandatoryMappable To TypeDescriptionInput
specify 84, the system sends an alert when
the allocated storage is 84% full.

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityDiskGroup
Identity

EMC Unity Disk Group
Identity.

OUTPUT_EMC_UNITY_DISK_
GROUP_IDENTITY

gen_text_inputEMCUnity Storage Pool NameOUTPUT_EMC_UNITY_STORAGE_
POOL_NAME

EMCUnityRaidTypeEMC Unity RAID TypeOUTPUT_EMC_UNITY_RAID

EMCUnityRaidStripeWidthEMCUnity RAIDStripeWidthOUTPUT_EMC_UNITY_RAID_
STRIPE_WIDTH

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1679

EMC Unity - Storage Pool Operations
EMC Unity - Create Storage Pool



EMC Unity - Delete Storage Pool
Summary

Delete a storage pool from an EMC Unity array.
Description

This task deletes a storage pool from an EMC Unity storage array. This task will fail if the selected
Storage Pool is associated to any Storage resources like LUN, NAS Server or File System Input Format:

• EMC Unity Storage Pool: PodName@accountName@storagePoolName@storagePoolId. For
example: Vblock@Unity_Hybrid@Pool1@pool_7

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityStoragePool
Identity

Choose an EMC Unity storage
pool to be deleted

EMC Unity Storage
Pool

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY
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EMC Unity - Expand Storage Pool
Summary

Expand a storage pool on an EMC Unity array.
Description

This task expands a storage pool on an EMC Unity storage array by adding more disks. Storage Pool,
Disk Group, RAID Type and number of disks are mandatory inputs. The selected disk group should have
enough spare disks to successfully expand storage pool. If the disk group is already part of storage pool,
use the same RAID type to expand the storage pool. RAID stripe width is optional. If no value selected,
Best Fit is default value. Disk Count 2,3,6,8,10,12 are supported for RAID 1/0 types. Disk Count 5,9,13
are supported for RAID 5. Disk Count 6,8,10,12,14,16 are supported for RAID 6. Input Format:

• EMC Unity Storage Pool: PodName@accountName@storagePoolName@storagePoolId. For
example: Vblock@Unity_Hybrid@Pool1@pool_7

• EMC Unity Disk Group:
podName@accountName@tierType@tierId@diskGroupName@diskGroupId. For example:
Vblock@Unity_Hybrid@Extreme Performance@10@800 GB SAS Flash 2@dg_4

• EMC Unity RAID Type: RAID 5, RAID 1/0, or RAID 6
• RAID Stripe Width Type: Choices for RAID group stripe widths, including parity or mirror disks
• Number of Disks: Number of disks to be added to teh new storage pool

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityStoragePool
Identity

Choose an EMCUnity storage pool
to be expanded

EMCUnity Storage Pool

YEMCUnityDiskGroup
Identity

Choose a disk group to be used for
storage pool

EMC Unity Disk Group

YEMCUnityRaidTypeChoose a RAID typeEMC Unity RAID Type

EMCUnityRaidStripeWidthChoose a RAID stripe widthRAID Stripe Width

Ygen_text_inputEnter the number of disks to be
added to the storage pool

Number of Disks

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityDiskGroup
Identity

EMC Unity Disk Group
Identity.

OUTPUT_EMC_UNITY_DISK_
GROUP_IDENTITY

gen_text_inputEMCUnity Storage Pool NameOUTPUT_EMC_UNITY_STORAGE_
POOL_NAME

EMCUnityRaidTypeEMC Unity RAID TypeOUTPUT_EMC_UNITY_RAID

EMCUnityRaidStripeWidthEMCUnity RAIDStripeWidthOUTPUT_EMC_UNITY_RAID_
STRIPE_WIDTH
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TypeDescriptionOutput

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY
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EMC Unity - Modify Storage Pool
Summary

Modify a storage pool on an EMC Unity array.
Description

This taskmodifies a storage pool in an EMCUnity storage array. Storage Pool Name andAlert Threshold
values can be modified through this task. At least one of the parameters must be modified to successfully
execute this task. Alert Threshold value must be between 50 and 84 Input Format:

• EMC Unity Storage Pool: PodName@accountName@storagePoolName@storagePoolId. For
example: Vblock@Unity_Hybrid@Pool1@pool_7

• Name: Valid Storage Pool Name - The following special characters are not allowed: " % & ' * + .
/ \ : ; < = > ? ^ @ | ,

• Description: A valid Description
• Alert Threshold: between 50 and 84

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityStorage
PoolIdentity

Choose an EMCUnity storage pool to bemodifiedEMC Unity
Storage Pool

gen_text_inputEnter the name for storage pool.The following 19
special characters are not allowed:", %, &, ', *, +,
., /, \, :, ;, <, =, >, ?, ^, @, | and ,"

Name

gen_text_inputEnter a description for storage poolDescription

gen_text_inputEnter the threshold value at which the system
sends an email notification of available pool

Alert Threshold

capacity. The alert threshold value must be
between 50 and 84. For example, if you specify
84, the system sends an alert when the allocated
storage is 84% full.

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityStoragePool
Identity

EMC Unity Storage Pool
Identity

OUTPUT_EMC_UNITY_STORAGE_
POOL_IDENTITY
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EMC Unity - Tree Quota Operations

This chapter contains the following sections:

• EMC Unity - Create Tree Quota, on page 1686
• EMC Unity - Delete Tree Quota, on page 1688
• EMC Unity - Modify Tree Quota, on page 1689
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EMC Unity - Create Tree Quota
Summary

Create a new tree quota on a file system on an EMC Unity array.
Description

This task creates a tree quota on an EMC Unity storage array. Create EMC Unity Tree Quota is also the
rollback task for Delete EMC Unity Tree Quota. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity File System:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolId@storagePoolName@fileSystemName@fileSystemID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14

• User ID: Valid User ID. For example: 1
• Soft Limit: Valid Soft Limit-If the quota tree's space usage exceeds the soft limit, the storage system
starts to count down based on the specified grace period.The default value 0 means no limitation.

• Capacity Units: The unit for the Size of the User Quota. For example: 2GB,MB or TB
• Hard Limit: If the quota tree's space usage exceeds the hard limit, users cannot write to the quota
tree.The default value 0 means no limitation.

• Capacity Units: The unit for the Size of the User Quota. For example: 2GB,MB or TB
• Path: Valid path-The path is relative to the root of the file system and must start with a forward
slash. For example:/sample_path1/sample_path2.

• Description: Valid Description

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Choose an EMC Unity accountEMC Unity
Account Name

YEMCUnityFileSystem
Identity

Choose an EMC Unity file systemEMC Unity File
System

Ygen_text_inputEnter the path relative to the root of the file
system, starting with a forward slash. For
example: /sample_path1/sample_path2.

Path

gen_text_inputEnter a description of the tree quotaDescription

gen_text_inputEnter the soft limit. The default value is 0,
which indicates no limit. If the quota tree's

Soft Limit

space usage exceeds the soft limit, the storage
system starts to count down based on the grace
period. Decimals are not supported and are set
to 0.

YEMCUnitySizeUnitEnter Capacity UnitsCapacity Units

gen_text_inputEnter the hard limit. The default value is 0,
which indicates no limit. If the quota tree's

Hard limit

space usage exceeds the hard limit, users cannot
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MandatoryMappable To TypeDescriptionInput
write to the quota tree. Decimal values are not
supported and are set to 0.

YEMCUnitySizeUnitEnter Capacity UnitsCapacity Units

Outputs

TypeDescriptionOutput

EMCUnityTreeQuotaIdentityEMCUnity TreeQuota IdentityOUTPUT_EMC_UNITY_TREE_
QUOTA_IDENTITY

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Delete Tree Quota
Summary

Delete a tree quota on a file system on an EMC Unity array.
Description

This task deletes a tree quota on an EMC Unity storage array. Delete EMC Unity Tree Quota is also the
rollback task for Create EMC Unity Tree Quota. Input Format:

• EMC Unity Tree Quota:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID@path@quotaTreeID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14@/qtree@treequota_171798691867_1

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityTreeQuotaIdentityChoose an EMC Unity tree
quota to be deleted

EMC Unity Tree
Quota

Outputs

TypeDescriptionOutput

EMCUnityTreeQuotaIdentityEMCUnity TreeQuota IdentityOUTPUT_EMC_UNITY_TREE_
QUOTA_IDENTITY

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Modify Tree Quota
Summary

Modify an existing tree quota.
Description

This task modifies the soft limit and hard limit of a tree quota. Input Format:

• EMC Unity Tree Quota:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID@path@quotaTreeID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14@/qtree@treequota_171798691867_1

• User ID: Valid User ID. For example: 1
• Soft Limit: Valid Soft Limit-If the quota tree's space usage exceeds the soft limit, the storage system
starts to count down based on the specified grace period.The default value 0 means no limitation.

• Capacity Units: The unit for the Size of the User Quota. For example: 2GB,MB or TB
• Hard Limit: If the quota tree's space usage exceeds the hard limit, users cannot write to the quota
tree.The default value 0 means no limitation.

• Capacity Units: The unit for the Size of the User Quota. For example: 2GB,MB or TB
• Description: Valid Description

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityTreeQuota
Identity

Choose an EMCUnity tree quota to be modifiedEMC Unity Tree
Quota

gen_text_inputEnter a description for the tree quotaDescription

gen_text_inputEnter the soft limit. The default value is 0, which
indicates no limit. If the quota tree's space usage

Soft Limit

exceeds the soft limit, the storage system starts
to count down based on the grace period.
Decimals are not supported and are set to 0.

YEMCUnitySizeUnitChoose a capacity unitCapacity Units

gen_text_inputEnter the hard limit. The default value is 0,
which indicates no limit. If the quota tree's space

Hard limit

usage exceeds the hard limit, users cannot write
to the quota tree. Decimal values are not
supported and are set to 0.

YEMCUnitySizeUnitChoose a capacity unitCapacity Units

Outputs

TypeDescriptionOutput

EMCUnityTreeQuotaIdentityEMCUnity TreeQuota IdentityOUTPUT_EMC_UNITY_TREE_
QUOTA_IDENTITY

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY
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TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - User Quota Operations

This chapter contains the following sections:

• EMC Unity - Create User Quota, on page 1692
• EMC Unity - Modify User Quota, on page 1694
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EMC Unity - Create User Quota
Summary

Create a new user quota on an EMC Unity storage array.
Description

This task creates a quota on an EMC Unity storage array,either on a file system or on a tree quota on an
EMC Unity array. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• User Quota to be created on: To create user quota either on File System or Tree Quota
• EMC Unity File System:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14

• EMC Unity Tree Quota:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID@path@quotaTreeID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14@/qtree@treequota_171798691867_1

• User ID: Valid User ID. For example: 1
• Soft Limit: Valid Soft Limit-If the quota tree's space usage exceeds the soft limit, the storage system
starts to count down based on the specified grace period.The default value 0 means no limitation.

• Capacity Units: The unit for the Size of the User Quota. For example: 2GB,MB or TB
• Hard Limit: If the quota tree's space usage exceeds the hard limit, users cannot write to the quota
tree.The default value 0 means no limitation.

• Capacity Units: The unit for the Size of the User Quota. For example: 2GB,MB or TB

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Choose an EMC Unity accountEMCUnity Account
Name

EMCUnityUserQuota
Option

Choose a file system or tree quota for the
user quota to be created on

User Quota to be
created on

YEMCUnityFileSystem
Identity

Choose an EMC Unity file systemEMC Unity File
System

YEMCUnityTreeQuota
Identity

Choose an EMC Unity tree quotaEMC Unity Tree
Quota

Ygen_text_inputEnter a user IDUser ID

gen_text_inputEnter the soft limit. The default value is 0,
which indicates no limit. If the quota tree's

Soft Limit

space usage exceeds the soft limit, the
storage system starts to count down based
on the grace period. Decimals are not
supported and are set to 0.

YEMCUnitySizeUnitChoose a capacity unitCapacity Units
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the hard limit. The default value is 0,
which indicates no limit. If the quota tree's

Hard limit

space usage exceeds the hard limit, users
cannot write to the quota tree. Decimal
values are not supported and are set to 0.

YEMCUnitySizeUnitEnter Capacity UnitsCapacity Units

Outputs

TypeDescriptionOutput

EMCUnityTreeQuotaIdentityEMC Unity Tree Quota
Identity

OUTPUT_EMC_UNITY_TREE_
QUOTA_IDENTITY

EMCUnityUserQuotaIdentityEMC Unity User Quota
Identity

OUTPUT_EMC_UNITY_USER_
QUOTA_IDENTITY

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - Modify User Quota
Summary

Modify a user quota.
Description

This task modifies the soft limit and hard limit of the existing user quota. Input Format:

• User Quota:
podName@accountName@spName@id@nasServerName@nasServerID@storagePoolName@storagePoolId@fileSystemName@fileSystemID@path@quotaTreeID@userID@userQuotaID.
For example: Default Pod@EmcUnity@SP
A@spa@TestNAS@nas_4@pool_7@Pool0@TestFS@fs_14@/qtree@treequota_171798691867_1@1@userquota_171798691867_0_1

• Soft Limit: Valid Soft Limit-If the quota tree's space usage exceeds the soft limit, the storage system
starts to count down based on the specified grace period.The default value 0 means no limitation.

• Capacity Units: The unit for the Size of the User Quota. For example: 2GB,MB or TB
• Hard Limit: If the quota tree's space usage exceeds the hard limit, users cannot write to the quota
tree.The default value 0 means no limitation.

• Capacity Units: The unit for the Size of the User Quota. For example: 2GB,MB or TB

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityUserQuota
Identity

Choose an EMC user quota to be modifiedEMC Unity User
Quota

gen_text_inputEnter the soft limit. The default value is 0, which
indicates no limit. If the quota tree's space usage

Soft Limit

exceeds the soft limit, the storage system starts
to count down based on the grace period.
Decimals are not supported and are set to 0.

YEMCUnitySizeUnitEnter Capacity UnitsChoose a capacity
unit

gen_text_inputEnter the hard limit. The default value is 0,
which indicates no limit. If the quota tree's space

Hard limit

usage exceeds the hard limit, users cannot write
to the quota tree. Decimal values are not
supported and are set to 0.

YEMCUnitySizeUnitChoose a capacity unitCapacity Units

Outputs

TypeDescriptionOutput

EMCUnityTreeQuotaIdentityEMC Unity Tree Quota
Identity

OUTPUT_EMC_UNITY_TREE_
QUOTA_IDENTITY

EMCUnityUserQuotaIdentityEMC Unity User Quota
Identity

OUTPUT_EMC_UNITY_USER_
QUOTA_IDENTITY

EMCUnityFileSystem
Identity

EMC Unity File System
Identity.

OUTPUT_EMC_UNITY_FILE_
SYSTEM_IDENTITY
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TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY
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EMC Unity - iSCSI Portal Operations

This chapter contains the following sections:

• EMC Unity - Create iSCSI Portal, on page 1698
• EMC Unity - Delete iSCSI Portal, on page 1700
• EMC Unity - Modify iSCSI Portal, on page 1701
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EMC Unity - Create iSCSI Portal
Summary

Create a new iSCSI portal on an EMC Unity array.
Description

This task creates an iSCSI Portal on an EMC Unity storage array. Only one IPv4 and one IPv6 iSCSI
interface per VLAN on physical port is allowed Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity Ethernet Port: podName@accountName@spName@id@iportName@ipPortId. For
example: Default Pod@EmcUnity@SP A@spa@SP A I/O Module 0 Ethernet Port
0@spa_iom_0_eth0

• IP Address: Valid IPv4 or IPv6 Address
• Subnet Mask or Prefix Length: Valid IPv4 Address for IPv4 Address or a valid prefix Length for
IPv6 Address.

• Gateway: Valid IPv4 Address
• VLAN ID: Only change this value if you have configured your switch port to support VLAN tagging
of multiple VLAN IDs. The network will not work properly if this value is set incorrectly

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Select EMCUnity Account to create iSCSI
portal

EMC Unity Account

YEMCUnityEthernetPort
Identity

Select EMC Unity Ethernet Port to create
iSCSI portal

EMC Unity Ethernet
Port

Ygen_text_inputEnter the network address in IPv4 or IPv6
format for the portal

IP Address

Ygen_text_inputEnter the subnet mask if IPv4, or prefix
length in the range 1 to 128 if IPv6, for the
network address

Subnet Mask/Prefix
Length

gen_text_inputEnter a virtual LAN identifier for the
network address in the range 1 to 4094

VLAN ID

gen_text_inputEnter a gateway address for the network
address

Gateway

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityIscsiPortal
Identity

EMC Unity iSCSI Portal
Identity

OUTPUT_EMC_UNITY_ISCSI_
PORTAL_IDENTITY

EMCUnityEthernetPort
Identity

EMC Unity Ethernet Port
Identity

OUTPUT_EMC_UNITY_ETHERNET_
PORT_IDENTITY
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TypeDescriptionOutput

gen_text_inputEMC Unity iSCSI Portal IP
Address

OUTPUT_EMC_UNITY_ISCSI_
PORTAL_IP_ADDRESS

gen_text_inputEMC Unity iSCSI Portal IQNOUTPUT_EMC_UNITY_ISCSI_
PORTAL_IQN
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EMC Unity - Delete iSCSI Portal
Summary

Delete an iSCSI portal on an EMC Unity array.
Description

This task deletes an iSCSI Portal on an EMC Unity storage array. Delete EMC Unity iSCSI Portal is
also the rollback task for Create EMCUnity iSCSI Portal. If the Portal is associated with an iSCSI route,
the route is also deleted. Input Format:

• EMC Unity iSCSI Portal:
podName@AccountName@ipPortId@ipPortName@iqn@ipId@ipAdddress@iscsiID.For example:
Default Pod@Unity-136@SP A@spa@SP A I/O Module 0 Ethernet Port
0@iqn.1992-04.com.emc:cx.apm00164209556.a4@spa_iom_0_eth0@10.28.107.146@if_7

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityIscsiPortalIdentitySelect EMCUnity iSCSI Portal
to delete

EMC Unity iSCSI
Portal

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityIscsiPortal
Identity

EMC Unity iSCSI Portal
Identity

OUTPUT_EMC_UNITY_ISCSI_
PORTAL_IDENTITY

EMCUnityEthernetPort
Identity

EMC Unity Ethernet Port
Identity

OUTPUT_EMC_UNITY_ETHERNET_
PORT_IDENTITY

gen_text_inputEMC Unity iSCSI Portal IP
Address

OUTPUT_EMC_UNITY_ISCSI_
PORTAL_IP_ADDRESS

gen_text_inputEMC Unity iSCSI Portal IQNOUTPUT_EMC_UNITY_ISCSI_
PORTAL_IQN
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EMC Unity - Modify iSCSI Portal
Summary

Modify an existing iSCSI Portal on an EMC Unity Array.
Description

This task modifies an iSCSI Portal on an EMC Unity storage array. Only one IPv4 and one IPv6 iSCSI
interface per VLAN on physical port is allowed Input Format:

• EMC Unity iSCSI Portal:
podName@AccountName@ipPortId@ipPortName@iqn@ipId@ipAdddress@iscsiID.For example:
Default Pod@Unity-136@SP A@spa@SP A I/O Module 0 Ethernet Port
0@iqn.1992-04.com.emc:cx.apm00164209556.a4@spa_iom_0_eth0@10.28.107.146@if_7

• IP Address: Valid IPv4 or IPv6 Address
• Subnet Mask or Prefix Length: Valid IPv4 Address for IPv4 Address or a valid prefix Length for
IPv6 Address.

• Gateway:: Valid IPv4 Address
• VLAN ID: Only change this value if you have configured your switch port to support VLAN tagging
of multiple VLAN IDs. The network will not work properly if this value is set incorrectly

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityIscsiPortal
Identity

Choose an EMC Unity iSCSI portal to be
modified

EMC Unity iSCSI
Portal

Ygen_text_inputEnter the network address in IPv4 or IPv6
format for the portal

IP Address

gen_text_inputEnter the subnet mask if IPv4, or prefix
length in the range 1 to 128 if IPv6, for the
network address

Subnet Mask/Prefix
Length

gen_text_inputEnter a virtual LAN identifier for the
network address in the range 1 to 4094

VLAN ID

gen_text_inputEnter the gateway address for the network
address

Gateway

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityIscsiPortal
Identity

EMC Unity iSCSI Portal
Identity

OUTPUT_EMC_UNITY_ISCSI_
PORTAL_IDENTITY

EMCUnityEthernetPort
Identity

EMC Unity Ethernet Port
Identity

OUTPUT_EMC_UNITY_ETHERNET_
PORT_IDENTITY

gen_text_inputEMC Unity iSCSI Portal IP
Address

OUTPUT_EMC_UNITY_ISCSI_
PORTAL_IP_ADDRESS
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TypeDescriptionOutput

gen_text_inputEMC Unity iSCSI Portal IQNOUTPUT_EMC_UNITY_ISCSI_
PORTAL_IQN

Cisco UCS Director Task Library Reference, Release 6.7
1702

EMC Unity - iSCSI Portal Operations
EMC Unity - Modify iSCSI Portal



EMC Unity - iSCSI Route Operations

This chapter contains the following sections:

• EMC Unity - Create iSCSI Route, on page 1704
• EMC Unity - Delete iSCSI Route, on page 1705
• EMC Unity - Modify iSCSI Route, on page 1706
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EMC Unity - Create iSCSI Route
Summary

Create a new iSCSI route on an EMC Unity array.
Description

This task creates an iSCSI Route on an EMCUnity storage array. iSCSI route is created on iSCSI Portal.
Prefix length in case of IPv6, should be in range 1 to 128. Gateway input is not required for IPv6
destination. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity iSCSI Portal:
podName@AccountName@ipPortId@ipPortName@iqn@ipId@ipAdddress@iscsiID.For example:
Default Pod@Unity-136@SP A@spa@SP A I/O Module 0 Ethernet Port
0@iqn.1992-04.com.emc:cx.apm00164209556.a4@spa_iom_0_eth0@10.28.107.146@if_7

• Destination: Valid IPv4 or IPv6 Address. Route Target node IP Address
• Subnet Mask or Prefix Length: Valid IPv4 Address for IPv4 Address or a valid prefix Length for
IPv6 Address.

• Gateway: Valid IPv4 Address

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityAccount
Identity

Select EMCUnity Account to create iSCSI
Route

EMC Unity Account

YEMCUnityIscsiPortal
Identity

Choose an EMC Unity iSCSI portal on
which to create a route

EMC Unity iSCSI
Portal

Ygen_text_inputEnter an IP address for the target node of
the route in IPv4 or IPv6 format

Destination

Ygen_text_inputEnter the subnet mask if IPv4, or prefix
length in the range 1 to 128 if IPv6, for the
network address

Subnet Mask/Prefix
Length

gen_text_inputEnter the IP address of the gateway
associated with the route

Gateway

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityIscsiRouteIdentityEMC Unity iSCSI Route
Identity

OUTPUT_EMC_UNITY_ISCSI_
ROUTE_IDENTITY

EMCUnityIscsiPortalIdentityEMC Unity iSCSI Portal
Identity

OUTPUT_EMC_UNITY_ISCSI_
PORTAL_IDENTITY
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EMC Unity - Delete iSCSI Route
Summary

Delete an iSCSI Route on an EMC Unity array.
Description

This task deletes an iSCSI Route on an EMC Unity storage array. Delete EMC Unity iSCSI Route is
also the rollback task for Create EMC Unity iSCSI Route. Input Format:

• EMC Unity iSCSI Route:
podName@AccountName@ipPortId@ipPortName@iqn@ipId@ipAdddress@iscsiPortalID@iscsiRouteID.
For example: Default Pod@Unity-136@SP A@spa@SP A I/O Module 0 Ethernet Port
0@iqn.1992-04.com.emc:cx.apm00164209556.a4@spa_iom_0_eth0@83.3.2.3@if_48@10.11.10.9@route_94

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityIscsiRouteIdentitySelect EMCUnity iSCSI Route
to delete

EMC Unity iSCSI
Route

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityIscsiRouteIdentityEMC Unity iSCSI Route
Identity

OUTPUT_EMC_UNITY_ISCSI_
ROUTE_IDENTITY

EMCUnityIscsiPortalIdentityEMC Unity iSCSI Portal
Identity

OUTPUT_EMC_UNITY_ISCSI_
PORTAL_IDENTITY
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EMC Unity - Modify iSCSI Route
Summary

Modify an iSCSI Route on an EMC Unity array.
Description

This task modifies an existing iSCSI Route on an EMCUnity storage array. Prefix length in case of IPv6,
should be in range 1 to 128. Gateway input is not required for IPv6 destination. Input Format:

• EMC Unity Account Name: podName@AccountName. For example: Vblock@Unity_Hybrid
• EMC Unity iSCSI Route:
podName@AccountName@ipPortId@ipPortName@iqn@ipId@ipAdddress@iscsiPortalID@iscsiRouteID.
For example: Default Pod@Unity-136@SP A@spa@SP A I/O Module 0 Ethernet Port
0@iqn.1992-04.com.emc:cx.apm00164209556.a4@spa_iom_0_eth0@83.3.2.3@if_48@10.11.10.9@route_94

• Destination: Valid IPv4 or IPv6 Address. Route Target node IP Address
• Subnet Mask or Prefix Length: Valid IPv4 Address for IPv4 Address or a valid prefix Length for
IPv6 Address.

• Gateway: Valid IPv4 Address

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCUnityIscsiRoute
Identity

Choose an EMC Unity iSCSI route to be
modified

EMC Unity iSCSI
Portal

gen_text_inputEnter the IP address of the target node of
the route in IPv4/IPv6

Destination

gen_text_inputEnter the subnet mask if IPv4, or prefix
length in the range 1 to 128 if IPv6, for the
network address

Subnet Mask/Prefix
Length

gen_text_inputEnter the IP address of the gateway
associated with the route

Gateway

Outputs

TypeDescriptionOutput

EMCUnityAccountIdentityEMC Unity Account Identity.OUTPUT_EMC_UNITY_ACCOUNT_
IDENTITY

EMCUnityIscsiRouteIdentityEMC Unity iSCSI Route
Identity

OUTPUT_EMC_UNITY_ISCSI_
ROUTE_IDENTITY

EMCUnityIscsiPortalIdentityEMC Unity iSCSI Portal
Identity

OUTPUT_EMC_UNITY_ISCSI_
PORTAL_IDENTITY
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EMC VMAX Tasks

This chapter contains the following sections:

• Add Device to VMAX Meta Head, on page 1709
• Add Devices to VMAX Storage Group, on page 1710
• Add Disk Group to VMAX Storage Tier, on page 1712
• Add Initiator to VMAX Initiator Group, on page 1713
• Add Port to VMAX Port Group, on page 1714
• Add Thin Pool to VMAX Storage Tier, on page 1715
• Add Tiers to VMAX Fast Policy, on page 1716
• Associate FAST Policy to VMAX Storage Group, on page 1717
• Associate VMAX Device as Datastore, on page 1718
• Bind Thin Devices to VMAX Thin Pool, on page 1719
• Create VMAX BCV Device, on page 1720
• Create VMAX Data Device, on page 1721
• Create VMAX Fast Policy, on page 1722
• Create VMAX Initiator Group, on page 1723
• Create VMAX Masking View, on page 1724
• Create VMAX Meta Device, on page 1725
• Create VMAX Port Group, on page 1726
• Create VMAX Regular Device, on page 1727
• Create VMAX Storage Group, on page 1728
• Create VMAX Storage Tier, on page 1729
• Create VMAX Thin Device, on page 1730
• Create VMAX Thin Pool, on page 1731
• Delete VMAX BCV Device, on page 1732
• Delete VMAX Data Device, on page 1733
• Delete VMAX Fast Policy, on page 1734
• Delete VMAX Initiator Group, on page 1735
• Delete VMAX Masking View, on page 1736
• Delete VMAX Port Group, on page 1737
• Delete VMAX Regular Device, on page 1738
• Delete VMAX Storage Group, on page 1739
• Delete VMAX Storage Tier, on page 1740
• Delete VMAX Thin Device, on page 1741
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• Delete VMAX Thin Pool, on page 1742
• Disassociate FAST Policy from VMAX Storage Group, on page 1743
• Dissolve VMAX Meta Device, on page 1744
• Expand VMAX Thin Pool, on page 1745
• Modify Tiers in VMAX Fast Policy, on page 1746
• Modify VMAX FAST Controller Settings, on page 1747
• Modify VMAX FAST Settings, on page 1749
• Modify VMAX FAST State, on page 1750
• Modify VMAX FAST Storage Group Priority, on page 1751
• Modify VMAX Storage Tier, on page 1752
• Override Flags on VMAX Initiator Group, on page 1753
• Reassociate Fast Policy From Storage Group, on page 1754
• Remove Devices from VMAX Storage Group, on page 1755
• Remove Disk Group from VMAX Storage Tier, on page 1756
• Remove Initiator from VMAX Initiator Group, on page 1757
• Remove Member Devices from VMAX Meta Head, on page 1758
• Remove Port from VMAX Port Group, on page 1759
• Remove Thin Pool from VMAX Storage Tier, on page 1760
• Remove Tiers from VMAX Fast Policy, on page 1761
• Remove VMAX Child Initiator Group from Parent Initiator Group, on page 1762
• Remove VMAX Child Storage Group from Parent Storage Group, on page 1763
• Rename VMAX FAST SLO Name, on page 1764
• Rename VMAX Fast Policy, on page 1765
• Rename VMAX Initiator Group, on page 1766
• Rename VMAX Masking View, on page 1767
• Rename VMAX Port Group, on page 1768
• Rename VMAX Storage Group, on page 1769
• Rename VMAX Storage Tier, on page 1770
• Replace Initiator in VMAX Initiator Group, on page 1771
• Shrink VMAX Thin Pool, on page 1772
• Unbind Thin Device from VMAX Thin Pool, on page 1773
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Add Device to VMAX Meta Head
Summary

Adds Thin/Regular Device(s) to Meta Head.
Description

This task is used for adding one or more specified Thin/Regular Device(s) as a member to a given Meta
Device under VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXMetaHeadDevice
Identity

Choose a meta device to be the head
node for the members

Select Meta Device

YEMCVMAXNonMetaUn
BoundDevicesList

Choose one or more member
devices to be added to the meta
device

Select Member
Device(s)

Outputs

TypeDescriptionOutput

gen_text_inputEMC VMAX Symmetrix Device
Names

OUTPUT_EMC_VMAX_SYMM_
DEVICE_NAMES

EMCVMAXMetaHead
DeviceIdentity

EMC VMAX Meta Head Device
Identity.

OUTPUT_EMC_VMAX_META_
HEAD_DEVICE_IDENTITY
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Add Devices to VMAX Storage Group
Summary

Adds a specified range of thin/regular devices to the VMAX storage group.
Description

This task is used for adding one or more selected Thin/Regular Devices to the specified Storage Group
under a VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageGroup
Identity

Choose aVMAX storage group to add
devices

Select VMAX
Storage Group

YEMCVMAXDeviceTypeListChoose the type of device to be added
to the storage group

Device Type

EMCVMAXAllStorageThin
Devices

Choose one or more devices to be
added to the selected storage group

Select devices

EMCVMAXRegularDevice
IdentityList

Choose one or more devices to be
added to the selected storage group

Select devices

gen_text_inputEnter a host LUN IDHost LUN ID

Outputs

TypeDescriptionOutput

EMCVMAXThinDevice
Identity

EMC VMAX Thin Device
Identity List

OUTPUT_EMC_VMAX_THIN_
DEVICE_IDENTITY_LIST

EMCVMAXThinDevice
Identity

EMC VMAX Thin Device
Identity 1

OUTPUT_EMC_VMAX_THIN_
DEVICE_IDENTITY_1

EMCVMAXThinDevice
Identity

EMC VMAX Thin Device
Identity 2

OUTPUT_EMC_VMAX_THIN_
DEVICE_IDENTITY_2

EMCVMAXThinDevice
Identity

EMC VMAX Thin Device
Identity 3

OUTPUT_EMC_VMAX_THIN_
DEVICE_IDENTITY_3

EMCVMAXThinDevice
Identity

EMC VMAX Thin Device
Identity 4

OUTPUT_EMC_VMAX_THIN_
DEVICE_IDENTITY_4

EMCVMAXRegularDevice
Identity

EMC VMAX Regular Device
Identity List

OUTPUT_EMC_VMAX_REGULAR_
DEVICE_IDENTITY_LIST

EMCVMAXRegularDevice
Identity

EMC VMAX Regular Device
Identity 1

OUTPUT_EMC_VMAX_REGULAR_
DEVICE_IDENTITY_1

EMCVMAXRegularDevice
Identity

EMC VMAX Regular Device
Identity 2

OUTPUT_EMC_VMAX_REGULAR_
DEVICE_IDENTITY_2

EMCVMAXRegularDevice
Identity

EMC VMAX Regular Device
Identity 3

OUTPUT_EMC_VMAX_REGULAR_
DEVICE_IDENTITY_3
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TypeDescriptionOutput

EMCVMAXRegularDevice
Identity

EMC VMAX Regular Device
Identity 4

OUTPUT_EMC_VMAX_REGULAR_
DEVICE_IDENTITY_4

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageGroup
Identity

EMC VMAX Storage Group
Identity.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_IDENTITY

gen_text_inputName of the VMAX Storage
group.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_NAME
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Add Disk Group to VMAX Storage Tier
Summary

Adds Disk Group to VMAX Storage Tier.
Description

This task is used for adding specified Disk Group to a givenVMAXStorage Tier under VMAXSymmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageTier
Identity

Choose a VMAX storage tierSelect VMAXStorage
Tier

YEMCVMAXStorageTier
DiskGroupNameList

Choose one or more disk groups to
be added to the storage tier

Select Disk Group

Check if changes are to be
propagated to all storage tiers

Propagate

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageTier
Identity

EMC VMAX Storage Tier
Identity.

OUTPUT_EMC_VMAX_STORAGE_
TIER_IDENTITY

EMCVMAXStorageTier
Name

EMC VMAX Storage Tier
Name.

OUTPUT_EMC_VMAX_STORAGE_
TIER_NAME

EMCVMAXStorageTierDisk
Group

EMCVMAXStorage Tier Disk
Group.

OUTPUT_EMC_VMAX_STORAGE_
TIER_DISK_GROUP
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Add Initiator to VMAX Initiator Group
Summary

Adds an Initiator to an existing VMAX Initiator Group.
Description

This task adds an initiator(ISCSI or FCP) to an existing Initiator Group under a VMAX Symmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXInitiatorGroup
Identity

Choose a VMAX initiator groupSelect VMAX Initiator
Group

EMCVMAXInitiatorTypeChoose an initiator typeInitiator Type

Ygen_text_inputEnter a WWN or iSCSI initiator
name

Initiator Name

Outputs

TypeDescriptionOutput

EMCVMAXInitiator
GroupIdentity

EMC VMAX Initiator Group
Identity.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_IDENTITY

gen_text_inputName of the VMAX Initiator
group.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_NAME
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Add Port to VMAX Port Group
Summary

Adds a Director Port to the existing VMAX Port Group
Description

This task is used to add one or more specified Director Port(s) to the existing Port Group under a VMAX
Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXPortGroupIdentityChoose a VMAX port groupSelect VMAX Port
Group

YEMCVMAXPortGroup
UnboundedDirPortList

Choose one or more director
ports

Director Port

Outputs

TypeDescriptionOutput

EMCVMAXDevice
Identity

EMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXPortGroup
Identity

EMC VMAX Port Group
Identity.

OUTPUT_EMC_VMAX_PORT_
GROUP_IDENTITY

gen_text_inputName of the VMAX Port group.OUTPUT_EMC_VMAX_PORT_
GROUP_NAME

gen_text_inputEMC VMAX Director PortsOUTPUT_EMC_VMAX_DIR_PORTS
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Add Thin Pool to VMAX Storage Tier
Summary

Adds Thin Pool to VMAX Storage Tier.
Description

This task is used for adding one or more specified Thin Pool(s) to a given VMAX Storage Tier under
VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageTier
Identity

Choose a VMAX storage tierSelect VMAX Storage
Tier

YEMCVMAXThinPoolNamesChoose a thin pool to bind with
the storage tier

Select Thin Pool

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageTier
Identity

EMC VMAX Storage Tier
Identity.

OUTPUT_EMC_VMAX_STORAGE_
TIER_IDENTITY

EMCVMAXStorageTier
Name

EMC VMAX Storage Tier
Name.

OUTPUT_EMC_VMAX_STORAGE_
TIER_NAME

EMCVMAXStorageTierThin
PoolNames

EMCVMAXStorage Tier Thin
Pool Names.

OUTPUT_EMC_VMAX_STORAGE_
TIER_THIN_POOL_NAMES
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Add Tiers to VMAX Fast Policy
Summary

Adds Tiers to VMAX Fast Policy.
Description

This task is used for adding specified Storage Tiers to a given VMAX Fast Policy under a specified
VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXFastPolicy
Identity

Choose a VMAX FAST policy to add
tiers to

Select VMAX Fast
Policy

YEMCVMAXStorageTier
Identity

Choose a storage tier to add to the
FAST policy

Select Storage Tier

gen_text_inputEnter an upper limit to the space
allowed for a tier in a policy as a

Max Storage Group
Capacity of Tier (%)

percentage of total storage group
capacity. Allowed values are 1 to 100.

Outputs

TypeDescriptionOutput

EMCVMAXStorageTier
Name

EMC VMAX Fast Policy
Associated Storage Tier Name.

OUTPUT_EMC_VMAX_FAST_
POLICY_STORAGE_TIER_NAME

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXFastPolicy
Identity

EMC VMAX Fast Policy
Identity.

OUTPUT_EMC_VMAX_FAST_
POLICY_IDENTITY

EMCVMAXFastPolicy
Name

EMCVMAX Fast Policy Name.OUTPUT_EMC_VMAX_FAST_
POLICY_NAME
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Associate FAST Policy to VMAX Storage Group
Summary

Associates a Fast Policy to an existing VMAX Storage Group.
Description

This task is used to associate a specific Fast Policy to an existing Storage Group under a VMAXSymmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageGroup
Identity

Choose a VMAX storage group to
associate FAST policy

Select VMAX Storage
Group

YEMCVMAXFastPolicy
Identity

Choose a FAST policy to associate to
the storage group

Select FAST Policy.

gen_text_inputEnter the priority of the storage group.
Allowed values are 1 to 3.

Storage Group Priority

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageGroup
Identity

EMC VMAX Storage Group
Identity.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_IDENTITY

gen_text_inputName of the VMAX Storage
group.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_NAME

EMCVMAXFastPolicy
Name

EMCVMAXFast PolicyName.OUTPUT_EMC_VMAX_FAST_
POLICY_NAME
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Associate VMAX Device as Datastore
Summary

VMAX Thin/Regular Device Datastore Association.
Description

This task is used for creating a Datastore from a given Thin/Regular Device on a specified host with
specific configurations under a specified VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentityChoose a VMAX device systemSelect VMAXSystem

Ygen_text_inputEnter a new datastore nameDatastore Name

YvmwareHostNodeIdentityChoose one or more host nodes on
which to create datastore

Select Hostnode

gen_text_inputChoose an initiator typeInitiator Type

YEMCVMAXSymmDevice
Identity

Choose a LUN name to associate
with the datastore

Device Name

vDCChoose a vDC to assign the storage
policy to

VDC Name

YemcVmaxMountDatastore
SuccessCriteria

Choose an option for success criteria
of the task

Success Criteria

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY
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Bind Thin Devices to VMAX Thin Pool
Summary

Binds Thin Devices to the specified VMAX Thin Pool.
Description

This task is used to bind one or more Thin Device(s) to the specified VMAX thin pool under a VMAX
Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXThinPool
Identity

Choose a VMAX thin poolSelect VMAX Thin
Pool

YEMCVMAXUnBounded
ThinDevDevicesList

Choose one or more devices of type
TDEV that are not bound to any thin
pool

Select Thin Devices

gen_text_inputCheck to allocate the entire sizePre Allocate All

EMCVMAXDeviceCapacity
TypeList

Choose the capacity type (MB, GB,
Cylinders) for preallocating the size

Capacity Type

gen_text_inputEnter a pre-allocate size in GB, MB,
or Cylinders

Pre-allocate Size

Outputs

TypeDescriptionOutput

EMCVMAXThinPool
Identity

EMC VMAX Thin Pool Identity.OUTPUT_EMC_VMAX_THIN_
POOL_IDENTITY

gen_text_inputEMC VMAX Symmetrix Device
Names

OUTPUT_EMC_VMAX_SYMM_
DEVICE_NAMES
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Create VMAX BCV Device
Summary

Create VMAX BCV Device(s)
Description

This task is used to create BCV Device(s) with the specified configurations under a VMAX Symmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentitySelect VMAX device SystemSelect VMAX
System

Ygen_text_inputEnter the number of devices to
create

Device Count

YEMCVMAXThinDevice
EmulationTypeList

Choose an emulation typeEmulation

YEMCVMAXBCVRegularDevice
ConfigurationTypeList

Choose a configuration typeConfiguration

YEMCVMAXStorageTierDisk
GroupNameList

Choose a disk group on which to
create the BCV device

Disk Group

YEMCVMAXDeviceCapacityType
List

Choose the type of device capacity
(MB, GB, Cylinders)

Capacity Type

Ygen_text_inputEnter the size of the deviceCapacity

Outputs

TypeDescriptionOutput

gen_text_inputEMC VMAX BCV Device
Names

OUTPUT_EMC_VMAX_BCV_
DEVICE_NAMES

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXBCVDevice
Identity

EMC VMAX BCV Device
Identity.

OUTPUT_EMC_VMAX_BCV_
DEVICE_IDENTITY
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Create VMAX Data Device
Summary

Creates VMAX Data Device(s)
Description

This task is used to create Data Device(s) with the specified configurations under a VMAX Symmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentityChoose a VMAX device systemSelect VMAX
System

Ygen_text_inputEnter the number of devices to be
created

Device Count

YEMCVMAXStorageTierDisk
GroupNameList

Choose a disk group on which to
create a data device

Disk Group

YEMCVMAXDataDevice
EmulationTypeList

Choose an emulation typeEmulation

YEMCVMAXDataDevice
ConfigurationTypeList

Select a configuration typeConfiguration

YEMCVMAXDeviceCapacity
TypeList

Choose the capacity type (MB, GB,
Cylinders) of the device to be
created

Capacity Type

Ygen_text_inputEnter the size of the deviceCapacity

Outputs

TypeDescriptionOutput

gen_text_inputEMC VMAX Data Device
Names

OUTPUT_EMC_VMAX_DATA_
DEVICE_NAMES

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXDataDevice
Identity

EMC VMAX Data Device
Identity.

OUTPUT_EMC_VMAX_DATA_
DEVICE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1721

EMC VMAX Tasks
Create VMAX Data Device



Create VMAX Fast Policy
Summary

Creates VMAX FAST Policy.
Description

This task is used to create VMAX FAST Policy with the specified configurations under a specified
VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDevice
Identity

Choose a VMAX device systemSelect VMAX System

gen_text_inputEnter a new FAST policy nameFast Policy Name

EMCVMAXStorageTier
Identity

Choose a storage tier to be added to
selected FAST policy

Storage Tier Name

gen_text_inputEnter an upper limit to the space
allowed a tier in a policy as a

Max Storage Group
Capacity of Tier (%)

percentage of total storage group
capacity. Allowed values are 1 to 100.

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXFastPolicy
Identity

EMC VMAX Fast Policy
Identity.

OUTPUT_EMC_VMAX_FAST_
POLICY_IDENTITY

EMCVMAXFastPolicyNameEMCVMAXFast PolicyName.OUTPUT_EMC_VMAX_FAST_
POLICY_NAME
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Create VMAX Initiator Group
Summary

Creates a initiator group under a specified VMAX Symmetrix device
Description

This task is used for creating an Initiator Group (Cascaded or Standard) for a selected VMAXSymmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentityChoose a VMAX device systemSelect VMAX System

EMCVMAXInitiatorGroup
Type

Choose an initiator group typeInitiator Group Type

gen_text_inputEnter an initiator group nameInitiator Group Name

EMCVMAXInitiatorTypeChoose an initiator typeInitiator Type

gen_text_inputEnter a WWN or iSCSI initiator
name

Initiator Name

EMCVMAXInitiatorGroup
Identity

Choose a parent initiator groupSelect Parent Initiator
Group

EMCVMAXInitiatorGroup
Identity

Select Child Initiator GroupSelect Child Initiator
Group

gen_text_inputCheck to apply an consistent
LUN

Consistent LUN

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXInitiatorGroup
Identity

EMC VMAX Initiator Group
Identity.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_IDENTITY

gen_text_inputName of the VMAX Initiator
group.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_NAME
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Create VMAX Masking View
Summary

Creates a masking view under a specified VMAX Symmetrix device
Description

This task is used for creating a masking view for the host binding storage group, port group and initiator
group under a specified VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentityChoose a VMAX device
system

Select VMAX System

gen_text_inputEnter a masking view nameMasking View Name

YEMCVMAXStorageGroup
Identity

Choose a storage groupSelect StorageGroupName

gen_text_inputEnter a host LUN IDHost LUN ID

YEMCVMAXInitiatorGroup
Identity

Choose an initiator groupSelect Initiator Group
Name

YEMCVMAXPortGroupIdentitySelect Port Group NameSelect Port Group Name

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXMaskingView
Identity

EMC VMAX Masking View
Identity.

OUTPUT_EMC_VMAX_MASKING_
VIEW_IDENTITY
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Create VMAX Meta Device
Summary

Creates VMAX Meta device(s)
Description

This task is used to create Meta Device with the specified configurations under a VMAX Symmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXMetaDeviceType
List

Choose a device type to be created
as the meta head

Device Type

EMCVMAXThinDevice
Identity

Choose a thin device as head node
for the members

Select Thin Device

EMCVMAXRegularDevice
Identity

Choose a regular device as head
node for the members

Select Regular Device

EMCVMAXBCVDevice
Identity

Choose a BCV thin device as head
node for the members

Select BCV Thin
Device

EMCVMAXBCVRegular
DeviceIdentity

Choose a BCV regular device as
head node for the members

Select BCV Regular
Device

YEMCVMAXMetaTypesChoose a meta typeMeta Type

YEMCVMAXNonMetaUn
BoundDevicesList

Choose one or more devicesSelect Member
Device(s)

Outputs

TypeDescriptionOutput

gen_text_inputEMC VMAX Symmetrix Device
Names

OUTPUT_EMC_VMAX_SYMM_
DEVICE_NAMES

EMCVMAXMetaHead
DeviceIdentity

EMC VMAXMeta Head Device
Identity.

OUTPUT_EMC_VMAX_META_
HEAD_DEVICE_IDENTITY

EMCVMAXMetaHead
DevicesList

EMC VMAX BCV Meta Head
Device Identity.

OUTPUT_EMC_VMAX_BCV_
META_HEAD_DEVICE_IDENTITY
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Create VMAX Port Group
Summary

Creates a port group under a specified VMAX Symmetrix device
Description

This task is used for creating a Port Group for a selected VMAX Symmetrix device with one or more
selected Director Ports.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentityChoose a VMAX device systemSelect VMAX System

gen_text_inputEnter a port group namePort Group Name

EMCVMAXAllDirPortListChoose one or more director
ports

Select Director Ports

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXPortGroup
Identity

EMC VMAX Port Group
Identity.

OUTPUT_EMC_VMAX_PORT_
GROUP_IDENTITY

gen_text_inputName of the VMAX Port group.OUTPUT_EMC_VMAX_PORT_
GROUP_NAME
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Create VMAX Regular Device
Summary

Creates VMAX Regular Device(s)
Description

This task is used to create Regular Device(s) with the specified configurations under a VMAXSymmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentitySelect VMAX device SystemSelect VMAX
System

Ygen_text_inputEnter the number of devices to
create

Device Count

YEMCVMAXStorageTierDisk
GroupNameList

Choose a disk group on which to
create a data device

Disk Group

YEMCVMAXDataDevice
EmulationTypeList

Choose an emulation typeEmulation

YEMCVMAXRegularDevice
ConfigurationTypeList

Select a configuration typeConfiguration

YEMCVMAXDeviceCapacity
TypeList

Choose the capacity type (MB,GB,
Cylinders) of the device to be
created

Capacity Type

Ygen_text_inputEnter the size of the deviceCapacity

Outputs

TypeDescriptionOutput

EMCVMAXRegularDevice
Identity

EMC VMAX Regular Device
Identity

OUTPUT_EMC_VMAX_REGULAR_
DEVICE_IDENTITY

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY
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Create VMAX Storage Group
Summary

Creates a storage group under a specified VMAX Symmetrix device
Description

This task is used to creating a Storage Group (Cascaded or Empty) for a selected VMAX Symmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentityChoose a VMAX device systemSelect VMAX System

EMCVMAXStorageGroup
Type

Choose a storage group typeStorage Group Type

gen_text_inputEnter a storage group nameStorage Group Name

EMCVMAXStorageGroup
Identity

Choose a parent storage groupSelect Parent Storage
Group

EMCVMAXStorageGroup
Identity

Choose a child storage groupSelect Child Storage
Group

EMCVMAXFASTStorage
ResourcePoolIdentity

Choose a FAST SRP to associate
with the storage group

Storage Resource Pool

EMCVMAXFASTSLOWork
LoadIdentity

Choose a Service Level
Objective (SLO) to associate
with the storage group

Service Level Objective

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageGroup
Identity

EMC VMAX Storage Group
Identity.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_IDENTITY

gen_text_inputName of the VMAX Storage
group.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_NAME
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Create VMAX Storage Tier
Summary

Creates VMAX Storage Tier.
Description

This task is used for creating a VMAX Storage Tier with the specific configurations under a specified
VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentityChoose a VMAX device
system

Select VMAX System

gen_text_inputEnter a storage tier nameStorage Tier Name

YEMCVMAXStorageTierType
LovList

Choose the storage tier typeStorage Tier Type

YEMCVMAXStorageTierInlcude
TypeLovList

Choose the include typeInclude Type

YEMCVMAXStorageTierRaid
TypesList

Choose the configuration typeConfiguration Type

YEMCVMAXStorageTier
TechnologyList

Choose the technology typeSelect Technology

EMCVMAXThinPoolNamesChoose a thin pool to bind with
the tier

Bind To Thin Pool

EMCVMAXStorageTierDisk
GroupNameList

Choose a disk groupSelect Disk Group

gen_text_inputCheck to externally provision
the storage tier

Externally Provisioned

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageTier
Identity

EMC VMAX Storage Tier
Identity.

OUTPUT_EMC_VMAX_STORAGE_
TIER_IDENTITY

EMCVMAXStorageTier
Name

EMC VMAX Storage Tier
Name.

OUTPUT_EMC_VMAX_STORAGE_
TIER_NAME
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Create VMAX Thin Device
Summary

Creates VMAX Thin device(s)
Description

This task is used to create Thin Device(s) with the specified configurations under a VMAX Symmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentityChoose a VMAX device systemSelect VMAX
System

Ygen_text_inputEnter the number of devices to
create

Device Count

YEMCVMAXThinDevice
EmulationTypeList

Choose an emulation typeEmulation

YEMCVMAXDeviceCapacity
TypeList

Choose the type of device capacity
(MB, GB, Cylinders)

Capacity Type

Ygen_text_inputEnter the size of each deviceCapacity

Outputs

TypeDescriptionOutput

gen_text_inputEMC VMAX Thin Device
Names

OUTPUT_EMC_VMAX_TDEV_
DEVICE_NAMES

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXThinDevice
Identity

EMC VMAX Thin Device
Identity.

OUTPUT_EMC_VMAX_THIN_
DEVICE_IDENTITY
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Create VMAX Thin Pool
Summary

Creates a VMAX Thin Pool
Description

This task is used to create a Thin Pool with a specific name under a specified VMAX Symmetrix device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentityChoose a VMAX device
system

Select VMAX System

gen_text_inputEnter a thin pool nameThin Pool Name

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXThinPool
Identity

EMCVMAXThin Pool Identity.OUTPUT_EMC_VMAX_THIN_
POOL_IDENTITY

gen_text_inputName of the VMAX Thin pool.OUTPUT_EMC_VMAX_THIN_
POOL_NAME
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Delete VMAX BCV Device
Summary

Deletes VMAX BCV Device.
Description

This task is used to delete a BCV Device under a VMAX Symmetrix device. This device will no more
be available in the VMAX Symmetrix system.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXBCVDevice
Identity

Choose a VMAX BCV device
to be deleted

VMAX BCV Device

Outputs

No Outputs
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Delete VMAX Data Device
Summary

Deletes a VMAX Data Device.
Description

This task is used to delete a Data Device under a VMAX Symmetrix device. This device will no more
be available in the VMAX Symmetrix system.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDataDevice
Identity

Choose a VMAX data
device to be deleted

VMAX Data Device

YDo you want to delete selected
data device?

Outputs

No Outputs
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Delete VMAX Fast Policy
Summary

Delete VMAX Fast Policy.
Description

This task is used for deleting a specified VMAXFast Policy under a specified VMAXSymmetrix device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXFastPolicy
Identity

Select VMAX Fast Policy to be
deleted.

Select VMAX Fast Policy

YDo you want to delete
selected Fast Policy?

Check if FAST policy has any
associated storage tiers

Force

Outputs

No Outputs
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Delete VMAX Initiator Group
Summary

Deletes a specified initiator group under a VMAX Symmetrix device
Description

This task is used for deleting a specified Initiator Group under a VMAX Symmetrix device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXInitiator
GroupIdentity

Choose a VMAX initiator groupSelect VMAX Initiator Group

YDo you want to delete selected
initiator group name?

Check to force deletion if the
initiator group has any initiators
associated

Force

Outputs

No Outputs
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Delete VMAX Masking View
Summary

Deletes a specified masking view under VMAX Symmetrix device
Description

This task is used for deleting a specified Masking View under a VMAX Symmetrix device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXMaskingView
Identity

Select VMAX Masking
View name

Select VMAX Masking View

YDo you want to delete selected
masking view?

Outputs

No Outputs
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Delete VMAX Port Group
Summary

Deletes a specified port group under VMAX Symmetrix device
Description

This task is used for deleting a specified Port Group under a VMAX Symmetrix device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXPortGroup
Identity

Choose a VMAX port groupSelect VMAX Port Group

YDo you want to delete selected
port group name?

Check to force deletion if the port
group has any ports associated

Force

Outputs

No Outputs
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Delete VMAX Regular Device
Summary

Delete VMAX Regular Device(s)
Description

This task is used to delete Regular Device(s) under a VMAX Symmetrix device. This device will no
more be available in the VMAX Symmetrix system.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXRegularDevice
Identity

Choose a VMAX regular
device to be deleted

VMAX Regular
Device

Outputs

No Outputs
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Delete VMAX Storage Group
Summary

Deletes a specified storage group under a VMAX Symmetrix device
Description

This task is used for deleting a specified Storage Group under a VMAX Symmetrix device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorage
GroupIdentity

Choose a VMAX storage groupSelect VMAX Storage Group

YDo you want to delete selected
storage group?

Check to force deletion if the
storage group is not empty

Force

Outputs

No Outputs
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Delete VMAX Storage Tier
Summary

Deletes VMAX Storage Tier.
Description

This task is used for deleting a specified VMAX Storage Tier under VMAX Symmetrix device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorage
TierIdentity

Choose a VMAX storage tierSelect VMAX Storage Tier

YDo you want to delete selected
storage tier?

Check if the storage tier has any
pools or disk groups

Force

Outputs

No Outputs
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Delete VMAX Thin Device
Summary

Deletes a VMAX Thin device.
Description

This task is used to delete a Thin Device under a VMAX Symmetrix device. This device will no more
be available in the VMAX Symmetrix system.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXThinDevice
Identity

SelectVMAXSymmetrix
Device

VMAX Thin Device

YDo you want to delete selected
device?

Outputs

No Outputs
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Delete VMAX Thin Pool
Summary

Deletes a Thin Pool from the VMAX Symmetrix system.
Description

This task is used to delete a specific Thin Pool from the VMAX Symmetrix system.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXThinPool
Identity

Choose a VMAX thin pool
to be deleted

Select VMAX Thin Pool

YDo you want to delete selected
thin pool?

Outputs

No Outputs
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Disassociate FAST Policy from VMAX Storage Group
Summary

FAST Policy dissociation from VMAX Storage Group.
Description

This task is used for dissociation of FAST Policy from VMAX Storage Group under a specified VMAX
Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorage
GroupIdentity

Choose a VMAX storage
group from which to
disassociate the FAST policy

Select VMAX Storage Group

YDo you want to diassociate fast
policy from selected storage
group?

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageGroup
Identity

EMC VMAX Storage Group
Identity.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_IDENTITY

gen_text_inputName of the VMAX Storage
group.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_NAME
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Dissolve VMAX Meta Device
Summary

Dissolves VMAX Meta Device.
Description

This task is used for completely dissolving a specified VMAX Meta Device under VMAX Symmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXMetaHead
DeviceIdentity

Choose a VMAX meta
device to dissolve

VMAX Meta Device

YDo you want to dissolve
selected device?

Outputs

TypeDescriptionOutput

EMCVMAXThinDevice
Identity

EMC VMAX Thin Device
Identity.

OUTPUT_EMC_VMAX_THIN_
DEVICE_IDENTITY

EMCVMAXRegular
DeviceIdentity

EMC VMAX Regular Device
Identity

OUTPUT_EMC_VMAX_REGULAR_
DEVICE_IDENTITY

EMCVMAXDevice
Identity

EMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

gen_text_inputEMC VMAX Thin Device
Names

OUTPUT_EMC_VMAX_TDEV_
DEVICE_NAMES

gen_text_inputEMC VMAX Regular Device
Names

OUTPUT_EMC_VMAX_REGULAR_
DEVICE_NAMES

EMCVMAXBCVDevice
Identity

EMC VMAX BCV Device
Identity.

OUTPUT_EMC_VMAX_BCV_
DEVICE_IDENTITY

gen_text_inputEMC VMAX BCV Device
Names

OUTPUT_EMC_VMAX_BCV_
DEVICE_NAMES
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Expand VMAX Thin Pool
Summary

Expands a VMAX Thin Pool by adding new data device(s).
Description

This task is used to expand a Thin Pool by adding one or more Data Device(s) which are unbounded to
any Thin Pools under a VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXThinPoolIdentityChoose a VMAX thin poolSelect VMAX Thin
Pool

YEMCVMAXUnBoundedData
DevDevicesList

Choose one or more devices that
are not bound to any thin pool

Select Data Devices

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXThinPool
Identity

EMC VMAX Thin Pool
Identity.

OUTPUT_EMC_VMAX_THIN_
POOL_IDENTITY

gen_text_inputName of the VMAX Thin pool.OUTPUT_EMC_VMAX_THIN_
POOL_NAME

EMCVMAXDataDevice
Identity

EMC VMAX Data Device
Identity.

OUTPUT_EMC_VMAX_DATA_
DEVICE_IDENTITY
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Modify Tiers in VMAX Fast Policy
Summary

Modify Tiers in VMAX Fast Policy.
Description

This task is used for modifying maximum Storage Group Capacity for a selected Storage Tier in specified
VMAX Fast Policy under a VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXFastPolicy
Identity

Choose a VMAX FAST policy to
modify tiers of

Select VMAX Fast
Policy

YEMCVMAXFastPolicy
BoundedStorageTierName

Choose a storage tier to modify in the
FAST policy

Select Storage Tier

Ygen_text_inputEnter an upper limit to the space
allowed for a tier in a policy as a

Max Storage Group
Capacity of Tier (%)

percentage of total storage group
capacity. Allowed values are 1 to 100.

Outputs

TypeDescriptionOutput

EMCVMAXStorageTier
Name

EMC VMAX Fast Policy
Associated Storage Tier Name.

OUTPUT_EMC_VMAX_FAST_
POLICY_STORAGE_TIER_NAME

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXFastPolicy
Identity

EMC VMAX Fast Policy
Identity.

OUTPUT_EMC_VMAX_FAST_
POLICY_IDENTITY

EMCVMAXFastPolicy
Name

EMCVMAX Fast Policy Name.OUTPUT_EMC_VMAX_FAST_
POLICY_NAME
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Modify VMAX FAST Controller Settings
Summary

Set FAST Control Parameters on EMC VMAX Symmetric Array
Description

This task is used to modify the FAST parameters settings on VMAX Array. This is applicable only for
VMAX2 Symmetric Arrays. If you do not wish to change the parameter, ignore the input or leave it to
default value. You should have FAST license enabled to perform this operation Following parameters
can be modified using this task.

• Data Movement Approval Mode - Possible values are AUTO_APPROVE or USER_APPROVE
• Max Simultaneous Device Moves - It is an integer between 2 and 32
• Max Device Moves Per Day - The value can be an integer between 2 and 200
• Min Initial Workload Period(hrs) - The value can be an integer between 2 and current value of the
workload analysis period(hrs)

• Workload Analysis Period(hrs) - The value can be an integer between 2 and 672 and not less than
the value of Min Initial Workload Period(hrs)

• Swap Not Visible Devices - Possible values are ENABLE or DISABLE
• Allow Only Swap - Possible values are ENABLE or DISABLE
• FAST VP Data Movement Mode - Possible values are AUTO or NONE
• FAST VP Data Relocation Rate - The value can be an integer between 1 and 10
• Thin Pool Reserved Capacity(%) - The value can be an integer between 1 and 80
• VP Allocation By FAST policy - Possible values are ENABLE or DISABLE
• FAST VP Time to Compress(Days) - The value can be Never or between 40 and 40
• FAST VP Compression Rate - Integer between 1 and 10

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDevice
Identity

Choose a VMAX device systemSelect VMAX System

EMCVMAXData
MovementLovList

Choose a modeData Movement Approval
Mode

gen_text_inputEnter a number of device moves.
Allowed values are 2 to 32.

Max Simultaneous Device
Moves

gen_text_inputEnter a number of device moves.
Allowed values are 2 to 200.

Max Device Moves Per
Day

gen_text_inputEnter the workload period. Allowed
values are 2 to the current value of
the workload period parameters.

Min Initial Workload
Period(hrs)

gen_text_inputSpecify the analysis period. Allowed
values are 2 to 672.

Workload Analysis
Period(hrs)

EMCVMAXSwap
DevicesLovList

Choose whether to enable swap for
not-visible devices

Swap Not Visible Devices
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MandatoryMappable To TypeDescriptionInput

EMCVMAXSwapLov
List

Choose whether to enable swap onlyAllow Only Swap

EMCVMAXFASTVp
DataMovementLovList

Choose a data movement modeFAST VP Data Movement
Mode

gen_text_inputEnter a rate. Allowed values are 1 to
10.

FAST VP Data Relocation
Rate

gen_text_inputSpecify value for the property.
Possible values are 1 to 80.

Thin Pool Reserved
Capacity(%)

EMCVMAXFASTVp
TimeLovList

Select value for this propertyVP Allocation By FAST
policy

gen_text_inputSpecify value for the property. Valid
values are between 40 days to 400
days or never.

FAST VP Time to
Compress(Days)

gen_text_inputSpecify value for the property. Valid
range is between 1 and 10.

FAST VP Compression
Rate

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY
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Modify VMAX FAST Settings
Summary

Modify VMAX FAST Settings.
Description

This task is used to modify the FAST Settings on VMAX Storage Group. This is applicable only for
VMAX3 Symmetric Arrays.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageGroup
Identity

Choose a VMAX storage group to
modify FAST settings

Select VMAXStorage
Group

EMCVMAXFASTStorage
ResourcePoolIdentity

Choose a FAST SRP to associate
to storage group

Storage Resource Pool

EMCVMAXFASTSLOWork
LoadIdentity

Choose a Service Level Objective
(SLO) to associate with the storage
group

Service Level
Objective

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageGroup
Identity

EMC VMAX Storage Group
Identity.

OUTPUT_EMC_VMAX_
STORAGE_GROUP_IDENTITY

EMCVMAXFASTStorage
ResourcePoolIdentity

EMC VMAX FAST SRP
Identity.

OUTPUT_EMC_VMAX_FAST_
SRP_IDENTITY

EMCVMAXFASTSLOWork
LoadIdentity

EMC VMAX FAST SLO
Workload Type Identity.

OUTPUT_EMC_VMAX_FAST_
SLO_WORKLOAD_TYPE_
IDENTITY
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Modify VMAX FAST State
Summary

Enable/Disable FAST Controller
Description

This task is used to change FAST Controller status. This is applicable only for VMAX2 Symmetric
Arrays. You should have FAST license enabled to perform this operation

• Virtual Provisioned - Impact on FAST policies containing virtual provisioned tiers
• Disk Provisioned - Impact on FAST policies containing disk-group provisioned tiers

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXDeviceIdentityChoose a VMAX device systemSelect VMAX
System

YEMCVMAXFASTTypeLov
List

Choose a FAST type to change the
state of

FAST Type

YBooleanCheck if the FAST state is to be
enabled

Enable

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY
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Modify VMAX FAST Storage Group Priority
Summary

Modify VMAX FAST Storage Group Priority.
Description

This task is used for modifying VMAX FAST Storage Group priority for a selected VMAX Storage
Group under a VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorage
GroupIdentity

Choose a VMAX storage group to
associate the FAST policy to

Select VMAX Storage
Group

Ygen_text_inputEnter the priority of the storage group.
Allowed values are 1 to 3.

Storage Group Priority

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageGroup
Identity

EMC VMAX Storage Group
Identity.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_IDENTITY

gen_text_inputName of the VMAX Storage
group.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_NAME

EMCVMAXFastPolicy
Name

EMCVMAXFast PolicyName.OUTPUT_EMC_VMAX_FAST_
POLICY_NAME
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Modify VMAX Storage Tier
Summary

Modifies VMAX Storage Tier.
Description

This task is used for modifying specified VMAX Storage Tier type under VMAX Symmetrix device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageTierIdentityChoose a VMAX storage
tier

Select VMAX Storage
Tier

EMCVMAXStorageTier
TechnologyList

Choose a technologySelect Technology

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageTier
Identity

EMC VMAX Storage Tier
Identity.

OUTPUT_EMC_VMAX_STORAGE_
TIER_IDENTITY

EMCVMAXStorageTier
Name

EMC VMAX Storage Tier
Name.

OUTPUT_EMC_VMAX_STORAGE_
TIER_NAME

EMCVMAXStorageTier
Technology

EMC VMAX Storage Tier
Technology.

OUTPUT_EMC_VMAX_STORAGE_
TIER_TECHNOLOGY
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Override Flags on VMAX Initiator Group
Summary

Overrides flags on the VMAX Initiator Group.
Description

This task is used to enable/disable one or more flags on the selected Initiator Group under a VMAX
Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXInitiator
GroupIdentity

Choose a VMAX initiator groupSelect VMAX Initiator
Group

gen_text_inputCheck to enable the Volume_Set_
Addressing (V) override flag

Volume Set Addressing

gen_text_inputCheck to enable the Common_Serial_
Number (C) override flag

Common Serial
Number

gen_text_inputCheck to enable the Disable_Q_Reset_
on_UA (D) override flag

Disable Q Rest on UA

gen_text_inputCheck to enable the SPC2_Protocol_
Version (SPC2) override flag

SPC2 Protocol Version

gen_text_inputCheck to enable the Environ_Set (E)
override flag

Environment Set

gen_text_inputCheck to enable the AS400 (AS4)
override flag

AS400

gen_text_inputCheck to enable the Avoid_Reset_
Broadcast (ARB) override flag

Avoid Reset Broadcast

gen_text_inputCheck to enable the OpenVMS (OVMS)
override flag

Open VMS

gen_text_inputCheck to enable the SCSI_Support1
(OS2007) override flag

SCSI Suppoport1

gen_text_inputCheck to enable the SCSI_3 (SC3)
override flag

SCSI3

Outputs

TypeDescriptionOutput

EMCVMAXInitiator
GroupIdentity

EMC VMAX Initiator Group
Identity.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_IDENTITY

gen_text_inputName of the VMAX Initiator
group.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_NAME
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Reassociate Fast Policy From Storage Group
Summary

Reassociates Fast Policy From Storage Group.
Description

This task is used for associating a Fast Policy by replacing the old one from a selected Storage Group
under a VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageGroup
Identity

Choose a VMAX storage group to
associate the FAST policy to

Select VMAXStorage
Group

YEMCVMAXFastPolicy
Identity

Choose a FAST policy to
re-associate from the storage group

Select FAST Policy.

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageGroup
Identity

EMC VMAX Storage Group
Identity.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_IDENTITY

gen_text_inputName of the VMAX Storage
group.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_NAME

EMCVMAXFastPolicy
Name

EMCVMAXFast PolicyName.OUTPUT_EMC_VMAX_FAST_
POLICY_NAME
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Remove Devices from VMAX Storage Group
Summary

Removes Thin/Regular devices from the VMAX Storage Group.
Description

This task is used for removing one or more selected thin/regular devices from the specified Storage Group
under a VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageGroup
Identity

Choose aVMAX storage group from
which to remove devices

Select VMAX
Storage Group

YEMCVMAXBoundedStorage
GroupDevices

Choose one or more devices to be
removed from the storage group

Select devices

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageGroup
Identity

EMC VMAX Storage Group
Identity.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_IDENTITY

gen_text_inputName of the VMAX Storage
group.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_NAME

gen_text_inputEMC VMAX Thin Device
Names

OUTPUT_EMC_VMAX_TDEV_
DEVICE_NAMES

EMCVMAXThinDevice
Identity

EMC VMAX Thin Device
Identity.

OUTPUT_EMC_VMAX_THIN_
DEVICE_IDENTITY

EMCVMAXRegularDevice
Identity

EMC VMAX Regular Device
Identity

OUTPUT_EMC_VMAX_REGULAR_
DEVICE_IDENTITY
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Remove Disk Group from VMAX Storage Tier
Summary

Removes Disk Group from VMAX Storage Tier.
Description

This task is used for removing specified Disk Group from a given VMAX Storage Tier under VMAX
Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageTierIdentityChoose a VMAX storage tierSelect VMAXStorage
Tier

YEMCVMAXStorageTierBounded
DiskGroupNameList

Choose a disk group to be
removed from the storage tier

Select Disk Group

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageTier
Identity

EMC VMAX Storage Tier
Identity.

OUTPUT_EMC_VMAX_STORAGE_
TIER_IDENTITY

EMCVMAXStorageTier
Name

EMC VMAX Storage Tier
Name.

OUTPUT_EMC_VMAX_STORAGE_
TIER_NAME

EMCVMAXStorageTierDisk
Group

EMCVMAXStorage Tier Disk
Group.

OUTPUT_EMC_VMAX_STORAGE_
TIER_DISK_GROUP
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Remove Initiator from VMAX Initiator Group
Summary

Removes an Initiator from an existing VMAX Initiator Group.
Description

This task is used for removing an Initiator(ISCSI or FCP) from an existing Initiator Group under a VMAX
Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXInitiatorGroup
Identity

Choose aVMAX initiator groupSelect VMAX Initiator
Group

EMCVMAXInitiatorTypeChoose an initiator typeInitiator Type

YEMCVMAXInitiatorsListChoose an initiator to be
removed

Initiators

Outputs

TypeDescriptionOutput

EMCVMAXInitiator
GroupIdentity

EMC VMAX Initiator Group
Identity.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_IDENTITY

gen_text_inputName of the VMAX Initiator
group.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_NAME
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Remove Member Devices from VMAX Meta Head
Summary

Removes Member Devices from VMAX meta head.
Description

This task is used for removing one or more specified Member Device(s) from the selected Meta Head
Device under VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXMetaHeadDevice
Identity

Choose a meta device to be the head
node for the members

Select Meta Device

YEMCVMAXMetaMember
DevicesList

Choose one ormoremember devices
to be removed from the meta

Select Member
Device(s)

Outputs

TypeDescriptionOutput

gen_text_inputEMCVMAXSymmetrix Device
Names

OUTPUT_EMC_VMAX_SYMM_
DEVICE_NAMES

EMCVMAXRegular
DeviceIdentity

EMC VMAX Regular Device
Identity

OUTPUT_EMC_VMAX_REGULAR_
DEVICE_IDENTITY

EMCVMAXMetaHead
DeviceIdentity

EMCVMAXMeta Head Device
Identity.

OUTPUT_EMC_VMAX_META_
HEAD_DEVICE_IDENTITY

gen_text_inputEMC VMAX Regular Device
Names

OUTPUT_EMC_VMAX_REGULAR_
DEVICE_NAMES

EMCVMAXBCVDevice
Identity

EMC VMAX BCV Device
Identity.

OUTPUT_EMC_VMAX_BCV_
DEVICE_IDENTITY

gen_text_inputEMC VMAX BCV Device
Names

OUTPUT_EMC_VMAX_BCV_
DEVICE_NAMES
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Remove Port from VMAX Port Group
Summary

Removes a Director Port from the existing VMAX Port Group
Description

This task is used to remove one or more specified Director Port(s) from the existing Port Group under a
VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXPortGroupIdentityChoose a VMAX port groupSelect VMAX Port
Group

YEMCVMAXPortGroupBounded
DirPortList

Choose one or more director
ports

Director Port

Outputs

No Outputs
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Remove Thin Pool from VMAX Storage Tier
Summary

Removes Thin Pool from VMAX Storage Tier.
Description

This task is used for removing one or more specified Thin Pool(s) from a given VMAX Storage Tier
under VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageTierIdentityChoose a VMAX storage tierSelect VMAX
Storage Tier

YEMCVMAXStorageTier
BoundedThinPoolNames

Choose one or more thin pools to
be removed from the storage tier

Select Thin Pool

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageTier
Identity

EMC VMAX Storage Tier
Identity.

OUTPUT_EMC_VMAX_STORAGE_
TIER_IDENTITY

EMCVMAXStorageTier
Name

EMC VMAX Storage Tier
Name.

OUTPUT_EMC_VMAX_STORAGE_
TIER_NAME

EMCVMAXStorageTierThin
PoolNames

EMCVMAXStorage Tier Thin
Pool Names.

OUTPUT_EMC_VMAX_STORAGE_
TIER_THIN_POOL_NAMES
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Remove Tiers from VMAX Fast Policy
Summary

Removes Tiers from VMAX Fast Policy.
Description

This task is used for removing specified Storage Tiers from a given VMAX Fast Policy under a specified
VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXFastPolicyIdentityChoose a VMAX FAST policy to
remove a tier from

Select VMAX Fast
Policy

YEMCVMAXFastPolicy
BoundedStorageTierName

Choose a storage tier to remove
from the FAST policy

Select Storage Tier

Outputs

TypeDescriptionOutput

EMCVMAXStorageTier
Name

EMC VMAX Fast Policy
Associated Storage Tier Name.

OUTPUT_EMC_VMAX_FAST_
POLICY_STORAGE_TIER_NAME

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXFastPolicy
Identity

EMC VMAX Fast Policy
Identity.

OUTPUT_EMC_VMAX_FAST_
POLICY_IDENTITY

EMCVMAXFastPolicy
Name

EMCVMAX Fast Policy Name.OUTPUT_EMC_VMAX_FAST_
POLICY_NAME
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Remove VMAX Child Initiator Group from Parent Initiator Group
Summary

Remove Child Initiator group from the cascaded Initiator Group under a specified VMAX Symmetrix
device

Description
This task removes Child Initiator Group from the cascaded Initiator Group on which it is associated.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXParentInitiatorGroup
Identity

Choose a parent initiator
group

Parent Initiator Group

YEMCVMAXChildInitiatorGroup
Identity

Choose a child initiator
group

Child Initiator Group

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXInitiatorGroup
Identity

EMC VMAX Parent Initiator
Group Identity.

OUTPUT_EMC_VMAX_PARENT_
INITIATOR_GROUP_IDENTITY

EMCVMAXInitiatorGroup
Identity

EMC VMAX Child Initiator
Group Identity.

OUTPUT_EMC_VMAX_CHILD_
INITIATOR_GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1762

EMC VMAX Tasks
Remove VMAX Child Initiator Group from Parent Initiator Group



Remove VMAX Child Storage Group from Parent Storage Group
Summary

Remove child storage group from the cascaded Storage Group under a specified VMAX Symmetrix
device

Description
This task removes Child Storage Group from the cascaded Storage Group on which it is associated.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXParentStorageGroup
Identity

Choose a parent storage
group

Parent Storage Group

YEMCVMAXChildStorageGroup
Identity

Choose a child storage groupChild Storage Group

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageGroup
Identity

EMC VMAX Parent Storage
Group Identity.

OUTPUT_EMC_VMAX_PARENT_
STORAGE_GROUP_IDENTITY

EMCVMAXStorageGroup
Identity

EMC VMAX Child Storage
Group Identity.

OUTPUT_EMC_VMAX_CHILD_
STORAGE_GROUP_IDENTITY
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Rename VMAX FAST SLO Name
Summary

Rename VMAX FAST SLO Name.
Description

This task is used to modify the FAST SLOName. This is applicable only for VMAX3 Symmetric Arrays.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXFASTService
LevelObjectiveIdentity

Choose a FAST SLO to renameSelect Service Level
Objective

Ygen_text_inputEnter a new name for the Service
Level Objective (SLO)

New SLO Name

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXFASTServiceLevel
ObjectiveIdentity

EMC VMAX FAST SLO
Identity.

OUTPUT_EMC_VMAX_FAST_
SLO_IDENTITY
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Rename VMAX Fast Policy
Summary

Rename an existing Fast Policy with a new name.
Description

This task is used for renaming an existing VMAX Fast Policy with a new name under a specified VMAX
Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXFastPolicy
Identity

Choose a VMAX FAST policy
to be renamed

Select VMAXFast Policy

Ygen_text_inputEnter a new name for the FAST
policy

Enter New Fast Policy
Name

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXFastPolicy
Identity

EMC VMAX Fast Policy
Identity.

OUTPUT_EMC_VMAX_FAST_
POLICY_IDENTITY

EMCVMAXFastPolicyNameEMCVMAXFast PolicyName.OUTPUT_EMC_VMAX_FAST_
POLICY_NAME
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Rename VMAX Initiator Group
Summary

Rename an existing VMAX Initiator Group with a new name
Description

This task is used to rename an existing Initiator Group with a new name under a VMAX Symmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXInitiatorGroup
Identity

Choose a VMAX initiator groupSelect Initiator Group

Ygen_text_inputEnter a new name for the
initiator group

Enter new Name

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXInitiatorGroup
Identity

EMC VMAX Initiator Group
Identity.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_IDENTITY

gen_text_inputName of the VMAX Initiator
group.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_NAME
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Rename VMAX Masking View
Summary

Rename an existing VMAX Masking View with a new name
Description

This task is used to rename an existing Masking View with a new name under a VMAX Symmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXMaskingView
Identity

Choose aVMAXmasking viewSelect VMAX Masking
View

Ygen_text_inputEnter a new name for the
masking view

Enter new Name

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXMaskingView
Identity

EMC VMAX Masking View
Identity.

OUTPUT_EMC_VMAX_MASKING_
VIEW_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1767

EMC VMAX Tasks
Rename VMAX Masking View



Rename VMAX Port Group
Summary

Rename an existing VMAX Port Group with a new name
Description

This task is used to rename an existing Port Group with a new name under a VMAX Symmetrix device.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXPortGroup
Identity

Choose a VMAX port groupSelect VMAX Port
Group

Ygen_text_inputEnter a new name for the port
group

Enter new Name

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXPortGroup
Identity

EMC VMAX Port Group
Identity.

OUTPUT_EMC_VMAX_PORT_
GROUP_IDENTITY

gen_text_inputName of the VMAX Port group.OUTPUT_EMC_VMAX_PORT_
GROUP_NAME
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Rename VMAX Storage Group
Summary

Rename an existing VMAX Storage Group with a new name
Description

This task is used to rename an existing Storage Group with a new name under a VMAX Symmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageGroup
Identity

Choose a VMAX storage groupSelect VMAX Storage
Group

Ygen_text_inputEnter a new name for the
storage group

Enter new Name

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageGroup
Identity

EMC VMAX Storage Group
Identity.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_IDENTITY

gen_text_inputName of the VMAX Storage
group.

OUTPUT_EMC_VMAX_STORAGE_
GROUP_NAME
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Rename VMAX Storage Tier
Summary

Rename an existing VMAX Storage Tier with its new name.
Description

This task is used for renaming an existing VMAXStorage Tier with a new name under VMAXSymmetrix
device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXStorageTier
Identity

Choose a VMAX storage tierSelect VMAX Storage
Tier

Ygen_text_inputEnter a new name for the
storage tier

Enter new Name

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXStorageTier
Identity

EMC VMAX Storage Tier
Identity.

OUTPUT_EMC_VMAX_STORAGE_
TIER_IDENTITY

EMCVMAXStorageTier
Name

EMC VMAX Storage Tier
Name.

OUTPUT_EMC_VMAX_STORAGE_
TIER_NAME
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Replace Initiator in VMAX Initiator Group
Summary

Replaces an Initiator from an existing VMAX Initiator Group.
Description

This task is used for removing an old Initiator(ISCSI or FCP) from an existing Initiator Group and
replacing it by a new Initiator of the same type.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXInitiatorGroup
Identity

Choose a VMAX initiator groupSelect VMAX Initiator
Group

EMCVMAXInitiatorTypeChoose an initiator group typeInitiator Type

YEMCVMAXInitiatorsListChoose an initiator to be
replaced

Select Initiator

Ygen_text_inputEnter the new initiator nameNew Initiator Name

Outputs

TypeDescriptionOutput

EMCVMAXInitiator
GroupIdentity

EMC VMAX Initiator Group
Identity.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_IDENTITY

gen_text_inputName of the VMAX Initiator
group.

OUTPUT_EMC_VMAX_INITIATOR_
GROUP_NAME
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Shrink VMAX Thin Pool
Summary

Shrinks a VMAX Thin Pool by removing its data device(s).
Description

This task is used to shrink a Thin Pool by removing one or more of its Data Device(s) under a VMAX
Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXThinPoolIdentityChoose a VMAX thin pool to be
shrunk

Select VMAX Thin
Pool

YEMCVMAXThinPoolBounded
DataDevList

Choose one or more devices that
are bound to the selected pool

Select Data Devices

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXThinPool
Identity

EMC VMAX Thin Pool
Identity.

OUTPUT_EMC_VMAX_THIN_
POOL_IDENTITY

gen_text_inputName of the VMAX Thin pool.OUTPUT_EMC_VMAX_THIN_
POOL_NAME

EMCVMAXDataDevice
Identity

EMC VMAX Data Device
Identity.

OUTPUT_EMC_VMAX_DATA_
DEVICE_IDENTITY
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Unbind Thin Device from VMAX Thin Pool
Summary

Unbinds Thin Device from VMAX Thin Pool.
Description

This task is used to unbind one or more Thin Device(s) from the specified VMAX thin Pool under a
VMAX Symmetrix device.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVMAXThinPool
Identity

Choose a VMAX thin poolSelect VMAX Thin
Pool

YEMCVMAXThinPool
BoundedThinDevList

Choose one or more devices that are
bound to the selected pool

Select Thin Devices

Check if thin devices are in a ready
state

Force

Outputs

TypeDescriptionOutput

EMCVMAXDeviceIdentityEMC VMAX Device Identity.OUTPUT_EMC_VMAX_DEVICE_
IDENTITY

EMCVMAXThinPool
Identity

EMCVMAXThin Pool Identity.OUTPUT_EMC_VMAX_THIN_
POOL_IDENTITY

gen_text_inputName of the VMAX Thin pool.OUTPUT_EMC_VMAX_THIN_
POOL_NAME

EMCVMAXThinDevice
Identity

EMC VMAX Thin Device
Identity.

OUTPUT_EMC_VMAX_THIN_
DEVICE_IDENTITY

gen_text_inputEMC VMAX Thin Device
Names

OUTPUT_EMC_VMAX_TDEV_
DEVICE_NAMES
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EMC VNX Tasks

This chapter contains the following sections:

• Add Hosts to VNX Storage Group, on page 1777
• Add VNX CIFS Server, on page 1778
• Add VNX CIFS Share, on page 1780
• Add VNX DNS Domain, on page 1781
• Add VNX Host Initiator Entry, on page 1782
• Add VNX LUN to Storage Group, on page 1783
• Add VNX NFS Export, on page 1784
• Associate VNX LUN as Datastore, on page 1785
• Create VNX Block Storage Pool, on page 1786
• Create VNX File Storage Pool, on page 1787
• Create VNX File System, on page 1788
• Create VNX LUN, on page 1789
• Create VNX MetaLUN, on page 1791
• Create VNX Network Interface, on page 1792
• Create VNX RAID Group, on page 1793
• Create VNX Storage Group, on page 1794
• Create VNX Volume, on page 1795
• Delete VNX Block Storage Pool, on page 1796
• Delete VNX CIFS Server, on page 1797
• Delete VNX CIFS Share, on page 1798
• Delete VNX DNS Domain, on page 1799
• Delete VNX File System, on page 1800
• Delete VNX LUN, on page 1801
• Delete VNX MetaLUN, on page 1802
• Delete VNX NFS Export, on page 1803
• Delete VNX Network Interface, on page 1804
• Delete VNX RAID Group, on page 1805
• Delete VNX Storage Group, on page 1806
• Delete VNX Storage Pool, on page 1807
• Delete VNX Volume, on page 1808
• Expand VNX Block Storage Pool, on page 1809
• Expand VNX LUN, on page 1810
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• Extend VNX FileSystem, on page 1811
• Modify VNX NFS Export, on page 1812
• Remove Hosts from VNX Storage Group, on page 1813
• Remove LUN from VNX Storage Group, on page 1814
• Remove VNX Initiator, on page 1815
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Add Hosts to VNX Storage Group
Summary

Add Hosts to VNX Storage Group.
Description

Add Hosts to specified VNX Storage Group
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentityChoose an EMC VNX accountSelect EMC Account

YemcStorageGroupIdentityChoose a storage groupStorage Group

YChoose the hostsShow Hosts

emcHostIdentityChoose one or more hosts to add to
the storage group

Hosts Connected

YemcHostIdentityChoose one or more hosts to add to
the storage group

Hosts Not Connected

Outputs

TypeDescriptionOutput

emcStorageGroupIdentityStorage Group IdentityOUTPUT_STORAGE_GROUP_
INDENTITY

emcHostIdentityHost IdentityOUTPUT_HOST_IDENTITY

emcMultipleHostListComma-separated hosts.OUTPUT_HOST_IDENTITY_LIST
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Add VNX CIFS Server
Summary

Add EMC VNX CIFS Server.
Description

Creates a new CIFS server on a Data Mover.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentityChoose an EMC VNX accountSelect EMC Account

YemcMoverIdentityChoose a data moverData Mover

emcVnxCIFSServerType
List

Choose a server typeServer Type

gen_text_inputEnter a computer name for the CIFS
server

Computer Name

Ygen_text_inputEnter a NetBIOS nameNetBIOS Name

gen_text_inputEnter one or more alternative names
for the CIFS server. Separate the
names with commas.

Aliases

Ygen_text_inputEnter a workgroupWorkgroup

Ygen_text_inputEnter the Windows domain to which
the server belongs

Domain

gen_text_inputCheck to join the domainJoin Domain

Ygen_text_inputEnter the domain admin nameDomain Admin

Ygen_text_inputEnter the domain passwordDomain Password

Ygen_text_inputEnter one or more organizational
units. Separate the organizational units
with commas.

Organizational Unit

gen_text_inputCheck to enable local usersEnable Local Users

YpasswordEnter the local admin passwordSet Local Admin
Password

YpasswordEnter the local admin password to
confirm

Confirm Local Admin
Password

YemcDataMoverInterface
Identity

Choose one or more interfacesInterfaces

Outputs

TypeDescriptionOutput

gen_text_inputName of the Account on which the selected
operation was performed

ACCOUNT_NAME
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TypeDescriptionOutput

gen_text_inputName of the datacenter on which the selected
operation was performed

DATACENTER_NAME

emcCifsServerIdentityName of the Account on which the selected
operation was performed

CIFS_SERVER_IDENTITY
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Add VNX CIFS Share
Summary

Add EMC VNX CIFS Share.
Description

Creates a CIFS share and make an existing file system available to CIFS clients.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentityChoose an EMC VNX accountSelect EMC Account

YemcMoverIdentityChoose a data moverData Mover

YemcFileSystemIdentityChoose a file systemFile Systems

Ygen_text_inputEnter the share nameCIFS Share Name

Ygen_text_inputPathPath

YemcCifsServerIdentityChoose one or more CIFS
servers

CIFS Server

gen_text_inputEnter the user limitUser Limit

gen_text_inputEnter a commentComment

Outputs

TypeDescriptionOutput

gen_text_inputName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName of the datacenter on which the
selected operation was performed

DATACENTER_NAME

emcCifsShareIdentityCIFS Share Identity.OUTPUT_CIFS_SHARE_
IDENTITY

gen_text_inputName of the CIFS Share createdCIFS_SHARE_NAME
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Add VNX DNS Domain
Summary

Add EMC VNX DNS Domain.
Description

Creates a DNS domains,which can have three DNS servers to a Data Mover.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentityChoose an EMC VNX accountSelect EMCAccount

Ygen_text_inputEnter a new DNS domain nameName

YemcMoverIdentityChoose a data moverMover

YEnter one to three IP addresses of
DNS servers, separated with commas

DNS Servers

YemcDnsDomainProtocol
TypeSelector

Choose the protocolProtocol

Outputs

TypeDescriptionOutput

gen_text_inputName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName of the datacenter on which the selected
operation was performed

DATACENTER_NAME

emcDnsDomainIdentityName of the Account on which the selected
operation was performed

DNS_DOMAIN_NAME_
IDENTITY
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Add VNX Host Initiator Entry
Summary

Add Host Initiator Entry.
Description

This task allows to register a new or existing HBA initiator.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentityChoose an EMC VNX accountSelect EMC Account

YemcAddInitiatorType
Selector

Choose a new host or an existing
host

Add Initiator to

YemcHostIdentityChoose the host to which you want
to add an initiator

Host

Ygen_text_inputEnter the host nameHost Name

Ygen_text_inputEnter the host IP addressIP Address

Ygen_text_inputEnter the host WWNExisting Host WWN

Ygen_text_inputEnter the host WWNNew Host WWN

YemcSPPortIdentityChoose one or more SP portsSP Port

YemcInitiatorTypeSelectorChoose an initiator typeInitiator Type

YChoose a failover modeFailover Mode

Outputs

TypeDescriptionOutput

gen_text_inputStorage Port SP AOUTPUT_SP_A

gen_text_inputStorage Port SP BOUTPUT_SP_B

emcHostIdentityHost IdentityOUTPUT_HOST_IDENTITY

emcInitiatorIdentityInitiator IdentityOUTPUT_INITIATOR_IDENTITY
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Add VNX LUN to Storage Group
Summary

Add LUN to Storage Group.
Description

This task Adds a LUN to a storage group and makes the LUN accessible to the servers connected to the
storage group.

Inputs

MandatoryMappable To TypeDescriptionInput

YemcLUNIdentityChoose a LUN to add to the storage
groups

LUNs to Add

YemcStorageGroup
Identity

Choose one or more storage groupsStorage Group

Check to let the system specify the
host LUN ID

Let system specify Host
LUN ID

Ygen_text_inputEnter the host LUN IDHost LUN ID

Outputs

TypeDescriptionOutput

emcLUNIdentityLUN IdentityOUTPUT_LUN_IDENTITY

gen_text_inputHost LUN IDOUTPUT_HOST_LUNID

gen_text_inputComma separatedNames for storage groupOUTPUT_STORAGE_GROUP_
IDENTITY_LIST

gen_text_inputStorage Group1 that was created as part of
Add LUN To Storage Group

OUTPUT_STORAGE_GROUP1

gen_text_inputStorage Group2 that was created as part of
Add LUN To Storage Group

OUTPUT_STORAGE_GROUP2

gen_text_inputStorage Group3 that was created as part of
Add LUN To Storage Group

OUTPUT_STORAGE_GROUP3

gen_text_inputStorage Group4 that was created as part of
Add LUN To Storage Group

OUTPUT_STORAGE_GROUP4
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Add VNX NFS Export
Summary

Add NFS Export.
Description

By adding an NFS Export you can specify export permissions that enable or disable client access to the
export.

Inputs

MandatoryMappable To
Type

DescriptionInput

YemcMoverIdentityChoose a data moverData Mover

Ygen_text_inputChoose a file systemFile System Path

gen_text_inputEnter one or more read only hosts. Separate the
host names with commas. Enclose any IPv6

Read only Hosts

addresses in brackets. For example:
[2001:db8::1].

gen_text_inputEnter one or more read/write hosts. Separate the
host names with commas. Enclose any IPv6

Read/Write Hosts

addresses in brackets. For example:
[2001:db8::1].

gen_text_inputEnter one or more root hosts. Separate the host
names with commas. Enclose any IPv6 addresses
in brackets. For example: [2001:db8::1].

Root Hosts

gen_text_inputEnter one or more access hosts. Separate the host
names with commas. Enclose any IPv6 addresses
in brackets. For example: [2001:db8::1].

Access Hosts

Check to make access to the exported host
read-only

Host Access
Read-only Export

Outputs

TypeDescriptionOutput

gen_text_inputName of the nfs export.OUTPUT_NFS_EXPORT_PATH

emcNfsExportIdentityNFS Export Identity.OUTPUT_NFS_EXPORT_IDENTITY

EMC_AccountIdentityEMC Account Identity.OUTPUT_EMC_ACCOUNT_
IDENTITY
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Associate VNX LUN as Datastore
Summary

Associate VNX LUN as Datastore.
Description

This task associates an existing VNX LUN as datastore.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_StorageProcessor
Identity

Choose a storage processorSelect Storage
Processor

gen_text_inputEnter a new data store nameData store Name

Ygen_text_inputChoose one or more host nodes with
which to create the data store

Select Host Node

gen_text_inputChoose the initiator typeInitiator Type

YemcLUNIdentityChoose a LUN name to associate
with the data store

LUN Name

vDCChoose a vDC to assign storage
policy to

VDC Name

YemcVnxMountDatastore
SuccessCriteria

Choose a success criterionSuccess Criteria

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME

dataStoreNameStorage VMFS Datastore
Name

OUTPUT_STORAGE_VMFS_
DATASTORE_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY
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Create VNX Block Storage Pool
Summary

Create Block Storage Pool.
Description

Creates storage pool with specified name.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentityChoose an EMC VNX accountSelect EMC Account

Ygen_text_inputEnter a storage pool nameStorage Pool Name

gen_text_inputEnter a descriptionDescription

emcRaidTypeSelectorChoose a RAID typeRaid Type

YemcFreeDisksMultiSelectChoose one or more disksDisks

YEnter a percentage for the full
threshold

Percent Full
Threshold(%)

Outputs

TypeDescriptionOutput

emcBlockStoragePoolIdentityStorage Pool For Block IdentityOUTPUT_BLOCK_STORAGE_
POOL_IDENTITY

EMC_AccountIdentityEMC Account Identity.OUTPUT_EMC_ACCOUNT_
IDENTITY
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Create VNX File Storage Pool
Summary

Creates an EMC VNX File storage pool
Description

This task is used to create a file storage pool on a VNX File and Unified device.
Inputs

MandatoryMappable To TypeDescriptionInput

YChoose the EMC accountSelect EMC Account

gen_text_inputEnter the storage pool nameName

YEMCVNXFileStorage
PoolSourceType

Choose from where to create the
storage pool

Create from

gen_text_inputEnter the storage pool descriptionDescription

YemcStoragePoolIdentityChoose the template pool for the
storage pool

Template Pool

Ygen_text_inputEnter the minimum pool sizeMimimum Pool
Size(MB)

Ygen_text_inputEnter the stripe sizeStripe Size (KB)

YemcVolumeIdentityChoose the volume for creating the
storage pool

Volume

BooleanCheck to slice the storage pool
volumes by default

Slice Pool Volumes By
Default

Outputs

TypeDescriptionOutput

gen_text_inputName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName of the datacenter on which the
selected operation was performed

DATACENTER_NAME

gen_text_inputName of the storage pool createdSTOARGE_POOL_NAME

gen_text_inputType of the storage resourceType

emcStoragePoolIdentityStorage Pool Identity.OUTPUT_STORAGE_POOL_
IDENTITY
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Create VNX File System
Summary

Create EMC VNX File System.
Description

This task Creates VNX File System on a datamover.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentityChoose an EMC VNX accountSelect EMC
Account

gen_text_inputEnter a unique name for the new file systemName

YemcVnxFileSystem
SourceTypeList

Choose to create the file system from a storage
pool or a metavolume. The selections on this
page change based on your choice.

Create from

YemcStoragePoolIdentitySelect the storage pool from which you want
to allocate storage to the file system.

Storage Pool

Ygen_text_inputEnter the amount of storage to allocate to the
file system.

Storage Capacity

YEMCSizeUnitEnter the file system capacity unitsCapacity Units

YemcVolumeIdentitySelect the underlying metavolume for the file
system.

Volume

gen_text_inputIf the Slice Pool Volumes by Default option
is selected on the Create Storage Pool page,

Contain Slices

this option is selected by default. In this case,
volumes in the storage pool are sliced when
pool space is allocated to a new file system.

YemcMoverIdentityChoose a data moverData Mover

Outputs

TypeDescriptionOutput

gen_text_inputName of the file system createdFILE_SYSTEM_NAME

gen_text_inputFile System Mount path.OUTPUT_FILE_SYSTEM_MOUNT_
PATH

emcFileSystemIdentityFile System Identity.OUTPUT_FILE_SYSTEM_IDENTITY

emcMoverIdentityMover Identity.OUTPUT_MOVER_IDENTITY

EMC_AccountIdentityEMC Account Identity.OUTPUT_EMC_ACCOUNT_
IDENTITY
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Create VNX LUN
Summary

Create LUN.
Description

This task allows user to create VNX LUN of StoragePool type or RAID Group type.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentitySelect name of the EMC Account
in this system

Select EMC Account

YemcStoragePoolType
Selector

Choose a storage pool typeStorage Pool Type

BooleanCheck to automatically assign
LUN IDs as LUN names

Automatically assign LUN
IDs as LUN Names

gen_text_inputEnter a new LUN nameLUN Name

gen_text_inputEnter a LUN IDLUN ID

YemcRaidTypeSelectorChoose a RAID typeRaid Type

YemcRAIDGroupIdentityChoose a RAID groupRaidGroupName forNew
LUN

YemcBlockStoragePool
Identity

Choose a storage poolStorage Pool for New
LUN

BooleanCheck to create a thin LUNThin

BooleanCheck to ignore storage pool
threshold limits

Ignore Thresholds

BooleanCheck to create the MAX LUN
size

MAX

Ygen_text_inputEnter the LUN capacityUser Capacity

YEMCSizeUnitChoose the LUN capacity unitsCapacity Units

BooleanCheck to enable auto-assignEnable Auto Assign

gen_text_inputEnter the alignment offsetAlignment Offset(LBA)

BooleanCheck to enable the SP read cacheSP Read Cache

BooleanCheck to enable the SPwrite cacheSP Write Cache

BooleanCheck to avoid initial verifyNo Initial Verify

YemcVNXPrioritySelectorChoose a rebuild priorityRebuild Priority

YemcVNXPrioritySelectorChoose a verify priorityVerify Priority

YemcVNXStorageProcessor
Selector

Choose the default ownerDefault Owner
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MandatoryMappable To TypeDescriptionInput

YemcVNXInitialTier
PlacementSelector

Choose an initial tier placementInitial Tier Placement

Outputs

TypeDescriptionOutput

emcLUNIdentityLUN IdentityOUTPUT_LUN_IDENTITY

EMC_AccountIdentityEMC Account Identity.OUTPUT_EMC_ACCOUNT_
IDENTITY
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Create VNX MetaLUN
Summary

Create Meta LUN.
Description

This task allows to dynamically expand the capacity of a single LUN by adding LUNs to base LUN for
RAID Group type LUNs or increase the capacity of Storage Pool type LUN.

Inputs

MandatoryMappable To
Type

DescriptionInput

YemcLUNIdentityChoose a LUN to expandLUN to Expand

Choose an expansion typeExpansion Type

YemcLUNIdentityChoose a traditional LUN to add to the
base LUN

Flare LUNs

gen_text_inputEnter a new LUN nameMeta LUN Name

Check to create a meta-LUN with a
maximum LUN size

MAX

YEnter the LUN capacityUser Capacity

Choose the LUN capacity unitsCapacity Units

Ygen_text_inputChoose the default ownerDefault Owner

Enter an element size multiplierElement size Multiplier

Enter an alignment offsetAlignment Offset

Check to enable auto-assignEnable Auto Assign

gen_text_inputChoose an expansion rateExpansion Rate

Outputs

TypeDescriptionOutput

emcMetaLUNIdentityMETALUN IdentityOUTPUT_METALUN_IDENTITY
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Create VNX Network Interface
Summary

Create Network Interface.
Description

Creates Network Interface.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a name for the interfaceName

YemcMoverIdentityChoose a data moverData Mover

YemcDataMoverInterfaceIdentityChoose a deviceDevice Name

Ygen_text_inputEnter an IP addressIP Address

Ygen_text_inputEnter a subnet maskSubnet Mask

Ygen_text_inputEnter a MTUMTU

gen_text_inputEnter a VLAN IDVLAN ID

Outputs

TypeDescriptionOutput

gen_text_inputName of the Account on which the
selected operation was performed

ACCOUNT_NAME

gen_text_inputName of the datacenter on which the
selected operation was performed

DATACENTER_NAME

gen_text_inputIP Address of the Data Mover Interface
created

DATA_MOVER_INTERFACE_
IP_ADDRESS

emcDataMoverInterface
Identity

Data Mover Interface Identity.OUTPUT_DATA_MOVER_
INTERFACE_IDENTITY
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Create VNX RAID Group
Summary

Create RAID Group.
Description

This task allows to create a new RAID Group with specific name.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_Account
Identity

Choose an EMC VNX accountSelect EMC Account

Check to let the system automatically
assign a RAID group ID

Let System Specify RAID
Group ID

Ygen_text_inputEnter a RAID group IDRAID Group ID

YemcRaidType
Selector

Choose the RAID typeRaid Type

Check to automatically destroy the
group after last LUN is unbound

Automatically Destroy after
last LUN is unbound

Choose the priority for expansion and
defragmentation

Expansion/Defragmentation
Priority

Check to allow power savingAllow Power Saving

YemcFreeDisksMulti
Select

Choose the disksDisks

Outputs

TypeDescriptionOutput

emcRAIDGroupIdentityRAID Group IdentityOUTPUT_RAID_GROUP_
IDENTITY
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Create VNX Storage Group
Summary

Create Storage Group.
Description

This task allows to create a new Storage Group with specific name.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentityChoose an EMC VNX accountSelect EMC Account

Ygen_text_inputEnter a name for the storage
group

Storage Group Name

Outputs

TypeDescriptionOutput

emcStorageGroupIdentityStorage Group IdentityOUTPUT_STORAGE_GROUP_
INDENTITY
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Create VNX Volume
Summary

Create EMC VNX Volume.
Description

Creates Volume of Stripe type,meta type or slice type.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_Account
Identity

Choose an EMC VNX accountSelect EMC
Account

gen_text_inputUnique name for the new volume.Name

Ygen_text_inputSelect the type of volume you want to create. The
page reappears with different content depending
on the volume type you select.

Type

YemcVolumeIdentitySelect one or more volumes to create a stripe
volume or metavolume. Striping volumes of

Volumes

different sizes uses the minimum size for striping
and creates unused space in volumes larger than
the minimum size.

Ygen_text_inputFor a slice volume, type the size of the slice
volume in megabytes.

Size (MB)

Ygen_text_inputFor a stripe volume, select the stripe depth in
multiples of 8 kilobytes. Recommended size is 256

Stripe Size (KB)

KB (default) for file systems run in a CIFS or NFS
environment with a storage system.

YemcVolumeIdentitySelect a volume from which to create a slice
volume. Available only for slice volumes.

Volumes For
Slice

Outputs

TypeDescriptionOutput

emcVolumeIdentityVolume Identity.OUTPUT_VOLUME_IDENTITY

EMC_AccountIdentityEMC Account Identity.OUTPUT_EMC_ACCOUNT_
IDENTITY
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Delete VNX Block Storage Pool
Summary

Delete Block Storage Pool.
Description

This task deletes the specified storage pool.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcBlockStoragePool
Identity

Choose an EMC VNX storage
pool to delete

Storage Pool

YStorage pool delete warning
message

Are you sure you want to
delete the selected storage
pool?

Outputs

No Outputs
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Delete VNX CIFS Server
Summary

Delete EMC VNX CIFS Server.
Description

This task deletes the specified CIFS server.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcCifsServerIdentityChoose an EMCVNXCIFS server
to delete

CIFS Server

Outputs

No Outputs
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Delete VNX CIFS Share
Summary

Delete EMC VNX CIFS Share.
Description

This task deletes the specified CIFS share.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcCifsShareIdentityChoose an EMCVNXCIFS share
to delete

CIFS Share

Outputs

No Outputs
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Delete VNX DNS Domain
Summary

Delete EMC VNX DNS Domain.
Description

This task deletes the specified DNS Domain.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcDnsDomainIdentityChoose an EMC VNX domain
to delete

DNS Domain

Outputs

No Outputs
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Delete VNX File System
Summary

Delete EMC VNX File System.
Description

This task deletes the specified File System.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcFileSystemIdentityChoose an EMCVNX file system
to delete

File System

Outputs

No Outputs
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Delete VNX LUN
Summary

Delete LUN.
Description

This task deletes the specified LUN.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcLUNIdentityChoose the LUN that needs to be
deleted

Select LUN

YLUN delete warning messageAre you sure you want to
delete the selected LUN ?

Outputs

No Outputs
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Delete VNX MetaLUN
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcMetaLUNIdentityChoose the MetaLUN to be
deleted

Select MetaLUN

YMetaLUN delete warning
message

Are you sure you want to delete
the selected MetaLUN ?

Outputs

TypeDescriptionOutput

emcLUNIdentityLUN IdentityOUTPUT_LUN_IDENTITY
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Delete VNX NFS Export
Summary

Delete EMC VNX NFS Export.
Description

Deletes the specified NFS Export Path.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcNfsExportIdentityChoose an EMC VNX NFS Export
to delete

NFS Export

gen_text_inputCheck to perform a recursive deleteRecursive Delete

Outputs

No Outputs
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Delete VNX Network Interface
Summary

Delete EMC VNX Network Interface.
Description

Deletes EMC VNX Network Interface.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcDataMoverInterfaceIdentityChoose an EMC VNX interface
to delete

Interface

Outputs

No Outputs
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Delete VNX RAID Group
Summary

Delete RAID Group.
Description

Deletes the specified VNX RAID Group.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcRAIDGroup
Identity

Choose a RAID group to deleteSelect RAID Group

YRaid group delete warning
message

Are you sure you want to delete
the selected Raid group?

Outputs

No Outputs
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Delete VNX Storage Group
Summary

Delete Storage Group.
Description

Deletes the specified VNX Storage Group.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcStorageGroup
Identity

Choose a storage group to
delete

Storage Group

YStorage group delete warning
message

Are you sure youwant to delete
the selected storage group?

Outputs

No Outputs
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Delete VNX Storage Pool
Summary

Delete EMC VNX Storage Pool.
Description

Deletes the specified VNX Storage Pool
Inputs

MandatoryMappable To TypeDescriptionInput

YemcStoragePoolIdentitySelect EMC VNX Storage Pool to
delete

Storage Pool

gen_text_inputCheck this option to perform
Recursive Delete

Recursive Delete

Outputs

No Outputs
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Delete VNX Volume
Summary

Delete EMC VNX Volume.
Description

Deletes the specified Volume
Inputs

MandatoryMappable To TypeDescriptionInput

YemcVolumeIdentityChoose an EMC VNX volume to
delete

Volume

gen_text_inputCheck to perform a recursive deleteRecursive Delete

Outputs

No Outputs
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Expand VNX Block Storage Pool
Summary

Expand VNX Block Storage Pool.
Description

Expands specified Block Storage Pool.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentityChoose an EMC VNX accountSelect EMC Account

Ygen_text_inputChoose a storage pool nameStorage Pool Name

YemcFreeDisksMultiSelectChoose one or more disksDisks

Outputs

TypeDescriptionOutput

emcBlockStoragePool
Identity

Storage Pool For Block IdentityOUTPUT_BLOCK_STORAGE_
POOL_IDENTITY
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Expand VNX LUN
Summary

Expand Storage Pool LUN.
Description

This task expands storage pool type LUNs.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcLUNIdentityChoose a LUN to expandLUN to Expand

Ygen_text_inputEnter the LUN capacityUser Capacity

EMCSizeUnitChoose the LUN capacity unitsCapacity Units

Outputs

TypeDescriptionOutput

emcLUNIdentityLUN IdentityOUTPUT_LUN_IDENTITY
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Extend VNX FileSystem
Summary

Extend EMC VNX FileSystem.
Description

Extends EMC VNX File System.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMC_AccountIdentityChoose an EMC VNX accountSelect EMCAccount

YemcFileSystemIdentityChoose a file system to be extendedFile Systems

YemcVnxFileSystemSource
TypeList

Choose whether to use a storage pool
or volume to extend the file system

Extend From

emcStoragePoolIdentityChoose a storage poolStorage Pool

YemcVolumeIdentitySelect the underlying metavolume for
the file system.

Volume

gen_text_inputEnter the size of the storage pool to
extend

Size (MB)

Outputs

TypeDescriptionOutput

gen_text_inputName of the file system createdFILE_SYSTEM_NAME

emcFileSystemIdentityFile System Identity.OUTPUT_FILE_SYSTEM_
IDENTITY
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Modify VNX NFS Export
Summary

Modify NFS Export.
Description

Modifies NFS Export of specified File System in a Data Mover.
Inputs

MandatoryMappable To
Type

DescriptionInput

YemcMoverIdentityChoose a data moverData Mover

Ygen_text_inputChoose a file systemFile System Path

gen_text_inputEnter one or more read only hosts. Separate the
host names with commas. Enclose any IPv6

Read Only Hosts

addresses in brackets. For example:
[2001:db8::1].

gen_text_inputEnter one or more read/write hosts. Separate the
host names with commas. Enclose any IPv6

Read/Write Hosts

addresses in brackets. For example:
[2001:db8::1].

gen_text_inputEnter one or more root hosts. Separate the host
names with commas. Enclose any IPv6 addresses
in brackets. For example: [2001:db8::1].

Root Hosts

gen_text_inputEnter one or more access hosts. Separate the host
names with commas. Enclose any IPv6 addresses
in brackets. For example: [2001:db8::1].

Access Hosts

Check to make access to the exported host
read-only

Host Access
Read-only Export

Outputs

TypeDescriptionOutput

gen_text_inputName of the nfs export.OUTPUT_NFS_EXPORT_PATH

emcNfsExportIdentityNFS Export Identity.OUTPUT_NFS_EXPORT_IDENTITY
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Remove Hosts from VNX Storage Group
Summary

Remove Host from Storage Group.
Description

Removes the specified Hosts from the given VNX Storage Group
Inputs

MandatoryMappable To TypeDescriptionInput

YemcStorageGroupIdentityChoose a storage groupStorage Group

YemcHostIdentityChoose a host to remove from the
storage group

Select Host

Outputs

No Outputs
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Remove LUN from VNX Storage Group
Summary

Remove LUN from Storage Group.
Description

Remove the specified LUN from VNX Storage Group
Inputs

MandatoryMappable To TypeDescriptionInput

YemcStorageGroupIdentityChoose a storage groupStorage Group

YemcLUNIdentityChoose the LUN that you want to
remove from the storage group

Select LUN

Outputs

No Outputs
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Remove VNX Initiator
Summary

Remove Initiator.
Description

Remove the specified VNX Initiator.
Inputs

MandatoryMappable To TypeDescriptionInput

YemcInitiatorIdentityChoose one or more initiators to
delete

Initiator

Outputs

No Outputs
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EMC VNXe Tasks

This chapter contains the following sections:

• Add VNXe Host Initiator, on page 1819
• Associate VNXe LUN As Datastore, on page 1820
• Create VNXe CIFS Server, on page 1821
• Create VNXe CIFS Share, on page 1822
• Create VNXe File Interface, on page 1823
• Create VNXe File System, on page 1824
• Create VNXe Host, on page 1825
• Create VNXe Host IP Port, on page 1826
• Create VNXe ISCSI Interface, on page 1827
• Create VNXe LUN, on page 1828
• Create VNXe NAS Server, on page 1830
• Create VNXe NFS Datastore, on page 1831
• Create VNXe NFS Server, on page 1832
• Create VNXe NFS Share, on page 1833
• Create VNXe Route, on page 1834
• Create VNXe Storage Pool, on page 1835
• Delete VNXe CIFS Server, on page 1837
• Delete VNXe CIFS Share, on page 1838
• Delete VNXe FAST Cache, on page 1839
• Delete VNXe File Interface, on page 1840
• Delete VNXe File System, on page 1841
• Delete VNXe Host, on page 1842
• Delete VNXe Host IP Port, on page 1843
• Delete VNXe ISCSI Interface, on page 1844
• Delete VNXe LUN, on page 1845
• Delete VNXe NAS Server, on page 1846
• Delete VNXe NFS Server, on page 1847
• Delete VNXe NFS Share, on page 1848
• Delete VNXe Route, on page 1849
• Delete VNXe Storage Pool, on page 1850
• Expand VNXe Storage Pool, on page 1851
• Modify EMC VNXe Storage Pool, on page 1853
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• Modify VNXe CIFS Server, on page 1854
• Modify VNXe CIFS Share, on page 1855
• Modify VNXe DNS Server, on page 1856
• Modify VNXe File Interface, on page 1857
• Modify VNXe File System, on page 1858
• Modify VNXe Host, on page 1859
• Modify VNXe Host IP Port, on page 1860
• Modify VNXe Host Initiator, on page 1861
• Modify VNXe ISCSI Interface, on page 1862
• Modify VNXe LUN, on page 1863
• Modify VNXe NAS Server, on page 1864
• Modify VNXe NFS Share, on page 1865
• Modify VNXe Route, on page 1866
• Register VNXe Host Initiator, on page 1867
• Register VNXe iSCSI storage with Hostnode, on page 1868
• Unregister VNXe Host Initiator, on page 1869
• VNXe Storage Pool Start Relocation, on page 1870
• VNXe Storage Pool Stop Relocation, on page 1871
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Add VNXe Host Initiator
Summary

Add new initiator to Host
Description

This task is to add initiator(ISCSI/FCP) to Host.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccount
Identity

Choose an EMC VNXe accountAccount Name

YEMCVNXEHostIdentityChoose a host to which to add the
initiator

Host Identity

YEMCVNXEHostInitiator
TypeSelector

Choose a host initiator typeInitiator Type

Ygen_text_inputEnter an IQN in case of iSCSI access or
a WWN in case of FC access

IQN or WWN

gen_text_inputEnter the CHAP user name. Applies to i
SCSI initiators only.

CHAP User Name

passwordEnter the CHAP secret to use to
authenticate iSCSI sessions. Applies to
iSCSI initiators only.

CHAP Secret

Outputs

TypeDescriptionOutput

EMCVNXEHostIdentityEMC VNXe Host IdentityOUTPUT_EMC_VNXE_HOST_
IDENTITY

EMCVNXEHostInitiator
Identity

EMC VNXe Host Initiator
Identity

OUTPUT_EMC_VNXE_HOST_
INITIATOR_IDENTITY

EMCVNXEAccountIdentityEMC VNXe Account IdentityOUTPUT_EMC_VNXE_ACCOUNT_
IDENTITY
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Associate VNXe LUN As Datastore
Summary

Mount the selected LUN as VMFS datastore in the selected hosts
Description

This task will mount the selected LUN to the selected hosts as datastore
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccountIdentityChoose an EMC VNXe accountAccount Name

YvmwareHostNodeIdentityChoose one or more hosts to create
the datastore

Host Node

YEMCVNXELUNIdentityChoose a LUN to mount as a
datastore

LUN Identity

gen_text_inputEnter a datastore nameDatastore Name

gen_text_inputChoose an initiator typeInitiator Type

vDCChoose a vDC to assign to the
storage policy

VDC Name

YemcVnxMountDatastore
SuccessCriteria

Choose the success criteriaSuccess Criteria

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY
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Create VNXe CIFS Server
Summary

Create EMC VNXe CIFS Server
Description

This task is used to create CIFS Server.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXENASSever
Identity

Choose a NAS serverSelect NAS Server

Ygen_text_inputEnter the NetBIOS nameNetBios Name

Ygen_text_inputEnter the workgroupWorkGroup

YpasswordEnter the local admin passwordLocal Admin Password

Outputs

TypeDescriptionOutput

EMCVNXECIFSSERVERIDENTITYEMC VNXe CIFS Server
Identity

OUTPUT_EMC_VNXE_CIFS_
SERVER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create VNXe CIFS Share
Summary

Create EMC VNXe CIFS Share
Description

This task is used to creates a CIFS share for existing file system to CIFS clients.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccountIdentityChoose an EMC VNXe
account

Account Name

YEMCVNXEFileSystemIdentityChoose a file system to add
CIFS share to

File System

Ygen_text_inputEnter a local path to a location
within the file system

Path

gen_text_inputEnter a unique name for the
CIFS share

Name

gen_text_inputEnter a descriptionDescription

YEMCVNXECIFSSERVERIDENTITYChoose the CIFS serverCIFS Server

BooleanCheck to enable read-onlyIs Read Only

BooleanCheck to enable CIFS
encryption

Is Encryption
Enabled

BooleanCheck to enable continuous
availability

Is Continuous
Availability
Enabled

BooleanCheck to enable access level
permissions

Is Access Entry
Enabled

Outputs

TypeDescriptionOutput

EMCVNXEFileSystem
Identity

EMC VNXe File System
Identity

OUTPUT_EMC_VNXE_FILE_
SYSTEM_IDENTITY

EMCVNXECIFSShare
Identity

EMC VNXe CIFS Share
Identity

OUTPUT_EMC_VNXE_CIFS_
SHARE_IDENTITY
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Create VNXe File Interface
Summary

Create EMC VNXe File Interface
Description

This task is used to create network file interfaces to the system.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXENASSeverIdentityChoose a NAS serverSelect NAS Server

YEMCVNXEIPPortIdentityChoose the Ethernet portEthernet Port

Ygen_text_inputEnter the IP address of the network
interface

IP Address

gen_text_inputEnter the gateway address of the
network interface

Gateway

gen_text_inputEnter the net maskNet Mask

gen_text_inputEnter the prefix lengthPrefix Length

gen_text_inputEnter a value between 0 and 4094vlan ID

EMCVNXEInterface
ConfigurationSelector

Choose the configuration of the
interface

Configuration

Outputs

TypeDescriptionOutput

EMCVNXEFileInterface
Identity

EMC VNXe File Interface
Identity

OUTPUT_EMC_VNXE_FILE_
INTERFACE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create VNXe File System
Summary

Create new file system
Description

This task is to create new file system
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccountIdentityChoose an EMC VNXe accountAccount Name

YEMCVNXEStoragePool
Identity

Choose a storage pool for the new file
system

Storage Pool

gen_text_inputEnter a unique name for the new file
system

Name

YEMCVNXEFSprotocol
Selector

Choose a protocol to be configuredProtocol

YEMCVNXENASSever
Identity

Choose a NAS serverNAS Server

Ygen_text_inputEnter a size for the file systemSize

YEMCSizeUnitChoose the file system capacity unitsCapacity Units

gen_text_inputEnter a descriptionDescription

EMCVNXETieringPolicy
Selector

Choose a FAST VP tiering policy for
the storage resource

Tiering Policy

BooleanCheck to enable thin provisioning for
the file system

Thin

BooleanCheck to enable FLRFLR Enabled

BooleanCheck to enable deduplicationEnableDeduplication

Outputs

TypeDescriptionOutput

EMCVNXEFileSystem
Identity

EMC VNXe File System
Identity

OUTPUT_EMC_VNXE_FILE_
SYSTEM_IDENTITY

EMCVNXEStoragePool
Identity

EMC VNXe Storage Pool
Identity

OUTPUT_EMC_VNXE_STORAGE_
POOL_IDENTITY

EMCVNXENASSever
Identity

EMC VNXe NAS Server
Identity

OUTPUT_EMC_VNXE_NAS_
SERVER_IDENTITY

EMCVNXEAccountIdentityEMC VNXe Account IdentityOUTPUT_EMC_VNXE_ACCOUNT_
IDENTITY
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Create VNXe Host
Summary

Create new host
Description

This task is to add new Host
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccountIdentityChoose an EMC VNXe accountAccount Name

YEMCVNXEHostTypeSelectorChoose the type of host configurationHost Type

Ygen_text_inputEnter a unique name for the new hostName

gen_text_inputEnter a descriptionDescription

gen_text_inputEnter the operating system running
on the host

OS Type

Outputs

TypeDescriptionOutput

EMCVNXEHostIdentityEMC VNXe Host IdentityOUTPUT_EMC_VNXE_HOST_
IDENTITY

EMCVNXEAccountIdentityEMC VNXe Account IdentityOUTPUT_EMC_VNXE_ACCOUNT_
IDENTITY
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Create VNXe Host IP Port
Summary

Create VNXe Host IP Port
Description

This task is to create host IP Port.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccountIdentityChoose an EMC VNXe accountAccount Name

YEMCVNXEHostIdentityChoose a host to which to add the IP
port

Host Identity

Ygen_text_inputEnter an IP address or network name
of the port

Network Address

gen_text_inputEnter a subnet mask for the IP
address, if any

Subnet Mask

Outputs

TypeDescriptionOutput

EMCVNXEHostIdentityEMC VNXe Host IdentityOUTPUT_EMC_VNXE_HOST_
IDENTITY

EMCVNXEHostIPPort
Identity

EMC VNXe Host IP Port
Identity

OUTPUT_EMC_VNXE_HOST_IP_
PORT_IDENTITY

EMCVNXEAccountIdentityEMC VNXe Account IdentityOUTPUT_EMC_VNXE_ACCOUNT_
IDENTITY
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Create VNXe ISCSI Interface
Summary

Create new ISCSI Interface
Description

Thsi task is to create new iscsi interface
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccount
Identity

Choose an EMC VNXe accountAccount Name

YEMCVNXEISCSINode
Identity

Choose an iSCSI node onwhich an interface
to be created

ISCSI Node

Ygen_text_inputEnter the IP address of the iSCSI interfaceIP Address

Ygen_text_inputEnter an IPV4 net mask for the network
interface, if the interface uses an IPv4
address.

Subnet Mask

gen_text_inputEnter an IPv6 prefix length for the iSCSI
interface, if the interface uses an IPv6
address.

IPV6 Prefix Length

gen_text_inputEnter the gateway of the iSCSI portalGateway

gen_text_inputEnter an ethernet virtual LAN identifier used
for tagging. Allowed values are from 1 to
4095.

VLAN ID

Outputs

TypeDescriptionOutput

EMCVNXEISCSIInterface
Identity

EMC VNXe ISCSI Interface
Identity

OUTPUT_EMC_VNXE_ISCSI_
INTERFACE_IDENTITY

EMCVNXEAccountIdentityEMC VNXe Account IdentityOUTPUT_EMC_VNXE_ACCOUNT_
IDENTITY
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Create VNXe LUN
Summary

Create new LUN by selecting storage pool and capacity information
Description

This task is to create new LUN
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccountIdentityChoose an EMC VNXe accountAccount Name

YEMCVNXEStoragePool
Identity

Choose a storage pool for the new
LUN

Storage Pool

gen_text_inputEnter a unique name for the new
LUN

Name

Ygen_text_inputEnter a size for the new LUNSize

YEMCSizeUnitChoose the capacity unitsCapacity Units

gen_text_inputEnter a descriptionDescription

EMCVNXENodeSelectorChoose a storage processor that owns
the LUN

Default Node

EMCVNXETieringPolicy
Selector

Choose a tiering policyTiering Policy

BooleanCheck to enable thin provisioning for
the LUN

Thin

EMCVNXEMultiHostIdentity
ForLUNs

Choose one or more hosts with
access to the LUN

LUN Access Hosts

EMCVNXEMultiHostIdentity
ForLUNs

Choose one or more hosts with
access to snapshots of the LUN

Snapshot Access
Hosts

EMCVNXEMultiHostIdentity
ForLUNs

Choose one or more hosts with
access to both the LUN and its
snapshots

LUN and Snapshot
Access Hosts

Outputs

TypeDescriptionOutput

EMCVNXELUNIdentityEMC VNXe LUN IdentityOUTPUT_EMC_VNXE_LUN_
IDENTITY

EMCVNXEStoragePool
Identity

EMC VNXe Storage Pool
Identity

OUTPUT_EMC_VNXE_STORAGE_
POOL_IDENTITY

EMCVNXEAccountIdentityEMC VNXe Account IdentityOUTPUT_EMC_VNXE_ACCOUNT_
IDENTITY
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TypeDescriptionOutput

EMCVNXEMultiHost
Identity

EMC VNXe Multi-Host
Identity

OUTPUT_EMC_VNXE_MULTI_
HOST_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create VNXe NAS Server
Summary

Create EMC VNXe NAS Server
Description

This task is to create new NAS Server
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEStoragePoolIdentityChoose a storage pool for the new
NAS server

Storage Pool

gen_text_inputEnter a unique name for the NAS
server

Name

EMCVNXENaSServerMode
Selector

Choose the mode of operationMode

YEMCVNXEStorageProcessor
Identity

Choose a storage processor for the
new NAS server

Storage Processor

Outputs

TypeDescriptionOutput

EMCVNXENASSever
Identity

EMCVNXeNASServer IdentityOUTPUT_EMC_VNXE_NAS_
SERVER_IDENTITY
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Create VNXe NFS Datastore
Summary

Create new NFS Datastore
Description

This task is to create new NFS datastore from selected nfs share
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccountIdentityChoose an EMC VNXe accountAccount Name

YEMCVNXENFSShareIdentityChoose a VNXe NFS share with
which to create the datastore

NFS Share

YvmwareHostNodeIdentityChoose one or more hosts with
which to create the datastore

Host Node

gen_text_inputEnter a datastore nameDatastore Name

YEMCVNXEAccessMode
Selector

Choose an access modeAccess Mode

YEMCVNXEASuccessCriteria
Selector

Choose the success criteriaSuccess Criteria

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_NAME

dataStoreNameDatastore nameOUTPUT_VMWARE_DATASTORE_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY
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Create VNXe NFS Server
Summary

Create EMC VNXe NFS Server
Description

This task is to create new NFS Server.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXENASSever
Identity

Choose a NAS server configured
with NFS protocol

Select NAS Server

Outputs

TypeDescriptionOutput

EMCVNXENFSServer
Identity

EMCVNXeNFS Server IdentityOUTPUT_EMC_VNXE_NFS_
SERVER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create VNXe NFS Share
Summary

Create new NFS share
Description

This task is to create new NFS Share
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccountIdentityChoose an EMC VNXe accountAccount Name

YEMCVNXEFileSystem
Identity

Choose a file system to add NFS share
to

File System

Ygen_text_inputEnter a local path to a location within
the file system

Path

gen_text_inputEnter a unique name for the NFS shareName

gen_text_inputEnter a descriptionDescription

EMCVNXENFSShareDefault
AccessSelector

Choose a default access typeDefault Access

EMCVNXEMultiHostIdentityChoose one or more hosts with no
access to the NFS share

No Access Hosts

EMCVNXEMultiHostIdentityChoose one or more hosts with
read-only access to the NFS share

Read-Only Hosts

EMCVNXEMultiHostIdentityChoose one or more hosts with
read-write access to the NFS share

Read/Write Hosts

EMCVNXEMultiHostIdentityChoose one or more hosts with root
access to the NFS share

Root Access Hosts

Outputs

TypeDescriptionOutput

EMCVNXEFileSystem
Identity

EMC VNXe File System
Identity

OUTPUT_EMC_VNXE_FILE_
SYSTEM_IDENTITY

EMCVNXENFSShareIdentityEMC VNXe NFS Share
Identity

OUTPUT_EMC_VNXE_NFS_
SHARE_IDENTITY

EMCVNXEAccountIdentityEMC VNXe Account IdentityOUTPUT_EMC_VNXE_ACCOUNT_
IDENTITY
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Create VNXe Route
Summary

Create new route
Description

This task is to create new Route either of type Default/Subnet/Host.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEIPInterfacesIdentityChoose an interface to connect toIP Interface

YEMCVNXERouteTypeSelectorSelect the type of routeType

Ygen_text_inputEnter the gateway address if it is the
default route

Gateway

Outputs

TypeDescriptionOutput

EMCVNXERouteIdentityEMC VNXe Route IdentityOUTPUT_EMC_VNXE_ROUTE_
IDENTITY
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Create VNXe Storage Pool
Summary

Create new storage pool
Description

This task is to create new storage pool by specifing storge tier configuration.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccount
Identity

Choose an EMC VNXe accountAccount Name

gen_text_inputEnter a unique name for the new storage
pool

Name

gen_text_inputEnter a descriptionDescription

BooleanCheck to configure an extreme performance
storage tier

Extreme
Performance Tier

YEMCVNXERaidType
Selector

Choose the RAID type of the disk groupRaid Type

YEMCVNXERaidStripe
WidthSelector

Choose a stripe width for the selected
RAID group

Stripe Width

YEMCVNXEMultiDisk
GroupIdentity

Choose one or more disk groupsDisk Groups

Ygen_text_inputEnter the number of disks to be added to
the pool for each group. Separate values

Number Of Disks

with commas if more than one disk group
is selected. For example: 5, 5, 10.

BooleanCheck to configure the performance storage
tier

Performance Tier

YEMCVNXERaidType
Selector

Choose the RAID type of the disk groupRaid Type

YEMCVNXERaidStripe
WidthSelector

Choose a stripe width for the selected
RAID group

Stripe Width

YEMCVNXEMultiDisk
GroupIdentity

Choose one or more disk groupsDisk Groups

Ygen_text_inputEnter a number of disks to be added to the
pool for each group. Separate values with

Number Of Disks

commas if more than one disk group is
selected. For example: 5, 5, 10.

BooleanCheck to configure a capacity storage tierCapacity Tier

YEMCVNXERaidType
Selector

Choose the RAID type of the disk groupRaid Type

Cisco UCS Director Task Library Reference, Release 6.7
1835

EMC VNXe Tasks
Create VNXe Storage Pool



MandatoryMappable To TypeDescriptionInput

YEMCVNXERaidStripe
WidthSelector

Choose a stripe width for the selected
RAID group

Stripe Width

YEMCVNXEMultiDisk
GroupIdentity

Choose one or more disk groupsDisk Groups

Ygen_text_inputEnter a number of disks to be added to the
pool for each group. Separate values with

Number Of Disks

commas values if more than one disk group
is selected. For example: 5, 5, 10.

gen_text_inputEnter the threshold at which the system
generates notifications about the amount

Alert Threshold

of space remaining in the pool, specified
as a percent. Allowed values are from 1 to
84.

BooleanCheck to enable the FAST cache for the
new pool

Enable FAST
Cache

BooleanCheck to enable scheduled data relocations
for the pool

Enable FAST VP
Schedule

Outputs

TypeDescriptionOutput

EMCVNXEStoragePool
Identity

EMC VNXe Storage Pool
Identity

OUTPUT_EMC_VNXE_STORAGE_
POOL_IDENTITY

EMCVNXEAccountIdentityEMC VNXe Account IdentityOUTPUT_EMC_VNXE_ACCOUNT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VNXe CIFS Server
Summary

Delete the selected CIFS Server
Description

This task is to delete existing CIFS Server.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXECIFSSERVERIDENTITYChoose a CIFS server to be
deleted

CIFS Server

Outputs

No Outputs
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Delete VNXe CIFS Share
Summary

Delete VNXe CIFS Share
Description

This task is to delete existing CIFS Share.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXECIFSShareIdentityChoose a CIFS server to be
deleted

CIFS Server

Outputs

TypeDescriptionOutput

EMCVNXEFileSystem
Identity

EMCVNXeFile System IdentityOUTPUT_EMC_VNXE_FILE_
SYSTEM_IDENTITY
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Delete VNXe FAST Cache
Summary

Disable FAST Cache on selected storage pool
Description

This task will disable FAST cache on slected storage pool
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEFASTCacheIdentityChoose a FAST cache to
disable

FAST Cache Identity

Outputs

TypeDescriptionOutput

EMCVNXEFASTCache
Identity

EMC VNXe FAST Cache
Identity

OUTPUT_EMC_VNXE_FAST_
CACHE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VNXe File Interface
Summary

Delete EMC File Interface
Description

This task is to delete existing File Interface
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEFileInterface
Identity

Choose a file interface to be
deleted

Select File Interface

Outputs

TypeDescriptionOutput

EMCVNXEFileInterface
Identity

EMC VNXe File Interface
Identity

OUTPUT_EMC_VNXE_FILE_
INTERFACE_IDENTITY
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Delete VNXe File System
Summary

Delete the selected file system
Description

This task is to delete the selected file system
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEFileSystem
Identity

Choose an EMC VNXe file
system to be deleted

File System Identity

Outputs

No Outputs
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Delete VNXe Host
Summary

Delete the selected host
Description

This task is to delete the selected host
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEHostIdentityChoose an EMC VNXe host to
be deleted

Host Identity

Outputs

No Outputs
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Delete VNXe Host IP Port
Summary

Delete VNXe Host IP Port
Description

This task is to delete existing host IP Port.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEHostIPPortIdentityChoose a host IP port to be
deleted

Host IP Port Identity

Outputs

No Outputs
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Delete VNXe ISCSI Interface
Summary

Delete the selected ISCSI interface
Description

This task is to delete the selected ISCSI interface
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEISCSIInterface
Identity

Choose an iSCSI interface to be
deleted

ISCSI Inteface

Outputs

No Outputs
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Delete VNXe LUN
Summary

Delete the selected LUN
Description

This task is to delete the selected LUN
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXELUNIdentityChoose an EMC VNXe LUN to
be deleted

LUN Identity

Outputs

No Outputs
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Delete VNXe NAS Server
Summary

Delete EMC VNXe NAS Server
Description

This task is to delete NAS Server
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXENASSeverIdentityChoose a NAS server to be
deleted

Select NAS Server

Outputs

TypeDescriptionOutput

EMCVNXENASSever
Identity

EMCVNXeNASServer IdentityOUTPUT_EMC_VNXE_NAS_
SERVER_IDENTITY
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Delete VNXe NFS Server
Summary

Delete EMC VNXe NFS Server
Description

This task is to delete NFS Server
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXENFSServerInfo
Identity

Choose an NFS server to be
deleted

Select the NFS Server

Outputs

TypeDescriptionOutput

EMCVNXENFSServer
Identity

EMCVNXeNFS Server IdentityOUTPUT_EMC_VNXE_NFS_
SERVER_IDENTITY
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Delete VNXe NFS Share
Summary

Delete the selected NFS Share
Description

This task is to delete the selected NFS share
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXENFSShareIdentityChoose an EMC VNXe NFS
share to delete

NFS Share

Outputs

No Outputs
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Delete VNXe Route
Summary

Delete EMC VNXe Route
Description

This task is to delete the Route.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXERouteIdentityChoose the route to be deletedRoute

Outputs

TypeDescriptionOutput

EMCVNXERouteIdentityEMC VNXe Route IdentityOUTPUT_EMC_VNXE_ROUTE_
IDENTITY
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Delete VNXe Storage Pool
Summary

Delete the selected storage pool
Description

This task will dlete the selected storage pool
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEStoragePool
Identity

Choose a storage pool to be
deleted

Storage Pool Identity

Outputs

No Outputs
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Expand VNXe Storage Pool
Summary

Expand storage pool capacity by adding additional disks
Description

This task will expand storage pool capacity
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEStoragePool
Identity

Choose a storage poolStorage Pool
Identity

BooleanCheck to configure an extreme
performance storage tier

Extreme
Performance Tier

YEMCVNXERaidType
Selector

Choose the RAID type of the disk groupRaid Type

YEMCVNXERaidStripe
WidthSelector

Choose a stripe width for the selected
RAID group

Stripe Width

YEMCVNXEMultiDisk
GroupIdentity

Choose one or more disk groupsDisk Groups

Ygen_text_inputEnter a number of disks to be added to the
pool for each group. Separate values with

Number Of Disks

commas values if more than one disk
group is selected. For example: 5, 5, 10.

BooleanCheck to configure the performance
storage tier

Performance Tier

YEMCVNXERaidType
Selector

Choose the RAID type of the disk groupRaid Type

YEMCVNXERaidStripe
WidthSelector

Choose stripe width for the selected raid
group

Stripe Width

YEMCVNXEMultiDisk
GroupIdentity

Choose one or more disk groupsDisk Groups

Ygen_text_inputEnter a number of disks to be added to
pool for each group. Separate values with

Number Of Disks

commas if more than one disk group is
selected. For example: 5, 5, 10.

BooleanCheck to configure the capacity storage
tier

Capacity Tier

YEMCVNXERaidType
Selector

Choose the RAID type of the disk groupRaid Type

YEMCVNXERaidStripe
WidthSelector

Choose a stripe width for the selected
RAID group

Stripe Width

Cisco UCS Director Task Library Reference, Release 6.7
1851

EMC VNXe Tasks
Expand VNXe Storage Pool



MandatoryMappable To TypeDescriptionInput

YEMCVNXEMultiDisk
GroupIdentity

Choose one or more disk groupsDisk Groups

Ygen_text_inputEnter a number of disks to be added to the
pool for each group. Separate values with

Number Of Disks

commas values if more than one disk
group is selected. For example: 5, 5, 10.

Outputs

TypeDescriptionOutput

EMCVNXEStoragePool
Identity

EMC VNXe Storage Pool
Identity

OUTPUT_EMC_VNXE_STORAGE_
POOL_IDENTITY
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Modify EMC VNXe Storage Pool
Summary

Modify attributes of the selected storage pool
Description

This task will help modifying storage pool attributes
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEStorage
PoolIdentity

Choose a storage pool to be modifiedStorage Pool Identity

Ygen_text_inputEnter a name for the selected storage poolName

gen_text_inputEnter a descriptionDescription

gen_text_inputEnter the threshold at which the system
generates notifications about the amount

Alert Threshold

of space remaining in the pool, specified
as a percent. Allowed values are from 1 to
84.

BooleanCheck to enable the FAST cache for the
pool

Enable FAST Cache

BooleanCheck to enable scheduled data relocations
for the pool

Enable FAST VP
Schedule

Outputs

TypeDescriptionOutput

EMCVNXEStoragePool
Identity

EMC VNXe Storage Pool
Identity

OUTPUT_EMC_VNXE_STORAGE_
POOL_IDENTITY
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Modify VNXe CIFS Server
Summary

Modify EMC VNXe CIFS Server
Description

This task is to modify EMC VNXe CIFS Server Settings.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXECIFSSERVERIDENTITYChoose a CIFS server to be
modified

CIFS Server

gen_text_inputEnter the NetBIOS nameNetBIOS Name

gen_text_inputEnter the workgroupWorkGroup

passwordEnter the local admin
password

Local Admin
Password

Outputs

TypeDescriptionOutput

EMCVNXECIFSSERVERIDENTITYEMC VNXe CIFS Server
Identity

OUTPUT_EMC_VNXE_CIFS_
SERVER_IDENTITY
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Modify VNXe CIFS Share
Summary

Modify EMC VNXe CIFS Share
Description

This task will modify CIFS share rooted at the specified path.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXECIFSShare
Identity

Choose the CIFS server to be
modified

CIFS Server

gen_text_inputEnter a descriptionDescription

BooleanCheck to enable read-onlyIs Read Only

BooleanCheck to enable CIFS encryptionIs Encryption Enabled

BooleanCheck to enable continuous
availability

Is Continuous Availability
Enabled

BooleanCheck to enable access level
permissions

Is Access Entry Enabled

Outputs

TypeDescriptionOutput

EMCVNXECIFSShare
Identity

EMCVNXeCIFS Share IdentityOUTPUT_EMC_VNXE_CIFS_
SHARE_IDENTITY
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Modify VNXe DNS Server
Summary

Modify EMC VNXe DNS Server
Description

This task is to modify EMC VNXe DNS Server Settings.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEDNSSever
Identity

Choose a DNS serverSelect DNS Server

Ygen_text_inputEnter one or more addresses.
Separate the addresses with commas.

Enter the addresses

YEMCVNXEDNSSeverOriginChoose the source of the DNS server
address

Origin

Outputs

TypeDescriptionOutput

EMCVNXEDNSSever
Identity

EMC VNXe DNS SERVER
Identity

OUTPUT_EMC_VNXE_DNS_
SERVER_IDENTITY
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Modify VNXe File Interface
Summary

Modify EMC File Interface
Description

This task is to modify selected File Interface to alter its mask,IP Address,Gateway etc..
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEFileInterface
Identity

Choose a file interface to be modifiedSelect File Interface

EMCVNXEIPPortIdentityChoose the Ethernet portIP Port

gen_text_inputEnter the IP address of the network
interface

IP Address

gen_text_inputEnter the gateway address of the
network interface

Gateway

gen_text_inputEnter the net maskNet Mask

gen_text_inputEnter the prefix lengthPrefix Length

gen_text_inputEnter a value between 0 and 4094vlan ID

Outputs

TypeDescriptionOutput

EMCVNXEFileInterface
Identity

EMC VNXe File Interface
Identity

OUTPUT_EMC_VNXE_FILE_
INTERFACE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1857

EMC VNXe Tasks
Modify VNXe File Interface



Modify VNXe File System
Summary

Modify selected file system attributes
Description

This task will help modifying the attributes of file system like name, description, size etc
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEFileSystem
Identity

Choose an EMC VNXe file systemFile System Identity

Ygen_text_inputEnter a size for the file systemSize

YEMCSizeUnitChoose the file system capacity unitsCapacity Units

gen_text_inputEnter a descriptionDescription

EMCVNXETieringPolicy
Selector

Choose a tiering policyTiering Policy

BooleanCheck to enable thin provisioning
for the file system

Thin

EMCVNXEDedupState
Selector

Choose the state of deduplicationDeduplication

Outputs

TypeDescriptionOutput

EMCVNXEFileSystem
Identity

EMCVNXeFile System IdentityOUTPUT_EMC_VNXE_FILE_
SYSTEM_IDENTITY
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Modify VNXe Host
Summary

Modify selected host attributes
Description

This task will help modifying the attributes of selected host.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEHostIdentityChoose an EMC VNXe host to be
modified

Host Identity

gen_text_inputEnter a unique name for the hostName

gen_text_inputEnter a descriptionDescription

gen_text_inputEnter the operating system running on
the host

OS Type

Outputs

TypeDescriptionOutput

EMCVNXEHostIdentityEMC VNXe Host IdentityOUTPUT_EMC_VNXE_HOST_
IDENTITY
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Modify VNXe Host IP Port
Summary

Modify VNXe Host IP Port
Description

This task is to modify the host IP Port Settings.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEHostIPPort
Identity

Choose a host IP port to be modifiedHost IP Port Identity

Ygen_text_inputEnter an IP address or network name
of the port

Network Address

gen_text_inputEnter a subnet mask for the IP
address, if any

Subnet Mask

Outputs

TypeDescriptionOutput

EMCVNXEHostIPPort
Identity

EMC VNXe Host IP Port
Identity

OUTPUT_EMC_VNXE_HOST_IP_
PORT_IDENTITY
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Modify VNXe Host Initiator
Summary

Modify ISCSI initiator CHAP information
Description

Thsi task will modify CHAP information of selected ISCSI initiator
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEHostInitiator
Identity

Choose a host initiator to be modifiedHost Initiator Identity

gen_text_inputEnter the CHAP user name. Applies to i
SCSI initiators only.

CHAP User Name

passwordEnter the CHAP secret to use to
authenticate iSCSI sessions. Applies to i
SCSI initiators only.

CHAP Secret

Outputs

TypeDescriptionOutput

EMCVNXEHostIdentityEMC VNXe Host IdentityOUTPUT_EMC_VNXE_HOST_
IDENTITY

EMCVNXEHostInitiator
Identity

EMC VNXe Host Initiator
Identity

OUTPUT_EMC_VNXE_HOST_
INITIATOR_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1861

EMC VNXe Tasks
Modify VNXe Host Initiator



Modify VNXe ISCSI Interface
Summary

Modify ISCSI interface attributes
Description

This task is to modify selected iscsi interface properties like IP address, subnet mask, etc information.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEISCSIInterface
Identity

Choose an iSCSI interface to be modifiedISCSI Inteface

Ygen_text_inputEnter the IP address of the iSCSI interfaceIP Address

gen_text_inputEnter an IPV4 net mask for the network
interface, if the interface uses an IPv4
address.

Subnet Mask

gen_text_inputEnter an IPv6 prefix length for the iSCSI
interface, if the interface uses an IPv6
address.

IPV6 Prefix
Length

gen_text_inputEnter the gateway of the iSCSI portalGateway

gen_text_inputEnter an ethernet virtual LAN identifier
used for tagging. Allowed values are from
1 to 4095.

VLAN ID

Outputs

TypeDescriptionOutput

EMCVNXEISCSIInterface
Identity

EMC VNXe ISCSI Interface
Identity

OUTPUT_EMC_VNXE_ISCSI_
INTERFACE_IDENTITY
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Modify VNXe LUN
Summary

Modify attributes of the selected LUN
Description

This task will help modifying LUN attributes like name, size, etc information
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXELUNIdentityChoose an EMC VNXe LUN to be
modified

LUN Identity

gen_text_inputEnter a new size for the LUNSize

EMCSizeUnitChoose the capacity unitsCapacity Units

gen_text_inputEnter a descriptionDescription

EMCVNXENodeSelectorChoose a storage processor that owns
the LUN

Default Node

EMCVNXETieringPolicy
Selector

Choose a tiering policyTiering Policy

BooleanCheck to enable thin provisioning for
the LUN

Thin

EMCVNXEMultiHost
IdentityForLUNs

Choose one ormore hosts with access
to the LUN

LUN Access Hosts

EMCVNXEMultiHost
IdentityForLUNs

Choose one ormore hosts with access
to snapshots of the LUN

Snapshot Access
Hosts

EMCVNXEMultiHost
IdentityForLUNs

Choose one ormore hosts with access
to both the LUN and its snapshots

LUN and Snapshot
Access Hosts

Outputs

TypeDescriptionOutput

EMCVNXELUNIdentityEMC VNXe LUN IdentityOUTPUT_EMC_VNXE_LUN_
IDENTITY

EMCVNXEMultiHost
Identity

EMCVNXeMulti-Host IdentityOUTPUT_EMC_VNXE_MULTI_
HOST_IDENTITY
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Modify VNXe NAS Server
Summary

Modify EMC VNXe NAS Server
Description

This task is to modify selected NAS Server Name.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXENASSever
Identity

Choose a NAS server to be
modified

Select NAS Server

Ygen_text_inputEnter a new name for the NAS
server

Enter the Name

Outputs

TypeDescriptionOutput

EMCVNXENASSever
Identity

EMCVNXeNASServer IdentityOUTPUT_EMC_VNXE_NAS_
SERVER_IDENTITY
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Modify VNXe NFS Share
Summary

Modify selected NFS share
Description

This task will help modifying NFS share attributes
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXENFSShareIdentityChoose an EMCVNXe NFS share to
modify

NFS Share

gen_text_inputEnter a descriptionDescription

EMCVNXENFSShareDefault
AccessSelector

Choose a default access typeDefault Access

EMCVNXEMultiHostIdentityChoose one or more hosts with no
access to the NFS share

No Access Hosts

EMCVNXEMultiHostIdentityChoose one or more hosts with
read-only access to the NFS share

Read Only Hosts

EMCVNXEMultiHostIdentityChoose one or more hosts with
read-write access to the NFS share

Read Write Hosts

EMCVNXEMultiHostIdentityChoose one or more hosts with root
access to the NFS share

Root Access Hosts

Outputs

TypeDescriptionOutput

EMCVNXENFSShare
Identity

EMC VNXe NFS Share IdentityOUTPUT_EMC_VNXE_NFS_
SHARE_IDENTITY
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Modify VNXe Route
Summary

Modify EMC VNXe Route
Description

This task is to modify route specifications and its type.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXERouteIdentityChoose the route to be modifiedRoute

Ygen_text_inputChoose an interface to connect toIP Interface

YEMCVNXERouteType
Selector

Choose the type of route to be
modified

Type

Ygen_text_inputEnter the destination to be modifiedDestination

gen_text_inputEnter the gateway address if it is
default route.

Gateway

gen_text_inputEnter the netmask.Net Mask

Outputs

TypeDescriptionOutput

EMCVNXERouteIdentityEMC VNXe Route IdentityOUTPUT_EMC_VNXE_ROUTE_
IDENTITY
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Register VNXe Host Initiator
Summary

Register selected initiator to host
Description

This will register selected initiator to host
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEHostInitiator
Identity

Choose a host initiator to be
registered with the host

Host Initiator Identity

Outputs

TypeDescriptionOutput

EMCVNXEHostIdentityEMC VNXe Host IdentityOUTPUT_EMC_VNXE_HOST_
IDENTITY

EMCVNXEHostInitiator
Identity

EMC VNXe Host Initiator
Identity

OUTPUT_EMC_VNXE_HOST_
INITIATOR_IDENTITY
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Register VNXe iSCSI storage with Hostnode
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEAccountIdentityChoose an EMC VNXe accountAccount Name

YEMCVNXEISCSIInterface
Identity

Choose an iSCSI interface to be
registered

ISCSI Interface

YvmwareHostStorageAdapter
Identity

Choose a host node adapter for i
SCSI storage registration

Initiator Name

Outputs

No Outputs
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Unregister VNXe Host Initiator
Summary

Unregister selected initiator from host
Description

Unregister selected host from initiator
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEHostInitiator
Identity

Choose a host initiator to be
unregistered from the host

Host Initiator
Identity

Outputs

TypeDescriptionOutput

EMCVNXEHostIdentityEMC VNXe Host IdentityOUTPUT_EMC_VNXE_HOST_
IDENTITY

EMCVNXEHostInitiator
Identity

EMC VNXe Host Initiator
Identity

OUTPUT_EMC_VNXE_HOST_
INITIATOR_IDENTITY
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VNXe Storage Pool Start Relocation
Summary

Start data relocation on selected storage pool
Description

Thsi will start data relocation on selected storage pool
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEStoragePoolIdentityChoose a storage pool on which
FAST VP data relocation is to be
started

Storage Pool Identity

EMCVNXEFASTVPData
RelocationRateSelector

Choose the rate of data relocationData Relocation Rate

Outputs

TypeDescriptionOutput

EMCVNXEStoragePool
Identity

EMC VNXe Storage Pool
Identity

OUTPUT_EMC_VNXE_STORAGE_
POOL_IDENTITY
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VNXe Storage Pool Stop Relocation
Summary

Stop data relocation on selected storage pool
Description

This task will stop data relocation operation on selected storage pool
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCVNXEStoragePool
Identity

Choose a storage pool on which
FAST VP data relocation is to be
stopped

Storage Pool
Identity

Outputs

TypeDescriptionOutput

EMCVNXEStoragePool
Identity

EMC VNXe Storage Pool
Identity

OUTPUT_EMC_VNXE_STORAGE_
POOL_IDENTITY
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EMC VPLEX Tasks

This chapter contains the following sections:

• Add Initiator(s) to Storage View, on page 1875
• Add Mirror to Logging Volume, on page 1876
• Add Port(s) to Storage View, on page 1877
• Add Virtual Volume to Storage View, on page 1878
• Add Virtual Volume(s) to Consistency Group, on page 1879
• Assign Vplex Cluster to Pod, on page 1880
• Associate Virtual Volume as Datastore, on page 1881
• Attach Mirror to Local Device, on page 1882
• Claim Storage Volume, on page 1883
• Create Consistency Group, on page 1884
• Create Device, on page 1885
• Create Distributed Device, on page 1886
• Create Extent, on page 1887
• Create Logging Volume, on page 1888
• Create Storage View, on page 1889
• Create Virtual Volume, on page 1890
• Delete Consistency Group, on page 1891
• Delete Device, on page 1892
• Delete Distributed Device(s), on page 1893
• Delete Extent, on page 1894
• Delete Logging Volume, on page 1895
• Delete Storage View, on page 1896
• Delete Virtual Volumes, on page 1897
• Detach Mirror from Local Device, on page 1898
• Enable/Disable Recoverpoint on Consistency Group, on page 1899
• Expand Virtual Volume, on page 1900
• Rediscover Storage Array, on page 1901
• Register Initiator Port, on page 1902
• Remote Access to Virtual Volume, on page 1903
• Remove Initiator(s) from Storage View, on page 1904
• Remove Port(s) from Storage View, on page 1905
• Remove Virtual Volume from Storage View, on page 1906
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• Remove Virtual Volume(s) from Consistency Group, on page 1907
• Unassign Vplex Cluster from Pod, on page 1908
• Unclaim Storage Volumes, on page 1909
• Unregister Initiator Port(s), on page 1910
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Add Initiator(s) to Storage View
Summary

Add one or more initiator port to a storage view.
Description

This task adds one or more initiator ports to a storage view.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXStorageViewIdentityChoose the storage view to which to
add the initiator port

Storage View

YVPLEXInitiatorIdentityChoose one or more initiator ports to
add to the storage view

Initiator Ports(s)

Outputs

TypeDescriptionOutput

VPLEXStorageViewIdentityVPLEX Storage View Identity.OUTPUT_VPLEX_STORAGE_
VIEW_IDENTITY

VPLEXInitiatorIdentityVPLEX Initiator Identity.OUTPUT_VPLEX_INITIATOR_
IDENTITY
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Add Mirror to Logging Volume
Summary

Add a mirror to a VPLEX logging volume.
Description

This task adds a mirror to a VPLEX Logging Volume.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXLoggingVolume
Identity

Choose a logging volume to be
mirrored

Logging Volume

YVPLEXExtentIdentityChoose an extent to be used as mirror
for the logging volume

Extent

Outputs

TypeDescriptionOutput

VPLEXLoggingVolume
Identity

VPLEX Logging Volume
Identity.

OUTPUT_VPLEX_LOGGING_
VOLUME_IDENTITY

VPLEXExtentIdentityVPLEX Extent Identity.OUTPUT_VPLEX_EXTENT_
IDENTITY
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Add Port(s) to Storage View
Summary

Add one or more ports to a storage view.
Description

This task adds one or more ports to a storage view.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXStorageViewIdentityChoose the storage view to add the
ports to

Storage View

YVPLEXTargetPortIdentityChoose one or more target ports to
add to the the storage view

Target Port(s)

Outputs

TypeDescriptionOutput

VPLEXStorageViewIdentityVPLEX Storage View Identity.OUTPUT_VPLEX_STORAGE_
VIEW_IDENTITY

VPLEXTargetPortIdentityVPLEX Target Port(s) Identity.OUTPUT_VPLEX_TARGET_PORTS_
IDENTITY
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Add Virtual Volume to Storage View
Summary

Add one or more virtual volumes to a storage view.
Description

This task adds one or more virtual volumes to a storag view.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXStorageViewIdentityChoose the storage view to add the
virtual volume to

Storage View

YVPLEXVirtualVolumeIdentityChoose one or more virtual volumes
to add to the storage view

Virtual volume

gen_text_inputEnter a LUN IDLUN ID

Outputs

TypeDescriptionOutput

VPLEXStorageViewIdentityVPLEX Storage View Identity.OUTPUT_VPLEX_STORAGE_
VIEW_IDENTITY

VPLEXVirtualVolume
Identity

VPLEX Virtual Volume
Identity.

OUTPUT_VPLEX_VIRTUAL_
VOLUME_IDENTITY

VPLEXVirtualVolume
Identity

VPLEX Multiple Virtual
Volumes Identity.

OUTPUT_VPLEX_MULTI_
VIRTUAL_VOLUME_IDENTITY
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Add Virtual Volume(s) to Consistency Group
Summary

Add one or more virtual volumes to a storage view.
Description

This task adds one or more virtual volumes to a storag view.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXConsistencyGroup
Identity

Choose the consistency group on
which to add virtual volumes

Consistency Group

YVPLEXVirtualVolume
Identity

Choose one or more virtual volumes
to be added to the consistency group

Virtual volume(s)

Outputs

TypeDescriptionOutput

VPLEXConsistencyGroup
Identity

VPLEX Consistency Group
Identity.

OUTPUT_VPLEX_CONSISTENCY_
GROUP_IDENTITY

VPLEXVirtualVolume
Identity

VPLEX Virtual Volume
Identity.

OUTPUT_VPLEX_VIRTUAL_
VOLUME_IDENTITY
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Assign Vplex Cluster to Pod
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXClusterIdentityChoose the cluster to be assigned to
the pod

Cluster

YVPLEXPodIdentityChoose the pod to assign the clusterSelect Pod

Outputs

TypeDescriptionOutput

VPLEXClusterIdentityVPLEX Cluster Identity.OUTPUT_VPLEX_CLUSTER_
IDENTITY

VPLEXPodIdentityVPLEX Pod Identity.OUTPUT_VPLEX_POD_IDENTITY
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Associate Virtual Volume as Datastore
Summary

Associate a VPLEX virtual volume as a VMFS datastore.
Description

This task mounts a virtual machine file system (VMFS) datastore on the ESXi host associated with a
VPLEX virtual volume. In case if multiple virtual volumes are mapped as user input, only the first virtual
volume out of all the virtual volume identities mapped will be associated as a data store.

Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXAccount
Identity

Choose a VPLEX account on which to
create the datastore

VPLEX Account
name

gen_text_inputEnter the datastore nameDatastore Name

Ygen_text_inputChoose one or more hosts on which to
mount the datastore

Hostnode

gen_text_inputChoose the protocol to be used to mount
the datastore

Initiator Type

Ygen_text_inputChoose the virtual volume to mount as a
datastore on the host

Virtual volume

vDCChoose a vDC to update its storage policy
with the datastore information

VDC Name

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME

vmwareMultiDatastore
Identity

VMware Multi Datastore
Identity

OUTPUT_VMWARE_MULTI_
DATASTORE_IDENTITY

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY
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Attach Mirror to Local Device
Summary

Attach a mirror as a RAID 1 child to another (parent) device, and start a rebuild to synchronize the mirror.
Description

This task attaches a mirror as a RAID 1. If the parent device is a RAID 0 or RAID C, it is converted to
RAID 1. If the parent device and mirror device are from different clusters, a distributed device is created.

Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXDeviceIdentityChoose the local device to attach the
mirror to

Source Device

gen_text_inputChoose the type of mirror to be usedMirror Type

YVPLEXDeviceIdentityChoose the device to be used as the
mirror

Mirror Device

Outputs

TypeDescriptionOutput

VPLEXDeviceIdentityVPLEX Device Identity.OUTPUT_VPLEX_DEVICE_
IDENTITY

VPLEXDeviceComponent
Identity

VPLEX Device Component
Identity.

OUTPUT_VPLEX_DEVICE_
COMPONENT_IDENTITY
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Claim Storage Volume
Summary

Claim storage volumes.
Description

This task claims one or more storage volumes. A storage volume is a device or LUN that is visible to
VPLEX.

Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXStorage
VolumeIdentity

Select one or more storage volumes to claim.Storage Volume(s)

gen_text_inputEnter a new name for the claimed volume. Use
only alphanumeric, hyphen (-), and underscore
(_) characters.

New name

Check to thin provision the storage volumeThin Rebuild

Check to allow the importing of existing LUNs
that are one-to-one representations of existing
storage volumes

Application
Consistent

Outputs

TypeDescriptionOutput

VPLEXStorageVolume
Identity

VPLEX Storage Volume
Identity.

OUTPUT_VPLEX_STORAGE_
VOLUME_IDENTITY

VPLEXClusterIdentityVPLEX Cluster Identity.OUTPUT_VPLEX_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Consistency Group
Summary

Create a consistency group.
Description

This task creates a consistency group under a cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXClusterIdentityChoose the cluster on which to create the
consistency group

Cluster

gen_text_inputEnter a name for the group that is unique
across all clusters. Use only alphanumeric,
hyphen (-), and underscore (_) characters.

Group Name

Ygen_text_inputChoose the type of virtual volume to be added
to the group

Type

gen_text_inputCheck to create a consistency group that is
visible to all clusters

Global Visibility

gen_text_inputChoose the type of cacheCache Mode

gen_text_inputChoose the winning clusterDetach Rule

gen_text_inputEnter the delay after an inter-cluster failure
before the winning cluster detaches, in
seconds

Delay

VPLEXVirtualVolume
Identity

Choose one or more virtual volumes to be
added to the consistency group

Virtual volume(s)

Outputs

TypeDescriptionOutput

VPLEXConsistencyGroup
Identity

VPLEX Consistency Group
Identity.

OUTPUT_VPLEX_CONSISTENCY_
GROUP_IDENTITY

VPLEXClusterIdentityVPLEX Cluster Identity.OUTPUT_VPLEX_CLUSTER_
IDENTITY

VPLEXVirtualVolume
Identity

VPLEX Virtual Volume
Identity.

OUTPUT_VPLEX_VIRTUAL_
VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Device
Summary

Create a local device on one or more extents.
Description

This task configures a device from one or more extents in a RAID 1, RAID 0, concatenated (RAID C)
or 1:1 Extent to device mapping configuration.

Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXClusterIdentityChoose the cluster on which to create the
device

Cluster

YVPLEXGeometryType
List

Choose the type of device to be createdGeometry

YVPLEXExtentIdentityChoose the source extent for the deviceSource Extents

VPLEXExtentIdentityChoose the target extent for the device for
RAID - 1 configuration

Target Extents

gen_text_inputEnter a name for the device that is unique
across all clusters. Use only alphanumeric,
hyphen (-), and underscore (_) characters.

Device Name

Ygen_text_inputChoose the stripe depth for the storage
device

Stripe Depth

Outputs

TypeDescriptionOutput

VPLEXDeviceIdentityVPLEX Device Identity.OUTPUT_VPLEX_DEVICE_
IDENTITY

VPLEXClusterIdentityVPLEX Cluster Identity.OUTPUT_VPLEX_CLUSTER_
IDENTITY

VPLEXDeviceIdentityVPLEX 1:1 Extent to Device
Mapping Device Identity.

OUTPUT_VPLEX_MULTI_
DEVICE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Distributed Device
Summary

Create a distributed storage device.
Description

This task creates a new distributed storage device from local devices. It uses one device from each cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXClusterIdentityChoose the cluster on which to display the
distributed device

Source Cluster

YVPLEXDeviceIdentityChoose the local device to be used as the
source for the distributed device

Source Device

Check to copy data from the source legs to
the other legs of the device

Copy data from
source to new
device

YVPLEXDeviceIdentityChoose the local device to be used as the
target for the distributed device

Target Device

VPLEXLoggingVolume
Identity

Choose a logging volume to be used by the
distributed device

Logging Volume(s)

gen_text_inputEnter a name for the distributed device that
is unique across all clusters. Use only

Device Name

alphanumeric, hyphen (-), and underscore
(_) characters.

VPLEXDistributed
StorageRuleSetIdentity

Choose the rule set to be added to the
distributed device

RuleSet

Outputs

TypeDescriptionOutput

VPLEXDistributedDevice
Identity

VPLEX Distributed Device
Identity.

OUTPUT_VPLEX_DISTRIBUTED_
DEVICE_IDENTITY

VPLEXDeviceIdentityVPLEX Device Identity.OUTPUT_VPLEX_DEVICE_
IDENTITY

VPLEXLoggingVolume
Identity

VPLEX Logging Volume
Identity.

OUTPUT_VPLEX_LOGGING_
VOLUME_IDENTITY

VPLEXDistributedStorage
RuleSetIdentity

VPLEX RuleSet Identity.OUTPUT_VPLEX_RULESET_
IDENTITY

VPLEXVirtualVolumeIdentityVPLEX Virtual Volume
Identity.

OUTPUT_VPLEX_VIRTUAL_
VOLUME_IDENTITY

VPLEXVirtualVolumeIdentityVPLEX Virtual Volume
Identity.

OUTPUT_VPLEX_VIRTUAL_
VOLUME1_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Extent
Summary

Create one or more extents.
Description

This task creates one or more storage volume extents.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXClusterIdentityChoose the cluster on which to create
the extent

Cluster

YVPLEXStorageVolume
Identity

Choose a storage volume to be used to
create the extent

Storage Volume

gen_text_inputEnter the size of the extentSize (GB)

gen_text_inputEnter the number of extents to be
created

Extent Count

Outputs

TypeDescriptionOutput

VPLEXExtentIdentityVPLEX Extent Identity.OUTPUT_VPLEX_EXTENT_
IDENTITY

VPLEXClusterIdentityVPLEX Cluster Identity.OUTPUT_VPLEX_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Logging Volume
Summary

Create a new logging volume in a cluster.
Description

This task creates a logging volume. The new logging volume is immediately available for use with
distributed devices. A logging volume is required on each cluster in VPLEXMetro andGeo configurations.

Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXClusterIdentityChoose the cluster on which to create the
logging volume

Select Cluster

YVPLEXGeometryType
List

Choose the type of volume to createGeometry

YVPLEXExtentIdentityChoose the extents to be added to the
logging volume

Extents

gen_text_inputEnter a name for the volume that is unique
across all clusters. Use only alphanumeric,
hyphen (-), and underscore (_) characters.

Volume Name

Ygen_text_inputChoose the stripe depth for the logging
volume

Stripe Depth

Outputs

TypeDescriptionOutput

VPLEXLoggingVolume
Identity

VPLEX Logging Volume
Identity.

OUTPUT_VPLEX_LOGGING_
VOLUME_IDENTITY

VPLEXClusterIdentityVPLEX Cluster Identity.OUTPUT_VPLEX_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Storage View
Summary

Create a storage view.
Description

This task creates a storage view with one or more ports.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXClusterIdentityChoose the cluster on which to create the
storage view

Cluster

YVPLEXTargetPort
Identity

Choose one or more target ports to be added
to the storage view

Target Port(s)

gen_text_inputEnter a name for the storage view that is
unique across all clusters. Use only

Storage View
Name

alphanumeric, hyphen (-), and underscore (_
) characters.

Outputs

TypeDescriptionOutput

VPLEXStorageViewIdentityVPLEX Storage View Identity.OUTPUT_VPLEX_STORAGE_
VIEW_IDENTITY

VPLEXClusterIdentityVPLEX Cluster Identity.OUTPUT_VPLEX_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Virtual Volume
Summary

Create a virtual volume on a device.
Description

This task creates one or more virtual volumes on a host device.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXClusterIdentityChoose the cluster on which to create
the virtual volume

Cluster

YVPLEXDeviceIdentityChoose the local device on which to
create the virtual volume

Local Device

gen_text_inputEnter the storage tier numberStorage Tier ID

Outputs

TypeDescriptionOutput

VPLEXVirtualVolume
Identity

VPLEX Virtual Volume
Identity.

OUTPUT_VPLEX_VIRTUAL_
VOLUME_IDENTITY

VPLEXClusterIdentityVPLEX Cluster Identity.OUTPUT_VPLEX_CLUSTER_
IDENTITY

VPLEXVirtualVolume
Identity

VPLEX Multiple Virtual
Volumes Identity.

OUTPUT_VPLEX_MULTI_
VIRTUAL_VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Consistency Group
Summary

Delete a consistency group.
Description

This task deletes one or more empty consistency groups.
Inputs

MandatoryMappable To TypeDescriptionInput

VPLEXConsistencyGroup
Identity

Choose the consistency
group to delete

Consistency Group

Do you want to delete the
selected consistency group?

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Device
Summary

Delete one or more local devices.
Description

This task deletes one or more selected local devices.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXDeviceIdentitySelect the device to be
deleted

Select Device(s)

Do you want to delete the
selected device?

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Distributed Device(s)
Summary

Delete one or more distributed devices.
Description

This task deletes one or more distributed devices. The target distributed device must not host any virtual
volumes.

Inputs

MandatoryMappable To TypeDescriptionInput

VPLEXDistributedDevice
Identity

Choose the distributed
device to be deleted

Distributed Device(s)

Do you want to delete the
selected distributed device?

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Extent
Summary

Delete one or more extents.
Description

This task deletes one or more storage volume extents.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXExtentIdentitySelect the extent to be
deleted

Extents

Do you want to delete the
selected extent?

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Logging Volume
Summary

Delete a logging volume.
Description

This task deletes a logging volume.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXLoggingVolume
Identity

Choose the logging
volume to be deleted

Logging Volume

Do you want to delete the selected
logging volume?

Do youwant to delete selected logging
volume?

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Storage View
Summary

Delete a storage view.
Description

This task deletes a specified storage view.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXStorageView
Identity

Select the storage view to be deletedStorage View

Do you want to delete
selected storage view?

Check to forcibly delete the storage
view even if it is in use

Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Virtual Volumes
Summary

Delete one or more virtual volumes.
Description

This task deletes one or more virtual volumes.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXVirtualVolume
Identity

Select the virtual volume
to be deleted

Virtual Volume(s)

Do you want to delete the
selected virtual volume?

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Detach Mirror from Local Device
Summary

Remove a mirror from a RAID-1 device.
Description

This task removes (detaches) a mirror from a RAID-1 device.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXDeviceIdentityChoose the local device fromwhich
to detach the mirror

Parent Device

YVPLEXDeviceComponent
Identity

Choose the mirror device to removeMirror Device

Outputs

TypeDescriptionOutput

VPLEXDeviceIdentityVPLEX Device Identity.OUTPUT_VPLEX_DEVICE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Enable/Disable Recoverpoint on Consistency Group
Summary

Enable or disable a Recoverpoint on a consistency group.
Description

This task allows the consistency group to be enable/disable RecoverPoint.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXConsistencyGroup
Identity

Choose the consistency group on which to
enable or disable RecoverPoint protection

Consistency
Group

Ygen_text_inputChoose to enable or disable RecoverPoint
protection for the consistency group

Option

Outputs

TypeDescriptionOutput

VPLEXConsistencyGroup
Identity

VPLEX Consistency Group
Identity.

OUTPUT_VPLEX_CONSISTENCY_
GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Expand Virtual Volume
Summary

Expand a virtual volume.
Description

This task expands a virtual volume by local device or extent.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXVirtualVolume
Identity

Choose a virtual volume to expandVirtual Volume

Ygen_text_inputChoose the type of device to be added to
expand the virtual volume

Device Type

VPLEXExtentIdentityChoose the extent to be added to expand
the virtual volume

Extent

VPLEXDeviceIdentityChoose the local device to be added to
expand the virtual volume

Local Device

Outputs

TypeDescriptionOutput

VPLEXVirtualVolume
Identity

VPLEX Virtual Volume
Identity.

OUTPUT_VPLEX_VIRTUAL_
VOLUME_IDENTITY

VPLEXExtentIdentityVPLEX Extent Identity.OUTPUT_VPLEX_EXTENT_
IDENTITY

VPLEXDeviceIdentityVPLEX Device Identity.OUTPUT_VPLEX_DEVICE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Rediscover Storage Array
Summary

Rediscover an array and make the array's storage volumes visible to the VPLEX.
Description

This task rediscovers an array, and makes the array's storage volumes visible to the VPLEX.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXStorageArray
Identity

Choose the storage array on
which to rediscover volumes

Storage Array

Do you want to rediscover
storage volumes of the array?

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Register Initiator Port
Summary

Register a new initiator port.
Description

This task registers an initiator port and associates one world wide name (WWN) pair with it.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXClusterIdentityChoose the cluster on which to register
the initiator port

Cluster

VPLEXInitiatorTypeListChoose the type of initiator portType

gen_text_inputEnter a name for the initiator portInitiator Name

Ygen_text_inputEnter the WWN address of the portPort WWN

Ygen_text_inputEnter the WWN address of the nodeNode WWN

Outputs

TypeDescriptionOutput

VPLEXInitiatorIdentityVPLEX Initiator Identity.OUTPUT_VPLEX_INITIATOR_
IDENTITY

VPLEXClusterIdentityVPLEX Cluster Identity.OUTPUT_VPLEX_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1902

EMC VPLEX Tasks
Register Initiator Port



Remote Access to Virtual Volume
Summary

Enable or disable remote access on a virtual volume.
Description

This task enables or disables remote access on a virtual volume.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXVirtualVolume
Identity

Choose the virtual volume on which to
enable remote access

Virtual Volume

Choose to enable or disable remote access
for the virtual volume

Access Type

Outputs

TypeDescriptionOutput

VPLEXVirtualVolume
Identity

VPLEXVirtual Volume Identity.OUTPUT_VPLEX_VIRTUAL_
VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Initiator(s) from Storage View
Summary

Remove one or more initiator ports from a storage view.
Description

This task removes one or more initiator ports from a storage view.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXStorageView
Identity

Choose the storage view from which
to remove the initiator

Select Storage View

YVPLEXInitiatorIdentityChoose one or more initiator ports to
remove from the storage view

Select Initiator(s)

Outputs

TypeDescriptionOutput

VPLEXStorageViewIdentityVPLEX Storage View Identity.OUTPUT_VPLEX_STORAGE_
VIEW_IDENTITY

VPLEXInitiatorIdentityVPLEX Initiator Identity.OUTPUT_VPLEX_INITIATOR_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Port(s) from Storage View
Summary

Remove one or more ports from storage view.
Description

This task removes one or more ports from a storage view.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXStorageViewIdentityChoose the storage view from which
to remove ports

Storage View

YVPLEXTargetPortIdentityChoose one or more target ports to
remove from the storage view

Target Ports

Outputs

TypeDescriptionOutput

VPLEXStorageViewIdentityVPLEX Storage View Identity.OUTPUT_VPLEX_STORAGE_
VIEW_IDENTITY

VPLEXTargetPortIdentityVPLEX Target Port(s) Identity.OUTPUT_VPLEX_TARGET_PORTS_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Virtual Volume from Storage View
Summary

Remove a virtual volume from a storage view.
Description

This task removes a virtual volume from a storage view.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXStorageViewIdentityChoose the storage view from which
to remove the virtual volume

Storage View

YVPLEXVirtualVolume
Identity

Choose a virtual volume to remove
from the storage view

Virtual volume

Outputs

TypeDescriptionOutput

VPLEXStorageViewIdentityVPLEX Storage View Identity.OUTPUT_VPLEX_STORAGE_
VIEW_IDENTITY

VPLEXVirtualVolume
Identity

VPLEX Virtual Volume
Identity.

OUTPUT_VPLEX_VIRTUAL_
VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Virtual Volume(s) from Consistency Group
Summary

Remove one or more virtual volumes from a consistency group.
Description

This task removes one or more virtual volumes from a consistency group.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXConsistencyGroup
Identity

Choose the consistency group from
which to remove virtual volumes

Consistency Group

YVPLEXVirtualVolume
Identity

Choose one or more virtual volumes
to remove from the consistency group

Select virtual
volume(s)

Outputs

TypeDescriptionOutput

VPLEXConsistencyGroup
Identity

VPLEX Consistency Group
Identity.

OUTPUT_VPLEX_CONSISTENCY_
GROUP_IDENTITY

VPLEXVirtualVolume
Identity

VPLEX Virtual Volume
Identity.

OUTPUT_VPLEX_VIRTUAL_
VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign Vplex Cluster from Pod
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXClusterIdentityChoose a cluster to be unassigned
from the pod

Cluster

Outputs

TypeDescriptionOutput

VPLEXClusterIdentityVPLEX Cluster Identity.OUTPUT_VPLEX_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Unclaim Storage Volumes
Summary

Un-claim (release) previously claimed storage volumes.
Description

This task uses the storage-volume unclaim command to return storage volumes to the unclaimed state.
The target storage volume must not be in use.

Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXStorageVolume
Identity

Select the storage volume
to be unclaimed

Storage Volume(s)

Do you want to unclaim the
selected storage volume?

Outputs

TypeDescriptionOutput

VPLEXStorageVolume
Identity

VPLEX Storage Volume
Identity.

OUTPUT_VPLEX_STORAGE_
VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Unregister Initiator Port(s)
Summary

Unregister one or more initiator ports.
Description

This task unregisters one or more initiator ports.
Inputs

MandatoryMappable To TypeDescriptionInput

YVPLEXInitiator
Identity

Choose the initiator port to be
unregistered from the cluster

Initiator port

Do you want to remove the
selected initiator port?

Check to forcibly remove the initiator
port even if it is in use

Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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EMC XtremIO Tasks

This chapter contains the following sections:

• Add XtremIO Initiator, on page 1913
• Add XtremIO Volume to Consistency Group, on page 1914
• Associate XtremIO LUN as Datastore, on page 1915
• Attach XtremIO Tag, on page 1917
• Create XtremIO Consistency Group, on page 1918
• Create XtremIO Initiator Group, on page 1919
• Create XtremIO Scheduler, on page 1920
• Create XtremIO Snapshot Set, on page 1922
• Create XtremIO Tag, on page 1923
• Create XtremIO Volume, on page 1924
• Create XtremIO iSCSI Portal, on page 1926
• Create XtremIO iSCSI Route, on page 1927
• Delete XtremIO Consistency Group, on page 1928
• Delete XtremIO Initiator, on page 1929
• Delete XtremIO Initiator Group, on page 1930
• Delete XtremIO Scheduler, on page 1931
• Delete XtremIO Snapshot, on page 1932
• Delete XtremIO Snapshot Set, on page 1933
• Delete XtremIO Tag, on page 1934
• Delete XtremIO Volume, on page 1935
• Delete XtremIO iSCSI Portal, on page 1936
• Delete XtremIO iSCSI Route, on page 1937
• Detach XtremIO Tag, on page 1938
• Disable XtremIO Snapshot Scheduler, on page 1939
• Enable XtremIO Snapshot Scheduler, on page 1940
• Map XtremIO Volume, on page 1941
• Modify XtremIO Initiator, on page 1942
• Modify XtremIO Scheduler, on page 1943
• Modify XtremIO Volume, on page 1944
• Remove XtremIO Volume from Consistency Group, on page 1945
• Rename XtremIO Consistency Group, on page 1946
• Rename XtremIO Initiator Group, on page 1947

Cisco UCS Director Task Library Reference, Release 6.7
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• Rename XtremIO Tag, on page 1948
• UnMap XtremIO Volume, on page 1949
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Add XtremIO Initiator
Summary

Adds an XtremIO Initiator.
Description

Use this task to add an initiator into XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountXtremIO Account
Name

YEMCXtremIOInitiator
GroupIdentity

Choose the initiator groupInitiator Group

gen_text_inputEnter the initiator nameInitiator Name

Ygen_text_inputEnter one or more port addresses for
the initiator. The format for the initiator

Port Address

is: initiator_name@port_address.
Separate multiple initiators values with
commas.

YEMCXtremIOInitiator
OSList

Choose the operating system of the hostOperating System

Outputs

TypeDescriptionOutput

EMCXtremIOInitiatorIdentityEMC XtremIO Initiator
Identity

OUTPUT_EMC_XTREMIO_
INITIATOR_IDENTITY

EMCXtremIOInitiatorGroup
Identity

EMC XtremIO Initiator Group
Identity

OUTPUT_EMC_XTREMIO_
INITIATOR_GROUP_IDENTITY

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOAccountNameEMCXtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

Cisco UCS Director Task Library Reference, Release 6.7
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Add XtremIO Volume to Consistency Group
Summary

Adds an XtremIO Volume to Consistency Group.
Description

Use this task to add an XtremIO Volume to a Consistency group in XMS. Consistency Groups (CGs)
are used to create a consistent image of a set of volumes, usually used by a single application such as
database. With XtremIO CGs, you can create a snapshot of all the volumes in a group using a single
command. This ensures that all volumes are created at the same time. Many operations that are applied
on a single volume can also be applied on a CG.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOConsistency
GroupIdentity

Choose theXtremIO consistency group
to which to add the volume

Consistency
Group

YEMCXtremIOVolumeIdentityChoose the XtremIO volume to add to
the consistency group

Volume

Outputs

TypeDescriptionOutput

EMCXtremIOConsistency
GroupIdentity

Output of consistency group
identity

OUTPUT_EMC_XTREMIO_
CONSISTENCY_GROUP_IDENTITY

EMCXtremIOAccountNameEMCXtremIOAccount NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOAccountIdentityEMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOVolumeIdentityEMC XtremIO Volume
Identity

OUTPUT_EMC_XTREMIO_
VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Associate XtremIO LUN as Datastore
Summary

Associates an XtremIO LUN as a Datastore.
Description

This task associates an existing EMCXtremIO LUN as a datastore in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountXtremIO Account

gen_text_inputEnter the data store nameDatastore Name

YEmcXtremIODataStore
CreationOption

Choose to create the data store on
either the host level or the cluster level

CreateDataStoreOn

EMCXtremIOVMWare
ClusterIdentity

Choose one or more clusters on which
to create the data store

Select Cluster

YvmwareHostNodeIdentityChoose one or more host nodes on
which to create the data store

Select Hostnode

EMCXtremIOPrototypeChoose the initiator type of the initiator
mapped to the volume

Initiator Type

YEMCXtremIOVolume
Identity

Choose the volume to be mounted as
the data store

Volume

vDCChoose the vDC to which to assign the
storage policy

VDC Name

YEMCXtremIOMount
DatastoreSuccessCriteria

Choose the success criteria for the taskSuccess Criteria

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_EMC_XTREMIO_
DATASTORE_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

EMCXtremIOVMWare
ClusterIdentity

Output of VMWare Cluster
identity

OUTPUT_EMC_XTREMIO_VMWARE_
CLUSTER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Attach XtremIO Tag
Summary

Attaches an XtremIO Tag.
Description

Use this task to attach a tag to a Volume, Initiator Group, Initiator, Snapshot, or Consistency Group in
XMS.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountXtremIO Account
Name

YEMCXtremIOTagObjectType
List

Select the type of ResourceResource Type

YEMCXtremIOVolumeIdentitySelect EMC XtremIO Volume to
attach Tag

XtremIO Volume

YEMCXtremIOInitiatorGroup
Identity

Select EMC XtremIO Initiator to
attach Tag

XtremIO Initiator
Group

YEMCXtremIOInitiatorIdentitySelect EMC XtremIO Initiator to
attach Tag

XtremIO Initiator

YConsistencyGroupSelect EMCXtremIOConsistency
Group to attach Tag

XtremIO Consistency
Group

YEMCXtremIOTagIdentityChoose the tag name to attach to
the resource to

Tag Name

Outputs

TypeDescriptionOutput

EMCXtremIOTagIdentityEMC XtremIO Tag IdentityOUTPUT_EMC_XTREMIO_TAG_
IDENTITY

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

Cisco UCS Director Task Library Reference, Release 6.7
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Create XtremIO Consistency Group
Summary

Creates an XtremIO Consistency Group.
Description

Use this task to create a Consistency Group and associate it with a list of Volumes in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountXtremIO Account
Name

gen_text_inputEnter the consistency group nameConsistency Group
Name

EMCXtremIOVolume
Identity

Choose one or more volumes to be
added to the consistency group

Volume

Outputs

TypeDescriptionOutput

EMCXtremIOConsistency
GroupIdentity

Output of consistency group
identity

OUTPUT_EMC_XTREMIO_
CONSISTENCY_GROUP_IDENTITY

EMCXtremIOAccountNameEMCXtremIOAccount NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOAccountIdentityEMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOVolumeIdentityEMC XtremIO Volume
Identity

OUTPUT_EMC_XTREMIO_
VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create XtremIO Initiator Group
Summary

Creates an EMC XtremIO Initiator Groups.
Description

Use this task to add initiator Groups into XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountXtremIO Account
Name

gen_text_inputEnter the initiator group nameInitiatorGroupName

gen_text_inputEnter one or more initiators for the initiator
group. The format for the port address is:

Initiators

initiator_name@port_address. Separate
multiple initiators with commas.

Outputs

TypeDescriptionOutput

gen_text_inputEMC XtremIO Initiator Group
Name

OUTPUT_EMC_XTREMIO_
INITIATOR_GROUP_NAME

EMCXtremIOInitiator
GroupIdentity

EMC XtremIO Initiator Group
Identity

OUTPUT_EMC_XTREMIO_
INITIATOR_GROUP_IDENTITY

EMCXtremIOAccount
Identity

EMCXtremIOAccount IdentityOUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOAccount
Name

EMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

Cisco UCS Director Task Library Reference, Release 6.7
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Create XtremIO Scheduler
Summary

Creates an XtremIO Scheduler.
Description

Use this task to create a Scheduler on a Volume, Snapshot, or Consistency Group in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountXtremIO Account
Name

YEMCXtremIOSnapshot
TypeList

Choose the type of storage resource on
which to create the scheduler. The
permitted values are Volumes,
Consistency Group and Snapshot Set.

Scheduler to be
created On

YEMCXtremIOVolume
Identity

Select volumeVolume

YEMCXtremIOConsistency
GroupIdentity

Select consistency groupConsistency Group

YEMCXtremIOSnapshot
ScheduleList

Choose the schedule on which to take
snapshots. The permitted values are
Fixed Interval and Explicit Time.

Schedule

Ygen_text_inputEnter the fixed interval in hh:mm:ss
format

Snapshot Fixed
Scheduled

Ygen_text_inputEnter the explicit time in 24-hour
hh:mm format

Snapshot Explicit
Schedule

YEMCXtremIOSnapshot
ScheduleDayList

Choose the day of the week to take the
snapshot

Snapshot Explict
Scheduled Day

Ygen_text_inputEnter the number of snapshots to be
retained

Number of Snapshots
to keep

gen_text_inputEnter the suffix to be appended to the
snapshot's stem name

Suffix

YEMCXtremIOSnapshot
TypePropertyList

Choose the type of the snapshot. The
permitted values are Read/Write and
ReadOnly.

Snapshot Type

Outputs

TypeDescriptionOutput

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

EMCXtremIOScheduler
Identity

EMC XtremIO Scheduler
Identity

OUTPUT_EMC_XTREMIO_
SCHEDULER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create XtremIO Snapshot Set
Summary

Creates an XtremIO Snapshot Set.
Description

Use this task to create a Snapshot Set on a Volume, Consistency Group, or Snapshot set in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountAccount Name

gen_text_inputEnter the snapshot set nameSnapshot Set Name

gen_text_inputEnter the snapshot suffix to be
appended to the snapshot name

Snapshot Suffix

YEMCXtremIOSnapshotType
PropertyList

Choose the snapshot set type. Permitted
values are Read/Write and ReadOnly.

Type

YEMCXtremIOSnapshotType
List

Choose the origin type for the snapshot
set. Permitted values are Volumes,
Consistency Group and Snapshot Set.

Snapshot Origin
Type

YEMCXtremIOVolume
IdentityList

Choose one or more source volumes
for the snapshot set

Source Volumes

YEMCXtremIOConsistency
GroupIdentity

Choose the source consistency group
for the snapshot set

Source Consistency
Group

YEMCXtremIOSnapshotSet
Identity

Choose the source snapshot set for the
new snapshot set

Source Snapshot Set

Outputs

TypeDescriptionOutput

EMCXtremIOSnapshotSet
Identity

Output of Snapshot Set identityOUTPUT_EMC_XTREMEIO_
SNAPSHOT_SET_IDENTITY

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1922

EMC XtremIO Tasks
Create XtremIO Snapshot Set



Create XtremIO Tag
Summary

Create an XtremIO Tag.
Description

Use this task to create a tag in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountXtremIO Account
Name

gen_text_inputEnter the tag nameTag Name

YEMCXtremIOTagObject
TypeList

Choose the resource type for the tag.
Permitted values are Volume, Initiator
Group, Initiator, and Consistency
Group.

Resource Type

EMCXtremIOParentTagListChoose the parent tag for the new tagParent Tag

Outputs

TypeDescriptionOutput

EMCXtremIOTagIdentityEMC XtremIO Tag IdentityOUTPUT_EMC_XTREMIO_TAG_
IDENTITY

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

Cisco UCS Director Task Library Reference, Release 6.7
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Create XtremIO Volume
Summary

Creates an EMC XtremIO Volume.
Description

Use this task to add a volume to XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountXtremIOAccount
Name

gen_text_inputEnter the volume nameVolume Name

Ygen_text_inputEnter the volume sizeVolume Size

YEMCXtremIODevice
CapacityTypeList

Choose the capacity type for the volume. The
permitted values are KB, MB, GB, TB and PB.

Capacity Type

EMCXtremIOVolume
LBSizeList

Choose the logical block size for the volume.
The permitted values are 512 KB logical blocks
(default value) and 4 KB logical blocks. Once
defined this value cannot be modified.

Logical block size

EMCXtremIOVolume
AlertList

Choose the status of small input/output alerts
on the volume. Allowed values are Disabled
(default value) and Enabled. If the field is set

Small
Input/Output
Alerts

to Enabled, alerts are sent if the I/O size is less
than 4 KB on the volume.

EMCXtremIOVolume
AlertList

Choose the status of unaligned input/output
alerts on the volume. The permitted values are
Disabled (default value) and Enabled. If the

Unaligned
Input/Output
Alerts

field is set to Enabled, alerts are sent if the I/O
operations are out of alignment on the volume.

EMCXtremIOVolume
AlertList

Choose the status of VAAI TP alerts on the
volume. The permitted values are Disabled
(default value) and Enabled. If the field is set

VAAI TP Alerts

to Enabled, alerts are triggered in VMware
when the storage array has met its storage
capacity.

Outputs

TypeDescriptionOutput

EMCXtremIOVolumeIdentityEMCXtremIOVolume IdentityOUTPUT_EMC_XTREMIO_
VOLUME_IDENTITY

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create XtremIO iSCSI Portal
Summary

Creates an EMC XtremIO iSCSI Portal.
Description

Use this task to create an iSCSI portal in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountXtremIO Account

Ygen_text_inputEnter the IPv4 address in CIDR notationIP Address

gen_text_inputEnter the VLAN ID for the iSCSI portal.
The permitted range of values is from 0
to 4094.

VLAN

YEMCXtremIOTargetPort
Identity

Choose the iSCSI target port for the i
SCSI portal

iSCSI Target

Outputs

TypeDescriptionOutput

EMCXtremIOiSCSIPortal
Identity

Output of iSCSI Portal
identity

OUTPUT_EMC_XTREMIO_iSCSI_
PORTAL_IDENTITY

EMCXtremIOAccount
Name

EMC XtremIO Account
Name

OUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

gen_text_inputiSCSI Port AddressOUTPUT_EMC_XTREMEIO_ISCSI_
PORT_ADDRESS

gen_text_inputiSCSI Portal VLAN idOUTPUT_EMC_XTREMEIO_ISCSI_
PORTAL_VLAN_ID

gen_text_inputiSCSI Portal IP AddressOUTPUT_EMC_XTREMEIO_ISCSI_
PORTAL_IP_ADDRESS

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_ACCOUNT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create XtremIO iSCSI Route
Summary

Creates an EMC XtremIO iSCSI Route.
Description

Use this task to create an iSCSI Route in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountXtremIOAccountName

gen_text_inputEnter the iSCSI route nameName

Ygen_text_inputEnter the destination network IPv4
address in CIDR notation

Destination Network

Ygen_text_inputEnter the gateway addressGateway Address

Outputs

TypeDescriptionOutput

EMCXtremIOAccountNameEMCXtremIOAccount NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOiSCSIRoute
Identity

Output of iSCSI Route identityOUTPUT_EMC_XTREMIO_iSCSI_
ROUTE_IDENTITY

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete XtremIO Consistency Group
Summary

Deletes an XtremIO Consistency Group.
Description

Use this task to delete a Consistency Group from XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOConsistencyGroup
Identity

Choose the XtremIO
consistency group to delete

Consistency Group

Outputs

TypeDescriptionOutput

EMCXtremIOConsistency
GroupIdentity

Output of consistency group
identity

OUTPUT_EMC_XTREMIO_
CONSISTENCY_GROUP_IDENTITY

EMCXtremIOAccountNameEMCXtremIOAccountNameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOAccountIdentityEMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete XtremIO Initiator
Summary

Deletes an EMC XtremIO Initiator.
Description

Use this task to delete an Initiator from XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOInitiatorIdentityChoose the XtremIO initiator
to delete

XtremIO Initiator

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete XtremIO Initiator Group
Summary

Deletes an EMC XtremIO Initiator Group.
Description

Use this task to deletan Initiator Group from XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOInitiatorGroup
Identity

Choose the XtremIO initiator
group

XtremIO Initiator
Group

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete XtremIO Scheduler
Summary

Deletes an XtremIO Scheduler.
Description

Use this task to delete Schedulers created on a Volume, Snapshot, or Consistency Group in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOScheduler
Identity

Choose the XtremIO scheduler
to delete

XtremIO Scheduler

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete XtremIO Snapshot
Summary

Deletes an XtremIO Snapshot.
Description

Use this task to deletea Snapshot from a Snapshot Set created on a Volume, Consistency Group, or
Snapshot Set in XMS.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOSnapshots
Identity

Choose the XtremIO snapshot
to delete

XtremIO Snapshot

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete XtremIO Snapshot Set
Summary

Deletes an XtremIO Snapshot Set.
Description

Use this task to delete a Snapshot Set created on a Volume, Consistency Group, or Snapshot set.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOSnapshotSet
Identity

Choose the XtremIO snapshot
set to delete

Snapshot Set

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete XtremIO Tag
Summary

Deletes an XtremIO Tag.
Description

Use this task to delete a tag in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOTagIdentityChoose the XtremIO tag to
delete

XtremIO Tag

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete XtremIO Volume
Summary

Deletes an EMC XtremIO Volume.
Description

Use this task to delete a volume from XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOVolumeIdentityChoose the XtremIO volume to
delete

XtremIO Volume

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete XtremIO iSCSI Portal
Summary

Delete EMC XtremIO iSCSI Portal
Description

This task is used to remove iSCSI Portal details in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOiSCSIPortal
Identity

Choose the XtremIO iSCSI
portal to delete

ISCSI Portal

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete XtremIO iSCSI Route
Summary

Deletes an EMC XtremIO iSCSI Route.
Description

Use this task to remove an iSCSI Route in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOiSCSIRoute
Identity

Choose theXtremIO iSCSI route
to delete

iSCSI Route

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Detach XtremIO Tag
Summary

Detaches an XtremIO Tag.
Description

Use this task to detach the tag of a Volume, Initiator Group, Initiator, Snapshot or Consistency Group
in XMS.

Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccount
Identity

Choose the XtremIO accountXtremIO Account
Name

YEMCXtremIOTagObject
TypeList

Choose the resource type for the tag.
Permitted values are Volume, Initiator
Group, Initiator and Consistency
Group.

Resource Type

YEMCXtremIOVolume
Identity

Choose the volume from which to
detach the tag

XtremIO Volume

YEMCXtremIOInitiatorGroup
Identity

Choose the initiator group fromwhich
to detach the tag

XtremIO Initiator
Group

YEMCXtremIOInitiator
Identity

Choose the initiator from which to
detach the tag

XtremIO Initiator

YEMCXtremIOConsistency
GroupIdentity

Choose the consistency group from
which to detach the tag

XtremIOConsistency
Group

YEMCXtremIOTagIdentityChoose the tag name to detach from
the resource

Tag Name

Outputs

TypeDescriptionOutput

EMCXtremIOTagIdentityEMC XtremIO Tag IdentityOUTPUT_EMC_XTREMIO_TAG_
IDENTITY

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

Cisco UCS Director Task Library Reference, Release 6.7
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Disable XtremIO Snapshot Scheduler
Summary

Disables an XtremIO Snapshot Scheduler.
Description

Use this task to disable a Scheduler created on a Volume, Snapshot, or Consistency Group in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOScheduler
Identity

Choose the XtremIO scheduler
to disable

XtremIO Scheduler

Outputs

TypeDescriptionOutput

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOScheduler
Identity

EMC XtremIO Scheduler
Identity

OUTPUT_EMC_XTREMIO_
SCHEDULER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Enable XtremIO Snapshot Scheduler
Summary

Enables an EMC XtremIO Scheduler.
Description

Use this task to enable Schedulers created on a Volume, Snapshot, or Consistency Group in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOScheduler
Identity

Choose the XtremIO scheduler
to enable

XtremIO Scheduler

Outputs

TypeDescriptionOutput

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOScheduler
Identity

EMC XtremIO Scheduler
Identity

OUTPUT_EMC_XTREMIO_
SCHEDULER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Map XtremIO Volume
Summary

Creates an EMC XtremIO LUN Mapping
Description

Use this task to create a LUN mapping between a Volume and an Initiator Group in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOAccountIdentityChoose the XtremIO accountXtremIO Account

YEMCXtremIOVolumeIdentityChoose the volume to mapVolume

YEMCXtremIOInitiatorGroup
Identity

Choose the initiator groupInitiator Group

gen_text_inputEnter the LUN ID for the mapping.
The permitted values are integers less
than 16384.

LUN ID

Outputs

TypeDescriptionOutput

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOInitiatorGroup
Identity

EMC XtremIO Initiator Group
Identity

OUTPUT_EMC_XTREMIO_
INITIATOR_GROUP_IDENTITY

EMCXtremIOLunMap
Identity

EMC XtremIO LUN IdentityOUTPUT_EMC_XTREMIO_LUN_
IDENTITY

gen_text_inputEMC XtremIO Host LUN IDOUTPUT_EMC_XTREMEIO_HOST_
LUN_ID

EMCXtremIOVolume
Identity

EMCXtremIOVolume IdentityOUTPUT_EMC_XTREMIO_
VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify XtremIO Initiator
Summary

Modifies an EMC XtremIO Initiator.
Description

Use this task to modify Initiator parameters in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOInitiator
Identity

Choose the XtremIO initiator to modifyXtremIO Initiator

Ygen_text_inputEnter the initiator nameInitiator Name

Ygen_text_inputEnter one or more port addresses for the
initiator. The format for the port address

Port Address

is: initiator_name@port_address. Separate
multiple initiators values with commas.

YEMCXtremIOInitiator
OSList

Select Operating SystemOperating System

Outputs

TypeDescriptionOutput

EMCXtremIOInitiator
Identity

EMCXtremIO Initiator IdentityOUTPUT_EMC_XTREMIO_
INITIATOR_IDENTITY

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

Cisco UCS Director Task Library Reference, Release 6.7
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Modify XtremIO Scheduler
Summary

Modifies an XtremIO Scheduler.
Description

Use this task to modify a Scheduler created on a Volume, Snapshot, or Consistency Group in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOScheduler
Identity

Choose the XtremIO scheduler to
modify

XtremIO Scheduler

YEMCXtremIOSnapshot
ScheduleList

Schedule Every Day or ExplicitlySchedule

Ygen_text_inputEnter Schedule in hh:mm:ss
format

Snap Shot Fixed Interval

Ygen_text_inputEnter Schedule in hh:mm formatSnap shot Explicit
Schedule

YEMCXtremIOSnapshot
ScheduleDayList

Enter Day for SchedulingSnapshot Explicit
Scheduled Day

Ygen_text_inputSelect The number of Snapshots
to keep

Number of Snapshots to
keep

gen_text_inputText adjoined to the scheduler's
stem name

Suffix

EMCXtremIOSnapshotType
PropertyList

Select Snapshot type read/write
or read

Snapshot Type

Outputs

TypeDescriptionOutput

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOScheduler
Identity

EMC XtremIO Scheduler
Identity

OUTPUT_EMC_XTREMIO_
SCHEDULER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify XtremIO Volume
Summary

Modifies an EMC XtremIO Volume.
Description

Use this task to modify volume parameters in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOVolume
Identity

Choose the XtremIO volume to modifyXtremIO Volume

Ygen_text_inputEnter the volume nameVolume Name

Ygen_text_inputEnter the volume sizeVolume Size

YEMCXtremIODevice
CapacityTypeList

Choose the capacity type for the volume. The
permitted values are KB, MB, GB, TB and PB.

Capacity Type

EMCXtremIOVolume
AlertList

Choose the status of small input/output alerts
on the volume. The permitted values are
Disabled (default value) and Enabled. If the

Small
Input/Output
Alerts

field is set to Enabled, alerts are sent if the I/O
size is less than 4 KB on the volume.

EMCXtremIOVolume
AlertList

Choose the status of unaligned input/output
alerts on the volume. The permitted values are
Disabled (default value) and Enabled. If the

Unaligned
Input/Output
Alerts

field is set to Enabled alerts are sent if the I/O
operations are out of alignment on the volume.

EMCXtremIOVolume
AlertList

Choose the status of VAAI TP alerts on the
volume. The permitted values are Disabled
(default value) and Enabled. If the field is set

VAAI TP Alerts

to Enabled, alerts are triggered in VMware
when the storage array has met its storage
capacity.

Outputs

TypeDescriptionOutput

EMCXtremIOVolumeIdentityEMCXtremIOVolume IdentityOUTPUT_EMC_XTREMIO_
VOLUME_IDENTITY

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY
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Remove XtremIO Volume from Consistency Group
Summary

Removes an XtremIO Volume from a Consistency Group.
Description

Use this task to remove an associated volume from a Consistency Group in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOConsistency
GroupIdentity

Choose theXtremIO consistency group
to which to add the volume

Consistency
Group

YEMCXtremIOVolumeIdentityChoose the XtremIO volume to add to
the consistency group

Volume

Outputs

TypeDescriptionOutput

EMCXtremIOConsistency
GroupIdentity

Output of consistency group
identity

OUTPUT_EMC_XTREMIO_
CONSISTENCY_GROUP_IDENTITY

EMCXtremIOAccountNameEMCXtremIOAccount NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOAccountIdentityEMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOVolumeIdentityEMC XtremIO Volume
Identity

OUTPUT_EMC_XTREMIO_
VOLUME_IDENTITY
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Rename XtremIO Consistency Group
Summary

Renames an XtremIO Consistency Group.
Description

Use this task to rename a Consistency Group in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOConsistency
GroupIdentity

Choose the consistency group to
be renamed

Consistency Group

gen_text_inputEnter the new name for the
consistency group

Consistency Group
Name

Outputs

TypeDescriptionOutput

EMCXtremIOConsistency
GroupIdentity

Output of consistency group
identity

OUTPUT_EMC_XTREMIO_
CONSISTENCY_GROUP_IDENTITY

EMCXtremIOAccountNameEMCXtremIOAccountNameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

EMCXtremIOAccountIdentityEMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY
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Rename XtremIO Initiator Group
Summary

Renames an EMC XtremIO Initiator Group.
Description

Use this task to rename anInitiator Group in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOInitiatorGroup
Identity

Choose the XtremIO initiator
group

XtremIO Initiators Group

Ygen_text_inputEnter the initiator group nameInitiator Group Name

Outputs

TypeDescriptionOutput

gen_text_inputEMC XtremIO Initiator Group
Name

OUTPUT_EMC_XTREMIO_
INITIATOR_GROUP_NAME

EMCXtremIOInitiator
GroupIdentity

EMC XtremIO Initiator Group
Identity

OUTPUT_EMC_XTREMIO_
INITIATOR_GROUP_IDENTITY

EMCXtremIOAccount
Identity

EMCXtremIOAccount IdentityOUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOAccount
Name

EMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT
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Rename XtremIO Tag
Summary

Renames an XtremIO Tag.
Description

Use this task to rename a tag created in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOTagIdentityChoose the XtremIO tag to renameTag

Ygen_text_inputEnter the caption for the tagTag Caption

Outputs

TypeDescriptionOutput

EMCXtremIOTagIdentityEMC XtremIO Tag IdentityOUTPUT_EMC_XTREMIO_TAG_
IDENTITY

EMCXtremIOAccount
Identity

EMC XtremIO Account
Identity

OUTPUT_EMC_XTREMIO_
ACCOUNT_IDENTITY

EMCXtremIOAccountNameEMC XtremIO Account NameOUTPUT_EMC_XTREMIO_INFRA_
ACCOUNT

Cisco UCS Director Task Library Reference, Release 6.7
1948

EMC XtremIO Tasks
Rename XtremIO Tag



UnMap XtremIO Volume
Summary

Removes an EMC XtremIO LUN Mapping.
Description

Use this task to remove a LUN mapping from an Initiator Group and a Volume in XMS.
Inputs

MandatoryMappable To TypeDescriptionInput

YEMCXtremIOLunMapIdentityChoose the XtremIO volume to
remove its mapping

XtremIO LUN

Outputs

No Outputs
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F5 Big IP Tasks

This chapter contains the following sections:

• Add Member to F5 Pool, on page 1952
• Create F5 Load Balancer Application Service, on page 1953
• Create F5 Load Balancer Device Group, on page 1955
• Create F5 Load Balancer Partitions, on page 1957
• Create F5 Load Balancer Pool, on page 1958
• Create F5 Load Balancer Traffic Group, on page 1959
• Create F5 Load Balancer Virtual Server, on page 1960
• Delete F5 Load Balancer Application Service, on page 1962
• Delete F5 Load Balancer Device Group, on page 1963
• Delete F5 Load Balancer Node, on page 1964
• Delete F5 Load Balancer Partition, on page 1965
• Delete F5 Load Balancer Pool, on page 1966
• Delete F5 Load Balancer Traffic Group, on page 1967
• Delete F5 Load Balancer Virtual Server, on page 1968
• Force F5 Load Balancer Traffic Group To Standby, on page 1969
• Modify F5 Load Balancer Application Service, on page 1970
• Modify F5 Load Balancer Device Group, on page 1971
• Modify F5 Load Balancer Traffic Group, on page 1972
• Modify F5 Load Balancer Virtual Server, on page 1973
• Remove Member from F5 Pool, on page 1974
• Update F5 Load Balancer Traffic Group to Virtual Server Address, on page 1975
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Add Member to F5 Pool
Summary

Add a member to an F5 pool.
Description

This task adds a member to an F5 pool in an F5 Load Balancer.
Inputs

MandatoryMappable To
Type

DescriptionInput

F5LBPool
Identity

Select the pool nameSelect the Pool name

YProvide a node IP address. For example:
12.23.2.1.

Address

Check this if you want to add an existing
node. By default this field is unchecked.

Do you want to use existing
Node

YSelect the node nameNode Name

YEnter a valid service port value.Service Port

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPoolIdentityF5 Load Balancer Pool Identity.OUTPUT_F5_LB_POOL_IDENTITY

F5LBPoolMemberIdentityF5 Load Balancer Pool Member
Identity.

OUTPUT_F5_LB_POOL_MEMBER_
IDENTITY
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Create F5 Load Balancer Application Service
Summary

Create an F5 Load Balancer application service.
Description

This task creates an iApp Application Service.
Inputs

MandatoryMappable ToTypeDescriptionInput

YF5LBAccount
Identity

Select an F5 accountSelect F5 Account

YF5LBPartition
Identity

Select an F5 partitionSelect F5 Partition

Ygen_text_inputProvide an application service nameApplication Service name

YThis field is not editable. By default the
application service template is f5.http.

Template

Ygen_text_inputProvide a virtual server IP address of this
form: A.B.C.D. For example: 12.2.3.44.

Virtual Server IP

Ygen_text_inputProvide a virtual server portVirtual Server Port

Ygen_text_inputProvide one or more FQDN names for the
virtual server, separated with commas. For
example: abc.com, f5.com.

FQDN names of Virtual
server

YProvide one or more node details that can
be associated with the virtual server.

Nodes list

YCheck this if you want to inherit the device
group from the current partition and path.
By default this field is checked.

Inherit Device Group
from current
Partition/Path

YF5LBDeviceGroup
Identity

Select the device groupDevice Group

YCheck this if you want to inherit the traffic
group from the current partition and path.
By default this field is checked.

Inherit Traffic Group
from current
Partition/Path

YF5LBTrafficGroup
Identity

Select the traffic groupTraffic Group

Outputs

TypeDescriptionOutput

F5LBApplicationService
Identity

F5 Load Balancer Application
Service Identity.

OUTPUT_F5_LB_APPLICATION_
SERVICE_IDENTITY

F5LBAccountIdentityF5 Load Balancer Account
Identity.

OUTPUT_F5_LB_ACCOUNT_
IDENTITY
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TypeDescriptionOutput

F5LBTrafficGroupIdentityF5 Load Balancer Traffic Group
Identity.

OUTPUT_F5_LB_TRAFFIC_
GROUP_IDENTITY

F5LBDeviceGroupIdentityF5 Load Balancer Device Group
Identity.

OUTPUT_F5_LB_DEVICE_
GROUP_IDENTITY
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Create F5 Load Balancer Device Group
Summary

Create an F5 Load Balancer device group.
Description

This task creates a device group.
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBAccount
Identity

Choose an F5 accountSelect F5 Account

YF5LBPartition
Identity

Select an F5 partitionSelect F5 Partition

Ygen_text_inputEnter a device group nameName

gen_text_inputEnter a device group descriptionDescription

BooleanCheck this to synchronize the ASM. By
default this field is unchecked.

ASM Syncronize

gen_text_inputChoose a group type: sync-only or
sync-failover. By default sync-only is
selected.

Group Type

BooleanCheck this for auto-synchronization. By
default this field is unchecked.

Auto Syncronize

BooleanCheck this to enable full load on
synchronize. By default this field is
unchecked.

Full Load On
Synchronize

BooleanCheck this for network failover. By default
this field is unchecked.

Network FailOver

gen_text_inputEnter an incremental config synchronize
size. The default is 1024.

Incremental Config
Synchronize SizeMax

BooleanCheck this to save on auto-syncronize. By
default this field is unchecked.

Save On Auto
Synchronize

Provide one or more member details that
can be associated with the device group.

Memebers

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 LoadBalancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPartitionIdentityF5 Load Balancer Partition
Identity.

OUTPUT_F5_LB_PARTITION_
IDENTITY
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TypeDescriptionOutput

F5LBDeviceGroupIdentityF5 Load Balancer Device Group
Identity.

OUTPUT_F5_LB_DEVICE_
GROUP_IDENTITY
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Create F5 Load Balancer Partitions
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBAccountIdentitySelect an F5 accountSelect F5 Account

Ygen_text_inputProvide a partition namePartition name

gen_text_inputProvide a partition descriptionDescription

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPartitionIdentityF5 Load Balancer Partition Identity.OUTPUT_F5_LB_PARTITION_
IDENTITY
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Create F5 Load Balancer Pool
Summary

Create an F5 Load Balancer pool.
Description

This task creates a pool in an F5 Load Balancer.
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBAccountIdentitySelect an F5 accountSelect F5 Account

YF5LBPartitionIdentitySelect an F5 partitionSelect F5 Partition

Ygen_text_inputProvide a pool namePool name

YF5LBLoadBalancing
Identity

Choose a load balancing methodLoad Balancing method

Provide one or more node details that
can be associated with the virtual
server

Use existing Nodes list

Provide one or more node details that
can be associated with the virtual
server

Add new Nodes list

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPoolIdentityF5 Load Balancer Pool Identity.OUTPUT_F5_LB_POOL_IDENTITY
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Create F5 Load Balancer Traffic Group
Summary

Create an F5 Load Balancer traffic group.
Description

This task creates a traffic group.
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBAccountIdentitySelect an F5 accountSelect F5 Account

YF5LBPartitionIdentitySelect an F5 partitionSelect F5 Partition

Ygen_text_inputEnter a traffic group nameName

gen_text_inputEnter a traffic group descriptionDescription

gen_text_inputChoose a failover method: HAGroup, HA
Order or Load Aware.

Failover Method

gen_text_inputEnter an HA load factor value. Range is
1 to 1000.

Ha LoadFactor

gen_text_inputEnter the auto failback time in seconds.Auto Failback Time

BooleanCheck this to enable auto failback. By
default this field is unchecked.

Auto Failback
Enabled

F5LBHaGroupIdentitySelect an HA groupHa Group

gen_text_inputEnter a trafficMAC address in this format:
XY:XY:XY:XY:XY:XY. For example:
C8:53:A6:C1:B9:4A.

MAC

Provide one or more failover order details
that can be associated with the traffic
group

Failover Order

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 LoadBalancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPartitionIdentityF5 Load Balancer Partition
Identity.

OUTPUT_F5_LB_PARTITION_
IDENTITY

F5LBTrafficGroupIdentityF5 Load Balancer Traffic Group
Identity.

OUTPUT_F5_LB_TRAFFIC_
GROUP_IDENTITY
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Create F5 Load Balancer Virtual Server
Summary

Create an F5 Load Balancer virtual server.
Description

This task creates a virtual server in an F5 load balancer.
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBAccountIdentitySelect an F5 accountSelect F5 Account

YF5LBPartitionIdentitySelect an F5 partitionSelect F5 Partition

Ygen_text_inputProvide a virtual server nameVirtual Server name

gen_text_inputProvide a virtual server descriptionVirtual Server
Description

YThis is not an editable field. By
default the virtual server type is
Standard.

Virtual Server Type

Ygen_text_inputProvide a destination IP such as 10.2.
3.1

Destination IP

ipv4AddressProvide a destination IP such as 10.2.
3.1

Destination IP

gen_text_inputProvide a destination IP mask of the
form 255.x.x.x

Destination IP Mask

subnetMaskProvide a destination IP mask of the
form 255.x.x.x

Destination IP Mask

Ygen_text_inputChoose a service port for the virtual
server: FTP, HTTP, HTTPS, Telnet,

Service Port

PPTP, SNMP, SNMP_TRAP,SMTP,
SSH or Other

Ygen_text_inputEnter a valid port numberPort number

gen_text_inputChoose a protocol for the virtual
server: TCP or UDP

Protocol

YF5LBTCPProfileClient
Identity

Select a client protocol TCP profileProtocol TCP
Profile(Client)

YF5LBTCPProfileServer
Identity

Select a server protocol TCP profileProtocol TCP
Profile(Server)

YF5LBUDPProfileClient
Identity

Select a client protocol UDP profileProtocol UDP
Profile(Client)

YF5LBUDPProfileServer
Identity

Select a server protocol UDP profileProtocol UDP
Profile(Server)

F5LBPoolIdentitySelect the pool nameDefault Pool
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Outputs

TypeDescriptionOutput

F5LBVirtualServerIdentityF5 Load Balancer Virtual Server
Address Identity.

OUTPUT_F5_LB_VIRTUAL_
SERVER_IDENTITY

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPoolIdentityF5 Load Balancer Pool Identity.OUTPUT_F5_LB_POOL_IDENTITY
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Delete F5 Load Balancer Application Service
Summary

Delete an F5 Load Balancer application service.
Description

This task deletes the iApp Application Service from an F5 load balancer.
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBApplicationService
Identity

Select the F5 application
service to delete

Select F5 Application Service

YDo you want to delete selected
ApplicationService?

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY
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Delete F5 Load Balancer Device Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBDeviceGroupIdentityNameName

YDo you want to delete selected
Device Group?

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPartitionIdentityF5 Load Balancer Partition Identity.OUTPUT_F5_LB_PARTITION_
IDENTITY
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Delete F5 Load Balancer Node
Summary

Delete an F5 Load Balancer Node.
Description

This task deletes an F5 Load Balancer node.
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBNodeIdentitySelect an F5 node to
delete

Select F5 Node

YDo you want to delete selected
Node?

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBNodeIdentityF5 Load Balancer Node Identity.OUTPUT_F5_LB_NODE_
IDENTITY
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Delete F5 Load Balancer Partition
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBPartitionIdentitySelect an F5 partition to
delete

Select F5 Partition

YDo you want to delete selected
ApplicationService?

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1965

F5 Big IP Tasks
Delete F5 Load Balancer Partition



Delete F5 Load Balancer Pool
Summary

Delete an F5 Load Balancer pool
Description

This task deletes a pool from an F5 load balancer.
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBPoolIdentitySelect F5 PoolSelect F5 Pool

YDo you want to delete selected
Pool?

Outputs

No Outputs
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Delete F5 Load Balancer Traffic Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBTrafficGroupIdentitySelect a traffic group to
delete

Name

YDo you want to delete selected
Traffic Group?

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPartitionIdentityF5 Load Balancer Partition Identity.OUTPUT_F5_LB_PARTITION_
IDENTITY
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Delete F5 Load Balancer Virtual Server
Summary

Delete an F5 Load Balancer Virtual server.
Description

This task deletes a virtual server from an F5 load balancer.
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBVirtualServer
Identity

Select an F5 virtual server
to delete

Select F5 Virtual Server

YDo you want to delete selected
Virtual Server?

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBVirtualServerNameF5 Load Balancer Virtual Server
Name.

OUTPUT_F5_LB_VIRTUAL_
SERVER_NAME
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Force F5 Load Balancer Traffic Group To Standby
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBTrafficGroup
Identity

Select a traffic group for
force standby

Name

YDo you want to Force This
Traffic Group To Standby ?

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPartitionIdentityF5 Load Balancer Partition Identity.OUTPUT_F5_LB_PARTITION_
IDENTITY
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Modify F5 Load Balancer Application Service
Summary

Modify the iApp Application Service attributes.
Description

This task updates the iApp Application Service attributes, including the virtual server, virtual server port,
FQDN names of the virtual servers, and the node list.

Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBApplication
ServiceIdentity

Select the application service nameApplication Service

Ygen_text_inputProvide a virtual server IP address of this
form: A.B.C.D. For example: 12.2.3.44.

Virtual Server IP

Ygen_text_inputProvide a virtual server port.Virtual Server Port

Ygen_text_inputProvide one or more FQDN names for the
virtual server, separated with commas. For
example: abc.com, f5.com.

FQDN names of Virtual
server

YProvide one or more node details that can
be associated with the virtual server

Nodes list

YCheck this if you want to inherit the device
group from the current partition and path.
By default this field is checked.

Inherit Device Group
from current
Partition/Path

YF5LBDeviceGroup
Identity

Select the device groupDevice Group

YCheck this if you want to inherit the traffic
group from the current partition and path.
By default this field is checked.

Inherit Traffic Group
from current
Partition/Path

YF5LBTrafficGroup
Identity

Select the traffic groupTraffic Group

Outputs

TypeDescriptionOutput

F5LBApplicationService
Identity

F5 Load Balancer Application
Service Identity.

OUTPUT_F5_LB_APPLICATION_
SERVICE_IDENTITY

F5LBAccountIdentityF5 Load Balancer Account
Identity.

OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBTrafficGroupIdentityF5 Load Balancer Traffic Group
Identity.

OUTPUT_F5_LB_TRAFFIC_
GROUP_IDENTITY

F5LBDeviceGroupIdentityF5 Load Balancer Device Group
Identity.

OUTPUT_F5_LB_DEVICE_
GROUP_IDENTITY
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Modify F5 Load Balancer Device Group
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YF5LBDeviceGroup
Identity

Select the device group to modifyName

gen_text_inputEnter a device group descriptionDescription

BooleanCheck this to synchronize the ASM. By
default this field is unchecked.

ASM Syncronize

gen_text_inputChoose a group type: sync-only or
sync-failover. by default sync-only is
selected.

Group Type

BooleanCheck this for auto-synchronization. By
default this field is unchecked.

Auto Syncronize

BooleanCheck this to enable full load on synchronize.
By default this field is unchecked.

Full Load On
Synchronize

BooleanCheck this for network failover. By default
this field is unchecked.

Network FailOver

gen_text_inputEnter incremental config synchronize size.
The default is 1024.

Incremental Config
Synchronize SizeMax

BooleanCheck this to save on auto-synchronize. By
default this field is unchecked.

Save On Auto
Synchronize

Provide one or more member details that can
be associated with the device group.

Memebers

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 LoadBalancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPartitionIdentityF5 Load Balancer Partition
Identity.

OUTPUT_F5_LB_PARTITION_
IDENTITY

F5LBDeviceGroupIdentityF5 Load Balancer Device Group
Identity.

OUTPUT_F5_LB_DEVICE_
GROUP_IDENTITY
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Modify F5 Load Balancer Traffic Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBTrafficGroup
Identity

Select a traffic group to modifyName

gen_text_inputDescriptionDescription

gen_text_inputFailover MethodFailover Method

gen_text_inputEnter an HA load factor value. Range is
1 to 1000.

Ha LoadFactor

BooleanCheck this to enable auto failback. By
default this field is unchecked.

Auto Failback
Enabled

F5LBHaGroupIdentitySelect an HA groupHa Group

gen_text_inputEnter the auto failback time in seconds.Auto Failback Time

gen_text_inputEnter a trafficMAC address in this format:
XY:XY:XY:XY:XY:XY. For example:
C8:53:A6:C1:B9:4A.

MAC

Provide one or more failover order details
that can be associated with the traffic
group

Failover Order

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 LoadBalancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPartitionIdentityF5 Load Balancer Partition
Identity.

OUTPUT_F5_LB_PARTITION_
IDENTITY

F5LBTrafficGroupIdentityF5 Load Balancer Traffic Group
Identity.

OUTPUT_F5_LB_TRAFFIC_
GROUP_IDENTITY
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Modify F5 Load Balancer Virtual Server
Summary

Modify an F5 Load Balancer Virtual server.
Description

This task modifies a virtual server in an F5 load balancer.
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBVirtualServer
Identity

Select the virtual server that you want to
modify

Virtual Server

Provide a virtual server descriptionVirtual Server
Description

Ygen_text_inputProvide a destination IP such as 10.2.3.1Destination IP

Ygen_text_inputProvide a destination IP mask address of
the form 255.x.x.x

Destination IP Mask

Ygen_text_inputChoose a service port for virtual server:
FTP, HTTP, HTTPS, Telnet, PPTP,

Service Port

SNMP, SNMP_TRAP,SMTP, SSH or
Other

Ygen_text_inputEnter a valid port numberPort number

F5LBPoolIdentitySelect the pool nameDefault Pool

Outputs

TypeDescriptionOutput

F5LBVirtualServerIdentityF5 Load Balancer Virtual Server
Address Identity.

OUTPUT_F5_LB_VIRTUAL_
SERVER_IDENTITY

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPoolIdentityF5 Load Balancer Pool Identity.OUTPUT_F5_LB_POOL_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Member from F5 Pool
Summary

Remove a member from an F5 pool.
Description

This task removes a member from an F5 pool in an F5 Load Balancer.
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBPoolMember
Identity

Select an F5 pool member
to delete

Select F5 Pool Member

YDo you want to remove selected
Pool Member?

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account Identity.OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBPoolIdentityF5 Load Balancer Pool Identity.OUTPUT_F5_LB_POOL_IDENTITY

F5LBNodeIdentityF5 Load Balancer Node Identity.OUTPUT_F5_LB_NODE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
1974
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Update F5 Load Balancer Traffic Group to Virtual Server Address
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YF5LBVirtualServer
AddressIdentity

Select an F5 virtual server AddressSelect F5 Virtual Server
Address

YCheck this if you want to inherit
traffic group from the current

Inherit Traffic Group from
current Partition/Path

partition and path. By default this
field is checked.

YF5LBTrafficGroup
Identity

Select the traffic groupTraffic Group

Outputs

TypeDescriptionOutput

F5LBAccountIdentityF5 Load Balancer Account
Identity.

OUTPUT_F5_LB_ACCOUNT_
IDENTITY

F5LBVirtualServerAddress
Identity

F5 Load Balancer Virtual Server
Identity.

OUTPUT_F5_LB_VIRTUAL_
SERVER_ADDRESS_IDENTITY

F5LBTrafficGroupIdentityF5 Load Balancer Traffic Group
Identity.

OUTPUT_F5_LB_TRAFFIC_
GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Firmware Management Tasks

This chapter contains the following sections:

• AddFirmwareNetworkImageForm, on page 1978
• CIMCAddHostImageProfileForm, on page 1979
• CIMCApplyHostImageConfigImpl, on page 1980
• CIMCEditHostImageProfileForm, on page 1981
• CIMCHIMFindCCOImage, on page 1982
• CIMCHostImageLocalImageAddFormImpl, on page 1983
• CIMCSDImageDownloadConfig, on page 1984
• CIMCSDRunFirmwareUpgrade, on page 1985
• CreateLocalImage, on page 1986
• DeleteFirmwareProfileForm, on page 1987
• DeleteHostImageProfileForm, on page 1988
• DownloadLocalImage, on page 1989
• DownloadLocalImageForHIMForm, on page 1990
• LocalImage, on page 1991
• ModifyFirmwareNetworkImageForm, on page 1992
• RunFirmwareUpgrade, on page 1993
• RunHostImageUpgrade, on page 1994

Cisco UCS Director Task Library Reference, Release 6.7
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AddFirmwareNetworkImageForm
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YProfile Name

YSelect Platform

YSelect Server

YLocation Link

YRemote IP

YRemote Share Path

YRemote file Name

User Name

Password

Mount Options

Y

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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CIMCAddHostImageProfileForm
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YProfile Name

YSelect Platform

YSelect Option

YServer IP Address

YFile Path

YFile Type

YFile Name

YUsername

YPassword

Delete All Images

Run Upgrade After Download

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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CIMCApplyHostImageConfigImpl
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServers

YProfile Name

YEnableEnable

YSchedule Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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CIMCEditHostImageProfileForm
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YProfile Name

YSelect Platform

YSelect Option

YServer IP Address

YFile Path

YFile Type

YFile Name

YUsername

YPassword

Delete All Images

Upgrade Now

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1981
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CIMCHIMFindCCOImage
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect Platform

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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CIMCHostImageLocalImageAddFormImpl
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YProfile Name

YSelect Platform

Download Now

YSelect Available Image

Delete All Images

Run Upgrade After Download

Note: Accept license agreement via 'Accept EULA'
action

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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CIMCSDImageDownloadConfig
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YDownload image from

Y

Y

Run Upgrade After Download

YServers

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1984
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CIMCSDRunFirmwareUpgrade
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServers

YEnableEnable

YSchedule Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1985
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CreateLocalImage
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YProfile Name

YSelect Platform

YSelect Available Image

Download Now

Y

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1986
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DeleteFirmwareProfileForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_input

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1987
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DeleteHostImageProfileForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_input

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1988
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DownloadLocalImage
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProfile NameProfile Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1989
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DownloadLocalImageForHIMForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProfile NameProfile Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1990
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LocalImage
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect Platform

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1991
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ModifyFirmwareNetworkImageForm
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YProfile Name

YSelect Platform

YSelect Server

YLocation Link

YRemote IP

YRemote Share Path

YRemote file Name

User Name

Password

Mount Options

Y

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1992
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RunFirmwareUpgrade
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YSelect Image Profile to use for the
upgrade the devices.

Select Image Profile

YServers

YEnableEnable

YSchedule Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1993
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RunHostImageUpgrade
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YSelect Image Profile to use for the
upgrade the devices.

Select Image Profile

YServers

YEnableEnable

YSchedule Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
1994
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General Task

This chapter contains the following sections:

• GetFreeIPFromTierName, on page 1996
• GetVLANIdFromTierName, on page 1997

Cisco UCS Director Task Library Reference, Release 6.7
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GetFreeIPFromTierName
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerContainer

Ygen_text_inputTier Name

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_FREE_IP

Cisco UCS Director Task Library Reference, Release 6.7
1996
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GetVLANIdFromTierName
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerIdentityUCS Server Identity

YServiceContainerContainer

YApicDeviceTenantEPGIdentityEPG Identity

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_TIER_VLANIDENTITY

gen_text_inputOUTPUT_TIER_NAME

Cisco UCS Director Task Library Reference, Release 6.7
1997
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General Tasks

This chapter contains the following sections:

• Add Application Category, on page 2001
• Add VMware Account, on page 2002
• Apply License, on page 2003
• Budget Allocation, on page 2004
• Check Group Resource Limit, on page 2005
• Clone Standard Catalog, on page 2006
• CloudSense Generate Report, on page 2009
• Collect Inventory, on page 2010
• Configure Mail Notification, on page 2011
• Create IP Subnet Pool Policy, on page 2012
• Create Standard Catalog, on page 2013
• Delete Application Category, on page 2016
• Delete Catalog, on page 2017
• Delete CloudSense Report, on page 2018
• Delete IP Subnet Pool Policy, on page 2019
• Delete Workflow, on page 2020
• Delete Workflow Schedule, on page 2021
• Email CloudSense Report, on page 2022
• Enhanced SSH Command, on page 2023
• Execute Cloupia Script, on page 2024
• Execute Generic API, on page 2025
• Execute Native PowerShell Command, on page 2026
• Execute PowerShell Command, on page 2027
• Fetch Generic Credential Policy, on page 2029
• Generate IP Subnet Pool From IP Subnet, on page 2030
• Generate VLAN from pool, on page 2031
• Generate VXLAN from pool, on page 2032
• Get IP Address From IP Subnet, on page 2033
• Get IP Address From Pool, on page 2034
• Get IP Subnet From IP Subnet Pool Policy, on page 2035
• Get IP Subnet From Parent IP Subnet, on page 2036
• Get Tabular Report Column Value, on page 2037

Cisco UCS Director Task Library Reference, Release 6.7
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• Guest Password Reset, on page 2038
• Modify Standard Catalog, on page 2039
• Modify Workflow Priority, on page 2042
• Multi User Approval, on page 2043
• NetApp Cluster Resource Selector, on page 2044
• Notify URL, on page 2045
• Parse PowerShell Output, on page 2046
• Release Reserved IP Subnet, on page 2047
• Remove Capacity Reservation, on page 2048
• Remove IP Address Reservation, on page 2049
• Remove IP Subnet Pool From IP Subnet, on page 2050
• Reserve Capacity, on page 2051
• Rollback Child Service Request, on page 2052
• Rollback Execute Generic API, on page 2053
• SSH Command, on page 2054
• Send Email, on page 2055
• Send Email Through Template, on page 2056
• Set the starting time for the next task, on page 2057
• Update Application Category, on page 2058
• VMware VM Provision Inputs, on page 2059
• Wait For Service Requests, on page 2062
• Wait for Specified Duration, on page 2063
• Wait for User Approval, on page 2064

Cisco UCS Director Task Library Reference, Release 6.7
2000
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Add Application Category
Summary

Add an Application Category.
Description

This task adds an Application Category in UCSD.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCategory LabelCategory Label

gen_text_inputCategory LabelCategory Code

gen_text_inputCategory DescriptionCategory Description

gen_text_inputCategory EnabledCategory Enabled

YsmartAllocationAlgorithm
List

Default Smart Allocation
Algorithm

Default Smart Allocation
Algorithm

Outputs

TypeDescriptionOutput

gen_text_inputCategory IDCATEGORY_ID

gen_text_inputCategory NameCATEGORY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2001
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Add VMware Account
Summary

Add a VMware account to the Pod.
Description

Add a VMware account to the Pod. Pod name should be given as user mapping input.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputThe cloud name. The name cannot include
single quotes.

Cloud Name

Ygen_text_inputEnter the IP address or the FQDN of the v
Center or Host.

vCenter or Host
Address

Select if you want to use policy to give the
credentials.

Use Credential Policy

YCredential Policy

Ygen_text_inputThe username that this account will use to
access the vCenter or Host. This username

User ID

must be a valid account with administrator
or root privileges.

YpasswordThe password associated with the user id.Password

Ygen_text_inputEnter the port number of the vCenter or Host.Port

Ygen_text_inputEnter the URL for server access.Access URL

BooleanSelect if you want to verify if vCenter server
is reachable or not.

Skip Cloud
Reachability Check

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2002
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Apply License
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputBrowse to select PAK license file, and click
Upload button before submitting the form.

Select checkbox to enter license text instead
of file upload.

Enter License Text

Ygen_text_inputEnter the License Text hereLicense Text

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2003
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Budget Allocation
Summary

Allocate a budget.
Description

This task allocates a budget for a Group in which a VM is provisioned.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2004
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Check Group Resource Limit
Summary

Configure VM resource limits.
Description

This task sets resource limits on a VM so as not to overtax a Group.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2005
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Clone Standard Catalog
Summary

Clone a standard catalog.
Description

This task clones a standard catalog.
Inputs

MandatoryMappable To TypeDescriptionInput

YStandardCatalogChoose a standard catalog to cloneSelect a catalog to clone

Ygen_text_inputEnter the catalog nameCatalog Name

gen_text_inputEnter the catalog descriptionCatalog Description

YCatalogTypeChoose the catalog typeCatalog Type

YStandardCatalog
Icon

Choose the catalog iconCatalog Icon

YBooleanCheck to apply the catalog to all
groups

Applied to all groups

YuserGroupChoose one or more user groupsUser Group ID

gen_text_inputEnter the support contact email
address

Support Contact Email
Address

YBooleanCheck to publish the catalog to end
users

Publish to end users

Ygen_text_inputChoose the cloud nameCloud Name

BooleanCheck to provision a new VM for
ISO mounting

Provision new VM for ISO
mounting

YBooleanCheck to provision a new VM using
a content library VM template

Provision new VM using
Content Library VMTemplate

YBooleanCheck to provision all disks in a
single datastore

Provision all disks in single
datastore

gen_text_inputProvide the catalog folderSelect Folder

Service Request Support EmailService Request Support Email

BooleanCheck to configure the SR support
email

Configure Service Request
Support Email

YucsdApplication
Category

Choose the application categoryCategory

YBooleanCheck to provide an option for the
end user to override the application
category

End user can override category

gen_text_inputProvide the OSSpecify OS

Cisco UCS Director Task Library Reference, Release 6.7
2006
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the other OSSpecify Other OS

gen_text_inputProvide one or more applicationsSpecify Applications

gen_text_inputEnter the other applicationsSpecify Other Applications

gen_text_inputEnter the application codeApplication Code

gen_text_inputProvide the credential optionsCredential Options

Automatic Guest CustomizationAutomatic Guest
Customization

BooleanCheck to perform automatic guest
customization

Enable Automatic Guest
Customization

Pre Provisioning Custom ActionsPre Provisioning Custom
Actions

BooleanCheck to use a pre-provisioning
workflow

Enable Pre Provisioning
Custom Actions

compoundWorkflowChoose the post-provisioning
workflow

Workflow

Post Provisioning Custom ActionsPost Provisioning Custom
Actions

BooleanCheck to use a post-provisioning
workflow

Enable Post Provisioning
Custom Actions

compoundWorkflowChoose the post-provisioning
workflow

Workflow

Provide the virtual storage catalogVirtual Storage Catalog

BooleanCheck to use a virtual storage catalogEnable Virtual Storage Catalog

gen_text_inputProvide the virtual storage catalogVirtual Storage Catalog

Cost ComputationCost Computation

CatalogChargeUnitChoose the charge durationCharge Duration

gen_text_inputEnter Active VM Application CostActive VM Application Cost

gen_text_inputEnter Inactive VM Application CostInactive VM Application Cost

VM Life Cycle ConfigurationVM Life Cycle Configuration

BooleanCheck to provide the lease time
configuration

Lease Time

gen_text_inputEnter the lease daysDays

gen_text_inputEnter the lease hoursHours

BooleanCheck to hide the lease configuration
from end users

Hide end user lease
configuration

Cisco UCS Director Task Library Reference, Release 6.7
2007
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MandatoryMappable To TypeDescriptionInput

gen_text_inputCheck to hide the VMprovision-later
option from end users

Hide end user VM provision
later

Web Access ConfigurationWeb Access Configuration

BooleanCheck to allow users to access the
catalog via web browser

Enable to allow users to access
via Web browser

gen_text_inputEnter URLURL

gen_text_inputEnter the labelLabel

Remote Desktop Access
Configuration

Remote Desktop Access
Configuration

BooleanCheck to allow users to access the
catalog via remote desktop

Enable to allow users to access
via Remote Desktop

gen_text_inputEnter the serverServer

gen_text_inputEnter the portPort

gen_text_inputEnter the labelLabel

VMRC Console ConfigurationVMRCConsole Configuration

BooleanCheck to allow users to access the
VMRC console

Enable to allow users to access
VMRC Console

Outputs

TypeDescriptionOutput

StandardCatalogCATALOG IDCATALOG_ID

gen_text_inputCATALOG NAMECATALOG_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2008
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CloudSense Generate Report
Summary

CloudSense Generate Report
Description

This task generates report for selected cloudsense or report builder templates.
Inputs

MandatoryMappable To TypeDescriptionInput

YCloudSenseReportTypeChoose the report typeSelect Report Type

Outputs

TypeDescriptionOutput

gen_text_inputCloudSense report type(CloudSense
Report or Custom Report)

OUTPUT_REPORT_TYPE

gen_text_inputCloudSense ReportOUTPUT_CLOUDSENSE_REPORT_
NAME

gen_text_inputCloudSense Report GeneratedOUTPUT_CLOUDSENSE_REPORT_
TITLE

gen_text_inputReport Builder TemplateOUTPUT_REPORT_BUILDER_
TEMPLATE_NAME

gen_text_inputCustom Report GeneratedOUTPUT_REPORT_BUILDER_
REPORT_TITLE

Cisco UCS Director Task Library Reference, Release 6.7
2009
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Collect Inventory
Summary

Collect inventory for VMware, UCS, NetApp and Network Devices.
Description

This task collects Inventory for VMware, UCS, NetApp and Network Devices.
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputSelect VMware Accounts for which
inventory need to be collected.

VMware Account

gen_text_inputSelect UCS Accounts for which
inventory need to be collected.

UCS Account

gen_text_inputSelect NetApp Accounts for which
inventory need to be collected.

NetApp Account

gen_text_inputSelect VDI Accounts for which
inventory needs to be collected.

VDI Account

networking_deviceSelect networking DeviceNetwork Device

ApicDeviceMultiIdentitySelect APIC AccountAPIC Account

MSCDeviceIdentitySelect ACI Multi-Site AccountACI Multi-Site
Account

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2010
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Configure Mail Notification
Summary

Configure a Notification Mail.
Description

This task configures notification emails for VM events.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2011
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Create IP Subnet Pool Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

Ygen_text_inputNetwork Supernet AddressNetwork Supernet Address

Ygen_text_inputNetwork SubnetMask, ex 255.
255.255.0

Network Supernet Mask

Ygen_text_inputNumber of Subnets RequiredNumber of Subnets
Required

YIPSubnetPoolPolicyGateway
AddressList

Gateway Address IndexGateway Address

YIPSubnetPoolPolicyAlloe
IPOverLapList

Select to Allow IP OverlapAllow IP Overlap

PolicyIPPoolScopeTypeScopeScope

Outputs

TypeDescriptionOutput

gen_text_inputName of the IP Subnet Pool Policy Name on
which the selected operation was performed

IP_SUBNET_POOL_POLICY_
NAME

IPSubnetPoolPolicyIP Subnet Pool Policy IdentityOUTPUT_IP_SUBNET_POOL_
POLICY_IDENTITY

ipaddressNetwork IPOUTPUT_NETWORK_IP

gen_text_inputName of the IP Subnet Pool Policy no of
subnets on which the selected operation was
performed

IP_SUBNET_POOL_POLICY_
NO_OF_SUBNETS

gen_text_inputName of the IP Subnet Pool Policy over
laping on which the selected operation was
performed

IP_SUBNET_POOL_POLICY_
OVER_LAPING

gen_text_inputName of the IP Subnet Pool Policy scope on
which the selected operation was performed

IP_SUBNET_POOL_POLICY_
SCOPE

Cisco UCS Director Task Library Reference, Release 6.7
2012
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Create Standard Catalog
Summary

Create a standard catalog.
Description

This task creates a new standard catalog.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the catalog nameCatalog Name

gen_text_inputEnter the catalog descriptionCatalog Description

YCatalogTypeChoose the catalog typeCatalog Type

YStandardCatalog
Icon

Choose the catalog iconCatalog Icon

YBooleanCheck to apply the catalog to all
groups

Applied to all groups

YuserGroupChoose one or more user groupsUser Group ID

gen_text_inputEnter the support contact email
address

Support Contact Email
Address

YBooleanCheck to publish the catalog to end
users

Publish to end users

YCloudNameChoose the cloud nameCloud Name

BooleanCheck to provision the new VM for
ISO mounting

Provision new VM for ISO
mounting

YBooleanCheck to provision the new VM
using the content library VM
template

Provision new VM using
Content LibraryVMTemplate

Yhyperv_image_lovChoose the Hyper-V imageImage

YimageChoose the VMware imageVmware Image

YBooleanCheck to provision all disks in single
datastore

Provision all disks in single
datastore

gen_text_inputProvide the catalog folderSelect Folder

Service Request Support EmailService Request Support Email

BooleanCheck to configure the SR support
email

Configure Service Request
Support Email

YucsdApplication
Category

Choose the application categoryCategory

YBooleanCheck to provide the option for the
end user to override the application
category

End user can override category

Cisco UCS Director Task Library Reference, Release 6.7
2013
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MandatoryMappable To TypeDescriptionInput

gen_text_inputProvide the OSSpecify OS

gen_text_inputEnter the other OSSpecify Other OS

gen_text_inputProvide one or more applicationsSpecify Applications

gen_text_inputEnter the other applicationsSpecify Other Applications

gen_text_inputEnter the application codeApplication Code

gen_text_inputProvide the credential optionsCredential Options

Automatic Guest CustomizationAutomatic Guest
Customization

BooleanCheck to perform automatic guest
customization

Enable Automatic Guest
Customization

Pre Provisioning Custom ActionsPre Provisioning Custom
Actions

BooleanCheck to use a pre-provisioning
workflow

Enable Pre Provisioning
Custom Actions

compoundWorkflowChoose the post-provisioning
workflow

Workflow

Post Provisioning Custom ActionsPost Provisioning Custom
Actions

BooleanCheck to use a post-provisioning
workflow

Enable Post Provisioning
Custom Actions

compoundWorkflowChoose the post-provisioning
workflow

Workflow

Provide the virtual storage catalogVirtual Storage Catalog

BooleanCheck to use a virtual storage catalogEnable Virtual Storage Catalog

gen_text_inputProvide the virtual storage catalogVirtual Storage Catalog

Cost ComputationCost Computation

CatalogChargeUnitChoose the charge durationCharge Duration

gen_text_inputEnter Active VM Application CostActive VM Application Cost

gen_text_inputEnter Inactive VM Application CostInactive VMApplication Cost

VM Life Cycle ConfigurationVM Life Cycle Configuration

BooleanCheck to provide the lease time
configuration

Lease Time

gen_text_inputEnter the lease daysDays

gen_text_inputEnter the lease hoursHours

BooleanCheck to hide the lease configuration
from end users

Hide end user lease
configuration

Cisco UCS Director Task Library Reference, Release 6.7
2014
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MandatoryMappable To TypeDescriptionInput

gen_text_inputCheck to hide the VM provision-later
option from end users

Hide end user VM provision
later

Web Access ConfigurationWeb Access Configuration

BooleanCheck to allow users to access the
catalog via web browser

Enable to allow users to access
via Web browser

gen_text_inputEnter URLURL

gen_text_inputEnter the labelLabel

Remote Desktop Access
Configuration

Remote Desktop Access
Configuration

BooleanCheck to allow users to access the
catalog via remote desktop

Enable to allow users to access
via Remote Desktop

gen_text_inputEnter the serverServer

gen_text_inputEnter the portPort

gen_text_inputEnter the labelLabel

VMRC Console ConfigurationVMRCConsole Configuration

BooleanCheck to allow users to access the
VMRC console

Enable to allow users to access
VMRC Console

Outputs

TypeDescriptionOutput

StandardCatalogCATALOG IDCATALOG_ID

gen_text_inputCATALOG NAMECATALOG_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2015
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Delete Application Category
Summary

Delete an Application Category.
Description

This task deletes an Application Category in UCSD.
Inputs

MandatoryMappable To TypeDescriptionInput

YapplicationCategoryApplication CategoryApplication Category

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2016
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Delete Catalog
Summary

Delete a catalog.
Description

This task deletes a catalog of any type.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide the catalog name to
delete

Catalog Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2017
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Delete CloudSense Report
Summary

Delete CloudSense Report
Description

This task deletes selected cloudsense report or report builder template's report.
Inputs

MandatoryMappable To TypeDescriptionInput

YCloudSenseReportTypeChoose the report typeSelect Report Type

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2018

General Tasks
Delete CloudSense Report



Delete IP Subnet Pool Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YIPSubnetPoolPolicySelect IP Subnet Pool PolicyIP Subnet Pool Policy

Outputs

TypeDescriptionOutput

gen_text_inputName of the IP Subnet Pool Policy Name on
which the selected operation was performed

IP_SUBNET_POOL_POLICY_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
2019

General Tasks
Delete IP Subnet Pool Policy



Delete Workflow
Summary

Delete Orchestration Workflows.
Description

This task deletes one or more versions of one or more Orchestration Workflows. Inputs are a list of
Workflow Version identities and a "Force" option. A Workflow Version identity represents a single
version of a given workflow. All versions of all accessible workflows are available for selection in tabular
form. Any combination of workflow-version tuples can be selected for deletion. It is important to remember
that unique entries in the table are Workflow-Version pairs. To completely delete a given workflow, for
example, you must choose all of its versions from the input table. Normally, the Delete Workflow task
fails with an error if any of the Workflow Versions to be deleted are:

• Currently running,,
• Set to start on a Schedule,
• Set to start on a Trigger, or
• Part of a Catalog.

Choosing the Force option causes the Delete Workflow task to delete the chosen workflow-versions
regardless of whether they are running or part of a Schedule, Trigger, or Catalog. Trying to use the Delete
Workflow task to delete its containing workflow causes the task to fail.

Inputs

MandatoryMappable To TypeDescriptionInput

YworkflowVersionIdentitySelect Workflows To DeleteWorkflow

BooleanDelete Workflows irrespective of
policies

Force

Outputs

TypeDescriptionOutput

gen_text_inputWorkflow NamesOUTPUT_WORKFLOW_NAMES

gen_text_inputWorkflow IDsOUTPUT_WORKFLOW_IDS

Cisco UCS Director Task Library Reference, Release 6.7
2020

General Tasks
Delete Workflow



Delete Workflow Schedule
Summary

Delete one or more Workflow Schedules.
Description

This task deletes workflow schedules. Input is a list of one or more workflow schedule identifiers. Output
includes the IDs and names of the deleted schedules and their associated workflows, plus a count of the
schedules deleted. Deleting a workflow has no effect on schedules associated with that workflow, and
deleting a workflow schedule has no effect on associatedworkflows, including already running workflows.

Inputs

MandatoryMappable To TypeDescriptionInput

YworkflowScheduleSelectorWorkflow SchedulesWorkflow Schedules

Outputs

TypeDescriptionOutput

gen_text_inputWorkflow Schedule IDsOUTPUT_WORKFLOW_SCHEDULE_
DETAIL_IDS

gen_text_inputWorkflow Schedule NamesOUTPUT_WORKFLOW_SCHEDULE_
NAMES

gen_text_inputWorkflow IDsOUTPUT_WORKFLOW_IDS

gen_text_inputWorkflow NamesOUTPUT_WORKFLOW_NAMES

gen_text_inputDeleted Schedule CountOUTPUT_SCHEDULE_DELETE_COUNT

Cisco UCS Director Task Library Reference, Release 6.7
2021

General Tasks
Delete Workflow Schedule



Email CloudSense Report
Summary

Email CloudSense Report
Description

This task sends notification mail with selected cloudSense report or report builder template's report.
Inputs

MandatoryMappable To TypeDescriptionInput

YCloudSenseReportTypeChoose the report typeSelect Report Type

Ygen_text_inputEnter one or more email addresses,
separated by commas

To

Ygen_text_inputEnter the mail subjectSubject

Ygen_text_inputProvide the report format typeFormat Type

Ygen_text_inputCheck to email the recently generated
report

Email Recently
Generated Report

Outputs

TypeDescriptionOutput

gen_text_inputCloudSense report type(CloudSense
Report or Custom Report)

OUTPUT_REPORT_TYPE

gen_text_inputCloudSense ReportOUTPUT_CLOUDSENSE_REPORT_
NAME

gen_text_inputCloudSense Report GeneratedOUTPUT_CLOUDSENSE_REPORT_
TITLE

gen_text_inputReport Builder TemplateOUTPUT_REPORT_BUILDER_
TEMPLATE_NAME

gen_text_inputCustom Report GeneratedOUTPUT_REPORT_BUILDER_
REPORT_TITLE

Cisco UCS Director Task Library Reference, Release 6.7
2022

General Tasks
Email CloudSense Report



Enhanced SSH Command
Summary

Executes a command in an SSH session.
Description

This task establishes an SSH session and executes the given command.
Inputs

MandatoryMappable To
Type

DescriptionInput

Select this option to choose the Account
added in UCSD

Account

Select this option to choose the Credential
Policy added in UCSD

Use Credential Policy

gen_text_inputSelect Credential PolicyCredential Policy

ipaddressHost IP AddressHost IP Address

gen_text_inputLoginLogin

passwordPasswordPassword

gen_text_inputDelay time between each command
execution

Command Delay

BooleanIf checked, commands executed through
SSH are not logged in SR log nor echoed
back

Disable Command Echo
and Command Logging

If unchecked all commands entered get
executed in a single SSH session, else if

Check Exit Code

checked one command is executed per SSH
session.

Ygen_text_inputSSH command with arguments to executeCommand

Error Text to validateError Text

SSH undo command with arguments to
execute

Undo Command

Error Text to validateError Text[Undo]

Outputs

TypeDescriptionOutput

gen_text_inputExternal service request ID.OUTPUT_SSH_COMMAND

Cisco UCS Director Task Library Reference, Release 6.7
2023

General Tasks
Enhanced SSH Command



Execute Cloupia Script
Summary

Execute a script within a workflow.
Description

This task executes a script. You provide the script in the course of setting up the task.
Inputs

MandatoryMappable To
Type

DescriptionInput

YCloupia script labelLabel

YCloupia script (JavaScript compatible)Script

Undo Cloupia script (optional, JavaScript
compatible)

Undo Script

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2024

General Tasks
Execute Cloupia Script



Execute Generic API
Summary

Execute any JSON/XML based API via HTTP/HTTPS protocol within workflow.
Description

This task can be used to consume any JSON/XML based APIs by defining parameters as inputs/outputs.
The user defined parameters become as a task input or mapped input. Outputs can be defined based on
the response of JSON path/Xpath of each task. The Rollback API or workflow can be defined for each
generic task.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2025

General Tasks
Execute Generic API



Execute Native PowerShell Command
Summary

Execute a PowerShell command on a native shell.
Description

This task executes a PowerShell script natively on a Windows machine through PowerShell Agent. The
Rollback Command/Script field is used to execute rollback commands. The Depth field specifies how
many levels of contained objects are included in the output XML. PowerShell script variables must be
escaped with a backslash '\'. Escaping is not required for UCSD variables like ${VMName}. Escape a
backslash with another backslash '\\'. For example: \$test=get-hostname & c:\\test\\test.ps1

Inputs

MandatoryMappable To
Type

DescriptionInput

YEnter a label for the taskLabel

Ygen_text_inputSelect a PowerShell agentPowerShell Agent

gen_text_inputHide input scripts from the logsHide Input in PSA, inframgr
logs

gen_text_inputHide script output from the logsHide Output in PSA,
inframgr logs

Ygen_text_inputEnter commands or a script. Maximum
size is 65536 characters.

Commands/Script

gen_text_inputEnter commands or a script. Maximum
size is 65536 characters.

Commands/Rollback Script

Choose the output format of the Power
Shell script

Output Format

YSelect a depthDepth

YSelect aaximum wait time, in minutes,
for the command to complete

Maximum Wait Time

Outputs

TypeDescriptionOutput

gen_text_inputPowerShell command resultPOWERSHELL_NATIVE_COMMAND_
RESULT

gen_text_inputPowerShell command statusPOWERSHELL_NATIVE_COMMAND_
STATUS

Cisco UCS Director Task Library Reference, Release 6.7
2026

General Tasks
Execute Native PowerShell Command



Execute PowerShell Command
Summary

Execute a PowerShell command.
Description

This task executes a PowerShell command on a remote Windows machine through PowerShell Agent.
The Rollback Command/Script field is used to execute rollback commands. The Depth field specifies
how many levels of contained objects are included in the output XML. PowerShell script variables must
be escaped with a backslash '\'. Escaping is not required for UCSD variables like ${VMName}. Escape
a backslash with another backslash '\\'. For example: \$test=get-hostname & c:\\test\\test.ps1

Inputs

MandatoryMappable To TypeDescriptionInput

YEnter a label for the taskLabel

Ygen_text_inputSelect a PowerShell agentPowerShell Agent

Ygen_text_inputEnter the IP Address of the target
machine

Target Machine IP

Ygen_text_inputEnter the user IDUser ID

YpasswordEnter the passwordPassword

gen_text_inputEnter a domainDomain

powerShellAuthType
Identity

Select an authentication mechanismAuthenticationMechanism

gen_text_inputCheck to hide input scripts from the
logs

Hide Input in PSA,
inframgr logs

gen_text_inputCheck to hide script output from the
logs

Hide Output in PSA,
inframgr logs

Ygen_text_inputEnter commands or a script. Maximum
size is 65536 characters.

Commands/Script

gen_text_inputEnter commands or a script. Maximum
size is 65536 characters .

Commands/RollbackScript

Choose the output format of the Power
Shell script

Output Format

Select a depthDepth

Max wait time for the command to
complete in minutes

Select a maximum wait
time

Outputs

TypeDescriptionOutput

gen_text_inputPowerShell command resultPOWERSHELL_COMMAND_RESULT

Cisco UCS Director Task Library Reference, Release 6.7
2027

General Tasks
Execute PowerShell Command



TypeDescriptionOutput

gen_text_inputPowerShell command statusPOWERSHELL_NATIVE_COMMAND_
STATUS

Cisco UCS Director Task Library Reference, Release 6.7
2028

General Tasks
Execute PowerShell Command



Fetch Generic Credential Policy
Summary

Retrieve the generic credential policy type and use as an input for other tasks.
Description

This task retrieves a generic credential policy. The generic credential policy type can be used in a workflow
to fetch the credentials stored in a credential policy andmap the individual credential parameters wherever
applicable.

Inputs

MandatoryMappable To TypeDescriptionInput

YGenericCredPolicyTypeSelect generic credential
policy

Generic Credential
Policy

Outputs

TypeDescriptionOutput

gen_text_inputUser NameOUTPUT_GERENIC_CRED_POLICY_
USERNAME

passwordPasswordOUTPUT_GERENIC_CRED_POLICY_
PASSWORD

gen_text_inputProtocolOUTPUT_GERENIC_CRED_POLICY_
PROTOCOL

gen_text_inputPortOUTPUT_GERENIC_CRED_POLICY_PORT

Cisco UCS Director Task Library Reference, Release 6.7
2029

General Tasks
Fetch Generic Credential Policy



Generate IP Subnet Pool From IP Subnet
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

IpSubnetInIPSubnetPool
PolicyIdentity

Select the IP SubnetIP Subnet

YNumber of Subnets RequiredNumber of Subnets
Required

Gateway Address IndexGateway Address

Outputs

TypeDescriptionOutput

IPSubnetPoolPolicyIP Subnet Pool Policy
Identity

OUTPUT_IP_SUBNET_POOL_
POLICY_IDENTITY

ipaddressNetwork IPOUTPUT_NETWORK_IP

ipaddressNetwork MaskOUTPUT_NETWORK_MASK

IpSubnetInIPSubnetPoolPolicy
Identity

Subnet IDOUTPUT_SUBNET_ID

gen_text_inputSubnet ID(s)OUTPUT_SUBNETS

Cisco UCS Director Task Library Reference, Release 6.7
2030

General Tasks
Generate IP Subnet Pool From IP Subnet



Generate VLAN from pool
Summary

Generate a VLAN from a pool.
Description

This task generates a VLAN ID from the selected VLAN pool.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect VLAN pool policy.VLAN Pool Policy

Outputs

TypeDescriptionOutput

vlanIDVLAN IDOUTPUT_VLAN_ID

datacenterNameDatacenter NameOUTPUT_DATACENTER_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2031

General Tasks
Generate VLAN from pool



Generate VXLAN from pool
Summary

Generate a VXLAN from a Pool.
Description

This task generates a VXLAN (Bridge-domain) from a VXLAN Pool Policy. Tracking can be done from
the Global VXLAN Pool Usage.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect VXLAN pool policy.VXLAN Pool Policy

Outputs

TypeDescriptionOutput

vxlanIDVXLAN IDOUTPUT_VXLAN_ID

datacenterNameDatacenter NameOUTPUT_DATACENTER_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2032

General Tasks
Generate VXLAN from pool



Get IP Address From IP Subnet
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

userGroupUser GroupUser Group ID

ServiceContainerContainer IDContainer ID

IpSubnetInIPSubnetPoolPolicy
Identity

Select the IP SubnetIP Subnet

gen_text_inputIP Subnet LabelIP Subnet Label

Outputs

TypeDescriptionOutput

ipaddressIPAddressIPAddress

ipaddressSubnetMaskSubnetMask

ipaddressGateWayIPGateWayIP

gen_text_inputIP Address with Slash SubnetIP Address with Slash Subnet

gen_text_inputSubnetMask Bitwise ValueSubnetMask Bitwise Value

gen_text_inputUsed ByOUTPUT_USED_BY

subnetMaskSubnet MaskOUTPUT_SUBNET_MASK

Cisco UCS Director Task Library Reference, Release 6.7
2033

General Tasks
Get IP Address From IP Subnet



Get IP Address From Pool
Summary

Return the resolved IP address from a selected IP Pool Policy.
Description

This task retrieves a Resolved IP address, along with subnet mask and gateway IP Address, from the
selected IP Pool Policy Range.

Inputs

MandatoryMappable To TypeDescriptionInput

userGroupUser GroupUser Group ID

ServiceContainerContainer IDContainer ID

YIPPoolPolicySelect the IPPool to resolve IP
Address

Select IP Pool

Outputs

TypeDescriptionOutput

gen_text_inputIPAddressIPAddress

gen_text_inputSubnetMaskSubnetMask

gen_text_inputGateWayIPGateWayIP

Cisco UCS Director Task Library Reference, Release 6.7
2034

General Tasks
Get IP Address From Pool



Get IP Subnet From IP Subnet Pool Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YIPSubnetPoolPolicySelect IP Subnet Pool PolicyIP Subnet Pool Policy

userGroupUser GroupUser Group ID

ServiceContainerContainer IDContainer ID

gen_text_inputIP Subnet LabelIP Subnet Label

Outputs

TypeDescriptionOutput

ipaddressBroadcast IPOUTPUT_BROADCAST_IP

ipaddressGateway IPOUTPUT_GATEWAY_IP

ipaddressNetwork IPOUTPUT_NETWORK_IP

ipaddressNetwork MaskOUTPUT_NETWORK_MASK

gen_text_inputSubnet Pool IDOUTPUT_SUBNET_POOL_ID

IpSubnetInIPSubnetPool
PolicyIdentity

Subnet IDOUTPUT_SUBNET_ID

gen_text_inputSubnet LabelOUTPUT_SUBNET_LABEL

userGroupGroup IDOUTPUT_GROUP_ID

IPSubnetPoolPolicyIP Subnet Pool Policy
Identity

OUTPUT_IP_SUBNET_POOL_
POLICY_IDENTITY

ServiceContainerContainer IDOUTPUT_CONTAINER_ID

gen_text_inputUsed ByOUTPUT_USED_BY

Cisco UCS Director Task Library Reference, Release 6.7
2035

General Tasks
Get IP Subnet From IP Subnet Pool Policy



Get IP Subnet From Parent IP Subnet
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YIpSubnetInIPSubnetPoolPolicy
Identity

Select the IP SubnetIP Subnet

Outputs

TypeDescriptionOutput

ipaddressBroadcast IPOUTPUT_BROADCAST_IP

ipaddressGateway IPOUTPUT_GATEWAY_IP

ipaddressNetwork IPOUTPUT_NETWORK_IP

ipaddressNetwork MaskOUTPUT_NETWORK_MASK

gen_text_inputSubnet Pool IDOUTPUT_SUBNET_POOL_ID

IpSubnetInIPSubnetPool
PolicyIdentity

Subnet IDOUTPUT_SUBNET_ID

Cisco UCS Director Task Library Reference, Release 6.7
2036

General Tasks
Get IP Subnet From Parent IP Subnet



Get Tabular Report Column Value
Summary

Retrieves a value from the selected search column of a report in UCSD.
Description

This task retrieves a column value as output given a column index and a value in the report. Inputs to
this task can be found in report metadata if the developer menu is enabled in UCSD.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter report context type.Only numeric
values are allowed

Report Context Type

Ygen_text_inputEnter report context idReport Context ID

Ygen_text_inputEnter api report idReport ID

Ygen_text_inputEnter the column index to be searched.
Index starts from 1 considering hidden
columns

Search Column

Ygen_text_inputEnter the column value to be searchedSearch Value

Ygen_text_inputEnter the column index to be fetched.
Index starts from 1 considering hidden
columns

Output Column

Outputs

TypeDescriptionOutput

gen_text_inputReturn Status Value.OUTPUT_RETURN_STATUS_VALUE

gen_text_inputSelected Column Value.OUTPUT_COLUMN_VALUE

Cisco UCS Director Task Library Reference, Release 6.7
2037

General Tasks
Get Tabular Report Column Value



Guest Password Reset
Summary

Reset a guest password.
Description

This task resets a guest password.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2038

General Tasks
Guest Password Reset



Modify Standard Catalog
Summary

Modify a standard catalog.
Description

This task modifies a standard catalog.
Inputs

MandatoryMappable To TypeDescriptionInput

YStandardCatalogChoose a standard catalog to modifySelect a catalog to modify

gen_text_inputEnter the catalog descriptionCatalog Description

YCatalogTypeChoose the catalog typeCatalog Type

YStandardCatalog
Icon

Choose the catalog iconCatalog Icon

YBooleanCheck to apply the catalog to all
groups

Applied to all groups

YuserGroupChoose one or more user groupsUser Group ID

gen_text_inputEnter the support contact email
address

Support Contact Email Address

YBooleanCheck to publish the catalog to end
users

Publish to end users

YCloudNameChoose the cloud nameCloud Name

BooleanCheck to provision a new VM for
ISO mounting

Provision new VM for ISO
mounting

YBooleanCheck to provision a new VM using
content library VM template

Provision new VM using
Content Library VM Template

YBooleanCheck to provision all disks in a
single datastore

Provision all disks in single
datastore

gen_text_inputProvide the catalog folderSelect Folder

Service Request Support EmailService Request Support Email

BooleanCheck to configure the SR support
email

Configure Service Request
Support Email

YucsdApplication
Category

Choose the application categoryCategory

YBooleanCheck to provide an option for
endusers to override the application
category

End user can override category

gen_text_inputProvide the OSSpecify OS

gen_text_inputEnter the other OSSpecify Other OS

Cisco UCS Director Task Library Reference, Release 6.7
2039

General Tasks
Modify Standard Catalog



MandatoryMappable To TypeDescriptionInput

gen_text_inputProvide one or more applicationsSpecify Applications

gen_text_inputEnter the other applicationsSpecify Other Applications

gen_text_inputEnter the application codeApplication Code

gen_text_inputProvide the credential optionsCredential Options

Automatic Guest CustomizationAutomatic Guest
Customization

BooleanCheck to perform automatic guest
customization

Enable Automatic Guest
Customization

Pre Provisioning Custom ActionsPre Provisioning Custom
Actions

BooleanCheck to use a pre-provisioning
workflow

Enable Pre Provisioning
Custom Actions

compound
Workflow

Choose the a post-provisioning
workflow

Workflow

Post Provisioning Custom ActionsPost Provisioning Custom
Actions

BooleanCheck to use a post-provisioning
workflow

Enable Post Provisioning
Custom Actions

compound
Workflow

Choose the a post-provisioning
workflow

Workflow

Provide the virtual storage catalogVirtual Storage Catalog

BooleanCheck to use a virtual storage catalogEnable Virtual Storage Catalog

gen_text_inputProvide the virtual storage catalogVirtual Storage Catalog

Cost ComputationCost Computation

CatalogChargeUnitChoose the charge durationCharge Duration

gen_text_inputEnter Active VM Application CostActive VM Application Cost

gen_text_inputEnter Inactive VM Application CostInactive VM Application Cost

VM Life Cycle ConfigurationVM Life Cycle Configuration

BooleanCheck to provide the lease time
configuration

Lease Time

gen_text_inputEnter the lease daysDays

gen_text_inputEnter the lease hoursHours

BooleanCheck to hide the lease configuration
from end users

Hide end user lease
configuration

gen_text_inputCheck to hide the VMprovision-later
option from end users

Hide end user VM provision
later

Cisco UCS Director Task Library Reference, Release 6.7
2040

General Tasks
Modify Standard Catalog



MandatoryMappable To TypeDescriptionInput

Web Access ConfigurationWeb Access Configuration

BooleanCheck to allow users to access the
catalog via web browser

Enable to allow users to access
via Web browser

gen_text_inputEnter URLURL

gen_text_inputEnter the labelLabel

Remote Desktop Access
Configuration

Remote Desktop Access
Configuration

BooleanCheck to allow users to access the
catalog via remote desktop

Enable to allow users to access
via Remote Desktop

gen_text_inputEnter the serverServer

gen_text_inputEnter the portPort

gen_text_inputEnter the labelLabel

VMRC Console ConfigurationVMRCConsole Configuration

BooleanCheck to allow users to access the
VMRC console

Enable to allow users to access
VMRC Console

Outputs

TypeDescriptionOutput

StandardCatalogCATALOG IDCATALOG_ID

gen_text_inputCATALOG NAMECATALOG_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2041

General Tasks
Modify Standard Catalog



Modify Workflow Priority
Summary

Modify the workflow priority.
Description

This task modifies the workflow execution priority. High, medium, or low priorities can be assigned to
a workflow.

Inputs

MandatoryMappable To TypeDescriptionInput

YModify Workflow PriorityPriority

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2042

General Tasks
Modify Workflow Priority



Multi User Approval
Summary

Request approval from one or more users or groups.
Description

This task requests approval from one or more users or groups. An approving user can be anyone who
has an account on the UCS Director system. The task waits indefinitely until a user, or a user belongs to
an approval group, approves or rejects the request. Inputs to the task include a flag that requires all users
to approve the request. By default, only one of the users must approve the request in order to continue.
If Approval required from all the users flag is set and groups are selected as approvers, then all users in
all the groups must approve in order to continue. UCS Director sends an email requesting the approval
of users or of users belongs to the approval group. The email includes request information, including the
complete workflow.

Inputs

MandatoryMappable To
Type

DescriptionInput

When Disable Rollback is enabled, the
approval task will not be run during service
request rollback

When Disable Rollback is
enabled, the approval task
will not be run during
service request rollback

Check this option if approval is required
from groups

Approval required from
Groups

YuserGroupChoose one or more groups of users who
must approve the request

User Group ID

Ycuic_multi_user_
ID

Choose one or more users who must
approve the request

User ID

Approval
RequiredFromAll
Users

Check this option if approval is required
from all the users. Otherwise, any one user
approval is enough.

Approval required from all
the users

YresendMailCountEnter the number of reminder emails to be
sent. Default is 0, which sends the reminder

Number of Approval
Request Reminders

mail at the specified frequency until the
request is approved or rejected.

YreminderIntervalEnter the time interval (in hours) to wait
before sending the next approval request
reminder email. Default is 24 hours.

Reminder Intervals (Hours)

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2043

General Tasks
Multi User Approval



NetApp Cluster Resource Selector
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the size of Volume.Volume Size

storageSizeUnitSelect the Volume Size Units.Volume Size Units

Ygen_text_inputSelect ServerServer Name

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

NetApp Cluster SVM IdentityOUTPUT_NETAPP_CLUSTER_
VSERVER_IDENTITY

aggregateClusterIdentityNetApp Cluster Aggregate
Identity

OUTPUT_NETAPP_CLUSTER_
AGGREGATE_IDENTITY

netAppVolSizeNetApp Cluster Volume SizeOUTPUT_NETAPP_CLUSTER_
VOLUME_SIZE

gen_text_inputNetApp Cluster LUN SizeOUTPUT_NETAPP_CLUSTER_LUN_
SIZE

sizeUnitNetApp Volume Size UnitsOUTPUT_VOLUME_SIZE_UNITS

gen_text_inputHost VHBA2 Adaptor
Name(WWPN)

OUTPUT_HOST_VHBA1_ADAPTER_
NAME

gen_text_inputHost VHBA2 Adaptor
Name(WWPN)

OUTPUT_HOST_VHBA2_ADAPTER_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
2044
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Notify URL
Summary

Notifies the specified URL.
Description

This task executes a GET or POST request on the specified URL. For example, this task can be used to
post results of previous tasks to an URL or a Web service.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputURLURL

Ygen_text_inputMethodMethod

gen_text_inputAuthentication MethodAuthentication Method

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2045

General Tasks
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Parse PowerShell Output
Summary

Parses the output of Execute Powershell Command or Execute Native Powershell Command task
Description

The task is used to parse the output from Execute Powershell Command task or Execute Native Powershell
Command task. The input to this task should be in JSON or XML format. For JSON data, it should be
either a simple JSON data or a JSON array but it does not consider complex JSON data like array within
an array. The output from this task will be key value pairs.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPowershell OutputPowershell Output

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2046

General Tasks
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Release Reserved IP Subnet
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YIpSubnetInIPSubnetPoolPolicy
Identity

Select the IP SubnetIP Subnet

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2047

General Tasks
Release Reserved IP Subnet



Remove Capacity Reservation
Summary

Remove Capacity Reservation from User Group.
Description

This task allows user to remove reservation of an entity(ex: UCS-Server)from a particular User Group.
Inputs

MandatoryMappable To TypeDescriptionInput

YCapacityReservationReservation IDReservation ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2048

General Tasks
Remove Capacity Reservation



Remove IP Address Reservation
Summary

Remove an IPAddress Reservation.
Description

This task removes an IP address reservation.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the reserved IP AddressReserved IPAddress

Outputs

TypeDescriptionOutput

ipaddressIPAddressIPAddress

Cisco UCS Director Task Library Reference, Release 6.7
2049

General Tasks
Remove IP Address Reservation



Remove IP Subnet Pool From IP Subnet
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

IpSubnetInIPSubnetPoolPolicy
Identity

Select the IP SubnetIP Subnet

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2050

General Tasks
Remove IP Subnet Pool From IP Subnet



Reserve Capacity
Summary

Reserve a entity (ex: UCS-Server) for a particular time to User Group.
Description

This task allows user to reserve a entity for (ex: UCS-Server) a particular time to User Group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputResource TypeResource Type

Ygen_text_inputResource IdentityResource Identity

gen_text_inputAmount AllocatedAmount Allocated

gen_text_inputAllocated DataAllocated Data

gen_text_inputAllocted to GroupAllocted to Group

date_timeValid UntilValid Until

Ygen_text_inputCommentsComments

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2051

General Tasks
Reserve Capacity



Rollback Child Service Request
Summary

Roll back a workflow.
Description

This task rolls back a workflow. Input is the ID of the service to roll back.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect SR to rollbackService Request ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2052

General Tasks
Rollback Child Service Request



Rollback Execute Generic API
Summary

This is an internal task which cannot be used independently".
Description

This is an internal task which cannot be used independently".
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputSelect API IPIP Address

gen_text_inputSelect API PortPort

gen_text_inputSelect API PathAPI Path

Ygen_text_inputProtocolProtocol

Ygen_text_inputHTTP Request TypeHTTP Request Type

Ygen_text_inputHTTP Content TypeHTTP Content Type

Select this option to use system proxy
configuration

Use Proxy

Add one or more Filter Criteria to
filter out matching resources

Header Parameters

Select this option to pass HTTP basic
authentication parameters duringAPI
call

Use HTTP Basic
Authentication

Ygen_text_inputUsernameUsername

Ygen_text_inputPasswordPassword

gen_text_inputBody Template ContentRequest Template Content

Outputs

No Outputs
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SSH Command
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YipaddressHost IP AddressHost IP Address

Ygen_text_inputLoginLogin

YpasswordPasswordPassword

Ygen_text_inputSSH command with arguments to
execute

Command

Error Text to validateError Text

SSH undo command with arguments
to execute

Undo Command

Error Text to validateError Text[Undo]

Outputs

TypeDescriptionOutput

gen_text_inputExternal service request ID.OUTPUT_SSH_COMMAND
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Send Email
Summary

Send a notification email.
Description

This task sends email to a specified user after the task or workflow is completed. Email address, subject,
and body of the mail are given as inputs. The output of this task is an email address.

Inputs

MandatoryMappable To TypeDescriptionInput

Yemail_address_listEnter one or more email addresses, separated
by commas

E-mail Addresses

email_address_listEnter one or more Cc email addresses,
separated by commas

Cc E-mail Addresses

email_address_listEnter one or more Bcc email addresses,
separated by commas

Bcc E-mail
Addresses

YEnter the subject. You can use template
variables such as $VM ID and $VM NAME.

Subject

Enter the email body content. You can use
template variables such as $VM ID and $VM
NAME.

Body

Outputs

TypeDescriptionOutput

email_address_listEmail Address of the user on which the selected
operation was performed

EMAIL_ADDRESSES

email_address_listBcc Email Address of the user on which the
selected operation was performed

Bcc_EMAIL_ADDRESSES

email_address_listCc Email Address of the user on which the
selected operation was performed

Cc_EMAIL_ADDRESSES
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Send Email Through Template
Summary

Send Email Through Template
Description

This task allows user to send an email from a template. (Note: We recommend using the user-defined
custom email template to generate an email using this task.)

Inputs

MandatoryMappable To
Type

DescriptionInput

Yemail_address_
list

Enter one or more email addresses, separated
by commas

E-mail Addresses

email_address_
list

Enter one or more Cc email addresses,
separated by commas

Cc E-mail Addresses

email_address_
list

Enter one or more Bcc email addresses,
separated by commas

Bcc E-mail Addresses

YEnter the subject. You can use template
variables such as $VM ID and $VM NAME.

Subject

Choose a email templateSelect Email Template

Enter the email body content. You can use
template variables such as $VM ID and $VM
NAME.

Body

Check to reset the email subject and body to
the default script

Reset To Default

Outputs

TypeDescriptionOutput

email_address_listEmail Address of the user on which the selected
operation was performed

EMAIL_ADDRESSES

email_address_listBcc Email Address of the user on which the
selected operation was performed

Bcc_EMAIL_ADDRESSES

email_address_listCc Email Address of the user on which the
selected operation was performed

Cc_EMAIL_ADDRESSES
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Set the starting time for the next task
Summary

Set the start time for the next task.
Description

This task sets the time at which to start execution of the next task in the workflow.
Inputs

MandatoryMappable To TypeDescriptionInput

Ydate_timeSet the starting time for the next
task

Next task execution time

Outputs

No Outputs
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Update Application Category
Summary

Modify an Application Category.
Description

This task modifies an Application Category in UCSD.
Inputs

MandatoryMappable To TypeDescriptionInput

YapplicationCategoryApplication CategoryApplication Category

Ygen_text_inputCategory LabelCategory Label

gen_text_inputCategory LabelCategory Code

gen_text_inputCategory DescriptionCategory Description

gen_text_inputCategory EnabledCategory Enabled

YsmartAllocationAlgorithm
List

Default Smart Allocation
Algorithm

Default Smart Allocation
Algorithm

Outputs

TypeDescriptionOutput

gen_text_inputCategory IDCATEGORY_ID

gen_text_inputCategory NameCATEGORY_NAME
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VMware VM Provision Inputs
Summary

Identify VMWare VM Provision Inputs.
Description

This task identifies inputs for provisioning a VM. The task provides the option to override the datastores
selected for each disk. This task also provide option to configure optional NIC Port group, valid format
is comma seperated values of[nic alias@Cloud Account@virtual switch name@(Virtual Machine
Portgroup or Distributed Virtual Portgroup)@portgroup name.
Example:NIC2@VMware134@TestDVSwitch@Distributed Virtual
Portgroup@cdevTestA,NIC3@VMware134@vSwitch0@Virtual Machine Portgroup@axcz-pg-lan0

Inputs

MandatoryMappable To TypeDescriptionInput

assignToUserChoosing this option will allowVM
assignment to user

Assign To User

cuic_user_IDVM will be assigned to this userUser

Catalog/ VM SelectionCatalog/ VM Selection

YvmCloneTypeSelect Deployment options to
perform the action

VM Deployment Options

catalogSelect Catalog on which to perform
the action

Select Catalog

vmSelect the VM to retrieve the
properties

Select VM

imageSelect the image.Image

gen_text_inputClone VM using linked clone
feature

Use Linked Clone

Customization OptionsCustomization Options

vdcCategorySelect a vDC CategorySelect Category

windowsLicensePoolSelect Windows License PoolSelect Windows License
Pool

crendentialOptionsSelect Credential OptionsSelect Credential Options

provisionAllDiskInSame
Datastore

Provision all disks in single
datastore, the scope will be same as
system disk scope

Provision all disks in single
datastore

EnableGuest
Customization

Enable Guest CustomizationEnable Guest
Customization

customActionWorkflowSelect Pre-Provision WorkflowSelect Pre-Provision
Workflow

customActionWorkflowSelect Custom WorkflowSelect Workflow
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MandatoryMappable To TypeDescriptionInput

vmApplicationCharge
Frequency

Select VM App Charge FrequencySelect VM App Charge
Frequency

gen_text_inputEnter Active VM Application CostActive VM Application
Cost

gen_text_inputEnter In Active VM Application
Cost

Inactive VM Application
Cost

Deployment OptionsDeployment Options

YvDCSelect vDC onwhich to perform the
action

Select vDC

gen_text_inputEnter VM Name or VM PrefixVM Name or VM Prefix

gen_text_inputEnter CommentComment

provisionPeriodEnter CommentProvision

date_timeProvision TimeProvision Time

VMwarePowerOffVMEnter CommentLease Time

gen_text_inputEnter DaysDays

gen_text_inputEnter HoursHours

Custom SpecificationCustom Specification

vCPUCountCPU CoresCPU Cores

coresPerSocketCores Per SocketCores Per Socket

memSizeMBMemoryMemory

storageTierPolicyStorage TierStorage Tier

vmChargeFrequencySelect the frequency of charging the
VM

VM Charge Frequency

Disk DatastoresDisk Datastores

storagePolicyDisk
DatastoreOverride

Override Datastore and
Size

gen_text_inputEnter Disk Datastores in JSON
Format

VM Disks

Disk DatastoresOptional NIC Portgroups

gen_text_inputoption to configure Optional NIC
Port Groups. Format is a comma

VM Networks

separated values of[nic alias@Cloud
Account@virtual switch
name@(VirtualMachine Portgroup
or Distributed Virtual
Portgroup)@portgroup name].
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MandatoryMappable To TypeDescriptionInput

vmwareVmnics
Configuration
Formmanagedlist

Configure VM NicsVM NIC Configuration

networkPolicy
NICIPOverride

Override NIC IP

Outputs

TypeDescriptionOutput

cuic_user_IDvDC Primary ApproversOUTPUT_VDC_PRIMARY_
APPROVERS

cuic_user_IDvDC Secondary ApproversOUTPUT_VDC_SECONDARY_
APPROVERS

ApprovalRequiredFrom
AllUsers

Approval required from all usersAPPROVAL_REQUIRED_FROM_
ALL_USERS

reminderIntervalReminder Intervals (Hours)OUTPUT_VDC_REMINDER_
INTERVAL

resendMailCountNumber of Approval Request
Reminders

OUTPUT_VDC_RESEND_MAIL_
COUNT
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Wait For Service Requests
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YserviceRequestId
List

Comma separated Service Request IDsService Request IDs

YHow long to wait for completion of SRsMax Wait Time

Consider this task successful only if all
SRs are successful

All SRs Must Succeed

Outputs

TypeDescriptionOutput

serviceRequestIdListService Request IDs that were
completed

COMPLETED_SR_ID_LIST

serviceRequestIdListService Request IDs that were failedFAILED_SR_ID_LIST

serviceRequestIdListService Request IDs that were timed outTIMEDOUT_SR_ID_LIST
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Wait for Specified Duration
Summary

Wait for a fixed duration.
Description

This task waits for a number of seconds specified in its input.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHow long to wait before executing next
task in the workflow

Duration

Outputs

No Outputs
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Wait for User Approval
Summary

Request approval from a user or group.
Description

This task requests approval from either a user who has an account on the UCS Director system, or from
any UCS Director group. The service request waits indefinitely until the user, or a user belonging to the
approval group, approves or rejects the request. UCS Director sends an email requesting the approval of
the user or user belonging to the approval group. The email contains information about the request,
including the complete workflow. If Approval required from all the users flag is set and groups are
selected as approvers, then all users in all the groups must approve in order to continue. The request
email is based on an approval email template specified in the input. If no template is specified, a default
approval email template is used. The email template body and subject can be further customized when
the task is added to the workflow. Separate approvals can be required for approval of service request
rollbacks using a separate, parallel set of system templates and task-level customizations.

Inputs

MandatoryMappable
To Type

DescriptionInput

When Disable Rollback is enabled, the approval
task will not be run during service request
rollback

When Disable Rollback is
enabled, the approval task
will not be run during
service request rollback

Check this option if approval is required from
groups

Approval required from
Groups

YuserGroupChoose one or more groups of users who must
approve the request

User Group ID

Ycuic_user_
ID

Choose one or more users whomust approve the
request

User ID

Approval
Required

Check this option if approval is required from
all the users. Otherwise, any one user approval
is enough.

Approval required from all
the users

FromAll
Users

YresendMail
Count

Enter the number of reminder emails to be sent.
Default is 0, which sends the reminder mail at
the specified frequency until the request is
approved or rejected.

Number of Approval
Request Reminders

Yreminder
Interval

Enter the time interval (in hours) to wait before
sending the next approval request reminder
email. Default is 24 hours.

Reminder Intervals (Hours)

Check to use any approval email template other
than the default template

Use Approval email
template

Choose the email templateSelect Email Template
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MandatoryMappable
To Type

DescriptionInput

YEnter the subject. You can use template variables
such as $VM ID and $VM NAME.

Subject

Enter the email body content. You can use
template variables such as $VM ID and $VM
NAME.

Body

Check to reset the email subject and body to the
default script

Reset To Default

Check to use an approval email template other
than the default template for rollback

Use Approval email
template during Rollback

Choose the email templateSelect Email Template

YEnter the subject. You can use template variables
such as $VM ID and $VM NAME.

Subject

Enter the email body content. You can use
template variables such as $VM ID and $VM
NAME.

Body

Check to reset the email subject and body to the
default script

Reset To Default

Outputs

No Outputs
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Generic Storage Tasks

This chapter contains the following sections:

• Associate NFS Export as Datastore, on page 2068
• Associate Storage LUN as Datastore, on page 2070
• Execute Storage Device CLI, on page 2072
• Get Block Storage LUN Information, on page 2073
• Get Storage FC Port Information, on page 2074
• Storage Device Object Inventory, on page 2075
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Associate NFS Export as Datastore
Summary

Create an NFS Datastore from an NFS share on VMware hosts.
Description

This task creates an NFS datastore on VMware hosts. Host selection can be performed by selecting
VMware clusters or hosts. If a VMware cluster is selected, datastores are created on all hosts mapped to
the cluster. Task execution is based on success criteria that you select. NFS Export access is assumed to
have been provided already for the hosts, otherwise and error message is be displayed.

Inputs

MandatoryMappable To TypeDescriptionInput

YFileStorageAccountIdentitySelect Storage accountSelect Storage Account

gen_text_inputEnter a new datstore name.Datastore Name

YDataStoreCreationOptionSelect option to create Datastore on
Cluster Level/Host Level

Create DataStore On

YvmwareClusterIdentitySelect a cluster to create datastore.VMware Cluster(s)

YvmwareHostNodeIdentitySelect a hosts to create datastore.VMware Host(s)

YStorageNFSExportIdentitySelect Storage NFS Export to create
datastore

NFS Export

YDatastore Access ModeSelect Access ModeAccess Mode

vDCSelect vDC to assign storage policy.VDC Name

YMountDatastoreSuccess
Criteria

Select an option from list to pass
the task

Success Criteria

Outputs

TypeDescriptionOutput

dataStoreNameDatastore NameOUTPUT_DATASTORE_NAME

vmwareAccountNameVMware Account Name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityVMware Datastore IdentityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputVMware Datastore Info
identity

OUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectVMware Multi Host IdentityOUTPUT_VMWARE_MULTI_HOST_
IDENTITY

vmwareClusterIdentityVMware Cluster IdentityOUTPUT_VMWARE_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
2068

Generic Storage Tasks
Associate NFS Export as Datastore



TypeDescriptionOutput

vmwareMultiClusterIdentityVMwareMulti Cluster IdentityOUTPUT_VMWARE_MULTI_
CLUSTER_IDENTITY

vmwareDatastoreAccount
Identity

VMware Datastore Account
Identity

OUTPUT_VMWARE_DATASTORE_
ACCOUNT_IDENITTY

vmwareMultiDatastore
Identity

VMware Multi Datastore
Identity

OUTPUT_VMWARE_MULTI_
DATASTORE_IDENTITY

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY
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Associate Storage LUN as Datastore
Summary

Create a VMFS Datastore from a storage LUN on VMware hosts.
Description

This task creates a VMFS datastore on VMware hosts. Host selection can be performed by selecting
VMware clusters or hosts. If a VMware cluster is selected, datastores are created on all hosts mapped to
the cluster. The LUN path is scanned on both FC and iSCSI host initiators. Task execution is based on
success criteria that you select. SAN Zoning and LUN mapping are assumed to have already occurred,
otherwise an error message is displayed.

Inputs

MandatoryMappable To TypeDescriptionInput

YBlockStorageAccountIdentitySelect Storage accountSelect Storage Account

gen_text_inputEnter a new datstore name.Datastore Name

YDataStoreCreationOptionSelect option to create Datastore
on Cluster Level/Host Level

Create DataStore On

YvmwareClusterIdentitySelect a cluster to create datastore.VMware Cluster(s)

YvmwareHostNodeIdentitySelect a hosts to create datastore.VMware Host(s)

vmwarePrototcolListSelect the type.Initiator Type

YStorageLUNIdentitySelect Storage LUN to create
datastore

Storage LUN

vDC_with_defaultSelect vDC to assign storage
policy.

VDC Name

YMountDatastoreSuccess
Criteria

Select an option from list to pass
the task

Success Criteria

Outputs

TypeDescriptionOutput

dataStoreNameDatastore NameOUTPUT_DATASTORE_NAME

vmwareAccountNameVMware Account Name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityVMware Datastore IdentityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputVMware Datastore Info
identity

OUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectVMware Multi Host IdentityOUTPUT_VMWARE_MULTI_HOST_
IDENTITY
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TypeDescriptionOutput

vmwareClusterIdentityVMware Cluster IdentityOUTPUT_VMWARE_CLUSTER_
IDENTITY

vmwareMultiClusterIdentityVMwareMulti Cluster IdentityOUTPUT_VMWARE_MULTI_
CLUSTER_IDENTITY

vmwareDatastoreAccount
Identity

VMware Datastore Account
Identity

OUTPUT_VMWARE_DATASTORE_
ACCOUNT_IDENITTY

vmwareMultiDatastore
Identity

VMware Multi Datastore
Identity

OUTPUT_VMWARE_MULTI_
DATASTORE_IDENTITY

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
2071

Generic Storage Tasks
Associate Storage LUN as Datastore



Execute Storage Device CLI
Summary

Execute CLI commands on an SSH-based storage connector.
Description

This task executes CLI commands on a storage device.
Inputs

MandatoryMappable To TypeDescriptionInput

YstorageAccountIdentitySelect Storage device SystemSelect Storage System

Ygen_text_inputAllows single CLI command to
execute for each task

CLI Commands

gen_text_inputExpected OutputExpected Output

gen_text_inputUndo CLI commands to execute on
the device

Undo CLI Commands

Outputs

TypeDescriptionOutput

gen_text_inputResult from Executed CLI CommandOUTPUT_SSH_COMMAND
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Get Block Storage LUN Information
Summary

Get the size and NAA ID of a LUN mapped to a host.
Description

This task fetches the network address authority (NAA) ID and size of the LUN mapped to one or more
hosts.

Inputs

MandatoryMappable To TypeDescriptionInput

YBlockStorageAccountIdentitySelect Storage accountSelect Storage Account

YStorageLUNIdentitySelect Storage LUN to fetch
information

Storage LUN

Outputs

TypeDescriptionOutput

BlockStorageAccount
Identity

Block Storage Account
Identity

OUTPUT_BLOCK_STORAGE_
ACCOUNT_IDENTITY

StorageLUNIdentityStorage LUN IdentityOUTPUT_BLOCK_STORAGE_LUN_
IDENTITY

LunNaaIdLUN NAA IDOUTPUT_LUN_NAA_ID

gen_text_inputLUN WWNOUTPUT_LUN_WWN

gen_text_inputLUN Size in GBOUTPUT_LUN_SIZE_IN_GB
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Get Storage FC Port Information
Summary

Fetch WWPN and WWN information for FC ports.
Description

This task retrieves world-wide port name (WWPN) and world-wide name (WWN) information for fibre
channel (FC) ports. The task provides a maximum of eight WWPNs and WWNs through single output
variables. If more than eight ports are selected, WWPN and WWN information is output as lists of
comma-separated values. If there is noWWN information available for a selected FC Port, the respective
output is returned empty.

Inputs

MandatoryMappable To TypeDescriptionInput

YGENERIC_FC_ADAPTER_
LIST

Select FC Port to fetch
information

Storage FC Port

Outputs

TypeDescriptionOutput

gen_text_inputFC Port WWPN 1OUTPUT_FC_PORT_WWPN_1

gen_text_inputFC Port WWPN 2OUTPUT_FC_PORT_WWPN_2

gen_text_inputFC Port WWPN 3OUTPUT_FC_PORT_WWPN_3

gen_text_inputFC Port WWPN 4OUTPUT_FC_PORT_WWPN_4

gen_text_inputFC Port WWPN 5OUTPUT_FC_PORT_WWPN_5

gen_text_inputFC Port WWPN 6OUTPUT_FC_PORT_WWPN_6

gen_text_inputFC Port WWPN 7OUTPUT_FC_PORT_WWPN_7

gen_text_inputFC Port WWPN 8OUTPUT_FC_PORT_WWPN_8

gen_text_inputFC Port WWPN ListOUTPUT_FC_PORT_WWPN_LIST

gen_text_inputFC Port WWN 1OUTPUT_FC_PORT_WWN_1

gen_text_inputFC Port WWN 2OUTPUT_FC_PORT_WWN_2

gen_text_inputFC Port WWN 3OUTPUT_FC_PORT_WWN_3

gen_text_inputFC Port WWN 4OUTPUT_FC_PORT_WWN_4

gen_text_inputFC Port WWN 5OUTPUT_FC_PORT_WWN_5

gen_text_inputFC Port WWN 6OUTPUT_FC_PORT_WWN_6

gen_text_inputFC Port WWN 7OUTPUT_FC_PORT_WWN_7

gen_text_inputFC Port WWN 8OUTPUT_FC_PORT_WWN_8

gen_text_inputFC Port WWN ListOUTPUT_FC_PORT_WWN_LIST
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Storage Device Object Inventory
Summary

Run an inventory object on SSH-based storage connectors.
Description

This task executes an inventory for a storage device.
Inputs

MandatoryMappable To TypeDescriptionInput

YstorageAccountIdentitySelect Storage device
System

Select Storage System

YStorageInventoryObjectTypeSelect InventorySelect Inventory

Outputs

No Outputs
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Generic VM Tasks

This chapter contains the following sections:

• Modify VM Life Cycle, on page 2078
• Select VM Task, on page 2079
• VM Power Action, on page 2085
• VM SSH Command, on page 2086
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Modify VM Life Cycle
Summary

Modify a VM Life Cycle.
Description

This task modifies a VM's termination time.
Inputs

MandatoryMappable To
Type

DescriptionInput

YvmSelect the VM to be deleted.Select VM

YSelect this to set a specific date and time
for the termination.

Set Termination Time

Ydate_timeVM will be terminated on the specified
date/time.

Termination Date/Time

Outputs

No Outputs
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Select VM Task
Summary

Retrieve properties of the selected VM.
Description

This task retrieves the properties of a VM for use elsewhere in a Workflow.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM to retrieve the
properties

Select VM

Outputs

TypeDescriptionOutput

gen_text_inputVM NameVM_Name

vmVM IdVM_ID

gen_text_inputVM CPU SizeVM_CPU_Size

gen_text_inputVM Cores Per CPUVM_Cores_Per_CPU

gen_text_inputVM Memory SizeVM_Memory_Size

gen_text_inputVM Guest Host NameVM_Guest_Host Name

gen_text_inputVM vCenter Account NameVM_vCenter_Name

gen_text_inputVM vCenter Server AddressVM_Server_Address

datacenterNameVM Datacenter NameVM_Datacenter_Name

gen_text_inputVM Datacenter IdentityVM_Datacenter_Identity

gen_text_inputVM HostVM_Host

vmwareHostNodeIdentityVM Host IdentityVM_Host_Identity

gen_text_inputVM Cluster NameVM_Cluster_Name

vmwareClusterIdentityVM Cluster IdentityVM_Cluster_Identity

vmwareResourcePoolNameVM Resource Pool NameVM_Resource_Pool_Name

vmwareResourcePoolIdentityVM Resource Pool IdentityVM_Resource_Pool_Identity

vmwareDatastoreNameDatastore Name associated with
the vm

VM_Datastore

vmwareDatastoreIdentityVM Datastore IdentityDatastore_Identity

gen_text_inputVM Datastore Info IdentityDatastore_Info_Identity

vmwareDatastoreCluster
Name

VM Datastore Cluster NameVM_Datastore_Cluster_Name
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TypeDescriptionOutput

vmwareDatastoreCluster
Identity

VM Datastore Cluster IdentityVM_Datastore_Cluster_Identity

gen_text_inputTotal Number of VM DisksVM_Disk_Count

dataStoreNameVM Disk 1 Datastore NameDatastore_Name_Disk1

dataStoreNameVM Disk 2 Datastore NameDatastore_Name_Disk2

dataStoreNameVM Disk 3 Datastore NameDatastore_Name_Disk3

dataStoreNameVM Disk 4 Datastore NameDatastore_Name_Disk4

dataStoreNameVM Disk 5 Datastore NameDatastore_Name_Disk5

dataStoreNameVM Disk 6 Datastore NameDatastore_Name_Disk6

dataStoreNameVM Disk 7 Datastore NameDatastore_Name_Disk7

dataStoreNameVM Disk 8 Datastore NameDatastore_Name_Disk8

dataStoreNameVM Disk 9 Datastore NameDatastore_Name_Disk9

dataStoreNameVM Disk 10 Datastore NameDatastore_Name_Disk10

vmwareDatastoreIdentityVM Disk 1 Datastore NameDatastore_Identity_Disk1

vmwareDatastoreIdentityVM Disk 2 Datastore NameDatastore_Identity_Disk2

vmwareDatastoreIdentityVM Disk 3 Datastore NameDatastore_Identity_Disk3

vmwareDatastoreIdentityVM Disk 4 Datastore NameDatastore_Identity_Disk4

vmwareDatastoreIdentityVM Disk 5 Datastore NameDatastore_Identity_Disk5

vmwareDatastoreIdentityVM Disk 6 Datastore NameDatastore_Identity_Disk6

vmwareDatastoreIdentityVM Disk 7 Datastore NameDatastore_Identity_Disk7

vmwareDatastoreIdentityVM Disk 8 Datastore NameDatastore_Identity_Disk8

vmwareDatastoreIdentityVM Disk 9 Datastore NameDatastore_Identity_Disk9

vmwareDatastoreIdentityVM Disk 10 Datastore NameDatastore_Identity_Disk10

vmwareDatastoreCluster
Name

VM Disk 1 Datastore Cluster
Name

Datastore_Cluster_Name_Disk1

vmwareDatastoreCluster
Name

VM Disk 2 Datastore Cluster
Name

Datastore_Cluster_Name_Disk2

vmwareDatastoreCluster
Name

VM Disk 3 Datastore Cluster
Name

Datastore_Cluster_Name_Disk3

vmwareDatastoreCluster
Name

VM Disk 4 Datastore Cluster
Name

Datastore_Cluster_Name_Disk4

vmwareDatastoreCluster
Name

VM Disk 5 Datastore Cluster
Name

Datastore_Cluster_Name_Disk5

vmwareDatastoreCluster
Name

VM Disk 6 Datastore Cluster
Name

Datastore_Cluster_Name_Disk6
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TypeDescriptionOutput

vmwareDatastoreCluster
Name

VM Disk 7 Datastore Cluster
Name

Datastore_Cluster_Name_Disk7

vmwareDatastoreCluster
Name

VM Disk 8 Datastore Cluster
Name

Datastore_Cluster_Name_Disk8

vmwareDatastoreCluster
Name

VM Disk 9 Datastore Cluster
Name

Datastore_Cluster_Name_Disk9

vmwareDatastoreCluster
Name

VM Disk 10 Datastore Cluster
Name

Datastore_Cluster_Name_Disk10

vmwareDatastoreCluster
Identity

VM Disk 1 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk1

vmwareDatastoreCluster
Identity

VM Disk 2 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk2

vmwareDatastoreCluster
Identity

VM Disk 3 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk3

vmwareDatastoreCluster
Identity

VM Disk 4 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk4

vmwareDatastoreCluster
Identity

VM Disk 5 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk5

vmwareDatastoreCluster
Identity

VM Disk 6 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk6

vmwareDatastoreCluster
Identity

VM Disk 7 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk7

vmwareDatastoreCluster
Identity

VM Disk 8 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk8

vmwareDatastoreCluster
Identity

VM Disk 9 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk9

vmwareDatastoreCluster
Identity

VM Disk 10 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk10

gen_text_inputMac address associated with the
vm

VM_Mac

gen_text_inputIPv4 address of the vmVM_IPv4_Address

gen_text_inputIPv6 address of the vmVM_IPv6_Address

gen_text_inputPort Groups associatedwith the vmVM_PortGroups

gen_text_inputTotal Number of VM NICsVM_Nics_Count

gen_text_inputMac address of the NIC1VM_NIC1_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC1VM_NIC1_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC1VM_NIC1_IPv6_ADDRESS

gen_text_inputAdapter name of NIC1VM_NIC1_ADAPTER_NAME
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TypeDescriptionOutput

vmwareVmPortGroupIdentityPortGroup Identity of NIC1VM_NIC1_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityPortGroup Identity of NIC1VM_NIC1_PORTGROUP_
IDENTITY

VMwareDVPortgroupIdentityPortGroup Identity of NIC1VM_NIC1_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC1VM_NIC1_PortGroup_Name

portGroupTypePortGroup Type of the NIC1VM_NIC1_PortGroup_Type

vSwitchNamevSwitch Name of the NIC1VM_NIC1_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC1VM_NIC1_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC1VM_NIC1_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC1VM_NIC1_dvSwitch_Identity

gen_text_inputMac address of the NIC2VM_NIC2_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC2VM_NIC2_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC2VM_NIC2_IPv6_ADDRESS

gen_text_inputAdapter name of NIC2VM_NIC2_ADAPTER_NAME

vmwareVmPortGroupIdentityPortGroup Identity of NIC2VM_NIC2_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityPortGroup Identity of NIC2VM_NIC2_PORTGROUP_
IDENTITY

VMwareDVPortgroupIdentityPortGroup Identity of NIC2VM_NIC2_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC2VM_NIC2_PortGroup_Name

portGroupTypePortGroup Type of the NIC2VM_NIC2_PortGroup_Type

vSwitchNamevSwitch Name of the NIC2VM_NIC2_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC2VM_NIC2_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC2VM_NIC2_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC2VM_NIC2_dvSwitch_Identity

gen_text_inputMac address of the NIC3VM_NIC3_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC3VM_NIC3_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC3VM_NIC3_IPv6_ADDRESS

gen_text_inputAdapter name of NIC3VM_NIC3_ADAPTER_NAME

vmwareVmPortGroupIdentityPortGroup Identity of NIC3VM_NIC3_GENERIC_
PORTGROUP_IDENTITY
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TypeDescriptionOutput

portGroupIdentityPortGroup Identity of NIC3VM_NIC3_PORTGROUP_
IDENTITY

VMwareDVPortgroupIdentityPortGroup Identity of NIC3VM_NIC3_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC3VM_NIC3_PortGroup_Name

portGroupTypePortGroup Type of the NIC3VM_NIC3_PortGroup_Type

vSwitchNamevSwitch Name of the NIC3VM_NIC3_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC3VM_NIC3_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC3VM_NIC3_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC3VM_NIC3_dvSwitch_Identity

gen_text_inputMac address of the NIC4VM_NIC4_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC4VM_NIC4_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC4VM_NIC4_IPv6_ADDRESS

gen_text_inputAdapter name of NIC4VM_NIC4_ADAPTER_NAME

vmwareVmPortGroupIdentityPortGroup Identity of NIC4VM_NIC4_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityPortGroup Identity of NIC4VM_NIC4_PORTGROUP_
IDENTITY

VMwareDVPortgroupIdentityPortGroup Identity of NIC4VM_NIC4_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC4VM_NIC4_PortGroup_Name

portGroupTypePortGroup Type of the NIC4VM_NIC4_PortGroup_Type

vSwitchNamevSwitch Name of the NIC4VM_NIC4_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC4VM_NIC4_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC4VM_NIC4_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC4VM_NIC4_dvSwitch_Identity

gen_text_inputMac address of the NIC5VM_NIC5_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC5VM_NIC5_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC5VM_NIC5_IPv6_ADDRESS

gen_text_inputAdapter name of NIC5VM_NIC5_ADAPTER_NAME

vmwareVmPortGroupIdentityPortGroup Identity of NIC5VM_NIC5_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityPortGroup Identity of NIC5VM_NIC5_PORTGROUP_
IDENTITY
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TypeDescriptionOutput

VMwareDVPortgroupIdentityPortGroup Identity of NIC5VM_NIC5_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC5VM_NIC5_PortGroup_Name

portGroupTypePortGroup Type of the NIC5VM_NIC5_PortGroup_Type

vSwitchNamevSwitch Name of the NIC5VM_NIC5_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC5VM_NIC5_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC5VM_NIC5_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC5VM_NIC5_dvSwitch_Identity

gen_text_inputMac address of the NIC6VM_NIC6_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC6VM_NIC6_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC6VM_NIC6_IPv6_ADDRESS

gen_text_inputAdapter name of NIC6VM_NIC6_ADAPTER_NAME

vmwareVmPortGroupIdentityPortGroup Identity of NIC6VM_NIC6_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityPortGroup Identity of NIC6VM_NIC6_PORTGROUP_
IDENTITY

VMwareDVPortgroupIdentityPortGroup Identity of NIC6VM_NIC6_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC6VM_NIC6_PortGroup_Name

portGroupTypePortGroup Type of the NIC6VM_NIC6_PortGroup_Type

vSwitchNamevSwitch Name of the NIC6VM_NIC6_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC6VM_NIC6_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC6VM_NIC6_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC6VM_NIC6_dvSwitch_Identity
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VM Power Action
Summary

Perform a power action on the VM instance.
Description

This task performs power actions on a VM instance, including Power On or Off, Reboot, Delete VM,
and Shutdown Guest.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the on which to perform the
action

Select VM

YVM ActionVM Action

Outputs

No Outputs
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VM SSH Command
Summary

Use a secure shell (ssh) to run a command on a VM or host.
Description

This task logs into a VM instance or host using ssh and runs a command. Inputs are the Host IP Address,
login, password, and a command. Only one command is allowed per task.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM on which to perform the
SSH action

Select VM

Ygen_text_inputLoginLogin

YpasswordPasswordPassword

BooleanIf checked, commands executed through
SSH are not logged in SR log nor echoed
back

Disable Command Echo
and Command Logging

YSSH command with arguments to
execute

Command

Outputs

No Outputs
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HP OA Tasks

This chapter contains the following sections:

• HP OA Resolve Network Address, on page 2088
• Modify HP OA Boot Order, on page 2089
• Modify HP OA One Time Boot Order, on page 2090
• Power Off HP OA Blades, on page 2091
• Power On HP OA Blades, on page 2092
• Reboot HP OA Blades, on page 2093
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HP OA Resolve Network Address
Summary

HP OA Resolve Network Address
Description

This task is used to resolve network address of a particular bay.
Inputs

MandatoryMappable To TypeDescriptionInput

YhpOAAllInstalledBladeResolveNetwork
AddressIdentity

Choose the baySelect Bay

Outputs

TypeDescriptionOutput

hpOAAllInstalledBladeResolve
NetworkAddressIdentity

Blade NIC IdentityOUTPUT_BAY_NIC_INDENTITY

gen_text_inputBay Network Address.OUTPUT_BAY_NETWORK_
ADDRESS
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Modify HP OA Boot Order
Summary

Modify HP OA Boot Order
Description

This task is used to modify the boot order of particular bay(s).
Inputs

MandatoryMappable To TypeDescriptionInput

YhpOAAllInstalledBladeList
Identity

Choose the baySelect Bay

YhpOABootOrderChoose a one-time boot orderSelect Boot Order

Outputs

TypeDescriptionOutput

hpOAAllInstalledBladeListIdentityBay IdentityOUTPUT_BAY_INDENTITY

hpOABootOrderBoot OrderOUTPUT_BOOT_ORDER
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Modify HP OA One Time Boot Order
Summary

Modify HP OA One Time Boot Order
Description

This task is used to modify one time boot order of particular bay(s).
Inputs

MandatoryMappable To TypeDescriptionInput

YhpOAAllInstalledBladeList
Identity

Choose the baySelect Bay

YhpOABootOrderChoose a one-time boot orderSelect Boot Order

Outputs

TypeDescriptionOutput

hpOAAllInstalledBladeListIdentityBay IdentityOUTPUT_BAY_INDENTITY

hpOABootOrderBoot OrderOUTPUT_BOOT_ORDER
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Power Off HP OA Blades
Summary

Power Off HP OA Blades
Description

This task is used to power off particular bay(s).
Inputs

MandatoryMappable To TypeDescriptionInput

YhpOAAllInstalledBladeList
Identity

Choose the baySelect Bay

Check to force power off HP OA
blades

Force

Outputs

TypeDescriptionOutput

hpOAAllInstalledBladeListIdentityBay IdentityOUTPUT_BAY_INDENTITY

hpOAPowerStatusPower StatusOUTPUT_BAY_POWER_STATUS
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Power On HP OA Blades
Summary

Power On HP OA Blades
Description

This task is used to power on particular bay(s).
Inputs

MandatoryMappable To TypeDescriptionInput

YhpOAAllInstalledBladeList
Identity

Choose the baySelect Bay

hpOABootOrderChoose a one-time boot orderSelect Boot Order

Outputs

TypeDescriptionOutput

hpOAAllInstalledBladeList
Identity

Bay IdentityOUTPUT_BAY_INDENTITY

hpOAPowerStatusPower StatusOUTPUT_BAY_POWER_STATUS

hpOABootOrderBoot OrderOUTPUT_BOOT_ORDER
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Reboot HP OA Blades
Summary

Reboot HP OA Blades
Description

This task is used to reboot particular bay(s).
Inputs

MandatoryMappable To TypeDescriptionInput

YhpOAAllInstalledBladeList
Identity

Choose the baySelect Bay

hpOABootOrderChoose a one-time boot orderSelect Boot Order

Check to reboot HP OA bladesForce

Outputs

TypeDescriptionOutput

hpOAAllInstalledBladeList
Identity

Bay IdentityOUTPUT_BAY_INDENTITY

hpOAPowerStatusPower StatusOUTPUT_BAY_POWER_STATUS

hpOABootOrderBoot OrderOUTPUT_BOOT_ORDER
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HP Server Tasks

This chapter contains the following sections:

• Boot HP Server, on page 2096
• Enable Auto Power On for HP Server, on page 2097
• Press HP Server Power Button, on page 2098
• Reset HP Server, on page 2099
• Resolve HP ILO Network Address, on page 2100
• Set HP Server Boot Source, on page 2101
• Set HP Server Power Saver Mode, on page 2102
• Toggle HP Server Power, on page 2103
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Boot HP Server
Summary

Boot the HP Server
Description

This task allows user to COLD / WARM Boot the HP server.
Inputs

MandatoryMappable To TypeDescriptionInput

YhpServerIdentityChoose the server to bootServer

YhpServerBootIdentityChoose a boot modeBoot Mode

Outputs

TypeDescriptionOutput

hpServerIdentityIdentity of the HP ServerOUTPUT_HP_SERVER_IDENTITY
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Enable Auto Power On for HP Server
Summary

Set the Auto Power On Delay
Description

This task allows user Enable or Disable the Auto Power On. Selection of Power On Delay will enable
and set the new value for the delay.

Inputs

MandatoryMappable To TypeDescriptionInput

YhpServerIdentityChoose the HP server for which to
enable auto power-on.

Server

YhpServerAutoPowerSaver
Identity

Choose an auto power typeType

Outputs

TypeDescriptionOutput

hpServerIdentityIdentity of the HP ServerOUTPUT_HP_SERVER_IDENTITY
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Press HP Server Power Button
Summary

Press the power button in the HP Server
Description

This task allows user press or perss and hold power button. If the ACPI-aware operating system configured
with any power button related action then it will be executed.

Inputs

MandatoryMappable To TypeDescriptionInput

YhpServerIdentityChoose the HP serverServer

Check this option to press and hold the
power button

Hold

Outputs

TypeDescriptionOutput

hpServerIdentityIdentity of the HP ServerOUTPUT_HP_SERVER_IDENTITY
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Reset HP Server
Summary

Reset the HP Server
Description

This task allows user reset the HP server. This script will NOT attempt to gracefully shutdown the host
operating system before it powers off the server.

Inputs

MandatoryMappable To TypeDescriptionInput

YhpServerIdentityChoose the HP serverServer

Outputs

TypeDescriptionOutput

hpServerIdentityIdentity of the HP ServerOUTPUT_HP_SERVER_IDENTITY
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Resolve HP ILO Network Address
Summary

HP ILO Resolve Network Address
Description

This task allows user to resolve MAC address for the selected server NIC.
Inputs

MandatoryMappable To TypeDescriptionInput

YhpServerNicIdentityChoose the HP server NICServer NIC

Outputs

TypeDescriptionOutput

hpServerNicIdentityIdentity of the HP Server NICsOUTPUT_HP_SERVER_NIC_
IDENTITY

hpServerNicMacAddressHP ILOServer NIC'sMACAddressOUTPUT_MAC_ADDRESS
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Set HP Server Boot Source
Summary

Boot source to boot from for HP Server
Description

This task allows user to set the boot Mode for the HP Server. The selected mode will get higher priority.
Inputs

MandatoryMappable To TypeDescriptionInput

YhpServerIdentityChoose the HP server boot sourceServer

YhpServerBootSourceIdentityChoose a boot sourceSource

Outputs

TypeDescriptionOutput

hpServerIdentityIdentity of the HP ServerOUTPUT_HP_SERVER_IDENTITY
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Set HP Server Power Saver Mode
Summary

Power Saver Mode for HP Server
Description

This task allows user to set the Power Saver Mode for the HP Server. Auto mode make the power saver
controlled by the OS.

Inputs

MandatoryMappable To TypeDescriptionInput

YhpServerIdentityChoose the HP server to power
on

Server

YhpServerPowerSaverIdentityChoose a power modeChange Mode

Outputs

TypeDescriptionOutput

hpServerIdentityIdentity of the HP ServerOUTPUT_HP_SERVER_IDENTITY
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Toggle HP Server Power
Summary

Power ON or Power OFF the HP Server
Description

This task allows user to Power On or Power off the HP server. A graceful shutdown will be attempted
for ACPI-aware operating systems configured to support graceful shutdown.

Inputs

MandatoryMappable To TypeDescriptionInput

YhpServerIdentityChoose the HP serverServer

YhpServerOnOffIdentiryChoose the power onPower

Outputs

TypeDescriptionOutput

hpServerIdentityIdentity of the HP ServerOUTPUT_HP_SERVER_IDENTITY
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Hadoop Container Tasks

This chapter contains the following sections:

• Add Bare Metal Node Process Input, on page 2108
• Add Big Data Hadoop account, on page 2110
• Add Bigdata IP Pools, on page 2111
• Add Live Node Process Input, on page 2112
• Add Live Node SSH Command Generator, on page 2113
• Add Live Node SSH Command Generator for MapR, on page 2114
• Add Live Nodes, on page 2116
• Add New Service Cloudera, on page 2117
• Add New Service Hortonworks, on page 2118
• Add New Service MapR, on page 2119
• Add Node, on page 2120
• Add Node SSH Command Generator, on page 2121
• Add Node SSH Command Generator for MapR, on page 2123
• Add Node To Cluster, on page 2125
• Add Role, on page 2126
• Add Splunk account, on page 2127
• Add external DB, on page 2128
• Assign Bare Metal SR ID, on page 2129
• Assign Big Data Account to Group, on page 2130
• Assign IP Status, on page 2131
• Assign Rack, on page 2132
• Assign ServerIdentity, on page 2133
• Authenticate MapR cluster, on page 2134
• Bare Metal Add On Script, on page 2135
• Bigdata Check configuration, on page 2137
• Bigdata Inventory , on page 2138
• Bind/Unbind vNIC Template, on page 2139
• Change Maintenance Policy for UCS SP Template, on page 2140
• Cleanup Hadoop Cluster Env, on page 2141
• Config Nodes, on page 2142
• Configure RAID and Mount Disks, on page 2143
• Configure Storage Directories for Data Node, on page 2144
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• Create Hadoop Cluster Profile, on page 2145
• Create MAC Pool, on page 2147
• Create Rack, on page 2148
• Create UCS Service Profile Template, on page 2149
• Custom SSH Command, on page 2152
• Decommission Node, on page 2153
• Delete A Performance Record, on page 2154
• Delete Bigdata IP Pools, on page 2155
• Delete Hadoop Cluster Profile, on page 2156
• Delete Hadoop Service Role, on page 2157
• Delete Infra Account, on page 2158
• Delete Node, on page 2159
• Delete Role Service, on page 2160
• Delete UCSService Profile Template, on page 2161
• Delete hadoop External Service, on page 2162
• Edit Bigdata IP Pools, on page 2163
• Edit Hadoop Account, on page 2164
• Edit Splunk Account, on page 2165
• Edit hadoop External Service, on page 2166
• Enable/Disable Configuration Check Rule, on page 2167
• Extract Big Data Cluster Details, on page 2168
• High Availability, on page 2169
• Initiate Hadoop Cluster, on page 2170
• Initiate Splunk Cluster, on page 2172
• Instant Hadoop Cluster Profile, on page 2174
• Instant Hadoop Cluster UCS SP, on page 2176
• Linux Shell Script Execution, on page 2178
• Manage DB Lock, on page 2179
• Modify Credentials, on page 2180
• Modify Maintenance Policy, on page 2181
• Monitor Cloudera Managed Node Addition, on page 2182
• Monitor Hadoop Cluster Setup, on page 2183
• Monitor Hortonworks Managed Node Addition, on page 2184
• Monitor MapR Managed Node Addition, on page 2185
• Monitor RAID Configuration, on page 2186
• Monitor Shell Script Status, on page 2187
• Multi Bare Metal OS Install WF, on page 2188
• Multi Bare Metal WF Monitor, on page 2191
• Multi UCSM Configuration WF, on page 2192
• Multi-UCSM Hadoop Cluster Profile, on page 2194
• Multi-UCSM Splunk Cluster Profile, on page 2196
• NFS Configuration for Splunk and Non Splunk Nodes, on page 2198
• Power On or Off Big Data Cluster, on page 2199
• Prepare RAID commands to remove disk, on page 2200
• Provision Hadoop Cluster, on page 2201
• Provision Splunk Cluster, on page 2202
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• Rebalance hadoop cluster, on page 2203
• Recommission Node, on page 2204
• Release IP, on page 2205
• Release IP Status, on page 2206
• Release Multiple IP Addresses, on page 2207
• Remove Bare Metal SR ID, on page 2208
• Remove ServerIdentity, on page 2209
• Remove Storage Directories from Data Node, on page 2210
• Roll Back Cloupia Add On Script, on page 2211
• Roll Back Cloupia Script, on page 2212
• RollBack Cluster, on page 2213
• RollBack Provision Hadoop Cluster, on page 2214
• Run Big Data Cluster Performance Test, on page 2215
• Run Inventory for bigdata Account, on page 2216
• Service Profile unbind/rebind Action, on page 2217
• Setup Big Data Cluster Env, on page 2218
• Setup RAID Commands, on page 2219
• Splunk Cluster Multisite Configuration Generator, on page 2220
• Start All Services, on page 2221
• Start Or Stop Splunk Service, on page 2222
• Start Service, on page 2223
• Start/Stop BMA services, on page 2224
• Stop All Services, on page 2225
• Stop Role Service, on page 2226
• Stop Service, on page 2227
• Synchronized Command Execution, on page 2228
• Unassign Big Data Account from Group, on page 2229
• VLAN Processing for VNIC, on page 2230
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Add Bare Metal Node Process Input
Summary

Add Baremetal Node Process Input
Description

Add Baremetal Node Process Input
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account Name

gen_text_inputNew Host NameNew Host Name

YucsmsptemplateUCSM SP TemplateUCSM SP Template

YipPoolEnter Eth0 IPEnter Eth0 IP

YipPoolEnter Eth1 IPEnter Eth1 IP

YipPoolEnter Eth2 IPEnter Eth2 IP

YipPoolEnter Eth3 IPEnter Eth3 IP

Ygen_text_inputNode CountNode Count

Ygen_text_inputClusterSetupIDCluster SetupID

ucsBootPolicyIdentityNew Host NameLan Boot Policy

ucsBootPolicyIdentityNew Host NameLocal Boot Policy

Outputs

TypeDescriptionOutput

gen_text_inputHadoop Cluster Admin IPOUTPUT_HADOOP_CLUSTER_
ADMIN_IP

gen_text_inputPrimary Name NodeOUTPUT_PRIMARY_NAME_NODE

gen_text_inputList of Data NodesOUTPUT_DATA_NODES

gen_text_inputNew Host NamesOUTPUT_HOST_NAMES

gen_text_inputMGMT IPsOUTPUT_MGMT_IPS

gen_text_inputDATA IPsOUTPUT_DATA_IPS

gen_text_inputHDFS IPsOUTPUT_HDFS_IPS

gen_text_inputPXE IPsOUTPUT_PXE_IPS

gen_text_inputNew SP NameOUTPUT_SP_NAME

ucsBootPolicyIdentityLAN Boot Policy IdentityOUTPUT_LAN_BOOT_POLICY_
IDENTITY
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TypeDescriptionOutput

ucsBootPolicyIdentityLocal Boot Policy IdentityOUTPUT_LOCAL_BOOT_POLICY_
IDENTITY

gen_text_inputHadoop Cluster Mgmt Network
Subnet Mask

OUTPUT_HADOOP_CLUSTER_
MGMT_SUBNET_MASK

gen_text_inputCluster Mgmt GatewayIPOUTPUT_HADOOP_CLUSTER_
MGMT_GATEWAY

gen_text_inputHadoop Cluster PXE Subnet
Mask

OUTPUT_HADOOP_CLUSTER_PXE_
SUBNET_MASK

gen_text_inputCluster PXE GatewayIPOUTPUT_HADOOP_CLUSTER_PXE_
GATEWAY_IP

gen_text_inputPXE IPsOUTPUT_UCSM_SP_TEMPLATE_
NAME

gen_text_inputCluster DATA GatewayIPOUTPUT_HADOOP_CLUSTER_
DATA_GATEWAY_IP

gen_text_inputCluster HDFS GatewayIPOUTPUT_HADOOP_CLUSTER_HDFS_
GATEWAY_IP

gen_text_inputAdmin Node NameOUTPUT_ADMIN_NODE_NAME

gen_text_inputID References to Database
instance of Hadoop Cluster and

OUTPUT_HADOOP_CLUSTER_
SETUP_ENV_ID

Nodes Ethernet Interface
Information

gen_text_inputList of Control Nodes(MapR)OUTPUT_CONTROL_NODES

gen_text_inputList of Zookeeper Nodes(MapR)OUTPUT_ZOOKEEPER_NODES
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Add Big Data Hadoop account
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Pod

YAccount NameAccount Name

YBig Data Account TypeAccount Type

YIP Address of Management
Console

Management Console IP

YpasswordPasswordSSH (root) Password

YpasswordRe Enter PasswordConfirm Password

YpasswordHadoop Manager PasswordHadoop Manager Password

YpasswordRe Enter PasswordConfirm Password1

Outputs

No Outputs
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Add Bigdata IP Pools
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

YEnter IP Pool nameIP Pool Name

IP Pool descriptionDescription

Select Assignment OrderAssignment Order

YStatic IP Pool

YSubnet Mask

Enter default gateway addressDefault Gateway

Enter Primary DNSPrimary DNS

Enter Secondary DNSSecondary DNS

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2111

Hadoop Container Tasks
Add Bigdata IP Pools



Add Live Node Process Input
Summary

Add Live Node Process Input
Description

Add Live Node Process Input
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account Name

Ygen_text_inputHost Management IPV4
Address

Host Management IPV4
Address

YpasswordSSH Password(root)SSH Password(root)

Outputs

TypeDescriptionOutput

gen_text_inputHadoop Cluster Admin IPOUTPUT_HADOOP_CLUSTER_
ADMIN_IP

gen_text_inputPrimary Name NodeOUTPUT_PRIMARY_NAME_NODE

gen_text_inputNew Host NamesOUTPUT_HOST_NAMES

gen_text_inputDATA IPsOUTPUT_DATA_IPS

gen_text_inputAdmin Node NameOUTPUT_ADMIN_NODE_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Add Live Node SSH Command Generator
Summary

Add Live Node SSH Command Generator
Description

Add Live Node SSH Command Generator
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data Account
Name

Big Data Account Name

Ygen_text_inputMGMT IP

Ygen_text_inputDATA IP

Ygen_text_inputHost Name

Ygen_text_inputAdmin Node MGMT IP

Ygen_text_inputAdmin Node Host Name

Ygen_text_inputNameNode Host Name

Ygen_text_inputSSH User Name

Ypassword(New Node)SSH Password

YpasswordAdmin Console Password

gen_text_inputCluster Setup Env ID

YhadoopClusterOsTypeSelect OS VersionOS Version

YhadoopClusterManagerSoftware
VersionType

Select Hadoop
Distribution
Version

Hadoop Distribution Version

YpasswordPassword(Admin Node)SSH Password

gen_text_inputCluster Name

Outputs

TypeDescriptionOutput

gen_text_inputExternal service request ID.OUTPUT_SSH_COMMAND

gen_text_inputAdmin Node ScriptOUTPUT_ADMIN_NODE_SCRIPT

gen_text_inputCloudera Install ScriptOUTPUT_CLOUDERA_INSTALL_
SCRIPT

gen_text_inputPrimary Name NodeOUTPUT_PRIMARY_NAME_NODE

Cisco UCS Director Task Library Reference, Release 6.7
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Add Live Node SSH Command Generator for MapR
Summary

Add Live Node SSH Command Generator for MapR
Description

Add Live Node SSH Command Generator for MapR
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data Account
Name

Big Data Account Name

Ygen_text_inputMGMT IP

Ygen_text_inputDATA IP

Ygen_text_inputHost Name

Ygen_text_inputAdmin Node MGMT IP

Ygen_text_inputAdmin Node Host Name

Ygen_text_inputSSH User Name

Ypassword(New Node)SSH Password

YpasswordPassword(Admin Node)SSH Password

YpasswordAdmin Console Password

gen_text_inputCluster Setup Env ID

YhadoopClusterOsTypeSelect OS VersionOS Version

YhadoopClusterManagerSoftware
VersionType

Select Hadoop
Distribution
Version

Hadoop Distribution Version

Ygen_text_inputControl Nodes

Ygen_text_inputZookeeper Nodes

Ygen_text_inputResource Manager Nodes

Ygen_text_inputHistory Server Nodes

Ygen_text_inputCluster Name

Ygen_text_inputHadoop Template Name

Ygen_text_inputSelect node typeNode Type

Outputs

TypeDescriptionOutput

gen_text_inputExternal service request ID.OUTPUT_SSH_COMMAND

gen_text_inputAdmin Node ScriptOUTPUT_ADMIN_NODE_SCRIPT

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

gen_text_inputCloudera Install ScriptOUTPUT_CLOUDERA_INSTALL_
SCRIPT

gen_text_inputPrimary Name NodeOUTPUT_PRIMARY_NAME_NODE

Cisco UCS Director Task Library Reference, Release 6.7
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Add Live Nodes
Summary

Add Batch Nodes
Description

This task allows user to Add Batch Nodes.
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data Account NameBig Data Account Name

Ygen_text_inputMethod NameMethod Name

Ygen_text_inputBegin IPBegin IP

Ygen_text_inputEnd IPEnd IP

Ygen_text_inputUser NameUser Name

YpasswordPasswordPassword

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Add New Service Cloudera
Summary

Add New Service Cloudera
Description

Add New Service with specific user input for a cloudera distribution
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account
Name

Ygen_text_inputService Type like KAFKA,IMPALAService Type

Ygen_text_inputcomma separated dependent services
like zookeeper,hdfs

Dependent Services

Ygen_text_inputRole and Hostname Pairs as in
KAFKA_

Role Assignment Pairs

BORKER:hostname1,KAFKA_
MIRRORMAKER:hostname2

Outputs

TypeDescriptionOutput

gen_text_inputNewly Created Service NameOUTPUT_HADOOP_NEW_SERVICE_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Add New Service Hortonworks
Summary

Add New Service Hortonworks
Description

Add New Service with specific user input for a Hortonworks distribution
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account
Name

Ygen_text_inputService Type like KAFKA,IMPALAService Type

Ygen_text_inputRole and Hostname Pairs as in
KAFKA_

Role Assignment Pairs

BORKER:hostname1,KAFKA_
MIRRORMAKER:hostname2

Outputs

TypeDescriptionOutput

gen_text_inputNewly Created Service NameOUTPUT_HADOOP_NEW_SERVICE_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Add New Service MapR
Summary

Add New Service MapR
Description

Add New Service with specific user input for a MapR distribution
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account
Name

Ygen_text_inputRole and Hostname Pairs as in
KAFKA_

Role Assignment Pairs

BORKER:hostname1,KAFKA_
MIRRORMAKER:hostname*

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Add Node
Summary

Add Node
Description

This task allows user to Add Node to Hadoop Cluster .
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data Account NameBig Data Account Name

gen_text_inputHost NameHost Name

gen_text_inputRack NameRack Name

BooleanInstall Only Client Roles

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Add Node SSH Command Generator
Summary

Add Node SSH Command Generator
Description

Add Node SSH Command Generator
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data
Account Name

Big Data Account Name

Ygen_text_inputMAC Address (eth1)

Ygen_text_inputMAC Address (eth2)

Ygen_text_inputMAC Address (eth3)

Ygen_text_inputMGMT Gateway IP

Ygen_text_inputDATA Gateway IP

Ygen_text_inputHDFS Gateway IP

Ygen_text_inputPXE Gateway IP

Ygen_text_inputMGMT IP

Ygen_text_inputDATA IP

Ygen_text_inputHDFS IP

Ygen_text_inputPXE IP

Ygen_text_inputHost Name

Ygen_text_inputAdmin Node MGMT IP

Ygen_text_inputAdmin Node Host Name

Ygen_text_inputNameNode Host Name

Ygen_text_inputUser Name

YpasswordPassword

YpasswordAdmin Console Password

gen_text_inputCluster Setup Env ID

YhadoopClusterOsTypeSelect OS
Version

OS Version

YhadoopClusterManagerSoftware
VersionType

Select Hadoop
Distribution
Version

Hadoop Distribution Version

gen_text_inputCluster Name

Cisco UCS Director Task Library Reference, Release 6.7
2121

Hadoop Container Tasks
Add Node SSH Command Generator



Outputs

TypeDescriptionOutput

gen_text_inputPost PXE Interface Configuration
script for hadoop cluster nodes

OUTPUT_POST_PXE_HADOOP_
CLUSTER_NODES_INTERFACE_
CONFIG_SCRIPT

gen_text_inputExternal service request ID.OUTPUT_SSH_COMMAND

gen_text_inputAdmin Node ScriptOUTPUT_ADMIN_NODE_SCRIPT

gen_text_inputCloudera Install ScriptOUTPUT_CLOUDERA_INSTALL_
SCRIPT

gen_text_inputPrimary Name NodeOUTPUT_PRIMARY_NAME_NODE

gen_text_inputInstall Megaraid Drivers scriptOUTPUT_INSTALL_MEGARAID_
DRIVERS_SCRIPT

Cisco UCS Director Task Library Reference, Release 6.7
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Add Node SSH Command Generator for MapR
Summary

Add Node SSH Command Generator for MapR
Description

Add Node SSH Command Generator
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data
Account Name

Big Data Account Name

Ygen_text_inputMAC Address (eth1)

Ygen_text_inputMAC Address (eth2)

Ygen_text_inputMAC Address (eth3)

Ygen_text_inputMGMT Gateway IP

Ygen_text_inputDATA Gateway IP

Ygen_text_inputHDFS Gateway IP

Ygen_text_inputPXE Gateway IP

Ygen_text_inputMGMT IP

Ygen_text_inputDATA IP

Ygen_text_inputHDFS IP

Ygen_text_inputPXE IP

Ygen_text_inputHost Name

Ygen_text_inputAdmin Node MGMT IP

Ygen_text_inputAdmin Node Host Name

Ygen_text_inputNameNode Host Name

Ygen_text_inputUser Name

YpasswordPassword

YpasswordAdmin Console Password

gen_text_inputCluster Setup Env ID

YhadoopClusterOsTypeSelect OS
Version

OS Version

YhadoopClusterManagerSoftware
VersionType

Select Hadoop
Distribution
Version

Hadoop Distribution Version

Ygen_text_inputControl Nodes

Ygen_text_inputZookeeper Nodes

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster Name

Outputs

TypeDescriptionOutput

gen_text_inputPost PXE Interface Configuration
script for hadoop cluster nodes

OUTPUT_POST_PXE_HADOOP_
CLUSTER_NODES_INTERFACE_
CONFIG_SCRIPT

gen_text_inputExternal service request ID.OUTPUT_SSH_COMMAND

gen_text_inputAdmin Node ScriptOUTPUT_ADMIN_NODE_SCRIPT

gen_text_inputCloudera Install ScriptOUTPUT_CLOUDERA_INSTALL_
SCRIPT

gen_text_inputPrimary Name NodeOUTPUT_PRIMARY_NAME_NODE

gen_text_inputInstall Megaraid Drivers scriptOUTPUT_INSTALL_MEGARAID_
DRIVERS_SCRIPT

Cisco UCS Director Task Library Reference, Release 6.7
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Add Node To Cluster
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account Name

gen_text_inputHadoop Service NameHadoop Service Name

Ygen_text_inputMethod NameMethod Name

Ygen_text_inputHost NameHost Name

Ygen_text_inputRack NameRack Name

Ygen_text_inputUser NameUser Name

YpasswordPasswordPassword

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Add Role
Summary

Add Role
Description

This task allows user to Add Role to Hadoop Cluster .
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputBig Data Account NameBig Data Account Name

Ygen_text_inputHadoop Service NameHadoop Service Name

Ygen_text_inputRole TypeRole Type

Ygen_text_inputNode NameNode Name

Ygen_text_inputRole NameRole Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Add Splunk account
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Pod

YAccount NameAccount Name

YIP Address of Management
Console

Management Console IP

YpasswordPasswordSSH (root) Password

YpasswordRe Enter PasswordConfirm Password

YMonitoring Console ProtocolMonitoring Console Protocol

YMonitoring Console Port NumberMonitoring Console Port Number

YpasswordSplunk Manager PasswordSplunk Manager Password

YpasswordRe Enter PasswordConfirm Password

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Add external DB
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YDataBase NameDataBase Configuration Profile
Name

YSelect DataBase TypeDataBase Type

YServiceNameServer Name

YDataBase PortPort

YDataBase UserNameUser Name/SID

YpasswordDataBase PasswordPassword

YpasswordDataBase PasswordCofirm Password

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Assign Bare Metal SR ID
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

Ygen_text_inputHost NameHost Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Assign Big Data Account to Group
Summary

Assign Big Data Account to Group
Description

Assign Big Data Account to Group
Inputs

MandatoryMappable To TypeDescriptionInput

YbigdataAccountTypeSelect Account TypeBig Data Account Type

YhadoopBigDataAccount
Identity

Select Hadoop AccountSelect Hadoop Account

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect the group to assign to big
data account.

User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

bigdataAccountTypeAccount
Type(hadoop/splunk)

OUTPUT_BIGDATA_ACCOUNT_
TYPE_FLAVOR

splunkaccountIdentitySplunk AccountOUTPUT_SPLUNK_ACCOUNT

hadoopBigDataAccount
Identity

Hadoop AccountOUTPUT_HADOOP_ACCOUNT

Cisco UCS Director Task Library Reference, Release 6.7
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Assign IP Status
Summary

Assign IP Status
Description

Assign IP Status.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

Ygen_text_inputIP AddressIP Address

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Assign Rack
Summary

Assign Rack
Description

Custom SSH Command.
Inputs

MandatoryMappable To TypeDescriptionInput

YDo you want to Assign Node
to the below rack

Do you want to Assign Node
to the below rack?

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account Name

gen_text_inputHost NameHost Name

gen_text_inputRack NameRack Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Assign ServerIdentity
Summary

Assign ServerIdentity
Description

Assign ServerIdentity.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

Ygen_text_inputServerIdentityServer Identity

Ygen_text_inputHost NameHost Name

Ygen_text_inputUCS Service Profile
Template

UCS Service Profile
Template

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Authenticate MapR cluster
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YAccount NameAccount Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Bare Metal Add On Script
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountNameSelect UCS Account NameUCS Account Name

Ygen_text_inputserviceProfileIdentityServiceProfileIdentity

Ygen_text_inputnodeNameToAddNodeNameToAdd

Ygen_text_inputNo of concurrent Bare Metal
workflow execution

No of consecutive Bare Metal
workflow execution in a block

Ygen_text_inputTime Gap (milliseconds)
between consequitive BareMetal
workflows

Time Gap (milliseconds)
between consequitive Bare
Metal workflows

Ygen_text_inputTime Gap (milliseconds)
between two sets of Bare Metal
execution block

Time Gap (milliseconds)
between two sets of Bare Metal
execution block

Ygen_text_inputTime Gap (milliseconds) to
check status of Bare Metal
workflows

Time Gap (milliseconds) to
check status of Bare Metal
workflows

YucsOrganization
Identity

Organization name under which
to create Service Profile

Organization

Ygen_text_inputNode CountNode Count

Ygen_text_inputHost Node PrefixHost Node Prefix

Ygen_text_inputLAN Boot IdentityLAN Boot Identity

Ygen_text_inputLocal Boot IdentityLocal Boot Identity

Ygen_text_inputUCS Service Profile Template
Name

UCS Service Profile Template
Name

Ygen_text_inputSSH UsernameSSH Username

YpasswordSSH PasswordSSH Password

Ygen_text_inputPOST PXE CommandPOST PXE Command

Ygen_text_inputWorkflow NameWorkflow Name

Ygen_text_inputService Profile PrefixService Profile Prefix

Ygen_text_inputCluster Management IPsCluster Management IPs

Ygen_text_inputCluster Management Subnet IPCluster Management Subnet IP

Ygen_text_inputCluster Management GateWay
IP

Cluster Management GateWay
IP
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MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPXE IPsPXE IPs

Ygen_text_inputPXE Gateway IPPXE Gateway IP

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

Outputs

TypeDescriptionOutput

gen_text_inputSR IDsOUTPUT_SR_ID_LIST

Cisco UCS Director Task Library Reference, Release 6.7
2136

Hadoop Container Tasks
Bare Metal Add On Script



Bigdata Check configuration
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Pod

YAccount NameAccount Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Bigdata Inventory
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YbigdataAccountTypeSelect Account TypeBig Data Account Type

YhadoopBigDataAccountIdentitySelect Hadoop AccountSelect Hadoop Account

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Bind/Unbind vNIC Template
Summary

Bind/Unbind vNIC Template
Description

Bind/Unbind vNIC Template
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfilevNICIdentitySelect the vNIC to add VLANvNIC

UcsVNICTemplateIdentitySelect vNIC TemplateVNIC Template

gen_text_inputSelect action type [Unbind /
Rebind]

Select action type
[Unbind / Rebind]

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Change Maintenance Policy for UCS SP Template
Summary

Change Maintenance Policy for UCS SP Template
Description

Change Maintenance Policy for UCS SP Template
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileTemplate
Identity

Select UCS Service Profile
Template

Service Profile
Template

YUcsMaintenancePolicyIdentitySelect Maintenance Policy to
Change.

Maintenance Policy

Outputs

TypeDescriptionOutput

ucsServiceProfileTemplate
Identity

UCS Service Profile Template
Identity

OUTPUT_UCS_SERVICE_PROFILE_
TEMPLATE_IDENTITY

UcsMaintenancePolicy
Identity

UCS Maintenance Policy
Identity.

OUTPUT_UCS_MAINTENANCE_
POLICY_IDENTITY

UcsMaintenancePolicy
Identity

Previous UCS Maintenance
Policy Identity.

OUTPUT_PREVIOUS_UCS_
MAINTENANCE_POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Cleanup Hadoop Cluster Env
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

Outputs

TypeDescriptionOutput

gen_text_inputHadoop Cluster Admin IPOUTPUT_HADOOP_CLUSTER_
ADMIN_IP

gen_text_inputHadoop Cluster Mgmt Network IP
Range

OUTPUT_HADOOP_CLUSTER_MGMT_
NETWROK_IPS

gen_text_inputHadoop Cluster Mgmt Network
Subnet Mask

OUTPUT_HADOOP_CLUSTER_MGMT_
SUBNET_MASK

gen_text_inputCluster Mgmt GatewayIPOUTPUT_HADOOP_CLUSTER_MGMT_
GATEWAY

gen_text_inputScript for hadoop distribution and
other third party software installation

OUTPUT_HADOOP_DISTRIBUTION_
INSTALL_SCRIPT

gen_text_inputPost PXE Interface Configuration
script for hadoop cluster nodes

OUTPUT_POST_PXE_HADOOP_
CLUSTER_NODES_INTERFACE_
CONFIG_SCRIPT

Cisco UCS Director Task Library Reference, Release 6.7
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Config Nodes
Summary

Config Nodes
Description

This task allows user to Config Nodes under Hadoop Cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputBig Data Account NameBig Data Account Name

Ygen_text_inputNode NameNode Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Configure RAID and Mount Disks
Summary

Configure RAID and Mount Disks
Description

Configure RAID and Mount Disks
Inputs

MandatoryMappable To TypeDescriptionInput

YBigDataServerDiskIdentitySelect disksSelect disks

Ygen_text_inputRAID Level[Data]

Ygen_text_inputDisks Per Group

Ygen_text_inputWrite Mode

Ygen_text_inputRead Mode

YBooleanUse Cache

YBooleanUse Cache if Bad BBU

Ygen_text_inputStrip Size(MB)

Outputs

TypeDescriptionOutput

gen_text_inputANSIBLE_LIBRARY_
DOWNLOAD_COMMAND

OUTOUT_ANSIBLE_LIBRARY_
DOWNLOAD_COMMAND

gen_text_inputCONFIGURE_RAID_AND_
MOUNT_DISKS_COMMANDS

OUTOUT_CONFIGURE_RAID_AND_
MOUNT_DISKS_COMMANDS

gen_text_inputNSIBLE__LOGFILEOUTOUT_ANSIBLE_LOGFILE

Cisco UCS Director Task Library Reference, Release 6.7
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Configure Storage Directories for Data Node
Summary

Configure Storage Directories for Data Node
Description

Configure Storage Directories for Data Node
Inputs

MandatoryMappable To TypeDescriptionInput

YBigDataServerDiskIdentitySelect disksSelect disks

YhadoopBigDataAccountIdentityBig Data Account NameBigData Account Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hadoop Cluster Profile
Summary

Create Hadoop Cluster Profile
Description

This task allows user to Create Hadoop Cluster Profile from template.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfile
TemplateBigDataIdentity

Select UCS Service Profile
Template

UCS Service Profile
Template

YucsAccountNameSelect UCS Account NameUCS Account Name

YucsOrganizationIdentityOrganization name under which
to create Service Profile

Organization

YhadoopClusterTemplate
Identity

Select Hadoop Cluster Profile
Template

Hadoop Cluster Profile
Template

Ygen_text_inputCluster NameHadoop Cluster Name

YhadoopClusterOsTypeSelect OS VersionOS Version

Ygen_text_inputSSH UsernameSSH Username

YpasswordSSH PasswordSSH (root) Password

YpasswordRe Enter SSH PasswordConfirm SSH Password

passwordManagement Console PasswordManagement Console
Password

Ygen_text_inputHadoop Node PrefixHost Node Prefix

gen_text_inputSelect vNICvNIC Name

YipPoolIP PoolIP Pool (eth0)

YipPoolIP PoolIP Pool (eth1)

YipPoolIP PoolIP Pool (eth2)

gen_text_inputIP Range. Example: 192.168.0.1
- 192.168.0.50

IP Range (eth0)

gen_text_inputSubnet Mask, ex: 255.128.0.0Subnet Mask (eth0)

gen_text_inputGateWay IP, ex: 192.168.0.10GateWay IP (eth0)

gen_text_inputIP Range. Example: 192.168.0.1
- 192.168.0.50

IP Range (eth1)

gen_text_inputSubnet Mask, ex: 255.128.0.0Subnet Mask (eth1)

gen_text_inputGateWay IP, ex: 192.168.0.10GateWay IP (eth1)

gen_text_inputIP Range. Example: 192.168.0.1
- 192.168.0.50

IP Range (eth2)
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MandatoryMappable To TypeDescriptionInput

gen_text_inputSubnet Mask, ex: 255.128.0.0Subnet Mask (eth2)

gen_text_inputGateWay IP, ex: 192.168.0.10GateWay IP (eth2)

serverPoolIdentityUCS Server Pool IdentityUCS Server Pool Identity

Outputs

TypeDescriptionOutput

gen_text_inputNode CountOUTPUT_HADOOP_CLUSTER_
NODE_COUNT

gen_text_inputID References to Database instance
of Hadoop Cluster and Nodes
Ethernet Interface Information

OUTPUT_HADOOP_CLUSTER_
SETUP_ENV_ID

gen_text_inputID References to Databsae instance
of Hadoop Cluster Nodes Provison
Information

OUTPUT_HADOOP_CLUSTER_
PROVISON_ID

gen_text_inputHadoop Cluster Data Network IP
Range

OUTPUT_HADOOP_CLUSTER_
DATA_NETWORK_IPS

gen_text_inputCluster DATA GatewayIPOUTPUT_HADOOP_CLUSTER_
DATA_GATEWAY_IP

gen_text_inputHadoop Cluster DATASubnetMaskOUTPUT_HADOOP_CLUSTER_
DATA_SUBNET_MASK

gen_text_inputBig Data Account TypeOUTPUT_BIGDATA_ACCOUNT_
TYPE

gen_text_inputData Centre NameOUTPUT_HADOOP_DATACENTRE_
NAME

ucsServerPoolIdentityUCS Server Pool Identity.OUTPUT_UCS_SERVER_POOL_
IDENTITY

gen_text_inputHadoop Cluster Admin IPOUTPUT_HADOOP_CLUSTER_
ADMIN_IP

Cisco UCS Director Task Library Reference, Release 6.7
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Create MAC Pool
Summary

Create MAC Pool
Description

Create MAC Pool
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountNameSelect UCS Account NameUCS Account Name

YucsOrganizationIdentityOrganization name under which to
create Service Profile

Organization

YEnter first MAC addressFirst MAC Address

YEnter size of the blockSize

Ygen_text_inputUCSM Entity PrefixUCSMPolicyNamePrefix

gen_text_inputSelect vNICvNIC Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Create Rack
Summary

Create Rack
Description

This task allows user to create a Rack in Hadoop Cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data Account NameBig Data Account Name

Ygen_text_inputRack NameRack Name

Ygen_text_inputRack DescriptionRack Description

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Create UCS Service Profile Template
Summary

Create UCS Service Profile Template
Description

This task allows user to create a UCS Service Profile Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileTemplate
BigDataIdentity

Select Big Data UCS SP
Template

Big Data UCS SP Template

ucsServiceProfileTemplate
Identity

Select UCS Service Profile
Template

UCS Service Profile Template

Ygen_text_inputUCSM Entity PrefixUCSM Policy Name Prefix

Ygen_text_inputUCS Service Profile PrefixUCS Service Profile Template
Prefix

YucsAccountNameSelect UCS Account NameUCS Account Name

YucsOrganizationIdentityOrganization name under
which to create Service
Profile

Organization

YhostFirmwareIdentityHost Firmware PackageHost Firmware Package

YucsBigDataUUIDpoolIdentityUUID PoolSelect UUID Pool

gen_text_inputSelect prefixUUID Prefix

gen_text_inputEnter First AddressUUID Suffixes - From

gen_text_inputSize of the BlockUUID Pool-Size

YucsMacPoolIdentityMAC PoolSelect MAC Pool

gen_text_inputSelect vNICvNIC Name

gen_text_inputEnter first MAC addressFirst MAC Address (eth0)

gen_text_inputEnter size of the blockSize (eth0)

gen_text_inputVLAN Name (eth0)

Ygen_text_inputVLAN ID (eth0)

gen_text_inputEnter first MAC addressFirst MAC Address (eth1)

gen_text_inputEnter size of the blockSize (eth1)

gen_text_inputVLAN Name (eth1)

Ygen_text_inputVLAN ID (eth1)

gen_text_inputEnter first MAC addressFirst MAC Address (eth2)

gen_text_inputEnter size of the blockSize (eth2)
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MandatoryMappable To TypeDescriptionInput

gen_text_inputVLAN Name (eth2)

Ygen_text_inputVLAN ID (eth2)

Ygen_text_inputPXE VLAN ID

Ygen_text_inputvNIC Data

gen_text_inputBoot Mode

Outputs

TypeDescriptionOutput

gen_text_inputUcs Service Profile Template NameOUTPUT_UCS_SERVICE_
PROFILE_TEMPLATE_NAME

ucsServiceProfile
TemplateIdentity

UCS Service Profile Template IdentityOUTPUT_UCS_SERVICE_
PROFILE_TEMPLATE_IDENTITY

ucsBootPolicyIdentityLAN Boot Policy IdentityOUTPUT_LAN_BOOT_POLICY_
IDENTITY

ucsBootPolicyIdentityLocal Boot Policy IdentityOUTPUT_LOCAL_BOOT_POLICY_
IDENTITY

gen_text_inputvNIC NamesOUTPUT_VNIC_NAMES_LIST

gen_text_inputPXE VNIC NameOUTPUT_PXE_VNIC_NAME

gen_text_inputPXE VLAN NameOUTPUT_PXE_VLAN_NAME

gen_text_inputPXE VLAN DnOUTPUT_PXE_VLAN_DN

ucsVlanIdentityPXE VLAN IDENTITYOUTPUT_PXE_VLAN_IDENTITY

UcsVNICTemplate
Identity

PXE vNIC Template IdentityOUTPUT_PXE_VNIC_TEMPLATE_
IDENTITY

UcsVNICTemplate
Identity

DATA vNIC Template IdentityOUTPUT_DATA_VNIC_
TEMPLATE_IDENTITY

gen_text_inputStorage Profile BD_V1_PCH_STP_R0
Exists

OUTPUT_STORAGE_PROFILE_
PCH_RAID0_EXISTS

gen_text_inputStorage Profile BD_V1_PCH_STP_R1
Exists

OUTPUT_STORAGE_PROFILE_
PCH_RAID1_EXISTS

gen_text_inputStorage Profile BD_V1_PCH_
NORAID Exists

OUTPUT_STORAGE_PROFILE_
PCH_NORAID_EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_SSM_RAID0

OUTPUT_DGP_BD_V1_SSM_
RAID0_EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_SSM_RAID1

OUTPUT_DGP_BD_V1_SSM_
RAID1_EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R1_S12

OUTPUT_DGP_BD_V1_M_R1_S12_
EXISTS
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TypeDescriptionOutput

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R1_S23

OUTPUT_DGP_BD_V1_M_R1_S23_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R1_S34

OUTPUT_DGP_BD_V1_M_R1_S34_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R1_S45

OUTPUT_DGP_BD_V1_M_R1_S45_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R1_S56

OUTPUT_DGP_BD_V1_M_R1_S56_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R1_S67

OUTPUT_DGP_BD_V1_M_R1_S67_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R1_S78

OUTPUT_DGP_BD_V1_M_R1_S78_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R1_S89

OUTPUT_DGP_BD_V1_M_R1_S89_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R1_S910

OUTPUT_DGP_BD_V1_M_R1_
S910_EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R1_S1011

OUTPUT_DGP_BD_V1_M_R1_
S1011_EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R0_S1

OUTPUT_DGP_BD_V1_M_R0_S1_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R0_S2

OUTPUT_DGP_BD_V1_M_R0_S2_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R0_S3

OUTPUT_DGP_BD_V1_M_R0_S3_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R0_S4

OUTPUT_DGP_BD_V1_M_R0_S4_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R0_S5

OUTPUT_DGP_BD_V1_M_R0_S5_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R0_S6

OUTPUT_DGP_BD_V1_M_R0_S6_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R0_S7

OUTPUT_DGP_BD_V1_M_R0_S7_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R0_S8

OUTPUT_DGP_BD_V1_M_R0_S8_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R0_S9

OUTPUT_DGP_BD_V1_M_R0_S9_
EXISTS

gen_text_inputUCS Disk Group Policy Existence for
BD_V1_M_R0_S10

OUTPUT_DGP_BD_V1_M_R0_S10_
EXISTS
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Custom SSH Command
Summary

Custom SSH Command
Description

Custom SSH Command.
Inputs

MandatoryMappable To TypeDescriptionInput

YipaddressHost IP AddressHost IP Address

Ygen_text_inputSSH User NameSSH User Name

YpasswordSSH PasswordSSH Password

gen_text_inputDelay time between each command
execution

Command Delay

gen_text_inputMax wait time for the CLI sessionMax Wait Time

BooleanIf checked, commands executed
through SSH are not logged in SR log
nor echoed back

Disable Command Echo
and Command Logging

Ygen_text_inputSSH command with arguments to
execute

Command

Error Text to validateError Text

gen_text_inputSSH undo command with arguments
to execute

Undo Command

Error Text to validateError Text[Undo]

Outputs

TypeDescriptionOutput

gen_text_inputExternal service request ID.OUTPUT_SSH_COMMAND
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Decommission Node
Summary

Decommission Node
Description

This task allows user to Decommission Node .
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputBig Data Account NameBig Data Account Name

Ygen_text_inputNode NameNode Name

Outputs

No Outputs
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Delete A Performance Record
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YbigdataAccountTypeSelect Account TypeBig Data Account Type

YhadoopBigDataAccountIdentitySelect Hadoop AccountSelect Hadoop Account

Ygen_text_inputData Center NameData Center Name

Ygen_text_inputCluster NameCluster Name

Ygen_text_inputidid

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Bigdata IP Pools
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YBig Data Account NameIP Pool Identity

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hadoop Cluster Profile
Summary

Delete Hadoop Cluster Profile
Description

This task allows user to Delete Hadoop Cluster Profile from UCSD.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

Ygen_text_inputCluster Provision IDCluster Provision ID

Outputs

No Outputs
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Delete Hadoop Service Role
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Pod

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account Name

YCluster Name

Ygen_text_inputHadoop Service NameHadoop Service Name

YHost Name

YRole Name

YRole TypeRole Type

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Infra Account
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Pod

YAccount NameAccount Name

Outputs

No Outputs
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Delete Node
Summary

Delete Node
Description

This task allows user to Delete Node.
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account Name

Ygen_text_inputNode NameNode Name

gen_text_inputDelete Node to Bare Metal?Delete Node to Bare
Metal?(true/false)

gen_text_inputSplunk Delete Node ConfigSplunk Delete Node Config

gen_text_inputMaxwait time (seconds) for the
Rollback Node to Bare Metal
to finish

Maxwait time (seconds) for the
Rollback Node to BareMetal to
finish

Outputs

No Outputs
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Delete Role Service
Summary

Delete Role Service
Description

This task allows user to Dele Role Service .
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data Account NameBig Data Account Name

Ygen_text_inputNode NameNode Name

Ygen_text_inputRole NameRole Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete UCSService Profile Template
Summary

Delete UCSService Profile Template
Description

This task allows user to delete a UCS Service Profile Template.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect UCS Service Profile
Template Identity

UCS Service Profile
Template Identity

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete hadoop External Service
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YDataBase NameDataBase Configuration Profile
Name

YSelect DataBase TypeDataBase Type

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2162

Hadoop Container Tasks
Delete hadoop External Service



Edit Bigdata IP Pools
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YBig Data Account NameIP Pool Identity

Enter IP Pool nameIP Pool Name

IP Pool descriptionDescription

Select Assignment OrderAssignment Order

Add one or more IPv4 BlocksIPv4 Blocks

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Edit Hadoop Account
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Pod

Ygen_text_inputAccount NameAccount Name

Ygen_text_inputIP Address of Management
Console

Management Console IP

Ygen_text_inputBig Data Account TypeAccount Type

YpasswordPasswordSSH (root) Password

YpasswordRe Enter PasswordConfirm Password

Ygen_text_inputManagement Console ProtocolManagement Console Protocol

Ygen_text_inputManagement Console Port
Number

Management Console Port
Number

YpasswordHadoop Manager PasswordHadoop Manager Password

YpasswordRe Enter PasswordConfirm Password

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Edit Splunk Account
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Pod

Ygen_text_inputAccount NameAccount Name

Ygen_text_inputIP Address of Management
Console

Management Console IP

YpasswordPasswordSSH (root) Password

YpasswordRe Enter PasswordConfirm Password

Ygen_text_inputMonitoring Console ProtocolMonitoring Console Protocol

Ygen_text_inputMonitoring Console Port
Number

Monitoring Console Port
Number

YpasswordSplunk Manager PasswordSplunk Manager Password

YpasswordRe Enter PasswordConfirm Password

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Edit hadoop External Service
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YDataBase NameDataBase Configuration Profile
Name

YSelect DataBase TypeDataBase Type

ServiceNameServer Name

DataBase PortPort

DataBase UserNameUser Name

passwordDataBase PasswordPassword

passwordDataBase PasswordConfirm Password

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Enable/Disable Configuration Check Rule
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCode NameCode

Ygen_text_inputTypeType

Ygen_text_inputEnable or Disable Config
Check Rules

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Extract Big Data Cluster Details
Summary

Extract Big Data Cluster Details
Description

Extract Big Data Cluster Details from Account
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data Account NameBigDataAccount Name

Outputs

TypeDescriptionOutput

gen_text_inputHadoop Cluster NameOUTPUT_HADOOP_CLUSTER_NAME

gen_text_inputHadoop Cluster Admin IPOUTPUT_HADOOP_CLUSTER_ADMIN_
IP

gen_text_inputHadoop Distribution TypeOUTPUT_HADOOP_CLUSTER_
DISTRIBUTION_TYPE

gen_text_inputHadoop Distribution VersionOUTPUT_HADOOP_CLUSTER_
DISTRIBUTION_VERSION

gen_text_inputHadoop Manager Login User
Name

OUTPUT_HADOOP_MANAGER_LOGIN

passwordHadoop Manager PasswordOUTPUT_HADOOP_MANAGER_
PASSWORD

gen_text_inputHadoop Cluster SSH UserNameOUTPUT_HADOOP_CLUSTER_SSH_
USERNAME

passwordHadoop Cluster SSH PasswordOUTPUT_HADOOP_CLUSTER_SSH_
PASSWORD
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High Availability
Summary

High Availability
Description

High Availability
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data
Account Name

Big Data Account Name

gen_text_inputCurrent NameNode

gen_text_inputAdditional NameNode

gen_text_inputSelected Journal Node

gen_text_inputSecondary Name Node

gen_text_inputEnable High Availability

Ygen_text_inputUpgrade Cluster

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Initiate Hadoop Cluster
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter Big Data Account Name
with atmost 10 alphanumeric
characters

Big Data Account Name

Ygen_text_inputUCSM Policy Name Prefix with
atmost 5 alphanumeric characters

UCSM Policy Name Prefix

Ygen_text_inputCluster NameHadoop Cluster Name

YpasswordSSH PasswordSSH (root) Password

YpasswordRe Enter SSH PasswordConfirm SSH Password

YpasswordHadoop Manager PasswordHadoop Manager Password

YpasswordConfirm Hadoop Manager
Password

Confirm Hadoop Manager
Password

Ygen_text_inputHadoop Node Prefix should not
contain any special characters

Host Node Prefix

YhadoopClusterOsTypeSelect OS VersionOS Version

YhadoopClusterTemplate
Identity

Hadoop Template NameHadoop Template Name

YhadoopClusterTypeSelect Hadoop DistributionHadoop Distribution

Ygen_text_inputSelect Hadoop Distribution
Version

HadoopDistributionVersion

YManagement Console ProtocolManagement Console
Protocol

YManagement Port NumberManagement Port Number

YjdkLovSelect JDK VersionOracle JDK

YhadoopExternalDbLov
Type

Select Hadoop Distribution
Version

External DataBase

BooleanMulti UCSM

YucsAccountNameSelect UCS Manager Account
Name

UCS Manager Account

YucsOrganizationIdentityOrganization name under which to
create Service Profile

Organization

YucsServiceProfile
TemplateBigDataIdentity

UCS Service Profile TemplateUCS SP Template for Big
Data
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MandatoryMappable To TypeDescriptionInput

ucsServiceProfile
TemplateIdentity

UCS Service Profile TemplateUCS SP Template

Ygen_text_inputPXE VLAN IDPXE VLAN ID

YhadoopServerRolesSelect Hadoop rolesHadoop Server Roles

YvNICConfigSelect vNIC From TemplatevNIC Template

Outputs

TypeDescriptionOutput

gen_text_inputSR IDsOUTPUT_SR_ID_LIST

userGroupGroup IDOUTPUT_GROUP_ID

bigdataAccountTypeAccount
Type(hadoop/splunk)

OUTPUT_BIGDATA_ACCOUNT_
TYPE_FLAVOR

hadoopBigDataAccount
Identity

Hadoop AccountOUTPUT_HADOOP_ACCOUNT

Cisco UCS Director Task Library Reference, Release 6.7
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Initiate Splunk Cluster
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSpecify a Big Data Account Name
with a maximum of 10
alphanumeric characters.

Big Data Account Name

Ygen_text_inputSpecify a UCSM Policy Name
Prefix with a maximum of 5
alphanumeric characters.

UCSM Policy Name Prefix

YMonitoring Console ProtocolMonitoring Console Protocol

YMonitoring console Port NumberMonitoring Console Port
Number

YpasswordSSH PasswordSSH (root) Password

YpasswordRe Enter SSH PasswordConfirm SSH Password

YpasswordSplunk Manager PasswordSplunk Manager Password

YpasswordConfirmHadoopManager PasswordConfirm Splunk Manager
Password

YhadoopClusterOs
Type

Select OS VersionOS Version

YsplunkCluster
ManagerSoftware
VersionType

Select Splunk Distribution VersionSplunk Distribution Version

YucsServiceProfile
TemplateBigData
Identity

UCS Service Profile TemplateBig Data UCS SP Template

BooleanMulti UCSM

YucsAccountNameSelectUCSManagerAccountNameUCS Manager Account

YucsOrganization
Identity

Organization name under which to
create Service Profile

Organization

UCS Service Profile TemplateUCS SP Template

Ygen_text_inputPXE VLAN IDPXE VLAN ID

YSelect Splunk rolesSplunk Server Roles

YSelect vNIC From TemplatevNIC Template

YSite Preferences
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MandatoryMappable To TypeDescriptionInput

YSite Replication Factor (Origin)Site Replication Factor
(Origin)

YSite Replication Factor (Total)Site Replication Factor (Total)

YSite Search Factor (Origin)Site Search Factor (Origin)

YSite Search Factor (Total)Site Search Factor (Total)

Ygen_text_inputMaster Site NameMaster Site Name

Outputs

TypeDescriptionOutput

gen_text_inputSR IDsOUTPUT_SR_ID_LIST

userGroupGroup IDOUTPUT_GROUP_ID

bigdataAccountTypeAccount
Type(hadoop/splunk)

OUTPUT_BIGDATA_ACCOUNT_
TYPE_FLAVOR

splunkaccountIdentitySplunk AccountOUTPUT_SPLUNK_ACCOUNT

Cisco UCS Director Task Library Reference, Release 6.7
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Instant Hadoop Cluster Profile
Summary

Instant Hadoop Cluster Profile
Description

This task allows user to Create Instant Hadoop Cluster Profile.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputNode CountNode Count

YucsAccountNameSelect UCS Account NameUCS Account Name

YucsOrganizationIdentityOrganization name under which
to create Service Profile

Organization

Ygen_text_inputCluster NameHadoop Cluster Name

YhadoopClusterTypeSelect Hadoop DistributionHadoop Distribution

YhadoopClusterManager
SoftwareVersionType

Select Hadoop Distribution
Version

Hadoop Distribution Version

YhadoopClusterOsTypeSelect OS VersionOS Version

Ygen_text_inputSSH UsernameSSH Username

YpasswordSSH PasswordSSH (root) Password

YpasswordRe Enter SSH PasswordConfirm SSH (root)
Password

Ygen_text_inputHadoop Node PrefixHost Node Prefix

gen_text_inputSelect vNICvNIC Name

YipPoolIP PoolIP Pool (eth0)

YipPoolIP PoolIP Pool1 (eth1)

YipPoolIP PoolIP Pool2 (eth2)

gen_text_inputIP Range. Example: 192.168.0.1
- 192.168.0.50

IP Range (eth0)

gen_text_inputSubnet Mask, ex: 255.128.0.0Subnet Mask (eth0)

gen_text_inputGateWay IP, ex: 192.168.0.10GateWay IP (eth0)

gen_text_inputIP Range. Example: 192.168.0.1
- 192.168.0.50

IP Range (eth1)

gen_text_inputSubnet Mask, ex: 255.128.0.0Subnet Mask (eth1)

gen_text_inputGateWay IP, ex: 192.168.0.10GateWay IP (eth1)

gen_text_inputIP Range. Example: 192.168.0.1
- 192.168.0.50

IP Range (eth2)

gen_text_inputSubnet Mask, ex: 255.128.0.0Subnet Mask (eth2)
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MandatoryMappable To TypeDescriptionInput

gen_text_inputGateWay IP, ex: 192.168.0.10GateWay IP (eth2)

gen_text_inputIP Range. Example: 192.168.0.1
- 192.168.0.50

IP Range (eth3)

gen_text_inputSubnet Mask, ex: 255.128.0.0Subnet Mask (eth3)

gen_text_inputGateWay IP, ex: 192.168.0.10GateWay IP (eth3)

serverPoolIdentityUCS Server Pool IdentityUCS Server Pool Identity

Web console detailsManagement ConsoleDetails

Management Console ProtocolManagement Console
Protocol

Management Console UsernameManagement Console
Username

passwordManagement Console PasswordManagement Console
Password

Ygen_text_inputCluster Creation Page IDCluster Creation Page ID

Outputs

TypeDescriptionOutput

gen_text_inputNode CountOUTPUT_HADOOP_CLUSTER_
NODE_COUNT

gen_text_inputID References to Database instance
of Hadoop Cluster and Nodes
Ethernet Interface Information

OUTPUT_HADOOP_CLUSTER_
SETUP_ENV_ID

gen_text_inputID References to Databsae instance
of Hadoop Cluster Nodes Provison
Information

OUTPUT_HADOOP_CLUSTER_
PROVISON_ID

gen_text_inputHadoop Cluster Data Network IP
Range

OUTPUT_HADOOP_CLUSTER_
DATA_NETWORK_IPS

gen_text_inputCluster DATA GatewayIPOUTPUT_HADOOP_CLUSTER_
DATA_GATEWAY_IP

gen_text_inputHadoop Cluster DATASubnetMaskOUTPUT_HADOOP_CLUSTER_
DATA_SUBNET_MASK

gen_text_inputBig Data Account TypeOUTPUT_BIGDATA_ACCOUNT_
TYPE

gen_text_inputData Centre NameOUTPUT_HADOOP_DATACENTRE_
NAME

gen_text_inputHadoop Cluster Admin IPOUTPUT_HADOOP_CLUSTER_
ADMIN_IP

ucsServerPoolIdentityUCS Server Pool Instant Identity.OUTPUT_UCS_SERVER_POOL_
IDENTITY_INSTANT
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Instant Hadoop Cluster UCS SP
Summary

Instant Hadoop Cluster UCS SP
Description

This task allows user to Create Instant Hadoop Cluster UCS Service Profile.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputUCS Service Profile PrefixUCS Service Profile Prefix

Ygen_text_inputUCSM Entity PrefixUCSM Policy Name Prefix

YucsAccountNameSelect UCS Account NameUCS Account Name

YucsOrganizationIdentityOrganization name under
which to create Service
Profile

Organization

YhostFirmwareIdentityHost Firmware PackageHost Firmware Package

YucsBigDataUUIDpool
Identity

UUID PoolSelect UUID Pool

gen_text_inputSelect prefixUUID Prefix

gen_text_inputEnter First AddressUUID Suffixes-From

gen_text_inputSize of the BlockUUID Pool-Size

YucsMacPoolIdentityMAC PoolSelect MAC Pool

gen_text_inputSelect vNICvNIC Name

gen_text_inputEnter first MAC addressFirst MAC Address (eth0)

gen_text_inputEnter size of the blockSize (eth0)

gen_text_inputVLAN Name (eth0)

Ygen_text_inputVLAN ID (eth0)

gen_text_inputEnter first MAC addressFirst MAC Address (eth1)

gen_text_inputEnter size of the blockSize (eth1)

gen_text_inputVLAN Name (eth1)

Ygen_text_inputVLAN ID (eth1)

gen_text_inputEnter first MAC addressFirst MAC Address (eth2)

gen_text_inputEnter size of the blockSize (eth2)

gen_text_inputVLAN Name (eth2)

Ygen_text_inputVLAN ID (eth2)

Ygen_text_inputPXE VLAN ID
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Outputs

TypeDescriptionOutput

gen_text_inputUcs Service Profile Template
Name

OUTPUT_UCS_SERVICE_PROFILE_
TEMPLATE_NAME

ucsBootPolicyIdentityLAN Boot Policy IdentityOUTPUT_LAN_BOOT_POLICY_
IDENTITY

ucsBootPolicyIdentityLocal Boot Policy IdentityOUTPUT_LOCAL_BOOT_POLICY_
IDENTITY

gen_text_inputvNIC NamesOUTPUT_VNIC_NAMES_LIST

UcsVNICTemplateIdentityPXE vNIC Template IdentityOUTPUT_PXE_VNIC_TEMPLATE_
IDENTITY

UcsVNICTemplateIdentityDATA vNIC Template IdentityOUTPUT_DATA_VNIC_TEMPLATE_
IDENTITY
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Linux Shell Script Execution
Summary

Linux Shell Script Execution
Description

Linux Shell Script Execution
Inputs

MandatoryMappable To TypeDescriptionInput

YipaddressHost IP AddressHost IP Address

Ygen_text_inputSSH User NameSSH User Name

YpasswordSSH PasswordSSH Password

Ygen_text_inputScript LocationScript File Name

Ygen_text_inputScript LocationScript Location

gen_text_inputArguments to execute shell
script

Script Inputs

Ygen_text_inputSleep intervalSleep interval to check script
status(milliseconds)

Ygen_text_inputMaximum wait timeMaximum wait time to check
script status(milliseconds)

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Manage DB Lock
Summary

Manage DB Lock
Description

Manage DB Lock
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputLock File (Absolute Path)Lock File (Absolute Path)

Ygen_text_inputCluster Setup Env IDUnique Suffix

YBooleanCreate or Remove lock fileCreate or Remove lock file

Outputs

No Outputs
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Modify Credentials
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputAccount NameAccount Name

Booleanssh credentialSSH Credential

YpasswordPreviousSSHPasswordPrevious SSH Password

YpasswordPasswordSSH (root) Password

YpasswordRe enter passwordConfirm Password

BooleanHadoop Admin Console
aredential

Hadoop Admin Console
Credential

YpasswordPrevious Hadoop PasswordPrevious Hadoop Manager
Password

YpasswordHadoop Manager PasswordHadoop Manager Password

YpasswordRe enter hadoop passwordConfirm Hadoop Manager
Password

BooleanSplunk Admin Console
Credential

SplunkAdminConsole Credential

YpasswordPrevious Splunk PasswordPrevious Splunk Password

YpasswordSplunk PasswordSplunk Password

YpasswordRe enter splunk passwordConfirm Splunk Password

Outputs

No Outputs
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Modify Maintenance Policy
Summary

Modify Maintenance Policy
Description

Modify Maintenance Policy
Inputs

MandatoryMappable To TypeDescriptionInput

YUcsMaintenancePolicyIdentitySelect Maintenance Policy to
Change.

Maintenance Policy

gen_text_inputDescriptionDescription

Ygen_text_inputReboot PolicyReboot Policy

Outputs

No Outputs
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Monitor Cloudera Managed Node Addition
Summary

Monitor Cloudera Managed Node Addition
Description

Monitor Cloudera Managed Node Addition
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHost Name

Ygen_text_inputAdmin Node MGMT IP

Outputs

No Outputs
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Monitor Hadoop Cluster Setup
Summary

Monitor Hadoop Cluster Setup
Description

This task allows user to create monitor Hadoop Cluster Creation.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster Request IDCluster Request ID

YSpecify maximum wait time in
hours

Max Wait time (Hours)

Outputs

TypeDescriptionOutput

gen_text_inputID References to Database instance of Hadoop
Cluster and Nodes Ethernet Interface
Information

OUTPUT_HADOOP_CLUSTER_
SETUP_ENV_ID
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Monitor Hortonworks Managed Node Addition
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputAdmin Node MGMT IP

Ygen_text_inputBig Data Account Name

Ygen_text_inputCluster Name

Ygen_text_inputHost Name

Outputs

No Outputs
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Monitor MapR Managed Node Addition
Summary

Monitor MapR Managed Node Addition
Description

Monitor MapR Managed Node Addition
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputAdmin Node MGMT IP

Ygen_text_inputBig Data Account Name

Ygen_text_inputCluster Name

Ygen_text_inputHost Name

Ygen_text_inputSelect node typeNode Type

Outputs

No Outputs
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Monitor RAID Configuration
Summary

Monitor RAID Configuration
Description

This task allows user to Monitor RAID Configuration .
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPXE Boot IDPXE Boot ID

Outputs

No Outputs
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Monitor Shell Script Status
Summary

Monitor Shell Script Status
Description

Monitor Shell Script Status
Inputs

MandatoryMappable To TypeDescriptionInput

YipaddressHost IP AddressHost IP Address

Ygen_text_inputSSH User NameSSH User Name

YpasswordSSH PasswordSSH Password

Ygen_text_inputScript File with pathScript File with path

Ygen_text_inputPattern to be monitored for
Success

Success pattern

Ygen_text_inputPattern to be monitored for Error
and Exit

Error pattern

Ygen_text_inputSleep intervalSleep interval

Ygen_text_inputMaximum wait timeMaximum wait time

Outputs

No Outputs
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Multi Bare Metal OS Install WF
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountNameSelect UCS Account NameUCS Account Name

gen_text_inputBig Data Account NameBig Data Account Name

Ygen_text_inputNo of concurrent Bare Metal
workflow execution

No of consecutive Bare Metal
workflow execution in a block

Ygen_text_inputTime Gap (milliseconds)
between consecutive Bare Metal
workflows

Time Gap (milliseconds)
between consecutive Bare
Metal workflows

Ygen_text_inputTime Gap (milliseconds)
between two sets of Bare Metal
execution block

Time Gap (milliseconds)
between two sets of Bare
Metal execution block

Ygen_text_inputTime Gap (milliseconds) to
check status of Bare Metal
workflows

Time Gap (milliseconds) to
check status of Bare Metal
workflows

YucsOrganizationIdentityOrganization name under which
to create Service Profile

Organization

Ygen_text_inputNode CountNode Count

Ygen_text_inputHost Node PrefixHost Node Prefix

Ygen_text_inputLAN Boot IdentityLAN Boot Identity

Ygen_text_inputLocal Boot IdentityLocal Boot Identity

YucsServiceProfile
TemplateBigData
Identity

Select UCS Service Profile
Template Name from Big Data

UCS SP Template Identity for
Big Data

Ygen_text_inputUCS Service Profile Template
Name

UCS Service Profile Template
Name

YucsServiceProfile
TemplateIdentity

Select UCS Service Profile
Template

UCS Service Profile Template
Identity

Ygen_text_inputSelect BMATarget BMA

YucsVlanIdentitySelect PXE VLANPXE VLAN Identity

Ygen_text_inputSSH User NameSSH User Name

YpasswordSSH PasswordSSH Password

Ygen_text_inputPOST PXE CommandPOST PXE Command
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MandatoryMappable To TypeDescriptionInput

Ygen_text_inputInstallation instructions for
megaraid drivers

Megaraid Drivers Installation
Commands

Ygen_text_inputWorkflow NameWorkflow Name

Ygen_text_inputService Profile PrefixService Profile Prefix

Ygen_text_inputCluster Management IPsCluster Management IPs

Ygen_text_inputCluster Management Subnet IPCluster Management Subnet
IP

Ygen_text_inputCluster Management GateWay
IP

ClusterManagement GateWay
IP

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

Ygen_text_inputPXE IP RangeDATA IP Range

Ygen_text_inputPXE SubnetDATA Subnet

Ygen_text_inputPXE GatewayDATA Gateway

serverPoolIdentityUCS Server Pool IdentityUCS Server Pool Identity

YhadoopClusterOsTypeSelect OS VersionOS Version

UcsVNICTemplate
Identity

Select PXE vNIC TemplatePXE VNIC Template

UcsVNICTemplate
Identity

Select DATA vNIC TemplateDATA VNIC Template

Ygen_text_inputJDK Installation Script File
Name

JDK Script File Name

Ygen_text_inputWeb location of per node JDK
installation script file

JDK Script Location

Ygen_text_inputArguments to run JDK
installation script file

JDK Script Inputs

Ygen_text_inputCluster Creation Page IDCluster Creation Page ID

Outputs

TypeDescriptionOutput

gen_text_inputSR IDsOUTPUT_SR_ID_LIST

gen_text_inputUCS Rack Server UnitsOUTPUT_RACKUNIT_LIST

gen_text_inputUCS Disk Group Policy
Existence for BD_V1_SSM_
RAID0

OUTPUT_DGP_BD_V1_SSM_RAID0_
EXISTS

gen_text_inputUCS Disk Group Policy
Existence for BD_V1_SSM_
RAID1

OUTPUT_DGP_BD_V1_SSM_RAID1_
EXISTS
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TypeDescriptionOutput

gen_text_inputUCS Disk Group Policy Name
Raid0 ANY

OUTPUT_DISK_GROUP_POLICY_
NAME_RAID0_ANY

gen_text_inputUCS Disk Group Policy Name
Raid1 ANY

OUTPUT_DISK_GROUP_POLICY_
NAME_RAID1_ANY

UCSReadPolicyLOVUCS Disk Group Policy Read
Mode

OUTPUT_DISK_GROUP_POLICY_
READ_MODE_RAID0_SSD

UCSWriteCachePolicy
LOV

UCS Disk Group Policy Write
Mode

OUTPUT_DISK_GROUP_POLICY_
WRITE_MODE_RAID0_SSD

UCSDriveCacheLOVUCS Disk Group Policy Use
Cache

OUTPUT_DISK_GROUP_POLICY_
USE_CACHE_RAID0_SSD

UCSStripSizeLOVUCS Disk Group Policy Strip
Size

OUTPUT_DISK_GROUP_POLICY_
STRIP_SIZE_RAID0_SSD

UCSReadPolicyLOVUCS Disk Group Policy Read
Mode

OUTPUT_DISK_GROUP_POLICY_
READ_MODE_RAID1_SSD

UCSWriteCachePolicy
LOV

UCS Disk Group Policy Write
Mode

OUTPUT_DISK_GROUP_POLICY_
WRITE_MODE_RAID1_SSD

UCSDriveCacheLOVUCS Disk Group Policy Use
Cache

OUTPUT_DISK_GROUP_POLICY_
USE_CACHE_RAID1_SSD

UCSStripSizeLOVUCS Disk Group Policy Strip
Size

OUTPUT_DISK_GROUP_POLICY_
STRIP_SIZE_RAID1_SSD

UCSReadPolicyLOVUCS Disk Group Policy Read
Mode

OUTPUT_DISK_GROUP_POLICY_
READ_MODE_RAID0_ANY

UCSWriteCachePolicy
LOV

UCS Disk Group Policy Write
Mode

OUTPUT_DISK_GROUP_POLICY_
WRITE_MODE_RAID0_ANY

UCSDriveCacheLOVUCS Disk Group Policy Use
Cache

OUTPUT_DISK_GROUP_POLICY_
USE_CACHE_RAID0_ANY

UCSStripSizeLOVUCS Disk Group Policy Strip
Size

OUTPUT_DISK_GROUP_POLICY_
STRIP_SIZE_RAID0_ANY

UCSReadPolicyLOVUCS Disk Group Policy Read
Mode

OUTPUT_DISK_GROUP_POLICY_
READ_MODE_RAID1_ANY

UCSWriteCachePolicy
LOV

UCS Disk Group Policy Write
Mode

OUTPUT_DISK_GROUP_POLICY_
WRITE_MODE_RAID1_ANY

UCSDriveCacheLOVUCS Disk Group Policy Use
Cache

OUTPUT_DISK_GROUP_POLICY_
USE_CACHE_RAID1_ANY

UCSStripSizeLOVUCS Disk Group Policy Strip
Size

OUTPUT_DISK_GROUP_POLICY_
STRIP_SIZE_RAID1_ANY

ucsOrganizationIdentityOrganization IdentityOUTPUT_ORG_IDENTITY
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Multi Bare Metal WF Monitor
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputWorkflow IdsWorkflow Ids

gen_text_inputUCS Rack Server UnitsRack Server Units

Ygen_text_inputTime Gap (milliseconds) to
check status of Bare Metal
workflows

Time Gap (milliseconds) to
check status of Bare Metal
workflows

Outputs

No Outputs
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Multi UCSM Configuration WF
Summary

Multi UCSM Configuration WF
Description

Multi UCSM Configuration WF
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputNo of concurrent workflow
execution

No of consecutive workflow
execution in a block

Ygen_text_inputTimeGap (milliseconds) between
consecutive workflows

Time Gap (milliseconds)
between consecutiveworkflows

Ygen_text_inputTimeGap (milliseconds) between
two sets of execution block

Time Gap (milliseconds)
between two sets of execution
block

Ygen_text_inputTimeGap (milliseconds) to check
status of workflows

Time Gap (milliseconds) to
check status of workflows

Ygen_text_inputUCSM Policy Name PrefixUCSM Policy Name Prefix

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

Ygen_text_inputUCSM Policy Name PrefixBig Data Account Name

Ygen_text_inputHadoop Cluster NameHadoop Cluster Name

Ygen_text_inputNode CountNode Count

Ygen_text_inputHost Name PrefixHost Node Prefix

Ygen_text_inputUCS Service Profile Template
Name

UCS Service Profile Template
Name

Ygen_text_inputHadoop Cluster Profile Template
Name

Hadoop Cluster Profile
Template Name

Ygen_text_inputSSH User NameSSH User Name

YpasswordSSH PasswordSSH Password

Ygen_text_inputWorkflow NameWorkflow Name

Ygen_text_inputPOST PXE CommandPOST PXE Command

Ygen_text_inputInstallation instructions for
megaraid drivers

Megaraid Drivers Installation
Commands

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

Ygen_text_inputCluster Management IPsCluster Management IPs

Ygen_text_inputCluster Management Subnet IPCluster Management Subnet IP

Ygen_text_inputCluster Management GateWay
IP

Cluster Management GateWay
IP
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MandatoryMappable To TypeDescriptionInput

Ygen_text_inputDATA IPRangeDATA IP Range

Ygen_text_inputDATA SubnetDATA Subnet

Ygen_text_inputDATA GatewayDATA Gateway

Ygen_text_inputHadoop Node PrefixInstant Page ID

Ygen_text_inputJDK Installation Script File NameJDK Script File Name

Ygen_text_inputWeb location of per node JDK
installation script file

JDK Script Location

Ygen_text_inputArguments to run JDK
installation script file

JDK Script Inputs

Outputs

TypeDescriptionOutput

gen_text_inputSR IDsOUTPUT_SR_ID_LIST

gen_text_inputUCSM AccountsOUTPUT_UCSM_ACCOUNTS

gen_text_inputUCSM OrrganizationsOUTPUT_ORGANIZATIONS

ucsBootPolicyIdentityLAN Boot Policy IdentityOUTPUT_LAN_BOOT_POLICY_
IDENTITY

ucsBootPolicyIdentityLocal Boot Policy IdentityOUTPUT_LOCAL_BOOT_POLICY_
IDENTITY

hadoopClusterOsTypeOS VersionOUTPUT_OS_VERSION
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Multi-UCSM Hadoop Cluster Profile
Summary

Multi-UCSM Hadoop Cluster Profile
Description

Multi-UCSM Hadoop Cluster Profile
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputNode CountNode Count

Ygen_text_inputBig Data Account NameBig Data Account Name

Ygen_text_inputCluster NameHadoop Cluster Name

YucsServiceProfileTemplate
BigDataIdentity

Select UCS Service Profile
Template

UCS Service Profile Template

YhadoopClusterTemplate
Identity

Select Hadoop Cluster
Profile Template

Hadoop Cluster Profile
Template

YhadoopClusterTypeSelect Hadoop DistributionHadoop Distribution

YhadoopClusterManager
SoftwareVersionType

Select Hadoop Distribution
Version

Hadoop Distribution Version

YhadoopClusterOsTypeSelect OS VersionOS Version

gen_text_inputSSH User NameSSH User Name

YpasswordSSH PasswordSSH (root) Password

YpasswordRe Enter SSH PasswordConfirm SSH (root) Password

YpasswordHadoop Manager PasswordHadoop Manager Password

Ygen_text_inputHadoop Node PrefixHost Node Prefix

Ygen_text_inputIP PoolIP Pool (eth0)

Ygen_text_inputIP PoolIP Pool1 (eth1)

Ygen_text_inputIP PoolIP Pool2 (eth2)

gen_text_inputIP PoolIP Pool3 (eth3)

gen_text_inputIP PoolIP Pool4 (eth4)

gen_text_inputIP PoolIP Pool5 (eth5)

gen_text_inputIP PoolIP Pool6 (eth6)

gen_text_inputIP PoolIP Pool7 (eth7)

gen_text_inputIP PoolIP Pool8 (eth8)

gen_text_inputIP PoolIP Pool9 (eth9)

Ygen_text_inputHadoop Node PrefixInstant Cluster ID

Cisco UCS Director Task Library Reference, Release 6.7
2194

Hadoop Container Tasks
Multi-UCSM Hadoop Cluster Profile



Outputs

TypeDescriptionOutput

gen_text_inputNode CountOUTPUT_HADOOP_CLUSTER_NODE_
COUNT

gen_text_inputID References to Database instance
of Hadoop Cluster and Nodes
Ethernet Interface Information

OUTPUT_HADOOP_CLUSTER_
SETUP_ENV_ID

gen_text_inputID References to Databsae instance
of Hadoop Cluster Nodes Provison
Information

OUTPUT_HADOOP_CLUSTER_
PROVISON_ID

gen_text_inputHadoop Cluster Data Network IP
Range

OUTPUT_HADOOP_CLUSTER_DATA_
NETWORK_IPS

gen_text_inputCluster DATA GatewayIPOUTPUT_HADOOP_CLUSTER_DATA_
GATEWAY_IP

gen_text_inputHadoop Cluster DATA Subnet
Mask

OUTPUT_HADOOP_CLUSTER_DATA_
SUBNET_MASK

gen_text_inputBig Data Account TypeOUTPUT_BIGDATA_ACCOUNT_TYPE

gen_text_inputData Centre NameOUTPUT_HADOOP_DATACENTRE_
NAME

gen_text_inputHadoop Cluster Profile TempalteOUTPUT_HADOOP_TEMPLATE_
NAME

gen_text_inputUCS SP TempalteOUTPUT_UCS_TEMPLATE_NAME

gen_text_inputAll Management IPsOUTPUT_MGMT_IP_RANGE

gen_text_inputHadoop Cluster Admin IPOUTPUT_HADOOP_CLUSTER_
ADMIN_IP

gen_text_inputCluster Mgmt GatewayIPOUTPUT_HADOOP_CLUSTER_
MGMT_GATEWAY

gen_text_inputHadoop Cluster Mgmt Network
Subnet Mask

OUTPUT_HADOOP_CLUSTER_
MGMT_SUBNET_MASK

gen_text_inputUcs Service Profile Template NameOUTPUT_UCS_SERVICE_PROFILE_
TEMPLATE_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2195

Hadoop Container Tasks
Multi-UCSM Hadoop Cluster Profile



Multi-UCSM Splunk Cluster Profile
Summary

Multi-UCSM Splunk Cluster Profile
Description

Multi-UCSM Splunk Cluster Profile
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputNode CountNode Count

Ygen_text_inputBig Data Account NameBig Data Account Name

Ygen_text_inputCluster NameCluster Name

YucsServiceProfileTemplate
BigDataIdentity

Select UCS Service Profile
Template

UCS Service Profile Template

YsplunkClusterManager
SoftwareVersionType

Select Splunk Distribution
Version

Splunk Distribution Version

YhadoopClusterOsTypeSelect OS VersionOS Version

gen_text_inputSSH User NameSSH User Name

YpasswordSSH PasswordSSH (root) Password

YpasswordRe Enter SSH PasswordConfirm SSH (root) Password

YpasswordSplunk Manager PasswordSplunk Manager Password

Ygen_text_inputHost Node PrefixHost Node Prefix

Ygen_text_inputIP PoolIP Pool (eth0)

Ygen_text_inputIP PoolIP Pool1 (eth1)

Ygen_text_inputIP PoolIP Pool2 (eth2)

gen_text_inputIP PoolIP Pool3 (eth3)

gen_text_inputIP PoolIP Pool4 (eth4)

gen_text_inputIP PoolIP Pool5 (eth5)

gen_text_inputIP PoolIP Pool6 (eth6)

gen_text_inputIP PoolIP Pool7 (eth7)

gen_text_inputIP PoolIP Pool8 (eth8)

gen_text_inputIP PoolIP Pool9 (eth9)

Ygen_text_inputCluster Creation Page IDCluster Creation Page ID
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Outputs

TypeDescriptionOutput

gen_text_inputNode CountOUTPUT_HADOOP_CLUSTER_NODE_
COUNT

gen_text_inputID References to Database instance
of Hadoop Cluster and Nodes
Ethernet Interface Information

OUTPUT_HADOOP_CLUSTER_
SETUP_ENV_ID

gen_text_inputID References to Databsae instance
of Hadoop Cluster Nodes Provison
Information

OUTPUT_HADOOP_CLUSTER_
PROVISON_ID

gen_text_inputHadoop Cluster Data Network IP
Range

OUTPUT_HADOOP_CLUSTER_DATA_
NETWORK_IPS

gen_text_inputCluster DATA GatewayIPOUTPUT_HADOOP_CLUSTER_DATA_
GATEWAY_IP

gen_text_inputHadoop Cluster DATA Subnet
Mask

OUTPUT_HADOOP_CLUSTER_DATA_
SUBNET_MASK

gen_text_inputBig Data Account TypeOUTPUT_BIGDATA_ACCOUNT_TYPE

gen_text_inputData Centre NameOUTPUT_HADOOP_DATACENTRE_
NAME

gen_text_inputHadoop Cluster Profile TempalteOUTPUT_HADOOP_TEMPLATE_
NAME

gen_text_inputUCS SP TempalteOUTPUT_UCS_TEMPLATE_NAME

gen_text_inputAll Management IPsOUTPUT_MGMT_IP_RANGE

gen_text_inputHadoop Cluster Admin IPOUTPUT_HADOOP_CLUSTER_
ADMIN_IP

gen_text_inputCluster Mgmt GatewayIPOUTPUT_HADOOP_CLUSTER_
MGMT_GATEWAY

gen_text_inputHadoop Cluster Mgmt Network
Subnet Mask

OUTPUT_HADOOP_CLUSTER_
MGMT_SUBNET_MASK

gen_text_inputUcs Service Profile Template NameOUTPUT_UCS_SERVICE_PROFILE_
TEMPLATE_NAME
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NFS Configuration for Splunk and Non Splunk Nodes
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

splunkaccountIdentitySelect Splunk AccountSplunk Account

passwordEnter Splunk PasswordRoot Password

ArchivalNodesSelect Archival NodesArchival Node details

Outputs

TypeDescriptionOutput

gen_text_inputServer IpOUTPUT_SERVER_IP

gen_text_inputSSH UserNameOUTPUT_SSH_USERNAME

passwordSSH PasswordOUTPUT_SSH_PASSWORD
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Power On or Off Big Data Cluster
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account Name

Ygen_text_inputCluster Power StateCluster Power State

Outputs

No Outputs
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Prepare RAID commands to remove disk
Summary

Prepare RAID commands to remove disk
Description

Prepare RAID commands to remove disk
Inputs

MandatoryMappable To TypeDescriptionInput

YBigDataServerDiskIdentitySelect disksSelect disks

Outputs

TypeDescriptionOutput

gen_text_inputANSIBLE_LIBRARY_
DOWNLOAD_COMMAND

OUTOUT_ANSIBLE_LIBRARY_
DOWNLOAD_COMMAND

gen_text_inputCONFIGURE_RAID_AND_
MOUNT_DISKS_COMMANDS

OUTOUT_CONFIGURE_RAID_AND_
MOUNT_DISKS_COMMANDS

gen_text_inputNSIBLE__LOGFILEOUTOUT_ANSIBLE_LOGFILE
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Provision Hadoop Cluster
Summary

Provison Hadoop Cluster
Description

This task allows user to provison Hadoop Cluster .
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster Provision IDCluster Provision ID

Ygen_text_inputHadoop Setup IDHadoop Setup ID

Ygen_text_inputUCS Account NameUCS Account Name

Ygen_text_inputOrganization IdentityOrganization Identity

Ygen_text_inputLocal Boot IdentityLocal Boot Identity

Ygen_text_inputLAN Boot IdentityLAN Boot Identity

Ygen_text_inputBig Data Account NameBig Data Account Name

Ygen_text_inputPod NamePod Name

Ygen_text_inputAdmin Host IPAdmin Host IP

Ygen_text_inputAccount TypeAccount Type

Ygen_text_inputAccount TypeUser Name

YpasswordPasswordPassword

Ygen_text_inputNode CountNode Count

Management Console DetailsManagement Console Details

Management Console ProtocolManagement Console Protocol

YpasswordHadoop Manager PasswordHadoop Manager Password

BooleanInstall Only Client Roles

Outputs

TypeDescriptionOutput

gen_text_inputID References to Databsae instance
of Hadoop Cluster Nodes Provison
Information

OUTPUT_HADOOP_CLUSTER_
PROVISON_ID

userGroupGroup IDOUTPUT_GROUP_ID

bigdataAccountTypeAccount Type(hadoop/splunk)OUTPUT_BIGDATA_ACCOUNT_
TYPE_FLAVOR

hadoopBigDataAccount
Identity

Hadoop AccountOUTPUT_HADOOP_ACCOUNT
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Provision Splunk Cluster
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSetup IDSetup ID

Ygen_text_inputUCS Account NameUCS Account Name

Ygen_text_inputOrganization IdentityOrganization Identity

Ygen_text_inputLocal Boot IdentityLocal Boot Identity

Ygen_text_inputLAN Boot IdentityLAN Boot Identity

Ygen_text_inputBig Data Account NameBig Data Account Name

Ygen_text_inputPod NamePod Name

Ygen_text_inputAdmin Host IPAdmin Host IP

Ygen_text_inputAccount TypeAccount Type

Ygen_text_inputAccount TypeUser Name

YpasswordPasswordPassword

Ygen_text_inputNode CountNode Count

Management Console DetailsManagement Console Details

Management Console ProtocolManagement Console Protocol

YpasswordHadoop Manager PasswordHadoop Manager Password

Outputs

TypeDescriptionOutput

splunkaccountIdentitySplunk AccountOUTPUT_SPLUNK_ACCOUNT

gen_text_inputSR IDsOUTPUT_SR_ID_LIST

userGroupGroup IDOUTPUT_GROUP_ID

bigdataAccountTypeAccount
Type(hadoop/splunk)

OUTPUT_BIGDATA_ACCOUNT_
TYPE_FLAVOR
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Rebalance hadoop cluster
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data Account
Name

Big Data Account
Name

Ygen_text_input

Boolean

gen_text_input

Outputs

No Outputs
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Recommission Node
Summary

Recommission Node
Description

This task allows user to Recommission Node.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputBig Data Account NameBig Data Account Name

Ygen_text_inputNode NameNode Name

Outputs

No Outputs
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Release IP
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputIP Pool NameIP Pool Name

Ygen_text_inputIP AddressIP Address

Outputs

No Outputs
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Release IP Status
Summary

Release IP Status
Description

Release IP Status.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

Ygen_text_inputIP AddressIP Address

gen_text_inputIP Pool NameIP Pool Name

Outputs

No Outputs
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Release Multiple IP Addresses
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YBig Data IP PoolsIP Pools

YIPv4 AddressesIP Addresses

Outputs

No Outputs
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Remove Bare Metal SR ID
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

Ygen_text_inputHost NameHost Name

Outputs

No Outputs
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Remove ServerIdentity
Summary

Remove ServerIdentity
Description

Remove ServerIdentity.
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputCluster Setup Env IDCluster Setup Env ID

gen_text_inputHost NameHost Name

ucsServerIdentitySelect UCSM server to release lock
from previous service requests

Server

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Storage Directories from Data Node
Summary

Remove Storage Directories from Data Node
Description

Remove Storage Directories from Data Node
Inputs

MandatoryMappable To TypeDescriptionInput

YBigDataServerDisk
Identity

Select disksSelect disks

YhadoopBigDataAccount
Identity

Big Data Account
Name

Big Data Account Name

BooleanForce removeForce remove if drive is part of critical
role configuration(dfs_name_dir_list,dfs_
journalnode_edits_dir,oom_heap_dump_
dir,dfs.namenode.checkpoint.dir,oom_
heap_dump_dir)

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Roll Back Cloupia Add On Script
Summary

Roll Back Cloupia Add On Script
Description

Roll Back Cloupia Add On Script.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputWorkflowIdsWorkflowIds

Ygen_text_inputTimeGap (in seconds) to check
status of Bare Metal workflows

TimeGap (in seconds) to check
status of BareMetal workflows

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Roll Back Cloupia Script
Summary

Roll Back Cloupia Script
Description

Roll Back Cloupia Script.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputWorkflowIdsWorkflowIds

Ygen_text_inputTimeGap (in seconds) to check
status of BareMetal workflows

TimeGap (in seconds) to check
status of BareMetal workflows

Ygen_text_inputServer IdentityServer Identity

gen_text_inputServer IdentityServer Identity String

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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RollBack Cluster
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputBig Data Account NameBig Data Account Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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RollBack Provision Hadoop Cluster
Summary

RollBack Provison Hadoop Cluster
Description

This task allows user to RollBack Hadoop Cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHadoop Persistance Class
Identity

Hadoop Persistance Class
Identity

Ygen_text_inputBig Data Account NameBig Data Account Name

Ygen_text_inputBig Data Account TypeBig Data Account Type

Ygen_text_inputPod NamePod Name

Ygen_text_inputIPIP

Ygen_text_inputUser NameUser Name

YpasswordPasswordPassWord

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2214

Hadoop Container Tasks
RollBack Provision Hadoop Cluster



Run Big Data Cluster Performance Test
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YbigdataAccountTypeSelect Account TypeBig Data Account Type

YhadoopBigDataAccountIdentitySelect Hadoop AccountSelect Hadoop Account

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Run Inventory for bigdata Account
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Pod

Ygen_text_inputAccount NameAccount Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Service Profile unbind/rebind Action
Summary

Service Profile unbind/rebind Action
Description

Service Profile unbind/rebind Action
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentitySelect UCSM service profile to
modify

Service Profile

gen_text_inputSelect action type [Unbind / Rebind]Action

gen_text_inputSelect UCSM service profile template
to bind

Service Profile
Template

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Setup Big Data Cluster Env
Summary

Setup Big Data Cluster Env
Description

This task allows user to create an environment for provisoning Hadoop Cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCluster Setup Env IDCluster Setup Env ID

gen_text_inputSelect the BMA for PXE
setup

Target BMA

gen_text_inputAdmin Script Parameters

gen_text_inputIs Add Node

Outputs

TypeDescriptionOutput

gen_text_inputHadoop Cluster Admin IPOUTPUT_HADOOP_CLUSTER_
ADMIN_IP

gen_text_inputHadoop Cluster Mgmt Network IP
Range

OUTPUT_HADOOP_CLUSTER_
MGMT_NETWROK_IPS

gen_text_inputHadoop Cluster Mgmt Network
Subnet Mask

OUTPUT_HADOOP_CLUSTER_
MGMT_SUBNET_MASK

gen_text_inputCluster Mgmt GatewayIPOUTPUT_HADOOP_CLUSTER_
MGMT_GATEWAY

gen_text_inputPost PXE Interface Configuration
script for hadoop cluster nodes

OUTPUT_POST_PXE_HADOOP_
CLUSTER_NODES_INTERFACE_
CONFIG_SCRIPT

gen_text_inputScript for hadoop distribution and
other third party software installation

OUTPUT_HADOOP_DISTRIBUTION_
INSTALL_SCRIPT

gen_text_inputUninstall Interactive script for Hadoop
Admin

OUTPUT_UNINSTALL_HADOOP_
ADMIN_INTERACTIVE_SCRIPT

gen_text_inputID References to Database instance of
Hadoop Cluster and Nodes Ethernet
Interface Information

OUTPUT_HADOOP_CLUSTER_
SETUP_ENV_ID

gen_text_inputScript for hadoop distribution and
other third party software installation

OUTPUT_HADOOP_DISTRIBUTION_
ADD_NODE_INSTALL_SCRIPT

gen_text_inputHadoop Cluster Mgmt Network New
IP Range

OUTPUT_HADOOP_CLUSTER_
MGMT_NETWROK_NEW_IPS

gen_text_inputInstall Megaraid Drivers scriptOUTPUT_INSTALL_MEGARAID_
DRIVERS_SCRIPT

Cisco UCS Director Task Library Reference, Release 6.7
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Setup RAID Commands
Summary

Setup RAID Commands
Description

Setup RAID Commands for bare metal server node.
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputSelect the BMA for RAID
Commands setup

Target BMA

gen_text_inputCluster Setup Env IDCluster Setup Env ID

Ygen_text_inputPXE Boot IDPXE Boot ID

Ygen_text_inputServer Host NameServer Host Name

gen_text_inputDo Software RAID For OS Boot
Drives

Do Software RAID For OS
Boot Drives

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Splunk Cluster Multisite Configuration Generator
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

splunkaccountIdentitySelect Splunk AccountSelect Splunk Account

SitePreferencesSite Preferences

BooleanSite Preferences JSON StringProvide Site Preferences as
JSON String

gen_text_inputSite Preferences JSON StringSite Preferences JSON String

gen_text_inputSite Replication Factor
(Origin)

Site Replication Factor (Origin)

gen_text_inputSite Replication Factor (Total)Site Replication Factor (Total)

gen_text_inputSite Search Factor (Origin)Site Search Factor (Origin)

gen_text_inputSite Search Factor (Total)Site Search Factor (Total)

gen_text_inputMaster Site NameMaster Site Name

Outputs

TypeDescriptionOutput

gen_text_inputCONFIGURE_SPLUNK_
MULTISITE_COMMANDS

OUTPUT_SPLUNK_MULTISITE_
COMMANDS

gen_text_inputANSIBLE_LIBRARY_
DOWNLOAD_COMMAND

OUTOUT_ANSIBLE_LIBRARY_
DOWNLOAD_COMMAND

gen_text_inputNSIBLE__LOGFILEOUTOUT_ANSIBLE_LOGFILE

gen_text_inputServer IpOUTPUT_SERVER_IP

gen_text_inputSSH UserNameOUTPUT_SSH_USERNAME

passwordSSH PasswordOUTPUT_SSH_PASSWORD

passwordSplunk PasswordOUTPUT_SPLUNK_PASSWORD

Cisco UCS Director Task Library Reference, Release 6.7
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Start All Services
Summary

Start All Services
Description

This task allows user to Start All Services.
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data Account NameBigDataAccount Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Start Or Stop Splunk Service
Summary

Start Or Stop Splunk Service
Description

Start Or Stop Splunk Service
Inputs

MandatoryMappable To TypeDescriptionInput

YsplunkaccountIdentitySplunk Account NameSplunk Account Name

SplunkAccountHostsSplunk HostsSplunk Hosts

Ygen_text_inputStart or StopStart or Stop

Ygen_text_inputMaximum wait timeMaximum wait time to check
status(milliseconds)

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Start Service
Summary

Start Service
Description

This task allows user to Start Hadoop Cluster Service .
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account Name

Ygen_text_inputHadoop Service NameHadoop Service Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Start/Stop BMA services
Summary

Start/Stop BMA services
Description

Start/Stop BMA services
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputSelect the BMATarget BMA

Ygen_text_inputStartOrStopService

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2224

Hadoop Container Tasks
Start/Stop BMA services



Stop All Services
Summary

Stop All Services
Description

This task allows user to Stop All Services.
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccountIdentityBig Data Account NameBigDataAccount Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2225

Hadoop Container Tasks
Stop All Services



Stop Role Service
Summary

Stop Role Service
Description

This task allows user to Stop Role Service .
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account Name

Ygen_text_inputNode NameNode Name

Ygen_text_inputHadoop Service NameHadoop Service Name

Ygen_text_inputHadoop RoleName NameHadoop Role Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2226

Hadoop Container Tasks
Stop Role Service



Stop Service
Summary

Stop Service
Description

This task allows user to Stop Hadoop Cluster Service .
Inputs

MandatoryMappable To TypeDescriptionInput

YhadoopBigDataAccount
Identity

Big Data Account NameBig Data Account Name

Ygen_text_inputHadoop Service NameHadoop Service Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Synchronized Command Execution
Summary

Synchronized Command Execution
Description

Synchronized Command Execution
Inputs

MandatoryMappable To TypeDescriptionInput

YipaddressHost IP AddressHost IP Address

Ygen_text_inputSSH User NameSSH User Name

YpasswordSSH PasswordSSH Password

Ygen_text_inputSSH command to monitor
synchronization

Synchronization Audit
Command

gen_text_inputSSH command with arguments
to execute

Command

Ygen_text_inputSleep intervalSleep interval

Ygen_text_inputMaximum wait timeMaximum wait time

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign Big Data Account from Group
Summary

Unassign Big Data Account from Group
Description

Unassign Big Data Account from Group
Inputs

MandatoryMappable To TypeDescriptionInput

YbigdataAccountTypeSelect Account TypeBig Data Account Type

YhadoopBigDataAccountIdentitySelect Hadoop AccountSelect Hadoop Account

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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VLAN Processing for VNIC
Summary

VLAN Processing for VNIC
Description

VLAN Processing for VNIC
Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountNameSelect UCS Account NameUCS Account Name

Ygen_text_inputPXE VLAN DnPXE VLAN Dn

Ygen_text_inputDATA VLAN DnDATA VLAN Dn

YucsServiceProfilevNICIdentityDATA VLAN DnDATA VLAN Dn

Outputs

TypeDescriptionOutput

ucsVlanIdentityPXE VLAN IDENTITYOUTPUT_PXE_VLAN_IDENTITY

ucsVlanIdentityDATA VLAN IDENTITYOUTPUT_DATA_VLAN_IDENTITY

ucsServiceProfileMultiv
NICIdentity

UCS Service Profile Multi vNIC
Identity

SERVICE_PROFILE_MULTI_VNIC_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Hyper-V Policy Tasks

This chapter contains the following sections:

• Hyper-V - Add NIC to VDC Network Policy, on page 2232
• Hyper-V - Create VDC Computing Policy, on page 2233
• Hyper-V - Create VDC Networking Policy, on page 2234
• Hyper-V - Create VDC Storage Policy, on page 2235
• Hyper-V - Create VDC System Policy, on page 2237
• Hyper-V - Edit NIC in VDC Network Policy, on page 2239
• Hyper-V - Edit VDC Computing Policy, on page 2241
• Hyper-V - Edit VDC Network Policy, on page 2242
• Hyper-V - Edit VDC Storage Policy, on page 2243
• Hyper-V - Edit VDC System Policy, on page 2245
• Hyper-V - Generate Formatted NIC Output, on page 2247

Cisco UCS Director Task Library Reference, Release 6.7
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Hyper-V - Add NIC to VDC Network Policy
Summary

Add a NIC to a Hyper-V network policy.
Description

This task adds a NIC to a Hyper-V network policy for a Hyper-V account.
Inputs

MandatoryMappable To TypeDescriptionInput

YHypervNetworkPolicies
List

Policy NameName

Ygen_text_inputNIC AliasNIC Alias

BooleanMandatory or OptionalMandatory

BooleanSelecting this option enables end
user to choose vm networks during
provisioning

Allow end user to choose
VM Networks

YHyperVAdapterTypesSelect adapter typeAdapter Type

YhypervVMNetwork
Identity

Select Network NameNetwork Name

BooleanSelect if need to enable the MAC
spoofing

Enable MAC Spoofing

BooleanSelect if need to assign VLAN for
the NIC

Enable VLAN

gen_text_inputVLAN IDVLAN ID

BooleanSelect if DHCP is used for VM IP
address allocation

Use DHCP

hypervIpPoolIdentitySelect an IP poolStatic IP Pool

Outputs

TypeDescriptionOutput

gen_text_inputHyper-V Network Policy NameOUTPUT_HYPERV_NETWORK_
POLICY_NAME

gen_text_inputHyper-V NIC AliasOUTPUT_HYPERV_NIC_ALIAS

Cisco UCS Director Task Library Reference, Release 6.7
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Hyper-V - Create VDC Computing Policy
Summary

Create a Hyper-V computing policy.
Description

This task creates a Hyper-V computing policy for the selected Hyper-V account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy Name.Policy Name

gen_text_inputPolicy Description.Policy Description

YhypervAccountNameCloud for which policies apply.Cloud Name

scopeType
Computing

Specify type of HostNode/Cluster
scope, include/exclude or all?

Host Node/Cluster Scope

gen_text_inputAssociate Provisioned VM with
SCVMM Cloud

Associate SCVMM Cloud

BooleanOverride Template Properties.AllowMigration to Different
CPU Type

Select one or more filter conditionsFilter Conditions

Deployment OptionsDeployment Options

BooleanOverride Template Properties.Override Template

Ygen_text_inputNumber of vCPUsNumber of vCPUs

YBooleanMemory ConfigurationEnable Dynamic Memory

Resizing OptionsResizing Options

BooleanAllow resizing of VMs provisioned
using this policy?

Allow Resizing of VM

Ygen_text_inputComma separated list of number of v
CPUs, example: 1,2,4

Permitted Values for vCPUs

Ygen_text_inputComma separated list of memory
values in MB, example:
512,1024,2048

Permitted Values forMemory
in MB

Outputs

TypeDescriptionOutput

gen_text_inputHyper-V Computing Policy NameOUTPUT_HYPERV_COMPUTE_
POLICY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Hyper-V - Create VDC Networking Policy
Summary

Create a Hyper-V network policy.
Description

This task creates a Hyper-V network policy for a Hyper-V account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NameName

gen_text_inputPolicy DescriptionDescription

YhypervAccountNameSelect name of the HyperV Cloud
in this system

Select HyperV Cloud

BooleanSelecting this option enables end
user to select optional NICs during
provisioning

Allow end user to select
optional NICs

hypervVMNicsForm
ManagedList

Add one or more NICsVM Nic(s)

Outputs

TypeDescriptionOutput

gen_text_inputHyper-V Network Policy NameOUTPUT_HYPERV_NETWORK_
POLICY_NAME

gen_text_inputHyper-V NIC AliasOUTPUT_HYPERV_NIC_ALIAS
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Hyper-V - Create VDC Storage Policy
Summary

Create a Hyper-V storage policy.
Description

This task creates a Hyper-V storage policy for a Hyper-V account.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputPolicy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

YhypervAccount
Name

Cloud for which policies apply.Cloud Name

Storage Scope.Scope

YhypervDatastore
Scope

Specify type of data store scope:
include/exclude or all

Data Stores Scope

hypervMulti
Datastore

List of data stores selected for
include/exclude

Selected Data Stores

BooleanSelect if Cluster Shared Volumes are to
be used for VM Storage allocation

Use CSV

Select from the storage options below.Storage Options

BooleanSelect if local storage to be used for VM
storage allocation

Use Local Storage

BooleanSelect if SAN storage to be used for VM
storage allocation

Use SAN

BooleanSelect if SMB storage to be used for VM
storage allocation

Use SMB

Select one or more filter conditionsFilter Conditions

Deployment OptionsDeployment Options

BooleanSelect if template properties to be
overridden

Override Template

BooleanSelect if Dynamic Provisioning to be used
during VM storage allocation

Use Dynamic Provisioning

gen_text_inputCustom Disk Size (GB)Custom Disk Size (GB)

Post Deployment Resizing OptionsResizing Options for VM
lifecycle

BooleanAllow resizing of disk provisioned using
this policy?

Allow Resizing of Disk

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To
Type

DescriptionInput

gen_text_inputComma separated list of disk size values
in GB, example: 10,50,100

Permitted Values for Disk
in GB

BooleanSelect if user is allowed to choose
datastores during SR creation

Allow user to select
datastores from scope

Outputs

TypeDescriptionOutput

gen_text_inputHyper-V Storage Policy NameOUTPUT_HYPERV_STORAGE_
POLICY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Hyper-V - Create VDC System Policy
Summary

Create a Hyper-V system policy.
Description

This task creates a Hyper-V system policy for a Hyper-V account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NamePolicy Name

gen_text_inputEnter description of policyPolicy Description

BooleanEnable this option to power the
VM after deployment

Power On after deploy

Ygen_text_inputVM Name TemplateVM Name Template

BooleanVM name uniqueness check is
skipped when this field is selected

Disable VM Name
Uniqueness Check

BooleanReuse old VM namesRecycle VM Name

BooleanAllow end user to provide VM
Name or VM Prefix?

End User VM Name or VM
Prefix

Ygen_text_inputHost Name TemplateHost Name Template

BooleanVM host name uniqueness check
is skipped when this field is
selected

Disable Host Name
Uniqueness Check

BooleanReuse old Host namesRecycle Host Name

BooleanAllow end user to provide Host
Name or Host Prefix?

End User Host Name or Host
Prefix

YhypervTimeZoneSelect time zoneTime Zone

gen_text_inputComma separated list of GUI run
once commands

GUI Run Once Commands

YhypervVMImageTypeSelect a VM image typeVM Image Type

Linux Parameters

passwordRoot PasswordRoot Password

gen_text_inputDNS Domain NameDNS Domain Name

Windows Parameters

gen_text_inputEnter product IDProduct ID

gen_text_inputEnter usernameUsername

passwordEnter administrator passwordAdministrator Password

gen_text_inputEnter organization NameOrganization Name

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

gen_text_inputFull NameFull Name

hypervDomainListDomain/WorkgroupDomain/Workgroup

gen_text_inputDomainDomain

gen_text_inputDomain UsernameDomain Username

gen_text_inputDomain PasswordDomain Password

gen_text_inputWorkgroupWorkgroup

Outputs

TypeDescriptionOutput

gen_text_inputHyper-V System Policy NameOUTPUT_HYPERV_SYSTEM_
POLICY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Hyper-V - Edit NIC in VDC Network Policy
Summary

Edit a NIC in the Hyper-V network policy.
Description

This task edits a NIC in the Hyper-V network policy for a Hyper-V account.
Inputs

MandatoryMappable To TypeDescriptionInput

YHypervNetworkPolicies
List

Policy NamePolicy Name

Ygen_text_inputNIC AliasNIC Alias

BooleanMandatory or OptionalMandatory

BooleanSelecting this option enables end
user to choose vm networks during
provisioning

Allow end user to choose
VM Networks

YHyperVAdapterTypesSelect adapter typeAdapter Type

BooleanAdd or Edit VM Networks in the
NIC

Modify VM Networks

Add/Edit VM Network

gen_text_inputSelect whether to add new VM
Network or edit existing VM
Network

Add/Edit VM Network

hypervVMNetwork
Identity

VMNetworks associated with NICVM Networks Associated
with NIC

hypervVMNetwork
Identity

Select VM NetworkVM Network

BooleanSelect if need to enable the MAC
spoofing

Enable MAC Spoofing

BooleanSelect if need to assign VLAN for
the NIC

Enable VLAN

gen_text_inputVLAN IDVLAN ID

BooleanSelect if DHCP is used for VM IP
address allocation

Use DHCP

hypervIpPoolIdentitySelect an IP poolStatic IP Pool

hypervPortClassification
Identity

Select a port classificationPort Classification

Cisco UCS Director Task Library Reference, Release 6.7
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Outputs

TypeDescriptionOutput

gen_text_inputHyper-V Network Policy NameOUTPUT_HYPERV_NETWORK_
POLICY_NAME

gen_text_inputHyper-V NIC AliasOUTPUT_HYPERV_NIC_ALIAS
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Hyper-V - Edit VDC Computing Policy
Summary

Modify a Hyper-V computing policy.
Description

This task modifies a Hyper-V computing policy for the selected Hyper-V account and policy name.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountNameCloud for which policies apply.Cloud Name

YhypervCompute
PoliciesList

Policy Name.Policy Name

gen_text_inputPolicy Description.Policy Description

scopeTypeComputingSpecify type of HostNode/Cluster
scope, include/exclude or all?

Host Node/Cluster Scope

gen_text_inputAssociate Provisioned VM with
SCVMM Cloud

Associate SCVMM Cloud

BooleanOverride Template Properties.AllowMigration to Different
CPU Type

Select one or more filter conditionsFilter Conditions

Deployment OptionsDeployment Options

BooleanOverride Template Properties.Override Template

Ygen_text_inputNumber of vCPUsNumber of vCPUs

YBooleanMemory ConfigurationEnable Dynamic Memory

Resizing OptionsResizing Options

BooleanAllow resizing of VMs provisioned
using this policy?

Allow Resizing of VM

Ygen_text_inputComma separated list of number of
vCPUs, example: 1,2,4

Permitted Values for vCPUs

Ygen_text_inputComma separated list of memory
values in MB, example:
512,1024,2048

PermittedValues forMemory
in MB

Outputs

TypeDescriptionOutput

gen_text_inputHyper-V Computing Policy NameOUTPUT_HYPERV_COMPUTE_
POLICY_NAME
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Hyper-V - Edit VDC Network Policy
Summary

Modify a Hyper-V Network policy.
Description

This task modifies the Hyper-V network policy for the selected Hyper-V account and policy name.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountNameSelect name of the HyperV Cloud
in this system

Select HyperV Cloud

YHypervNetworkPoliciesListPolicy NameName

gen_text_inputPolicy DescriptionDescription

BooleanSelecting this option enables end
user to select optional NICs during
provisioning

Allow end user to select
optional NICs

hypervVMNicsForm
ManagedList

Add one or more NICsVM Nic(s)

Outputs

TypeDescriptionOutput

gen_text_inputHyper-V Network Policy NameOUTPUT_HYPERV_NETWORK_
POLICY_NAME
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Hyper-V - Edit VDC Storage Policy
Summary

Modify a Hyper-V storage policy.
Description

This task modifies a Hyper-V Storage policy for the selected Hyper-V account and policy name.
Inputs

MandatoryMappable To
Type

DescriptionInput

YhypervAccount
Name

Cloud for which policies apply.Cloud Name

YHypervStorage
PoliciesList

Policy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

Storage Scope.Scope

YhypervDatastore
Scope

Specify type of data store scope:
include/exclude or all

Data Stores Scope

hypervMulti
Datastore

List of data stores selected for
include/exclude

Selected Data Stores

BooleanSelect if Cluster Shared Volumes are to
be used for VM Storage allocation

Use CSV

Select from the storage options below.Storage Options

BooleanSelect if local storage to be used for VM
storage allocation

Use Local Storage

BooleanSelect if SAN storage to be used for VM
storage allocation

Use SAN

BooleanSelect if SMB storage to be used for VM
storage allocation

Use SMB

Select one or more filter conditionsFilter Conditions

Deployment OptionsDeployment Options

BooleanSelect if template properties to be
overridden

Override Template

BooleanSelect if Dynamic Provisioning to be used
during VM storage allocation

Use Dynamic Provisioning

gen_text_inputCustom Disk Size (GB)Custom Disk Size (GB)

Post Deployment Resizing OptionsResizing Options for VM
lifecycle

BooleanAllow resizing of disk provisioned using
this policy?

Allow Resizing of Disk
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MandatoryMappable To
Type

DescriptionInput

gen_text_inputComma separated list of disk size values
in GB, example: 10,50,100

Permitted Values for Disk
in GB

BooleanSelect if user is allowed to choose
datastores during SR creation

Allow user to select
datastores from scope

Outputs

TypeDescriptionOutput

gen_text_inputHyper-V Storage Policy NameOUTPUT_HYPERV_STORAGE_
POLICY_NAME
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Hyper-V - Edit VDC System Policy
Summary

Modify a Hyper-V system policy.
Description

This task modifies the Hyper-V System policy with the selected policy name.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervSystemPolicies
List

Policy NamePolicy Name

gen_text_inputEnter description of policyPolicy Description

BooleanEnable this option to power the
VM after deployment

Power On after deploy

Ygen_text_inputVM Name TemplateVM Name Template

BooleanVM name uniqueness check is
skipped when this field is selected

Disable VM Name
Uniqueness Check

BooleanReuse old VM namesRecycle VM Name

BooleanAllow end user to provide VM
Name or VM Prefix?

End User VM Name or VM
Prefix

Ygen_text_inputHost Name TemplateHost Name Template

BooleanVM host name uniqueness check
is skipped when this field is
selected

Disable Host Name
Uniqueness Check

BooleanReuse old Host namesRecycle Host Name

BooleanAllow end user to provide Host
Name or Host Prefix?

End User Host Name or Host
Prefix

YhypervTimeZoneSelect time zoneTime Zone

gen_text_inputComma separated list of GUI run
once commands

GUI Run Once Commands

YhypervVMImageTypeSelect a VM image typeVM Image Type

Linux Parameters

passwordRoot PasswordRoot Password

gen_text_inputDNS Domain NameDNS Domain Name

Windows Parameters

gen_text_inputEnter product IDProduct ID

gen_text_inputEnter usernameUsername

passwordEnter administrator passwordAdministrator Password
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter organization NameOrganization Name

gen_text_inputFull NameFull Name

hypervDomainListDomain/WorkgroupDomain/Workgroup

gen_text_inputDomainDomain

gen_text_inputDomain UsernameDomain Username

gen_text_inputDomain PasswordDomain Password

gen_text_inputWorkgroupWorkgroup

Outputs

TypeDescriptionOutput

gen_text_inputHyper-V System Policy NameOUTPUT_HYPERV_SYSTEM_
POLICY_NAME
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Hyper-V - Generate Formatted NIC Output
Summary

Generates formatted VM NIC output so that it can be used as input to NON VDC Provisioning task
Description

The task takes input from form managed list for VM NICs and converts it into format which can be
supplied as input to to the task - Hyper-V - Provision a VM without VDC. The format is given below -
[NIC Alias]@[Adapter Type]@[VM Network]@[VM Subnet]@[VLAN
Id]@[IsMACSpoofingEnabled]@[IsDHCPEnabled]@[Static IP Pool Id]@[PortClassification]Multiple
NICs are comma separated

Inputs

MandatoryMappable To
Type

DescriptionInput

YSelect name of the HyperV Cloud in
this system

Select HyperV Cloud

Add one or more NICsVM Nic(s)

Outputs

TypeDescriptionOutput

gen_text_inputCreate NIC OutputOUTPUT_FORMATTED_NIC_STRING
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HyperFlex Tasks

This chapter contains the following sections:

• Configure VMware Host Power Action, on page 2250
• Create HyperFlex Datastore, on page 2251
• Create HyperFlex ReadyClones of a VM, on page 2252
• Create Protection Group, on page 2254
• Delete HyperFlex Datastore, on page 2255
• Delete PortGroup, on page 2256
• Delete Protection Group, on page 2257
• Edit HyperFlex Datastore, on page 2258
• HX ESXi Host Maintenance Mode, on page 2259
• Modify Replication Schedule, on page 2260
• Mount HyperFlex Datastore, on page 2261
• Protect VM, on page 2262
• Rename HyperFlex Datastore, on page 2263
• Unassociate UCS VLAN from vNICs, on page 2264
• Unmount HyperFlex Datastore, on page 2265
• Unprotect VM, on page 2266
• Update UCS vNICs, on page 2267
• Validate create Dv port group inputs, on page 2268
• Validate create VMKernel port group inputs, on page 2270
• Validate create port group inputs, on page 2272
• Validate modify Dv port group inputs, on page 2274
• Validate modify port group inputs, on page 2276
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Configure VMware Host Power Action
Summary

Powers On/Off a VMware host.
Description

This task performs power actions such as Host Power up from Standby, Down to Standby, Enter
Maintenance Mode, and Exit Maintenance Mode.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmHostSelect the Host for which action
need to be performed

Select Host

Ygen_text_inputSelect actionHost Power Action

Outputs

TypeDescriptionOutput

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY
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Create HyperFlex Datastore
Summary

Create a HyperFlex datastore.
Description

This task creates a datastore. You must provide the size in TB, GB, or MB.
Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexAccount
Identity

Select a HyperFlex account nameHyperFlex Account Name

Ygen_text_inputEnter the Datastore NameDatastore Name

Storage Capacity Available in GBStorage Capacity Available
(GB)

Ygen_text_inputEnter the Datastore SizeSize

YHyperFlexUnitSizeSelect the size metric for the
datastore size (MB, GB, or TB)

Size Metric (MB/GB/TB)

Outputs

TypeDescriptionOutput

HyperFlexAccountIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_ACCOUNT_
IDENTITY

gen_text_inputName of the PodOUTPUT_POD_NAME

gen_text_inputName of the AccountOUTPUT_ACCOUNT_NAME

gen_text_inputName of the DatastoreOUTPUT_DATASTORE_NAME

HyperFlexDatastoreIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_
DATASTORE_IDENTITY

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

vmwareDatastoreAccount
Identity

Datastore Account IdentityOUTPUT_VMWARE_DATASTORE_
ACCOUNT_IDENTITY

BooleanMount StatusOUTPUT_MOUNT_STATUS

gen_text_inputName of the VMwareDatastoreOUTPUT_VMWARE_DATASTORE_
NAME

gen_text_inputName of the VMwareDatastore
MOR

OUTPUT_VMWARE_DATASTORE_
MOR
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Create HyperFlex ReadyClones of a VM
Summary

Create clones of a VM.
Description

This task creates clones of a VM. Use this task to clone many VMs quickly. Internally, the Hyperflex
ReadyClones feature uses VMware vSphere Storage API Array Integration (VAAI) data offloads to
clone VMâs.

Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexAccountNameSelect a HyperFlex account nameHX Account Name

YHyperFlexVMTemplate
Name

Select a VM template nameVM Template Name

Ygen_text_inputEnter the Number of Clones to be
created

Number of Clones

HyperFlexCustomization
Spec

Select a customization spec name to
be applied on the ReadyClone VMs

Customization Spec
Name

vmwareResourcePool
Identity

Select the resource pool nameResource Pool Name

Ygen_text_inputEnter the VM name prefix for the
new clones

VM Name Prefix

Ygen_text_inputEnter the guest name prefix for the
new clones

Guest Name Prefix

Ygen_text_inputEnter the starting clone number for
the ReadyClone

Start clone number

Ygen_text_inputEnter an integer by which to
increment the clone number

Increment clone number

BooleanSelect to power on ReadyClone VMs
after cloning

Power ON after deploy

BooleanEnable to protect the ReadyClone
VMs

Protect VM

HyperFlexProtectionType
List

Select the protection typeProtection Type

HyperFlexProtection
GroupIdentity

Select the protection groupProtection Group

HyperFlexProtection
IntervalList

Select the replication interval for the
protection group

Interval

HyperFlexProtection
ScheduleList

Enable protection now or laterProtect now or later

date_timeEnter the start protection timeProtection Time

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

BooleanEnable to Use VMware Tools to
quiesce the virtual machine

Use VMware Tools to
quiesce the virtual
machine

Outputs

TypeDescriptionOutput

gen_text_inputHyperFlex Rapid Clone VMs
Ids

OUTPUT_HYPERFLEX_RAPIDCLONE_
OUTPUT

gen_text_inputHyperFlex Rapid Clone VMs
Identities

OUTPUT_HYPERFLEX_RAPIDCLONE_
VMIDENTITIES_OUTPUT

gen_text_inputHyperFlex Rapid Clone VMs
Names

OUTPUT_HYPERFLEX_RAPIDCLONE_
VMNAME_OUTPUT

HyperFlexVMWare
AccountIdentity

VMWare Account IdentityOUTPUT_HYPERFLEX_VMWARE_
ACCOUNT_IDENTITY

multiVMVM IDsOUTPUT_VM_IDS
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Create Protection Group
Summary

Create Protection Group on the HyperFlex Cluster.
Description

This task will create protection group on the HyperFlex Cluster, we can protect multiple VMs by adding
them to protection group.

Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexReplicationPair
Identity

Select the Replication Pair to be
protected

Replication Pair

Ygen_text_inputEnter the name of the Protection
Group

Name

YHyperFlexProtection
IntervalList

Select the replication interval for the
protection group

Interval

YHyperFlexProtection
ScheduleList

Enable protection now or laterProtect now or later

date_timeEnter the start protection timeProtection Time

BooleanEnable to use VMware Tools to
quiesce the virtual machine

Use VMware Tools to
quiesce the virtual
machine

Outputs

TypeDescriptionOutput

gen_text_inputName of the Protection GroupOUTPUT_HYPERFLEX_
PROTECTION_GROUP_NAME

HyperFlexProtectionGroup
Identity

Identity of the ProtectionGroupOUTPUT_HYPERFLEX_
PROTECTION_GROUP_IDENTITY
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Delete HyperFlex Datastore
Summary

Delete a HyperFlex datastore.
Description

This task deletes a datastore. The datastore must first be unmounted.
Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexAccount
Identity

Select a HyperFlex account
name

HyperFlex Account Name

YHyperFlexDatastore
Identity

Select the HyperFlex datastore
to be deleted

HyperFlex Datastore

YDatastore delete warning
message

Are you sure you want to
delete the selected datastore?

Outputs

TypeDescriptionOutput

HyperFlexAccountIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_ACCOUNT_
IDENTITY

HyperFlexDatastoreIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_
DATASTORE_IDENTITY

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
2255

HyperFlex Tasks
Delete HyperFlex Datastore



Delete PortGroup
Summary

Deletes a port group.
Description

This task deletes a port group that is part of a vSwitch. Once a port group is deleted, all the VMs associated
with the port group are associated with the default port group in the default vSwitch of that host.

Inputs

MandatoryMappable To TypeDescriptionInput

YportGroupIdentitySelect the PortGroup to be
deleted.

PortGroup Name

Outputs

No Outputs
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Delete Protection Group
Summary

Delete Protection Group on the HyperFlex Cluster.
Description

This task will delete protection group on the HyperFlex Cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexProtectionGroup
Identity

Select Protection Group to
delete

Protection Group

Outputs

TypeDescriptionOutput

gen_text_inputName of the Protection GroupOUTPUT_HYPERFLEX_
PROTECTION_GROUP_NAME

HyperFlexProtectionGroup
Identity

Identity of the ProtectionGroupOUTPUT_HYPERFLEX_
PROTECTION_GROUP_IDENTITY
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Edit HyperFlex Datastore
Summary

Change the size of a HyperFlex datastore.
Description

This task modifies the amount of storage allocated to a datastore.
Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexAccount
Identity

Select a HyperFlex account nameHyperFlexAccount Name

YHyperFlexDatastore
Identity

Select the HyperFlex datastore to be
resized

HyperFlex Datastore

Storage Capacity Available in GBStorage Capacity
Available (GB)

Ygen_text_inputEnter the new Datastore SizeSize

YHyperFlexUnitSizeSelect the size metric for the
datastore Resize (MB, GB, or TB)

Size Metric (MB/GB/TB)

Outputs

TypeDescriptionOutput

HyperFlexAccountIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_ACCOUNT_
IDENTITY

gen_text_inputName of the PodOUTPUT_POD_NAME

gen_text_inputName of the AccountOUTPUT_ACCOUNT_NAME

gen_text_inputName of the DatastoreOUTPUT_DATASTORE_NAME

HyperFlexDatastoreIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_
DATASTORE_IDENTITY

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

vmwareDatastoreAccount
Identity

Datastore Account IdentityOUTPUT_VMWARE_DATASTORE_
ACCOUNT_IDENTITY

BooleanMount StatusOUTPUT_MOUNT_STATUS

gen_text_inputName of the VMwareDatastoreOUTPUT_VMWARE_DATASTORE_
NAME

gen_text_inputName of the VMwareDatastore
MOR

OUTPUT_VMWARE_DATASTORE_
MOR
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HX ESXi Host Maintenance Mode
Summary

Puts an ESX server in a storage cluster into HX maintenance mode.
Description

This task puts an ESX server in a storage cluster into HXmaintenance mode. This task can perform both
entry to and exit from the maintenance mode.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect Account
Identity

HyperFlex Account Identity

vmwareAccountNameAccount Name

clusterListCluster

vmareHostHost Node

gen_text_inputHost Node Id

Ygen_text_inputESXi Action

Outputs

TypeDescriptionOutput

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY
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Modify Replication Schedule
Summary

Modify Replication Schedule on the HyperFlex Cluster.
Description

This task will modify Protection Group or VM Schedule options like interval, protection time , quiesce
type on the HyperFlex Cluster.

Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexProtectionTypeListProtection TypeProtection Type

YHyperFlexProtectionGroup
Identity

Select Protection GroupProtection Group

YHyperFlexProtectedVMList
Popup

Select the VM to be protectedSelect VM

YHyperFlexProtectionInterval
List

Select the replication interval for
the protection group

Interval

YHyperFlexProtectionSchedule
List

Enable protection now or laterProtect now or later

date_timeEnter the start protection timeProtection Time

BooleanEnable to use VMware Tools to
quiesce the virtual machine

Use VMware Tools to
quiesce the virtual
machine

Outputs

TypeDescriptionOutput

gen_text_inputName of the Protection
Group

OUTPUT_HYPERFLEX_PROTECTION_
GROUP_NAME

HyperFlexProtectionGroup
Identity

Identity of the Protection
Group

OUTPUT_HYPERFLEX_PROTECTION_
GROUP_IDENTITY

multiVMVM IDsOUTPUT_VM_IDS

HyperFlexProtectionType
List

Protection TypeOUTPUT_HYPERFLEX_PROTECTION_
TYPE
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Mount HyperFlex Datastore
Summary

Mount a HyperFlex datastore.
Description

This task mounts a datastore. You select the datastore from a list of available datastores.
Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexAccount
Identity

Select a HyperFlex account nameHyperFlex Account Name

YHyperFlexDatastore
Identity

Select the HyperFlex datastore to
be mounted

HyperFlex Datastore

YMount datastore warning
message

Do you want to Mount the
selected datastore?

Outputs

TypeDescriptionOutput

HyperFlexAccountIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_ACCOUNT_
IDENTITY

gen_text_inputName of the PodOUTPUT_POD_NAME

gen_text_inputName of the AccountOUTPUT_ACCOUNT_NAME

gen_text_inputName of the DatastoreOUTPUT_DATASTORE_NAME

HyperFlexDatastoreIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_
DATASTORE_IDENTITY

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

vmwareDatastoreAccount
Identity

Datastore Account IdentityOUTPUT_VMWARE_DATASTORE_
ACCOUNT_IDENTITY

BooleanMount StatusOUTPUT_MOUNT_STATUS

gen_text_inputName of the VMwareDatastoreOUTPUT_VMWARE_DATASTORE_
NAME

gen_text_inputName of the VMwareDatastore
MOR

OUTPUT_VMWARE_DATASTORE_
MOR
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Protect VM
Summary

Protect VM on the HyperFlex Cluster.
Description

This task will protect VM independently or with protection group on the HyperFlex Cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexReplicationPair
Identity

Select Replication PairReplication Pair

YHyperFlexProtectionTypeListSelect the Protection TypeProtection Type

YHyperFlexProtectionGroup
Identity

Protect VM using either thru
ProtectionGroup or Independently

Protection Group

YHyperFlexUnprotected
VMListPopup

Select the VM to be protectedSelect VM

YHyperFlexProtectionInterval
List

Select the replication interval for
the protection group

Interval

YHyperFlexProtectionSchedule
List

Enable protection now or laterProtect now or later

date_timeInput the start protection timeProtection Time

BooleanUse VMware Tools to quiesce the
virtual machine

Use VMware Tools to
quiesce the virtual
machine

Outputs

TypeDescriptionOutput

gen_text_inputName of the Replication PairOUTPUT_HYPERFLEX_
REPLICATION_PAIR_NAME

HyperFlexReplicationPair
Identity

Identity of the Replication
Pair

OUTPUT_HYPERFLEX_
REPLICATION_PAIR_IDENTITY

gen_text_inputName of the Protection
Group

OUTPUT_HYPERFLEX_PROTECTION_
GROUP_NAME

HyperFlexProtectionGroup
Identity

Identity of the Protection
Group

OUTPUT_HYPERFLEX_PROTECTION_
GROUP_IDENTITY

multiVMVM IDsOUTPUT_VM_IDS

HyperFlexProtectionType
List

Protection TypeOUTPUT_HYPERFLEX_PROTECTION_
TYPE

HyperFlexProtectionInterval
List

Protection IntervalOUTPUT_HYPERFLEX_VM_
PROTECTION_INTERVAL
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Rename HyperFlex Datastore
Summary

Rename a Hyperflex datastore.
Description

This task checks that the new datastore name is not the same as the original and renames the datastore.
The datastore must be in an unmounted state.

Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexAccountIdentitySelect a HyperFlex account nameHyperFlex Account
Name

YHyperFlexDatastoreIdentitySelect the HyperFlex datastore to
be renamed

Select Datastore

Ygen_text_inputInput the new datastore nameNew Datastore Name

Outputs

TypeDescriptionOutput

HyperFlexAccountIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_ACCOUNT_
IDENTITY

gen_text_inputName of the PodOUTPUT_POD_NAME

gen_text_inputName of the AccountOUTPUT_ACCOUNT_NAME

gen_text_inputName of the DatastoreOUTPUT_DATASTORE_NAME

HyperFlexDatastoreIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_
DATASTORE_IDENTITY

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

vmwareDatastoreAccount
Identity

Datastore Account IdentityOUTPUT_VMWARE_DATASTORE_
ACCOUNT_IDENTITY

BooleanMount StatusOUTPUT_MOUNT_STATUS

gen_text_inputName of the VMwareDatastoreOUTPUT_VMWARE_DATASTORE_
NAME

gen_text_inputName of the VMwareDatastore
MOR

OUTPUT_VMWARE_DATASTORE_
MOR
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Unassociate UCS VLAN from vNICs
Summary

Dissociate UCS vNICs from a VLAN.
Description

This task verifies that vNICs are associated with a UCS service profile, service profile template, vNIC
template or LAN connectivity policy and dissociates the vNICs from VLAN accordingly.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsVlanIdentitySelect VLAN to be deletedVLAN

Ygen_text_inputHost List

YvmwareVSwitchIdentitySelect the vSwitch on which
Network connection needs to be
deleted.

vSwitch Name

Outputs

TypeDescriptionOutput

gen_text_inputName of the UCSM VLAN on which the
selected operation was performed

OUTPUT_UCSM_VLAN
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Unmount HyperFlex Datastore
Summary

Unmounts a HyperFlex datastore.
Description

This task unmounts a datastore. You select the datastore from a list of available datastores.
Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexAccountIdentitySelect Account nameHyperFlex Account Name

YHyperFlexDatastore
Identity

Select HyperFlex DatastoreHyperFlex Datastore

YUnmount datastore warning
message

Unmount the selected
datastore?

Outputs

TypeDescriptionOutput

HyperFlexAccountIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_ACCOUNT_
IDENTITY

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

vmwareDatastoreAccount
Identity

Datastore Account IdentityOUTPUT_VMWARE_DATASTORE_
ACCOUNT_IDENTITY

gen_text_inputName of the PodOUTPUT_POD_NAME

gen_text_inputName of the AccountOUTPUT_ACCOUNT_NAME

gen_text_inputName of the DatastoreOUTPUT_DATASTORE_NAME

HyperFlexDatastoreIdentityHyperFlex Account IdentityOUTPUT_HYPERFLEX_
DATASTORE_IDENTITY

BooleanMount StatusOUTPUT_MOUNT_STATUS
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Unprotect VM
Summary

Unprotect VM on the HyperFlex Cluster.
Description

This task will Unprotect VM independently or from protection group on the HyperFlex Cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YHyperFlexProtectedVMList
Popup

Select the VM to disable the
Protection

Select VM

Outputs

TypeDescriptionOutput

multiVMVM IDsOUTPUT_VM_IDS
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Update UCS vNICs
Summary

Associate UCS vNICs with a VLAN.
Description

This task checks that vNICs are associated with a UCS Service Profile, Service Profile Template, vNIC
Template, or LAN Connectivity policy and updates the vNICs accordingly.

Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the VLAN NameVLAN Name

gen_text_inputEnter the VLAN IdVLAN Id

YucsAccountNameSelect a UCS account under which to
create the VLAN

UCS Account Name

YvmwareVSwitchIdentitySelect the vSwitch on which to create
the network connection

vSwitch Name

Ygen_text_inputEnter the Host ListHost List

Outputs

No Outputs
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Validate create Dv port group inputs
Summary

Validate inputs to create a Dv port group.
Description

This task validates its inputs. It returns the following exceptions:

• DV Switch Identity is null.
• Invalid VMware DV Switch Identity format.
• VLAN ID should be a numeric value between [1-3967] and [4048-4093].
• No VMware account found.
• No UCS account found in pod.
• No hosts found in a cluster.
• DV Switch is not configured on all the ESXi hosts in the HX Cluster.
• DV Switch is not configured on any ESXi hosts in the HX Cluster.
• DV Port Group already exists.
• No switch configuration found on the hosts in the clusters.
• check for the existing UCS VLAN with the same name.

Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVSwitchIdentitySelect the DvSwitchDvSwitch Name

Ygen_text_inputEnter the DV port group name to be
created

Dv Port Group Name

Ygen_text_inputEnter number of ports to be createdNumber of Ports

YVMwareDVPortGroupPort
Binding

Select the Port binding type for the
ports

Port binding

vlanIDEnter the VLAN ID for the network
connection

VLAN ID

BooleanCheck this option to create the
VLAN on UCS

Create VLAN on UCS

Ygen_text_inputEnter the VLAN NameVLAN Name

ucsVlanTypeProviderEnter the Fabric IDFabric ID

Outputs

TypeDescriptionOutput

HyperFlexAccount
Identity

HyperFlex Account IdentityOUTPUT_HYPERFLEX_
ACCOUNT_IDENTITY

gen_text_inputName of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_NAME

vlanIDVLAN of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_VLAN
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TypeDescriptionOutput

portGroupIdentityIdentity of the Port GroupOUTPUT_PORT_GROUP_
IDENTITY

vmwareVmPortGroup
Identity

Identity of the VMware Generic port
Group

OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

BooleanCreate Vlan on UCSMOUTPUT_CREATE_VLAN_ON_
UCSM

gen_text_inputName of the UCSM VLAN on which
the selected operation was performed

OUTPUT_UCSM_VLAN

gen_text_inputName of the Fabric ID on which the
selected operation was performed

OUTPUT_FABRIC_ID

gen_text_inputNames of the hosts on which create vm
port group operation was performed

OUTPUT_HYPERFLEX_HOST_
LIST

ucsAccountNameNames of the UCSM account on which
create vlan operation was performed

OUTPUT_HYPERFLEX_UCSM_
ACCOUNT

BooleanPromiscous ModeOUTPUT_HYPERFLEX_
PROMISCOUS_MODE

vmwareVSwitch
Identity

vSwitch NameOUTPUT_HYPERFLEX_
VSWITCH_IDENTITY

gen_text_inputConnection TypesOUTPUT_HYPERFLEX_
CONNECTION_TYPE

gen_text_inputName of the PodOUTPUT_POD_NAME
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Validate create VMKernel port group inputs
Summary

Validate the inputs to create a VMKernel port group.
Description

This task validates its inputs. It returns the following exceptions:

• vSwitch Identity is null.
• Invalid VMware vSwitch Identity format.
• VLAN ID should be a numeric value between [1-3967] and [4048-4093].
• No VMware account found.
• No VMware account found.
• No UCS account found in pod.
• No hosts found in a cluster.
• vSwitch has no uplinks on the host.
• No switch configuration found on the hosts in the clusters.
• check for the existing UCS VLAN with the same name.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareVSwitch
Identity

Select the vSwitch on which to add the
network connection

vSwitch Name

Ygen_text_inputSelect the connection type to be added
to the vSwitch

Connection Types

Ygen_text_inputEnter the name of the connection type to
create

Network Label

BooleanCheck this option to enable vMotionEnable vMotion

BooleanCheck this option to enable fault
tolerance

Enable Fault Tolerance

BooleanCheck this option to enableManagementEnable Management

BooleanCheck this option to enable vSphere
Provisioning

Enable vSphere
Provisioning

BooleanCheck this option to enable vsanEnable vsan

BooleanCheck this option to enable vSphere
ReplicationNFC

Enable vSphere
ReplicationNFC

BooleanCheck this option to enable vSphere
Replication

Enable vSphere
Replication

vlanIDEnter the vLan Id for the network
connection

VLAN ID

BooleanCheck this option to create the VLAN
on UCS

Create VLAN on UCS

Ygen_text_inputEnter the VLAN NameVLAN Name
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MandatoryMappable To TypeDescriptionInput

ucsVlanTypeProviderEnter the Fabric IDFabric ID

Ygen_text_inputSelect the network typeNetwork Type

BooleanCheck this option to enable DHCPEnable DHCP

StaticPoolIPProvide IP address range or comma
separated IP addresses or both

Static IP Pool

subnetMaskEnter the Subnet MaskSubnet Mask

gen_text_inputEnter the IP address of the default
gateway for this network

Gateway IP Address

Outputs

TypeDescriptionOutput

HyperFlexAccount
Identity

HyperFlex Account IdentityOUTPUT_HYPERFLEX_
ACCOUNT_IDENTITY

gen_text_inputName of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_NAME

vlanIDVLAN of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_VLAN

portGroupIdentityIdentity of the Port GroupOUTPUT_PORT_GROUP_
IDENTITY

vmwareVmPortGroup
Identity

Identity of the VMware Generic port
Group

OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

BooleanCreate Vlan on UCSMOUTPUT_CREATE_VLAN_ON_
UCSM

gen_text_inputName of the UCSM VLAN on which
the selected operation was performed

OUTPUT_UCSM_VLAN

gen_text_inputName of the Fabric ID on which the
selected operation was performed

OUTPUT_FABRIC_ID

gen_text_inputNames of the hosts on which create vm
port group operation was performed

OUTPUT_HYPERFLEX_HOST_
LIST

ucsAccountNameNames of the UCSM account on which
create vlan operation was performed

OUTPUT_HYPERFLEX_UCSM_
ACCOUNT

BooleanPromiscous ModeOUTPUT_HYPERFLEX_
PROMISCOUS_MODE

vmwareVSwitch
Identity

vSwitch NameOUTPUT_HYPERFLEX_
VSWITCH_IDENTITY

gen_text_inputConnection TypesOUTPUT_HYPERFLEX_
CONNECTION_TYPE

gen_text_inputName of the PodOUTPUT_POD_NAME
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Validate create port group inputs
Summary

Validate the inputs to create a port group.
Description

This task validates its inputs. It returns the following exceptions:

• vSwitch Identity is null.
• Invalid VMware vSwitch Identity format.
• VLAN ID should be a numeric value between [1-3967] and [4048-4093].
• No VMware account found.
• No VMware account found.
• No UCS account found in pod.
• No hosts found in a cluster.
• Port Group already exists on hosts.
• vSwitch has no uplinks on the host.
• No switch configuration found on the hosts in the clusters.
• check for the existing UCS VLAN with the same name.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareVSwitchIdentitySelect the vSwitch on which to add a
network connection

Select vSwitch

Ygen_text_inputName of the VM port group to be
created

VM Port Group

vlanIDThe vLan Id for the network
connection

VLAN ID

BooleanCheck this option to create the VLAN
on UCS

Create VLAN on UCS

Ygen_text_inputEnter the VLAN NameVLAN Name

ucsVlanTypeProviderEnter the Fabric IDFabric ID

Outputs

TypeDescriptionOutput

gen_text_inputName of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_NAME

vlanIDVLAN of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_VLAN

portGroupIdentityIdentity of the Port GroupOUTPUT_PORT_GROUP_
IDENTITY

vmwareVmPortGroup
Identity

Identity of the VMware Generic port
Group

OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY
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TypeDescriptionOutput

BooleanCreate Vlan on UCSMOUTPUT_CREATE_VLAN_ON_
UCSM

gen_text_inputName of the UCSM VLAN on which
the selected operation was performed

OUTPUT_UCSM_VLAN

gen_text_inputName of the Fabric ID on which the
selected operation was performed

OUTPUT_FABRIC_ID

gen_text_inputNames of the hosts on which create vm
port group operation was performed

OUTPUT_HYPERFLEX_HOST_
LIST

ucsAccountNameNames of the UCSM account on which
create vlan operation was performed

OUTPUT_HYPERFLEX_UCSM_
ACCOUNT

BooleanPromiscous ModeOUTPUT_HYPERFLEX_
PROMISCOUS_MODE

vmwareVSwitch
Identity

vSwitch NameOUTPUT_HYPERFLEX_
VSWITCH_IDENTITY

gen_text_inputConnection TypesOUTPUT_HYPERFLEX_
CONNECTION_TYPE

gen_text_inputName of the PodOUTPUT_POD_NAME
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Validate modify Dv port group inputs
Summary

Validate inputs to modify a Dv port group.
Description

This task validates its inputs. It returns the following exceptions:

• Port Group Identity is empty.
• Port Group is null or account, DV Switch or host are empty.
• Invalid VMware DV Switch Identity format.
• VLAN ID should be a numeric value between [1-3967] and [4048-4093].
• No VMware account found.
• No UCS account found in pod.
• No hosts found in a cluster.
• DV Switch is not configured on all the ESXi hosts in the HX Cluster.
• DV Switch is not configured on any ESXi hosts in the HX Cluster.
• DV Port Group already exists.
• No switch configuration found on the hosts in the clusters.
• check for the existing UCS VLAN with the same name.

Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVPortgroup
Identity

Select the PortGroup to be ModifyPortGroup Name

gen_text_inputEnter a Network LabelNetWork Label

Ygen_text_inputEnter number of ports to be createdNumber of Ports

YVMwareDVPortGroupPort
Binding

Select the binding type for the ports.Port binding

vlanIDEnter the VLAN ID for the network
connection

VLAN ID

BooleanCheck this option to create the
VLAN on UCS

Create VLAN on UCS

Ygen_text_inputEnter the VLAN NameVLAN Name

ucsVlanTypeProviderEnter the Fabric IDFabric ID

Outputs

TypeDescriptionOutput

gen_text_inputName of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_NAME

gen_text_inputName of the modified Port Group nameOUTPUT_HYPERFLEX_
NETWORK_LABEL
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TypeDescriptionOutput

vlanIDVLAN of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_VLAN

portGroupIdentityIdentity of the Port GroupOUTPUT_PORT_GROUP_
IDENTITY

vmwareVmPortGroup
Identity

Identity of the VMware Generic port
Group

OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

BooleanCreate Vlan on UCSMOUTPUT_CREATE_VLAN_ON_
UCSM

gen_text_inputName of the UCSM VLAN on which
the selected operation was performed

OUTPUT_UCSM_VLAN

gen_text_inputName of the Fabric ID on which the
selected operation was performed

OUTPUT_FABRIC_ID

gen_text_inputNames of the hosts on which create vm
port group operation was performed

OUTPUT_HYPERFLEX_HOST_
LIST

ucsAccountNameNames of the UCSM account on which
create vlan operation was performed

OUTPUT_HYPERFLEX_UCSM_
ACCOUNT

BooleanPromiscous ModeOUTPUT_HYPERFLEX_
PROMISCOUS_MODE

vmwareVSwitch
Identity

vSwitch NameOUTPUT_HYPERFLEX_
VSWITCH_IDENTITY

gen_text_inputConnection TypesOUTPUT_HYPERFLEX_
CONNECTION_TYPE

gen_text_inputName of the PodOUTPUT_POD_NAME
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Validate modify port group inputs
Summary

Validate the inputs to modify a port group.
Description

This task validates its inputs. It returns the following exceptions:

• Port Group Identity is empty.
• Port Group is null or account, vSwitch or host are empty.
• VLAN ID should be a numeric value between [1-3967] and [4048-4093].
• No VMware account found.
• No UCS account found in pod.
• No hosts found in a cluster.
• vSwitch has no uplinks on the host.
• No switch configuration found on the hosts in the clusters.
• check for the existing UCS VLAN with the same name.

Inputs

MandatoryMappable To TypeDescriptionInput

YportGroupIdentitySelect the port group to be modifiedPortGroup Name

gen_text_inputEnter a Network LabelNetWork Label

vlanIDEnter the VLAN ID for the network
connection

VLAN ID

BooleanCheck this option to create the VLAN
on UCS

Create VLAN on UCS

Ygen_text_inputEnter the VLAN NameVLAN Name

ucsVlanTypeProviderEnter the Fabric IDFabric ID

gen_text_inputSelect the connection type to be added
to the vSwitch

Connection Types

Outputs

TypeDescriptionOutput

gen_text_inputName of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_NAME

gen_text_inputName of the modified Port Group nameOUTPUT_HYPERFLEX_
NETWORK_LABEL

vlanIDVLAN of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_VLAN

portGroupIdentityIdentity of the Port GroupOUTPUT_PORT_GROUP_
IDENTITY
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TypeDescriptionOutput

vmwareVmPortGroup
Identity

Identity of the VMware Generic port
Group

OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

BooleanCreate Vlan on UCSMOUTPUT_CREATE_VLAN_ON_
UCSM

gen_text_inputName of the UCSM VLAN on which
the selected operation was performed

OUTPUT_UCSM_VLAN

gen_text_inputName of the Fabric ID on which the
selected operation was performed

OUTPUT_FABRIC_ID

gen_text_inputNames of the hosts on which create vm
port group operation was performed

OUTPUT_HYPERFLEX_HOST_
LIST

ucsAccountNameNames of the UCSM account on which
create vlan operation was performed

OUTPUT_HYPERFLEX_UCSM_
ACCOUNT

BooleanPromiscous ModeOUTPUT_HYPERFLEX_
PROMISCOUS_MODE

vmwareVSwitch
Identity

vSwitch NameOUTPUT_HYPERFLEX_
VSWITCH_IDENTITY

gen_text_inputConnection TypesOUTPUT_HYPERFLEX_
CONNECTION_TYPE

gen_text_inputName of the PodOUTPUT_POD_NAME
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HyperV Host Tasks

This chapter contains the following sections:

• Bring Hyper-V Disk Online and Formatting, on page 2280
• Create Hyper-V VM Placement Path, on page 2281
• Get UCS Service Profile vNICs associated to Hyper-v Hosts, on page 2282
• Manage Hyper-V Host Power Actions, on page 2283
• Mount Hyper-V iSCSI LUN, on page 2284
• Move Hyper-V Host to Host Group, on page 2285
• Refresh Hyper-V Host/Cluster, on page 2286
• Register Host with Hyper-V SCVMM, on page 2287
• Remove Hyper-V VM Placement Path, on page 2288
• Run Hyper-V Script Command, on page 2289
• Unregister Host from Hyper-V SCVMM, on page 2290
• Validate Hyper-V Cluster, on page 2291
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Bring Hyper-V Disk Online and Formatting
Summary

Bring raw disks online attached to a host by formatting and creating partitions.
Description

This task assigns the CD/DVD drive to the Z: drive and performs the following actions to the attached
LUN's raw disks (from an external iSCSI-based storage), based on zero partition disk types:

1. Creates the primary partition.
2. Formats the drive to NTFS.
3. Assigns the drive to the next available drive letter.

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervMultiHostSelect host to unregisterSelect Host

Ygen_text_inputEnter User Name for the selected
host.

User Name

YpasswordEnter Password for the selected host.Password

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

gen_text_inputUsernameOUTPUT_HOST_USER_NAME

gen_text_inputHost volumeOUTPUT_HOST_VOLUME
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Create Hyper-V VM Placement Path
Summary

Add a VM placement path on a host.
Description

This task creates a VM placement path on a HyperV host. The input is a HyperV host disk ID. This ID
includes an account name, host name, and drive name.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect drive to add as VM
placement

Select Host Drive

gen_text_inputSpecify Path NamePath Name

Outputs

TypeDescriptionOutput

gen_text_inputVM store pathOUTPUT_VM_STORE_PATH
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Get UCS Service Profile vNICs associated to Hyper-v Hosts
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose the UCSM service profile
template to disassociate

Host Selection Scope

YhypervClusterIdentityChoose Hyper-v ClusterHyper-v Cluster

YhypervMultiHostChoose one or more Hyper-V HostsHyper-V Hosts

Outputs

TypeDescriptionOutput

ucsMultiServiceProfileIdentityUCS Multi Service Profile
Identity

UCS_MULTI_SERVICE_PROFILE_
IDENTITY

ucsServiceProfileMultiv
NICIdentity

UCS Service Profile Multi vNIC
Identity

SERVICE_PROFILE_MULTI_
VNIC_IDENTITY

ucsAccountIdentityUCS Account IdentityUCS_ACCOUNT_IDENTITY
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Manage Hyper-V Host Power Actions
Summary

Perform Hyperv power actions.
Description

This task performs power actions on a host.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the actionSelect Host

Ygen_text_inputSelect the power action to be executedSelect Power Action

gen_text_inputSelect the action to perform when
starting maintenance mode

SelectMaintenanceMode
Action

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY
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Mount Hyper-V iSCSI LUN
Summary

Add an external iSCSI-based storage IP to a software Microsoft iSCSI initiator.
Description

This task starts the Microsoft iSCSI service on a host and adds a persistent IP connection to an external
iSCSI-based storage target device, then rescans the disks.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetAppAllVFilersIdentitySelect vFiler NamevFiler Name

Ygen_text_inputSelect a IP Address.iSCSI Enable IP
Address

YvmwareHostMultiSelectSelect host to unregisterSelect Host

Ygen_text_inputEnter User Name for the selected
host.

User Name

YpasswordEnter Password for the selecte
host.

Password

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

gen_text_inputUsernameOUTPUT_HOST_USER_NAME
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Move Hyper-V Host to Host Group
Summary

Move a host to a host group.
Description

This task moves a host to a host group. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the
action

Select Host

YhypervHostGroupIdentitySelect the host groupSelect Host Group

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

hypervHostGroupIdentityHost Group IdentityOUTPUT_HOST_GROUP_IDENTITY
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Refresh Hyper-V Host/Cluster
Summary

Refresh a host or cluster.
Description

This task refreshes a host or cluster. Inventory of the selected Host or Cluster is also performed. This
task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHost/ClusterHost/Cluster

YhypervHostSelect the host to perform the
action

Select Host

YhypervClusterIdentitySelect the cluster to perform the
action

Select Cluster

Outputs

TypeDescriptionOutput

hypervClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

hypervHostHost IdentityOUTPUT_HOST_IDENTITY
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Register Host with Hyper-V SCVMM
Summary

Register a host with SCVMM.
Description

This task registers a host with SCVMM.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostGroupIdentitySelect host groupSelect Host Group

Select this option to register PXE
Host to the cloud

Register PXE Host

Ygen_text_inputThe PXEBoot Request ID of the Host
that is to be registered with the cloud.

PXEBoot Request ID

Ygen_text_inputEnter HostName.Host Name

Ygen_text_inputEnter User Name.User Name

Ygen_text_inputEnter Password.Password

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY
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Remove Hyper-V VM Placement Path
Summary

Remove a VM placement path.
Description

This task removes a VM placement path on a host.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect hostSelect Host

Ygen_text_inputSelect Placement PathSelect Placement Path

Outputs

No Outputs
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Run Hyper-V Script Command
Summary

Run a script command on a Hyper-V host.
Description

This task runs script commands remotely on a Hyper-V host. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the actionSelect Host

Ygen_text_inputSpecify the Executable ProgramExecutable Program

gen_text_inputSpecify the parametersParameters

hypervCustomResource
Identity

Select the Script Resource Package
to perform the operation

Select Script Resource
Package

hypervRunAsAccount
Identity

Select the Run As Account to
perform the operation

Select Run As Account

YSpecify the timeout in secondsTimeout(Seconds)

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

gen_text_inputCustom Resource IdentityOUTPUT_CUSTOM_RESOURCE_
IDENTITY
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Unregister Host from Hyper-V SCVMM
Summary

Unregister a host from SCVMM.
Description

This task unregisters a host from SCVMM.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect host to unregisterSelect Host

Ygen_text_inputEnter User Name.User Name

Ygen_text_inputEnter Password.Password

Outputs

No Outputs
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Validate Hyper-V Cluster
Summary

Validate a cluster.
Description

This task validates a cluster. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervClusterIdentitySelect the cluster to perform the
action

Select Cluster

Outputs

TypeDescriptionOutput

hypervClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY
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HyperV Network Tasks

This chapter contains the following sections:

• Create Hyper-V VM Virtual Network Adapter, on page 2294
• Remove Hyper-V VM Virtual Network Adapter, on page 2295
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Create Hyper-V VM Virtual Network Adapter
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Remove Hyper-V VM Virtual Network Adapter
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HyperV Tasks

This chapter contains the following sections:

• Assign Hyper-V Datastore to Group, on page 2298
• Assign Hyper-V SCVMM Cloud to Group, on page 2299
• Assign HyperV VM Network to Group, on page 2300
• Assign Value to Custom Property, on page 2301
• Create Custom Property, on page 2302
• Create Hyper-V SCVMM Cloud, on page 2303
• Delete Hyper-V SCVMM Cloud, on page 2305
• Edit Hyper-V SCVMM Cloud, on page 2306
• Initiate Hyper-V SCVMM Objects Inventory, on page 2308
• Remove Custom Property, on page 2309
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Assign Hyper-V Datastore to Group
Summary

:Assign a datastore to a group local to the UCSD appliance.
Description

This task assigns a datastore to a group local to the Cisco UCS Director appliance. A group is a logical
grouping of datastores. A datastore can be assigned to a group.

Inputs

MandatoryMappable To TypeDescriptionInput

YhyperVDatastoreIdentitySelect the datastore name as parent.Datastore

Select this option to allow resource
assignment to users.

Assign To Users

Ycuic_multi_user_group_IDSelect the group to assign to datastore.User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

hyperVDatastoreIdentityDatastore IdentityOUTPUT_DATASTORE_IDENTITY
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Assign Hyper-V SCVMM Cloud to Group
Summary

Assign an SCVMM cloud to a group.
Description

This task assigns a Hyper-V SCVMM Cloud to a group.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervSCVMMCloud
Identity

Select SCVMM CloudSelect SCVMM Cloud

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect the group to assign to resource
pool.

User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

hypervSCVMMCloudIdentitySCVMM Cloud IdentityOUTPUT_SCVMM_CLOUD_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
2299

HyperV Tasks
Assign Hyper-V SCVMM Cloud to Group



Assign HyperV VM Network to Group
Summary

Assign a VMNetwork to a group.
Description

This task assigns a Hyper-V VMNetwork to a group.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervVMNetwork
Identity

Select VM networkVM Network

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect the group to assign to datastore.User Group ID

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

hypervVMNetworkIdentityVM Network IdentityOUTPUT_VM_NETWORK_
IDENTITY
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Assign Value to Custom Property
Summary

Assign a value to a custom property for a given target object.
Description

This task assigns or removes a value to or from a custom property for a given object.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountIdentitySelect Hyper-v AccountSelect Account

YhypervCustomPropertyObjects
List

Custom Property Object
Types

Custom Property Object
Types

YhypervNonLegacyCustom
PropertyList

Select Custom PropertiesSelect Custom Properties

gen_text_inputCustom Property ValueCustom Property Value

Outputs

TypeDescriptionOutput

hypervNonLegacyCustom
PropertyList

Custom Property IdentityOUTPUT_CUSTOM_PROPERTY_
IDENTITY

gen_text_inputCustom Property Value IdentityOUTPUT_CUSTOM_PROPERTY_
VALUE_IDENTITY
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Create Custom Property
Summary

Create a custom property in SCVMM.
Description

This task creates a custom property in SCVMM against the given objects.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountIdentitySelect Hyper-v AccountSelect Account

Ygen_text_inputName of the Custom PropertyCustom Property Name

gen_text_inputName of the Custom Property
Description

Custom Property
Description

YhypervCustomProperty
ObjectsList

Custom Property Object TypesCustom Property Object
Types

Outputs

TypeDescriptionOutput

hypervNonLegacyCustom
PropertyList

Custom Property IdentityOUTPUT_CUSTOM_PROPERTY_
IDENTITY
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Create Hyper-V SCVMM Cloud
Summary

Create an SCVMM cloud.
Description

This task creates an SCVMM Cloud. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountNameHyper-v AccountHyper-v Account

Ygen_text_inputSpecify name for private CloudName

gen_text_inputSpecify description for private
Cloud

Description

YhypervHostGroupIdentityListSelect Host groups to be added
to the cloud

Select Host Groups

hypervLogicalNetwork
IdentityList

Select Logical NetworkLogical Networks

hypervloadbalancerListSelect Load BalancerLoad Balancers

hypervVIPTemplateIdentity
List

Select VIP TemplatesVIP Templates

hypervPortClassification
IdentityList

Select Port classificationPort Classifications

hypervStorageClassification
IdentityList

Select Storage classificationStorage Classifications

gen_text_inputSpecify Stored VM PathStored VM Path

hypervlibraryshareListSelect Library Library SharesLibrary Shares

hypervcapabilityprofileidentity
List

Select capability profilesCapability Profiles

BooleanAllow Maximum VCPU CountAllow Maximum VCPU
Count

Ygen_text_inputVCPU Capacity for the cloudVCPU Count

BooleanUse Maximum MemoryUse Maximum Memory

Ygen_text_inputMemory Capacity for the cloudMemory(GB)

BooleanUse Maximum StorageUse Maximum Storage

Ygen_text_inputStorage Capacity for the cloudStorage(GB)

BooleanUse Maximum Custom Quota
Points

Use Maximum Custom
Quota Points
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MandatoryMappable To TypeDescriptionInput

Ygen_text_inputCustom Quota Points for the
cloud

Custom Quota(points)

BooleanAllow Maximum Virtual
Machine Capacity

Allow Maximum Virtual
Machine Capacity

Ygen_text_inputVMs count capacity for cloudVMs Count

Outputs

TypeDescriptionOutput

hypervSCVMMCloudIdentitySCVMM Cloud IdentityOUTPUT_SCVMM_CLOUD_
IDENTITY
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Delete Hyper-V SCVMM Cloud
Summary

Delete an SCVMM cloud from a virtual account.
Description

This task deletes an SCVMMcloud from aHyperV virtual account. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervSCVMMCloudIdentitySelect SCVMM Cloud to be
deleted

Select SCVMMCloud

Outputs

TypeDescriptionOutput

hypervSCVMMCloudIdentitySCVMM Cloud IdentityOUTPUT_SCVMM_CLOUD_
IDENTITY
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Edit Hyper-V SCVMM Cloud
Summary

Edit an SCVMM cloud.
Description

Use this task to edit an SCVMM Cloud. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountNameHyper-v AccountHyper-v Account

YhypervSCVMMCloudIdentitySpecify SCVMM CloudSelect SCVMM Cloud

Ygen_text_inputSpecify Name for CloudName

gen_text_inputSpecify description for private
Cloud

Description

YhypervHostGroupIdentityListSelect Host groups to be added
to the cloud

Select Host Groups

hypervLogicalNetwork
IdentityList

Select Logical NetworkLogical Networks

hypervloadbalancerListSelect Load BalancerLoad Balancers

hypervVIPTemplateIdentity
List

Select VIP TemplatesVIP Templates

hypervPortClassification
IdentityList

Select Port classificationPort Classification

hypervStorageClassification
IdentityList

Select Storage classificationStorage Classification

gen_text_inputSpecify Stored VM PathStored VM Path

hypervlibraryshareListSelect LibraryLibrary

hypervcapabilityprofileidentity
List

Select capability profilesCapability Profiles

BooleanAllow Maximum VCPU CountAllow Maximum VCPU
Count

Ygen_text_inputVCPU Capacity for the cloudVCPU Count

BooleanUse Maximum MemoryUse Maximum Memory

Ygen_text_inputMemory Capacity for the cloudMemory(GB)

BooleanUse Maximum StorageUse Maximum Storage

Ygen_text_inputStorage Capacity for the cloudStorage(GB)
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MandatoryMappable To TypeDescriptionInput

BooleanUse Maximum Custom Quota
Points

Use Maximum Custom
Quota Points

Ygen_text_inputCustom Quota Points for the
cloud

Custom Quota(points)

BooleanAllow Maximum Virtual
Machine Capacity

Allow Maximum Virtual
Machine Capacity

Ygen_text_inputVMs count capacity for cloudVMs Count

Outputs

TypeDescriptionOutput

hypervSCVMMCloudIdentitySCVMM Cloud IdentityOUTPUT_SCVMM_CLOUD_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Initiate Hyper-V SCVMM Objects Inventory
Summary

Refresh the inventory for Hyper-V SCVMM objects.
Description

This task refreshes the inventory for Hyper-V SCVMM objects. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAllAccountListIdentitySelect Hyper V AccountAccount

YscvmmObjectsIdentitySelect the SCVMM Objects to
perform the inventory

Select SCVMM
Objects

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Custom Property
Summary

Remove custom properties from an SCVMM cloud.
Description

This task removes custom properties from an SCVMM cloud.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountIdentitySelect Hyper-v AccountSelect Account

YhypervNonLegacyCustom
PropertyList

Select Custom PropertiesSelect Custom
Properties

Outputs

TypeDescriptionOutput

hypervNonLegacyCustom
PropertyList

Custom Property IdentityOUTPUT_CUSTOM_PROPERTY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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HyperV VM Tasks

This chapter contains the following sections:

• Add Hyper-V VM Nic, on page 2312
• Add VM Disk, on page 2313
• Assign/Unassign VM to SCVMM cloud, on page 2314
• Clone Hyper-V VM, on page 2315
• Create Hyper-V VM Snapshot, on page 2316
• Delete All Hyper-V Snapshots, on page 2317
• Delete Hyper-V VM, on page 2318
• Delete Hyper-V VM Snapshot, on page 2319
• Edit Hyper-V VM Nic, on page 2320
• Execute Hyper-V VM Power Action, on page 2321
• HyperV - Mount ISO on a VM, on page 2322
• HyperV - Provision a VM without VDC, on page 2323
• HyperV - Unmount ISO from a VM, on page 2326
• Manage Hyper-V Resource Allocation, on page 2327
• Mark/Unmark Hyper-V Golden snapshot, on page 2328
• Provision Hyper-V VM , on page 2329
• Provision basic HyperV VM, on page 2331
• Remove Hyper-V VM Disk, on page 2333
• Remove Hyper-V VM Nic, on page 2334
• Resize CPU and Memory, on page 2335
• Resize HyperV VM Disk, on page 2336
• Resync Hyper-V VM, on page 2337
• Revert Hyper-V VM Snapshot, on page 2338
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Add Hyper-V VM Nic
Summary

Add a VM NIC.
Description

This task adds a VM NIC. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM on which to perform
the action

Select VM

Ygen_text_inputSelect adapter typeAdapter Type

gen_text_inputSelect if need to enable the MAC
spoofing

Enable MAC Spoofing

YhypervVMNetworkIdentitySelect VM networkVM Network

hypervVMNetworkSubnet
Identity

Select a SubnetSubnet

Select if DHCP is used for VM IP
address allocation

Use DHCP

hypervPortClassification
Identity

Select Port ClassificationPort Classification

Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID

hypervVMNicIdentityVM Nic IdentityOUTPUT_VM_NIC_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Add VM Disk
Summary

Create a new disk for a VM.
Description

This task adds disks to an existing VM. You can configure the size, type and adapters of the disk. Disks
can be only be attached to SCSI adapters.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM on which to perform the
action

Select VM

Ygen_text_inputSpecify the name of the Virtual Hard
Disk to Add

Disk Name

gen_text_inputSelect the diskDisk

Ygen_text_inputSelect the SCSI controllerSCSI Controller

Ygen_text_inputSelect whether the disk size is fixed or
dynamic in nature

Type

Ygen_text_inputSelect the size of the disk in GBSize (GB)

gen_text_inputChoose Virtual Hard diskChoose Virtual Hard
Disk

Outputs

TypeDescriptionOutput

gen_text_inputName of the DiskOUTPUT_HYPERV_VM_DISK

vmID of the VMOUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Assign/Unassign VM to SCVMM cloud
Summary

Assign or unassign a VM to or from an SCVMM cloud.
Description

This task assigns or unassigns a VM to or from an SCVMMcloud. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YAssign VM to cloudAssign VM to cloud

YvmSelect the VM onwhich to perform
the action

Select VM

hypervSCVMMCloud
Identity

Specify SCVMM CloudSelect SCVMM Cloud

Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID

hypervSCVMMCloud
Identity

SCVMM Cloud IdentityOUTPUT_SCVMM_CLOUD_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Clone Hyper-V VM
Summary

Clone a VM.
Description

This task clones a VM. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect VMSelect VM

Ycuic_multi_user_group_IDSelect GroupsSelect Groups

YapplicationCategorySelect a vDC CategoryCategory

hyperVVMAppCharge
Frequency

Select VM App Charge
Frequency

VMAppCharge Frequency

gen_text_inputEnter Active VM Application
Cost

Active VM Application
Cost

gen_text_inputEnter In Active VMApplication
Cost

Inactive VM Application
Cost

YvDCSelect VDCSelect VDC

gen_text_inputEnter VM Name or VM PrefixVM Name or VM Prefix

gen_text_inputEnter CommentComment

YprovisionPeriodSelect ProvisionProvision

Ydateselect DateProvision Time

YBooleanEnter Lease TimeLease Time

Ygen_text_inputEnter DaysDays

Ygen_text_inputEnter HoursHours

hyperVDatastoreIdentitySelect DatastoreSelect DataStore

Add one or more networksVM Networks

Outputs

TypeDescriptionOutput

gen_text_inputRest SR IDOUTPUT_SR_ID

gen_text_inputCloud NameOUTPUT_CLOUD_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V VM Snapshot
Summary

Create a VM Snapshot.
Description

This task creates a snapshot of a VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which snapshot
need to be created

Select VM

Ygen_text_inputName of the snapshotSnapshot Name

gen_text_inputDescriptionDescription

Outputs

TypeDescriptionOutput

gen_text_inputID of the SnapshotOUTPUT_SNAPSHOT

vmID of the VMOUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Delete All Hyper-V Snapshots
Summary

Delete all the snapshots of a VM.
Description

This task deletes all the snapshots of a VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM on which to perform
the action

Select VM

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hyper-V VM
Summary

Delete a Hyperv VM.
Description

This task deletes and archives a HyperV VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM to be deletedSelect VM

Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hyper-V VM Snapshot
Summary

Delete a VM Snapshot.
Description

This task deletes a snapshot of a VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which snapshot
need to be created

Select VM

YsnapshotList of snapshotsSelect Snapshot

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Edit Hyper-V VM Nic
Summary

Edit a VM NIC.
Description

This task edits a VM NIC. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VMonwhich to perform
the action

Select VM

YhypervVMNicIdentitySelect VM NicSelect VM Nic

Ygen_text_inputSelect adapter typeAdapter Type

gen_text_inputSelect if need to enable the MAC
spoofing

Enable MAC Spoofing

YhypervVMNetworkIdentitySelect VM networkVM Network

hypervVMNetworkSubnet
Identity

Select a SubnetSubnet

Select if DHCP is used for VM IP
address allocation

Use DHCP

hypervPortClassification
Identity

Select Port ClassificationPort Classification

Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID

hypervVMNicIdentityVM Nic IdentityOUTPUT_VM_NIC_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Execute Hyper-V VM Power Action
Summary

Perform a power action on the HyperV instance.
Description

This task is used to perform the power actions on the HyperV instance like Power On, Off, Pause, Resume,
Reboot, Archive, Restore, Shutdown, Terminate.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM on which to
perform the action

Select Instance

YhypervVMPowerActionsVM ActionVM Action

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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HyperV - Mount ISO on a VM
Summary

Mounts an ISO Image on a VM.
Description

This task mounts an ISO Image on a VM CD drive. If the New Drive option is selected, the VM must
be in the powered-off state. If it is not, it is powered off and then the ISO image is mounted.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM on which to mount
the CD ROM

Select VM

YHYPERV_ISO_IMAGE_
SELECTOR

Select the ISO imageISO Image

YuseExistingCDROMUse an existing CD ROMCD/DVD Drive Mount
Options

hyperv_vmCDROMsSelect a CD ROMSelect CD ROM

POWER_OFF_VMCheck to power off the VM.
Power-off is required when a new
device is connected.

Power Off VM

Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID

hyperv_vmCDROMsCD DriveOUTPUT_CD_DRIVE

Cisco UCS Director Task Library Reference, Release 6.7
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HyperV - Provision a VM without VDC
Summary

Provision a HyperV VM without VDC policies and Catalog
Description

This task provisions a new HyperV VMwithout VDC policies and Catalog.It helps to provision the VM
by giving parameters required to provision the VM directly. Note: This task is not intended for publishing
to the service end user

Inputs

MandatoryMappableTo
Type

DescriptionInput

Ygen_text_
input

VM Name or VM PrefixVM Name or VM
Prefix

Yhyperv_
image_
identity

VM Image to provision VMSelect Image

hyperv
SCVMMCloud
Identity

Specify SCVMM CloudSelect SCVMM
Cloud

BooleanEnable Guest CustomizationEnable Guest
Customization

gen_text_
input

Host Name TemplateHost Name
Template

hypervTime
Zone

Select time zoneTime Zone

gen_text_
input

Comma separated list of GUI run once commandsGUI Run Once
Commands

hyperv
VMImage
Type

Select a VM image typeVM Image Type

Linux Parameters

passwordRoot PasswordRoot Password

gen_text_
input

DNS Domain NameDNS Domain
Name

Windows
Parameters

gen_text_
input

Enter product IDProduct ID

gen_text_
input

Enter usernameUsername

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappableTo
Type

DescriptionInput

passwordEnter administrator passwordAdministrator
Password

gen_text_
input

Enter organization NameOrganizationName

gen_text_
input

Full NameFull Name

hyperv
DomainList

Domain/WorkgroupDomain/Workgroup

gen_text_
input

DomainDomain

gen_text_
input

Domain UsernameDomain Username

passwordDomain PasswordDomain Password

gen_text_
input

WorkgroupWorkgroup

gen_text_
input

Enter the VMNics with comma (,) separated in specific
text format - [NIC Alias]@[Adapter Type]@[VM
Network]@[VM Subnet]@[VLAN Id]@[Is

VM Nics

MACSpoofingEnabled]@[IsDHCPEnabled]@[Static
IP Pool Id]@[PortClassification] Ex -
NIC1@Synthetic@CFD_VM_Network_No
Isolation@@66@false@true@@@,
NIC2@Synthetic@VM_Network_
VLAN@@false@SCVMM-38-2k16;VLANNetwork
IPPool;6ae309d0-accf-424b-ae15-d7e691dcdd31@High
bandwidth

YhypervScope
SelectionType

Select the Host Node/Cluster scopeHost Node/Cluster

hypervHostselect the host node on which VM should be provisionedHost

Yhyper
VDatastore
Identity

Select datastoreDatastore

gen_text_
input

Number of vCPUsNumberOf vCPUs

YBooleanMemory ConfigurationEnable Dynamic
Memory

gen_text_
input

Memory (MB)Memory (MB)

gen_text_
input

Memory (MB)Startup Memory
(MB)
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MandatoryMappableTo
Type

DescriptionInput

gen_text_
input

Memory (MB)MaximumMemory
(MB)

gen_text_
input

Memory (MB)Memory Buffer
(%)

gen_text_
input

Memory WeightMemory Weight

gen_text_
input

Custom Disk Size (GB)Custom Disk Size
(GB)

gen_text_
input

Wait for network to be up for a specified amount of
minutes (at the most)

Max Wait for
Network (mins)

BooleanEnable this option to power the VM after deploymentPower On After
Deploy

Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID

gen_text_inputRest SR IDOUTPUT_SR_ID

gen_text_inputCloud NameOUTPUT_CLOUD_NAME

gen_text_inputVM NameOUTPUT_VM_NAME

gen_text_inputVM TypeOUTPUT_VM_TYPE

gen_text_inputVM IP AddressOUTPUT_VM_IP_ADDRESS

crendentialOptionsCredential optionsOUTPUT_CREDENTIAL_OPTIONS

gen_text_inputUsernameOUTPUT_CREDENTIAL_USERNAME

passwordPasswordOUTPUT_CREDENTIAL_PASSWORD

gen_text_inputVM Deployment StatusOUTPUT_VM_DEPLOYMENT_STATUS
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HyperV - Unmount ISO from a VM
Summary

Unmount an ISO Image from a VM CD drive.
Description

This task unmounts an ISO Image from a VM CD Drive.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which iso image
need to be unmounted

Select VM

Yhyperv_vmCDROMsSelect CD ROMSelect CD ROM

Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID

hyperv_vmCDROMsCD DriveOUTPUT_CD_DRIVE

Cisco UCS Director Task Library Reference, Release 6.7
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Manage Hyper-V Resource Allocation
Summary

Perform resource allocation on a HyperV VM for a given catalog and vDC.
Description

This task identifies hosts and datastores with which to provision a VM, given a catalog and vDC.
Inputs

MandatoryMappable To TypeDescriptionInput

YcatalogSelect CatalogSelect Catalog

YvDCSelect vDCSelect vDC

Outputs

TypeDescriptionOutput

gen_text_inputPrimary Host NodeOUTPUT_HYPERV_PRIMARY_HOST_
NAME

gen_text_inputSecondary Host NodeOUTPUT_HYPERV_SECONDARY_HOST_
NAME

gen_text_inputPrimary DatastoreOUTPUT_HYPERV_PRIMARY_
DATASTORE

gen_text_inputSecondary DatastoreOUTPUT_HYPERV_SECONDARY_
DATASTORE

Cisco UCS Director Task Library Reference, Release 6.7
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Mark/Unmark Hyper-V Golden snapshot
Summary

Mark a snapshot as a golden snapshot.
Description

This task marks or unmarks a snapshot as a golden snapshot. A golden snapshot cannot be deleted. To
be removed, a golden snapshot must be marked as a regular snapshot, then deleted. The output of this
task is the name of the snapshot that was marked (or unmarked).

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM on which to perform the
action

Select VM

YsnapshotList of snapshotsSelect Snapshot

BooleanMark or Unmark the selected snapshot
as golden snapshot.

Mark As Golden
Snapshot

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Provision Hyper-V VM
Summary

Provision a Hyper-V VM. The host and datastore inputs must be allocated before running this task.
Description

This task provisions a Hyper-V VM. The task's host and datastore inputs must be allocated before the
task runs. The task does not validate these resources, and fails if they are not properly allocated and
connected. If you provide both primary and alternate (secondary) resources, the task selects the appropriate
resource based on preference rating. To allocate resources in a workflow, see the "Manage Hyper-V
Resource Allocation" task, which selects optimal primary and secondary hosts and datastores from a
vDC.

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountNameSelect name of the HyperV Cloud
in this system

Select HyperV Cloud

YcatalogSelect Catalog onwhich to perform
the action

Select Catalog

YvDCSelect vDC on which to perform
the action

Select vDC

gen_text_inputVM Name or VM PrefixVM Name or VM Prefix

gen_text_inputSelect Primary hostSelect Primary Host

gen_text_inputSelect Primary DatastoreSelect Primary Datastore

gen_text_inputSelect Alternate hostSelect Alternate Host

gen_text_inputSelect Alternate DatastoreSelect Alternate Datastore

gen_text_inputEnable High AvailabilityEnable High Availability

vCPUCountNumber of vCPUsNumber of vCPUs

gen_text_inputEnable Dynamic MemoryEnable Dynamic Memory

memSizeMBMemoryMemory

gen_text_inputStartup Memory in MBStartup memory(MB)

gen_text_inputMaximum Memory in MBMaximum memory(MB)

gen_text_inputMemory Buffer(%)Memory Buffer(%)

gen_text_inputMemory WeightMemory Weight

gen_text_inputSelect disk sizeDisk

Wait for network to be up for a
specified amount of minutes (at the
most)

Max Wait for Network
(mins)
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Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID

gen_text_inputRest SR IDOUTPUT_SR_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Provision basic HyperV VM
Summary

Provision a HyperV VM.
Description

This task provisions a new VM in selected HyperV cloud using parameters defined in the task.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect name of the HyperV
Cloud in this system

Select HyperV Cloud

hypervSCVMMCloud
Identity

Specify SCVMM CloudSelect SCVMM Cloud

gen_text_inputVM Name or VM PrefixVM Name or VM Prefix

Yhyperv_image_lovVM Image to provision VMSelect Image

YuserGroupSelect GroupSelect Group

YhypervDeploymentPolicy
Identity

Select the system policySelect System Policy

Add one or more NICsVM Nic(s)

YhypervHostSelect Primary hostSelect Primary Host

YhyperVDatastoreIdentitySelect Primary DatastoreSelect Primary Datastore

hypervHostSelect Alternate hostSelect Alternate Host

hyperVDatastoreIdentitySelect Alternate DatastoreSelect Alternate Datastore

gen_text_inputEnable High AvailabilityEnable High Availability

vCPUCountNumber of vCPUsNumber of vCPUs

gen_text_inputEnable Dynamic MemoryEnable Dynamic Memory

memSizeMBMemoryMemory

memSizeMBStartup Memory in MBStartup memory(MB)

memSizeMBMaximum Memory in MBMaximum memory(MB)

MemBufferListProviderMemory Buffer(%)Memory Buffer(%)

MemWeightListProviderMemory WeightMemory Weight

diskSizeGBSelect disk sizeDisk

MaxWaitForNetworkListWait for network to be up for a
specified amount of minutes (at
the most)

Max Wait for Network
(mins)

EnableGuestCustomizationEnable Guest CustomizationEnable Guest Customization

crendentialOptionsSelect Credential OptionsSelect Credential Options
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Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID

gen_text_inputRest SR IDOUTPUT_SR_ID

gen_text_inputCloud NameOUTPUT_CLOUD_NAME

gen_text_inputVM NameOUTPUT_VM_NAME

gen_text_inputVM TypeOUTPUT_VM_TYPE

gen_text_inputVM IP AddressOUTPUT_VM_IP_ADDRESS

crendentialOptionsCredential optionsOUTPUT_CREDENTIAL_OPTIONS

gen_text_inputUsernameOUTPUT_CREDENTIAL_USERNAME

passwordPasswordOUTPUT_CREDENTIAL_PASSWORD

gen_text_inputVM Deployment StatusOUTPUT_VM_DEPLOYMENT_STATUS

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V VM Disk
Summary

Remove a VM Disk.
Description

This task removes a VM disk. Only disks attached to SCSI adapters can be removed.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM on which to perform the
action

Select VM

Ygen_text_inputSpecify the name of the Virtual Hard Disk
to Remove

Disk Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V VM Nic
Summary

Remove a VM NIC.
Description

This task removes a VM NIC. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VMonwhich to perform
the action

Select VM

YhypervVMNicIdentitySelect VM NicSelect VM Nic

Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID

hypervVMNicIdentityVM Nic IdentityOUTPUT_VM_NIC_IDENTITY
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Resize CPU and Memory
Summary

Reconfigure the memory and CPU of a virtual machine.
Description

This task modifies a VM's memory and CPU.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VMSelect VM

gen_text_inputNumber of CPUsCPU Count

Enable Dynamic Memory.Enable Dynamic Memory

Ygen_text_inputMemory in MBMemory (MB)

Ygen_text_inputStartup memory in MBStartup memory (MB)

Ygen_text_inputMaximum memory in MBMaximum memory (MB)

Ygen_text_inputMemory buffer(%)Memory buffer(%)

gen_text_inputMemory WeightMemory Weight

Outputs

No Outputs
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Resize HyperV VM Disk
Summary

Resize a disk on a VM.
Description

This task resizes a VM's disk.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which to be
resized

Select VM

Ygen_text_inputVM DiskSelect Disk

gen_text_inputVM DiskCurrent Disk Size (GB)

Ygen_text_inputNew Disk Size of the VMNew Disk Size (GB)

Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID
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Resync Hyper-V VM
Summary

Collect inventory of a VM.
Description

This task inventories a VM. The task refreshes the parameters of a VM, including memory, ipaddress,
and snapshots.

Inputs

MandatoryMappable To
Type

DescriptionInput

YvmSelect the VM on which to perform
the action

Select VM

YMax Wait Time in minutesMax Wait Time (minutes)

Outputs

TypeDescriptionOutput

gen_text_inputVMID of the Selected VMVM_ID

gen_text_inputName of the Selected VMVM_NAME

accountNameAccount Name of the Selected VMVM_ACCOUNTNAME

ipaddressPrimary IP Address of the VMVM_PRIMARYIP

vmHostHost of the Selected VMVM_HOST

gen_text_inputStatus the VMVM_STATUS

gen_text_inputNumber of NICS on the VMVM_NUM_NICS
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Revert Hyper-V VM Snapshot
Summary

Revert a VM snapshot.
Description

This task reverts a snapshot of a VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which snapshot
need to be reverted

Select VM

YsnapshotList of snapshotsSelect Snapshot

Outputs

TypeDescriptionOutput

gen_text_inputID of the SnapshotOUTPUT_SNAPSHOT

vmID of the VMOUTPUT_VM_ID
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IBM Storwize DataStore Tasks

This chapter contains the following sections:

• IBM Storwize Add NFS Datastore, on page 2340
• IBM Storwize Block Volume Datastore, on page 2341
• IBM Storwize Compressed Block Volume Datastore, on page 2342
• IBM Storwize Thin Provision Volume Datastore, on page 2343
• IBM Storwize iSCSI Boot Target, on page 2344
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IBM Storwize Add NFS Datastore
Summary

IBM Storwize Add NFS Datastore
Description

This task is used to Create/mount NFS export as datastore
Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBMStorwize accountAccount Name

Ygen_text_inputEnter an IP addressNFS Enable IP Address

YvmwareHostMultiSelectSelect a hostnode.Hostnode

YibmStorwizeNFSPathLovListChoose an IBM Storwize NFS
path

NFS Path

gen_text_inputEnter the name of the data storeDatastore Name

Ygen_text_inputSelect an access mode.Choose an access node

Ygen_text_inputSuccess CriteriaSuccess Criteria

Outputs

TypeDescriptionOutput

gen_text_inputOutput of created NFS
datastore name

IBM_STORWIZE_DATASTORE_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY
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IBM Storwize Block Volume Datastore
Summary

IBM Storwize Block Volume Datastore
Description

This task will mount a block volume datastore on the ESXi Host
Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

Ygen_text_inputEnter the datastore name for the block
volume

Data Store Name

Ygen_text_inputChoose one or more host nodes on
which to create the data store

Host Node

gen_text_inputChoose the initiator typeInitiator Type

YibmStorwizeVolume
Identity

Choose an IBM Storwize volume to
associate with the data store

Volume Name

vDCChoose a vDC to assign a storage policy
to

VDC Name

YibmStorwizeMountData
StoreSuccessCriteria

Choose success criteria for the taskSuccess Criteria

Outputs

TypeDescriptionOutput

gen_text_inputOutput of created block
datastore name

IBM_STORWIZE_DATASTORE_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY
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IBM Storwize Compressed Block Volume Datastore
Summary

IBM Storwize Compressed Block Volume Datastore
Description

This task will mount a Compressed block volume datastore on the ESXi Host
Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

Ygen_text_inputEnter the datastore name for the
compressed volume

Data Store Name

Ygen_text_inputChoose one or more host nodes on
which to create data store

Host Node

gen_text_inputChoose the initiator typeInitiator Type

YibmStorwizeVolume
Identity

Choose an IBM Storwize volume to
associate with the data store

Volume Name

vDCChoose a vDC to assign a storage policy
to

VDC Name

YibmStorwizeMountData
StoreSuccessCriteria

Choose success criteria for the taskSuccess Criteria

Outputs

TypeDescriptionOutput

gen_text_inputOutput of created Compressed
datastore name

IBM_STORWIZE_DATASTORE_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY
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IBM Storwize Thin Provision Volume Datastore
Summary

IBM Storwize Thin Provision Volume Datastore
Description

This task will mount a thin-provision volume datastore on the ESXi Host
Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

Ygen_text_inputEnter data store name for block volume.Data Store Name

Ygen_text_inputChoose one or more host nodes on
which to create the data store

Host Node

gen_text_inputChoose the initiator typeInitiator Type

YibmStorwizeVolume
Identity

Choose an IBM Storwize volume to
associate with the data store

Volume Name

vDCChoose a vDC to assign a storage
policy to

VDC Name

YibmStorwizeMountData
StoreSuccessCriteria

Choose success criteria for the taskSuccess Criteria

Outputs

TypeDescriptionOutput

gen_text_inputOutput of created thin
provisioned datastore name

IBM_STORWIZE_DATASTORE_
NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY
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IBM Storwize iSCSI Boot Target
Summary

IBM Storwize iSCSI Boot Target
Description

This task allows user to configure iSCSI boot targets
Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

Ygen_text_inputChoose an IBM Storwize iSCSI target
name

iSCSI Target Name

Ygen_text_inputEnter an iSCSI-enabled VLAN IP
address on the account

IPv4 Address

Outputs

TypeDescriptionOutput

gen_text_inputOutput of ISCSI nameIBM_STORWIZE_OUTPUT_ISCSI_
NAME

gen_text_inputOutput of ISCSI nIPv4 AddressIBM_STORWIZE_OUTPUT_ISCSI_
ADDRESS

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name on which
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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IBM Storwize FC Consistency Group Tasks

This chapter contains the following sections:

• Create IBM Storwize Consistency Group, on page 2346
• Delete IBM Storwize Consistency Group, on page 2347
• Rename IBM Storwize Consistency Group, on page 2348
• Start IBM Storwize Consistency Group, on page 2349
• Stop IBM Storwize Consistency Group, on page 2350
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Create IBM Storwize Consistency Group
Summary

Create IBM Storwize Consistency Group
Description

This task creates a new consistency group and identification name. The ID of the new group is displayed
when the command process completes. If you have created several FlashCopy mappings for a group of
volumes that contain elements of data for the same application, you might find it convenient to assign
these mappings to a single FlashCopy consistency group. You can then issue a single prepare command
and a single start command for the whole group, for example, so that all of the files for a particular
database are copied at the same time.

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

Ygen_text_inputEnter a name for the consistency
group

Consistency Group
Name

Outputs

TypeDescriptionOutput

ibmStorwize
ConsistencyGroup
Identity

Output of consistency group
identity

IBM_STORWIZE_OUTPUT_
CONSISTENCY_GROUP_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of consistency group nameIBM_STORWIZE_OUTPUT_
CONSISTENCY_GROUP_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER
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Delete IBM Storwize Consistency Group
Summary

Delete IBM Storwize Consistency Group
Description

This task deletes the specified FlashCopy consistency group. If there are mappings that are members of
the consistency group, the command fails unless you select the force delete option. When you select the
force delete, all of the mappings that are associated with the consistency group are removed from the
group and changed to stand-alone mappings.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeConsistencyGroup
Identity

Choose a consistency group
to delete

Consistency Group

Outputs

TypeDescriptionOutput

ibmStorwize
ConsistencyGroup
Identity

Output of consistency group
identity

IBM_STORWIZE_OUTPUT_
CONSISTENCY_GROUP_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of consistency group nameIBM_STORWIZE_OUTPUT_
CONSISTENCY_GROUP_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER
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Rename IBM Storwize Consistency Group
Summary

Rename IBM Storwize Consistency Group
Description

This task assigns a new name for the selected consistency group
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeConsistency
GroupIdentity

Choose a consistency group to
rename

Consistency Group

Ygen_text_inputEnter a new name for
consistency group

Consistency Group
Name

Outputs

TypeDescriptionOutput

ibmStorwize
ConsistencyGroup
Identity

Output of consistency group
identity

IBM_STORWIZE_OUTPUT_
CONSISTENCY_GROUP_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of consistency group nameIBM_STORWIZE_OUTPUT_
CONSISTENCY_GROUP_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Start IBM Storwize Consistency Group
Summary

Start IBM Storwize Consistency Group
Description

This task starts a consistency group, which results in a point-in-time copy of the source volumes of all
mappings in the consistency group

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeConsistencyGroup
Identity

Choose a consistency group
to start

Consistency Group

Outputs

TypeDescriptionOutput

ibmStorwize
ConsistencyGroup
Identity

Output of consistency group
identity

IBM_STORWIZE_OUTPUT_
CONSISTENCY_GROUP_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of consistency group nameIBM_STORWIZE_OUTPUT_
CONSISTENCY_GROUP_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Stop IBM Storwize Consistency Group
Summary

Stop IBM Storwize Consistency Group
Description

This task stops a group of mappings in a consistency group. If the copy process is stopped, the target
disks become unusable unless they already contain complete images of the source

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeConsistencyGroup
Identity

Select consistency group to
stop

Consistency Group

Outputs

TypeDescriptionOutput

ibmStorwize
ConsistencyGroup
Identity

Output of consistency group
identity

IBM_STORWIZE_OUTPUT_
CONSISTENCY_GROUP_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of consistency group nameIBM_STORWIZE_OUTPUT_
CONSISTENCY_GROUP_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER
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IBM Storwize FC Mapping Tasks

This chapter contains the following sections:

• Create IBM Storwize Flash Copy Mapping, on page 2352
• Delete IBM Storwize Flash Copy Mapping, on page 2354
• Move IBM Storwize FC Mapping To Consistency Group, on page 2355
• Remove IBM Storwize Flash copy From Group, on page 2356
• Rename IBM Storwize Flash Copy Mapping, on page 2357
• Start IBM Storwize Flash Copy Mapping, on page 2358
• Stop IBM Storwize Flash Copy Mapping, on page 2359
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Create IBM Storwize Flash Copy Mapping
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

Ygen_text_inputEnter a nameName

ibmStorwizeRcMaster
VolList

Choose a master volumeMaster Volume

ibmStorwizeRc
AuxiliaryVolList

Choose an auxiliary volumeAuxiliary Volume

IBMStorwizeBoolean
List

Check to enable presetSelect a preset

ibmStorwizeFcType
List

Choose a copy typeType

Advanced SettingAdvanced Setting

gen_text_inputEnter the rate for the copy process. A faster
rate increases the priority of the process,

Background Copy
Rate

which can affect performance of other
operations.

IBMStorwizeBoolean
List

Check to enable incremental copy.
Incremental copy duplicates only the parts of
the source volumes that have changed since

Incremental

the last copy. Incremental copies reduce the
time required for the copy operation.

IBMStorwizeBoolean
List

Check this option to automatically delete flash
copy mappings after the background copy is
completed. Do not use this option when the
background copy rate is set to 0.

Delete mapping
after completion

gen_text_inputEnter the value that minimizes the amount of
time when the mapping is in the stopping

Cleaning Rate

state. If the mapping has not completed, the
target volume goes offline while the mapping
is stopped.

Outputs

TypeDescriptionOutput

ibmStorwizeFlashCopy
MappingIdentity

Output of Flash Copy Mapping
identity

IBM_STORWIZE_OUTPUT_FLASH_
COPY_MAPPING_IDENTITY
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TypeDescriptionOutput

gen_text_inputOutput of FlashCopy Mapping
name

IBM_STORWIZE_OUTPUT_
FLASHCOPY_MAPPING_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize Flash Copy Mapping
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFlashCopy
MappingIdentity

Choose a flash copymapping
to delete

Flash Copy

Warning messageDelete the FlashCopy mapping
even when the data on the target
volume is inconsistent or if the
target volume has other
dependencies.

IBMStorwizeBoolean
List

Check this option to perform
recursive deletion

Force Delete

Outputs

TypeDescriptionOutput

ibmStorwizeFlashCopy
MappingIdentity

Output of Flash Copy Mapping
identity

IBM_STORWIZE_OUTPUT_FLASH_
COPY_MAPPING_IDENTITY

gen_text_inputOutput of FlashCopy Mapping
name

IBM_STORWIZE_OUTPUT_
FLASHCOPY_MAPPING_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Move IBM Storwize FC Mapping To Consistency Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFlashCopyMapping
Identity

Choose a flash copy mapping to
add to the consistency group

Flash Copy Mapping

YibmStorwizeConsistencyGroup
Identity

Choose a consistency groupConsistency Groups

Outputs

TypeDescriptionOutput

ibmStorwizeFlashCopy
MappingIdentity

Output of Flash Copy Mapping
identity

IBM_STORWIZE_OUTPUT_FLASH_
COPY_MAPPING_IDENTITY

gen_text_inputOutput of FlashCopy Mapping
name

IBM_STORWIZE_OUTPUT_
FLASHCOPY_MAPPING_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Remove IBM Storwize Flash copy From Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFlashCopy
MappingIdentity

Choose a flash copy mapping to
remove from the consistency group

Flash Copy
Mapping

Outputs

TypeDescriptionOutput

ibmStorwizeFlashCopy
MappingIdentity

Output of Flash Copy Mapping
identity

IBM_STORWIZE_OUTPUT_FLASH_
COPY_MAPPING_IDENTITY

gen_text_inputOutput of FlashCopy Mapping
name

IBM_STORWIZE_OUTPUT_
FLASHCOPY_MAPPING_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Rename IBM Storwize Flash Copy Mapping
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFlashCopy
MappingIdentity

Choose a flash copy mapping to
rename

Flash Copy Mapping

Ygen_text_inputEnter a new name the flash copy
mapping

Flash Copy Mapping
Name

Outputs

TypeDescriptionOutput

ibmStorwizeFlashCopy
MappingIdentity

Output of Flash Copy Mapping
identity

IBM_STORWIZE_OUTPUT_FLASH_
COPY_MAPPING_IDENTITY

gen_text_inputOutput of FlashCopy Mapping
name

IBM_STORWIZE_OUTPUT_
FLASHCOPY_MAPPING_NAME
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Start IBM Storwize Flash Copy Mapping
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFlashCopyMapping
Identity

Choose a flash copy mapping
to start

Flash Copy mapping

Outputs

TypeDescriptionOutput

ibmStorwizeFlashCopy
MappingIdentity

Output of Flash Copy Mapping
identity

IBM_STORWIZE_OUTPUT_FLASH_
COPY_MAPPING_IDENTITY

gen_text_inputOutput of FlashCopy Mapping
name

IBM_STORWIZE_OUTPUT_
FLASHCOPY_MAPPING_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Stop IBM Storwize Flash Copy Mapping
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFlashCopyMapping
Identity

Flash Copy mappingFlash Copy mapping

Outputs

TypeDescriptionOutput

ibmStorwizeFlashCopy
MappingIdentity

Output of Flash Copy Mapping
identity

IBM_STORWIZE_OUTPUT_FLASH_
COPY_MAPPING_IDENTITY

gen_text_inputOutput of FlashCopy Mapping
name

IBM_STORWIZE_OUTPUT_
FLASHCOPY_MAPPING_NAME
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IBM Storwize FileSet Tasks

This chapter contains the following sections:

• Delete IBM Storwize File Set, on page 2362
• New IBM Storwize File Set, on page 2363
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Delete IBM Storwize File Set
Summary

Delete IBM Storwize File Set
Description

This task deletes the selected file set. If the file set is linked it will be unlinked. If the file set contains
any linked child file sets they are also unlinked. The task fails if the file set contains snapshots, the
snapshots must be deleted prior deleting the file set. The root file set cannot be deleted.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFileSet
Identity

Choose an IBM Storwize file
set to be deleted

File Set

Deleting the file set also deletes all
data that the file set contains Do you
want to continue?

YEnter YES for recursive
delete

* To confirm, type YES

Outputs

TypeDescriptionOutput

ibmStorwizeFileSet
Identity

Output of file set identityIBM_STORWIZE_OUTPUT_
FILESET_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of file set nameIBM_STORWIZE_OUTPUT_
FILESET_NAME

datacenterNameOutput of datacenter name onwhich
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER
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New IBM Storwize File Set
Summary

New IBM Storwize File Set
Description

This task creates a new file set using the specified name. The file sets root can be anywhere in the directory
structure of the parent file system. The sets include all files and directories above that junction point.
When creating a file set, the base directory path must exist. However, the directory (or junction point)
that is being defined must not exist already, because it is to be created as part of the file set creation
process. You must also define the file set as either dependent or independent. A dependent file set shares
the same file system and inode definitions as the parent independent file set that contains it. If set to
independent, the file set has its own inode space. That allows for independent management, such as
quotas. When a file system is created, an initial file set is also created automatically in the root directory.

Inputs

MandatoryMappable ToTypeDescriptionInput

YaccountNameChoose an IBM Storwize accountSelect Account
Name

YibmStorwizeFileSet
Type

Choose a file set typeFile Set Type

YibmStorwizeFileSet
JunctionPath
Identity

Choose the path. The junction path must be on one
of the file systems and not refer to any existing file
or directory. Example of a valid path: file_system_
path/existing_sub_directory/new_sub_directory.

Junction Path

Example of an invalid path: file_system_
path/existing_sub_directory/new_sub_
directory1/new_sub_directory2. The linking process
cannot create more than one new subdirectory.

Ygen_text_inputEnter the subdirectory to which the file set belongsSubdirectory

Ygen_text_inputEnter the name of the file setName

Ygen_text_inputEnter the owner of the path. The owner can be a user
name or a combination of domain and user name.

Owner

For example: admin1 or domanin1\admin1. Owner
can be specified as 'root'. Changes are possible only
while the file system is empty.

gen_text_inputEnter an associated group for the path. Explicitly
configure access the control list if read or write
access is required for the group.

Group

gen_text_inputSpecify the comment that appears in the output of
the "lsfset" command.

Comments

YibmStorwizeFileSet
SubType

Choose a file set type. Independent file sets allow
for snapshots and group quotas. Dependent file sets
support quotas only at the level of file system that

Type

contains the file set. There are other differences
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MandatoryMappable ToTypeDescriptionInput
between the two types for inode space, WAN
caching, deletion, and linking.

gen_text_inputIndependent
parent file set
that dependent
file set belongs
to

gen_text_inputEnter a maximum number of inodes that the file set
can use. This value depends on the available inodes

Maximum
number of
inodes in the file system. The minimum number of inodes

that must be available to create a file set is 1024. You
cannot reduce the maximum number of inodes to
less than the number of allocated inodes. The system
rounds up the value that you enter to fit into the
blocks needed to accommodate the request. As a
result, the maximum number of inodes can be higher
than value that you entered.

gen_text_inputEnter a number of inodes to be allocated when the
file set is created. Allocating inodes increases the

Allocated
number of
inodes time it takes to add file sets to system; however, all

subsequent writes are faster. The number of
maximum allowed inodes cannot be decreased below
the allocated number. To allocate all inodes for a
files set, specify 0. The system rounds up to fit into
the blocks needed to accommodate the request. As
a result, the maximum number of inodes can be
higher than the value that you entered.

gen_text_inputCheck to enable quota creationSet a quota

gen_text_inputEnter the soft quota limit. At the soft quota limit, a
grace period starts. Data can be written until the grace
period expires, or until hard quota limit is reached.

Soft limit

ibmStorwizeQuota
SoftHardLimitUnits

gen_text_inputEnter the hard limit value. At the hard quota limit,
additional data cannot be stored until files are
removed. Root user allocation has no quota limits.

Hard limit

ibmStorwizeQuota
SoftHardLimitUnits

ibmStorageFileSet
SnapshotRule
Identity

Choose one or more snapshots to associate with the
file set

Snapshot
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Outputs

TypeDescriptionOutput

ibmStorwizeFileSet
Identity

Output of file set identityIBM_STORWIZE_OUTPUT_
FILESET_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of file set nameIBM_STORWIZE_OUTPUT_
FILESET_NAME

datacenterNameOutput of datacenter name onwhich
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER
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IBM Storwize FileShare Tasks

This chapter contains the following sections:

• Active OR Deactive IBM Storage File Share, on page 2368
• Add NFS Client to IBM Storwize File Share, on page 2369
• Allocate IP to IBM Storwize Network of NAS Clients, on page 2371
• Create IBM Storwize File Share, on page 2372
• Create Network for IBM Storwize NAS Clients, on page 2374
• Deallocate IP from IBM Storwize Network of NAS Clients, on page 2376
• Delete IBM Storwize File Share, on page 2377
• Delete IBM Storwize Network of NAS Clients, on page 2378
• Remove NFS Client from IBM Storwize File Share, on page 2379
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Active OR Deactive IBM Storage File Share
Summary

Active OR Deactive IBM Storage File Share
Description

This task enables the CIFS or NFS share for the specified export. The export must exist.
Inputs

MandatoryMappable To TypeDescriptionInput

YibmFileShareIdentityChoose an IBM Storwize fileshare to
activate or deactivate

File Share

Outputs

TypeDescriptionOutput

ibmFileShareIdentityOutput of file share identityIBM_STORWIZE_OUTPUT_FILE_
SHARE_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of file share nameIBM_STORWIZE_OUTPUT_FILE_
SHARE_NAME

datacenterNameOutput of datacenter name onwhich
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER
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Add NFS Client to IBM Storwize File Share
Summary

Add an NFS Client to an IBM Storwize File Share.
Description

This task associates an NFS client to an NFS file share. Once associated with read/write access, the
datastore can be created on the corresponding NFS file share.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmFileShareIdentityChoose an IBM Storwize file share to which
to add an NFS client

File Share

Ygen_text_inputEnter a client hostname or IPClient Hostname
or IP

IBMStorwizeBoolean
List

Check to enable read-only accessReadOnlyAccess

YIBMStorwizeRoot
SqaushBooleanList

Choose the root squash type. Allowsmapping
either the root UID or all client UIDs to the
anonymous UID.

Root Squash

IBMStorwizeBoolean
List

Check to enable secure. With this feature
enabled, the system prevents access to requests
that originate from port numbers greater than
a hard-coded threshold value of 1024.

Secure

gen_text_inputEnter the anonymous UID for the root user
when its host does not have root access.
Default value is -2.

Anonymous UID

gen_text_inputEnter the anonymous GID for the root user
when its host does not have root access.
Default value is -2.

Anonymous GID

Outputs

TypeDescriptionOutput

ibmFileShareIdentityOutput of file share identityIBM_STORWIZE_OUTPUT_FILE_
SHARE_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of file share nameIBM_STORWIZE_OUTPUT_FILE_
SHARE_NAME

ibmNFSClientIdentityOutput of NFS Client identityIBM_STORWIZE_OUTPUT_NFS_
CLIENT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Allocate IP to IBM Storwize Network of NAS Clients
Summary

Assign additional IPs to an IBM Storwize network of NAS clients.
Description

This task adds additional interface IP addresses and gateway IP addresses to an already-created IBM
Storwize network.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmNetworkForNASClient
Identity

Select IBM Storwize Network to addNetwork of NAS
Client

gen_text_inputPool of IP Pools to be assigned to
network interfaces that are attached to
this network

IP Address

IBMStorwizeBooleanListList of additional gateways for subnet
of this network

Additional gateways

Ygen_text_inputSubnet in CIDR notaionSubnet

Ygen_text_inputGateway IP AddressIP Address

Outputs

TypeDescriptionOutput

ibmNetworkFor
NASClientIdentity

Output of Network for NASClients
identity

IBM_STORWIZE_OUTPUT_
NETWORK_FOR_NFS_CLIENT_
IDENTITY

gen_text_inputOutput of Additional Interface IPIBM_STORWIZE_OUTPUT_
ADDITIONAL_INTERFACE_IP

gen_text_inputOutput of Additional Gateway IPIBM_STORWIZE_OUTPUT_
ADDITIONAL_GATEWAY_IP

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize File Share
Summary

Create IBM Storwize File Share
Description

This task creates an export for a specified path. Each export picks up a junction point in the file system.
It then presents these files and subdirectories that are in the directory as allowed by the authentication
process. These directory structures and files are shared by using the selected network sharing protocols
that the hosts use to access the export.

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameEnter Account nameSelect Account Name

YibmStorwizeFileShareTypeselect share typeShare Type

YibmStorwizeFileSetJunction
PathIdentity

Select file share pathPath

Ygen_text_inputEnter file share nameShare Name

Ygen_text_inputEnter owner nameOwner

IBMStorwizeBooleanListSelect for creating new directoryCreate Directory

CIFSCIFS

IBMStorwizeBooleanListEnable for Read only AccessRead Only Acess

IBMStorwizeBooleanListBrowsable by File System
Browser

Browsable by File
System Browser

IBMStorwizeBooleanListHide ObjectsHide Objects

gen_text_inputEnter CommentComment

IBMStorwizeBooleanListDisplay access control lists with
CIFS

Display Access Control
Lists with CIFS

YibmStorwizeFileShareCache
PolicyType

select cache policy typeCache Policy

gen_text_inputSpecify permission for shareShare Permissions

gen_text_inputEnter a user, a group, or a security
identifier (SID) to use while
accessing the share

User/Group/SID

ibmStorwizeFileShareAccess
TypeType

Choose the access levelAccess

IBMStorwizeBooleanListCheck to enable share hiding. The
share hiding is controlled by share

Hide the shares from the
user without permission
to read permissions and not by file system

ACLs.

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

ibmStorwizeFileShareAccess
ValueType

Choose a value type for share
permissions

Value

Outputs

TypeDescriptionOutput

ibmFileShareIdentityOutput of file share identityIBM_STORWIZE_OUTPUT_FILE_
SHARE_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of file share nameIBM_STORWIZE_OUTPUT_FILE_
SHARE_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

ibmNFSClientIdentityOutput of NFS Client identityIBM_STORWIZE_OUTPUT_NFS_
CLIENT_IDENTITY

gen_text_inputOutput of File share pathIBM_STORWIZE_OUTPUT_FILE_
SHARE_PATH

Cisco UCS Director Task Library Reference, Release 6.7
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Create Network for IBM Storwize NAS Clients
Summary

Create a network for IBM Storwize NAS Clients.
Description

This task creates a network for systems that connect to external clients. A public network must be
configured and available. The public network can include any network interface used to provide NAS
services to external clients in the customer network.

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameSelect Account nameAccount Name

Ygen_text_inputThe IP Address of SubnetNetwork IP Address

Ygen_text_inputThe Network Mask of the SubnetNetwork Mask

gen_text_inputVLANIDmust be in a range of 2 to 4094.
VLANID 1 is not recommended and
supported

VLAN ID

gen_text_inputThe default gateway is used when an IP
address match any other subnet of
additional gateways

Default gateway

Public Network IP
Pool

Ygen_text_inputPool of IP Pools to be assigned to
network interfaces that are attached to
this network

IP Address

IBMStorwizeBoolean
List

List of additional gateways for subnet of
this network

Additional gateways

Ygen_text_inputSubnet in CIDR notaionSubnet

Ygen_text_inputIP AddressIP Address

IBMStorwizeNetwork
InterfaceList

The network interface to use for attaching
the public data network

Interface

Outputs

TypeDescriptionOutput

ibmNetworkFor
NASClientIdentity

Output of Network for NASClients
identity

IBM_STORWIZE_OUTPUT_
NETWORK_FOR_NFS_CLIENT_
IDENTITY

gen_text_inputOutput of Network SubnetIBM_STORWIZE_OUTPUT_SUBNET

gen_text_inputOutput of Additional Interface IPIBM_STORWIZE_OUTPUT_
ADDITIONAL_INTERFACE_IP

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

gen_text_inputOutput of Additional Gateway IPIBM_STORWIZE_OUTPUT_
ADDITIONAL_GATEWAY_IP

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Deallocate IP from IBM Storwize Network of NAS Clients
Summary

Remove an IP from an IBM Storwize network of NAS clients.
Description

This task removes an interface IP address or Gateway IP address from an IBM Storwize network of NAS
clients.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmNetworkFor
NASClientIdentity

Select IBMStorwizeNetwork to remove
additional interface and gateway IP

Network of NAS
Client

gen_text_inputSelect particular default gateway that
needs to be removed

IP Address

IBMStorwizeBooleanListSelect if additional gateways need to be
removed

Additional gateways

Ygen_text_inputSelect particular additional gateway that
need to be removed

Subnet with IP
Address

Outputs

TypeDescriptionOutput

ibmNetworkFor
NASClientIdentity

Output of Network for NASClients
identity

IBM_STORWIZE_OUTPUT_
NETWORK_FOR_NFS_CLIENT_
IDENTITY

gen_text_inputOutput of Additional Interface IPIBM_STORWIZE_OUTPUT_
ADDITIONAL_INTERFACE_IP

gen_text_inputOutput of Additional Gateway IPIBM_STORWIZE_OUTPUT_
ADDITIONAL_GATEWAY_IP

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize File Share
Summary

Delete IBM Storwize File Share
Description

This task removes the export from the cluster. If a cluster is not denoted,the default cluster is used. If the
users are already mapped to an export , they will be disconnected if the export is removed.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmFileShareIdentityChoose an IBM Storwize fileshare
to be deleted

File Share

Outputs

TypeDescriptionOutput

ibmFileShareIdentityOutput of file share identityIBM_STORWIZE_OUTPUT_FILE_
SHARE_IDENTITY

gen_text_inputOutput of file share nameIBM_STORWIZE_OUTPUT_FILE_
SHARE_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize Network of NAS Clients
Summary

Delete an IBM Storwize network of NAS clients.
Description

This task removes an IBM Storwize network that includes devices used to provide NAS services to
external clients in the customer network.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmNetworkForNASClient
Identity

Select IBMStorwize Network
to delete

Network of NAS
Client

Outputs

TypeDescriptionOutput

ibmNetworkFor
NASClientIdentity

Output of Network for NAS Clients
identity

IBM_STORWIZE_OUTPUT_
NETWORK_FOR_NFS_CLIENT_
IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name on which
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Remove NFS Client from IBM Storwize File Share
Summary

Remove an NFS client from an IBM Storwize file share.
Description

This task dissociates an NFS client from an NFS file share.
Inputs

MandatoryMappable To TypeDescriptionInput

YibmFileShareIdentityChoose an IBM Storwize fileshareFile Share

YibmNFSClientIdentityChoose an IBMStorwize NFS client
to delete

NFS Client

Outputs

TypeDescriptionOutput

ibmFileShareIdentityOutput of file share identityIBM_STORWIZE_OUTPUT_FILE_
SHARE_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of file share nameIBM_STORWIZE_OUTPUT_FILE_
SHARE_NAME

ibmNFSClientIdentityOutput of NFS Client identityIBM_STORWIZE_OUTPUT_NFS_
CLIENT_IDENTITY

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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IBM Storwize FileSystems Tasks

This chapter contains the following sections:

• Add Pool to IBM Storwize File System, on page 2382
• Create IBM Storwize Compressed File System, on page 2383
• Create IBM Storwize File System, on page 2385
• Create IBM Storwize Migration-ILM File System, on page 2386
• Delete IBM Storwize File System, on page 2388
• Edit IBM Storwize File System, on page 2389
• Mount IBM Storwize File System, on page 2390
• Remove Pool from IBM Storwize File System, on page 2391
• Replicate IBM Storwize File System, on page 2392
• Unmount IBM Storwize File System, on page 2393

Cisco UCS Director Task Library Reference, Release 6.7
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Add Pool to IBM Storwize File System
Summary

Add a pool to an IBM Storwize file system.
Description

This task adds storage by adding a pool to a file system.
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFileSystem
Identity

Choose an IBM file system to which to
add the pool

File System Name

Ygen_text_inputEnter the name of the file system pool to
create. The pool name must be unique to
the file system.

Name

YibmStorwizePoolIdentityChoose a storage poolStorage Pool

Ygen_text_inputEnter the storage pool size in GBSize(GB)

Outputs

TypeDescriptionOutput

ibmStorwizeFileSystem
Identity

Output of File System identityIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of File System NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_NAME

gen_text_inputOutput of File System Pool NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_POOL_NAME

gen_text_inputOutput of File System SizeIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_SIZE

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize Compressed File System
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameSelect account nameAccount Name

Ygen_text_inputThe name of the file system to be createdFile System Name

Ygen_text_inputSets the owner of the path. It can be a
user name, or a combination of domain

Owner

and user name. for example, admin1 or
domain1\admin1. You can specify 'root'
as an owner. Changes are possible only
while the filesystem is empty.

Ygen_text_inputSets the owner of the path. It can be a
user name, or a combination of domain

Owning group

and user name. for example, admin1 or
domain1\admin1. You can specify 'root'
as an owner

File system pool settingsFile system pool settings

YibmStorwizePool
Identity

Select storage poolSystem(non compressed)

Ygen_text_inputEnter storage pool sizeSize(GB)

YibmStorwizePool
Identity

Select storage poolSystem(metadata)

Ygen_text_inputEnter storage pool sizeSize(GB)

In order to enable
metadata replication
Please select a pool from
System(metadata)

YibmStorwizePool
Identity

Select storage poolSystem(compressed)

Ygen_text_inputEnter storage pool sizeSize(GB)

Outputs

TypeDescriptionOutput

ibmStorwizeFileSystem
Identity

Output of File System identityIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

gen_text_inputOutput of File System NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_NAME

ibmStorwizeFileSet
JunctionPathIdentity

Output of file set junction path
identity

IBM_STORWIZE_OUTPUT_
FILESET_JUNCTIONPATH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize File System
Summary

Create IBM Storwize File System
Description

This task creates a cluster file system. A file system is the physical structure that an operating system
uses to store and organize files on a storage system. The block size and replication affects file system
performance. The minimum supported physical capacity (size on disk) for a filesystem is 100GB. This
provides the base file system and global namespace from which shares and exports can be created.
Therefore, each file system comprises a structure of directories or paths that are based on a single root.
Any of these directories can be used to create a share or export.

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameSelect Account nameAccount Name

Ygen_text_inputThe name of the file system to be created.File System Name

Ygen_text_inputSets the owner of the path. It can be a user
name, or a combination of domain and user

Owner

name. for example, admin1 or
domain1\admin1. You can specify 'root' as
an owner. Changes are possible only while
the filesystem is empty.

YEnter file system pool nameFile System Pool Name

YibmStorwizePool
Identity

Select storage poolStorage Pool

Ygen_text_inputEnter file system sizeFile System Size

File System Size UnitsFile System Size Units

Outputs

TypeDescriptionOutput

ibmStorwizeFileSystem
Identity

Output of File System identityIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

gen_text_inputOutput of File System NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_NAME

ibmStorwizeFileSet
JunctionPathIdentity

Output of file set junction path
identity

IBM_STORWIZE_OUTPUT_
FILESET_JUNCTIONPATH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize Migration-ILM File System
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameSelect account nameAccount Name

Ygen_text_inputThe name of the file system to be
created

File System Name

Ygen_text_inputSets the owner of the path. It can be a
user name, or a combination of domain

Owner

and user name. for example, admin1
or domain1\admin1. You can specify
'root' as an owner

Ygen_text_inputName or GID of group that is
associated with the path

Owning group

File system pool settingsFile system pool
settings

YibmStorwizePoolIdentitySelect storage poolSystem

Ygen_text_inputEnter storage pool sizeSize(GB)

ibmStorwizePoolIdentitySelect storage poolSystem(metadata)

gen_text_inputEnter storage pool sizeSize(GB)

helpIn order to enable
metadata replication
Please select a pool
from
System(metadata)

Ygen_text_inputThe name of the file system pool to
create. The pool name must be unique
per file system.

Name

YIBMStorwizeBooleanListSelect compression for the file system
pool .You cannot change compression

Compressed

settings after a file system pool has
been created.

YibmStorwizePoolIdentitySelect storage poolStorage Pool

Ygen_text_inputEnter storage pool sizeSize(GB)

Ygen_text_inputMigration will start automatically
when the used capacity of file system
exceeds this value

Migration start
threshold (%)

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

Ygen_text_inputMigrationwill stop automaticallywhen
the used capacity of file system
decreases below this value

Migration stop
threshold (%)

IBMStorwizeBooleanListIn addition to the migration being
started automatically when the start

Enable Migration
Schedule

threshold is reached .you may also
choose to schedule the migration
policy to run at a specific time.

YibmStorwizeMigration
ILMFileSystemSchedule
TypeList

Select the typeType

YibmStorwizeMigration
ILMFileSystemSchedule
TimeList

Select the time of dayTime Of Day

YibmStorwizeMigration
ILMFileSystemDayOf
WeekTimeList

Select the day of the weekDay of the Week

IBMSTORAGEDaysOf
Week

Select the days of the weekDays of the week

YibmStorwizeMigration
ILMFileSystemDayOf
MonthTimeList

Select the day of monthDay of Month

IBMSTORAGEDaysOf
Month

Select the days of monthDays of Month

Outputs

TypeDescriptionOutput

ibmStorwizeFileSystem
Identity

Output of File System identityIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

gen_text_inputOutput of File System NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_NAME

ibmStorwizeFileSet
JunctionPathIdentity

Output of file set junction path
identity

IBM_STORWIZE_OUTPUT_
FILESET_JUNCTIONPATH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize File System
Summary

Delete IBM Storwize File System
Description

This task deletes all the disks that belong to this file system, along with the data on it. Before deleting a
file system, you must unmount it from all nodes. The file system cannot be deleted until all the exports
are deleted.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFileSystemIdentityChoose a file system to deleteFileSystem

Outputs

TypeDescriptionOutput

ibmStorwizeFileSystem
Identity

Output of File System identityIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name onwhich
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

gen_text_inputOutput of File System NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Edit IBM Storwize File System
Summary

Edit an IBM Storwize file system.
Description

This task edits a file system. The size of the file system can be modified by adding or removing disks
associated with it. Reducing the size of the file system can cause loss of data.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFileSystem
Identity

Choose a file system to editFileSystem

Ygen_text_inputChoose a file system pool to resizeFile System Pool

Ygen_text_inputEnter a file system pool size in GB. The
minimum supported physical capacity
(size on disk) for a file system is 100GB.

File System
Size(GB)

Outputs

TypeDescriptionOutput

ibmStorwizeFileSystem
Identity

Output of File System identityIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_IDENTITY

gen_text_inputOutput of File System NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_NAME

gen_text_inputOutput of File System Pool NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_POOL_NAME

gen_text_inputOutput of File System SizeIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_SIZE

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Mount IBM Storwize File System
Summary

Mount IBM Storwize File System
Description

This task mounts the specified file system on all interface and management nodes or a specified subset
of nodes. If nodes are specified, those nodes must be suspended. If a cluster is not denoted, the default
cluster is used. Any exports deactivated due to previous unmounts will be reactivated once all
non-suspended nodes have mounted the file system again.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFileSystemIdentityChoose a file system tomountFile System

Outputs

TypeDescriptionOutput

ibmStorwizeFileSystem
Identity

Output of File System identityIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name onwhich
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

gen_text_inputOutput of File System NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Pool from IBM Storwize File System
Summary

Remove a pool from an IBM Storwize file system.
Description

This task removes a pool from a file system. Disk removal is possible down to the supported size of File
system.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFileSystem
Identity

Choose an IBM file system from
which to remove the pool

FileSystem

Ygen_text_inputChoose a file system pool to removeFile System Pool

Outputs

TypeDescriptionOutput

ibmStorwizeFileSystem
Identity

Output of File System identityIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_IDENTITY

gen_text_inputOutput of File System NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_NAME

gen_text_inputOutput of File System Pool NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_POOL_NAME

gen_text_inputOutput of File System SizeIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_SIZE

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Replicate IBM Storwize File System
Summary

Replicate IBM Storwize File System
Description

This task declares a source cluster and a local path for replication.
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFileSystem
Identity

Choose an IBM file system to replicateFileSystem

Ygen_text_inputEnter the ID value of the source cluster
that uses the local path for replication

Source cluster ID

Outputs

TypeDescriptionOutput

ibmStorwizeFileSystem
Identity

Output of File System identityIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name onwhich
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

gen_text_inputOutput of File System NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Unmount IBM Storwize File System
Summary

Unmount IBM Storwize File System
Description

This task unmounts the specified file system on all nodes or a specified set of nodes. If nodes are specified,
those nodes must be suspended. Suspended nodes may need to be restarted with the stopcluster command
in order to enable the file system to fully unmount. If unmounting on non-suspended nodes, all active
exports must be deactivated before unmounting.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFileSystemIdentityChoose a file system to
unmount

FileSystem

Outputs

TypeDescriptionOutput

ibmStorwizeFileSystem
Identity

Output of File System identityIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name onwhich
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

gen_text_inputOutput of File System NameIBM_STORWIZE_OUTPUT_FILE_
SYSTEM_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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IBM Storwize FlashCopy Tasks

This chapter contains the following sections:

• Create IBM Storwize FlashCopy Backup, on page 2396
• Create IBM Storwize FlashCopy Clone, on page 2397
• Create IBM Storwize FlashCopy Snapshot, on page 2398
• Delete IBM Storwize FlashCopy, on page 2399

Cisco UCS Director Task Library Reference, Release 6.7
2395



Create IBM Storwize FlashCopy Backup
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFlashCopyIdentityChoose a flash copyFlash Copy

gen_text_inputEnter a name for the backupVolume Name

Outputs

TypeDescriptionOutput

ibmStorwizeFlashCopy
Identity

Output of Flash Copy identityIBM_STORWIZE_OUTPUT_FLASH_
COPY_IDENTITY

ibmStorwizeFlashCopy
MappingIdentity

Output of Flash Copy Mapping
identity

IBM_STORWIZE_OUTPUT_FLASH_
COPY_MAPPING_IDENTITY

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of FlashCopy nameIBM_STORWIZE_OUTPUT_
FLASHCOPY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize FlashCopy Clone
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFlashCopyIdentityChoose a flash copyFlash Copy

gen_text_inputEnter a name for the cloneVolume Name

Outputs

TypeDescriptionOutput

ibmStorwizeFlashCopy
Identity

Output of Flash Copy identityIBM_STORWIZE_OUTPUT_FLASH_
COPY_IDENTITY

ibmStorwizeFlashCopy
MappingIdentity

Output of Flash Copy Mapping
identity

IBM_STORWIZE_OUTPUT_FLASH_
COPY_MAPPING_IDENTITY

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of FlashCopy nameIBM_STORWIZE_OUTPUT_
FLASHCOPY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize FlashCopy Snapshot
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFlashCopyIdentityChoose a flash copyFlash Copy

gen_text_inputEnter a name for the snapshotVolume Name

Outputs

TypeDescriptionOutput

ibmStorwizeFlashCopy
Identity

Output of Flash Copy identityIBM_STORWIZE_OUTPUT_FLASH_
COPY_IDENTITY

ibmStorwizeFlashCopy
MappingIdentity

Output of Flash Copy Mapping
identity

IBM_STORWIZE_OUTPUT_FLASH_
COPY_MAPPING_IDENTITY

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of FlashCopy nameIBM_STORWIZE_OUTPUT_
FLASHCOPY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize FlashCopy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeFlashCopyIdentityChoose a flash copyFlash Copy

IBMStorwizeBooleanListCheck this option to force
deletion

DeleteVolumeEvenAny
Mappings

Outputs

TypeDescriptionOutput

ibmStorwizeFlashCopy
MappingIdentity

Output of Flash CopyMapping
identity

IBM_STORWIZE_OUTPUT_FLASH_
COPY_MAPPING_IDENTITY

gen_text_inputOutput of FlashCopy nameIBM_STORWIZE_OUTPUT_
FLASHCOPY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2399

IBM Storwize FlashCopy Tasks
Delete IBM Storwize FlashCopy



Cisco UCS Director Task Library Reference, Release 6.7
2400

IBM Storwize FlashCopy Tasks
Delete IBM Storwize FlashCopy



IBM Storwize Host Tasks

This chapter contains the following sections:

• Create IBM Storwize Host, on page 2402
• Delete IBM Storwize Host, on page 2404
• IBM Storwize Duplicate Mappings, on page 2405
• Import IBM Storwize Mappings, on page 2406
• Rename IBM Storwize Host, on page 2407
• Unmap All IBM Storwize Volumes, on page 2408

Cisco UCS Director Task Library Reference, Release 6.7
2401



Create IBM Storwize Host
Summary

Create IBM Storwize Host
Description

This task creates a Host entry by using a WWPN/WWNN number of remote server. This task associates
one or more HBA WWPNs or iSCSI names with a logical host object.

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

YibmStorwizeHostTypeChoose the host protocol typeHost Protocol Type

Ygen_text_inputEnter a name for the hostHost Name

ibmStorwizeHBAPort
Identity

Choose one or more fibre channel
HBA ports

Fibre Channel Port
Definitions(HBA)

Ygen_text_inputEnter the list of fibre channel portsFibre Channel Port
Definitions

Ygen_text_inputEnter the iSCSI portsiSCSI Port Definitions

Port numbers should be separated by
','(In case of multiple port

Port numbers should be
separated by ','(In case of
multiple port

IBMStorwizeBoolean
List

Use CHAPAuthentication( all ports)Use CHAPAuthentication
(all ports)

gen_text_inputEnter use CHAPAuthentication nameUse CHAPAuthentication
Name

YibmStorwizeHost
IOGroupIdentity

Choose an I/O group. The host can
access volumes from one or more I/O
groups.

I/O Group

YibmStorwizeHostTypeshoose a host type. Some hosts require
a specific host type based on hardware

Host Type

or software requirements. For most
hosts, you can use a generic type.

Outputs

TypeDescriptionOutput

ibmStorwizeHost
Identity

Output of host identityIBM_STORWIZE_OUTPUT_HOST_
IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name onwhich
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
2402
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TypeDescriptionOutput

gen_text_inputOutput of host nameIBM_STORWIZE_OUTPUT_HOST_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize Host
Summary

Delete Host
Description

This task deletes the specified host. If the volumes are mapped to the host, forcing the deletion will make
volumes no longer accessible to hosts.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeHostIdentityChoose an IBM Storwize host
to be deleted

Host

IBMStorwizeBooleanListCheck to force delete for
recursive deletion

Delete hosts even if volumes are
mapped to them. These volumes
will no longer be accessible to
hosts.

Outputs

TypeDescriptionOutput

ibmStorwizeHostIdentityOutput of host identityIBM_STORWIZE_OUTPUT_HOST_
IDENTITY

gen_text_inputOutput of host nameIBM_STORWIZE_OUTPUT_HOST_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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IBM Storwize Duplicate Mappings
Summary

Duplicate Mappings
Description

This task duplicates all the existing source host mappings to the target host. Volumes that are assigned
to a host can be mapped to another host object. You can do this for example when you add a new node
to the host cluster and want to ensure that the new host node has access to same set of volumes as the
source host.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeHostIdentityChoose an IBMStorwize host fromwhich
to duplicate mappings

Host

ibmStorwizeHostIdentityChoose an IBM Storwize target host to
which to duplicate mappings

Target Host

Outputs

TypeDescriptionOutput

ibmStorwizeHostIdentityOutput of host identityIBM_STORWIZE_OUTPUT_HOST_
IDENTITY

gen_text_inputOutput of host nameIBM_STORWIZE_OUTPUT_HOST_
NAME

gen_text_inputOutput of target host name(s)OUTPUT_TARGET_HOST_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Import IBM Storwize Mappings
Summary

Import Mappings
Description

This tasks import existing source host mappings provided the target host has no existing mappings
Inputs

MandatoryMappable To TypeDescriptionInput

YIBMSTORAGEUnMapped
HostsIdentity

Choose an IBM Storiwize host to which
to import mappings

Host

YibmStorwizeHostIdentityChoose an IBM Storiwize source host
from which to import mappings

Source Host

Outputs

TypeDescriptionOutput

ibmStorwizeHostIdentityOutput of host identityIBM_STORWIZE_OUTPUT_HOST_
IDENTITY

gen_text_inputOutput of host nameIBM_STORWIZE_OUTPUT_HOST_
NAME

gen_text_inputOutput of source host nameIBM_STORWIZE_OUTPUT_SOURCE_
HOST_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Rename IBM Storwize Host
Summary

Rename Host
Description

This task assigns a new name for the specified host.
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeHostIdentityChoose an IBM Storwize host to
rename

Host

Ygen_text_inputEnter a name for the hostHost Name

Outputs

TypeDescriptionOutput

ibmStorwizeHostIdentityOutput of host identityIBM_STORWIZE_OUTPUT_HOST_
IDENTITY

gen_text_inputOutput of host nameIBM_STORWIZE_OUTPUT_HOST_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
2407
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Unmap All IBM Storwize Volumes
Summary

Unmap All IBM Storwize Volumes
Description

This task unmaps all access that this host has to its volumes. A host is able to access only those volumes
on your IBM Storwize system that are mapped to it. If you want to remove access to all volumes for one
host, regardless of how many volumes are mapped to it, execute this task.

Inputs

MandatoryMappable To TypeDescriptionInput

YIBMSTORAGEMappedHosts
Identity

Choose an IBM Storwize host from
which to unmap all associated volumes

Host

Outputs

TypeDescriptionOutput

ibmStorwizeHostIdentityOutput of host identityIBM_STORWIZE_OUTPUT_HOST_
IDENTITY

gen_text_inputOutput of host nameIBM_STORWIZE_OUTPUT_HOST_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
2408
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IBM Storwize Mdisk Tasks

This chapter contains the following sections:

• Assign IBM Storwize MDisk to Pool, on page 2410
• Create IBM Storwize Array MDisk, on page 2411
• Delete IBM Storwize Array MDisk, on page 2412
• Rename IBM Storwize MDisk, on page 2413
• Select IBM Storwize MDisk Tier, on page 2414
• Set IBM Storwize Spare Goal, on page 2415
• Swap IBM Storwize MDisk Drive, on page 2416
• Unassign IBM Storwize MDisks from Pool, on page 2417

Cisco UCS Director Task Library Reference, Release 6.7
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Assign IBM Storwize MDisk to Pool
Summary

Assign MDisk To Pool
Description

This task assigns specified mdisk to specified storage pool by assigning unmanaged MDisks to pool. By
adding unmanaged MDisks to a pool, their status changes to managed MDisks. Managed MDisks can
belong to only one pool. UnmanagedMDisks can either be added to a newly created pool or to an existing
pool to expand its capacity. Pools are commonly used to groupMDisks from the same storage subsystem.
A new pool can be created in the MDisks by Pools panel by clicking the Create Pool

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeMdiskIdentityChoose an IBM Storwize MDisk to
assign to a pool

MDisk

YibmStorwizePoolIdentityChoose an IBM Storwize storage
pool

Storage Pool

Outputs

TypeDescriptionOutput

ibmStorwizeMdiskIdentityOutput of mdisk identityIBM_STORWIZE_OUTPUT_MDISK_
IDENTITY

gen_text_inputOutput of mdisk nameIBM_STORWIZE_OUTPUT_MDISK_
NAME

ibmStorwizePoolIdentityOutput of pool identityIBM_STORWIZE_OUTPUT_POOL_
IDENTITY

gen_text_inputOutput of target pool nameIBM_STORWIZE_OUTPUT_TARGET_
POOL_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize Array MDisk
Summary

Create IBM Storwize Array MDisk
Description

This task is used to create array(RAID) mdisks from internal storage. A managed disk (MDisk) is a
logical unit of physical storage. MDisks are either arrays (RAID) from internal storage or volumes from
external storage systems. MDisks are not visible to host systems. Each MDisk is divided into a number
of extents, which are numbered, from 0, sequentially from the start to the end of the MDisk. The extent
size is a property of storage pools. When an MDisk is added to a storage pool, the size of the extents that
the MDisk is divided into depends on the attribute of the storage pool to which it has been added.

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

Ygen_text_inputEnter a name for the MDiskMDisk Name

YibmStorwizeAllInternalDrive
Identity

Choose one or more drivesDrive(s)

YibmStorwizeRaidLevelListChoose a RAID level for the array
MDisk

RAID level

YibmStorwizePoolIdentityChoose an IBM Storwize storage
pool

Pool

IBMStorwizeBooleanListCheck to enable encryption on the
MDisk

Enable encryption

Outputs

TypeDescriptionOutput

ibmStorwizeMdiskIdentityOutput of mdisk identityIBM_STORWIZE_OUTPUT_MDISK_
IDENTITY

gen_text_inputOutput of mdisk nameIBM_STORWIZE_OUTPUT_MDISK_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize Array MDisk
Summary

Delete Array MDisk
Description

This task deletes the specified array mdisk. If the mdisk has data on it, forcing the deletion will delete
all data from the mdisk and moves it to other mdisks in the pool. The task fails if there are insufficient
free extents on other disks in the mdisk group for the duration of the command. If you do specify the
force flag, an attempt will be made to migrate the extents that are in use onto other free extents within
the group. If there are not enough free extents in the group, the command will fail even if the force flag
is specified.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeMdisk
Identity

Choose an IBM Storwize
MDisk to be deleted

MDisk

IBMStorwizeBooleanListCheck to force delete for
recursive deletion

Delete RAID array MDisk even
if it has data on it. System
migrates data to other MDisks
in the pool.

Outputs

TypeDescriptionOutput

ibmStorwizeMdiskIdentityOutput of mdisk identityIBM_STORWIZE_OUTPUT_MDISK_
IDENTITY

gen_text_inputOutput of mdisk nameIBM_STORWIZE_OUTPUT_MDISK_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Rename IBM Storwize MDisk
Summary

Rename MDisk
Description

This task assigns a new name for the specified mdisk.
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeMdiskIdentityChoose an IBMStorwizeMDisk to
rename

MDisk

Ygen_text_inputEnter a name for the MDiskMDisk Name

Outputs

TypeDescriptionOutput

ibmStorwizeMdiskIdentityOutput of mdisk identityIBM_STORWIZE_OUTPUT_MDISK_
IDENTITY

gen_text_inputOutput of mdisk nameIBM_STORWIZE_OUTPUT_MDISK_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Select IBM Storwize MDisk Tier
Summary

Select MDisk Tier
Description

This task assigns the specified tier to an mdisk. Two tiers exist, Generic SSD & Generic HDD. All
MDisks belong to one tier or the other, which includes MDisks that are not yet part of a pool. If you
create a storage pool with both generic SSDMDisks (classified with the generic_ssd option) and generic
HDD MDisks (generic_hdd or default option), Easy Tier is automatically turned on for pools with both
SSD MDisks and HDD MDisks. IBM Storwize does not automatically identify external SSD MDisks;
all external MDisks are put into the HDD tier by default. You must manually identify external SSD
MDisks and change their tiers

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeMdiskIdentityChoose an IBM Storwize MDisk
for which to set a tier

MDisk

YibmStorwizeMdiskTierListChoose an IBM Storwize tierSelect desired tier

Outputs

TypeDescriptionOutput

ibmStorwizeMdiskIdentityOutput of mdisk identityIBM_STORWIZE_OUTPUT_MDISK_
IDENTITY

gen_text_inputOutput of mdisk nameIBM_STORWIZE_OUTPUT_MDISK_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Set IBM Storwize Spare Goal
Summary

Set Spare Goal
Description

This task sets the number of spare drives that is required to protect the array from drive failures. If the
number of drives assigned as Spare does not meet the configured spare goal, an error is logged in the
event log that reads Array MDisk is not protected by sufficient spares. This error can be fixed by either
replacing defunct drives,which occupy a spare drive, or by adding additional drives as spare. Remember,
during the internal drive configuration, spare drives are automatically assigned according to the chosen
RAID presetâs spare goals,

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeMdiskIdentityChoose an IBM Storwize MDisk on
which to set a spare goal

MDisk

Ygen_text_inputEnter the number of spares to set as
the goal

Set Number of Spares
(Goal)

Outputs

TypeDescriptionOutput

ibmStorwizeMdiskIdentityOutput of mdisk identityIBM_STORWIZE_OUTPUT_MDISK_
IDENTITY

gen_text_inputOutput of mdisk nameIBM_STORWIZE_OUTPUT_MDISK_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Swap IBM Storwize MDisk Drive
Summary

Swap IBM Storwize MDisk Drive
Description

This task can be used to replace a drive in the array with another drive withthe status of Candidate or
Spare. This action is used to replace a drive that has failed, orthat is expected to fail soon, for example,
as indicated by an error message in the event log

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeMdiskIdentityChoose an IBM Storwize MDisk
on which to swap drives

MDisk

ibmStorwizeAllInternalDrive
Identity

Choose an IBM Storwize drive to
swap out

Select a drive to swap
out of MDisk

ibmStorwizeAllInternalDrive
Identity

Choose an IBM Storwize drive to
swap in

Select a drive to swap
into MDisk

Outputs

TypeDescriptionOutput

ibmStorwizeMdiskIdentityOutput of mdisk identityIBM_STORWIZE_OUTPUT_MDISK_
IDENTITY

gen_text_inputOutput of mdisk nameIBM_STORWIZE_OUTPUT_MDISK_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign IBM Storwize MDisks from Pool
Summary

Unassign MDisk From Pool
Description

This task unassigns the specified mdisk from the specified pool. if the mdisk has data on it, forcing the
unassign will remove all data from mdisk. the system migrates the data to other mdisk in the pool.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeMdisk
Identity

Choose an IBM Storwize
MDisk to unassign from the
pool

MDisk

IBMStorwizeBoolean
List

Check to force delete for
recursive deletion

Remove MDisk from storage
pool even if it has data on it.
System migrates data to other
MDisks in the pool

Outputs

TypeDescriptionOutput

ibmStorwizeMdiskIdentityOutput of mdisk identityIBM_STORWIZE_OUTPUT_MDISK_
IDENTITY

gen_text_inputOutput of mdisk nameIBM_STORWIZE_OUTPUT_MDISK_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
2417
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IBM Storwize Pool Tasks

This chapter contains the following sections:

• Create IBM Storwize Pool, on page 2420
• Delete IBM Storwize Pool, on page 2421
• Expand IBM Storwize Pool, on page 2422
• Rename IBM Storwize Pool, on page 2423

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize Pool
Summary

Create IBM Storwize Pool
Description

This task creates a new storage pool. A pool or storage pool is a collection of MDisks that jointly contain
all of the data for a specified set of volumes. All MDisks in a pool are split into extents of the same size.
Volumes are created from the extents that are available in the pool. You can add MDisks to a storage
pool at any time either to increase the number of extents that are available for new volume copies or to
expand existing volume copies. You can specify a warning capacity for a storage pool. A warning event
is generated when the amount of space that is used in the storage pool exceeds the warning capacity.
This is especially useful in conjunction with thin-provisioned volumes that have been configured to
automatically consume space from the storage pool.

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

Ygen_text_inputEnter a name for the storage poolPool Name

YIBMStorwizeExtentSize
List

Choose the extent sizeExtent Size

Maximum addressible sizeMaximum Addressible
Size

Ygen_text_inputEnter a warning threshold value
between 0 to 100

Warning Threshold(0 to
100)%

ibmStorwizeMdiskIdentityChoose one or more unassigned
MDisks

MDisks

Outputs

TypeDescriptionOutput

ibmStorwizePool
Identity

Output of pool identityIBM_STORWIZE_OUTPUT_POOL_
IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name onwhich
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

gen_text_inputOutput of target pool nameIBM_STORWIZE_OUTPUT_TARGET_
POOL_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize Pool
Summary

Delete Pool
Description

This task deletes the specified storage pool. Forcing the deletion will delete all the volumes, host mappings
and mdisks associated with the specified pool. After you delete the pool, all the associated volumes and
their host mappings are removed. If the pool is deleted, all the array modeMDisks in the pool are removed
and all the member drives return to candidate status.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizePool
Identity

Choose an IBM Storwize storage
pool to delete

Storage Pool

IBMStorwizeBoolean
List

Check to force delete of all volumes,
host mappings, and MDisks
associated with the pool

Delete all volumes, Host
mappings and MDisks
associated with the pool

Outputs

TypeDescriptionOutput

ibmStorwizePoolIdentityOutput of pool identityIBM_STORWIZE_OUTPUT_POOL_
IDENTITY

gen_text_inputOutput of target pool nameIBM_STORWIZE_OUTPUT_TARGET_
POOL_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2421
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Expand IBM Storwize Pool
Summary

Expand Pool
Description

This task epxands the capacity of the storage pool by adding the unmanaged midsks to the pool
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizePoolIdentityChoose an IBM Storwize storage
pool to be expanded

Storage Pool

YibmStorwizeMdiskIdentityChoose an unassigned MDiskMDisk

Outputs

TypeDescriptionOutput

ibmStorwizePoolIdentityOutput of pool identityIBM_STORWIZE_OUTPUT_POOL_
IDENTITY

gen_text_inputOutput of target pool nameIBM_STORWIZE_OUTPUT_TARGET_
POOL_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Rename IBM Storwize Pool
Summary

Rename Pool
Description

This task assigns a new name to the specified pool.
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizePoolIdentityChoose an IBM Storwize storage
pool to rename

Storage Pool

Ygen_text_inputEnter a name for the storage poolStorage Pool Name

Outputs

TypeDescriptionOutput

ibmStorwizePoolIdentityOutput of pool identityIBM_STORWIZE_OUTPUT_POOL_
IDENTITY

gen_text_inputOutput of target pool nameIBM_STORWIZE_OUTPUT_TARGET_
POOL_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2423
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IBM Storwize RC Consistency Group Tasks

This chapter contains the following sections:

• Create IBM Storwize Remote Copy Consistency Group, on page 2426
• Delete IBM Storwize Remote Consistency Group, on page 2427
• Rename IBM Storwize Remote Consistency Group, on page 2428
• Start IBM Storwize RC Consistency Group, on page 2429
• Stop IBM Storwize RC Consistency Group, on page 2430

Cisco UCS Director Task Library Reference, Release 6.7
2425



Create IBM Storwize Remote Copy Consistency Group
Summary

Create a new remote copy consistency group on an IBM device.
Description

This task creates a new remote copy consistency group on an IBM device. The IBM account and
consistency group names are mandatory inputs. Input Format:

• IBM Account Name: AccountName. For example: IBM_AccountName
• Consistency Group Name: Valid Consistency Group Name - The following special characters are
not allowed: " % & ' * + . / \ : ; < = > ? ^ @ | ,

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

Ygen_text_inputEnter a name for the consistency
group

Consistency Group
Name

Outputs

TypeDescriptionOutput

ibmStorwize
ConsistencyGroup
Identity

Output of remote copy consistency
group identity

IBM_STORWIZE_OUTPUT_RC_
CONSISTENCY_GROUP_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of remote copy consistency
group name

IBM_STORWIZE_OUTPUT_RC_
CONSISTENCY_GROUP_NAME

datacenterNameOutput of datacenter name on which
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
2426
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Delete IBM Storwize Remote Consistency Group
Summary

Delete a remote consistency group from an IBM device.
Description

This task deletes a remote consistency group from an IBM device. This is the rollback task for Create
IBM Storwize Remote Copy Consistency Group. Input Format: Consistency Group:
podName;accountName;id;remoteCopyCGName. For example: Default
Pod;IBM_AccountName;0;remCopy

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeConsistencyGroup
Identity

Choose a consistency group
to delete

Consistency Group

Outputs

TypeDescriptionOutput

ibmStorwize
ConsistencyGroup
Identity

Output of remote copy consistency
group identity

IBM_STORWIZE_OUTPUT_RC_
CONSISTENCY_GROUP_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of remote copy consistency
group name

IBM_STORWIZE_OUTPUT_RC_
CONSISTENCY_GROUP_NAME

datacenterNameOutput of datacenter name on which
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Rename IBM Storwize Remote Consistency Group
Summary

Rename a remote consistency group created on an IBM device.
Description

This task renames a remote consistency group of an IBM device. The remote copy consistency group
identity and the new name are mandatory inputs. Input Format:

• Consistency Group: podName;accountName;id;consistencyGroupName. For example: Default
Pod;IBM_AccountName;0;recgName

• Consistency Group Name: New Valid Consistency Group Name - The following special characters
are not allowed: " % & ' * + . / \ : ; < = > ? ^ @ | ,

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeConsistency
GroupIdentity

Choose a consistency group to
rename

Consistency Group

Ygen_text_inputEnter a new name for the
consistency group

Consistency Group
Name

Outputs

TypeDescriptionOutput

ibmStorwize
ConsistencyGroup
Identity

Output of remote copy consistency
group identity

IBM_STORWIZE_OUTPUT_RC_
CONSISTENCY_GROUP_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of remote copy consistency
group name

IBM_STORWIZE_OUTPUT_RC_
CONSISTENCY_GROUP_NAME

datacenterNameOutput of datacenter name on which
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Start IBM Storwize RC Consistency Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeRcConsistency
GroupIdentity

Choose a consistency group to
start

Consistency Group

YibmStorwizeRcDirection
List

Choose the primary (source)
volume for the remote-copy
relationship

Select the primary (source)
volume for remote-copy
relationship

Outputs

TypeDescriptionOutput

ibmStorwizeConsistency
GroupIdentity

Output of remote copy
consistency group identity

IBM_STORWIZE_OUTPUT_RC_
CONSISTENCY_GROUP_IDENTITY

gen_text_inputOutput of remote copy
consistency group name

IBM_STORWIZE_OUTPUT_RC_
CONSISTENCY_GROUP_NAME

ibmStorwizeRemoteCopy
Identity

Output of RemoteCopy identityIBM_STORWIZE_OUTPUT_
REMOTE_COPY_IDENTITY

gen_text_inputOutput of Remote Copy
Relationship name

IBM_STORWIZE_OUTPUT_
REMOTECOPY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Stop IBM Storwize RC Consistency Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeRcConsistency
GroupIdentity

Select IBM Storwize RemoteCopy
Consistency Group to stop

Consistency Group

IBMStorwizeBooleanListCheck this option to allow
secondary read/write access

Allow secondary
read/write access

Outputs

TypeDescriptionOutput

ibmStorwizeConsistency
GroupIdentity

Output of remote copy
consistency group identity

IBM_STORWIZE_OUTPUT_RC_
CONSISTENCY_GROUP_IDENTITY

gen_text_inputOutput of remote copy
consistency group name

IBM_STORWIZE_OUTPUT_RC_
CONSISTENCY_GROUP_NAME

ibmStorwizeRemoteCopy
Identity

Output of RemoteCopy identityIBM_STORWIZE_OUTPUT_
REMOTE_COPY_IDENTITY

gen_text_inputOutput of Remote Copy
Relationship name

IBM_STORWIZE_OUTPUT_
REMOTECOPY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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IBM Storwize RemoteCopy Tasks

This chapter contains the following sections:

• Create IBM Storwize Remote Copy Relationship, on page 2432
• Delete IBM Storwize Remote Copy, on page 2433
• Rename IBM Storwize Remote Copy Relationship, on page 2434
• Start IBM Storwize Remote Copy Relationship, on page 2435
• Stop IBM Storwize Remote Copy Relationship, on page 2436

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize Remote Copy Relationship
Summary

Create IBM Storwize Remote Copy Relationship
Description

This task creates a new Global or Metro Mirror relationship. A Metro Mirror relationship defines the
relationship between two volumes: a master volume and an auxiliary volume. This relationship persists
until it is deleted. The auxiliary volume must be identical in size to the master volume or the command
fails, and if both volumes are in the same system, they must both be in the same I/O group. The master
and auxiliary cannot be in an existing relationship. Any defined FlashCopy(R) mappings that have the
proposed master volume as the target of the FlashCopy mapping must be using the same I/O group as
the master volume. Any defined FlashCopy mappings that have the proposed auxiliary volume as the
target of the FlashCopy mapping must be using the same I/O group as the auxiliary volume. You cannot
create a remote copy relationship with this command if the auxiliary volume is an active FlashCopy
mapping target.

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize
account

Account Name

ibmStorwizeRcTypeListChoose a copy typeCopy Type

Ygen_text_inputEnter a nameName

ibmStorwizeRcMasterVolListChoose a master volumeMaster Volume

ibmStorwizeRcAuxiliaryVolListChoose an auxiliary volumeAuxiliary Volume

ibmStorwizeRcSyncStatusListChoose a sync statusSync Status

ibmStorwizeRcStartStatusListChoose a copy statusCopy Status

Outputs

TypeDescriptionOutput

ibmStorwizeRemoteCopy
Identity

Output of RemoteCopy identityIBM_STORWIZE_OUTPUT_
REMOTE_COPY_IDENTITY

gen_text_inputOutput of Remote Copy
Relationship name

IBM_STORWIZE_OUTPUT_
REMOTECOPY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize Remote Copy
Summary

Delete IBM Storwize Remote Copy
Description

This task deletes the relationship that is specified. Deleting a relationship only deletes the logical
relationship between the two volumes; it does not affect the volumes themselves.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeRemote
CopyIdentity

Choose a remote copy to
delete

Remote Copy

Warning messageSelect check box to delete
relationship even when data on the
target volume is inconsistent, or if
target volume has other
dependencies.

IBMStorwizeBoolean
List

Check this option to perform
recursive deletion

Force Delete

Outputs

TypeDescriptionOutput

ibmStorwizeRemoteCopy
Identity

Output of RemoteCopy identityIBM_STORWIZE_OUTPUT_
REMOTE_COPY_IDENTITY

gen_text_inputOutput of Remote Copy
Relationship name

IBM_STORWIZE_OUTPUT_
REMOTECOPY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Rename IBM Storwize Remote Copy Relationship
Summary

Rename a remote copy relationship created on an IBM device.
Description

This task renames an existing remote copy relationship of an IBM device. The remote copy relationship
identity and the new name are mandatory inputs. Input Format:

• ConsistencyGroup: podName;accountName;id;remoteCopyRelationshipName. For example: Default
Pod;IBM_AccountName;4;Gmirror

• Relationship Name: New Valid Relationship Name - The following special characters are not
allowed: " % & ' * + . / \ : ; < = > ? ^ @ | ,

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeRemoteCopy
Identity

Choose a remote copy
relationship to rename

Remote Copy
Relationship

Ygen_text_inputEnter a new name for the
relationship

Relationship Name

Outputs

TypeDescriptionOutput

ibmStorwizeRemoteCopy
Identity

Output of RemoteCopy identityIBM_STORWIZE_OUTPUT_
REMOTE_COPY_IDENTITY

gen_text_inputOutput of Remote Copy
Relationship name

IBM_STORWIZE_OUTPUT_
REMOTECOPY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Start IBM Storwize Remote Copy Relationship
Summary

Start IBM Storwize Remote Copy Relationship
Description

This task starts a stand-alone relationship. The command fails if it is used to start a relationship that is
part of a consistency group. This task can only be issued to a relationship that is connected. For a
relationship that is idling, this task assigns a copy direction (primary and secondary roles) and begins
the copy process. Otherwise, this task restarts a previous copy process that was stopped either by a stop
command or by some I/O error. If the FlashCopy mapping is active, the remote copy cannot be started.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeRemoteCopy
Identity

Choose a remote copy
relationship to start

Remote Copy
Relationship

Outputs

TypeDescriptionOutput

ibmStorwizeRemoteCopy
Identity

Output of RemoteCopy identityIBM_STORWIZE_OUTPUT_
REMOTE_COPY_IDENTITY

gen_text_inputOutput of Remote Copy
Relationship name

IBM_STORWIZE_OUTPUT_
REMOTECOPY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Stop IBM Storwize Remote Copy Relationship
Summary

Stop IBM Storwize Remote Copy Relationship
Description

This task stop a relationship that is copying from primary to secondary volumes. The task fails if it is
addressed to a relationship that is part of a consistency group

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeRemoteCopy
Identity

Choose a remote copy
relationship to stop

Remote Copy
Relationship

IBMStorwizeBooleanListCheck this option to allow
secondary read-write access

Allow secondary
read/write access

Outputs

TypeDescriptionOutput

ibmStorwizeRemoteCopy
Identity

Output of RemoteCopy identityIBM_STORWIZE_OUTPUT_
REMOTE_COPY_IDENTITY

gen_text_inputOutput of Remote Copy
Relationship name

IBM_STORWIZE_OUTPUT_
REMOTECOPY_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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IBM Storwize Snapshot Rule Tasks

This chapter contains the following sections:

• Create IBM Storwize Snapshot Rule, on page 2438
• Delete IBM Storwize Snapshot Rule, on page 2440

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize Snapshot Rule
Summary

Create IBM Storwize Snapshot Rule
Description

This task is used to create a snapshot rule. The rule is used to manage the creation and retention of
snapshots for a file system or an independent file set. Dependent file sets do not have snapshots.

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountSelect Account
Name

Ygen_text_inputEnter the name of the snapshot ruleName

YibmStorwizeSnapshotRule
FrequencyType

Choose a frequency typeFrequency

YibmStorwizeMutipleHour
Identity

Choose one or more hours at which to
create the snapshot

Hours

Ygen_text_inputEnter a minute valueMinute

YibmStorwizeMinutesOfThe
HourIdentity

Choose one or more minutes at which
to create the snapshot

Minutes of the
hour

YibmStorwizeSnapshotRule
DaysOfTheWeek

Choose the day of the week at which
to create the snapshot

Days of the week

YibmStorwizeMutipleDaysOf
WeekIdentity

Choose one or more days of the week
at which to create the snapshot

Days of the week

YibmStorwizeSnapshotRule
DaysOfMonth

Choose the day of the month at which
to create the snapshot

Days of the Month

YibmStorwizeMutipleDaysOf
MonthIdentity

Choose one or more days of the month
at which to create the snapshot

Days of the Month

YibmStorwizeSnapshotRule
TimeOfDay

Choose the time of the day at which to
create the snapshot

Time of day

For each past time period, enter the
maximum number of snapshots to be
kept for this snapshot rule.

Retention

gen_text_inputEnter the hour of the dayHours

gen_text_inputEnter the day of the monthDays

gen_text_inputEnter the day of the weekWeeks

gen_text_inputEnter the month of the yearMonths

gen_text_inputEnter the prefixPrefix

Cisco UCS Director Task Library Reference, Release 6.7
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Outputs

TypeDescriptionOutput

ibmStorageSnapshot
RuleIdentity

Output of snapshot rule identityIBM_STORWIZE_OUTPUT_
SNAPSHOT_RULE_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name on which
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize Snapshot Rule
Summary

Delete IBM Storwize Snapshot Rule
Description

This task is used to delete the selected snapshot rule.
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorageSnapshot
RuleIdentity

Choose an IBM Storwize
snapshot set to be deleted

Snapshot Rule

Deleting the above snapshot rule deletes
any snapshots or associations related to
the selected rule. Do you want to
continue?

Outputs

TypeDescriptionOutput

ibmStorageSnapshot
RuleIdentity

Output of snapshot rule identityIBM_STORWIZE_OUTPUT_
SNAPSHOT_RULE_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of snapshot rule nameIBM_STORWIZE_OUTPUT_
SNAPSHOT_RULE_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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IBM Storwize Snapshot Tasks

This chapter contains the following sections:

• Create IBM Storwize Snapshot, on page 2442
• Delete IBM Storwize Snapshot, on page 2443

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize Snapshot
Summary

Create IBM Storwize Snapshot
Description

This task creates a file system snapshot or independent fileset snapshot. There is a maximum limit of
256 snapshots per file system. The sum of manual snapshots created with this command and automatically
snapshots created for an association cannot exceed this limit.

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

YibmStorwizeSnapShot
Type

Choose the snapshot typeSnapshot Type

YibmStorwizeSnapShot
PathIdentity

Choose the path to the snapshotPath

Ygen_text_inputEnter a name for the snapshot. The format is
@GMT-yyyy.MM.dd-HH.mm.ss if Windows

Snapshot Name

Volume Shadow copy service (VSS) is used
to restore files.White space, double and single
quotation marks aq", parentheses (), asterisk
*, forward slash /, and backward slash \ cannot
be used. " The snapshot ID must not contain
the '-psnap-' system reserved keyword.

YibmStorageSnapshot
RuleIdentity

Choose one or more snapshot schedulesSnapshot
Schedules

Outputs

TypeDescriptionOutput

ibmStorwizeSnapShot
Identity

Output of snapshot identityIBM_STORWIZE_OUTPUT_
SNAPSHOT_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name on which
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize Snapshot
Summary

Delete IBM Storwize Snapshot
Description

This task removes a snapshot from a specified file system or file set. File system snapshots and root file
set snapshots do not have the same coverage, so they are different.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeSnap
ShotIdentity

Choose an IBM
Storwize snapshot set to
be deleted

Snapshot

If the snapshots are used with NDMP
backups, ensure that you deactivate and
reactivate the NDMP configuration after
you delete the snapshots. Do you want to
continue?

Outputs

TypeDescriptionOutput

ibmStorwizeSnapShot
Identity

Output of snapshot identityIBM_STORWIZE_OUTPUT_
SNAPSHOT_IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

gen_text_inputOutput of snapshot nameIBM_STORWIZE_OUTPUT_
SNAPSHOT_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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IBM Storwize Tasks

This chapter contains the following sections:

• IBM Storwize Custom SSH Command, on page 2446

Cisco UCS Director Task Library Reference, Release 6.7
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IBM Storwize Custom SSH Command
Summary

IBM Storwize Custom SSH Command
Description

This task allows user to run storwize CLI on IBM devices
Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

Ygen_text_inputEnter an SSH command, with arguments,
to execute

Command

Enter the error text to validateError Text

gen_text_inputEnter an SSH undo command, with
arguments, to execute

Undo Command

Error Text to validateError Text[Undo]

Outputs

TypeDescriptionOutput

gen_text_inputExternal service request ID.OUTPUT_SSH_COMMAND

Cisco UCS Director Task Library Reference, Release 6.7
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IBM Storwize Volume Tasks

This chapter contains the following sections:

• Add IBM Storwize Mirrored Copy, on page 2448
• Create IBM Storwize Volume, on page 2449
• Delete IBM Storwize Mirrored Copy, on page 2451
• Delete IBM Storwize Volume, on page 2452
• Duplicate IBM Storwize Volume, on page 2453
• Edit IBM Storwize Volume, on page 2454
• Expand IBM Storwize Volume, on page 2455
• Make IBM Storwize Primary Volume, on page 2456
• Map IBM Storwize Volume To Host, on page 2457
• Migrate IBM Storwize Volume, on page 2458
• Rename IBM Storwize Volume, on page 2459
• Shrink IBM Storwize Volume, on page 2460
• Split IBM Storwize Volume, on page 2461
• UnMap IBM Storwize Volume From All Hosts, on page 2462
• UnMap IBM Storwize Volume From Single Host, on page 2463

Cisco UCS Director Task Library Reference, Release 6.7
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Add IBM Storwize Mirrored Copy
Summary

Add IBM Storwize Mirrored Copy
Description

This task adds a copy to an existing volume, which changes a nonmirrored volume into a mirrored volume.
Creating mirrored copies of a volume allows the volume to remain accessible even when a managed disk
(MDisk) that the volume depends on becomes unavailable. You can create copies of a volume either
from different storage pools or by creating an imagemode copy of the volume. Copies allow for availability
of data; however, they are not separate objects. You can only create or change mirrored copies from the
volume

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentityChoose an IBM Storwize volume to
which to add the mirror copy

Volume

YibmStorwizeVolumeCopyTypeChoose a volume typeVolume Type

YibmStorwizePoolIdentityChoose an IBM storage pool to add
mirror copy

Pool

Outputs

TypeDescriptionOutput

ibmStorwizeVolume
Identity

Output of volume identityIBM_STORWIZE_OUTPUT_VOLUME_
IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

ibmStorwizeVolume
Identity

Output of primary mirror copy
identity

IBM_STORWIZE_OUTPUT_
PRIMARY_MIRROR_COPY_IDENTITY

ibmStorwizeVolume
Identity

Output of secondary mirror
copy identity

IBM_STORWIZE_OUTPUT_
SECONDARY_MIRROR_COPY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create IBM Storwize Volume
Summary

Create Volume
Description

A volume is a logical disk that is presented to a host system by the clustered system. This task will create
a new volume on a host device. The volumes are built from extents in the storage pools and hence the
size can be increased or decreased. Creates volume of type Generic,Thin-Provision,Mirrored and
Compressed volumes.

Inputs

MandatoryMappable To TypeDescriptionInput

YaccountNameChoose an IBM Storwize accountAccount Name

Ygen_text_inputEnter the volume nameVolume Name

YibmStorwizeVolumeTypeChoose a volume typeVolume Type

Ygen_text_inputEnter the capacity for the volumeCapacity

YIBMStorwizeUnitSizeListChoose the capacity unit for the
volume

Capacity Unit

YibmStorwizePoolIdentityChoose a storage poolPool

YibmStorwizePoolIdentityChoose a secondary storage poolSecondary Pool

Ygen_text_inputEnter the sync rateMirror Sync Rate

IBMSTORAGENodePool
Identity

Choose a preferred node. If no node
is chosen then the system an
available node automatically.

Preferred Node

YibmStorwizeVolumeReal
Capacity

Choose the real capacity unitReal Capacity Unit

Check to expand the volume
automatically

Automatically Expand

Check to enable the warning
threshold

Warning Threshold

Ygen_text_inputEnter the warning threshold valueWarning Threshold (%
of Virtual Capacity)

YibmStorwizeVolumeThin
ProvisionedSize

Choose a thin provisioning grain
size

Thin Provisioned Grain
Size(KB)

Outputs

TypeDescriptionOutput

ibmStorwizeVolume
Identity

Output of volume identityIBM_STORWIZE_OUTPUT_
VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

ibmStorwizePoolIdentityOutput of primary pool identityIBM_STORWIZE_OUTPUT__
PRIMARY_POOL_IDENTITY

ibmStorwizeSecondary
PoolIdentity

Output of secondary pool identityIBM_STORWIZE_OUTPUT_
SECONDARY_POOL_IDENTITY

IBMSTORAGENode
Identity

Output of node identityIBM_STORWIZE_OUTPUT_NODE_
IDENTITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

capacityOutput of volume capacityIBM_STORWIZE_OUTPUT_
VOLUME_CAPACITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

datacenterNameOutput of datacenter name on
which selected operation was
performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize Mirrored Copy
Summary

Delete IBM Storwize Mirror Copy
Description

This task deletes the specified copy from the specified volume. The task fails if all other copies of the
volume are not synchronized.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentityChoose an IBM Storwize mirrored
copy volume to delete

Volume

IBMStorwizeBooleanListCheck to force delete for recursive
deletion

Force Delete

Outputs

TypeDescriptionOutput

ibmStorwizeVolumeIdentityOutput of volume identityIBM_STORWIZE_OUTPUT_
VOLUME_IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IBM Storwize Volume
Summary

Delete IBM Storwize Volume
Description

This task deletes the specfied volume.
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentityChoose an IBM Storwize volume to
be deleted

Volume

IBMStorwizeBooleanListCheck to force delete for recursive
deletion

Force Delete

Outputs

TypeDescriptionOutput

ibmStorwizeVolumeIdentityOutput of volume identityIBM_STORWIZE_OUTPUT_
VOLUME_IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Duplicate IBM Storwize Volume
Summary

Duplicate Volume
Description

This task create a new volume with the same preset and volume parameters as the source volume.
Duplicating a volume does not duplicate volume data.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentityChoose an IBM Storwize volume to
duplicate

Volume

Ygen_text_inputEnter the name of the duplicate
volume

New volume name

Outputs

TypeDescriptionOutput

ibmStorwizeVolumeIdentityOutput of volume identityIBM_STORWIZE_OUTPUT_
VOLUME_IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Edit IBM Storwize Volume
Summary

Edit IBM Storwize Volume
Description

This task modifies the volume parameters like volume name,Mirror Sync Rate,UDID,etc..
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentityChoose an IBM Storwize volume
to edit

Volume

gen_text_inputEnter the name of the volumeVolume Name

YibmStorwizeVolumeIOGroup
List

Select accessible I/O Group. At
least one shoud be selected

I/O Group

YibmStorwizeVolumeCache
Identity

Choose a cache modeCache Mode

Ygen_text_inputEnter the sync rateSync Rate

gen_text_inputEnter a UDIDSelect UDID (Open
VMS)

Outputs

TypeDescriptionOutput

ibmStorwizeVolume
Identity

Output of volume identityIBM_STORWIZE_OUTPUT_VOLUME_
IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

gen_text_inputOutput of volume Sync RateIBM_STORWIZE_VOLUME_SYNC_
RATE

gen_text_inputOutput of volume IOGroupIBM_STORWIZE_VOLUME_IO_
GROUP

gen_text_inputOutput of volume Cache ModeIBM_STORWIZE_VOLUME_CACHE_
MODE

gen_text_inputOutput of volume UDIDIBM_STORWIZE_VOLUME_UDID

Cisco UCS Director Task Library Reference, Release 6.7
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Expand IBM Storwize Volume
Summary

Expand Volume
Description

This task increases the available capacity of the volume. Volumes that are mapped for FlashCopy or that
are in Metro Mirror relationships cannot be expanded.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentityChoose an IBM Storwize volume to be
modified

Volume

Ygen_text_inputEnter by how much to increase the size
of the volume

Expand By

YIBMStorwizeUnitSizeListChoose a unit for the volume capacityUnit

Outputs

TypeDescriptionOutput

ibmStorwizeVolume
Identity

Output of volume identityIBM_STORWIZE_OUTPUT_
VOLUME_IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

capacityOutput of updated volume capacityIBM_STORWIZE_OUTPUT_
VOLUME_CAPACITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name onwhich
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER

Cisco UCS Director Task Library Reference, Release 6.7
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Make IBM Storwize Primary Volume
Summary

Make IBM Storwize Primary Volume
Description

This task will make the secondary copy of the mirrored volume as primary. Each volume has a primary
and a secondary copy, and the star indicates the primary copy. The two copies are always synchronized,
which means that all writes are destaged to both copies, but all reads are always done from the primary
copy. By default, the primary and secondary copies always switch between Copy 0 and Copy 1 during
creation to balance the reads across your storage pools. However, always be sure that the I/Os to the
primary copies are customized to the performance of all your storage pools, so therefore you can change
the roles of your copies.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentityChoose an IBM Storwize storage pool
to which to add the mirror copy

Volume

Outputs

TypeDescriptionOutput

ibmStorwizeVolume
Identity

Output of volume identityIBM_STORWIZE_OUTPUT_VOLUME_
IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

ibmStorwizeVolume
Identity

Output of secondary mirror
copy identity

IBM_STORWIZE_OUTPUT_
SECONDARY_MIRROR_COPY_
IDENTITY
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Map IBM Storwize Volume To Host
Summary

Map Volume
Description

This task creates a new mapping between a volume and a host, which makes the volume accessible for
input/output (I/O) operations to the specified host.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentityChoose an IBM Storwize volume to
map

Volume

YibmStorwizeHostIdentityChoose an IBM Storwize host to
map

Host

Outputs

TypeDescriptionOutput

ibmStorwizeVolumeIdentityOutput of volume identityIBM_STORWIZE_OUTPUT_VOLUME_
IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

ibmStorwizeHostIdentityOutput of host identityIBM_STORWIZE_OUTPUT_HOST_
IDENTITY

gen_text_inputOutput of host nameIBM_STORWIZE_OUTPUT_HOST_
NAME
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Migrate IBM Storwize Volume
Summary

Migrate Volume
Description

This task migrates a volume from the current storage pool to the new storage pool of same extent size.
With volume migration, you can move the data between these storage pools,regardless of whether the
pool is an internal pool, or a pool on another external storage system. This migration is done without the
server and application knowing that it even occurred. The migration process itself is a low priority process
that does not affect the performance of the IBM Storwize. However, it moves one extent after another
to the new storage pool, so the performance of the volume is affected by the performance of the new
storage pool after the migration process.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentityChoose an IBM Storwize volume to
be migrated

Volume

YibmStorwizePoolIdentityChoose a storage pool to which to
migrate the volume

Target Pool

Outputs

TypeDescriptionOutput

ibmStorwizeVolume
Identity

Output of volume identityIBM_STORWIZE_OUTPUT_VOLUME_
IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

ibmStorwizePoolIdentityOutput of pool identityIBM_STORWIZE_OUTPUT_POOL_
IDENTITY

gen_text_inputOutput of target pool nameIBM_STORWIZE_OUTPUT_TARGET_
POOL_NAME

gen_text_inputSource pool nameIBM_STORWIZE_OUTPUT_SOURCE_
POOL_NAME
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Rename IBM Storwize Volume
Summary

Rename Volume
Description

This task assigns a new name for the selected volume.
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentityChoose an IBM Storwize volume
to be modified

Volume

Ygen_text_inputEnter the new volume nameVolume Name

Outputs

TypeDescriptionOutput

ibmStorwizeVolumeIdentityOutput of volume identityIBM_STORWIZE_OUTPUT_
VOLUME_IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2459

IBM Storwize Volume Tasks
Rename IBM Storwize Volume



Shrink IBM Storwize Volume
Summary

Shrink Volume
Description

This task decreases the available capacity in the volume. Before you shrink the volume,ensure that you
back up data and unmap any hosts that use the volume

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolume
Identity

Choose an IBM Storwize
volume to be shrunk

Volume

Ygen_text_inputEnter by howmuch to reduce
the size of the volume

Shrink by

YIBMStorwizeUnitSize
List

Choose a unit for the volume
capacity

Unit

You selected to shrink the capacity
of this volume. This action decreases
the available capacity in the volume.
Before you shrink the volume, ensure
that you back up data and unmap any
hosts that use the volume.

Outputs

TypeDescriptionOutput

ibmStorwizeVolume
Identity

Output of volume identityIBM_STORWIZE_OUTPUT_
VOLUME_IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME

capacityOutput of updated volume capacityIBM_STORWIZE_OUTPUT_
VOLUME_CAPACITY

accountNameOutput of infra account nameIBM_STORWIZE_OUTPUT_
ACCOUNT_NAME

datacenterNameOutput of datacenter name onwhich
selected operation was performed

IBM_STORWIZE_OUTPUT_
DATACENTER
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Split IBM Storwize Volume
Summary

Split Volume
Description

The task creates a separate volume from a synchronized copy of a mirrored volume. If this task is
performend on the primary copy, the remaining secondary copy automatically becomes the primary. If
your two volume copies are synchronized, you can split one of the copies to a new volume and map this
new volume to another host. From a storage point of view, this procedure can be performed online, which
means you could split one copy from the volume, and create a copy from the remaining one without any
host impact. However, if you want to use the split copy for testing or backup purposes, you must make
sure that the data inside the volume is consistent. Therefore, you must flush the data to storage to make
the copies consistent.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeCopy
Identity

Choose an IBMStorwize volume to
split

Volume

gen_text_inputEnter the name of the resulting new
volume

New Volume Name

Outputs

TypeDescriptionOutput

ibmStorwizeVolumeIdentityOutput of volume identityIBM_STORWIZE_OUTPUT_
VOLUME_IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME
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UnMap IBM Storwize Volume From All Hosts
Summary

UnMap IBM Storwize Volume From All Hosts
Description

This task removes all host mappings from the selected volume, which means that no hosts are able to
access this volume anymore.

Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentityChoose an IBM Storwize volume to
unmap from all hosts

Volume

Outputs

TypeDescriptionOutput

ibmStorwizeVolumeIdentityOutput of volume identityIBM_STORWIZE_OUTPUT_
VOLUME_IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME
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UnMap IBM Storwize Volume From Single Host
Summary

UnMap IBM Storwize Volume From Single Host
Description

This task unmaps a selected volume from the specified host.
Inputs

MandatoryMappable To TypeDescriptionInput

YibmStorwizeVolumeIdentitySelect IBM Volume to UnMapVolume

YibmStorwizeHostIdentitySelect Host to UnMapHost

Outputs

TypeDescriptionOutput

ibmStorwizeVolumeIdentityOutput of volume identityIBM_STORWIZE_OUTPUT_
VOLUME_IDENTITY

gen_text_inputOutput of volume nameIBM_STORWIZE_VOLUME_NAME
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IPMI Tasks

This chapter contains the following sections:

• Power On/Off IPMI Server, on page 2466
• Select Boot Device, on page 2467
• Select IPMI Server, on page 2468
• Verify IPMI Connectivity, on page 2469
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Power On/Off IPMI Server
Summary

To Power On/Off IPMI/HardReset IPMI Server
Description

This task can switch ON or OFF or Hard Reset IPMI Server. Output for this task is IPMI Account name.
Inputs

MandatoryMappable To TypeDescriptionInput

Yipmi_accountChoose the host accountIPMI Account

YChoose the power actionPower Action

Outputs

TypeDescriptionOutput

gen_text_inputName of the Server on which the selected
operation was performed

OUTPUT_IPMI_ACCOUNT_
NAME
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Select Boot Device
Summary

To select the Boot device on IPMI Server
Description

This task changes the Boot Device on IPMI Server. Following are the options a) Force PXE Boot, b)
Force Boot from default Hard Disk, c) Force boot from CD/DVD, and d) Force boot from BIOS. Output
for this task is IPMI Account name.

Inputs

MandatoryMappable To TypeDescriptionInput

Yipmi_accountChoose the host accountIPMI Account

YChoose a boot device with which to boot
the IPMI server at the next reboot

Boot Device

Outputs

TypeDescriptionOutput

gen_text_inputName of the Server on which the selected
operation was performed

OUTPUT_IPMI_ACCOUNT_
NAME
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Select IPMI Server
Summary

To Retrieve NIC MAC address of an IPMI Server
Description

This task can select NIC MAC of an IPMI Server. Output for this task is MAC address of the selected
NIC.

Inputs

MandatoryMappable To TypeDescriptionInput

YipmiServerNicIdentityChoose the IPMI serverSelect IPMI Server

Outputs

TypeDescriptionOutput

ipmiServerNicIdentityIdentity of the IPMI Server NICsOUTPUT_IPMI_SERVER_NIC_
IDENTITY

ipmiServerNicIdentityIPMI Server selected NIC's MAC
address

OUTPUT_IPMI_MAC_ADDRESS
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Verify IPMI Connectivity
Summary

Verify IPMI connectivity
Description

This task verifies UCSD connection to Server using IPMI interface. Output for this task is the IPMI
Account Name.

Inputs

MandatoryMappable To TypeDescriptionInput

Yipmi_accountChoose the IPMI account nameAccount Name

Outputs

TypeDescriptionOutput

gen_text_inputName of the Server on which the selected
operation was performed

OUTPUT_IPMI_ACCOUNT_
NAME
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L4L7 Services

This chapter contains the following sections:

• Get Security Levels for Tiers, on page 2472
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Get Security Levels for Tiers
Summary

This custom task will ouput security levels for the selected tiers.
Description

This custom task will ouput security levels for the selected tiers defined in the application profile
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService_Container

gen_text_inputTier 1

gen_text_inputTier 2

Outputs

TypeDescriptionOutput

gen_text_inputTier1_security_level

gen_text_inputTier2_security_level
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NetApp ONTAP Tasks

This chapter contains the following sections:

• Abort NetApp SnapVault, on page 2475
• Add Disk to NetApp 7-Mode Aggregate, on page 2476
• Add Existing Initiator to NetApp 7-Mode iGroup, on page 2477
• Add IP Address to NetApp 7-Mode vFiler, on page 2478
• Add License to NetApp 7-Mode Controller, on page 2479
• Add NetApp 7-Mode NFS Export, on page 2480
• Add NetApp 7-Mode Qtree NFS Export, on page 2481
• Add NetApp CIFS Volume Share, on page 2482
• Add NetApp Initiator to Initiator Group, on page 2483
• Add NetApp vFiler Initiator to Initiator Group, on page 2484
• Add NetApp vFiler NFS Volume Export, on page 2485
• Add Quota to NetApp 7-Mode Volume, on page 2486
• Add Storage to NetApp vFiler, on page 2487
• Assign VLAN to NetApp IP Space, on page 2489
• Associate NetApp 7-Mode Volume as VMware NFS Datastore, on page 2490
• Associate NetApp vFiler Volume as NFS Datastore, on page 2491
• Clone NetApp LUN, on page 2492
• Configure NetApp SnapMirror, on page 2493
• Configure NetApp VLAN Interface, on page 2494
• Create NetApp Aggregate, on page 2495
• Create NetApp Flexible Volume, on page 2496
• Create NetApp IP Space, on page 2498
• Create NetApp Initiator Group, on page 2499
• Create NetApp LUN, on page 2500
• Create NetApp QTree, on page 2501
• Create NetApp SnapMirror Schedule, on page 2502
• Create NetApp SnapVault, on page 2504
• Create NetApp Volume Snapshot, on page 2505
• Create NetApp vFiler Initiator Group, on page 2506
• Create NetApp vFiler LUN, on page 2507
• Create NetApp vFiler Setup, on page 2508
• Create NetApp vLAN Interface, on page 2509
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• Create vFiler using NetApp OnTap, on page 2510
• Delete NetApp Aggregate, on page 2512
• Delete NetApp IP Space, on page 2513
• Delete NetApp Initiator Group, on page 2514
• Delete NetApp SnapMirror Schedule, on page 2515
• Delete NetApp SnapVault, on page 2516
• Delete NetApp vFiler Initiator Group, on page 2517
• Delete Quota, on page 2518
• Delete VLAN Interface, on page 2519
• Destroy NetApp Flexible Volume, on page 2520
• Destroy NetApp LUN, on page 2521
• Destroy NetApp QTree, on page 2522
• Destroy NetApp vFiler LUN, on page 2523
• Destroy NetApp vFiler using OnTap, on page 2524
• Execute NetApp CLI, on page 2525
• Get NetApp partner info, on page 2526
• Map LUN to NetApp Initiator Group, on page 2527
• Map NetApp vFiler LUN to Initiator Group, on page 2528
• Modify NetApp SnapVault, on page 2529
• Modify NetApp Volume Status, on page 2530
• Move NetApp LUN, on page 2531
• NetApp SnapMirror Destination Actions, on page 2532
• Persist NetApp Network Configuration, on page 2533
• Release NetApp SnapVault, on page 2534
• Remove IP Address from NetApp vFiler, on page 2535
• Remove NetApp CIFS Volume Share, on page 2536
• Remove NetApp Initiator from Initiator Group, on page 2537
• Remove NetApp QTree NFS Export, on page 2538
• Remove NetApp Volume NFS Export, on page 2539
• Remove NetApp vFiler Initiator from Initiator Group, on page 2540
• Remove NetApp vFiler NFS Volume Export, on page 2541
• Remove Storage from NetApp vFiler, on page 2542
• Resize NetApp Flexible Volume, on page 2543
• Resize NetApp LUN, on page 2544
• Resize NetApp vFiler LUN, on page 2545
• Resize NetApp vFiler Volume, on page 2546
• Resize VM Datastore(NetApp), on page 2547
• Restore NetApp SnapVault, on page 2548
• Set NetApp CIFS Volume Share Access, on page 2549
• Setup NetApp CIFS on vFiler, on page 2550
• Unmap NetApp LUN from Initiator Group, on page 2551
• Unmap NetApp vFiler LUN from Initiator Group, on page 2552
• Update NetApp SnapVault, on page 2553
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Abort NetApp SnapVault
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppSnapVaultIdentityThe system path of the
snapvault.

System Path

Outputs

TypeDescriptionOutput

NetAppSnapVaultIdentityNetApp Snapvault Identity.OUTPUT_NETAPP_SNAPVAULT_
IDENTITY
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Add Disk to NetApp 7-Mode Aggregate
Summary

Assign disk(s) to the aggregate.
Description

The available spare disk(s) can be assigned to an aggregrate.
Inputs

MandatoryMappable To TypeDescriptionInput

YaggregateIdentitySelect an aggregate in which disk(s)
to be added.

Aggregate Name

Ygen_text_inputSelect disk(s) to add to aggregate.Disk Name

Outputs

TypeDescriptionOutput

netappAggregateNameName of the Aggregate.OUTPUT_AGGREGATE_NAME

aggregateIdentityIdentity of the AggregateOUTPUT_AGGREGATE_IDENTITY
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Add Existing Initiator to NetApp 7-Mode iGroup
Summary

Add an existing initiator of an host node to the existing Initiator Group.
Description

This task will add the initiator to the initiator group of same type(iSCSI/FCP). Task will list out all the
existing iSCSI and FCP initiators followed by the type iSCSI/FCP for the selected host node. So that we
can select the appropriate initiator based on the selected initiator group of type iSCSI/FCP. This task will
work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentitySelect the Filer.Filer Identity Name

YvmHostSelect a Hostnode.Hostnode

gen_text_inputSelect type of the initiator group.Initiator Group Type

Ygen_text_inputSelect the Initiator that needs to
be deleted.

Initiator Name

YnetAppInitiatorGroupNameSelect the Initiator Group.Initiator Group Name

Outputs

TypeDescriptionOutput

netAppInitiatorGroup
Name

Name of the Initiator Group on which the
selected operation was performed

INITIATOR_GROUP_NAME

initiatorNameName of the Initiator on which the selected
operation was performed

INITIATOR_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

vmHostHost NameOUTPUT_HOST_NAME
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Add IP Address to NetApp 7-Mode vFiler
Summary

Add multiple IP Addresses to a vFiler.
Description

This task will add more than one IP Addresses to a selected vfiler. So that vFiler IP addresses can be
configured to different network traffic. We can give comma separated IP Address as input. This task will
work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerIdentitySelect vFiler NamevFiler Name

Ygen_text_inputEnter new IP Address for the
selected vFiler.

IP Address

Outputs

TypeDescriptionOutput

gen_text_inputName of the vFilerVFILER_NAME

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

gen_text_inputIP Address of the vFiler on which the
selected operation was performed

VFILER_IP_ADDRESS
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Add License to NetApp 7-Mode Controller
Summary

Apply license to the Filer
Description

When a new Filer is discovered the license needs to be added.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputFiler Identity NameFiler Identity Name

Ygen_text_inputEnter the License Code.License Code

Outputs

No Outputs
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Add NetApp 7-Mode NFS Export
Summary

Mount NFS storage.
Description

This task enables pathnames for mounting according to the rules specified. New rules for the pathnames
take effect immediately, ignoring previous rules for specified pathnames. This task will work for both
ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the path that will be exported to NFS
clients.

Export Path

YvolumeIdentityEnter the actual path mounted when the NFS
client mounts the exported path.

Actual Path

Ygen_text_inputEnter comma-separated list of hosts that
should have read-write access.

Read-Write Hosts

Ygen_text_inputEnter comma-separated list of hosts that
should have root access.

Root Hosts

YPermissions to all hosts?All Hosts

YCheck this option to persist NFS Export rule.Persist NFS Export
Rule

Ynosuidnosuid

Outputs

TypeDescriptionOutput

gen_text_inputNFS Export PathNFS_EXPORT_PATH

gen_text_inputName/IP Address of the Filer on which
the selected operation was performed

FILER_NAME

NetappnfsExportIdentityIdentity of the Nfs ExportOUTPUT NFS_EXPORT_
IDENTITY

netAppAccountIdentityIdentity of Netapp Account IdentityOUTPUT_NETAPP_ACCOUNT_
IDENTITY
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Add NetApp 7-Mode Qtree NFS Export
Summary

Create a NFS export rule for the QTree in the storage system using ONTAP.
Description

This task will create a NFS export rule with the access permissions for the QTree i.e., QTree to accesses
the host servers. If we choose peristent option in the task, the export rule will be persisted in the file
/etc/exportfs which is stored in the storage system, otherwise the rule will be stored in the teporary RAM
memory of the storage system. The main advantage for choosing persistent option is the export rule will
not delete from the storage system even the system restarts. The non persistent export rule will erase
from the temporary memory when the system restarts. This task will work for both ONTAP and
OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the path that will be exported to NFS
clients.

Export Path

YvFilerQtreeIdentityEnter the actual path mounted when the NFS
client mounts the exported path.

Actual Path

Ygen_text_inputEnter comma-separated list of hosts that
should have read-write access.

Read-Write Hosts

Ygen_text_inputEnter comma-separated list of hosts that
should have root access.

Root Hosts

Ygen_text_inputSelect the security flavors that apply for this
export.

Security

YCheck this option to persist NFS Export rule.Persist NFS Export
Rule

Ynosuidnosuid

Outputs

TypeDescriptionOutput

gen_text_inputNFS Export PathNFS_EXPORT_PATH

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME
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Add NetApp CIFS Volume Share
Summary

Configure and display CIFS shared volume information.
Description

This task will configure a volume as shared resource and make this shared volume visible to the user
who is authenticated to access. This task will work only for ONTAP accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerCIFSVolumeIdentitySelect the Volume in which CIFS
share to be created

Volume Name

Ygen_text_inputEnter Share PathShare Name

Enter share descriptionDescription

Outputs

TypeDescriptionOutput

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_IDENTITY

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

vFilerVolumeIdentityIdentity of the vFiler VolumeOUTPUT_VFILER_VOLUME_
IDENTITY

vFilerCIFSVolumeIdentityIdentity of the vFiler CIFS
Volume

OUTPUT_VFILER_CIFS_VOLUME_
IDENTITY

cifsShareNameName of the CIFS Share.OUTPUT_CIFS_SHARE_NAME
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Add NetApp Initiator to Initiator Group
Summary

Add an Initiator to an Initiator group.
Description

An Initiator provides the link between a host node and a LUN. This initiator is managed by the Initiator
group. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YiGroupIdentitySelect the Initiator Group in which new
Initiator needs to be added.

Initiator Group Name

Ygen_text_inputEnter the name of the Initiator that needs
to be created.

Initiator Name

Forcibly AddForce

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

netAppInitiatorGroup
Name

Name of the Initiator Group on which the
selected operation was performed

INITIATOR_GROUP_NAME

initiatorNameName of the Initiator on which the selected
operation was performed

INITIATOR_NAME

iGroupIdentityIdentity of the iGroupOUTPUT_IGROUP_
IDENTITY

netAppAllVFilersIdentityIdentity of the All vFilersOUTPUT_ALL_VFILER_
IDENTITY
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Add NetApp vFiler Initiator to Initiator Group
Summary

Add an Initiator to an vFiler Initiator group.
Description

An Initiator provides the link between a host node and a LUN. This initiator is managed by the Initiator
group. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerIGroupIdentitySelect the Initiator Group in which new
Initiator needs to be added.

Initiator Group Name

Ygen_text_inputEnter the name of the Initiator that needs
to be created.

Initiator Name

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

vfilerInitiatorGroup
Name

Name of the vfiler Initiator Group on which
the selected operation was performed

VFILER_INITIATOR_
GROUP_NAME

vfilerInitiatorName of the vfiler Initiator on which the
selected operation was performed

VFILER_INITIATOR__
NAME

vFilerIGroupIdentityIdentity of the vFiler Initiator GroupOUTPUT_VFILER_
IGROUP_IDENTITY

netAppAllVFilers
Identity

Identity of the All vFilersOUTPUT_ALL_VFILER_
IDENTITY
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Add NetApp vFiler NFS Volume Export
Summary

Create a NFS export rule for the volume in the storage system.
Description

This task will create a NFS export rule with the access permissions for the vfiler storage path i.e., volume
to accesses the host servers. If we choose peristent option in the task, the export rule will be persisted in
the file /etc/exportfs which is stored in the storage system, otherwise the rule will be stored in the teporary
RAM memory of the storage system. The main advantage for choosing persistent option is the export
rule will not delete from the storage system even the system restarts. The non persistent export rule will
erase from the temporary memory when the system restarts. This task will work for both ONTAP and
OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the path that will be exported to NFS
clients.

Export Path

YvFilerVolumeIdentityEnter the actual path mounted when the NFS
client mounts the exported path.

Actual Path

Ygen_text_inputEnter comma-separated list of hosts that
should have read-write access.

Read-Write Hosts

Ygen_text_inputEnter comma-separated list of hosts that
should have root access.

Root Hosts

Ygen_text_inputSelect the security flavors that apply for this
export.

Security

YCheck this option to persist NFS Export rule.Persist NFS Export
Rule

Ynosuidnosuid

Outputs

TypeDescriptionOutput

gen_text_inputNFS Export PathNFS_EXPORT_PATH

gen_text_inputvFiler NameVFILER_NAME

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY
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Add Quota to NetApp 7-Mode Volume
Summary

Creates a Quota for the Qtree under the volume.
Description

This task will creates a quota rule for the QTree under the volume. This task will work for both ONTAP
and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YAllvFilerVolumeIdentitySelect a VolumeVolume Name

YnetAppQTreeNameSelect Qtree NameQtree Name

Ygen_text_inputSelect Quota TypeQuota Type

gen_text_inputEnter disk space hard limit in
GB

Disk Space Hard Limit
(GB)

gen_text_inputEnter files hard limitFiles Hard Limit

gen_text_inputEnter threshold value in GBThreshold (GB)

gen_text_inputEnter disk space soft limit in GBDisk Space Soft Limit (GB)

gen_text_inputEnter files soft limitFiles Soft Limit

Outputs

TypeDescriptionOutput

AllvFilerVolumeIdentityIdentity of the All vFilers volumeOUTPUT_ALL_VFILER_VOLUME_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
2486

NetApp ONTAP Tasks
Add Quota to NetApp 7-Mode Volume



Add Storage to NetApp vFiler
Summary

Add Storage components to vFiler
Description

Adding storage to vFiler involves creating Volumes, LUNs, Qtrees or any other storage units and adding
them to the vFiler. Security style NTFS option can be choosed to create a volume having the security
style as NTFS otherwise volumewill be created with style as UNIX. This task will work for both ONTAP
and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect a vFiler to add storage.vFiler Identity

YaggregateIdentitySelect an aggregate in which Volume
needs to be created.

Aggregate Name

gen_text_inputEnter the Name of the Storage to be
created.

Storage Name

YnetAppVolSizeEnter the size of Storage.Storage Size

YsizeUnitSelect the Volume Size Units.Volume Size Units

YspaceGuaranteeSelect the Space Guarantee.Space Guarantee

netAppVolumeSnapshot
Percent

Enter the percentage of the volume
snapshot.

Snapshot Size (%)

Do you want to set security style as
NTFS?

Security Style NTFS

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

netappAccountNameName of the Account onwhich the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

gen_text_inputName of the vFiler on which the selected
operation was performed

VFILER_NAME

gen_text_inputIP Address of the vFiler on which the
selected operation was performed

VFILER_IP_ADDRESS

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

volumeName of the Volume on which the selected
operation was performed

VOLUME_NAME
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TypeDescriptionOutput

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_
IDENTITY

vFilerVolumeIdentityIdentity of the vFiler VolumeOUTPUT_VFILER_VOLUME_
IDENTITY

vFilerCIFSVolume
Identity

Identity of the vFiler CIFS VolumeOUTPUT_VFILER_CIFS_
VOLUME_IDENTITY

AllvFilerVolumeIdentityIdentity of the All vFilers volumeOUTPUT_ALL_VFILER_
VOLUME_IDENTITY

netAppONTAPAll
VFilersIdentity

Identity of the All ONTAP vfilers
including vfiler0

OUTPUT_ONTAP_ALL_
VFILER_IDENTITY
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Assign VLAN to NetApp IP Space
Summary

Assigns selected interface to IP Space.
Description

This task will assign the selected VLAN interface to the IP Space. This task will work for both ONTAP
and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YipSpaceIdentitySelect the IP Space that need to be
assigned to the VLAN Interface.

IP Space Name

YunAssignedInterface
Identity

Select the VLAN interface to which the
IP Space need to be assigned.

Interface Name

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

ipSpaceNameName of the IP Space on which the selected
operation was performed

IPSPACE_NAME

ipSpaceIdentityIdentity of the IP SpaceOUTPUT_IPSPACE_
IDENTITY

vLANinterfaceNameName of the vLan Interface on which the
selected operation was performed

VLAN_INTERFACE_NAME

vlanIDVLAN IDOUTPUT_VLAN_ID

unAssignedInterface
Identity

Identity of the interfaceOUTPUT_INTERFACE_
IDENTITY
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Associate NetApp 7-Mode Volume as VMware NFS Datastore
Summary

Associate a volume as NFS Datastore.
Description

This task associates an existing volume as NFS datastore. In this task we can select the NFS Enabled IP
Address which is NFS protocol enabled IP Address for NFS traffic only.

Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentityFiler Identity NameFiler Identity Name

YipaddressSelect a IP Address.NFS Enable IP Address

YvmwareHostMultiSelectSelect a hostnode.Hostnode

Ygen_text_inputEnter the NFS Path.NFS Path

gen_text_inputEnter the datastore name.Datastore Name

Ygen_text_inputSelect an access mode.Access Mode

Ygen_text_inputSuccess CriteriaSuccess Criteria

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_NAME

dataStoreNameDatastore nameOUTPUT_VMWARE_DATASTORE_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME
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Associate NetApp vFiler Volume as NFS Datastore
Summary

Associate a vFiler volume as NFS Datastore.
Description

This task associates an existing vFiler volume as NFS datastore. In this task we can select the NFS
Enabled IP Address which is NFS protocol enabled IP Address for NFS traffic only.\ This task will work
for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerIdentitySelect vFiler NamevFiler Name

YipaddressSelect a IP Address.NFS Enable IP Address

YvmwareHostMultiSelectSelect a hostnode.Hostnode

Ygen_text_inputEnter the NFS Path.NFS Path

gen_text_inputEnter the datastore name.Datastore Name

Ygen_text_inputSelect an access mode.Access Mode

Ygen_text_inputSuccess CriteriaSuccess Criteria

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_NAME

dataStoreNameDatastore nameOUTPUT_VMWARE_DATASTORE_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME
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Clone NetApp LUN
Summary

Clones selected LUN.
Description

Starts a LUN clone operation asynchronously. If the clone operation starts successfully, a unique clone-id
is returned. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YlunIdentitySelect LUN to be renamedLUN Name

Ygen_text_inputEnter the new LUN Name.New LUN Name

Outputs

TypeDescriptionOutput

netAppLunPathPath of the LUNonwhich the selected operation
was performed

LUN_PATH

lunIdentityIdentity of the LUNLUN_IDENTITY

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_
IDENTITY
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Configure NetApp SnapMirror
Summary

Sets up a connection.
Description

This task will sets up a new connection or modify existing connection.
Inputs

MandatoryMappable To
Type

DescriptionInput

YnetAppAllVFilers
Identity

Select Filer Name or vFiler NameFiler/vFiler Name

Ygen_text_inputName of the connection to add or modify.Connection Name

gen_text_inputType of the modeMode

Connection's first source and destination
address pair. In multi mode, first address pair

Address Pair 1

provides a connection path; while in failover
mode, first address pair provides the prefer
connection path.

Ygen_text_inputSource address in the form of filer name or IP.Source Address

Ygen_text_inputDestination address in the form of filer name
or IP.

Destination Address

Connection's second source and destination
address pair. In multi mode, second address

Address Pair 2

pair provides another connection path; while
in failover mode, second address pair provides
the connection path in case first path fails..

gen_text_inputSource address in the form of filer name or IP.Source Address

gen_text_inputDestination address in the form of filer name
or IP.

Destination Address

Remote Access

Ygen_text_inputEnter destination filer/vfiler IP Addesses to
access the selected source filer/vfiler.

Snapmirror Access
IPs

Outputs

No Outputs
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Configure NetApp VLAN Interface
Summary

Configure network interfaces of filer.
Description

This task will configures network interface and persist in the /etc/rc file.
Inputs

MandatoryMappable To TypeDescriptionInput

YipSpaceIdentitySelect the IP Space that need to be
assigned to the VLAN Interface.

IP Space Name

YunAssignedInterface
Identity

Select the VLAN interface to which the
IP Space need to be assigned.

Interface Name

gen_text_inputEnter MTU sizeMTU Size

Select partner vLAN interfaceConfigure Partner

YunAssignedInterface
Identity

Select Partner vLAN InterfacePartner Interface Name

YipSpaceIdentitySelect the IP Space that need to be
assigned to the VLAN Interface.

Partner IPSpace Name

gen_text_inputEnter IP Address for the partner vLAN
interface

IP Address

gen_text_inputEnter netmask for the partner vLAN
interface

Subnet mask

gen_text_inputEntity responsible for creation of
address(vfiler/SVM).

Creator

Do you want to persist the configuration?Make Configuration
Persistent

Do you want to enable negotiated
failover?

Negotiated Failover

Outputs

No Outputs
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Create NetApp Aggregate
Summary

Creation of the aggregate.
Description

This task will create an aggregrate.
Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentityFiler Identity NameFiler Identity Name

YnetappAggregateNameEnter Aggregate Name.Aggregate Name

gen_text_inputEnter Number of disks.Disk Count

netappSpareDiskListSelect disks to be aggregated.Disk List

netappRaidTypeChoose raid type.Raid Type

Outputs

TypeDescriptionOutput

netappAggregateNameName of the Aggregate.OUTPUT_AGGREGATE_NAME

aggregateIdentityIdentity of the AggregateOUTPUT_AGGREGATE_IDENTITY

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY
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Create NetApp Flexible Volume
Summary

Create a flexible volume.
Description

A traditional volume can be resized to a bigger size but cannot be reduced in size. A flexible volume on
the other hand can be resized to either a bigger or smaller size. A traditional volume is tightly coupled
with its containing aggregate. In order to increase the size of the traditional volume additional disk can
be added. A flexible volume is loosely coupled with its containing aggregate and hence size can be
increased or decreased. Security style NTFS option can be choosed to create a volume having the security
style as NTFS otherwise volumewill be created with style as UNIX. This task will work for both ONTAP
and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YaggregateIdentitySelect an aggregate in which Volume
needs to be created.

Aggregate Name

gen_text_inputEnter the Name of the Volume to be
created.

Volume Name

YnetAppVolSizeEnter the size of Volume.Volume Size

YsizeUnitSelect the Volume Size Units.Volume Size Units

YspaceGuaranteeSelect the Space Guarantee.Space Guarantee

netAppVolume
SnapshotPercent

Enter the percentage of the volume
snapshot.

Snapshot Size (%)

Do you want to set security style as
NTFS?

Security Style NTFS

Do you want to create NFS export path
automatically?

NFS Export

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

netappAccountNameName of the Account on which the
selected operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which
the selected operation was performed

FILER_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

dfmFilerIdentityIdentity of the OnCommand FilerOUTPUT_ONCOMMAND_
FILER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
2496

NetApp ONTAP Tasks
Create NetApp Flexible Volume



TypeDescriptionOutput

volumeName of the Volume on which the
selected operation was performed

VOLUME_NAME

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_IDENTITY

aggregateIdentityIdentity of the AggregateOUTPUT_AGGREGATE_
IDENTITY

vFilerCIFSVolume
Identity

Identity of the vFiler CIFS VolumeOUTPUT_VFILER_CIFS_
VOLUME_IDENTITY

AllvFilerVolumeIdentityIdentity of the All vFilers volumeOUTPUT_ALL_VFILER_
VOLUME_IDENTITY

netAppAccountIdentityIdentity of Netapp Account IdentityOUTPUT_NETAPP_ACCOUNT_
IDENTITY

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

gen_text_inputNFS Export PathNFS_EXPORT_PATH
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Create NetApp IP Space
Summary

Create a new IP Space.
Description

Creates a new IP Space with the given name in specified filer. This task will work for both ONTAP and
OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentitySelect the Filer in which the new IP
Space need to be created.

Filer Identity Name

ipSpaceNameEnter the Name of the IP Space to be
created.

IP Space Name

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

ipSpaceNameName of the IP Space on which the selected
operation was performed

IPSPACE_NAME

ipSpaceIdentityIdentity of the IP SpaceOUTPUT_IPSPACE_
IDENTITY

unAssignedipSpace
Identity

Identity of the UnAssigned IP SpaceOUTPUT_UNASSIGNED_
IPSPACE_IDENTITY
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Create NetApp Initiator Group
Summary

Create a Initiator Group
Description

Initiator group is a list of initiators (iSCSI or fabric adapters). Create an Initiator group which can used
to group initiators in a separate task. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentitySelect the Filer in which new Initiator
Group need to be created.

Filer Identity Name

gen_text_inputEnter a group name for the initiator
group.

Initiator Group Name

YnetAppInitiatorGroup
Type

Select a Type for the initiator group.Group Type

YostypeSelect the operating system type of the
initiators in this group.

OS Type

netAppBindPortSetPort SetPort Set

Outputs

TypeDescriptionOutput

netAppInitiatorGroupNameName of the Initiator Group on which
the selected operation was performed

INITIATOR_GROUP_NAME

iGroupIdentityIdentity of the iGroupOUTPUT_IGROUP_IDENTITY

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

netAppAllVFilersIdentityIdentity of the All vFilersOUTPUT_ALL_VFILER_
IDENTITY
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Create NetApp LUN
Summary

Create a LUN
Description

A LUN is a Storage Unit (Logical Unit Number). This task is for creating the LUN storage unit. This
task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvolumeIdentitySelect a Volume in which new LUN
needs to be created.

Volume Name

lunNameEnter the Name of the LUN that is to be
created.

LUN Name

YostypeSelect the operating system type.OS Type

YnetAppLunSizeThe size of the LUN.LUN Size

YsizeUnitSelect the LUN Size Units.LUN Size Units

Reserve SpaceReserve Space

Outputs

TypeDescriptionOutput

netAppLunPathPath of the LUN on which the selected
operation was performed

LUN_PATH

lunIdentityIdentity of the LUNLUN_IDENTITY

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_
IDENTITY

netAppAccountIdentityIdentity of Netapp Account IdentityOUTPUT_NETAPP_
ACCOUNT_IDENTITY
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Create NetApp QTree
Summary

Creates a new QTree under the selected volume.
Description

This task will create new QTree under the selected volume. This task will work for both ONTAP and
OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YAllvFilerVolumeIdentitySelect a VolumeVolume Name

netAppQTreeNameEnter qtree nameQtree Name

Outputs

TypeDescriptionOutput

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_IDENTITY

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

vFilerVolumeIdentityIdentity of the vFiler VolumeOUTPUT_VFILER_VOLUME_
IDENTITY

vFilerQtreeIdentityIdentity of the vFiler QtreeOUTPUT_VFILER_QTREE_
IDENTITY

AllvFilerVolumeIdentityIdentity of the All vFilers
volume

OUTPUT_ALL_VFILER_VOLUME_
IDENTITY

netAppQTreeIdentityIdentity of the QtreeOUTPUT_QTREE_IDENTITY

netAppQTreeNameName of the QTree.OUTPUT_QTREE_NAME
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Create NetApp SnapMirror Schedule
Summary

Creates Snapmirror Schedule
Description

This task will be used to schedule snap mirrors
Inputs

MandatoryMappable To
Type

DescriptionInput

YAllvFilerVolume
Identity

Source location of a schedule to set.Source Location

Option to choose existing volume or create a new
volume as destination in the current filer or vfiler.

Select Option

Ygen_text_inputDestination location of a schedule to set.Destination
Location

Ygen_text_inputSelect a vFiler to add storage.vFiler Name

Ygen_text_inputSelect aggregate to create a flexible volume.Aggregate

gen_text_inputEnter new destination volume name.Volume Name

Ygen_text_inputEnter new destination volume size.Volume Size (GB)

Ygen_text_inputSelect the Space Guarantee.Space Guarantee

Ygen_text_inputMinutes in the hour for which the schedule is set.
Possible values:(-)=match nothing, (1)=match

Minutes

minute 1, (1,3)=match minute 1 and 3, (*)=match
all possible legal values.

Ygen_text_inputHours in the day for which the schedule is set.
Possible values:(-)=match nothing, (1)=match

Hours

hour 1, (1,3)=match hour 1 and 3, (*)=match all
possible legal values.

Ygen_text_inputMinutes in the hour for which the schedule is set.
Possible values: (-)=match nothing, (1)=match

Days of Month

day 1, (1,3)=match day 1 and 3, (2-5)=match day
2,3,4,5 , (*)=match all possible legal values.

Ygen_text_inputDays in the week for which the schedule is set. 0
represents sunday, and 6 represents saturday.

Days of Week

Possible values:(-)=match nothing, (1)=match day
1(Monday), (1,3)=match day 1(Monday) and
3(Wednesday), (2-5)=match day 2,3,4,5(Tuesady
to Friday) , (*)=match all possible legal values.

gen_text_inputMaximun transfer rate kilobytes per second.
Default is as fast as filer can transfer.

Max Transfer Rate
(KB)
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Outputs

TypeDescriptionOutput

netAppAllvFilersSnapmirror
DestinationIdentity

Identity of the all vfiler and vfiler0
snapmirror destination identity.

OUTPUT_ALL_VFILER_
SNAPMIRROR_DESTINATION_
IDENTITY
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Create NetApp SnapVault
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentityPrimary systemPrimary System

YnetAppQTreeIdentitySource Path.Source Path

YvolumeIdentityDestination volume.Destination Volume

Ygen_text_inputNew Destination qtree name.New Destination QTree
Name

gen_text_inputMaximim transfer rate in KBs.Maximum Transfer Rate

gen_text_inputMaximum value is 120.Tries Count

gen_text_inputConnection mode.Connection Mode

BooleanSelect checkbox to allow open file
backup

Allow Open File Backup

BooleanSelect checkbox to ignore access
time change

Ignore Access time Change

gen_text_inputSelect action to specify whether to
use compression or not.

Use Compression

BooleanSelect checkbox to enable primary
path utf8 encoding.

Primary PathUTF8Encoded

Outputs

TypeDescriptionOutput

NetAppSnapVaultIdentityNetApp Snapvault Identity.OUTPUT_NETAPP_SNAPVAULT_
IDENTITY
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Create NetApp Volume Snapshot
Summary

Create a Volume Snapshot.
Description

A volume can be backed up using the snapshot feature. Snapshot can be used for the purpose of backup
and recovery of a Volume. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvolumeIdentitySelect the volume for which
snapshot to be created.

Volume Name

YnetAppVolSnapshotEnter the name of the snapshot to
be created.

Snapshot Name

gen_text_inputIs Valid Lun Clone SnapshotIs Valid Lun Clone
Snapshot

gen_text_inputAsyncAsync

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

volumeName of the Volume on which the selected
operation was performed

VOLUME_NAME

netAppVolSnapshotName of the Snapshot on which the selected
operation was performed

SNAPSHOT_NAME

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_
IDENTITY
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Create NetApp vFiler Initiator Group
Summary

Create an vFiler Initiator Group
Description

Initiator group is a list of initiators (iSCSI or fabric adapters). Create an Initiator group which can used
to group initiators in a separate task. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerIdentitySelect the vFiler in which new Initiator
Group need to be created.

vFiler Name

vfilerInitiatorGroupNameEnter a group name for the initiator
group.

InitiatorGroupName

YnetAppInitiatorGroupTypeSelect a Type for the initiator group.Group Type

YostypeSelect the operating system type of the
initiators in this group.

OS Type

netAppBindPortSetPort SetPort Set

Outputs

TypeDescriptionOutput

vfilerInitiatorGroupName of the vfiler Initiator Group on
which the selected operation was
performed

VFILER_INITIATOR_GROUP

vFilerIGroupIdentityIdentity of the vFiler Initiator GroupOUTPUT_VFILER_IGROUP_
IDENTITY

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

netAppAllVFilersIdentityIdentity of the All vFilersOUTPUT_ALL_VFILER_
IDENTITY
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Create NetApp vFiler LUN
Summary

Creates a vFiler LUN.
Description

This task creates a vFiler LUN.This task will work for both ONTAP and OnCommand accounts.
Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerVolumeIdentitySelect a Volume in which new LUN
needs to be created.

Volume Name

lunNameEnter the Name of the LUN that is to be
created.

LUN Name

YostypeSelect the operating system type.OS Type

YnetAppLunSizeThe size of the LUN.LUN Size

YsizeUnitSelect the LUN Size Units.LUN Size Units

Reserve SpaceReserve Space

Outputs

TypeDescriptionOutput

netAppLunPathPath of the vfiler LUN on which the selected
operation was performed

VFILER_LUN_PATH

vFilerLUNIdentityIdentity of the vFiler LUNOUTPUT_VFILER_LUN_
IDENTITY

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_
IDENTITY
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Create NetApp vFiler Setup
Summary

Sets up services for selected vFiler.
Description

Set up services for a vFiler that has already been created. At least one of the optional arguments must be
specified. If vfiler IP address is desired to map from previous task (Add IP Address to vFiler), then user
should check the Alternate vFiler IP checkbox option in this task. Enter the DNS domain name for the
vfiler and the IP addresses of the vfiler's domain servers which are helpful to CIFS setup. This task will
work only for ONTAP account.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerIdentitySelect vFiler NamevFiler Name

Select alternate vFiler IP Address
for setup

Alternate vFiler IP

gen_text_inputEnter IP Address for the selected v
Filer

IP Address

Ygen_text_inputEnter Subnet maskSubnet mask

gen_text_inputEnter DNS DomainDNS Domain

gen_text_inputEnter list of DNS Server IP
Addresses

DNS Server Addresses

gen_text_inputInterface NameInterface Name

gen_text_inputEnter default gatewayDefault Gateway

vfilerProtocolSelect the Protocols.Protocols

Outputs

TypeDescriptionOutput

gen_text_inputName of the vFiler on which the selected
operation was performed

VFILER_NAME

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

netAppONTAPAllVFilers
Identity

Identity of the All ONTAP vfilers
including vfiler0

OUTPUT_ONTAP_ALL_
VFILER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create NetApp vLAN Interface
Summary

Creates a new vLAN.
Description

Creates a new vLAN interface using the specified physical and virtual interface names and VLAN ID.
This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvLANPhysInfIdentityEnter the Physical Interface
Name.

Interface Name

YvlanIDEnter the VLAN ID.VLAN ID

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

vLANinterfaceNameName of the vLan Interface on which the
selected operation was performed

VLAN_INTERFACE_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

dfmFilerIdentityIdentity of the OnCommand FilerOUTPUT_ONCOMMAND_
FILER_IDENTITY

vlanIDVLAN IDOUTPUT_VLAN_ID

unAssignedInterface
Identity

Identity of the interfaceOUTPUT_INTERFACE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create vFiler using NetApp OnTap
Summary

Create a vFiler using ONTAP
Description

A vFiler is a logical unit of storage. We can manage a single Filer using ONTAP. In this task we create
a vFiler using ONTAP.

Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentitySelect the Filer in which the new vFiler
need to be created.

Filer Identity Name

Ygen_text_inputEnter the Name of the vFiler to be
created.

vFiler Name

Ygen_text_inputProvide IP address range or comma
separated IP addresses or both

IP Address

Ygen_text_inputSelect the Storage Units.Storage Unit

YipSpaceIdentityEnter the Name of the IP Space to be
used for vFiler.

IP Space Name

vfiler setupSetup

Ygen_text_inputEnter Subnet MaskSubnet Mask

gen_text_inputEnter DNS DomainDNS Domain

gen_text_inputEnter list of DNS Server IP AddressesDNS Server Addresses

gen_text_inputSelect interface nameInterface Name

gen_text_inputEnter default gatewayDefault Gateway

vfilerProtocolSelect the Protocols.Protocols

Outputs

TypeDescriptionOutput

gen_text_inputName of the vFilerVFILER_NAME

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

gen_text_inputIP Address of the vFiler on which the
selected operation was performed

VFILER_IP_ADDRESS

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

ipSpaceNameName of the IP Space onwhich the selected
operation was performed

IPSPACE_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

vLANinterfaceNameName of the vLan Interface on which the
selected operation was performed

VLAN_INTERFACE_NAME

vfilerInterfaceIdentityIdentity of the interface which is assigned
to vfiler.

OUTPUT_VFILER_
INTERFACE_IDENTITY

netAppONTAPAll
VFilersIdentity

Identity of the All ONTAP vfilers including
vfiler0

OUTPUT_ONTAP_ALL_
VFILER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Aggregate
Summary

Deletes the selected aggregate
Description

This task will delete the selected aggregate
Inputs

MandatoryMappable To TypeDescriptionInput

YaggregateIdentitySelect an aggregate to be deleted.Aggregate Name

Select this checkbox for force
deletion of aggregate

Make offline if aggregate is
online

Outputs

TypeDescriptionOutput

netappAggregateNameName of the Aggregate.OUTPUT_AGGREGATE_NAME

aggregateIdentityIdentity of the AggregateOUTPUT_AGGREGATE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp IP Space
Summary

Deletes an IP Space.
Description

Destroys selected IP Space. This task will work for both ONTAP and OnCommand accounts.
Inputs

MandatoryMappable To TypeDescriptionInput

YipSpaceIdentitySelect the IP Space that need to be
deleted.

IP Space Name

Forcibly Delete.Force

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

ipSpaceNameName of the IP Space on which the selected
operation was performed

IPSPACE_NAME

ipSpaceIdentityIdentity of the IP SpaceOUTPUT_IPSPACE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Initiator Group
Summary

Delete an Initiator Group
Description

An Initiator group can be deleted when the LUN that it is mapped to does not have any usage. When
deleting an Initiator Group all the initiators within this group are deleted. This task will work for both
ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YiGroupIdentitySelect the Initiator Group that needs
to be deleted.

Initiator Group Name

BooleanForcibly Delete.Force

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

netAppInitiatorGroup
Name

Name of the Initiator Group on which the
selected operation was performed

INITIATOR_GROUP_
NAME

iGroupIdentityIdentity of the iGroupOUTPUT_IGROUP_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp SnapMirror Schedule
Summary

Deletes Snapmirror Schedule
Description

This task will delete snap mirror schedules
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputThe destination location of the
snapmirrored Schedule.

Destination Location

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp SnapVault
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppSnapVaultIdentityThe secondary path of the
snapvault.

Destination Path

Outputs

TypeDescriptionOutput

NetAppSnapVaultIdentityNetApp Snapvault Identity.OUTPUT_NETAPP_SNAPVAULT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp vFiler Initiator Group
Summary

Delete an vFiler Initiator Group
Description

An Initiator group can be deleted when the LUN that it is mapped to does not have any usage. When
deleting an Initiator Group all the initiators within this group are deleted. This task will work for both
ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerIGroupIdentitySelect the Initiator Group that needs
to be deleted.

Initiator Group Name

BooleanForcibly Delete.Force

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

vfilerInitiatorGroup
Name

Name of the vfiler Initiator Group on which
the selected operation was performed

VFILER_INITIATOR_
GROUP_NAME

vFilerIGroupIdentityIdentity of the vFiler Initiator GroupOUTPUT_VFILER_
IGROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Quota
Summary

Deletes a Quota for the Qtree under the volume.
Description

This task will deletes a quota rule for the QTree under the volume. This task will work for both ONTAP
and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YAllvFilerVolumeIdentitySelect a VolumeVolume Name

Ygen_text_inputSelect Qtree NameQtree Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VLAN Interface
Summary

Deletes a vLAN.
Description

Deletes the selected vLAN.This task will work for both ONTAP and OnCommand accounts.
Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentitySelect the Filer from which VLAN
Interface need to be deleted.

Filer Identity Name

Ygen_text_inputEnter the Virtual Interface Name.Virtual Interface Name

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

vLANinterfaceNameName of the vLan Interface on which the
selected operation was performed

VLAN_INTERFACE_
NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
2519

NetApp ONTAP Tasks
Delete VLAN Interface



Destroy NetApp Flexible Volume
Summary

Delete an existing flexible Volume.
Description

A traditional volume can be resized to a bigger size but cannot be reduced in size. A flexible volume on
the other hand can be resized to either a bigger or smaller size. A traditional volume is tightly coupled
with its containing aggregate. In order to increase the size of the traditional volume additional disk can
be added. A flexible volume is loosely coupled with its containing aggregate and hence size can be
increased or decreased. This task is to delete an existing flexible volume. This task will work for both
ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvolumeIdentitySelect the Volume that needs to be
destroyed.

Volume Name

Forcibly Delete.Force

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

volumeName of the Volume on which the selected
operation was performed

VOLUME_NAME

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp LUN
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YlunIdentitySelect the LUN that needs to be
destroyed.

LUN Name

BooleanForcibly Delete.Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp QTree
Summary

Destroy a selected QTree under the volume.
Description

Destroy a selected QTree under the volume.This task will work for both ONTAP and OnCommand
accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerQtreeIdentitySelect Qtree NameQtree Name

Forcibly Delete.Force

Outputs

TypeDescriptionOutput

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_IDENTITY

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

vFilerVolumeIdentityIdentity of the vFiler VolumeOUTPUT_VFILER_VOLUME_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp vFiler LUN
Summary

Destroys a vFiler LUN.
Description

This task destroys a vFiler LUN.This task will work for both ONTAP and OnCommand accounts.
Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerLUNIdentitySelect the LUN that needs to be
destroyed.

LUN Name

BooleanForcibly Delete.Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp vFiler using OnTap
Summary

Destroy the vfiler permanantly on the storage system using ONTAP.
Description

This task will destroy the selected vfiler permanantly from the storage system.
Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerIdentitySelect vFiler NamevFiler Name

Forcibly Delete.Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Execute NetApp CLI
Summary

An Interface to the Command Line
Description

Executes the CLI command on the filer and returns either true or false based on the output and the
expected value. This task will work only for ONTAP accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentityFiler Identity NameFiler Identity Name

gen_text_inputEnter CLI CommandCLI Command

gen_text_inputEnter Expected OutputExpected Output

gen_text_inputEnter CLI CommandUndo CLI Command

Outputs

TypeDescriptionOutput

gen_text_inputOutput of NetApp CLI Task.OUTPUT_NETAPP_CLI_OUTPUT

Cisco UCS Director Task Library Reference, Release 6.7
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Get NetApp partner info
Summary

Gets NetApp partner information
Description

This task will get the partner information of selected filer
Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentitySelect the Filer.Filer Identity Name

Outputs

TypeDescriptionOutput

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

netappStoragePartner
Identity

Identity of the Filer partner
identity

OUTPUT_NETAPP_STORAGE_
PARTNER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Map LUN to NetApp Initiator Group
Summary

Map an existing LUN to an existing Initiator Group
Description

Each Initiator under Initiator Group are mapped to individual host nodes. The host node information is
stored in the specified LUNwhich is mapped to this Initiator Group This task will work for both ONTAP
and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentitySelect the Filer.Filer Identity Name

YnetAppInitiatorGroup
Name

Select the Initiator Group that will be
mapped to the LUN.

Initiator Group Name

If not specified, system will generate
LUN ID automatically.

Specify LUN ID

YlunIdLUN ID for LUNLUN ID

YnetAppLunPathSelect the LUN Path that needs to be
mapped to the Initiator Group.

LUN Path

Outputs

TypeDescriptionOutput

netAppInitiatorGroup
Name

Name of the Initiator Group on which the
selected operation was performed

INITIATOR_GROUP_
NAME

gen_text_inputID of the LUNLUN_ID

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_
IDENTITY

netAppLunPathPath of the LUN on which the selected
operation was performed

LUN_PATH

lunIdentityIdentity of the LUNLUN_IDENTITY

iGroupIdentityIdentity of the iGroupOUTPUT_IGROUP_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Map NetApp vFiler LUN to Initiator Group
Summary

Map an existing LUN in vfiler to an existing Initiator Group in vfiler
Description

Each Initiator under Initiator Group is mapped to individual host nodes. The host node information is
stored in the specified LUNwhich is mapped to this Initiator Group This task will work for both ONTAP
and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerIGroupIdentityInitiator Group NameInitiator Group Name

If not specified, system will generate
LUN ID automatically.

Specify LUN ID

lunIdLUN ID for LUNLUN ID

YnetAppLunPathSelect the LUN Path that needs to be
mapped to the Initiator Group.

LUN Path

Outputs

TypeDescriptionOutput

vfilerInitiatorGroup
Name

Name of the vfiler Initiator Group on which
the selected operation was performed

VFILER_INITIATOR_
GROUP_NAME

datacenterNameName of the Datacenter on which the
selected operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

vFilerIGroupIdentityIdentity of the vFiler Initiator GroupOUTPUT_VFILER_IGROUP_
IDENTITY

vFilerLUNIdentityIdentity of the vFiler LUNOUTPUT_VFILER_LUN_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp SnapVault
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentitySelect the Primay Device Name.Primary System

YnetAppDestinationPathSelect the Destination Path for which
Source Path should be changed.

Destination Path

YnetAppQTreeIdentitySelect the Source PathPrimary Path

Outputs

TypeDescriptionOutput

NetAppSnapVaultIdentityNetApp Snapvault Identity.OUTPUT_NETAPP_SNAPVAULT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Volume Status
Summary

Modify the status of selected flexible Volume
Description

This task can modify the status of any flexible volume. It can be used to bring the volume online or take
it offline.

Inputs

MandatoryMappable To TypeDescriptionInput

YAllvFilerVolumeIdentitySelect the volume to modify statusVolume Name

NETAPP_VOLUME_STATUSSelect checkbox to bring the
volume Online

Online

Outputs

TypeDescriptionOutput

vFilerVolumeIdentityIdentity of the vFiler VolumeOUTPUT_VFILER_VOLUME_
IDENTITY

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_IDENTITY

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

gen_text_inputIdentity of the AccountOUTPUT_ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Move NetApp LUN
Summary

Changing the LUN Path within Volume
Description

This task is for changing the LUN Path within the Volume This task will work for both ONTAP and
OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YlunIdentitySelect the LUN that needs to be
Moved.

LUN Name

YlunDestNameEnter the New LUN Name.LUN Name

Outputs

TypeDescriptionOutput

netAppLunPathPath of the LUNonwhich the selected operation
was performed

LUN_PATH

lunIdentityIdentity of the LUNLUN_IDENTITY

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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NetApp SnapMirror Destination Actions
Summary

Perform snapmirror action like Initialize, Break, Quiesce, Resume, Resync on destination location volume.
Description

This task will support multiple actions on snapmirror destination volume. Based on the input selection
of action type, appropriate action will be executed. Initialize - Starts an initial transfer over the network
for a specific destination. Break - Breaks a snapmirrored relationship. No checking on whether the
operation is legal, or whether it is successful. Result will be updated after the inventory collected in this
task. Quiesce - Pauses transfer to the destination. Resume - Resumes transfers to the destination that
were quisced. Resync - Kicks off a resync of a broken snapmirrored pair.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetAppAllvFilersSnapmirror
DestinationIdentity

The destination location of the
snapmirrored pair to perform action.

Destination
Location

Ygen_text_inputSelect action to be performed on the
destination location.

Select Action

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Persist NetApp Network Configuration
Summary

Persists all filer network configurations in a file.
Description

This task will write and persists all network interface configurations in to a filers /etc/rc file. So that
network configuration settings will not loose when the filer restarts. This task will work for both ONTAP
and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputFiler Identity NameFiler Identity Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Release NetApp SnapVault
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppSnapVaultIdentityThe secondary path of the
snapvault.

Destination Path

Outputs

TypeDescriptionOutput

NetAppSnapVaultIdentityNetApp Snapvault Identity.OUTPUT_NETAPP_SNAPVAULT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove IP Address from NetApp vFiler
Summary

Remove selected IP Address which are assigned to a vFiler.
Description

This task will remove the selected IP Address from the list of IP's that are configured network traffic for
a vfiler. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect vFiler NamevFiler Name

gen_text_inputSelect IP Address for the selected
vFiler.

IP Address

Outputs

TypeDescriptionOutput

gen_text_inputName of the vFilerVFILER_NAME

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

gen_text_inputIP Address of the vFiler on which the
selected operation was performed

VFILER_IP_ADDRESS

Cisco UCS Director Task Library Reference, Release 6.7
2535

NetApp ONTAP Tasks
Remove IP Address from NetApp vFiler



Remove NetApp CIFS Volume Share
Summary

Removes the sharing of volume resource.
Description

This task will removes the configured CIFS volume share for the selected volume.This task will work
only for ONTAP accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerCIFSVolumeIdentitySelect Filer Name or vFiler
Name

Select Filer/vFiler
Volume

Ygen_text_inputSelect Share PathShare Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove NetApp Initiator from Initiator Group
Summary

Remove an Initiator from an Initiator Group
Description

Remove the Initiator from the Initiator Group. Once removed the host node will not be able to access
the LUN. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YiGroupIdentitySelect the Initiator Group fromwhich an
Initiator needs to be deleted.

Initiator Group Name

Ygen_text_inputSelect the Initiator that needs to be
deleted.

Initiator Name

Forcibly Delete.Force

Outputs

TypeDescriptionOutput

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

iGroupIdentityIdentity of the iGroupOUTPUT_IGROUP_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove NetApp QTree NFS Export
Summary

Removes a NFS export rule for QTree.
Description

This task will deleted a NFS Export rule which is created for the QTree. This task will work for both
ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerQtreeIdentityEnter the actual path mounted when the
NFS client mounts the exported path.

Actual Path

Forcibly Delete.Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove NetApp Volume NFS Export
Summary

Removes NFS export rule for the volume in the storage system using ONTAP.
Description

This task will remove a NFS export rule for the volume.This task will work for both ONTAP and
OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YAllvFilerVolumeIdentityEnter the actual path mounted when the
NFS client mounts the exported path.

Actual Path

Forcibly Delete.Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove NetApp vFiler Initiator from Initiator Group
Summary

Remove an Initiator from an vFiler Initiator Group
Description

Remove the Initiator from the Initiator Group. Once removed the host node will not be able to access
the LUN. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerIGroupIdentitySelect the Initiator Group from which
an Initiator needs to be deleted.

Initiator Group Name

Ygen_text_inputSelect the Initiator that needs to be
deleted.

Initiator Name

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

vfilerInitiatorGroup
Name

Name of the vfiler Initiator Group on which
the selected operation was performed

VFILER_INITIATOR_
GROUP_NAME

vfilerInitiatorName of the vfiler Initiator on which the
selected operation was performed

VFILER_INITIATOR__
NAME

vFilerIGroupIdentityIdentity of the vFiler Initiator GroupOUTPUT_VFILER_
IGROUP_IDENTITY
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Remove NetApp vFiler NFS Volume Export
Summary

Remove vFiler NFS Volume Export
Description

Removes the NFS rule for the pathname.This task will work for both ONTAP and OnCommand accounts.
Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerIdentitySelect vFiler NamevFiler Name

Ygen_text_inputEnter the path that will be exported
to NFS clients.

Export Path

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Storage from NetApp vFiler
Summary

Remove Storage components from vFiler.
Description

Remove existing Storage components from vFiler like Volumes, LUNs, Qtrees etc.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the vFiler fromwhich Storage need
to be removed.

vFiler Name

YvolumeEnter the Path of the storage that needs to
removed.

Storage Path

Force destroy?Force

Outputs

TypeDescriptionOutput

vfilerNameName of the vFilerVFILER_NAME

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Resize NetApp Flexible Volume
Summary

Resize an existing flexible volume.
Description

To increase/decrease the capacity of a flexible volume user needs to mention the required size of the
flexible volume. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvolumeIdentitySelect the Volume that need to be
Resized.

Volume Name

YnetAppVolSizeEnter the new Volume Size.Volume Size

YsizeUnitEnter the Volume Size Units.Volume Size Units

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

volumeName of the Volume on which the selected
operation was performed

VOLUME_NAME

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_
IDENTITY

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

dfmFilerIdentityIdentity of the OnCommand FilerOUTPUT_ONCOMMAND_
FILER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Resize NetApp LUN
Summary

Resize the LUN size within volume
Description

This task is for resizing the LUN size within the volume This task will work for both ONTAP and
OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YlunIdentitySelect the LUN that needs to be
Resized.

LUN Name

YnetAppLunSizeEnter the New LUN Resize ValueLUN Size

YsizeUnitSelect the LUN Size Units.LUN Size Units

Outputs

TypeDescriptionOutput

netAppLunPathPath of the LUNonwhich the selected operation
was performed

LUN_PATH

lunIdentityIdentity of the LUNLUN_IDENTITY

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Resize NetApp vFiler LUN
Summary

Resizes a vFiler LUN.
Description

This task resizes a vFiler LUN.This task will work for both ONTAP and OnCommand accounts.
Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerLUNIdentitySelect the LUN that needs to be
Resized.

LUN Name

YnetAppLunSizeEnter the New LUN Resize ValueLUN Size

YsizeUnitSelect the LUN Size Units.LUN Size Units

Outputs

TypeDescriptionOutput

netAppLunPathPath of the LUN on which the selected
operation was performed

LUN_PATH

vFilerLUNIdentityIdentity of the vFiler LUNOUTPUT_VFILER_LUN_
IDENTITY

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Resize NetApp vFiler Volume
Summary

Resizes vFiler volume
Description

This task will resize selected vFiler volume to specified new size
Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerVolumeIdentitySelect the vFiler Volume that need
to be resized.

Volume Name

YnetAppVolSizeEnter the new Volume Size.Volume Size

sizeUnitSelect the Volume Size Units.Volume Size Units

Outputs

TypeDescriptionOutput

vFilerVolumeIdentityIdentity of the vFiler VolumeOUTPUT_VFILER_VOLUME_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Resize VM Datastore(NetApp)
Summary

Selected VMware VM's Datastore can be resized using VSC.
Description

This task resizes the datastore which is associated for the selected VM in the vCenter server and is mapped
the storage target either NFS Volume or VMFS LUN to the Storage system by the VSC pluggined to the
vCenter Server. we can either increase or decrease the datastore of type NFS exported as volume, but
the we cannot decrease the datatstore of type VMFS mapped to storage target as LUN.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmOptionally select a VM for resizing
the storage on

Select VM

dataStoreNameSelect a Datastore Name.Datastore Name

YdataStoreSizeEnter the size of Storage.Storage Size (GB)

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Restore NetApp SnapVault
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppSnapVaultIdentitySelect Snapvault to restore.Snapvault to Restore

Outputs

TypeDescriptionOutput

NetAppSnapVaultIdentityNetApp Snapvault Identity.OUTPUT_NETAPP_SNAPVAULT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Set NetApp CIFS Volume Share Access
Summary

Makes the volume shareable by CIFS access
Description

This task will make the volume sharable by CIFS access
Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerCIFSVolumeIdentitySelect the Volume in which CIFS share
to be created

Volume Name

YcifsShareNameEnter Share PathShare Name

netAppCifsRoleSelect role to provide permission for
cifs share directory.

Select Role

Ygen_text_inputEnter domain user name or group
name.

Role ID

gen_text_inputEnter domain name.Domain Name

netAppCifsAccessSelect type of access permissions.Access Type

Enter share descriptionDescription

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Setup NetApp CIFS on vFiler
Summary

Setup filer/vfiler CIFS service.
Description

This task will configure the filer/vfiler's CIFS service. The CIFS service will start automatically once
this task completes successfully.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetAppONTAPAll
VFilersIdentity

Select vFiler NamevFiler Name

gen_text_inputSelect Authentication styleAuthentication

gen_text_inputSelect Secuirty styleSecurity Style

Ygen_text_inputEnter name of the domain that the CIFS
server will join

DNS Domain Name

Ygen_text_inputThe name of a domain user that has the
ability to add the CIFS server to the
domain given in domain-name

Login User

YpasswordThe password for login-userLogin Password

gen_text_inputThe distinguished name of the
organizational unit

Organizational Unit

gen_text_inputThe name of the site CIFS service will
become member

Site Name

YpasswordThe password for root user under vFilervFiler Root Password

Outputs

TypeDescriptionOutput

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Unmap NetApp LUN from Initiator Group
Summary

Un-map the LUN from the Initiator Group.
Description

Once the LUN is unmapped from the initiator group, the host node information stored in the LUN is no
longer accessible. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YlunIdentitySelect the LUN that needs to be
Unmapped from the Initiator Group.

LUN Name

YnetAppInitiatorGroup
Name

Select the Initiator Group.Initiator Group Name

Outputs

TypeDescriptionOutput

netAppLunPathPath of the LUN on which the selected
operation was performed

LUN_PATH

netAppInitiatorGroup
Name

Name of the Initiator Group on which the
selected operation was performed

INITIATOR_GROUP_
NAME

lunIdentityIdentity of the LUNLUN_IDENTITY

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

filerIdentityIdentity of the FilerOUTPUT_FILER_
IDENTITY
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Unmap NetApp vFiler LUN from Initiator Group
Summary

Un-Map the LUN from the Initiator Group.
Description

Once the LUN is unmapped from the initiator group, the host node information stored in the LUN is no
longer accessible. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerLUNIdentitySelect the LUN that needs to be
Unmapped from the Initiator Group.

LUN Name

YvfilerInitiatorGroupNameSelect the Initiator Group.Initiator GroupName

Outputs

TypeDescriptionOutput

netAppLunPathPath of the LUN on which the selected
operation was performed

LUN_PATH

vfilerInitiatorGroupName of the vfiler Initiator Group on which
the selected operation was performed

VFILER_INITIATOR_
GROUP

vFilerLUNIdentityIdentity of the vFiler LUNOUTPUT_VFILER_LUN_
IDENTITY

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

netappAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

gen_text_inputName/IP Address of the Filer on which the
selected operation was performed

FILER_NAME

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_
IDENTITY
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Update NetApp SnapVault
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppSnapVaultIdentityThe destination path of the
snapvault.

Destination Path

Outputs

TypeDescriptionOutput

NetAppSnapVaultIdentityNetApp Snapvault Identity.OUTPUT_NETAPP_SNAPVAULT_
IDENTITY
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NetApp OnCommand Tasks

This chapter contains the following sections:

• Add Dataset Member using NetApp OnCommand, on page 2556
• Add Group Member Using NetApp OnCommand, on page 2557
• Add LUN to Dataset using NetApp OnCommand, on page 2558
• Add Resource Pool to Dataset using NetApp OnCommand, on page 2559
• Add Volume to Dataset using NetApp OnCommand, on page 2560
• Attach Storage Service to Dataset using NetApp OnCommand, on page 2561
• Create Dataset on vFiler using NetApp OnCommand, on page 2562
• Create Dataset using NetApp OnCommand, on page 2563
• Create Group using NetApp OnCommand, on page 2564
• Create vFiler Setup using NetApp OnCommand, on page 2565
• Create vFiler using NetApp OnCommand, on page 2566
• Delete DFM Group using NetApp OnCommand , on page 2568
• Delete Dataset using NetApp OnCommand, on page 2569
• Destroy LUN using NetApp OnCommand, on page 2570
• Destroy Resource Pool using NetApp OnCommand, on page 2571
• Destroy vFiler using NetApp OnCommand, on page 2572
• Detach Storage Service from Dataset using NetApp OnCommand, on page 2573
• Modify LUN Export settings using NetApp OnCommand, on page 2574
• Provision Dataset with Storage Service Using NetApp OnCommand, on page 2575
• Remove Dataset Member using NetApp OnCommand, on page 2576
• Remove Group Member using NetApp OnCommand, on page 2577
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Add Dataset Member using NetApp OnCommand
Summary

Add members to a dataset using OnCommand.
Description

This task adds members to an existing dataset.
Inputs

MandatoryMappable To TypeDescriptionInput

YfilerIdentityFiler NameFiler Name

YOnCommandVolumeDataset
Identity

Select Dataset NameDataset Name

Ygen_text_inputSelect the Type of Dataset
Member.

Select Member Type

Ygen_text_inputSelect the Dataset Member to be
created.

Dataset Member Name

Outputs

TypeDescriptionOutput

netAppOnCommandGroup
Member

Member of the DatasetOUTPUT_DATASET_MEMBER_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Add Group Member Using NetApp OnCommand
Summary

Adds a member to a group using OnCommand.
Description

Adds a member to the selected group.
Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandAccountIdentityAccount NameAccount Name

YnetAppOnCommandGroupsSelect the Group Name in which
the newGroupMember needs to be
created.

Group Name

YOnCommandAllDatasetIdentitySelect the Dataset to be deleted.Dataset Name

Outputs

TypeDescriptionOutput

OnCommandLUNDataset
Identity

Identity of the LUN DatasetOUTPUT_ONCOMMAND_LUN_
DATASET_IDENTITY

OnCommandVolumeDataset
Identity

Identity of the Volume DatasetOUTPUT_ONCOMMAND_
VOLUME_DATASET_IDENTITY

netAppOnCommandGroup
Name

Name of the OnCommand
Group

ONCOMMAND_GROUP_NAME

OnCommandAccountIdentityIdentity of the OnCommand
Account

OUTPUT_DFM_ACCOUNT_
IDENTITY

OnCommandUnAssigned
DatasetIdentity

Identity of the OnCommand Un
Assigned Dataset

OUTPUT_DFM_UNASSIGNED_
DATASET_IDENTITY

OnCommandAssignedDataset
Identity

Identity of the OnCommand
Assigned Dataset

OUTPUT_DFM_ASSIGNED_
DATASET_IDENTITY
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Add LUN to Dataset using NetApp OnCommand
Summary

Create a LUN under the dataset based on the provisioning policy of the dataset using OnCommand.
Description

This task will create a LUN under the selected dataset, because of all the datasets listing in the task were
having the provisioning policy storage container type is "LUN", So that any member added under the
dataset can be created as LUN.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommand
LUNDatasetIdentity

Select Dataset NameDataset Name

lunNameEnter the name of Storage.Storage Name

YnetAppLunSizeEnter the size of Storage.Storage Size (GB)

gen_text_inputEnter the Snapshot reserve in pecentage
of Storage Size.

Snapshot Reserve (%)

gen_text_inputEnter the export settings for the LUN.LUN Export Settings

Ygen_text_inputSelect a protocol type for exporting a
LUN.

Export Protocol Type

YostypeSelect the operating system type of the
initiators in this group.

OS Type

Ygen_text_inputEnter the name of the Initiator that
needs to be created.

Initiator Name

Outputs

TypeDescriptionOutput

gen_text_inputID of the LUNLUN_ID

netAppLunPathPath of the LUN on which the selected
operation was performed

LUN_PATH

Cisco UCS Director Task Library Reference, Release 6.7
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Add Resource Pool to Dataset using NetApp OnCommand
Summary

Assign a primary resource pool to the dataset using OnCommand.
Description

This task will assign a resource pool either filer/aggregate to the dataset selected in the task using
OnCommand. Resources may be either Filer/Aggregates. Once the resources can be added to the pool,
Datasets can be used later.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandAllDatasetIdentitySelect the Dataset to be deleted.Dataset Name

YOnCommandResourcePool
Identity

Enter the Name of the Resouce
pool to be created.

Resource Pool Name

Outputs

TypeDescriptionOutput

OnCommandLUNDataset
Identity

Identity of the LUN DatasetOUTPUT_ONCOMMAND_LUN_
DATASET_IDENTITY

OnCommandVolumeDataset
Identity

Identity of the Volume
Dataset

OUTPUT_ONCOMMAND_VOLUME_
DATASET_IDENTITY
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Add Volume to Dataset using NetApp OnCommand
Summary

Create a volume under the dataset based on the provisioning policy of the dataset using OnCommand.
Description

This task will create a volume under the selected dataset, because of all the datasets listing in the task
were having the provisioning policy storage container type is "Volume", So that any member added
under the dataset can be created as volume.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandVolumeDataset
Identity

Select Dataset NameDataset Name

gen_text_inputEnter the Name of the Volume to
be created.

Volume Name

Ygen_text_inputEnter the size of Storage.Storage Size (GB)

Ygen_text_inputEnter the Snapshot reserve in
pecentage of Storage Size.

Snapshot Reserve (%)

Outputs

TypeDescriptionOutput

volumeName of the Volume on which the
selected operation was performed

VOLUME_NAME

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_IDENTITY

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY

vFilerVolumeIdentityIdentity of the vFiler VolumeOUTPUT_VFILER_VOLUME_
IDENTITY

netAppOnCommandGroup
Member

Member of the DatasetOUTPUT_DATASET_MEMBER_
NAME

OnCommandAllDataset
Identity

Identity of the OnCommand
Dataset

OUTPUT_ONCOMMAND_
DATASET_IDENTITY

netAppQTreeIdentityIdentity of the QtreeOUTPUT_QTREE_IDENTITY

vFilerQtreeIdentityIdentity of the vFiler QtreeOUTPUT_VFILER_QTREE_
IDENTITY

AllvFilerVolumeIdentityIdentity of the All vFilers volumeOUTPUT_ALL_VFILER_VOLUME_
IDENTITY
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Attach Storage Service to Dataset using NetApp OnCommand
Summary

Attach the storage service having protection/provision policies to the dataset using OnCommand.
Description

This task will attach the storage service to the selected dataset using OnCommand. So that any member
can be added to the dataset according to the set of policies (provision, protection) of the storage service
applied to the dataset.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandsStorageService
Identity

Select Storage ServiceStorage Service

YOnCommandAllDatasetIdentityEnter the Name of the Dataset
to be created.

Dataset Name

Outputs

TypeDescriptionOutput

datasetNameName of theOnCommandDataset.DATASET_NAME

OnCommandAllDataset
Identity

Identity of the OnCommand
Dataset

OUTPUT_ONCOMMAND_
DATASET_IDENTITY

OnCommandAssignedDataset
Identity

Identity of the OnCommand
Assigned Dataset

OUTPUT_DFM_ASSIGNED_
DATASET_IDENTITY

OnCommandUnAssigned
DatasetIdentity

Identity of the OnCommand Un
Assigned Dataset

OUTPUT_DFM_UNASSIGNED_
DATASET_IDENTITY

OnCommandAccountIdentityIdentity of the OnCommand
Account

OUTPUT_DFM_ACCOUNT_
IDENTITY
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Create Dataset on vFiler using NetApp OnCommand
Summary

Create a dataset with the seconday resource pool as vfiler using OnCommand.
Description

This task will create a dataset with the seconday resource pool as vfiler using OnCommand. So that, if
any members of this datasets were added based on the provisioning policy that will be added to the vfiler.

Inputs

MandatoryMappable To TypeDescriptionInput

YdfmvfilerIdentitySelect vFiler NamevFiler Name

YdatasetNameEnter the Name of the Dataset to
be created.

Dataset Name

YOnCommandProvisPolicy
Identity

Select Provisioning Policy.Provisioning Policy

Outputs

TypeDescriptionOutput

datasetNameName of the OnCommand
Dataset.

DATASET_NAME

OnCommandAllDataset
Identity

Identity of the OnCommand
Dataset

OUTPUT_ONCOMMAND_
DATASET_IDENTITY

OnCommandUnAssigned
DatasetIdentity

Identity of the OnCommand Un
Assigned Dataset

OUTPUT_DFM_UNASSIGNED_
DATASET_IDENTITY

dfmvfilerIdentityIdentity of the OnCommand v
Filer

OUTPUT_ONCOMMAND_VFILER_
IDENTITY

OnCommandVolumeDataset
Identity

Identity of the Volume DatasetOUTPUT_ONCOMMAND_
VOLUME_DATASET_IDENTITY

OnCommandLUNDataset
Identity

Identity of the LUN DatasetOUTPUT_ONCOMMAND_LUN_
DATASET_IDENTITY
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Create Dataset using NetApp OnCommand
Summary

Create a Dataset using OnCommand.
Description

A Dataset is a set of Storage units (Volumes, QTree, LUN). This task if for creating a dataset by adding
existing storage units to the dataset.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandAccountIdentityAccount NameAccount Name

YdatasetNameEnter the Name of the Dataset
to be created.

Dataset Name

Outputs

TypeDescriptionOutput

OnCommandAllDataset
Identity

Identity of the OnCommand
Dataset

OUTPUT_ONCOMMAND_
DATASET_IDENTITY

datasetNameName of the OnCommand
Dataset.

DATASET_NAME

OnCommandUnAssigned
DatasetIdentity

Identity of the OnCommand Un
Assigned Dataset

OUTPUT_DFM_UNASSIGNED_
DATASET_IDENTITY

OnCommandAssignedDataset
Identity

Identity of the OnCommand
Assigned Dataset

OUTPUT_DFM_ASSIGNED_
DATASET_IDENTITY

OnCommandAccountIdentityIdentity of the OnCommand
Account

OUTPUT_DFM_ACCOUNT_
IDENTITY

OnCommandVolumeDataset
Identity

Identity of the Volume DatasetOUTPUT_ONCOMMAND_
VOLUME_DATASET_IDENTITY
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Create Group using NetApp OnCommand
Summary

Create a Group within OnCommand
Description

A group manages multiple datasets. A dataset is a set of storage units (volumes, Qtree, LUN). This is a
logical grouping to group multiple datasets.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandAccountIdentityAccount NameAccount Name

netAppOnCommandGroupsSelect the Parent Group in which
new Group need to be created.

Parent Group Name

netAppOnCommandGroup
Name

Enter the Name of the Group to be
created.

Group Name

Outputs

TypeDescriptionOutput

netAppOnCommandGroupsOnCommand Group NameOUTPUT_DFM_GROUP

OnCommandAccountIdentityIdentity of the OnCommand
Account

OUTPUT_DFM_ACCOUNT_
IDENTITY
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Create vFiler Setup using NetApp OnCommand
Summary

This task will helps to run setup in the context of this vfiler on the storage system using OnCommand.
Description

When a vfiler is created using, a set of default options is created. After a new vfiler is created it will be
in a running state, but no protocol servers will be running. This task will helps to run setup in the context
of this vfiler. This task will work for only OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YdfmvfilerIdentityvFiler NamevFiler Name

passwordEnter root passwordRoot Password

Ygen_text_inputEnter Subnet MaskSubnet Mask

gen_text_inputSelect interface nameInterface Name

YSelect the Protocols.Protocols

Outputs

TypeDescriptionOutput

gen_text_inputName of the vFiler on which the selected
operation was performed

VFILER_NAME

vFilerIdentityIdentity of the vFilerOUTPUT_VFILER_IDENTITY
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Create vFiler using NetApp OnCommand
Summary

Create a vFiler using the OnCommand
Description

A vFiler is a logical unit of storage. We can manage multiple Filers using OnCommand. Multiple vFilers
can be created on a physical filer subject to filer capacity. vFiler can be assigned to a Group within UCSD.
In this task we create a vFiler using OnCommand

Inputs

MandatoryMappable To TypeDescriptionInput

YdfmFilerIdentityFiler NameFiler Name

YipSpaceIdentityEnter the Name of the IP Space to be
used for vFiler.

IP Space Name

YvfilerNameEnter the Name of the vFiler to be
created.

vFiler Name

Ygen_text_inputProvide IP address range or comma
separated IP addresses or both

IP Address

vfiler setupSetup

passwordEnter root passwordRoot Password

Ygen_text_inputEnter Subnet MaskSubnet Mask

gen_text_inputSelect interface nameInterface Name

YSelect the Protocols.Protocols

Dry RunDry Run

Outputs

TypeDescriptionOutput

gen_text_inputName of the vFilerVFILER_NAME

gen_text_inputIP Address of the vFiler on which the
selected operation was performed

VFILER_IP_ADDRESS

dfmvfilerIdentityIdentity of the OnCommand vFilerOUTPUT_ONCOMMAND_
VFILER_IDENTITY

dfmFilerIdentityIdentity of the OnCommand FilerOUTPUT_ONCOMMAND_
FILER_IDENTITY

vlanIDVLAN IDOUTPUT_VLAN_ID

ipSpaceNameName of the IP Space on which the
selected operation was performed

IPSPACE_NAME

vLANinterfaceNameName of the vLan Interface on which the
selected operation was performed

VLAN_INTERFACE_NAME
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TypeDescriptionOutput

vfilerInterfaceIdentityIdentity of the interface which is assigned
to vfiler.

OUTPUT_VFILER_
INTERFACE_IDENTITY

gen_text_inputIdentity of the vFilerVFILER_IDENTITY
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Delete DFM Group using NetApp OnCommand
Summary

Delete a Group within OnCommand
Description

A group manages multiple datasets. A dataset is a set of storage units (volumes, Qtree, LUN). This is a
logical grouping to group multiple datasets. This task is to delete a Group within OnCommand.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandAccountIdentityAccount NameAccount Name

YnetAppOnCommandGroupNameSelect the Group that needs to
be deleted.

Group Name

Outputs

No Outputs
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Delete Dataset using NetApp OnCommand
Summary

Delete a Dataset using OnCommand
Description

A Dataset is a set of Storage units (Volumes, QTree, LUN). This task is for deleting a dataset.
Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandAllDatasetIdentitySelect the Dataset to be deleted.Dataset Name

Ygen_text_inputForcibly Delete.Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2569

NetApp OnCommand Tasks
Delete Dataset using NetApp OnCommand



Destroy LUN using NetApp OnCommand
Summary

Remove a LUN member under the dataset using OnCommand.
Description

This task will remove a LUNmember under the selected dataset, So that LUN cannot be seen as a member
to the dataset.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandDatasetMember
LUNIdentity

Select the dataset member
name.

Dataset Member
Name

Outputs

No Outputs
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Destroy Resource Pool using NetApp OnCommand
Summary

Delete the resource pool using OnCommand.
Description

This task will delete the resources pool using OnCommand. So that if any datasets that were associated
with this resource pool can be in accessible.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandResourcePool
Identity

Enter the Name of the Resouce
pool to be created.

Resource Pool Name

gen_text_inputForcibly destroyForce

Outputs

No Outputs
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Destroy vFiler using NetApp OnCommand
Summary

Destroy the vfiler permanantly on the storage system using OnCommand.
Description

This task will destroy the selected vfiler permanantly from the storage system. This task will work for
only OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YdfmvfilerIdentitySelect vFiler NamevFiler Name

Outputs

TypeDescriptionOutput

dfmvfilerIdentityIdentity of the OnCommand vFilerOUTPUT_ONCOMMAND_VFILER_
IDENTITY
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DetachStorageServicefromDatasetusingNetAppOnCommand
Summary

Detach the storage service having protection/provision policies from the dataset using OnCommand.
Description

This task will detach the storage service from the selected dataset using OnCommand. So that no more
members can be added to the dataset after detaching the storage servicet.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandAssignedDataset
Identity

Enter the Name of the Dataset
to be created.

Dataset Name

Outputs

TypeDescriptionOutput

datasetNameName of theOnCommandDataset.DATASET_NAME

OnCommandAllDataset
Identity

Identity of the OnCommand
Dataset

OUTPUT_ONCOMMAND_
DATASET_IDENTITY

OnCommandAssignedDataset
Identity

Identity of the OnCommand
Assigned Dataset

OUTPUT_DFM_ASSIGNED_
DATASET_IDENTITY

OnCommandUnAssigned
DatasetIdentity

Identity of the OnCommand Un
Assigned Dataset

OUTPUT_DFM_UNASSIGNED_
DATASET_IDENTITY

OnCommandAccountIdentityIdentity of the OnCommand
Account

OUTPUT_DFM_ACCOUNT_
IDENTITY
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Modify LUN Export settings using NetApp OnCommand
Summary

Modify the export setting of a LUN member under the dataset using OnCommand.
Description

Modify the export setting of a LUN member under the dataset using OnCommand.
Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandLUNDataset
Identity

Select Dataset NameDataset Name

gen_text_inputSelect LUN NameLUN Path

Ygen_text_inputSelect a protocol type for exporting a
LUN.

Export Protocol Type

YostypeSelect the operating system type of the
initiators in this group.

OS Type

Ygen_text_inputEnter the name of the Initiator that
needs to be created.

Initiator Name

Outputs

No Outputs
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Provision Dataset with Storage Service Using NetApp
OnCommand

Summary
Creates a dataset with specified storage service and adds it to the specified OnCommand group as a
member.

Description
This task creates a dataset with the specified storage service using OnCommand and adds it to the specified
OnCommand group as a member.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandAccountIdentitySelect an AccountAccount Name

YnetAppOnCommandGroupsSelect the Name of the Group.Group Name

YnetAppOnCommandStorage
Services

Select the Storage Service NameStorage Service Name

Ygen_text_inputEnter the Name of the Dataset to
be provisioned.

Dataset Name

Outputs

TypeDescriptionOutput

gen_text_inputName of the DatasetDATASET_NAME

OnCommandAllDataset
Identity

Identity of the OnCommand
Dataset

OUTPUT_ONCOMMAND_
DATASET_IDENTITY

OnCommandAccountIdentityIdentity of the OnCommand
Account

OUTPUT_DFM_ACCOUNT_
IDENTITY

OnCommandLUNDataset
Identity

Identity of the LUN DatasetOUTPUT_ONCOMMAND_LUN_
DATASET_IDENTITY

OnCommandVolumeDataset
Identity

Identity of the Volume DatasetOUTPUT_ONCOMMAND_
VOLUME_DATASET_IDENTITY

datasetNameName of the OnCommand
Dataset.

DATASET_NAME
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Remove Dataset Member using NetApp OnCommand
Summary

Removes selected member from dataset using OnCommand.
Description

This task removes member from a dataset. Only members explicitly added to the dataset (direct members)
can be removed.

Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandAllDataset
Identity

Select the Dataset to be deleted.Dataset Name

Ygen_text_inputSelect the Dataset Member that
needs to be deleted.

DatasetMemberName

Outputs

No Outputs
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Remove Group Member using NetApp OnCommand
Summary

Deletes a member from the group using OnCommand.
Description

Deletes a member from the selected group.
Inputs

MandatoryMappable To TypeDescriptionInput

YOnCommandAccountIdentityAccount NameAccount Name

YnetAppOnCommandGroup
Name

Select the Group Name from which
Group Member need to be deleted.

Group Name

YnetAppOnCommandGroup
Member

Enter the Name of the Group
Member that needs to be deleted.

Member Name

Outputs

No Outputs
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NetApp Tasks

This chapter contains the following sections:

• Associate NetApp LUN as Datastore, on page 2580
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Associate NetApp LUN as Datastore
Summary

Associate a LUN as Datastore
Description

A LUN needs to be associated to a data store in order to access the data of all the host nodes connected
to that data store. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the Filer.Filer Identity Name

YnetappClusterVServer
Identity

Select SVM name which is having
iscsi enabled lif ipaddresses.

Select SVM Name

gen_text_inputSelect vfiler name on which
datastore to create.

Select vFiler Name

Ygen_text_inputVMFS Mount OptionsVMFS Mount Options

Ygen_text_inputRename Datastore NameRenameDatastoreName

gen_text_inputSelect a Datastore Name.Datastore Name

YvmwareHostMultiSelectSelect a Hostnode.Hostnode

Ygen_text_inputSelect a Type for the initiator group.Group Type

Ygen_text_inputSelect the LUN Path that needs to be
mapped to a Datastore.

LUN Path

vDCSelect vDC to assign storage policy.vDC Name

YnetappClusterVolNfs
DatastoreSuccessCriteria

Select an option from list to pass the
task

Success Criteria

Outputs

TypeDescriptionOutput

gen_text_inputPath of the LUN on which the
selected operation was
performed

GENERIC_LUN_PATH

gen_text_inputIdentity of the LUNGENERIC_LUN_IDENTITY

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY
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TypeDescriptionOutput

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY
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NetApp VSC Tasks

This chapter contains the following sections:

• Clone VMs using VSC, on page 2584
• Create Datastore using VSC, on page 2585
• Destroy Datastore using NetApp VSC, on page 2587
• Resize Datastore using NetApp VSC, on page 2588
• Resize VM Datastore using NetApp VSC, on page 2589
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Clone VMs using VSC
Summary

Specified number of VMS will be cloned on selecting the existing VM in the vCenter server using VSC.
Description

This task will clone the number of specified VMs using the VSC on the Host where the selected VM
present in the vCenter Server. Task will list only the powered off VMs where the clone operation will
be performd on only powered off VMs. This task will work only for ONTAP accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmOptionally select a VM for
cloning

Select VM

YNetAppVMwareDatacenter
Identity

Datacenter NameDatacenter Name

gen_text_inputNew VM NameNew VM Name

Ygen_text_inputNo. of VMs to be clonedClone Count

gen_text_inputVSC LocationVSC URL

Outputs

No Outputs
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Create Datastore using VSC
Summary

Create a datastore either of type VMFS or NFS in the vCenter server using VSC.
Description

This task will create a datastore either of type VMFS or NFS on Datacenter/Host based on the selection
in a vCenter Server using VSC. If we choose NFS option, the VSC will automatically create a Volume
under the selected Aggregate and mounted the volume as NFS datastore in the UNIX system with the
specified name in the vCenter Server. If we choose VMFS option, the VSC will aumtoamtically create
a LUN under the selected Volume and mapped the LUN as VMFS datastore in the WINDOWS system
with the specified name. This task will work only for ONTAP accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YONTAPCModefilerIdentityFiler NameFiler Name

YNetAppVMwareAccount
Identity

Select a Cloud Name.Cloud Name

YnetappResourceTypeSelect Resource TypeSelect Resource Type

YNetAppVMwareDatacenter
Identity

Datacenter NameDatacenter Name

YNetAppVMwareHostName
Identity

Select Host NameHost Name

YnetappDatastoreTypeSelect Datastore TypeDatastore Type

YaggregateIdentitySelect aggregate nameAggregate Name

YaggregateClusterIdentitySelect cluster aggregate nameCluster Aggregate Name

YnetappClusterVServerIdentitySelect SVM name which is
having the selected aggregate
name

Select SVM Name

vFilerIdentitySelect vfiler name on which
datastore to create.

Select vFiler Name

YvolumeIdentitySelect volume nameVolume Name

YnetappClusterVolumeIdentitySelect cluster volume nameCluster Volume Name

Ygen_text_inputEnter new datastore nameDatastore Name

Ygen_text_inputEnter the size of Storage.Storage Size (GB)

gen_text_inputIs Datastore thin provisionThin Provision

gen_text_inputIs datastore auto growAuto Grow

gen_text_inputIs datastore auto grow incrementAuto Grow Increment

Ygen_text_inputAuto Grow Maximum SizeAuto Grow Maximum
Size

gen_text_inputVSC LocationVSC URL
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Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME

vmwareAccountNameName of the VMware Account.VMWARE_ACCOUNT_NAME

volumeIdentityIdentity of the VolumeOUTPUT_VOLUME_IDENTITY

lunIdentityIdentity of the LUNLUN_IDENTITY

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME
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Destroy Datastore using NetApp VSC
Summary

Destroy datastore from the vCenter server using VSC.
Description

This task will destroy the selected datastore irrespective of type by the VSC pluggined to the vCenter
Server. Once the datastore has been deleted, it is no more exist in the vCenter server.This task will work
only for ONTAP accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppVMwareAccountIdentitySelect a Cloud Name.Cloud Name

YNetAppVMWareDataStoreIdentitySelect a Datastore Name.Datastore Name

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME
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Resize Datastore using NetApp VSC
Summary

Datastore can be resized using the VSC.
Description

This task resizes the datastore in the vCenter server which is mapped the storage target either NFSVolume
or VMFS LUN to the Storage system by the VSC pluggined to the vCenter Server. we can either increase
or decrease the datastore of type NFS exported as volume, but the we cannot decrease the datatstore of
type VMFS mapped to storage target as LUN. This task will work only for ONTAP accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppVMwareAccountIdentitySelect a Cloud Name.Cloud Name

YNetAppVMWareDataStore
Identity

Select a Datastore Name.Datastore Name

Ygen_text_inputEnter the size of Storage.Storage Size (GB)

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME
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Resize VM Datastore using NetApp VSC
Summary

Selected VM's Datastore can be resized using the VSC.
Description

This task resizes the datastore which is associated for the selected VM in the vCenter server and is mapped
the storage target either NFS Volume or VMFS LUN to the Storage system by the VSC pluggined to the
vCenter Server. we can either increase or decrease the datastore of type NFS exported as volume, but
the we cannot decrease the datatstore of type VMFS mapped to storage target as LUN. This task will
work only for ONTAP accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmOptionally select a VM for resizing
the storage on

Select VM

NetAppVMWareDataStore
Identity

Select a Datastore Name.Datastore Name

YdataStoreSizeEnter the size of Storage.Storage Size (GB)

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME
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NetApp clustered Data ONTAP Tasks

This chapter contains the following sections:

• Accept NetApp Cluster SVM Peer, on page 2593
• Actions on NetApp SnapMirror Relationship, on page 2594
• Add Disk to NetApp Cluster Aggregate, on page 2595
• Add License to NetApp Cluster, on page 2596
• Add NetApp Cluster SnapMirror Policy Rule, on page 2597
• Add Port to NetApp Cluster Interface Group, on page 2598
• Associate NetApp Cluster Volume as NFS Datastore, on page 2599
• Clone NetApp Cluster Flexible Volume, on page 2600
• Configure NetApp Cluster QOS Policy Group, on page 2601
• Create NetApp Cluster Aggregate, on page 2602
• Create NetApp Cluster Broadcast Domain, on page 2603
• Create NetApp Cluster Cron Job Schedule, on page 2604
• Create NetApp Cluster FCP Service, on page 2605
• Create NetApp Cluster IPSpace, on page 2606
• Create NetApp Cluster Interface Group, on page 2607
• Create NetApp Cluster Logical Interface, on page 2608
• Create NetApp Cluster NFS Service, on page 2610
• Create NetApp Cluster Peer, on page 2611
• Create NetApp Cluster QOS Policy Group, on page 2612
• Create NetApp Cluster SVM, on page 2613
• Create NetApp Cluster SVM Peer, on page 2615
• Create NetApp Cluster iSCSI Service, on page 2616
• Create NetApp Cluster vLAN Interface, on page 2617
• Create NetApp FailOver Group, on page 2618
• Create NetApp SVM Routing Group Route, on page 2619
• Create NetApp SVM SIS Policy, on page 2620
• Create NetApp SnapMirror Policy, on page 2621
• Create NetApp SnapMirror Relationship, on page 2622
• Delete CIFS on SVM, on page 2623
• Delete License from NetApp Cluster, on page 2624
• Delete NetApp Cluster Aggregate, on page 2625
• Delete NetApp Cluster Broadcast Domain, on page 2626
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• Delete NetApp Cluster Cron Job Schedule, on page 2627
• Delete NetApp Cluster IPSpace, on page 2628
• Delete NetApp Cluster Interface Group, on page 2629
• Delete NetApp Cluster Peer, on page 2630
• Delete NetApp Cluster QOS Policy Group, on page 2631
• Delete NetApp Cluster SVM Peer, on page 2632
• Delete NetApp Cluster vLAN Interface, on page 2633
• Delete NetApp FailOver Group, on page 2634
• Delete NetApp SVM Routing Group Route, on page 2635
• Delete NetApp SVM SIS Policy, on page 2636
• Delete NetApp SnapMirror Policy, on page 2637
• Delete NetApp SnapMirror Relationship, on page 2638
• Destroy NetApp Cluster FCP Service, on page 2639
• Destroy NetApp Cluster Logical Interface, on page 2640
• Destroy NetApp Cluster NFS Service, on page 2641
• Destroy NetApp Cluster SVM, on page 2642
• Destroy NetApp Cluster iSCSI Service, on page 2643
• Disable Dedupe on NetApp Cluster Flexible Volume, on page 2644
• Disable NetApp SVM User, on page 2645
• Enable Dedupe on NetApp Cluster Flexible Volume, on page 2646
• Enable NetApp SVM User, on page 2647
• Execute NetApp Cluster CLI, on page 2648
• Get NetApp Cluster Storage, on page 2649
• Migrate NetApp Cluster Logical Interface, on page 2650
• Modify CIFS on SVM, on page 2651
• Modify NetApp Cluster Cron Job Schedule, on page 2652
• Modify NetApp Cluster Logical Interface, on page 2653
• Modify NetApp Cluster NFS Service, on page 2655
• Modify NetApp Cluster Peer, on page 2656
• Modify NetApp Cluster QOS Policy Group, on page 2657
• Modify NetApp Cluster SVM, on page 2658
• Modify NetApp SVM SIS Policy, on page 2659
• Modify NetApp SVM User, on page 2660
• Modify NetApp SnapMirror Policy, on page 2661
• Modify NetApp SnapMirror Policy Rule, on page 2662
• Modify NetApp SnapMirror Relationship, on page 2663
• Modify Netapp Cluster Logical Interface Status, on page 2664
• Move NetApp Cluster Volume, on page 2665
• Reject NetApp Cluster SVM Peer, on page 2666
• Remove NetApp SnapMirror Policy Rule, on page 2667
• Remove port from Cluster Interface Group, on page 2668
• Rename NetApp Cluster IPSpace, on page 2669
• Set NetApp FCP Port Name, on page 2670
• Setup CIFS on NetApp SVM, on page 2671
• Start/Stop NetApp SVM FCP Service, on page 2672
• Start/Stop NetApp SVM ISCSI Service, on page 2673
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Accept NetApp Cluster SVM Peer
Summary

Accept the SVM peer relationship is in pending state
Description

This task will accept the SVM peer relationship which is in pending state.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappSourceClusterVServer
PeerIdentity

Choose an SVM relationship ID
with which to accept a peer
relationship

Select SVM Peer
relationship id

Outputs

TypeDescriptionOutput

netappSourceCluster
VServerPeerIdentity

Identity of the source cluster
SVM peer relationship

OUTPUT_SOURCE_CLUSTER_
VSERVER_PEER_RELATIONSHIP_
IDENTITY

netappDestinationCluster
VServerPeerIdentity

Identity of the destination cluster
SVM peer relationship

OUTPUT_DESTINATION_CLUSTER_
VSERVER_PEER_RELATIONSHIP_
IDENTITY
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Actions on NetApp SnapMirror Relationship
Summary

Performs actions on snapmirror relationship between two SVM volumes
Description

This task will perform the actions Initialize/Break/Quiesce/Promote/Release/Resume on the SnapMirror
relationship of type Data Protection between a source and destination volumes.

Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppClusterSnapmirror
RelationIdentity

Choose a Snapmirror relationship to
initialize

Select SnapMirror
Relationship

gen_text_inputChoose the action type to performSelect Action Type

gen_text_inputChoose the transfer priorityTransfer Priority

gen_text_inputEnter the maximum transfer rate.
Default is 0, which specifies an
unlimited transfer rate.

Maximum Transfer Rate
(kbps)

Outputs

TypeDescriptionOutput

NetAppClusterSnapmirror
RelationIdentity

Identity of the snapmirror
relationship

OUTPUT_CLUSTER_
SNAPMIRROR_RELATIONSHIP_
IDENTITY
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Add Disk to NetApp Cluster Aggregate
Summary

Assign disk(s) to the aggregate.
Description

The available spare disk(s) can be assigned to an aggregrate.
Inputs

MandatoryMappable To TypeDescriptionInput

YaggregateClusterIdentityChoose the aggregate on which disks
are to be added

Aggregate Name

YnetappClusterDiskIdentityChoose one or more disks to be added
to the aggregate

Disk Name

Outputs

TypeDescriptionOutput

netappClusterAggregate
Name

Name of the Cluster Aggregate.OUTPUT_CLUSTER_
AGGREGATE_NAME

aggregateClusterIdentityIdentity of the Cluster AggregateOUTPUT_CLUSTER_
AGGREGATE_IDENTITY
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Add License to NetApp Cluster
Summary

Apply license to the Cluster.
Description

Add license for a data ONTAP services.
Inputs

MandatoryMappable To TypeDescriptionInput

YClusterFilerIdentityChoose the cluster to which the
license is to be added

Account Name

Ygen_text_inputEnter the license codeLicense Code

Outputs

TypeDescriptionOutput

ClusterFilerIdentityIdentity of the NetApp Cluster FilerOUTPUT_NETAPP_CLUSTER_
FILER_IDENTITY
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Add NetApp Cluster SnapMirror Policy Rule
Summary

Add a new rule to cluster snapmirror policy
Description

This task will add a new rule to the snapmirror policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppClusterSnapmirror
PolicyIdentity

Choose a policy nameSelect Policy

Ygen_text_inputEnter the snapshot copy retention
count

Snapshot Copy Retention
Count

Ygen_text_inputEnter the snapshot copy labelSnapmirror Label

Check to enable snapshot copy
preserve

Preserve

gen_text_inputEnter the warning threshold countWarning Threshold Count

Outputs

TypeDescriptionOutput

NetAppClusterSnapmirror
PolicyRuleIdentity

Identity of the snapmirror
policy rule

OUTPUT_CLUSTER_
SNAPMIRROR_POLICY_RULE_
IDENTITY
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Add Port to NetApp Cluster Interface Group
Summary

Adds an existing port to interface group on the node under cluster context.
Description

This task will adds a network port to a port interface group. The port interface group must already exist.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterInfGroup
Identity

Choose the interface group to which
to add a port

Interface Group
Name

Ygen_text_inputChoose a port to be added to the
interface

Port Name

Outputs

TypeDescriptionOutput

netappClusterInfGroup
Identity

Identity of the cluster interface
group.

OUTPUT_CLUSTER_PORT_
GROUP_IDENTITY

netappClusterNodeNameName of the cluster node.OUTPUT_CLUSTER_NODE_
NAME

netappClusterPortAssocIf
GroupName

Name of the cluster IfGroup
name.

OUTPUT_CLUSTER_IFGRP_
NAME

gen_text_inputName of the IfGroup Port name.OUTPUT_INTERFACE_PORT_
NAME
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Associate NetApp Cluster Volume as NFS Datastore
Summary

Associates Cluster Volume as NFS Datastore
Description

This task will associate the selected volume as nfs datastore
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterLIFIdentityChoose an LIF identityLIF Identity

YnetappClusterVolNfsDatastore
ResourceType

Choose a target VMware
resource type

Target Resource Type

YvmwareHostMultiSelectChoose a hostnodeHostnode

YvmwareClusterIdentityChoose a VMware clusterVMware Cluster
Identity

Ygen_text_inputEnter the NFS pathNFS Path

gen_text_inputEnter the datastore nameDatastore Name

YnetappClusterVolNfsDatastore
AccessMode

Choose an access modeAccess Mode

YnetappClusterVolNfsDatastore
SuccessCriteria

Choose a success criteriaSuccess Criteria

Outputs

TypeDescriptionOutput

dataStoreNameDatastore nameOUTPUT_DATASTORE_NAME

vmHostHost NameOUTPUT_HOST_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareDatastoreIdentityDatastore name identityOUTPUT_VMWARE_DATASTORE_
IDENTITY

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME

vmwareDatastoreIdentityVM Provisioning Datastore
Identity

OUTPUT_VM_PROVISIONING_
DATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
2599

NetApp clustered Data ONTAP Tasks
Associate NetApp Cluster Volume as NFS Datastore



Clone NetApp Cluster Flexible Volume
Summary

Creates Cluster clone volume
Description

This task will create clone volume from the selected parent volume.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a name for the clone volumeVolume Name

YnetappClusterVolumeIdentityChoose the volume to be clonedParent Volume

netappClusterVolumeSnapshot
Identity

Choose a snapshot of the volume to
be used for the clone

Parent Snapshot

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY
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Configure NetApp Cluster QOS Policy Group
Summary

Assign or unassign a QOS policy group to a cluster LUN or volume.
Description

This task assigns a QOS policy group to a NetApp cluster LUN or to a volume. If no QOS policy group
is specified then the LUN or volume is unassociated from its QOS policy groups.

Inputs

MandatoryMappable To TypeDescriptionInput

NETAPP_CLUSTER_QOS_
STORAGE_RESOURCE_
TYPE

Choose the type of storage resource on
which you want to configure the QOS
policy group

Storage
Resource Type

YnetappClusterVolumeIdentityChoose the volume on which to configure
the QOS policy group

Volume

YnetappClusterLUNIdentityChoose the LUN on which to configure
the QOS policy group

LUN

NETAPP_CLUSTER_QOS_
POLICY_GROUPS_
IDENTITY

Choose the QOS policy group with which
to configure the LUN or volume. If this
field is left empty QOS policy group is
unassigned from the LUN or volume.

QOS Policy
Group

Outputs

TypeDescriptionOutput

netappClusterLUNIdentityIdentity of the cluster LUNOUTPUT_CLUSTER_LUN_
IDENTITY

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

NETAPP_CLUSTER_QOS_
POLICY_GROUPS_IDENTITY

Identity of the cluster QOS
policy group.

OUTPUT_NETAPP_CLUSTER_
QOS_POLICY_GROUP_IDENTITY

netappClusterVServerIdentityNetApp Cluster SVM IdentityOUTPUT_NETAPP_CLUSTER_
VSERVER_IDENTITY

NETAPP_CLUSTER_QOS_
STORAGE_RESOURCE_
TYPE

Type of storage resource for
the QOS policy group

OUTPUT_NETAPP_CLUSTER_
QOS_STORAGE_RESOURCE_
TYPE
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Create NetApp Cluster Aggregate
Summary

Creation of the aggregate.
Description

This task will create an aggregrate.
Inputs

MandatoryMappable To TypeDescriptionInput

YClusterFilerIdentityChoose a NetApp account in which
to create the aggregate

Account Name

YnetappAggregateNameEnter an aggregate nameAggregate Name

Ygen_text_inputEnter the number of disksDisk Count

netappClusterNodeIdentityChoose a node on which to create the
aggregate

Node Name

netappClusterDiskIdentityChoose one or more disks to be
aggregated

Disk List

netappClusterRaidTypeChoose a RAID typeRaid Type

Outputs

TypeDescriptionOutput

netappClusterAggregate
Name

Name of the Cluster Aggregate.OUTPUT_CLUSTER_AGGREGATE_
NAME

ClusterFilerIdentityIdentity of the NetApp Cluster
Filer

OUTPUT_NETAPP_CLUSTER_
FILER_IDENTITY

aggregateClusterIdentityIdentity of the Cluster AggregateOUTPUT_CLUSTER_AGGREGATE_
IDENTITY
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Create NetApp Cluster Broadcast Domain
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

netappClusterSelected
AccountIdentity

Choose a NetApp C mode account on
which to create a broadcast domain

Account Name

Ygen_text_inputEnter a name for the broadcast domainBroadcast Domain
Name

Ygen_text_inputEnter the maximum transmission unit
for IP packets

Maximum
Transmission Unit
(MTU)

netappClusterAllPorts
Identity

Choose one or more ports to be added
to the broadcast domain

Port

netappClusterIPSpace
Identity

Choose the IP name space to which to
add the broadcast domain

IPSpace Name

Outputs

TypeDescriptionOutput

netappClusterBroadcastDomain
ListIdentity

Broadcast Domain List
Identity

OUTPUT_CLUSTER_BROADCAST_
DOMAIN_NAME_IDENTITY

netappClusterBroadcastDomain
Name

Name of the Broadcast
Domain

OUTPUT_CLUSTER_BROADCAST_
DOMAIN_NAME

netappClusterAllPortsIdentityName of the Port.OUTPUT_CLUSTER_ALL_PORT_
NAMES
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Create NetApp Cluster Cron Job Schedule
Summary

Creation of cron job schedule.
Description

This task will create a new cron job schedule entry.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterNode
Identity

Choose an account name in which to create
a cron job schedule

Account Name

Ygen_text_inputEnter a cron job schedule nameJob Schedule
Name

gen_text_inputEnter one or more day of themonth. Separate
days of the month with commas.

Day of Month

gen_text_inputEnter one or more day of the week. Separate
days of the week with commas.

Day of Week

gen_text_inputEnter one or more hour. Separate hours with
commas.

Hour

Ygen_text_inputEnter one or more minute. Separate minutes
with commas.

Minute

gen_text_inputEnter one or more month. Separate months
with commas.

Month

Outputs

TypeDescriptionOutput

NetAppClusterCronJob
Identity

Identity of the cron job
schedule.

OUTPUT_CLUSTER_CRON_JOB_
SCHEDULE_IDENTITY
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Create NetApp Cluster FCP Service
Summary

Creates FCP service for SVM
Description

This task will create FCP service for a selected SVM. If the SVM is associated with a single LIF then
the WWNN of the FCP service will be same as the WWNN of the LIF. If the SVM is associated with
multiple LIFS then an unique WWNN is autogenerated for the FCP service. If an unique WWNN is
provided in the "FCP Target Node Name" field then the default WWNN of the FCP service is replaced
by the user provided input.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVMname for which to create
the FCP service

SVM Name

gen_text_inputEnter the FCP target node name for the
SVM in WWNN format

FCP Target Node
Name

netappClusterFCPServiceIs
Available

Leave checked to automatically start the
service after creation completes

Start

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterFCPService
Identity

Identity of theNetAppCluster FCP
Service

OUTPUT_CLUSTER_FCP_
SERVICE_IDENTITY

gen_text_inputNode Name of NetApp Cluster
FCP Service

OUTPUT_CLUSTER_FCP_NODE_
NAME
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Create NetApp Cluster IPSpace
Summary

Create a new IP Space.
Description

Creates a new IP Space with the given name in specified filer. This task will work for both ONTAP and
OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YClusterFilerIdentityChoose a NetApp filer on which to
create an IP space

Filer Identity Name

Ygen_text_inputEnter a name for the IP spaceIPSpace Name

Outputs

TypeDescriptionOutput

netappClusterIPSpaceNameName of the NetApp cluster
IPSpace.

OUTPUT_NETAPP_CLUSTER_
IPSPACE_NAME

netappClusterIPSpace
Identity

NetApp cluster IPSpace Identity.OUTPUT_NETAPP_CLUSTER_
IPSPACE_IDENTITY

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY
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Create NetApp Cluster Interface Group
Summary

Creates a new Interface group on the node under cluster context.
Description

This task will creates a new port interface group for the selected node under the cluster context.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterNode
Identity

Choose the node on which the interface
group is to be created

Node Name

Ygen_text_inputEnter the name of the interface groupInterface Group Name

gen_text_inputChoose a load balancingmethod for the
interface group

Distribution Function

Ygen_text_inputChoose the create policy for the
interface group

Create Policy

Outputs

TypeDescriptionOutput

netappClusterInfGroupIdentityIdentity of the cluster interface
group.

OUTPUT_CLUSTER_PORT_
GROUP_IDENTITY

netappClusterNodeNameName of the cluster node.OUTPUT_CLUSTER_NODE_
NAME

netappClusterNodeIdentityIdentity of the cluster node.OUTPUT_CLUSTER_NODE_
IDENTITY

netappClusterPortAssocIf
GroupName

Name of the cluster IfGroup
name.

OUTPUT_CLUSTER_IFGRP_
NAME
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Create NetApp Cluster Logical Interface
Summary

Creates a new Logical Interface to a SVM.
Description

This task will create a Logical Interface(LIF) for the slected SVM. A logical interface is an IP address
associated with a physical network port. In the event of component failures, a logical interface can fail
over or be migrated to a different physical port, thereby continuing to provide network access despite
the component failure.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose the role of the logical interfaceRole

YnetappClusterVServer
Identity

Choose an SVM to associate with the
interface

SVM Name

YnetappClusterNode
Identity

Choose the home node for the interfaceHome Node

NETAPP_CLUSTER_
PROTOCOL_LIST

Choose the allowed protocols on the the
interface

Allowed Protocols

Ygen_text_inputChoose the home port for the interfaceHome Port

gen_text_inputEnter a name for the logical interfaceLogical Interface
Name

Ygen_text_inputEnter an IP address for the logical
interface

IP Address

Ygen_text_inputEnter the subnet mask of the IP addressSubnetmask

gen_text_inputChoose a failover group for the LIFFailover Policy

gen_text_inputChoose whether to create the failover
rules automatically or manually

Use Failover Group

Ygen_text_inputChoose the failover rules if they are to
be manually specified by the
administrator

Failover GroupName

Outputs

TypeDescriptionOutput

netappClusterLIFIdentityIdentity of the cluster Logical
interface

OUTPUT_CLUSTER_LOGICAL_
INF_IDENTITY

netappClusterNodeNameName of the cluster node.OUTPUT_CLUSTER_NODE_
NAME

gen_text_inputIP Address of the LIFLIF_IP_ADDRESS

gen_text_inputName of the cluster fcp
port(wwpn).

OUTPUT_CLUSTER_FCP_PORT_
NAME
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TypeDescriptionOutput

netappClusterNodeIdentityIdentity of the cluster node.OUTPUT_CLUSTER_NODE_
IDENTITY

gen_text_inputIdentity of the AccountOUTPUT_ACCOUNT_IDENTITY

netappAccountNameName of the Account on which the
selected operation was performed

ACCOUNT_NAME

netappClusterLIFNameName of the Cluster Logical
interface

OUTPUT_CLUSTER_LOGICAL_
INF_NAME

netappClusterVServer
Identity

Identity of the SVMOUTPUT_CLUSTER_SVM_
IDENTITY

gen_text_inputName of the cluster port.OUTPUT_CLUSTER_PORT
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Create NetApp Cluster NFS Service
Summary

Creates NFS service for SVM
Description

This task will create nfs service for a selected SVM
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM name for which to
create the NFS service

SVM Name

gen_text_inputCheck to enable NFS accessIs NFS Access Enabled

gen_text_inputCheck to enable VstorageIs Vstorage Enabled

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterNfsService
Identity

Identity of the cluster NFS
Service

OUTPUT_CLUSTER_NFS_
SERVICE_IDENTITY
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Create NetApp Cluster Peer
Summary

Creates a new cluster peer relationship
Description

This task will create a new cluster peer relationship between two existing inter clusters.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterAccount
Identity

Choose a cluster with which to create
a peer relationship

Select cluster

YnetappClusterLIFIdentityChoose the inter clustersSelect peer inter
clusters

Enter the timeout value. Default
timeout value is 15 seconds.

Time out (seconds)

Outputs

TypeDescriptionOutput

netappClusterPeerIdentityIdentity of the cluster peerOUTPUT_CLUSTER_PEER_
IDENTITY
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Create NetApp Cluster QOS Policy Group
Summary

Create a QOS policy group on a NetApp cluster SVM.
Description

This task creates a QOS policy group on a NetApp cluster SVM which later can be assigned to LUNs
and volumes inside the SVM.AQOS policy group without a maximum throughput value allows unlimited
throughput.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentitySelect SVM NameSVM Name

gen_text_inputEnter the name of the QOS policy
group

QOS Policy Group
Name

gen_text_inputEnter the maximum throughput
value to be applied to the QOS

Maximum
Throughput

policy group. Default value is
unlimited.

NETAPP_CLUSTER_QOS_
POLICY_GROUP_

Select the unit of transfer for
maximum throughput

Unit Of Throughput

MAXIMUM_
THROUGHPUT_UNIT

Outputs

TypeDescriptionOutput

NETAPP_CLUSTER_QOS_
POLICY_GROUPS_IDENTITY

Identity of the cluster QOS
policy group.

OUTPUT_NETAPP_CLUSTER_
QOS_POLICY_GROUP_IDENTITY

NETAPP_CLUSTER_QOS_
POLICY_GROUP_MAXIMUM_
THROUGHPUT_UNIT

Unit of the maximum
throughput for the QOS
policy group

OUTPUT_NETAPP_CLUSTER_
QOS_POLICY_GROUP_
MAXIMUM_THROUGHPUT_UNIT

netappClusterVServerIdentityNetApp Cluster SVM
Identity

OUTPUT_NETAPP_CLUSTER_
VSERVER_IDENTITY
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Create NetApp Cluster SVM
Summary

Creates a new Cluster SVM.
Description

This task will create a new SVM on one of the node in a cluster account.
Inputs

MandatoryMappable To TypeDescriptionInput

YaggregateClusterIdentityChoose an aggregate for which to
create the root volume

Aggregate Name

gen_text_inputEnter a name for the SVMSVM Name

volumeEnter a name for the root volumeRoot Volume Name

netappClusterVserverName
ServiceSwitch

Choose a name service switchName Service Switch

netappClusterVolume
SecurityStyle

Choose a security style for the root
volume

Security Style

netappClusterSnapshot
PolicyIdentity

Choose a snapshot policy for the root
volume

Snapshot Policy

vserverProtocolChoose the protocols to be enabled
on the SVM

Protocols

Check to start the NFS service on the
SVM

NFS Service Start

netappClusterIPSpace
Identity

Choose an IP spacename for the
SVM

IPspace Name

Outputs

TypeDescriptionOutput

netappClusterAggregate
Name

Name of the Cluster Aggregate.OUTPUT_CLUSTER_AGGREGATE_
NAME

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterSnapshotPolicy
Identity

Identity of the cluster snapshot
policy

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_IDENTITY

ClusterFilerIdentityIdentity of the NetApp Cluster
Filer

OUTPUT_NETAPP_CLUSTER_
FILER_IDENTITY

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

aggregateClusterIdentityIdentity of the Cluster
Aggregate

OUTPUT_CLUSTER_AGGREGATE_
IDENTITY
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TypeDescriptionOutput

netappClusterExportRule
Identity

Identity of Cluster Default
Export Rule Index 1.

OUTPUT_CLUSTER_DEFAULT_
EXPORT_RULE_IDENTITY
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Create NetApp Cluster SVM Peer
Summary

Creates a new SVM peer relationship
Description

This task will create a new SVM peer relationship between two existing SVMs.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputChoose a local SVM name with which to create
a peer relationship (For example: Pod

Select Local SVM
Name

name@Account name@Cluster name@vServer
name)

Ygen_text_inputChoose a peer SVM name with which to create
a peer relationship (For example: Pod

Select Peer SVM
Name

name@Account name@Cluster name@vServer
name)

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

gen_text_inputIdentity of the cluster peer SVMOUTPUT_CLUSTER_PEER_
VSERVER_IDENTITY

netappSourceCluster
VServerPeerIdentity

Identity of the source cluster
SVM peer relationship

OUTPUT_SOURCE_CLUSTER_
VSERVER_PEER_RELATIONSHIP_
IDENTITY

netappDestinationCluster
VServerPeerIdentity

Identity of the destination
cluster SVM peer relationship

OUTPUT_DESTINATION_CLUSTER_
VSERVER_PEER_RELATIONSHIP_
IDENTITY
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Create NetApp Cluster iSCSI Service
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM name for which to create
the iSCSI service

SVM Name

gen_text_inputEnter the iSCSI target alias for the iSCSI
service

Alias Name

gen_text_inputEnter the iSCSI target node name for the
SVM. The name must start with the prefix
"iqn".

ISCSI Target Node
Name

gen_text_inputLeave checked to automatically start the
service after creation completes

Start

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterISCSIService
Identity

Identity of the cluster ISCSI
Service

OUTPUT_CLUSTER_ISCSI_
SERVICE_IDENTITY

gen_text_inputNode Name of NetApp Cluster
ISCSI Service

OUTPUT_CLUSTER_ISCSI_IQN_
NODE_NAME
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Create NetApp Cluster vLAN Interface
Summary

Attaches a VLAN to a network port on a specified node under cluster context.
Description

This task will attaches a VLAN to a network port on a specified node.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose a port name (For example: Pod
name@Account name@Cluster
name@Node name@Port name)

Port Name

YvlanIDEnter the VLAN IDVLAN ID

Outputs

TypeDescriptionOutput

netappClusterInfGroupIdentityIdentity of the cluster interface
group.

OUTPUT_CLUSTER_PORT_
GROUP_IDENTITY

netappClusterPortNameName of the cluster port.OUTPUT_CLUSTER_PORT_NAME

netappClustervLANIdentityIdentity of the cluster vlan.OUTPUT_CLUSTER_VLAN_
IDENTITY

netappClusterAllPortsIdentityName of the Port.OUTPUT_CLUSTER_ALL_PORT_
NAMES
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Create NetApp FailOver Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a name for the failover
group

FailOver Group
Name

YnetappClusterAllPortsIdentityChoose a port for the failover
group

Port

Outputs

TypeDescriptionOutput

netappClusterFailOverGroup
Name

Name of the FailOver
Group

OUTPUT_CLUSTER_FAIL_OVER_
GROUP_NAME

netappClusterNodeIdentityName of the NodeOUTPUT_CLUSTER_FAIL_OVER_
NODE_NAME

netappClusterAllPortsIdentityName of the Port.OUTPUT_CLUSTER_ALL_PORT_
NAMES

netappClusterFailOverGroupList
Identity

FailOver Group IdentityOUTPUT_CLUSTER_FAIL_OVER_
GROUP_IDENTITY
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Create NetApp SVM Routing Group Route
Summary

Create a new network routing group route.
Description

This task will create a new network routing group route.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM for which to create a
routing group

SVM Name

YclusterGatewayAddressEnter the IP address of the gatewayGateway Address

YclusterDestinationAddressEnter the IP address and subnet mask
of the destination

Destination Address

clusterMetricEnter the hop count for the routing
group

Metric

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_
VSERVER_IDENTITY

clusterRoutingGroupSpecifies the name of the routing group.
For example: d192.168.1.0/24(d,c,n stands

OUTPUT_CLUSTER_
ROUTING_GROUP

for data,cluster,node LIF and 192.168.1.
0/24 is subnet).

clusterGatewayAddressSpecifies the IP address of gateway. For
example: 192.18.0.0

OUTPUT_CLUSTER_
GATEWAY_ADDRESS

clusterDestination
Address

Specifies the IP address and subnet mask
of destination. For example : 192.168.1.
0/24.

OUTPUT_CLUSTER_
DESTINATION_ADDRESS

clusterMetricSpecifies the metric(hop count) of the LIF.OUTPUT_CLUSTER_METRIC
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Create NetApp SVM SIS Policy
Summary

Creates a new SIS policy.
Description

This task will create a new SIS policy for SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM to create an SIS policySVM Name

YclusterSisPolicyNameTextEnter a name for the SIS policySIS policy name

clusterSisEnabledChoose to enable or disable the SIS
policy

Enabled

clusterSisQosPolicyChoose the QOS policy for SIS
operations

QOS Policy

clusterSisDurationEnter the length of time in hours for
which to run the scheduled SIS
operations

Duration

clusterSisCronJobScheduleChoose a cron job schedule to be used
for the SIS operations

Schedule

gen_text_inputEnter a commentComment

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterSisPolicyNameName of the sis Policy.OUTPUT_CLUSTER_SIS_POLICY_
NAME

clusterSisEnabledTo Enable/Disable sis policy.OUTPUT_CLUSTER_SIS_
ENABLED

clusterSisDurationThe duration in hours for which the
scheduled sis operation should run.

OUTPUT_CLUSTER_SIS_
DURATION

clusterSisQosPolicyQOS Policy for the SIS operation.OUTPUT_CLUSTER_SIS_QOS_
POLICY

clusterSisCronJobScheduleCron type job schedule name.OUTPUT_CLUSTER_CRON_JOB_
SCHEDULE
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Create NetApp SnapMirror Policy
Summary

Creates a new snapmirror policy on SVM
Description

This task will create a new SnapMirror policy on a SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an SVM for which to
create a Snapmirror policy

SVM Name

Ygen_text_inputEnter a name for the Snapmirror
policy

Enter Policy Name

netappSnapmirrorRestartTypeChoose the type of restartRestart

netappSnapmirrorTransfer
PriorityType

Choose the priority of the transferTransfer Priority

gen_text_inputEnter a commentEnter Comment

Outputs

TypeDescriptionOutput

NetAppClusterSnapmirror
PolicyIdentity

Identity of the snapmirror
policy

OUTPUT_CLUSTER_
SNAPMIRROR_POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
2621

NetApp clustered Data ONTAP Tasks
Create NetApp SnapMirror Policy



Create NetApp SnapMirror Relationship
Summary

Creates a new snapmirror relationship between two SVM volumes
Description

This task will create a new SnapMirror relationship of type Data Protection between a source and
destination volumes.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose a destination volume (For example:
Pod name@Account name@Cluster
name@SVM name@Volume name)

DestinationVolume

gen_text_inputChoose a type of the Snapmirror relationshipRelationship Type

Ygen_text_inputChoose a source volume (For example: Pod
name@Account name@Cluster
name@SVM name@Volume name)

Source Volume

NetAppCluster
SnapmirrorPolicy
Identity

Choose a Snapmirror policyPolicy

NetAppClusterCronJob
Identity

Choose a cron job with which to schedule
the Snapmirror update

Schedule

gen_text_inputEnter the maximum transfer rate. Default is
0, which specifies an unlimited transfer rate.

Maximum Transfer
Rate (kbps)

Outputs

TypeDescriptionOutput

gen_text_inputIdentity of the snapmirror
destination volume location

OUTPUT_CLUSTER_SNAPMIRROR_
DESTINATION_VOLUME_IDENTITY

gen_text_inputIdentity of the snapmirror source
volume location

OUTPUT_CLUSTER_SNAPMIRROR_
SOURCE_VOLUME_IDENTITY

NetAppCluster
SnapmirrorRelation
Identity

Identity of the snapmirror
relationship

OUTPUT_CLUSTER_SNAPMIRROR_
RELATIONSHIP_IDENTITY
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Delete CIFS on SVM
Summary

Delete a CIFS server.
Description

This task will Delete a CIFS server.If the admin-username and admin-password are not specified,the
CIFS server's machine account will not be deleted from the Windows Active Directory domain.The
deletion of the CIFS server will also delete the CIFS shares associated with it.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM from which to delete CIFS
server configuration

SVM Name

clusterCifsUserNameEnter the username of the account used to
remove the CIFS server from the active
directory

Admin User

clusterCifsPassWordEnter the password of the account used to
remove the CIFS server from the active
directory

Admin Password

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterCifsUserNameThe username of the account used to add
this CIFS server to Active Directory.

OUTPUT_CLUSTER_CIFS_
ADMIN_USERNAME

clusterCifsPassWordThe password for the account used to
add this CIFS server to Active
Directory.

OUTPUT_CLUSTER_CIFS_
ADMIN_PASSWORD
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Delete License from NetApp Cluster
Summary

Removes license to the Cluster.
Description

Removes license for the Data ONTAP services.
Inputs

MandatoryMappable To TypeDescriptionInput

YClusterFilerIdentityChoose a cluster from which the license is to
be deleted

Account Name

YnetappClusterLicense
ListName

Choose a package from which to delete the
license

Package

gen_text_inputEnter the serial number of the node associated
with the license. If this parameter is not

Node Serial
Number

provided, the serial number defaults to the
cluster serial number.

Outputs

No Outputs
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Delete NetApp Cluster Aggregate
Summary

Destroying the cluster aggregate.
Description

This task will destroy the cluster aggregrate.
Inputs

MandatoryMappable To TypeDescriptionInput

YaggregateClusterIdentityChoose an aggregate to be
deleted

Aggregate Name

Outputs

No Outputs
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Delete NetApp Cluster Broadcast Domain
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterSelected
AccountIdentity

Choose a NetApp C mode account from
which to delete a broadcast domain

Account Name

Ygen_text_inputEnter the broadcast domain to be deletedBroadcast Domain
Name

Ygen_text_inputEnter the name of the IP name space
from which to delete the broadcast
domain

IPSpace Name

Outputs

No Outputs
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Delete NetApp Cluster Cron Job Schedule
Summary

Deleted the cron job schedule.
Description

This task will delete a cron job schedule entry.
Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppClusterCronJob
Identity

Choose a cron job schedule
name to delete

Select Cron Job Schedule
Name

Outputs

No Outputs
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Delete NetApp Cluster IPSpace
Summary

Deletes an IP Space.
Description

Destroys selected IP Space. This task will work for both ONTAP and OnCommand accounts.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterIPSpaceIdentityChoose an IP space to be
deleted

IPSPace Name

Outputs

TypeDescriptionOutput

netappClusterIPSpaceNameName of the NetApp cluster
IPSpace.

OUTPUT_NETAPP_CLUSTER_
IPSPACE_NAME

netappClusterIPSpace
Identity

NetApp cluster IPSpace Identity.OUTPUT_NETAPP_CLUSTER_
IPSPACE_IDENTITY

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY
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Delete NetApp Cluster Interface Group
Summary

Deletes a Interface group on the node under cluster context.
Description

This task will destroys a port interface group. Before deleting a port interface group, remove all ports
from it.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterInfGroupIdentityChoose an interface group to
be deleted

Interface GroupName

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Cluster Peer
Summary

Destroys peer relationship between two existing clusters
Description

This task will destroy the peering relationship between two clusters
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterPeerIdentityChoose a peer cluster name that
has a peer relationship

Select Cluster Peer
Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Cluster QOS Policy Group
Summary

Delete an existing QOS policy group.
Description

This task deletes an existing QOS policy group from the NetApp cluster SVM. Deleting a QOS policy
group with the force option checked deletes the workloads associated with the policy group as well as
the policy group itself.

Inputs

MandatoryMappable To TypeDescriptionInput

YNETAPP_CLUSTER_QOS_
POLICY_GROUPS_
IDENTITY

Select the QOS policy group to deleteQOS Policy
Group

BooleanCheck this box to delete the associated
workloads along with the selected QOS
policy group

Force

Outputs

TypeDescriptionOutput

NETAPP_CLUSTER_QOS_
POLICY_GROUPS_IDENTITY

Identity of the cluster QOS
policy group.

OUTPUT_NETAPP_CLUSTER_
QOS_POLICY_GROUP_IDENTITY

netappClusterVServerIdentityNetAppCluster SVM IdentityOUTPUT_NETAPP_CLUSTER_
VSERVER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Cluster SVM Peer
Summary

Delete a SVM peer relationship
Description

This task will delete a SVM peer relationship between two existing SVMs.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputChoose an SVMpeer relationship ID to delete
the relationship (For example: Pod

Select SVM peer
relationship id

name@Account name@Cluster
name@SVM@Peer SVM)

Check to force deleteForce

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Cluster vLAN Interface
Summary

Deletes a VLAN from a network port. under cluster context.
Description

This task will deletes a VLAN from a network port.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClustervLANIdentityChoose a VLAN interface to be
deleted

vLAN Interface

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp FailOver Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterFailOverGroupList
Identity

Choose a failover group to be
deleted

FailOverGroupName

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp SVM Routing Group Route
Summary

Deletes a network routing group route.
Description

This task will delete a network routing group route.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM to delete a routing
group

SVM Name

YclusterDestinationAddressEnter the IP address and subnet mask
of the destination from which to delete
the routing group

Destination
Address

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_
VSERVER_IDENTITY

clusterRoutingGroupSpecifies the name of the routing group. For
example: d192.168.1.0/24(d,c,n stands for

OUTPUT_CLUSTER_
ROUTING_GROUP

data,cluster,node LIF and 192.168.1.0/24 is
subnet).

clusterDestination
Address

Specifies the IP address and subnet mask of
destination. For example : 192.168.1.0/24.

OUTPUT_CLUSTER_
DESTINATION_ADDRESS

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp SVM SIS Policy
Summary

Destroys a new SIS policy.
Description

This task will destroys a SIS policy for SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an SVM from which to
delete a SIS policy

SVM Name

YclusterSisPolicyNameChoose an SIS policy to be deletedSIS policy name

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterSisPolicyNameName of the sis Policy.OUTPUT_CLUSTER_SIS_POLICY_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp SnapMirror Policy
Summary

Deletes a snapmirror policy on SVM
Description

This task will deelte a SnapMirror policy on a SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

NetAppClusterSnapmirrorPolicy
Identity

Choose a Snapmirror policy to
be deleted

Select Policy

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp SnapMirror Relationship
Summary

Deletes a existing snapmirror relationship between two SVM volumes
Description

This task will delete a existing SnapMirror relationship of type Data Protection between a source and
destination volumes.

Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppClusterSnapmirror
RelationIdentity

Choose a Snapmirror
relationship to delete

Select Snapmirror
Relationship

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp Cluster FCP Service
Summary

Destroys FCP service for SVM
Description

This task will destroy FCP service for a selected SVM
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterFCPService
Identity

Choose a FCP service to be destroyedFCP Service

BooleanCheck to forcibly destroy FCP service
if it is in active state

Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp Cluster Logical Interface
Summary

Destroys a Logical Interface for the SVM.
Description

This task will destroys a Logical Interface(LIF) for the slected SVM. Once LIF can be destroyed, LIF
can be no longer exist for the SVM.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappCluster
LIFIdentity

Choose a logical interface to be
deleted

Logical Interface

Bring logical interface down
before deleting

Bring logical interface down
before deleting

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp Cluster NFS Service
Summary

Destroys NFS service for SVM
Description

This task will destroy nfs service for a selected SVM
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an NFS service to be
destroyed

NFS Service

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterNfsService
Identity

Identity of the cluster NFS
Service

OUTPUT_CLUSTER_NFS_
SERVICE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp Cluster SVM
Summary

Destroys the selected SVM.
Description

This task will destroy the selected SVM in a cluster mode.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM to be deletedSVM Name

Check to forcibly delete the SVMForce

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp Cluster iSCSI Service
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an iSCSI service to be
destroyed

iSCSI Service

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterISCSIService
Identity

Identity of the cluster ISCSI
Service

OUTPUT_CLUSTER_ISCSI_
SERVICE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Disable Dedupe on NetApp Cluster Flexible Volume
Summary

Disable deduplication on NetApp cluster volume
Description

This task disables deduplication on cluster volume. Dedupe can be disabled on both Flexible and
FlexGroup volumes using this task.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentityChoose a volume on which to
disable dedupe

Volume

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Disable NetApp SVM User
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM for which to disable
access by a user

SVM Name

Ygen_text_inputEnter the name of the user for which to
disable access to the SVM

UserName

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

adminusernameThe Username of the adminOUTPUT_ADMIN_USERNAME

Cisco UCS Director Task Library Reference, Release 6.7
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Enable Dedupe on NetApp Cluster Flexible Volume
Summary

Enable deduplication on NetApp cluster volume
Description

This task enables deduplication on cluster volume. Dedupe can be enabled on both Flexible and FlexGroup
volumes using this task.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentityChoose a volume on which to
enable dedupe

Volume

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Enable NetApp SVM User
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM on which to enable
access for a user

SVM Name

Ygen_text_inputEnter the name of a user for which to
enable access to the SVM

UserName

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

adminusernameThe Username of the adminOUTPUT_ADMIN_USERNAME

Cisco UCS Director Task Library Reference, Release 6.7
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Execute NetApp Cluster CLI
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YClusterFilerIdentityChoose a NetApp filer to execute a CLI
command

Filer Identity Name

gen_text_inputEnter a CLI command to be executedCLI Command

gen_text_inputEnter the expected output of the CLI
execution

Expected Output

gen_text_inputEnter a CLI command to be executed if
the task is rolled back

Undo CLI Command

Outputs

TypeDescriptionOutput

gen_text_inputOutput of NetApp CLI Task.OUTPUT_NETAPP_CLI_OUTPUT

Cisco UCS Director Task Library Reference, Release 6.7
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Get NetApp Cluster Storage
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a storage sizeVolume Size

storageSizeUnitChoose a unit for storage sizeVolume Size Units

YucsServerIdentityEnter a server IDServer Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Migrate NetApp Cluster Logical Interface
Summary

Migrate an existing SVM logical interface to physical port or interface group under cluster context.
Description

This task will migrates a logical interface to a port or interface group on the node you specify.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM to which to migrate an
associated logical interface

SVM Name

YnetappClusterLIFIdentityChoose a logical interface to be
migrated

Logical Interface

YnetappClusterNodeIdentityChoose the node to which to migrate the
interface

Node Name

gen_text_inputChoose the port to which to migrate the
interface

Port Name

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterNodeNameName of the cluster node.OUTPUT_CLUSTER_NODE_NAME
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Modify CIFS on SVM
Summary

Modify the basic configurations of a CIFS server.
Description

This task will modify the basic configurations of a CIFS server.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM on which to modify the
CIFS server configuration

SVM Name

clusterCifsDomainEnter the fully qualified domain name of the
active directory to which the CIFS server
belongs

Domain Name

clusterCifsUserNameEnter the username of the account used to
add the CIFS server to the active directory

Admin User

clusterCifsPassWordEnter the password of the account used to
add the CIFS server to the active directory

Admin Password

gen_text_inputChoose the administrative status of the CIFS
server

Administrative
Status

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterCifsUserNameThe username of the account used to add
this CIFS server to Active Directory.

OUTPUT_CLUSTER_CIFS_
ADMIN_USERNAME

clusterCifsPassWordThe password for the account used to add
this CIFS server to Active Directory.

OUTPUT_CLUSTER_CIFS_
ADMIN_PASSWORD

clusterCifsDomainThe fully qualified domain name of the
Windows Active Directory.

OUTPUT_CLUSTER_CIFS_
DOMAIN

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster Cron Job Schedule
Summary

Modification of cron job schedule.
Description

This task will modify the attributes of the cron job schedule entry.
Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppClusterCronJob
Identity

Choose a cron job schedule name to modifySelect Cron Job
Schedule Name

gen_text_inputEnter one or more day of the month.
Separate days of the month with commas.

Day of Month

gen_text_inputEnter one or more day of the week. Separate
days of the week with commas.

Day of Week

gen_text_inputEnter one or more hour. Separate hours with
commas.

Hour

Ygen_text_inputEnter one or more minute. Separate minutes
with commas.

Minute

gen_text_inputEnter one or more month. Separate months
with commas.

Month

Outputs

TypeDescriptionOutput

NetAppClusterCronJob
Identity

Identity of the cron job
schedule.

OUTPUT_CLUSTER_CRON_JOB_
SCHEDULE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster Logical Interface
Summary

Modify the existing logical interface associated with a SVM.
Description

This task modifies parameters of the logical interface (LIF) associated with a storage virtual machine
(SVM). IP address, subnet mask, home node, home port, and failover policies can be modified. Active
LIFs that have iSCSI protocol enabled do not allow changes to home node, home port, or failover policy.
Active LIFs with FCP protocol do not allow changes to any parameter.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterLIFIdentityChoose the logical interface to be
modified

Logical Interface

YnetappClusterNodeIdentityChoose the home node for the
interface

Home Node

Ygen_text_inputChoose the home port for the interfaceHome Port

gen_text_inputEnter an IP address for the logical
interface

IP Address

gen_text_inputEnter the subnet mask of the IP
address

Subnet Mask

NETAPP_LIF_FAILOVER_
POLICY

Choose a failover group for the LIFFailover Policy

NETAPP_LIF_USE_
FAILOVER_GROUP

Choose whether to create the failover
rules automatically or manually

Use Failover Group

Outputs

TypeDescriptionOutput

netappClusterLIFIdentityIdentity of the cluster Logical
interface

OUTPUT_CLUSTER_LOGICAL_
INF_IDENTITY

netappClusterNodeNameName of the cluster node.OUTPUT_CLUSTER_NODE_
NAME

gen_text_inputIP Address of the LIFLIF_IP_ADDRESS

netappClusterNodeIdentityIdentity of the cluster node.OUTPUT_CLUSTER_NODE_
IDENTITY

gen_text_inputIdentity of the AccountOUTPUT_ACCOUNT_IDENTITY

netappAccountNameName of the Account on which the
selected operation was performed

ACCOUNT_NAME

netappClusterLIFNameName of the Cluster Logical
interface

OUTPUT_CLUSTER_LOGICAL_
INF_NAME
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TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the SVMOUTPUT_CLUSTER_SVM_
IDENTITY

gen_text_inputName of the cluster port.OUTPUT_CLUSTER_PORT

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster NFS Service
Summary

Modifies NFS service attributes
Description

This task will modify nfs service attributes like isNfsAccessEnabled,tec
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an NFS service to be
modified

NFS Service

gen_text_inputCheck to enable NFS accessIs NFS Access Enabled

gen_text_inputCheck to enable VstorageIs Vstorage Enabled

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterNfsService
Identity

Identity of the cluster NFS
Service

OUTPUT_CLUSTER_NFS_
SERVICE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster Peer
Summary

Modifies a peer relationship between two existing clusters
Description

This task will modify the peering relationship between two clusters
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterPeer
Identity

Choose a cluster peer with which to
modify the relationship

Select cluster peer

YnetappClusterLIFIdentityChoose the inter clustersSelect peer inter clusters

Enter the timeout value. Default
timeout value is 15 secs.

Time out (seconds)

Outputs

TypeDescriptionOutput

netappClusterPeerIdentityIdentity of the cluster peerOUTPUT_CLUSTER_PEER_
IDENTITY
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Modify NetApp Cluster QOS Policy Group
Summary

Modify an existing QOS policy group.
Description

This task modifies an existing QOS policy group created on the NetApp cluster SVM. A QOS policy
group without a maximum throughput value allows unlimited throughput.

Inputs

MandatoryMappable To TypeDescriptionInput

YNETAPP_CLUSTER_QOS_
POLICY_GROUPS_IDENTITY

Select the QOS policy group to
modify

QOS Policy Group

gen_text_inputEnter the maximum throughput
value to be applied to the QOS

Maximum
Throughput

policy group. Default value is
unlimited.

NETAPP_CLUSTER_QOS_
POLICY_GROUP_MAXIMUM_
THROUGHPUT_UNIT

Select the unit of transfer for
maximum throughput

Unit Of
Throughput

Outputs

TypeDescriptionOutput

NETAPP_CLUSTER_QOS_
POLICY_GROUPS_IDENTITY

Identity of the cluster QOS
policy group.

OUTPUT_NETAPP_CLUSTER_
QOS_POLICY_GROUP_IDENTITY

NETAPP_CLUSTER_QOS_
POLICY_GROUP_MAXIMUM_
THROUGHPUT_UNIT

Unit of the maximum
throughput for the QOS
policy group

OUTPUT_NETAPP_CLUSTER_
QOS_POLICY_GROUP_
MAXIMUM_THROUGHPUT_UNIT

netappClusterVServerIdentityNetApp Cluster SVM
Identity

OUTPUT_NETAPP_CLUSTER_
VSERVER_IDENTITY
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Modify NetApp Cluster SVM
Summary

Modifies Cluster SVM parameters
Description

This task will modify cluster SVM parameters, Name Service Switch, Name Mapping Switch, Max
volume limit, Aggregate list, Snapshot policy and Protocols.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose the SVM to be modifiedSVM Name

netappClusterVserverName
ServiceSwitch

Choose a name service switchName Service Switch

netappClusterVserverName
MappingSwitch

Choose a name mapping switchName Mapping
Switch

gen_text_inputEnter the maximum number of
volumes that can be created on the
SVM

Max. Volume Limit

YaggregateClusterIdentityChoose one or more aggregates on
which volumes can be created

Aggregate List

netappClusterSnapshotPolicy
Identity

Choose a snapshot policySnapshot Policy

vserverProtocolChoose the protocols to be enabled
on the SVM

Protocols

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterSnapshotPolicy
Identity

Identity of the cluster snapshot
policy

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_IDENTITY
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Modify NetApp SVM SIS Policy
Summary

Modifies a new SIS policy.
Description

This task will modify a SIS policy for SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM on which to modify the
SIS policy

SVM Name

YclusterSisPolicyNameChoose a SIS policy to be modifiedSIS policy name

clusterSisEnabledChoose to enable or disable the SIS
policy

Enabled

clusterSisQosPolicyChoose the QOS policy for SIS
operations

QOS Policy

clusterSisDurationEnter the length of time in hours for
which to run the scheduled SIS
operations

Duration

clusterSisCronJobScheduleChoose a cron job schedule to be used
for the SIS operations

Schedule

gen_text_inputEnter a commentComment

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterSisPolicyNameName of the sis Policy.OUTPUT_CLUSTER_SIS_POLICY_
NAME

clusterSisEnabledTo Enable/Disable sis policy.OUTPUT_CLUSTER_SIS_
ENABLED

clusterSisDurationThe duration in hours for which the
scheduled sis operation should run.

OUTPUT_CLUSTER_SIS_
DURATION

clusterSisQosPolicyQOS Policy for the SIS operation.OUTPUT_CLUSTER_SIS_QOS_
POLICY

clusterSisCronJobScheduleCron type job schedule name.OUTPUT_CLUSTER_CRON_JOB_
SCHEDULE
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Modify NetApp SVM User
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM on which to modify
access for a user

SVM Name

Ygen_text_inputEnter the name of the userUserName

YpasswordEnter a new password for the userPassword

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

adminusernameThe Username of the adminOUTPUT_ADMIN_USERNAME
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Modify NetApp SnapMirror Policy
Summary

Modify a snapmirror policy on SVM
Description

This task will modify a SnapMirror policy on a SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppClusterSnapmirrorPolicy
Identity

Choose a Snapmirror policy to
be modified

Select Policy

netappSnapmirrorRestartTypeChoose the type of restartRestart

netappSnapmirrorTransferPriority
Type

Choose the priority of the
transfer

Transfer Priority

gen_text_inputEnter a commentEnter Comment

Outputs

TypeDescriptionOutput

NetAppClusterSnapmirror
PolicyIdentity

Identity of the snapmirror
policy

OUTPUT_CLUSTER_
SNAPMIRROR_POLICY_IDENTITY
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Modify NetApp SnapMirror Policy Rule
Summary

Modify a rule from cluster snapmirror policy
Description

This task will modify a rule from the snapmirror policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppClusterSnapmirror
PolicyRuleIdentity

Choose a policy rule to modifySelect Policy Rule

Ygen_text_inputEnter the snapshot copy retention
count

Snapshot Copy Retention
Count

Check to enable snapshot copy
preserve

Preserve

gen_text_inputEnter the warning threshold countWarning Threshold Count

Outputs

TypeDescriptionOutput

NetAppClusterSnapmirror
PolicyRuleIdentity

Identity of the snapmirror
policy rule

OUTPUT_CLUSTER_
SNAPMIRROR_POLICY_RULE_
IDENTITY
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Modify NetApp SnapMirror Relationship
Summary

Modifies snapmirror relationship between two SVM volumes
Description

This task will modify the parameters of the SnapMirror relationship of type Data Protection between a
source and destination volumes.

Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppClusterSnapmirror
RelationIdentity

Choose a Snapmirror relationship to
modify

Select SnapMirror
Relationship

NetAppClusterSnapmirror
PolicyIdentity

Choose a Snapmirror policyPolicy

NetAppClusterCronJob
Identity

Choose a cron job with which to
schedule the Snapmirror update

Schedule

gen_text_inputEnter the maximum transfer rate.
Default is 0, which specifies an
unlimited transfer rate.

Maximum Transfer
Rate (kbps)

Outputs

TypeDescriptionOutput

NetAppClusterSnapmirror
RelationIdentity

Identity of the snapmirror
relationship

OUTPUT_CLUSTER_
SNAPMIRROR_RELATIONSHIP_
IDENTITY
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Modify Netapp Cluster Logical Interface Status
Summary

Modify a Netapp cluster logical interface status.
Description

This task modifies the administrative status of the logical interface associated with a storage virtual
machine (SVM).

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterLIFIdentitySelect logical interface name to
modify status

Logical Interface

NETAPP_LIF_STATUSLIF's Administrative StatusAdministrative Status

Outputs

TypeDescriptionOutput

netappClusterLIFIdentityIdentity of the cluster Logical
interface

OUTPUT_CLUSTER_LOGICAL_
INF_IDENTITY

gen_text_inputIdentity of the AccountOUTPUT_ACCOUNT_IDENTITY

netappAccountNameName of the Account on which the
selected operation was performed

ACCOUNT_NAME

netappClusterLIFNameName of the Cluster Logical
interface

OUTPUT_CLUSTER_LOGICAL_
INF_NAME

netappClusterVServer
Identity

Identity of the SVMOUTPUT_CLUSTER_SVM_
IDENTITY

gen_text_inputName of the cluster port.OUTPUT_CLUSTER_PORT
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Move NetApp Cluster Volume
Summary

Moves a volume to setination aggregate under the cluster context.
Description

This task will moves a flexible volume to any eligible aggregate in the cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentityChoose the volume to be migratedVolume Name

YnetappClusterAggregateNameChoose an aggregate to which to
migrate the volume

Aggregate Name

Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY
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Reject NetApp Cluster SVM Peer
Summary

Rejects a new SVM peer relationship which is in pending state
Description

This task will reject the SVM peer relationship which is in pending state.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappSourceClusterVServer
PeerIdentity

Choose an SVM relationship ID
with which to reject a peer
relationship

Select SVM Peer
relationship id

Outputs

TypeDescriptionOutput

netappSourceCluster
VServerPeerIdentity

Identity of the source cluster
SVM peer relationship

OUTPUT_SOURCE_CLUSTER_
VSERVER_PEER_RELATIONSHIP_
IDENTITY

netappDestinationCluster
VServerPeerIdentity

Identity of the destination cluster
SVM peer relationship

OUTPUT_DESTINATION_CLUSTER_
VSERVER_PEER_RELATIONSHIP_
IDENTITY
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Remove NetApp SnapMirror Policy Rule
Summary

Removes a rule from cluster snapmirror policy
Description

This task will remove a rule from the snapmirror policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YNetAppClusterSnapmirrorPolicy
RuleIdentity

Choose a policy rule to
remove

Select Policy Rule

Outputs

No Outputs
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Remove port from Cluster Interface Group
Summary

Remove an existing port from interface group on the node under cluster context.
Description

This task will removes a network port from port interface group. The port interface group must already
exist.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterInfGroup
Identity

Choose the interface group from
which to remove a port

Interface Group
Name

Ygen_text_inputChoose a port to remove from the
interface

Port Name

Outputs

No Outputs
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Rename NetApp Cluster IPSpace
Summary

Assigns selected interface to IP Space.
Description

This task will rename the selected VLAN interface to the IP Space. This task will work for both ONTAP
and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterIPSpaceIdentityChoose an IP space to be
renamed

IPSPace Name

Ygen_text_inputEnter a new name for the IP
space

New IPSPace Name

Outputs

TypeDescriptionOutput

netappClusterIPSpaceNameName of the NetApp cluster
IPSpace.

OUTPUT_NETAPP_CLUSTER_
IPSPACE_NAME

netappClusterIPSpace
Identity

NetApp cluster IPSpace Identity.OUTPUT_NETAPP_CLUSTER_
IPSPACE_IDENTITY

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY
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Set NetApp FCP Port Name
Summary

Sets FCP Adapter portname
Description

This task will set new port name to selected fcp adapter.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterLIFIdentityChoose an FCP Adaptor for which
to set portname

Adapter Name(LIF)

Ygen_text_inputEnter a port name inWWPN formatPort Name(wwpn)

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterLIFIdentityIdentity of the cluster Logical
interface

OUTPUT_CLUSTER_LOGICAL_
INF_IDENTITY

gen_text_inputName of the cluster fcp
port(wwpn).

OUTPUT_CLUSTER_FCP_PORT_
NAME
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Setup CIFS on NetApp SVM
Summary

Configure and setup CIFS services on a SVM.
Description

This task will Configure and setup CIFS services on a SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVMonwhich to set up and configure
CIFS server

SVM Name

Ygen_text_inputEnter the netBIOS name of the CIFS serverCIFS Server

YclusterCifsDomainEnter the fully qualified domain name of the
active directory to which this server belongs

Domain Name

YclusterCifsUserNameEnter the username of the account used to add
this CIFS server to the active directory

Admin User

YclusterCifsPassWordEnter the password of the account used to add
this CIFS server to the active directory

Admin Password

Ygen_text_inputEnter the name of the organizational unit within
the active directory to which this CIFS server
belongs

Organizational
Unit

Ygen_text_inputChoose the LDAP schema to be used for this
configuration

Schema

Ygen_text_inputEnter one or more LDAP IP addresses to use for
this configuration. This option is not applicable

Server IP

for configurations using active directory LDAP
servers. Separate the IP addresses with commas
if more than one address is specified.

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterCifsUserNameThe username of the account used to add
this CIFS server to Active Directory.

OUTPUT_CLUSTER_CIFS_
ADMIN_USERNAME

clusterCifsPassWordThe password for the account used to add
this CIFS server to Active Directory.

OUTPUT_CLUSTER_CIFS_
ADMIN_PASSWORD

clusterCifsDomainThe fully qualified domain name of the
Windows Active Directory.

OUTPUT_CLUSTER_CIFS_
DOMAIN
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Start/Stop NetApp SVM FCP Service
Summary

Starts or stops FCP service of SVM
Description

This task will start or stop the fcp service of selected SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an SVM on which to start
the FCP services

SVM Name

netappClusterFCPServiceIs
Available

Check to start the FCP service on
the SVM

FCP Service Start

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY
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Start/Stop NetApp SVM ISCSI Service
Summary

Starts or stops ISCSI service of SVM
Description

This task will start or stop the iscsi service of selected SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM onwhich to start the
iSCSI services

SVM Name

gen_text_inputCheck to start the iSCSI service on
the SVM

ISCSI Service Start

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterISCSIService
Identity

Identity of the cluster ISCSI
Service

OUTPUT_CLUSTER_ISCSI_
SERVICE_IDENTITY
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NetApp clustered SVM Tasks

This chapter contains the following sections:

• Add Existing Initiator to NetApp Cluster IGroup, on page 2677
• Add Initiator to NetApp Cluster Initiator Group, on page 2678
• Add NetApp Cluster Port To Portset, on page 2679
• Add NetApp Cluster Quota, on page 2680
• Add NetApp Cluster Snapshot Policy Schedule, on page 2682
• Bind NetApp Cluster Initiator Group To Portset, on page 2683
• Clone NetApp Cluster LUN, on page 2684
• Create DNS for NetApp SVM, on page 2685
• Create NetApp CIFS Share, on page 2686
• Create NetApp CIFS Share Access, on page 2687
• Create NetApp Cluster Export Policy, on page 2688
• Create NetApp Cluster Export Rule, on page 2689
• Create NetApp Cluster FlexGroup Volume, on page 2690
• Create NetApp Cluster Flexible Volume, on page 2692
• Create NetApp Cluster Initiator Group, on page 2694
• Create NetApp Cluster LUN, on page 2695
• Create NetApp Cluster Multi-Volume Snapshot, on page 2696
• Create NetApp Cluster Portset, on page 2697
• Create NetApp Cluster QTree, on page 2698
• Create NetApp Cluster Snapshot Policy, on page 2699
• Create NetApp Cluster Volume Snapshot, on page 2700
• Create NetApp Cluster WWPN Alias, on page 2701
• Create a New IP to host names mapping for NetApp vServer, on page 2702
• Delete IP to host names mapping, on page 2703
• Delete NetApp CIFS Share, on page 2704
• Delete NetApp CIFS Share Access, on page 2705
• Delete NetApp Cluster Export Policy, on page 2706
• Delete NetApp Cluster Export Rule, on page 2707
• Delete NetApp Cluster Quota, on page 2708
• Delete NetApp Cluster Snapshot Policy, on page 2709
• Delete NetApp Cluster Volume Snapshot, on page 2710
• Delete NetApp Cluster WWPN Alias, on page 2711
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• Destroy NetApp Cluster FlexGroup Volume, on page 2712
• Destroy NetApp Cluster Flexible Volume, on page 2713
• Destroy NetApp Cluster Initiator Group, on page 2714
• Destroy NetApp Cluster LUN, on page 2715
• Destroy NetApp Cluster Portset, on page 2716
• Destroy NetApp Cluster QTree, on page 2717
• Map NetApp Cluster LUN to iGroup, on page 2718
• Migrate NetApp Cluster LUN, on page 2719
• Modify DNS for NetApp SVM, on page 2720
• Modify NetApp CIFS Share, on page 2721
• Modify NetApp CIFS Share Access, on page 2722
• Modify NetApp Cluster Export Policy (Rename), on page 2723
• Modify NetApp Cluster Export Rule, on page 2724
• Modify NetApp Cluster Flexible Volume, on page 2725
• Modify NetApp Cluster Flexible Volume Compression Status, on page 2726
• Modify NetApp Cluster Initiator Group(Rename), on page 2727
• Modify NetApp Cluster QTree, on page 2728
• Modify NetApp Cluster Quota, on page 2729
• Modify NetApp Cluster Snapshot Policy, on page 2730
• Modify NetApp Cluster Snapshot Policy Schedule, on page 2731
• Modify NetApp Cluster Volume Status, on page 2732
• Modify NetApp Cluster WWPN Alias, on page 2733
• Modify hostnames to IP mapping, on page 2734
• Mount NetApp Cluster Volume, on page 2735
• Move NetApp Cluster LUN, on page 2736
• NetApp Cluster Volume Snapshot Partial Restore File, on page 2737
• NetApp Cluster Volume Snapshot Restore, on page 2738
• NetApp Cluster Volume Snapshot Restore File, on page 2739
• Remove Initiator from NetApp Cluster Initiator Group, on page 2740
• Remove NetApp Cluster Port From Portset, on page 2741
• Remove NetApp Cluster Snapshot Policy Schedule, on page 2742
• Resize NetApp Cluster LUN, on page 2743
• Resize NetApp Cluster Volume, on page 2744
• Set NetApp Cluster Volume Snapshot Reserve, on page 2745
• Unbind NetApp Cluster Initiator Group From Portset, on page 2746
• Unmap NetApp Cluster LUN from iGroup, on page 2747
• Unmount NetApp Cluster Volume, on page 2748
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Add Existing Initiator to NetApp Cluster IGroup
Summary

Add an existing initiator of an host node to the existing Initiator Group in SVM.
Description

This task will add the initiator to the initiator group of same type(iSCSI/FCP) in SVM. Task will list out
all the existing iSCSI and FCP initiators followed by the type iSCSI/FCP for the selected host node. So
that we can select the appropriate initiator based on the selected initiator group of type iSCSI/FCP.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVMSVM Name

YvmHostChoose a host node from which to add
the initiator to an initiator group

Hostnode

netAppInitiatorGroupTypeChoose the type of initiator groupInitiator Group Type

Ygen_text_inputChoose the name of the initiator to be
added to the group

Initiator Name

YnetappClusterIGroup
Identity

Choose the initiator group to which the
initiator is to be added

Initiator Group Name

Outputs

TypeDescriptionOutput

netappClusterIGroupIdentityIdentity of the cluster Initiator
group

OUTPUT_CLUSTER_IGROUP_
IDENTITY

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

gen_text_inputName of the cluster initiator.OUTPUT_CLUSTER_INITIATOR

Cisco UCS Director Task Library Reference, Release 6.7
2677

NetApp clustered SVM Tasks
Add Existing Initiator to NetApp Cluster IGroup



Add Initiator to NetApp Cluster Initiator Group
Summary

Add an Initiator to an Initiator group in SVM.
Description

An Initiator provides the storage path link between a host node and a LUN. This initiator is managed by
the Initiator group.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterIGroup
Identity

Choose the initiator group to which the
initiator is to be added

Initiator GroupName

gen_text_inputEnter the name of the initiatorInitiator Name

netappClusterWWPNAlias
Identity

Choose theWWPN alias to be added to
the initiator

WWPN Alias

Check to forcibly add the initiator to the
group

Force

Outputs

TypeDescriptionOutput

netappClusterIGroupIdentityIdentity of the cluster Initiator
group

OUTPUT_CLUSTER_IGROUP_
IDENTITY

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

gen_text_inputName of the cluster initiator.OUTPUT_CLUSTER_INITIATOR
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Add NetApp Cluster Port To Portset
Summary

Adds port to seleced Portset
Description

This task will add port to selected cluster portset.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterPortsetIdentityChoose a portsetPortset Name

YnetappClusterLIFIdentityChoose a port to be added to
the portset

LIF Identity

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterPortsetIdentityIdentity of the cluster portsetOUTPUT_CLUSTER_PORTSET_
IDENTITY

netappClusterPortsetPort
Name

Name of cluster portset portOUTPUT_CLUSTER_PORTSET_
PORT_NAME

netappClusterLIFIdentityIdentity of the cluster Logical
interface

OUTPUT_CLUSTER_LOGICAL_
INF_IDENTITY
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Add NetApp Cluster Quota
Summary

Create a user, group, or tree quota for the selected volume or qtree.
Description

This task creates a user, group, or tree quota rule for a volume or qtree. The usage limit restrictions are
not supported for FlexGroup volumes or its corresponding qtrees.

Inputs

MandatoryMappable To TypeDescriptionInput

NETAPP_CLUSTER_
QUOTA_TYPE

Choose the type of quota to be createdQuota Type

netappClusterVolume
Identity

Select the Volume in which Quota to be
created.

Volume Name

netappClusterQtree
Identity

Choose a qtree on which to create a new
quota

Qtree Name

NETAPP_CLUSTER_
QUOTA_USER_TYPE

Please choose to set the quota for all
users or a specific user

User

gen_text_inputPlease enter the user name you want the
quota to associate with

Specify User

BooleanIf this parameter is enabled the UNIX
user name specified as the quota target

Perform User
Mapping

will be mapped to the corresponding
Windows user name or vice-versa and
quota accounting will be performed for
the users together

NETAPP_CLUSTER_
QUOTA_GROUP_TYPE

Please choose to set the quota for all
groups or a specific group

Group

gen_text_inputPlease enter the group name you want
the quota to associate with

Specify Group

gen_text_inputEnter disk space hard limit in GBDisk Space Hard
Limit (GB)

gen_text_inputEnter files hard limitFiles Hard Limit

gen_text_inputEnter threshold value in GBThreshold (GB)

gen_text_inputEnter disk space soft limit in GBDisk Space Soft
Limit (GB)

gen_text_inputEnter files soft limitFiles Soft Limit

Cisco UCS Director Task Library Reference, Release 6.7
2680

NetApp clustered SVM Tasks
Add NetApp Cluster Quota



Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netAppQTreeNameName of the QTree.OUTPUT_QTREE_NAME

netappClusterQtreeIdentityIdentity of the cluster QTree.OUTPUT_CLUSTER_QTREE_
IDENTITY

NETAPP_CLUSTER_QUOTA_
IDENTITY

Identity of the cluster Quota.OUTPUT_CLUSTER_QUOTA_
IDENTITY

NETAPP_CLUSTER_QUOTA_
TYPE

Netapp Cluster Quota TypeOUTPUT_CLUSTER_QUOTA_
TYPE
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Add NetApp Cluster Snapshot Policy Schedule
Summary

Adds a schedule to selected Snapshot Policy
Description

This task will add a schedule to selected snapshot policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterSnapshot
PolicyIdentity

Choose a snapshot policy to which to add
a new schedule

Snapshot Policy
Name

YnetappClusterJobSchedule
List

Choose a cron job or interval schedule to
be added to the policy

Schedule

Ygen_text_inputEnter the number of snapshots to be
retained for the schedule

Count

gen_text_inputEnter a label for the Snapmirror operation
of the schedule

Snapmirror Label

gen_text_inputEnter a prefix for the snapshots to be
created

Prefix

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterSnapshotPolicy
Identity

Identity of the cluster snapshot
policy

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_IDENTITY

netappClusterSnapshotPolicy
ScheduleIdentity

Identity of the cluster snapshot
policy schedule

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_SCHEDULE_IDENTITY
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Bind NetApp Cluster Initiator Group To Portset
Summary

Binds igroup to selected portset
Description

This task will bind selected initiator group to selected portset.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterIGroupIdentityChoose an initiator groupInitiator Group Name

YnetappClusterPortsetIdentityChoose a portset to which to bind
the initiator group

Portset Name

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterIGroupIdentityIdentity of the cluster Initiator
group

OUTPUT_CLUSTER_IGROUP_
IDENTITY

netappClusterPortsetIdentityIdentity of the cluster portsetOUTPUT_CLUSTER_PORTSET_
IDENTITY
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Clone NetApp Cluster LUN
Summary

Clones selected LUN under the same volume in SVM.
Description

This task will clone a source LUN to destination LUN with in the same volume.Starts a LUN clone
operation asynchronously.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterLUNIdentityChoose the LUN to be clonedLUN Name

Check to clone the LUN from a
snapshot

Snapshot Clone

netappClusterVolume
SnapshotIdentity

Choose a snapshot of the LUN's
volume from which to clone the LUN

Snapshot Name

Ygen_text_inputEnter the name of the cloneNew LUN Name

Outputs

TypeDescriptionOutput

netappClusterLUNIdentityIdentity of the cluster LUNOUTPUT_CLUSTER_LUN_
IDENTITY
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Create DNS for NetApp SVM
Summary

Creates DNS configuration for SVM.
Description

This task will create DNS configuration for the SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an SVM to create the DNS
configuration

SVM Name

Ygen_text_inputEnter the domain name of the DNS
server

Domain Name

YNETAPP_CLUSTER_DNS_
STATE

Choose the state of the DNS serverDNS State

gen_text_inputEnter the server IP address of the DNS
server

Server IP

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY
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Create NetApp CIFS Share
Summary

Creates a new CIFS share.
Description

This task will create a new CIFS share rooted at the specified path.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
Identity

Choose a volume on which to create a
CIFS share

Volume Name

Ygen_text_inputEnter a name for the CIFS shareShare Name

gen_text_inputEnter comments for the CIFS shareComments

Check to specify access for the shareSet Share Access

YclusterCifsShareAcl
Permission

Choose the permission levels to be set
for the user or group

Permission

YclusterCifsShareAclUserOr
Group

Enter the name of the user or group for
which permission level is to be set

User or Group

Outputs

TypeDescriptionOutput

vServerCIFSVolumeIdentityIdentity of the cluster SVMCIFS
volume

OUTPUT_VSERVER_CIFS_
VOLUME_IDENTITY

netappClusterVolume
Identity

Identity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterCifsShareNameName of the CIFS Share.OUTPUT_CLUSTER_CIFS_SHARE_
NAME

clusterCifsShareAcl
Permission

Identity of the cluster cifs share
access permission

OUTPUT_CLUSTER_CIFS_SHARE_
PERMISSION_IDENTITY

clusterCifsShareAclUserOr
Group

Identity of the cluster cifs share
access user or group

OUTPUT_CLUSTER_CIFS_SHARE_
USERGROUP_IDENTITY
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Create NetApp CIFS Share Access
Summary

Add permissions for a defined CIFS Share.
Description

This task will add permissions for a user or group for a defined CIFS Share.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
Identity

Choose the volume on which to set access
levels for the CIFS share

Volume Name

YclusterCifsShareNameChoose the CIFS share to specify access
levels for a user or group

Share Name

YclusterCifsShareAcl
Permission

Choose the permission levels to be set for
the specified user or group

Permission

YclusterCifsShareAclUserOr
Group

Enter the name of the user or group for
which the permission level is to be set

User or Group

Outputs

TypeDescriptionOutput

vServerCIFSVolumeIdentityIdentity of the cluster SVMCIFS
volume

OUTPUT_VSERVER_CIFS_
VOLUME_IDENTITY

netappClusterVolume
Identity

Identity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterCifsShareNameName of the CIFS Share.OUTPUT_CLUSTER_CIFS_SHARE_
NAME

clusterCifsShareAcl
Permission

Identity of the cluster cifs share
access permission

OUTPUT_CLUSTER_CIFS_SHARE_
PERMISSION_IDENTITY

clusterCifsShareAclUserOr
Group

Identity of the cluster cifs share
access user or group

OUTPUT_CLUSTER_CIFS_SHARE_
USERGROUP_IDENTITY
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Create NetApp Cluster Export Policy
Summary

Creates Cluster Export Policy
Description

This task will create cluster export policies
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an SVMonwhich to create
an export policy

SVM Name

YnetappClusterExportPolicy
Name

Enter a name for the export policyPolicy Name

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterExportPolicy
Identity

Identity of Cluster Export
Policy

OUTPUT_CLUSTER_EXPORT_
POLICY_IDENTITY
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Create NetApp Cluster Export Rule
Summary

Creates Cluster Export Rule
Description

This task will create cluster export rules
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM for which to create
an export rule

SVM Name

YnetappClusterExportPolicy
Identity

Choose an export policyExport Policy

netappClusterExportRule
AccessProtocol

Choose an access protocolAccess Protocol

Ygen_text_inputEnter the specification for the clients
to which the rule applies

Client Match Spec

YnetappClusterExportRule
AccessRule

Choose the rule for read-only accessRead Only Access
Rule

YnetappClusterExportRule
AccessRule

Choose the rule for read-write accessRead Write Access
Rule

gen_text_inputEnter a unique index number for the
rule

Rule Index

BooleanCheck to enable the NFS server to set
UID bits in the SETATTR operation

Enable UID

BooleanCheck to enable the NFS server to
allow creation of devices

Enable Dev

netappClusterExportUnix
SecurityOperations

Choose ignore or fail for Unix
security operation on the NTFS
volume

Unix Security
Operations

netappClusterExportChown
Modes

Choose restricted or unrestricted
ownership mode

Chown Mode

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterExportRule
Identity

Identity of Cluster Export
Rule.

OUTPUT_CLUSTER_EXPORT_
RULE_IDENTITY

netappClusterExportPolicy
Identity

Identity of Cluster Export
Policy

OUTPUT_CLUSTER_EXPORT_
POLICY_IDENTITY
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Create NetApp Cluster FlexGroup Volume
Summary

Create a NetApp cluster FlexGroup volume.
Description

This task creates a FlexGroup volume under an SVM. A FlexGroup volume is a scale-out network area
storage container that provides high performance with automatic load distribution and scalability. A
FlexGroup volume contains several constituents that automatically and transparently share the traffic.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentitySelect SVM for FlexGroup
creation

SVM Name

gen_text_inputEnter the name for the FlexGroup
Volume

FlexGroup Name

YBooleanAutomatically select existing
aggregates for provisioning Flex
Group volumes

Auto Provision

YnetAppVolSizeEnter Size of the FlexGroupFlexGroup Size

NETAPP_CLUSTER_
FLEXGROUP_VOLUME_
SIZE_UNIT

Select appropriate unit for size of
FlexGroup

FlexGroup Size
Units

NETAPP_CLUSTER_
FLEXGROUP_VOLUME_TYPE

Select type of VolumeVolume Type

NETAPP_CLUSTER_
FLEXGROUP_VOLUME_
STATE

Select state of the VolumeVolume State

NETAPP_CLUSTER_
FLEXGROUP_SECURITY_
STYLE

Select security style for the volumeSecurity Style

NETAPP_CLUSTER_
FLEXGROUP_SPACE_
GUARANTEE

Select Space Guarantee Style for
the Volume

Space Guarantee

netAppVolumeSnapshotPercentEnter the percentage of volume to
be reserved for snapshots. The
default value is 5

Snapshot Size(%)

netappClusterSnapshotPolicy
Identity

Select snapshot policy for the
volume

Snapshot Policy

netappClusterExportPolicy
Identity

Select export policy for the volumeExport Policy
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Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterExportPolicy
Identity

Identity of Cluster Export
Policy

OUTPUT_CLUSTER_EXPORT_
POLICY_IDENTITY

netappClusterSnapshotPolicy
Identity

Identity of the cluster snapshot
policy

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_IDENTITY

netAppAccountIdentityIdentity of Netapp Account
Identity

OUTPUT_NETAPP_ACCOUNT_
IDENTITY
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Create NetApp Cluster Flexible Volume
Summary

Creates a new flexible volume.
Description

This task will create a new flexible volume under the the selected SVM. A flexible volume is loosely
coupled with its containing aggregate and hence size can be increased or decreased. Security style NTFS
option can be choosed to create a volume having the security style as NTFS otherwise volume will be
created with style as UNIX.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an SVMSVM Name

YaggregateClusterIdentityChoose an aggregate on which to
create the volume

Aggregate Name

gen_text_inputEnter a name for the volumeVolume Name

YnetAppVolSizeEnter the size of the volume to be
created

Volume Size

sizeUnitChoose the unit of sizeVolume Size Units

YnetappClusterVolumeTypeChoose the type volume to be
created

Volume Type

YnetappClusterVolumeStateChoose the state of the volumeVolume State

YnetappClusterVolumeSecurity
Style

Choose a security styleSecurity Style

YspaceGuaranteeChoose the space guarantee
setting

Space Guarantee

netAppVolumeSnapshot
Percent

Enter the percentage of volume to
be reserved for snapshots

Snapshot Size (%)

netappClusterSnapshotPolicy
Identity

Choose a snapshot policySnapshot Policy

netappClusterExportPolicy
Identity

Choose an export policyExport Policy

YnetappClusterFlexcacheOrigin
VolumeNameList

Choose the origin volume for the
flexcache volume

Flexcache Origin
Volume Name for type
DC

Outputs

TypeDescriptionOutput

volumeName of the Volume onwhich the
selected operation was performed

VOLUME_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

netappClusterVolume
Identity

Identity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterExportPolicy
Identity

Identity of Cluster Export PolicyOUTPUT_CLUSTER_EXPORT_
POLICY_IDENTITY

netappClusterAggregate
Name

Name of the Cluster Aggregate.OUTPUT_CLUSTER_
AGGREGATE_NAME

netappClusterSnapshotPolicy
Identity

Identity of the cluster snapshot
policy

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_IDENTITY

filerIdentityIdentity of the FilerOUTPUT_FILER_IDENTITY

netAppAccountIdentityIdentity of Netapp Account
Identity

OUTPUT_NETAPP_ACCOUNT_
IDENTITY

netappClusterMultiVolume
Identity

Identity of the multiple Cluster
Volumes

OUTPUT_CLUSTER_MULTI_
VOLUME_IDENTITY
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Create NetApp Cluster Initiator Group
Summary

Creates a new Initiator Group in SVM
Description

Initiator group is a grouping of initiators (iSCSI or FC adapters). This task will create an Initiator group
which can used to group initiators in a separate task.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an SVM to create an initiator
group

SVM Name

gen_text_inputEnter a name for the initiator groupInitiator Group Name

YnetAppInitiatorGroupTypeChoose a type of initiator groupGroup Type

YostypeChoose the operating system of the
initiators in this group

OS Type

netappClusterPortsetIdentityChoose a port setPortset Name

Outputs

TypeDescriptionOutput

netappClusterIGroupIdentityIdentity of the cluster Initiator
group

OUTPUT_CLUSTER_IGROUP_
IDENTITY

netappClusterInitiatorGroup
Name

Name of the cluster initiator
group.

OUTPUT_CLUSTER_IGROUP_
NAME

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY
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Create NetApp Cluster LUN
Summary

Creates a new LUN under the selected volume in a SVM
Description

A LUN is a Storage Unit (Logical Unit Number). This task is for creating a new LUN storage unit under
a volume in SVM.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
Identity

Choose the volume on which the LUN
is to be created

Volume Name

gen_text_inputEnter a name for the LUNLUN Name

Ygen_text_inputEnter the size of the LUNSize

sizeUnitChoose the unit for the size of the LUNSize Units

ostypeChoose the type of operating systemOS Type

Outputs

TypeDescriptionOutput

netappClusterLUNIdentityIdentity of the cluster LUNOUTPUT_CLUSTER_LUN_
IDENTITY

netAppLunPathPath of the LUN on which the selected
operation was performed

LUN_PATH

netAppAccountIdentityIdentity of Netapp Account IdentityOUTPUT_NETAPP_
ACCOUNT_IDENTITY
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Create NetApp Cluster Multi-Volume Snapshot
Summary

Creates snapshots for multiple volumes.
Description

This task will create snapshos for selected list of volumes in the specfied name.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an SVMSVM Name

YnetappClusterMultiVolume
Identity

Choose one or more volumes for
which snapshots are to be created

Volume Names

YnetAppVolSnapshotEnter the name of the snapshotSnapshot Name

Outputs

TypeDescriptionOutput

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterMultiVolume
Identity

Identity of the multiple Cluster
Volumes

OUTPUT_CLUSTER_MULTI_
VOLUME_IDENTITY

netAppVolSnapshotName of the Snapshot on which the
selected operation was performed

SNAPSHOT_NAME

netappClusterVolume
SnapshotIdentity

Identity of the cluster Volume
snapshot

OUTPUT_CLUSTER_VOLUME_
SNAPSHOT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create NetApp Cluster Portset
Summary

Creates Cluster Portset
Description

This task will create cluster portset on selected SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an SVM on which to
create a portset

SVM Name

Ygen_text_inputEnter a name for the portsetPortset Name

YnetAppClusterPortsetTypeChoose the type of portsetPortset Type

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterPortsetIdentityIdentity of the cluster portsetOUTPUT_CLUSTER_PORTSET_
IDENTITY
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2697

NetApp clustered SVM Tasks
Create NetApp Cluster Portset



Create NetApp Cluster QTree
Summary

Creates a new QTree for the selected volume under SVM context.
Description

This task will create new QTree for the selected volume under the SVM context.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentityChoose a volume for which to
create a qtree

Volume Name

netAppQTreeNameEnter the qtree nameQtree Name

Outputs

TypeDescriptionOutput

netAppQTreeNameName of the QTree.OUTPUT_QTREE_NAME

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterQtreeIdentityIdentity of the cluster QTree.OUTPUT_CLUSTER_QTREE_
IDENTITY
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Create NetApp Cluster Snapshot Policy
Summary

Creates Snapshot Policy
Description

This task will create snapshot policy for selected SVM in the specfied name and also adds one schedule
to the created policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YClusterFilerIdentityChoose a NetApp C mode accountFiler Name

netappClusterVServer
Identity

Choose an SVM for which to create a
snapshot policy

SVM Name

YnetappClusterSnapshotPolicy
Name

Enter a name for the snapshot policySnapshot Policy
Name

YnetappClusterJobSchedule
List

Choose a cron job or interval schedule
to be added to the policy

Schedule

Ygen_text_inputEnter the number of snapshots to be
retained for the schedule

Count

gen_text_inputEnter a label for the Snapmirror
operation of the schedule

Snapmirror Label

gen_text_inputEnter a prefix for the snapshots to be
created

Prefix

YnetappClusterSnapshotPolicy
Enabled

Check to enable the snapshot policyIs Enabled

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterSnapshotPolicy
Identity

Identity of the cluster snapshot
policy

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_IDENTITY

netappClusterSnapshotPolicy
ScheduleIdentity

Identity of the cluster snapshot
policy schedule

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_SCHEDULE_IDENTITY
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Create NetApp Cluster Volume Snapshot
Summary

Create a Snapshot for a Volume in SVM.
Description

This task will create a snapshot copy on a selected volume in SVM.A volume can be backed up using
the snapshot feature. Snapshot can be used for the purpose of backup and recovery of a Volume.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentityChoose a volume of which to create
snapshot

Volume Name

YnetAppVolSnapshotEnter a name for the snapshotSnapshot Name

gen_text_inputCheck to create the snapshot
asynchronously

Async

Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVolumeSnapshot
Identity

Identity of the cluster Volume
snapshot

OUTPUT_CLUSTER_VOLUME_
SNAPSHOT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create NetApp Cluster WWPN Alias
Summary

Creates wwpn alias
Description

This task will create wwpn alias for a given initiatior wwpn.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an SVMSVM Name

Ygen_text_inputEnter the alias to be set for the
WWPN

WWPN Alias

Ygen_text_inputEnter the WWPN for which to set
the alias

WWPN

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterWWPNAlias
Identity

Identity of the cluster fcp wwpn
alias

OUTPUT_CLUSTER_FCP_WWPN_
ALIAS_IDENTITY
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Create a New IP to host names mapping for NetApp vServer
Summary

Create a new IP to host names mapping.
Description

This task will create a new IP to host names mapping.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM on which to create an
IP to host name mapping

SVM Name

Ygen_text_inputEnter the host nameHostname

Ygen_text_inputEnter the IP address to be mapped to
the host name

Host IP Address

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete IP to host names mapping
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM from which to delete an
IP to host name mapping

SVM Name

gen_text_inputEnter the IP address of the host from
which to delete the mapping

Host IP Address

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY
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Delete NetApp CIFS Share
Summary

Deletes the specified CIFS share.
Description

This task will delete the specified CIFS share.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentityChoose a volume for which the CIFS
share is to be deleted

Volume Name

YclusterCifsShareNameChoose the CIFS share to be deletedShare Name

Outputs

TypeDescriptionOutput

vServerCIFSVolumeIdentityIdentity of the cluster SVM
CIFS volume

OUTPUT_VSERVER_CIFS_
VOLUME_IDENTITY

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterCifsShareNameName of the CIFS Share.OUTPUT_CLUSTER_CIFS_SHARE_
NAME
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2704

NetApp clustered SVM Tasks
Delete NetApp CIFS Share



Delete NetApp CIFS Share Access
Summary

Removes permissions for a defined CIFS Share.
Description

This task will remove permissions for a user or group for a defined CIFS Share.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
Identity

Choose a volume for which to delete access
levels from its CIFS share

Volume Name

YclusterCifsShareNameChoose a CIFS share from which to delete
access level for a user or group

Share Name

YclusterCifsShareAclUserOr
Group

Choose a user or group for which to delete
the access level from the selected CIFS
share

User or Group

Outputs

TypeDescriptionOutput

vServerCIFSVolumeIdentityIdentity of the cluster SVMCIFS
volume

OUTPUT_VSERVER_CIFS_
VOLUME_IDENTITY

netappClusterVolume
Identity

Identity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterCifsShareNameName of the CIFS Share.OUTPUT_CLUSTER_CIFS_SHARE_
NAME

clusterCifsShareAclUserOr
Group

Identity of the cluster cifs share
access user or group

OUTPUT_CLUSTER_CIFS_SHARE_
USERGROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Cluster Export Policy
Summary

Deletes Cluster Export Policy
Description

This task will delete cluster export policies
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterExportPolicy
Identity

Choose the export policy to be
deleted

Export Policy

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Cluster Export Rule
Summary

Deletes Cluster Export Rule
Description

This task will delete cluster export rules
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterExportRuleIdentityChoose the export rule to be
deleted

Export Rule

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Cluster Quota
Summary

Deletes a cluster quota.
Description

This task will delete a quota rule of user,group or tree type created on the volume or qtree.
Inputs

MandatoryMappable To TypeDescriptionInput

NETAPP_CLUSTER_QUOTA_TYPESelect Quota TypeQuota Type

NETAPP_CLUSTER_QUOTA_
IDENTITY

Select the quota for deletionQuota

YnetappClusterQtreeIdentitySelect Qtree NameQtree Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Cluster Snapshot Policy
Summary

Deletes Snapshot Policy
Description

This task will delete selected snapshot policy from SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterSnapshotPolicy
Identity

Select snapshot policy to be
deleted

Snapshot PolicyName

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterSnapshotPolicy
Identity

Identity of the cluster snapshot
policy

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Cluster Volume Snapshot
Summary

Deletes the selected snapshot
Description

This task will delete the selected snapshot from volume.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentitySelect Volume whose snapshot
to be deleted

Volume Name

YnetappClusterVolumeSnapshot
Identity

Choose the snapshot to be deletedSnapshot Name

Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVolumeSnapshot
Identity

Identity of the cluster Volume
snapshot

OUTPUT_CLUSTER_VOLUME_
SNAPSHOT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete NetApp Cluster WWPN Alias
Summary

deletes wwpn alias
Description

This task will delete selected wwpn alias.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterWWPNAlias
Identity

Choose the WWPN alias to be
deleted

WWPN Alias

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterWWPNAlias
Identity

Identity of the cluster fcp wwpn
alias

OUTPUT_CLUSTER_FCP_WWPN_
ALIAS_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp Cluster FlexGroup Volume
Summary

Destroy a NetApp cluster FlexGroup volume.
Description

This task destroys a FlexGroup volume.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
Identity

Select the FlexGroup Volume that
needs to be Destroyed

FlexGroup Name

BooleanSelect to forcibly destroy FlexGroup
volume

Force

Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

gen_text_inputIdentity of the AccountOUTPUT_ACCOUNT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp Cluster Flexible Volume
Summary

Destroys flexible volume.
Description

This task will destroys flexible volume under the the SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
Identity

Choose the volume to be deletedVolume Name

Check to forcibly delete the volume if
it is online

Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp Cluster Initiator Group
Summary

Delete an Initiator Group in SVM.
Description

An Initiator group in SVM can be deleted when the LUN that it is mapped to does not have any usage.
When deleting an Initiator Group all the initiators within this group are deleted.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterIGroup
Identity

Choose the initiator group to be deletedInitiator Group
Name

Check to forcibly delete an initiator
group if it is mapped with LUNs

Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp Cluster LUN
Summary

Deletes a LUN under the volume in a SVM
Description

This task will deletes a LUN under the volume in a SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterLUNIdentityChoose the LUN to be deletedLUN Name

Check to forcibly delete a LUN that is
mapped to a initiator group

Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp Cluster Portset
Summary

Destroys Cluster Portset
Description

This task will destroy cluster portset from SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterPortsetIdentityChoose the portset to be deletedPortset Name

gen_text_inputCheck to forcibly delete the portsetForce

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterPortsetIdentityIdentity of the cluster portsetOUTPUT_CLUSTER_PORTSET_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy NetApp Cluster QTree
Summary

Destroy a selected QTree for the volume under SVM context.
Description

Destroy a selected QTree for the selected volume under SVM context.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterQtreeIdentityChoose the qtree to be deletedQtree Name

Check to forcibly delete the qtreeForce

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2717

NetApp clustered SVM Tasks
Destroy NetApp Cluster QTree



Map NetApp Cluster LUN to iGroup
Summary

Map an existing LUN to an existing Initiator Group in SVM
Description

Each Initiator under Initiator Group are mapped to individual host nodes. The host node information is
stored in the specified LUN which is mapped to this Initiator Group

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappCluster
LUNIdentity

Choose the LUN to be mapped to the
initiator group

LUN Name

YnetappClusterIGroup
Identity

Choose an initiator group to which to
map the LUN

Initiator Group Name

Check to specify an ID for the LUNSpecify LUN ID

YlunIdEnter an ID for the LUNLUN ID

Outputs

TypeDescriptionOutput

netappClusterLUNIdentityIdentity of the cluster LUNOUTPUT_CLUSTER_LUN_
IDENTITY

netappClusterIGroupIdentityIdentity of the cluster Initiator groupOUTPUT_CLUSTER_IGROUP_
IDENTITY

netAppLunPathPath of the LUN on which the selected
operation was performed

LUN_PATH

Cisco UCS Director Task Library Reference, Release 6.7
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Migrate NetApp Cluster LUN
Summary

Migrate a LUN from one volume to another under the same SVM.
Description

This task moves a LUN from one volume to another inside the same vserver (SVM). A LUN can be
migrated using this task when it is online without any disruption to its data services.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappCluster
LUNIdentity

Select the LUN that need to be movedSelect Source LUN

YnetappClusterVolume
Identity

Select the destination volume for the LUNSelect Destination
Volume

BooleanSpecifies that the destination needs to be
promoted late. If selected LUN will only

Promote Late

be visible in the destination volume after
the migration is complete. Else the LUN
is visible in the destination volume
immediately by default

gen_text_inputEnter the throttle value for the transfer rate
of migration,max allowed is 4095TB
approximately

Maximum Transfer
Rate (per sec)

NETAPP_CLUSTER_
LUN_TRANSFER_
RATE_UNIT

Select the appropriate unit for data transfer
rate

Unit of Transfer Rate

Outputs

TypeDescriptionOutput

netappClusterLUNIdentityIdentity of the cluster LUNOUTPUT_CLUSTER_LUN_
IDENTITY

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVServerIdentityNetApp Cluster SVM IdentityOUTPUT_NETAPP_CLUSTER_
VSERVER_IDENTITY

netAppAccountIdentityIdentity of Netapp Account
Identity

OUTPUT_NETAPP_ACCOUNT_
IDENTITY
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Modify DNS for NetApp SVM
Summary

Modifies DNS configuration for SVM.
Description

This task will modify DNS configuration for the SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentityChoose an SVM on which to modify
the DNS configuration

SVM Name

gen_text_inputEnter the domain name of the DNS
server

Domain Name

NETAPP_CLUSTER_DNS_
STATE

Choose the state of the DNS serverDNS State

gen_text_inputEnter the IP address of the DNS serverServer IP

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp CIFS Share
Summary

Modifies settings of a CIFS Share.
Description

This task will modify the setings of a CIFS Share, even if the shares are in use.
Inputs

MandatoryMappable To TypeDescriptionInput

netappClusterVolume
Identity

Choose a volume on which the CIFS
share is to be modified

Volume Name

YclusterCifsShareNameChoose the CIFS share to be modifiedShare Name

gen_text_inputEnter a file system path for the CIFS
share

File System Path

gen_text_inputEnter comments for the CIFS shareComments

Outputs

TypeDescriptionOutput

vServerCIFSVolumeIdentityIdentity of the cluster SVM
CIFS volume

OUTPUT_VSERVER_CIFS_
VOLUME_IDENTITY

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterCifsShareNameName of the CIFS Share.OUTPUT_CLUSTER_CIFS_SHARE_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp CIFS Share Access
Summary

Modifies permissions for a defined CIFS Share.
Description

This task will modify permissions for a user or group for a defined CIFS Share.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
Identity

Choose a volume on which to modify
access levels for the CIFS share

Volume Name

YclusterCifsShareNameChoose a CIFS share on which to modify
access level for a user or group

Share Name

YclusterCifsShareAclUserOr
Group

Choose the user or group for which the
access level is to be modified

User or Group

YclusterCifsShareAcl
Permission

Choose the permission levels to be set for
the specified user or group

Permission

Outputs

TypeDescriptionOutput

vServerCIFSVolumeIdentityIdentity of the cluster SVMCIFS
volume

OUTPUT_VSERVER_CIFS_
VOLUME_IDENTITY

netappClusterVolume
Identity

Identity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVServer
Identity

Identity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

clusterCifsShareNameName of the CIFS Share.OUTPUT_CLUSTER_CIFS_SHARE_
NAME

clusterCifsShareAcl
Permission

Identity of the cluster cifs share
access permission

OUTPUT_CLUSTER_CIFS_SHARE_
PERMISSION_IDENTITY

clusterCifsShareAclUserOr
Group

Identity of the cluster cifs share
access user or group

OUTPUT_CLUSTER_CIFS_SHARE_
USERGROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster Export Policy (Rename)
Summary

Modifies Cluster export policy attributes
Description

This task will rename export policy name of the selected cluster export policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterExportPolicy
Identity

Choose the export policy to be
modified

Policy Name

YnetappClusterExportPolicyNameEnter a new name for the export
policy

New Policy Name

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterExportPolicy
Identity

Identity of Cluster Export
Policy

OUTPUT_CLUSTER_EXPORT_
POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster Export Rule
Summary

Modifies Cluster export rule attributes
Description

This task will rename export rule attributes of the selected cluster export rule.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterExportRule
Identity

Choose an export rule to be modifiedExport Rule

netappClusterExportRule
AccessProtocol

Choose an access protocolAccess Protocol

gen_text_inputEnter the specification for the clients
to which the rule applies

Client Match Spec

netappClusterExportRule
AccessRule

Choose the rule for read-only accessRead Only Access
Rule

netappClusterExportRule
AccessRule

Choose the rule for read-write accessRead Write Access
Rule

BooleanCheck to enable the NFS server to set
UID bits in the SETATTR operation

Enable UID

BooleanCheck to enable the NFS server to
allow creation of devices

Enable Dev

netappClusterExportUnix
SecurityOperations

Choose ignore or fail for Unix
security operations on the NTFS
volume

Unix Security
Operations

netappClusterExportChown
Modes

Choose restricted or unrestricted
ownership mode

Chown Mode

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterExportRule
Identity

Identity of Cluster Export
Rule.

OUTPUT_CLUSTER_EXPORT_
RULE_IDENTITY

netappClusterExportPolicy
Identity

Identity of Cluster Export
Policy

OUTPUT_CLUSTER_EXPORT_
POLICY_IDENTITY
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Modify NetApp Cluster Flexible Volume
Summary

Modifes volume attributes
Description

This task will modify volume attributes like assigned snapshot policy, etc. The task can also be used to
modify the attributes of FlexGroup volumes.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentityChoose the volume to bemodifiedVolume Name

netappClusterSnapshotPolicy
Identity

Choose a snapshot policySnapshot Policy
Name

netappClusterExportPolicy
Identity

Choose an export policyExport Policy

gen_text_inputEnter the percentage of the volume
to be reserved for snapshots

Reserve(%)

Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterSnapshotPolicy
Identity

Identity of the cluster snapshot
policy

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_IDENTITY

netappClusterExportPolicy
Identity

Identity of Cluster Export
Policy

OUTPUT_CLUSTER_EXPORT_
POLICY_IDENTITY

netappClusterMultiVolume
Identity

Identity of the multiple Cluster
Volumes

OUTPUT_CLUSTER_MULTI_
VOLUME_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster Flexible Volume Compression Status
Summary

Modify a Netapp cluster Volume Compression Status.
Description

This task enables or disables the background compression and inline compression on a cluster volume.
Compression status for FlexGroup volumes can be modified using this task.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
Identity

Select Cluster Volume to enable/disable
compression

Volume

BooleanCompression runs along with
deduplication.Select to enable background
compression.

Enable Background
Compression

BooleanCompress data while writing.Select to
enable inline compression.

Enable Inline
Compression

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

NETAPP_CLUSTER_
VOLUME_COMPRESSION_
STATUS

NetApp Cluster Volume
Compression Status

OUTPUT_CLUSTER_VOLUME_
COMPRESSION_STATUS

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster Initiator Group(Rename)
Summary

Modifies Cluster initiator group attributes
Description

This task will rename initiator group name of the selected cluster initiator group.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterIGroup
Identity

Choose the initiator group to be
modified

Initiator Group Name

Ygen_text_inputEnter a new name for the initiator
group

New Initiator Group
Name

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterIGroupIdentityIdentity of the cluster Initiator
group

OUTPUT_CLUSTER_IGROUP_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster QTree
Summary

Modifies a QTree for the selected volume under SVM context.
Description

This task will modify the QTree for selected volume under the SVM context.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterQtreeIdentityChoose the qtree to be modifiedQtree Name

Ygen_text_inputChoose a security style for the qtreeSecurity Style

gen_text_inputChoose to enable or disable the
opportunistic locks mode of the qtree

Oplocks

Outputs

TypeDescriptionOutput

netAppQTreeNameName of the QTree.OUTPUT_QTREE_NAME

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterQtreeIdentityIdentity of the cluster QTree.OUTPUT_CLUSTER_QTREE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster Quota
Summary

Modify limits of a quota.
Description

This task modifies quota limits on a quota or qtree. Modifying quota rule limits is not supported on
FlexGroup volumes.

Inputs

MandatoryMappable To TypeDescriptionInput

NETAPP_CLUSTER_
QUOTA_TYPE

Select Quota TypeQuota Type

NETAPP_CLUSTER_
QUOTA_IDENTITY

Select the quota for
modification

Quota

netappClusterQtreeIdentitySelect Qtree NameQtree Name

gen_text_inputEnter disk space hard limit in
GB

Disk Space Hard Limit
(GB)

gen_text_inputEnter files hard limitFiles Hard Limit

gen_text_inputEnter threshold value in GBThreshold (GB)

gen_text_inputEnter disk space soft limit in
GB

Disk Space Soft Limit
(GB)

gen_text_inputEnter files soft limitFiles Soft Limit

Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netAppQTreeNameName of the QTree.OUTPUT_QTREE_NAME

netappClusterQtreeIdentityIdentity of the cluster QTree.OUTPUT_CLUSTER_QTREE_
IDENTITY

NETAPP_CLUSTER_
QUOTA_IDENTITY

Identity of the cluster Quota.OUTPUT_CLUSTER_QUOTA_
IDENTITY
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Modify NetApp Cluster Snapshot Policy
Summary

Modifies Snapshot Policy
Description

This task will modify selected snapshot policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterSnapshotPolicy
Identity

Choose a snapshot policySnapshot Policy
Name

YnetappClusterSnapshotPolicy
Enabled

Check to enable the snapshot policy.
If left unchecked the policy defaults
to the disabled state.

Is Enabled

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterSnapshotPolicy
Identity

Identity of the cluster snapshot
policy

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster Snapshot Policy Schedule
Summary

Modifies selected snapshot schedule
Description

This task will modify selected schedue. snapshot count and snapmirror label,etc can be modified using
this task.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterSnapshotPolicy
Identity

Choose a snapshot policy for which to
modify the schedule

Snapshot Policy
Name

YnetappClusterSnapshotPolicy
ScheduleIdentity

Choose a cron job or interval schedule
to be modified

Schedule

Ygen_text_inputEnter the number of snapshots to be
retained for the schedule

Count

gen_text_inputEnter a label for the Snapmirror
operation of the schedule

Snapmirror Label

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterSnapshotPolicy
Identity

Identity of the cluster snapshot
policy

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_IDENTITY

netappClusterSnapshotPolicy
ScheduleIdentity

Identity of the cluster snapshot
policy schedule

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_SCHEDULE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify NetApp Cluster Volume Status
Summary

Modify the status of a cluster volume.
Description

This task modifies the status of a flexible volume under an SVM. It can bring the volume online or take
it offline.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentityChoose a volume for which to
modify the status

Volume Name

NETAPP_VOLUME_STATUSChoose the state to which to set the
volume

Online

Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

gen_text_inputIdentity of the AccountOUTPUT_ACCOUNT_IDENTITY
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Modify NetApp Cluster WWPN Alias
Summary

Modifies wwpn alias
Description

This task will modify wwpn alias to new initiator wwpn
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterWWPNAlias
Identity

Choose the WWPN alias to be
modified

WWPN Alias

Ygen_text_inputChoose a newWWPN for the aliasWWPN

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterWWPNAlias
Identity

Identity of the cluster fcp wwpn
alias

OUTPUT_CLUSTER_FCP_WWPN_
ALIAS_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify hostnames to IP mapping
Summary

Modifies a new IP to host names mapping.
Description

This task will modify a new IP to host names mapping.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Choose an SVM on which to modify
an IP to host name mapping

SVM Name

Ygen_text_inputEnter the IP address to be mapped to
the host name

Host IP Address

gen_text_inputEnter the host nameHostname

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Mount NetApp Cluster Volume
Summary

Mounts the the volume in a given junction path
Description

This task will create junction path for this volume
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentityChoose the volume to be mounted
on a junction path

Volume Name

gen_text_inputEnter a junction path for the volumeJunction Path

Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVolumeJunction
Path

Junction path of the cluster
volume.

OUTPUT_CLUSTER_VOLUME_
JUNCTION_PATH

Cisco UCS Director Task Library Reference, Release 6.7
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Move NetApp Cluster LUN
Summary

Renaming the LUN Path under the volume in SVM
Description

This task is for changing the LUN Path under the volume in SVM.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterLUNIdentityChoose the LUN to be movedLUN Name

gen_text_inputEnter the new name of the LUNNew LUN Name

Outputs

TypeDescriptionOutput

netappClusterLUNIdentityIdentity of the cluster LUNOUTPUT_CLUSTER_LUN_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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NetApp Cluster Volume Snapshot Partial Restore File
Summary

Partially restores a specified file path from the selected snapshot
Description

This task will partially restore a specified file path from the selected snapshot to the orginal file path in
the volume.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
SnapshotIdentity

Choose a snapshot from which to restore
the file

Snapshot Name

Ygen_text_inputEnter the absolute path of the file to be
restored. Use the format /vol//.

File Path

Ygen_text_inputEnter the starting byte of the file to restoreStart Byte

Ygen_text_inputEnter the number of bytes to be restored,
beginning from the starting byte

Byte Count

Outputs

TypeDescriptionOutput

netappClusterVolume
SnapshotIdentity

Identity of the cluster Volume
snapshot

OUTPUT_CLUSTER_VOLUME_
SNAPSHOT_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
2737

NetApp clustered SVM Tasks
NetApp Cluster Volume Snapshot Partial Restore File



NetApp Cluster Volume Snapshot Restore
Summary

Restores a selected volume to selected snapshot
Description

This task will restore a selected volume to selected snapshot.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentityChoose the volume to be restoredVolume Name

YnetappClusterVolumeSnapshot
Identity

Choose the snapshot from which
to restore the volume

Snapshot Name

Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

netappClusterVolumeSnapshot
Identity

Identity of the cluster Volume
snapshot

OUTPUT_CLUSTER_VOLUME_
SNAPSHOT_IDENTITY
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NetApp Cluster Volume Snapshot Restore File
Summary

Restores a specified file path from the selected snapshot
Description

This task will restore a specified file path from the selected snapshot to either it's orginal location or to
a new location in the same volume.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
SnapshotIdentity

Choose a snapshot from which to restore
the file

Snapshot Name

Ygen_text_inputEnter the absolute path of the file to be
restored. Use the format /vol//.

File Path

gen_text_inputEnter the new path to which to restore the
file. Use an absolute path in the format
/vol//.

Restore Path

Outputs

TypeDescriptionOutput

netappClusterVolume
SnapshotIdentity

Identity of the cluster Volume
snapshot

OUTPUT_CLUSTER_VOLUME_
SNAPSHOT_IDENTITY
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Remove Initiator from NetApp Cluster Initiator Group
Summary

Remove an Initiator from an Initiator Group in SVM
Description

Remove the Initiator from the Initiator Group in SVM. Once removed the host node will not be able to
access the LUN.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterIGroup
Identity

Choose the initiator group from which the
initiator is to be removed

Initiator Group
Name

Ygen_text_inputChoose the initiator to be removed from
the group

Initiator Name

Check to forcibly remove the initiator from
the group

Force

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove NetApp Cluster Port From Portset
Summary

Removes port from seleced Portset
Description

This task will remove port from selected cluster portset.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterPortsetIdentityChoose a portsetPortset Name

YnetappClusterPortsetPortNameChoose a port to be removed
from the portset

Port Name

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterPortsetIdentityIdentity of the cluster portsetOUTPUT_CLUSTER_PORTSET_
IDENTITY

netappClusterPortsetPort
Name

Name of cluster portset portOUTPUT_CLUSTER_PORTSET_
PORT_NAME

netappClusterLIFIdentityIdentity of the cluster Logical
interface

OUTPUT_CLUSTER_LOGICAL_
INF_IDENTITY
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Remove NetApp Cluster Snapshot Policy Schedule
Summary

Removes selected snapshot schedule from policy
Description

This task will remove selected schedue from snapshot policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterSnapshotPolicy
Identity

Choose a snapshot policy from
which to remove a schedule

Snapshot Policy
Name

YnetappClusterSnapshotPolicy
ScheduleIdentity

Choose the schedule to be removed
from the policy

Schedule

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterSnapshotPolicy
Identity

Identity of the cluster snapshot
policy

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_IDENTITY

netappClusterSnapshotPolicy
ScheduleIdentity

Identity of the cluster snapshot
policy schedule

OUTPUT_CLUSTER_SNAPSHOT_
POLICY_SCHEDULE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Resize NetApp Cluster LUN
Summary

Resize the LUN size within volume in SVM
Description

This task is for resizing the LUN either increase or decrease under the volume in SVM
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterLUNIdentityChoose the LUN to be resizedLUN Name

YnetAppLunSizeEnter the new size of the LUNLUN Size

sizeUnitChoose the unit of size for the LUNSize Units

Outputs

TypeDescriptionOutput

netappClusterLUNIdentityIdentity of the cluster LUNOUTPUT_CLUSTER_LUN_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Resize NetApp Cluster Volume
Summary

Resize an existing flexible volume in SVM.
Description

This task will resize the volume size. To increase/decrease the capacity of a flexible volume user needs
to mention the required size of the flexible volume.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
Identity

Choose the volume to be resizedVolume Name

YnetAppVolSizeEnter the new size of the volumeVolume Size

sizeUnitChoose the unit of size for the
volume

Volume Size Units

Outputs

TypeDescriptionOutput

volumeName of the Volume on which the
selected operation was performed

VOLUME_NAME

netappClusterVolume
Identity

Identity of the cluster VolumeOUTPUT_CLUSTER_
VOLUME_IDENTITY
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Set NetApp Cluster Volume Snapshot Reserve
Summary

Sets snapshot reserve for a selected volume
Description

This task will set snapshot reserve percentage for a selected volume.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
Identity

Choose a volume on which to set the
snapshot reserve

Volume Name

Ygen_text_inputEnter the percentage of the volume to
be reserved for snapshots

Reserve(%)

Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Unbind NetApp Cluster Initiator Group From Portset
Summary

Unbinds igroup from selected portset
Description

This task will unbind selected initiator group from selected portset.
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterIGroup
Identity

Choose the initiator group from
which the portset is to be unbound

Initiator Group
Name

Outputs

TypeDescriptionOutput

netappClusterVServerIdentityIdentity of the cluster SVMOUTPUT_CLUSTER_VSERVER_
IDENTITY

netappClusterIGroupIdentityIdentity of the cluster Initiator
group

OUTPUT_CLUSTER_IGROUP_
IDENTITY
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Unmap NetApp Cluster LUN from iGroup
Summary

Un-map the LUN from the Initiator Group in SVM.
Description

Once the LUN is unmapped from the initiator group in SVM, the host node information stored in the
LUN is no longer accessible.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterLUNIdentityChoose the LUN to be unmapped
from the initiator group

LUN Name

YnetappClusterIGroupIdentityChoose an initiator group fromwhich
to unmap the LUN

Initiator Group
Name

Outputs

TypeDescriptionOutput

netappClusterLUNIdentityIdentity of the cluster LUNOUTPUT_CLUSTER_LUN_
IDENTITY

netappClusterIGroupIdentityIdentity of the cluster Initiator
group

OUTPUT_CLUSTER_IGROUP_
IDENTITY
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Unmount NetApp Cluster Volume
Summary

Unmounts the the volume from the junction path
Description

This task will remove junction path for this volume
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentityChoose the volume to be
unmounted from a junction path

Volume Name

Outputs

TypeDescriptionOutput

netappClusterVolumeIdentityIdentity of the cluster VolumeOUTPUT_CLUSTER_VOLUME_
IDENTITY
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Network Services Tasks

This chapter contains the following sections:

• Add Account, on page 2750
• BMA OS Image Provision, on page 2752
• BMA OS Image Upload, on page 2753
• Configure DHCP, on page 2754
• Configure Interface, on page 2755
• DNS name to IP Resolver, on page 2756
• IP Address to DNS name Resolver, on page 2757
• Monitor PXE Boot, on page 2758
• Remove PXE Boot Setup, on page 2759
• Service Status, on page 2760
• Setup PXE Boot, on page 2761
• Setup PXE Boot With BMA Selection, on page 2762
• Setup PXE Boot for Virtual SAN, on page 2763
• Setup Windows PXE Boot, on page 2765
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Add Account
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputEnter the name of the bare metal agent
account

Account Name

Enter the description of the bare metal agent
account

Description

Check if the bare metal agent uses different
network interfaces for management and PXE
traffic

Bare Metal Agent uses
different interfaces for
management and PXE
traffic

Ygen_text_inputEnter the management network IP address
for the bare metal agent

Management Address

YEnter the PXE network IP address for the
bare metal agent

PXE Interface Address

Ygen_text_inputEnter the user name for the bare metal agentLogin ID

YpasswordEnter the password for the bare metal agentPassword

Samba service is used for Windows PXE
boot. Check if you want to use bare metal
agent for Windows installation.

Enable Samba service for
Windows PXE

passwordEnter the password for the Samba serviceSamba Password

passwordConfirm the password for the Samba serviceConfirm Samba Password

Enter the location of the bare metal agent,
such as a physical location

Location

Check if the bare metal agent needs to be set
as the default BMA

Set As Default Bare Metal
Agent

Check if you want to start bare metal agent
services after adding the account

Start Bare Metal Agent
services after adding
Account

YUCSDIPAddress
List

Choose the IP address of the inventory
database node if you are configuring the bare
metal agent for the Cisco UCS Director
multi-node deployment

Database Address
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Outputs

TypeDescriptionOutput

bare_metal_agentBMA ID that was created while adding BMA
Account

OUTPUT_BMA_ID
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BMA OS Image Provision
Summary

Provision OS image item in BMA.
Description

This task allows you to provision the OS image item in Bare Metal Agent. The OS image avaialble in
the OS image repository of the selected Bare Metal Agent can be provisioned. Upon successful image
provisioning, the image template files, such as the PXE configuration and kick start files, are available
in the Bare Metal Agent. The provisioned image, configuration files can be used to PXE boot the bare
metal.

Inputs

MandatoryMappable To TypeDescriptionInput

Ybare_metal_agentChoose the bare metal agent account to
provision the OS image

Select BMA
Account

Ygen_text_inputChoose the OS image from the uploaded
OS images list. OS image is used to
provision the catalog.

OS Image Name

YbmaProvisionOsTypeList
Provider

Choose the OS type of the image selectedOS Type

Ygen_text_inputEnter the catalog name to be used for the
current provisioned image

Catalog Name

Outputs

TypeDescriptionOutput

bare_metal_agentBMA ID that was created while adding
BMA Account

OUTPUT_BMA_ID

bare_metal_agentOS Image Path in BMA's OS image
repository

OUTPUT_OS_IMAGE_PATH

gen_text_inputCatalog name as provistion in BMA.OUTPUT_OS_CATALOG_
NAME
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BMA OS Image Upload
Summary

Upload OS image to BMA.
Description

This task allows you to upload the OS image to Bare Metal Agent. OS image can be uploaded to the
Bare Metal Agent from a local file or from a webserver location. Upon successful image upload, the
image is available for provisioning. If the image file with the same image name and OS type already
exists or if the connection to web server is not accessible, the image upload fails.

Inputs

MandatoryMappable To TypeDescriptionInput

Ybare_metal_agentChoose the bare metal agent accountSelect BMA
Account

Ygen_text_inputEnter the name of the OS imageOS Image Label

YbmaOsTypeList
Provider

Choose the OS type of the imageOS Type

gen_text_inputChoose the type of upload from the options.
For example: DESKTOP FILE / WEB

OS Image Upload
Type

SERVER PATH. Use the desktop file option
to upload the file from the local disk. Use the
webserver path option to specify the web server
path where the ISO images are stored.

gen_text_inputEnter the HTTP or HTTPS URL of the OS
image if the upload type is WEB SERVER

HTTP/HTTP(s)
URL

PATH. For example: http://centos.mirror.net.
in/centos/7/isos/x86 64/CentOS-7-xyz.iso.

gen_text_inputLocal file Location of the OS ImageLocal File Localtion

gen_text_inputChecksum of the file to be checked. MD5
checksum.

Checksum(MD5)

Outputs

TypeDescriptionOutput

bare_metal_agentBMA ID that was created while adding
BMA Account

OUTPUT_BMA_ID

bare_metal_agentOS Image Path in BMA's OS image
repository

OUTPUT_OS_IMAGE_PATH

Cisco UCS Director Task Library Reference, Release 6.7
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Configure DHCP
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

Ybare_metal_
agent

Choose the bare metal agent to the configure DHCP
service

Select BMA Account

YEnter the DHCP subnet in IPv4 address format to
configure the DHCP. For example: 192.168.1.0

DHCP Subnet

YEnter the DHCP net mask. For example: 255.255.
255.0

DHCP Netmask

YEnter the DHCP start IP address range in IPv4
address format. For example: 192.168.1.2

DHCP Start IP

YEnter the DHCP end IP address range in IPv4
address format. For example: 192.168.1.252

DHCP End IP

Enter the router IP address in IPv4 address format.
For example: 192.168.1.1

Router IP Address

Outputs

TypeDescriptionOutput

bare_metal_agentBMA ID that was created while adding BMA
Account

OUTPUT_BMA_ID
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Configure Interface
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ybare_metal_agentChoose the bare metal agent account to
configure the network interface

Select Bare Metal Agent
Account

YEnter the network interface nameInterface Name

YEnter the network interface IP address in
IPv4 address format

IP Address

YEnter the network interface subnet maskSubnet Mask

Outputs

TypeDescriptionOutput

bare_metal_agentBMA ID that was created while adding BMA
Account

OUTPUT_BMA_ID
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DNS name to IP Resolver
Summary

Resolve a DNS name to an IP Address.
Description

This task queries the DNS server for the IP address of a given domain name. The task caches the resolved
IP. By default, to protect against DNS spoofing attacks, the cache never refreshes. If the IP address is
changed on the DNS server, the task provides the old (now incorrect) IP. The task can be forced to refresh
the cache by configuring the cache time. The cache time is configured by setting a property in the Java
security properties file. Warning: Changing Java security properties has serious security implications.
Do not change this property unless you are sure that your network is safe from DNS spoofing attacks.
To change the property:

1. In the /opt/bin/jre/lib/security/java.security file, find the property networkaddress.cache.ttl.
2. Uncomment the line that sets the networkaddress.cache.ttl property.
3. Set networkaddress.cache.ttl to the number of seconds to cache an address for. A value of 60 to 600

or higher is recommended.
4. Restart UCSD services.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the DNS nameDNS Name

Outputs

TypeDescriptionOutput

gen_text_inputHost DNS NameOUTPUT_HOST_DNS_NAME

gen_text_inputHost IP Address resolved by the Setup
PXE task.

OUTPUT_HOST_IP_ADDRESS
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IP Address to DNS name Resolver
Summary

Resolve an IP Address to a DNS name.
Description

This task queries the DNS server for the domain name of a specified IP address.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the IP address in IPv4 address
format

IP Address

Outputs

TypeDescriptionOutput

gen_text_inputHost DNS NameOUTPUT_HOST_DNS_NAME

gen_text_inputHost IP Address resolved by the Setup
PXE task.

OUTPUT_HOST_IP_ADDRESS
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Monitor PXE Boot
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the PXE request ID to be
monitored for completion

PXE Request ID

YChoose the maximum wait time in
hours

Max Wait time (Hours)

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove PXE Boot Setup
Summary

Remove a PXE boot setup.
Description

This task releases the setup used for PXE Boot for a selected PXE boot ID.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the PXE Boot IDPXE Boot Id

BooleanCheck this option to clean up the IP
Address used in this PXE request from
all other PXE requests

Clean this IP Address in
All other PXE Requests

Outputs

No Outputs
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Service Status
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ybare_metal_agentChoose the bare metal agent
account

Select Bare Metal Agent
Account

Outputs

TypeDescriptionOutput

bare_metal_agentBMA ID that was created while adding BMA
Account

OUTPUT_BMA_ID
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Setup PXE Boot
Summary

Set up PXE boot request parameters.
Description

This task specifies PXE boot request parameters such as OS Type, Host Name, Server IP Address Range,
MAC Address, NetMask, Gateway, Name Server, Password, and Time Zone. Output of this task is the
PXE Request ID.

Inputs

MandatoryMappable To TypeDescriptionInput

NetworkBootManager
List

Choose the network boot managerNetwork Boot Manager

Ygen_text_inputChoose the OS to be installedOS Type

Ygen_text_inputEnter the MAC addresses of the server
as a comma-separated list of MAC
addresses

Server MAC Address

IPConfigTypeChoose the type of IP configuration. For
example: Static or DHCP.

IP configuration type

Ygen_text_inputEnter the IP address range of the server.
For example: 192.168.0.1-192.168.0.
255,192.168.1.20

Server Address

Ygen_text_inputEnter the server net maskServer Net Mask

Ygen_text_inputEnter the server hostnameServer Host Name

Ygen_text_inputEnter the server gatewayServer Gateway

gen_text_inputEnter the name serverServer Name Server

gen_text_inputEnter the management VLANManagement VLAN

YpasswordEnter the root passwordRoot Password

Ygen_text_inputChoose the time zoneTimezone

Enter additional parameters to customize
the answer files. The Additional

Additional Parameters

Parameters table takes the key-value pair
of each additional parameter.

Outputs

TypeDescriptionOutput

gen_text_inputPXE Boot ID that was created for setup pxe
boot request

OUTPUT_PXE_BOOT_ID

gen_text_inputHost IP Address resolved by the Setup PXE
task.

OUTPUT_HOST_IP_ADDRESS
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Setup PXE Boot With BMA Selection
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

NetworkBootManager
List

Choose the network boot managerNetwork Boot Manager

gen_text_inputChoose the bare metal agent accountTarget BMA

Ygen_text_inputChoose the OS to be installedOS Type

Ygen_text_inputEnter the MAC addresses of the server
as a comma-separated list of MAC
address

Server MAC Address

IPConfigTypeChoose the type of IP configuration. For
example: Static or DHCP.

IP configuration type

Ygen_text_inputEnter the IP address range of the server.
For example: 192.168.0.1-192.168.0.
255,192.168.1.20.

Server Address

Ygen_text_inputEnter the server net maskServer Net Mask

Ygen_text_inputEnter the server hostnameServer Host Name

Ygen_text_inputEnter the server gatewayServer Gateway

gen_text_inputEnter the name serverServer Name Server

gen_text_inputEnter the management VLANManagement VLAN

YpasswordEnter the root passwordRoot Password

Ygen_text_inputChoose the time zoneTimezone

Enter additional parameters to customize
the answer files. The Additional

Additional Parameters

Parameters table takes the key-value pair
of each additional parameter.

Outputs

TypeDescriptionOutput

gen_text_inputPXE Boot ID that was created for setup pxe
boot request

OUTPUT_PXE_BOOT_ID

gen_text_inputHost IP Address resolved by the Setup PXE
task.

OUTPUT_HOST_IP_ADDRESS
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Setup PXE Boot for Virtual SAN
Summary

Setup PXE Boot for Virtual SAN.
Description

This task allows you to Setup PXE Boot for Virtual SAN.
Inputs

MandatoryMappable To TypeDescriptionInput

NetworkBootManager
List

Choose the network boot managerNetwork Boot Manager

BMAChoose the bare metal agent accountTarget BMA

YOSTypeChoose the OS to be installedOS Type

Ygen_text_inputEnter the MAC addresses of the server
as a comma separated list of MAC
addresses

Server MAC Address

IPConfigTypeChoose the type of IP configuration. For
example: Static or DHCP.

IP configuration type

Ygen_text_inputEnter the IP address range of the server.
For example: 192.168.0.1-192.168.0.
255,192.168.1.20.

Server Address

Ygen_text_inputEnter the server net maskServer Net Mask

Ygen_text_inputEnter the server hostnameServer Host Name

Ygen_text_inputEnter the server gatewayServer Gateway

gen_text_inputEnter the name serverServer Name Server

gen_text_inputEnter the management VLANManagement VLAN

YpasswordEnter the root passwordRoot Password

YTimezoneChoose the time zoneTimezone

Enter additional parameters to customize
the answer files. The Additional

Additional Parameters

Parameters table takes the key-value pair
of each additional parameter.

ESXiBootOrderChoose the ESXi boot orderESXi Boot Order

gen_text_inputEnter the server modelServer Model

Outputs

TypeDescriptionOutput

gen_text_inputPXE Boot ID that was created for setup pxe
boot request

OUTPUT_PXE_BOOT_ID
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TypeDescriptionOutput

gen_text_inputHost IP Address resolved by the Setup PXE
task.

OUTPUT_HOST_IP_ADDRESS

Cisco UCS Director Task Library Reference, Release 6.7
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Setup Windows PXE Boot
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

NetworkBootManager
List

Choose the network boot managerNetwork Boot Manager

gen_text_inputChoose the bare metal agent accountTarget BMA

Ygen_text_inputChoose the OS to be installedOS Type

Ygen_text_inputEnter the MAC addresses of the server
as a comma separated list of MAC
addresses

Server MAC Address

Ygen_text_inputEnter the OS flavor nameOS Flavor Name

Ygen_text_inputEnter the organization nameOrganization Name

Ybaremetal_windows_
license_pool

Choose the product key for WindowsProduct Key

Ygen_text_inputEnter the server host nameHost Name

Ygen_text_inputEnter the administrator passwordAdministrator Password

Ygen_text_inputEnter the administrator password for
confirmation

Confirm Password

IPConfigTypeChoose the type of IP configuration. For
example: Static or DHCP.

IP configuration type

gen_text_inputEnter the IP address range of the server.
For example: 192.168.0.1-192.168.0.
255,192.168.1.20.

Server Address

gen_text_inputEnter the server net maskServer Net Mask

gen_text_inputEnter the server gatewayServer Gateway

gen_text_inputEnter the name serverServer Name Server

Ygen_text_inputChoose the time zoneTimezone

Ygen_text_inputEnter the disk partition size in GBDisk Partition Size (GB)

Enter additional parameters to customize
the answer files. The Additional

Additional Parameters

Parameters table takes the key-value pair
of each additional parameter.
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Outputs

TypeDescriptionOutput

gen_text_inputPXE Boot ID that was created for setup pxe
boot request

OUTPUT_PXE_BOOT_ID

gen_text_inputHost IP Address resolved by the Setup PXE
task.

OUTPUT_HOST_IP_ADDRESS
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Obsoleted Tasks

This chapter contains the following sections:

• Add UCS VLAN - RG, on page 2768
• Configure Context NAT, on page 2770
• Configure NAT, on page 2771
• Manage VMware Resource Allocation, on page 2772
• VMware Provision Inputs, on page 2774
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Add UCS VLAN - RG
Summary

Add a VLAN to UCS and its managed objects for resource groups.
Description

This task for resource groups adds a VLAN to UCS Manager and to its managed objects. If the user
selects only physical infrastructure, the VLAN is added to the UCS Manager only. If the user selects
virtual infrastructure, the VLAN is added to all the service profiles, service profile templates, and vNIC
templates for the selected organization. Output of this task is the VLAN id, VLAN name and the objects
that are affected.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter VLAN Name .UCSAnnotation
Constants.ANNOTATION_NAME_32_
CHAR

VLAN Name

YucsAccountNameChoose Account NameAccount Name

Check Physical InfrastructurePhysical Infrastructure

ucsVlanTypeProviderChoose VLAN TypeVLAN Type

YvlanIDEnter VLAN ID(Common/Global) .
UCSAnnotationConstants.
ANNOTATION_VLAN_ID

VLAN
ID(Common/Global)

YvlanIDEnter VLAN ID (Fabric A) .
UCSAnnotationConstants.
ANNOTATION_VLAN_ID

VLAN ID (Fabric A)

YvlanIDEnter VLAN ID (Fabric B) .
UCSAnnotationConstants.
ANNOTATION_VLAN_ID

VLAN ID (Fabric B)

VLAN AVLAN A

YvlanIDEnter VLAN ID A(Both Fabrics
ConfiguredDifferently) .UCSAnnotation
Constants.ANNOTATION_VLAN_ID

VLAN IDA(Both Fabrics
Configured Differently)

YucsVlanSharingType
Provider

Choose SharingSharing

Choose Primary VLANPrimary VLAN

VLAN BVLAN B

YvlanIDEnter VLAN ID B(Both Fabrics
ConfiguredDifferently) .UCSAnnotation
Constants.ANNOTATION_VLAN_ID

VLAN IDB(Both Fabrics
Configured Differently)

YucsVlanSharingType
Provider

Choose SharingSharing

Choose Primary VLANPrimary VLAN
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MandatoryMappable To TypeDescriptionInput

Check Virtual InfrastructureVirtual Infrastructure

YucsMultiOrganization
Identity

Choose one or more OrganizationsOrganizations

YucsMultiService
ProfileIdentity

Choose one or more Service ProfilesService Profiles

YucsMultiService
ProfileTemplate
Identity

Choose one or more Service Profiles
Templates

Service Profiles
Templates

YUcsMulti
VNICTemplate
Identity

Choose one or more vNIC TemplatesvNIC Templates

Outputs

TypeDescriptionOutput

vlanIDVLAN IDOUTPUT_VLAN_ID1

vlanIDVLAN IDOUTPUT_VLAN_ID2

ucsVlanIdentityVLAN IDENTITYOUTPUT_VLAN_IDENTITY1

ucsVlanIdentityVLAN IDENTITYOUTPUT_VLAN_IDENTITY2
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Configure Context NAT
Summary

Configure NAT and PAT for the security context of a PIX ASA.
Description

This task configures the NAT and PAT for the security context of a private internet exchange (PIX)
adaptive security appliance (ASA).

Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

Ynetworking_security_context_
name

Security Context NameContext Name

NATDeviceProtocolIdentitySpecify protocol for the ruleProtocol

YASAInterfaceIdentityInterface Name to be mappedMapped Interface Name

YASAInterfaceIdentityIP Address to be mapped for the
NAT

Mapped IP Address

Ygen_text_inputPort to be MappedMapped Port

YASAInterfaceIdentityReal Interface NameReal Interface Name

YASAInterfaceIdentityThe real IP Address to be
NATed

Real IP Address

Ygen_text_inputActual Port to be NatedReal Port

Outputs

TypeDescriptionOutput

NETWORKING_ASA_
DEVICE

ASA Device IdentityOUTPUT_ASA_DEVICE_WITH_
CONTEXT_IDENTITY
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Configure NAT
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ynetworking_deviceSelect DeviceSelect Device

YNATSourceOrDestination
Identity

The object name for real sourceReal Source

YNATSourceOrDestination
Identity

The object name for mapped
source

Mapped Source

YNATSourceOrDestination
Identity

The object name for real
destination

Real Destination

YNATSourceOrDestination
Identity

The object name for mapped
destination

Mapped Destination

Outputs

TypeDescriptionOutput

datacenterNameName of the Datacenter on which the selected
operation was performed

DATACENTER

gen_text_inputIP address of the device on which the selected
operation was performed

DEVICE_IP

networking_deviceNetwork device on which selected operation
performed.

OUTPUT_
NETWORKING_DEVICE
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Manage VMware Resource Allocation
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvmCloneTypeSelect Deployment options to perform the
action

VMDeploymentOptions

YcatalogSelect Catalog on which to perform the
action

Select Catalog

YvmSelect the VM to retrieve the propertiesSelect VM

Clone VM using linked clone featureUse Linked Clone

YvdcCategoryTypeSelect a vDC CategoryCategory

YvDCSelect vDC on which to perform the
action

Select vDC

Outputs

TypeDescriptionOutput

gen_text_inputName of the allocated host on which selected
operation was performed

ALLOCATED_HOST

gen_text_inputName of the allocated Datastore on which
selected operation was performed

ALLOCATED_DATASTORE

gen_text_inputName of the allocated Cluster on which selected
operation was performed

ALLOCATED_CLUSTER

gen_text_inputName of the allocated ResourcePool on which
selected operation was performed

ALLOCATED_
RESOURCEPOOL

gen_text_inputName of the alternative allocated host on which
selected operation was performed

ALT_ALLOCATED_HOST

gen_text_inputName of the alternative allocated datastore on
which selected operation was performed

ALT_ALLOCATED_
DATASTORE

gen_text_inputName of the alternative allocated Cluster on
which selected operation was performed

ALT_ALLOCATED_
CLUSTER

gen_text_inputName of the alternative allocated ResourcePool
on which selected operation was performed

ALT_ALLOCATED_
RESOURCEPOOL

gen_text_inputIP Address of the allocated host on which
selected operation was performed

ALLOCATED_IP_ADDRESS

gen_text_inputIP Address type of the allocated host on which
selected operation was performed

ALLOCATED_IP_ADDRESS_
TYPE
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TypeDescriptionOutput

gen_text_inputName of the allocated additional Datastore on
which selected operation was performed

ALLOCATED_ADDNL_
DATASTORE

gen_text_inputName of the alternative allocated additional
Datastore on which selected operation was
performed

ALT_ALLOCATED_ADDNL_
DATASTORE

gen_text_inputIP Address of the additional vNICs on the hostALLOCATED_ADDNL_
VNIC_IP

gen_text_inputIPv6 Address of the additional vNICs on the
host

ALLOCATED_ADDNL_
VNIC_IPv6

vmCloneTypeVM Clone TypeOUTPUT_VM_CLONE_TYPE

vdcCategoryTypeVDC Category TypeOUTPUT_VDC_CATEGORY_
TYPE

vmID of the VM on which the selected operation
was performed

OUTPUT_VM_ID

catalogID of the Catalog on which the selected
operation was performed

OUTPUT_CATALOG_ID

vDCID of the VDC on which the selected operation
was performed

OUTPUT_VDC

gen_text_inputCLONE VM USING LINKED CLONEUSE_LINKED_CLONE

VMWareAll
Snapshots

Snapshot Key of Selected VM which is used
for Linked Clone

SNAPSHOT_KEY

gen_text_inputSnapshot Name of Selected VM which is used
for Linked Clone

SNAPSHOT_NAME

gen_text_inputSnapshot Type selected for Linked CloneSNAPSHOT_TYPE

Cisco UCS Director Task Library Reference, Release 6.7
2773

Obsoleted Tasks
Manage VMware Resource Allocation



VMware Provision Inputs
Summary

Identify VM inputs.
Description

This task identifies inputs for provisioning a VM. This task is marked as obsolete.
Inputs

MandatoryMappable To TypeDescriptionInput

assignToUserChoosing this option will allow
VM assignment to user

Assign To User

cuic_user_IDVM will be assigned to this userUser

Catalog/ VM SelectionCatalog/ VM Selection

YvmCloneTypeSelect Deployment options to
perform the action

VM Deployment Options

catalogSelect Catalog onwhich to perform
the action

Select Catalog

vmSelect the VM to retrieve the
properties

Select VM

gen_text_inputClone VM using linked clone
feature

Use Linked Clone

Customization OptionsCustomization Options

vdcCategorySelect a vDC CategorySelect Category

windowsLicensePoolSelect Windows License PoolSelect Windows License
Pool

crendentialOptionsSelect Credential OptionsSelect Credential Options

provisionAllDiskInSame
Datastore

Provision all disks in single
datastore, the scope will be same
as system disk scope

Provision all disks in single
datastore

EnableGuest
Customization

Enable Guest CustomizationEnableGuest Customization

customActionWorkflowSelect Custom WorkflowSelect Workflow

vmApplicationCharge
Frequency

Select VMApp Charge FrequencySelect VM App Charge
Frequency

gen_text_inputEnter Active VMApplication CostActive VM Application
Cost

gen_text_inputEnter In Active VM Application
Cost

Inactive VM Application
Cost

Deployment OptionsDeployment Options
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MandatoryMappable To TypeDescriptionInput

YvDCSelect vDC on which to perform
the action

Select vDC

gen_text_inputEnter VM Name or VM PrefixVM Name or VM Prefix

gen_text_inputEnter CommentComment

provisionPeriodEnter CommentProvision

date_timeProvision Time

VMwarePowerOffVMEnter CommentLease Time

gen_text_inputEnter DaysDays

gen_text_inputEnter HoursHours

Custom SpecificationCustom Specification

vCPUCountCPU CoresCPU Cores

memSizeMBMemoryMemory

diskSizeGBDiskHard Disk 1

storageTierPolicyStorage TierStorage Tier

vmChargeFrequencySelect the frequency of charging
the VM

VM Charge Frequency

Disk DatastoresDisk Datastores

gen_text_inputEnter Disk DatastoresVM Disks

Disk DatastoresOptional NIC Portgroups

gen_text_inputEnter NIC Port GroupsVM Networks

networkPolicy
NICIPOverride

Override NIC IP

Outputs

TypeDescriptionOutput

cuic_user_IDvDC Primary ApproversOUTPUT_VDC_PRIMARY_
APPROVERS

cuic_user_IDvDC Secondary ApproversOUTPUT_VDC_SECONDARY_
APPROVERS

ApprovalRequiredFromAll
Users

Approval required from all usersAPPROVAL_REQUIRED_FROM_
ALL_USERS
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PNSC Tasks

This chapter contains the following sections:

• Add ACL Policy Rules, on page 2779
• Add ACL Policy Set, on page 2783
• Add ACL Policy for Cisco VNMC, on page 2784
• Add App, on page 2785
• Add Cisco PNSC Zone, on page 2786
• Add Compute Firewall, on page 2787
• Add Compute Security Profile, on page 2788
• Add Tenant, on page 2789
• Add Tier, on page 2790
• Add Zone Conditions, on page 2791
• Add vDC, on page 2793
• Assign VSG To Compute Firewall, on page 2795
• Bind Compute Firewall To Nexus 1K, on page 2796
• Bind Compute Security Profile To Nexus Port Profile, on page 2797
• DeProvision PNSC Policies, on page 2798
• Delete ACL Policy, on page 2799
• Delete ACL Policy Rules, on page 2800
• Delete App, on page 2801
• Delete Cisco VNMC ACL Policy Set, on page 2802
• Delete Compute Firewall, on page 2803
• Delete Compute Security Profile, on page 2804
• Delete Tenant, on page 2805
• Delete Tier, on page 2806
• Delete Zone, on page 2807
• Delete Zone Conditions, on page 2808
• Delete vDC, on page 2809
• Deploy VSG, on page 2810
• Deprovision Container VSG Network, on page 2811
• Provision Container VSG Network, on page 2812
• Provision PNSC Policies, on page 2813
• Unassign VSG From Compute Firewall, on page 2814
• Unbind Compute Firewall From Nexus 1K, on page 2815
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• Unbind Compute Security Profile From Nexus Port Profile, on page 2816
• Undeploy Container VSG, on page 2817
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Add ACL Policy Rules
Summary

Add ACL Policy Rules to an ACL Policy.
Description

This task add Rules to an ACL Policy. It allows to add maximum of 3 Rules to a ACL Policy at a time.
In order to add more rules, user has to create a new "Add ACL Policy Rules" task.

Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCAclPolicyIdChoose acl policy to create
policy rule

PNSC Acl Policy

Ygen_text_inputEnter Rule 1 NameRule 1 - Name

gen_text_inputEnter Rule 1 DescriptionRule 1 - Description

YPNSCAclRuleActionType
LovList

Select an action to perform
on the matching traffic

Rule 1 - Action

Rule 1 - Condition Match
Criteria

Rule 1 - Protocol/Service

YEnable Protocol to set rule
or default it is set to any

Rule 1 - Any Protocol

YPNSCAclRuleProtocol
OperatorTypeLov

Select operatorRule 1 - Protocol Operator

YPNSCAclRuleProtocol
TypeLov

Select one of the Internet
Protocol Types

Rule 1 - Protocol

YPNSCAclRuleProtocol
OperatorTypeLov

Select Service OperatorRule 1 - Service Operator

YSelect Service ProtocolRule 1 - Service Protocol

YSelect ServiceRule 1 - Service

YSelect PortRule 1 - ServicePort

YAllow any as a source
condition

Any

PNSCAclRuleCondition
AttributeTypeLov

Select Attribute TypeRule 1 - Source Condition
Attribute Type

PnscAclRuleCondition
AttributeNameLov

Select Attribute NameRule 1 - Source Condition
Attribute Name

PnscAclRuleCondition
OperatorLov

Select OperatorRule 1 - Source Condition
Operator

gen_text_inputSelect Attribute ValueRule 1 - Source Condition
Attribute Value
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MandatoryMappable To TypeDescriptionInput

PNSCPolicyRuleAvail
ZoneId

Select Attribute ValueRule 1 - Source Condition Zone
Attribute Value

YAllow any as a destination
condition

Any

PNSCAclRuleCondition
AttributeTypeLov

Select Attribute TypeRule 1 - Destination Condition
Attribute Type

PnscAclRuleCondition
AttributeNameLov

Select Attribute NameRule 1 - Destination Condition
Attribute Name

YPnscAclRuleCondition
OperatorLov

Select OperatorRule 1 - Destination Condition
Operator

gen_text_inputSelect Attribute ValueRule 1 - Destination Condition
Attribute Value

PNSCPolicyRuleAvail
ZoneId

Select Attribute ValueRule 1 - Destination Condition
Zone Attribute Value

Select this option to add rule
2

Add Rule 2

Ygen_text_inputEnter Rule 2 NameRule 2 - Name

gen_text_inputEnter Rule 2 DescriptionRule 2 - Description

YPNSCAclRuleActionType
LovList

Select an action to perform
on the matching traffic

Rule 2 - Action

Rule 2 - Condition Match
Criteria

Rule 2 - Protocol/Service

YEnable Protocol to set rule
or default it is set to any

Rule 2 - Any Protocol

YPNSCAclRuleProtocol
OperatorTypeLov

Select operatorRule 2 - Protocol Operator

YPNSCAclRuleProtocol
TypeLov

Select one of the Internet
Protocol Types

Rule 2 - Protocol

YPNSCAclRuleProtocol
OperatorTypeLov

Select Service OperatorRule 2 - Service Operator

YSelect Service ProtocolRule 2 - Service Protocol

YSelect ServiceRule 2 - Service

YSelect PortRule 2 - ServicePort

YAllow any as a source
condition

Any

PNSCAclRuleCondition
AttributeTypeLov

Select Attribute TypeRule 2 - Source Condition
Attribute Type
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MandatoryMappable To TypeDescriptionInput

PnscAclRuleCondition
AttributeNameLov

Select Attribute NameRule 2 - Source Condition
Attribute Name

PnscAclRuleCondition
OperatorLov

Select OperatorRule 2 - Source Condition
Operator

gen_text_inputSelect Attribute ValueRule 2 - Source Condition
Attribute Value

PNSCPolicyRuleAvail
ZoneId

Select Attribute ValueRule 2 - Source Condition Zone
Attribute Value

YAllow any as a destination
condition

Any

PNSCAclRuleCondition
AttributeTypeLov

Select Attribute TypeRule 2 - Destination Condition
Attribute Type

PnscAclRuleCondition
AttributeNameLov

Select Attribute NameRule 2 - Destination Condition
Attribute Name

PnscAclRuleCondition
OperatorLov

Select OperatorRule 2 - Destination Condition
Operator

gen_text_inputSelect Attribute ValueRule 2 - Destination Condition
Attribute Value

PNSCPolicyRuleAvail
ZoneId

Select Attribute ValueRule 2 - Destination Condition
Zone Attribute Value

Select this option to add rule
3

Add Rule 3

Ygen_text_inputEnter Rule 3 NameRule 3 - Name

gen_text_inputEnter Rule 3 DescriptionRule 3 - Description

YPNSCAclRuleActionType
LovList

Select an action to perform
on the matching traffic

Rule 3 - Action

Rule 3 - Condition Match
Criteria

Rule 3 - Protocol/Service

YEnable Protocol to set rule
or default it is set to any

Rule 3 - Any Protocol

YPNSCAclRuleProtocol
OperatorTypeLov

Select operatorRule 3 - Protocol Operator

YPNSCAclRuleProtocol
TypeLov

Select one of the Internet
Protocol Types

Rule 3 - Protocol

YPNSCAclRuleProtocol
OperatorTypeLov

Select Service OperatorRule 3 - Service Operator

YSelect Service ProtocolRule 3 - Service Protocol

YSelect ServiceRule 3 - Service
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MandatoryMappable To TypeDescriptionInput

YSelect PortRule 3 - ServicePort

YAllow any as a source
condition

Any

PNSCAclRuleCondition
AttributeTypeLov

Select Attribute TypeRule 3 - Source Condition
Attribute Type

PnscAclRuleCondition
AttributeNameLov

Select Attribute NameRule 3 - Source Condition
Attribute Name

PnscAclRuleCondition
OperatorLov

Select OperatorRule 3 - Source Condition
Operator

gen_text_inputSelect Attribute ValueRule 3 - Source Condition
Attribute Value

PNSCPolicyRuleAvail
ZoneId

Select Attribute ValueRule 3 - Source Condition Zone
Attribute Value

YAllow any as a source
condition

Any

PNSCAclRuleCondition
AttributeTypeLov

Select Attribute TypeRule 3 - Destination Condition
Attribute Type

PnscAclRuleCondition
AttributeNameLov

Select Attribute NameRule 3 - Destination Condition
Attribute Name

PnscAclRuleCondition
OperatorLov

Select OperatorRule 3 - Destination Condition
Operator

gen_text_inputSelect Attribute ValueRule 3 - Destination Condition
Attribute Value

PNSCPolicyRuleAvail
ZoneId

Select Attribute ValueRule 3 - Destination Condition
Zone Attribute Value

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCAclPolicyIdACL Policy IdentityOUTPUT_ACL_POLICY_ID

PNSCComponentIdPNSC Component (Tenant, vDC,
App or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add ACL Policy Set
Summary

Add ACL Policy Set to a PNSC tenant, vDC, App or Tier.
Description

This task adds an ACL Policy set to a PNSC logical component (Tenant, vDC, App or Tier). User can
select multiple ACL Policies to create a new ACL Policy Set.

Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComponentIdChoose tenant, vDC, App or Tier
to create acl policy set

PNSC Logical
Component

Ygen_text_inputEnter acl policy set NameAcl Policy Set Name

gen_text_inputEnter acl policy set descriptionAcl Policy Set
Description

YPnscPolicySetAvailPolicy
ListId

Select acl policies to create a policy
set

Acl Policies

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCAclPolicySetIdAcl Policy Set IdentityOUTPUT_ACL_POLICY_SET_ID

PnscCSPAvailPolicySet
ListId

Compute Security Profile Available
Policy Set Identity

OUTPUT_SECURITY_PROFILE_
AVAIL_POLICY_SET_ID

PNSCComponentIdPNSC Component (Tenant, vDC,
App or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add ACL Policy for Cisco VNMC
Summary

Add ACL Policy to a PNSC Tenant, vDC, App or Tier.
Description

This task adds a ACL Policy to a PNSC logical component (Tenant, vDC, App or Tier).
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComponentIdChoose tenant, vDC, App or Tier
to create acl policy

PNSC Logical
Component

Ygen_text_inputEnter ACL Policy NameACL Policy Name

gen_text_inputEnter ACL Policy DescriptionDescription

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCAclPolicyIdACL Policy IdentityOUTPUT_ACL_POLICY_ID

PnscPolicySetAvailPolicy
ListId

ACL Policy Set Available Policy
Identity

OUTPUT_POLICYSET_AVAIL_
POLICY_ID

PNSCComponentIdPNSC Component (Tenant, vDC,
App or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add App
Summary

Add an Application to a Virtual Data Center.
Description

This task adds an application to a selected vDC of a PNSC account.
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCvDCIdChoose vDC to create ApplicationVirtual Datacenter
Name

Ygen_text_inputEnter Application NameName

gen_text_inputEnter Application DescriptionDescription

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCAppIdApplication IdentityOUTPUT_APP_ID

PNSCComponentIdPNSCComponent (Tenant, vDC, App
or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add Cisco PNSC Zone
Summary

Add zone to a PNSC Tenant, vDC, App or Tier.
Description

This task adds a zone to a PNSC logical component (Tenant, vDC, App or Tier).
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComponentIdChoose tenant, vDC, App or Tier
to create zone

PNSC Logical
Component

Ygen_text_inputEnter Zone NameZone Name

gen_text_inputEnter Zone DescriptionZone Description

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCZoneIdZone IdentityOUTPUT_ZONE_ID

PNSCPolicyRuleAvailZone
Id

ACL Policy Rule Available Zone
List

OUTPUT_POLICY_RULE_
AVAIL_ZONE_ID

PNSCComponentIdPNSC Component (Tenant, vDC,
App or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add Compute Firewall
Summary

Add Compute Firewall to a PNSC tenant, vDC, App or Tier.
Description

This task adds a Compute Firewall to a PNSC logical component (Tenant, vDC, App or Tier). User can
provide the hostname, ip address and subnet mask for the compute firewall whil creating a compute
firewall.

Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComponentIdChoose tenant, vDC, App or Tier
to create acl policy set

PNSC Logical Component

Ygen_text_inputEnter compute firewall nameCompute Firewall Name

gen_text_inputEnter compute firewall descriptionCompute Firewall
Description

YPnscDeviceProfileTableSelect device profile for the
compute firewall

Device profile

Ygen_text_inputManagement hostname for
Compute firewall

Management Hostname

Ygen_text_inputData IP AddressData IP Address

Ygen_text_inputData IP SubnetData IP Subnet

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCComputeFirewallIdCompute Firewall IdentityOUTPUT_COMPUTE_
FIREWALL_ID

PNSCComponentIdPNSC Component (Tenant, vDC,
App or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add Compute Security Profile
Summary

Add Compute Security Profile to a PNSC tenant, vDC, App or Tier.
Description

This task adds a Compute Security Profile to a PNSC logical component (Tenant, vDC, App or Tier).
User can select an ACL Policy Set to create a new Compute Security Profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComponentIdChoose tenant, vDC, App or Tier to
create acl policy set

PNSCLogical Component

Ygen_text_inputEnter compute security profile nameCompute Security Profile
Name

gen_text_inputEnter compute security profile
description

Compute Security Profile
Description

YPnscCSPAvailPolicySet
ListId

Select acl policy set to create a
compute security profile

Acl Policy set

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCComputeSecurity
ProfileId

Compute Security Profile IdentityOUTPUT_COMPUTE_
SECURITY_PROFILE_ID

PNSCComponentIdPNSC Component (Tenant, vDC,
App or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add Tenant
Summary

Add Tenant to a PNSC account.
Description

This task adds a tenant to a selected PNSC account.
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCAccountNamesSelect PNSC AccountPNSC Account

Ygen_text_inputEnter Tenant NameName

gen_text_inputEnter Tenant DescriptionDescription

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCTenantIdTenant IdentityOUTPUT_TENANT_ID

PNSCComponentIdPNSC Component (Tenant, vDC,
App or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add Tier
Summary

Add Tier to an Application.
Description

This task adds a Tier to a selected application (logical component) of a PNSC account.
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCAppIdChoose application to create TierApplication Name

Ygen_text_inputEnter Tier NameName

gen_text_inputEnter Tier DescriptionDescription

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCTierIdTier IdentityOUTPUT_TIER_ID

PNSCComponentIdPNSCComponent (Tenant, vDC,App
or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add Zone Conditions
Summary

Add zone conditions to a zone.
Description

This task add zone conditions to a zone. It allows to add a maximum of 4 zone conditions at a time. In
order to add more zone conditions, user has to create a new "Add Zone Conditions" task.

Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCZoneIdChoose zone to create zone
conditions

PNSC Zone

YPnscZoneConditionAttribute
TypeLov

Select Attribute TypeZone Condition 1 - Attribute
Type

YPnscZoneConditionAttribute
NameLov

Select Attribute NameZone Condition 1 - Attribute
Name

YPnscZoneConditionOperator
LovList

Select OperatorZone Condition 1 - Operator

gen_text_inputSelect Attribute ValueZone Condition 1 - Attribute
Value

Select this option to add
Zone Condition 2

Add Zone Condition 2

YPnscZoneConditionAttribute
TypeLov

Select Attribute TypeZone Condition 2 - Attribute
Type

YPnscZoneConditionAttribute
NameLov

Select Attribute NameZone Condition 2 - Attribute
Name

YPnscZoneConditionOperator
LovList

Select OperatorZone Condition 2 - Operator

gen_text_inputSelect Attribute ValueZone Condition 2 - Attribute
Value

Select this option to add
Zone Condition 3

Add Zone Condition 3

YPnscZoneConditionAttribute
TypeLov

Select Attribute TypeZone Condition 3 - Attribute
Type

YPnscZoneConditionAttribute
NameLov

Select Attribute NameZone Condition 3 - Attribute
Name

YPnscZoneConditionOperator
LovList

Select OperatorZone Condition 3 - Operator

gen_text_inputSelect Attribute ValueZone Condition 3 - Attribute
Value

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

Select this option to add
Zone Condition 4

Add Zone Condition 4

YPnscZoneConditionAttribute
TypeLov

Select Attribute TypeZone Condition 4 - Attribute
Type

YPnscZoneConditionAttribute
NameLov

Select Attribute NameZone Condition 4 - Attribute
Name

YPnscZoneConditionOperator
LovList

Select OperatorZone Condition 4 - Operator

gen_text_inputSelect Attribute ValueZone Condition 4 - Attribute
Value

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCZoneIdZone IdentityOUTPUT_ZONE_ID

PNSCComponentIdPNSCComponent (Tenant, vDC,App
or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add vDC
Summary

Create a vDC.
Description

This task creates a virtual datacenter (vDC). A vDC is an environment that combines virtual resources,
operational details, rules and policies to manage specific group requirements. Use this task to create a
vDC as part of workflow

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide an account typeAccount Type

Ygen_text_inputEnter a vDC namevDC Name

BooleanCheck to enable vDC Locked. The
default value is unchecked.

vDC Locked

gen_text_inputEnter a vDC descriptionvDC Description

YuserGroupProvide a user group IDUser Group ID

Ygen_text_inputProvide a cloud nameCloud Name

Check to enable requiring approval
from groups. Otherwise, approval is

First Level Approval
required from Groups

required from users. The default value
is unchecked.

userGroupProvide the group ID of the user who
must approve the request

First Level Group
Approval(s)

cuic_multi_user_IDProvide one or more first level user
approvals

First Level User Approval(s)

Check to enable requiring approval
from groups. Otherwise, approval is

Second Level Approval
required from Groups

required from users. The default value
is unchecked.

userGroupProvide the group ID of the user who
must approve the request

Second Level Group
Approval(s)

cuic_multi_user_IDProvide one or more second level user
approvals

Second Level User
Approval(s)

BooleanCheck to enable requiring approval of
all users. The default value is
unchecked.

Approval required from All
users

YBooleanEnter the number of approval request
reminders

Number of Approval
Request Remainders

YBooleanEnter the reminder intervalReminder Intervals

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter a provider support email addressProvider Support Email
Address

gen_text_inputEnter a copy notification to mail
address

Copy Notification to mail
Address

Ygen_text_inputProvide a computing policyComputing Policy

Ygen_text_inputProvide a network policyNetwork Policy

Ygen_text_inputProvide a storage policyStorage Policy

gen_text_inputProvide an ISO image mapping policyISO Image Mapping Policy

CostModelListPopupProvide a cost modelCost Model

gen_text_inputCheck to disable displaying cost in the
SR summary. The default value is
unchecked.

Disable displaying cost in
the SR Summary

UserActionPolicy
PopUp

Provide a user action policyUser Action Policy

VmManagement
PolicyPopUp

Provide a VM management policyVm Mangement Policy

gen_text_inputProvide an end user self-service policyEnd user Self-service Policy

Outputs

TypeDescriptionOutput

vDCTabularReport
Identity

vDC IDVDC_ID

gen_text_inputVDC NAMEVDC_NAME

gen_text_inputCloud NameVDC_CLOUD_NAME

vdcPolicyStorage PolicyVDC_STORAGE_POLICY

vdcPolicySystem PolicyVDC_SYSTEM_POLICY

vdcPolicyNetwork PolicyVDC_NETWORK_POLICY

vdcPolicyComputing PolicyVDC_COMPUTING_POLICY

vdcPolicyISO Image Mapping PolicyOUTPUT_ISO_IMAGE_MAPPLING_
POLICY

vdcPolicyUser Action PolicyOUTPUT_VDC_USER_ACTION_
POLICY

vdcPolicyVm Mangement PolicyOUTPUT_VDC_VMMANAGEMENT_
POLICY

vdcPolicyEnd user Self-service PolicyOUTPUT_VDC_ENDUSER_SELF_
SERVICE_POLICY

vdcPolicyCost ModelOUTPUT_VDC_COSTMODEL

Cisco UCS Director Task Library Reference, Release 6.7
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Assign VSG To Compute Firewall
Summary

Assigns a VSG To a Compute Firewall
Description

This task assigns an unassigned VSG (registered to the PNSC) to a compute firewall.
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComputeFirewallIdChoose compute firewall to
assign VSG

Compute Firewall ID

YPnscUnassignedVsgLOVTypeSelect a VSGVSG Management IP

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCComputeFirewallIdCompute Firewall IdentityOUTPUT_COMPUTE_
FIREWALL_ID

PNSCComponentIdPNSC Component (Tenant, vDC,
App or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Bind Compute Firewall To Nexus 1K
Summary

Binds a Compute Firewall to a N1K switch.
Description

This task binds a compute firewall to a N1K switch. It creates a vservice node of type vsg and node name
as compute firewall hostname on the selected N1K switch. User need to choose a N1K vlan as well while
binding compute firewall to N1K.

Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComputeFirewallIdChoose compute firewall to bind
to n1k

Compute Firewall ID

YPNSCRegisteredN1KSelect Nexus 1K to choose the
vlan

Select Nexus 1K

YPNSCRegisteredN1KVlansSelect a vlan on N1KSelect vlan

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCComputeFirewallIdCompute Firewall IdentityOUTPUT_COMPUTE_
FIREWALL_ID

PNSCRegisteredN1KPNSC Registered N1k IdentityOUTPUT_PNSC_REGISTERED_
N1K_ID

PNSCComponentIdPNSC Component (Tenant, vDC,
App or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
2796

PNSC Tasks
Bind Compute Firewall To Nexus 1K



Bind Compute Security Profile To Nexus Port Profile
Summary

Binds a Compute Security Profile to a N1K Port Profile.
Description

This task binds a compute security profile to a N1K Port Profile. User can choose a compute firewall
and N1K Port profile while binding a compute security profile to port profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComputeSecurityProfile
Id

Choose compute security profile
to bind to N1k Port profile

Compute Security
Profile ID

YPNSCComputeFirewallIdChoose compute firewallCompute Firewall ID

YPNSCRegisteredN1KSelect Nexus 1K to choose the
port profile

Select Nexus 1K

YPNSCSecurityProfileUnbound
PortProfiles

Select a port profileSelect port profile

Outputs

TypeDescriptionOutput

PNSCAccountNamesName of the PNSC AccountOUTPUT_PNSC_ACCOUNT_
NAME

PNSCComputeSecurity
ProfileId

Compute Security Profile IdentityOUTPUT_COMPUTE_
SECURITY_PROFILE_ID

PNSCComponentIdPNSC Component (Tenant, vDC,
App or Tier) Identity

OUTPUT_COMPONENT_ID

Cisco UCS Director Task Library Reference, Release 6.7
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DeProvision PNSC Policies
Summary

Delete PNSC Policies
Description

The task deletes PNSC polices created as a part of VSG container creation.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete ACL Policy
Summary

Delete ACL Policy from a PNSC Tenant, vDC, App or Tier.
Description

This task deletes a ACL Policy from a PNSC logical component (Tenant, vDC, App or Tier).
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCAclPolicyIdChoose acl policy to deleteAcl Policy ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete ACL Policy Rules
Summary

Delete ACL Policy Rules from an ACL Policy.
Description

This task delete rules from an ACL Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCAclPolicyIdChoose acl policy to delete the
policy rule

ACL Policy ID

YPNSCAclPolicyRuleListIdChoose polcy rules to deleteACL Policy Rule ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete App
Summary

Delete an Application from a Virtual Data Center.
Description

This task deletes an application from a selected vDC of a PNSC account.
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCAppIdChoose application to deleteApplication ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Cisco VNMC ACL Policy Set
Summary

Delete ACL Policy Set from a PNSC tenant, vDC, App or Tier.
Description

This task deletes an ACL Policy set from a PNSC logical component (Tenant, vDC, App or Tier). User
can select multiple ACL Policies to create a new ACL Policy Set.

Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCAclPolicySetIdChoose acl policy set to deleteAcl Policy Set ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Compute Firewall
Summary

Delete Compute Firewall from a PNSC tenant, vDC, App or Tier.
Description

This task deletes a Compute Firewall from a PNSC logical component (Tenant, vDC, App or Tier).
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComputeFirewallIdChoose compute firewall to
delete

Compute Firewall ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Compute Security Profile
Summary

Delete Compute Security Profile from a PNSC tenant, vDC, App or Tier.
Description

This task delete a Compute Security Profile to a PNSC logical component (Tenant, vDC, App or Tier).
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComputeSecurityProfile
Id

Choose compute security
profile to delete

Compute Security
Profile ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Tenant
Summary

Delete Tenant from a PNSC account.
Description

This task deletes a tenant from a selected PNSC account.
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCTenantIdChoose Tenant to deleteTenant Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Tier
Summary

Delete Tier from an Application.
Description

This task deletes a Tier from a selected application (logical component) of a PNSC account.
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCTierIdChoose tier to deleteTier ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Zone
Summary

Delete zone from a PNSC Tenant, vDC, App or Tier.
Description

This task deletes a zone from a PNSC logical component (Tenant, vDC, App or Tier).
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCZoneIdChoose zone to deleteZone ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Zone Conditions
Summary

Add zone conditions to a zone.
Description

This task delete zone conditions from a zone.
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCZoneIdChoose zone to delete the zone
condition

Zone ID

YPNSCZoneConditionsListIdChoose zone conditions to deleteZone Conditions ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete vDC
Summary

Delete a vDC.
Description

This task deletes a virtual datacenter (vDC). A vDC is an environment that combines virtual resources,
operational details, rules and policies to manage specific group requirements.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide the name of the vDC to
delete

vDC Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Deploy VSG
Summary

Deploy VSG in VSG container.
Description

The task deploys VSG in a VSG container. Deploy VSG either in standalone mode or HA mode.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2810

PNSC Tasks
Deploy VSG



Deprovision Container VSG Network
Summary

Delete VSG network components.
Description

The task deletes VSG network components provisioned as a part of VSG container creation.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Provision Container VSG Network
Summary

Create VSG network components.
Description

The task creates VSGHA and Data portgroups on selected Nexus 1000v. The VSG ip address and PNSC
compute firewall ip address are resolved from the ip pools. The VSG HA and Data vlan ID are resolved
from the VLAN pool. The VSG HA ID is reolved from the HA ID pool.

Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Provision PNSC Policies
Summary

Create PNSC Policies
Description

The task creates PNSC components like tenant, vdc, compute firewall and policies like zone, and security
policies for container.

Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign VSG From Compute Firewall
Summary

Unassigns a VSG From a Compute Firewall
Description

This task unassigns an assigned VSG (registered to the PNSC) from a compute firewall.
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComputeFirewallIdChoose compute firewall to
assign VSG

Compute Firewall ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unbind Compute Firewall From Nexus 1K
Summary

Unbinds a Compute Firewall from a N1K switch.
Description

This task unbinds a compute firewall from a N1K switch. It removes the vservice node of type vsg and
node name as hostname of the compute firewall on the selected N1K switch.

Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComputeFirewallIdChoose compute firewall to bind
to n1k

Compute Firewall ID

YPNSCRegisteredN1KSelect Nexus 1K to choose the
vlan

Select Nexus 1K

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unbind Compute Security Profile From Nexus Port Profile
Summary

Unbinds a Compute Security Profile from a N1K Port Profile.
Description

This task unbinds a compute security profile from a N1K Port Profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YPNSCComputeSecurityProfile
Id

Choose compute security profile
to unbind from N1K port profile

Compute Security
Profile ID

YPNSCRegisteredN1KSelect Nexus 1K to choose the port
profile

Select Nexus 1K

YPNSCSecurityProfileBound
PortProfiles

Select one or more port profilesSelect port profiles

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Undeploy Container VSG
Summary

Undeploy Container VSG
Description

Deletes container VSG deployed as a part of VSG conatiner.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2817

PNSC Tasks
Undeploy Container VSG



Cisco UCS Director Task Library Reference, Release 6.7
2818

PNSC Tasks
Undeploy Container VSG



Platform Tasks

This chapter contains the following sections:

• CIMCEmailAlertRuleAddFormImpl, on page 2820
• CIMCEmailAlertRuleConfigImpl, on page 2821
• DeleteEmailAlertRuleForm, on page 2822
• DisableEmailAlertForm, on page 2823
• EnableEmailAlertForm, on page 2824
• ImcsDeleteSchedules, on page 2825
• ImcsDisableSchedules, on page 2826
• ImcsEnableSchedules, on page 2827
• ImcsManageScheduleImpl, on page 2828
• ImcsModifyScheduleImpl, on page 2829

Cisco UCS Director Task Library Reference, Release 6.7
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CIMCEmailAlertRuleAddFormImpl
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YName

Alert Scope

YServerGroups

YServers

YEmail Addresses

YSeverity

Enable

Send alert for all faults every 24 hours

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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CIMCEmailAlertRuleConfigImpl
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YName

Alert Scope

YServerGroups

YServers

YEmail Addresses

YSeverity

Enable

Send alert for all faults every 24 hours

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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DeleteEmailAlertRuleForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_input

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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DisableEmailAlertForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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EnableEmailAlertForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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ImcsDeleteSchedules
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

Outputs

No Outputs
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ImcsDisableSchedules
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

Outputs

No Outputs
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ImcsEnableSchedules
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

Outputs

No Outputs
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ImcsManageScheduleImpl
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YSchedule Policy Name

YEnable

YSelect Scheduler Type

date_timeSchedule TimeSchedule Time

Current System Time

Schedule TimeDays

Schedule TimeHours

Schedule TimeMinutes

Outputs

No Outputs
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ImcsModifyScheduleImpl
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YSchedule Policy Name

YEnable

YSelect Scheduler Type

date_timeSchedule TimeSchedule Time

Current System Time

Schedule TimeDays

Schedule TimeHours

Schedule TimeMinutes

Outputs

No Outputs
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Policy Tasks

This chapter contains the following sections:

• Clone Credential Policy, on page 2832
• Clone Name Validation Policy, on page 2833
• Collect VMWare Mark DataStores ISO Inventory, on page 2834
• Create Credential Policy, on page 2835
• Create Name Validation Policy, on page 2836
• Create VMWare Mark DataStores ISO Inventory, on page 2837
• Delete Credential Policy, on page 2838
• Modify Credential Policy, on page 2839
• Modify Name Validation Policy, on page 2840
• Modify VMWare Mark DataStores ISO Inventory, on page 2841
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Clone Credential Policy
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YSelect the Policy NameSelect the policy to be Cloned

YEnter Policy NamePolicy Name

Enter the DescriptionDescription

Outputs

TypeDescriptionOutput

gen_text_inputCredential Policy nameOUTPUT_CREDENTIAL_POLICY_
NAME
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Clone Name Validation Policy
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YSelect Policy to be ClonedPolicy To be Cloned

YEnter Policy NamePolicy Name

Enter Policy DescriptionPolicy Description

Outputs

TypeDescriptionOutput

gen_text_inputName validation policy on which the selected
operation was performed

OUTPUT_POLICY_NAME
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Collect VMWare Mark DataStores ISO Inventory
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YCloud for which data stores mapping
required

Cloud Name

Outputs

TypeDescriptionOutput

gen_text_inputSR ID on which the selected operation was
performed

OUTPUT_SR_ID
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Create Credential Policy
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

Choose the account type.Account Type

YEnter the Policy NamePolicy Name

Enter the DescriptionDescription

YEnter the userNameuserName

YEnter the passwordpassword

Enter the enable passwordenable password

YSelect the Protocolprotocol

YEnter the portport

Outputs

TypeDescriptionOutput

gen_text_inputCredential Policy nameOUTPUT_CREDENTIAL_POLICY_
NAME
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Create Name Validation Policy
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

YEnter Policy NamePolicy Name

Enter Policy DescriptionPolicy Description

Minimum number of characters that make up
the name

Minimum Name Length

Maximum number of characters allowed for
the name

Maximum Name Length

Do not allow password that match any of the
regular expressions specified here

Regular Expression

provide description about above mentioned
regular expression

Regular Expression
Description

Outputs

TypeDescriptionOutput

gen_text_inputName validation policy on which the selected
operation was performed

OUTPUT_POLICY_NAME
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Create VMWare Mark DataStores ISO Inventory
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

YCloud for which data stores mapping requiredCloud Name

YList of data stores selected for ISO Images
Inventory Collection

Data Stores

YThis will include ISO inventory collection
during account level inventory

Fetch in Account level
Inventory

Outputs

TypeDescriptionOutput

gen_text_inputSR ID on which the selected operation was
performed

OUTPUT_SR_ID
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Delete Credential Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect the Policy NamePolicy Name

Outputs

TypeDescriptionOutput

gen_text_inputCredential Policy nameOUTPUT_CREDENTIAL_POLICY_
NAME
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Modify Credential Policy
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

YEnter the Policy NamePolicy Name

Enter the DescriptionDescription

YEnter the userNameuserName

YEnter the passwordpassword

Enter the enable passwordenable password

YSelect the Protocolprotocol

YEnter the portport

Outputs

TypeDescriptionOutput

gen_text_inputCredential Policy nameOUTPUT_CREDENTIAL_POLICY_
NAME
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Modify Name Validation Policy
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

YSelect Policy NamePolicy Name

Enter Policy DescriptionPolicy Description

Minimum number of characters that make up
the name

Minimum Name Length

Maximum number of characters allowed for
the name

Maximum Name Length

Do not allow password that match any of the
regular expressions specified here

Regular Expression

provide description about above mentioned
regular expression

Regular Expression
Description

Outputs

TypeDescriptionOutput

gen_text_inputName validation policy on which the selected
operation was performed

OUTPUT_POLICY_NAME
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Modify VMWare Mark DataStores ISO Inventory
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

YCloud for which data stores mapping requiredCloud Name

YList of data stores selected for ISO Images
Inventory Collection

Data Stores

YThis will include ISO inventory collection
during account level inventory

Fetch in Account level
Inventory

Outputs

TypeDescriptionOutput

gen_text_inputSR ID on which the selected operation was
performed

OUTPUT_SR_ID
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Policy and Profile Tasks

This chapter contains the following sections:

• AddHardwareProfile, on page 2844
• ApplyCIMCHardwarePolicy, on page 2845
• CIMCApplyProfileConfigImpl, on page 2846
• CIMCDeleteProfileConfigImpl, on page 2847
• CIMCDeriveHardwareProfile, on page 2848
• CIMCHardwarePolicyAddForm, on page 2849
• CIMCHardwarePolicyModifyForm, on page 2850
• DeleteCIMCHardwarePolicy, on page 2851
• UpdateHardwareProfile, on page 2852
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AddHardwareProfile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YProfile Name

YHardware Policies

YHardware Policies

YTarget Platforms

Outputs

No Outputs
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ApplyCIMCHardwarePolicy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

Y

Y

Outputs

No Outputs
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CIMCApplyProfileConfigImpl
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

Y

Y

Outputs

No Outputs
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CIMCDeleteProfileConfigImpl
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect one or more profiles to deleteDelete Profiles

Outputs

No Outputs
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CIMCDeriveHardwareProfile
Summary
Description
Inputs

MandatoryMappableTo
Type

DescriptionInput

YProfile Name

Enter Server Details Manually:

Choose Server:

Server IP

Choose Chassis:

Select if you want to use
policy to give the
credentials.

Use Credential Policy

Credential Policy

Username

Password

Protocol

Port

Choose Policies:

Outputs

No Outputs
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CIMCHardwarePolicyAddForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

Outputs

No Outputs
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CIMCHardwarePolicyModifyForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

Outputs

No Outputs
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DeleteCIMCHardwarePolicy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect one or more policies to deleteDelete Policies

Outputs

No Outputs
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UpdateHardwareProfile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YProfile Name

YHardware Policies

YHardware Policies

YTarget Platforms

Outputs

No Outputs
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Procedural Tasks

This chapter contains the following sections:

• Acquire lock on a named Resource, on page 2854
• Clone Workflow, on page 2855
• Conditional Task, on page 2856
• End Loop, on page 2857
• If Else, on page 2858
• Release lock on a named Resource, on page 2859
• Resume Task, on page 2860
• Start Loop, on page 2861
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Acquire lock on a named Resource
Summary

Acquire a lock on a named resource.
Description

This task acquires a lock on any named resource. If the named resource is free, meaning no other task
holds a lock on it, then the acquisition of the resource succeeds and the task completes successfully. If
another task holds a lock on the named resource, then the calling task is suspended until the other task
releases the lock. Re-entrant acquisition is permitted and is always successful. A lock can be acquired
by a sub-task within a compound task. If the lock is already held by the compound task (or its parent
workflow, or a parent's parent), the acquisition is considered re-entrant and always succeeds. For example:
Workflow WF-A acquires a lock L1 and spawns a Compound Task CT1. If a sub-task in CT1 tries to
acquire L1, then the acquisition succeeds. Similarly, suppose workflow WF-B acquires a lock L2 and
spawns CT2, which in turn spawns CT3. If a sub-task in CT3 tries to acquire L2, it will succeed because
WF-B is an (indirect) parent of CT2. A workflow should relinquish the lock on the resource (using the
Release Resource Lock task) as soon as it is done using the resource. Behavior during Rollback of an
SR When a workflow is rolled back, the tasks are executed in reverse order of normal execution. When
a workflow containing an AcquireLock followed by a ReleaseLock task is subjected to Rollback, the
roles of AcquireLock and ReleaseLock are reversed. For example, consider this workflow:
AcquireLock(R1) -> Task1 -> Task2 -> ReleaseLock(R1) In this example, AcquireLock(R1) acquires
lock on resource R1 and ReleaseLock(R1) relinquishes the lock on R1. As part of a rollback, the
ReleaseLock(R1) task is executed first. But since the intent is ensure safe access to resouce R1, this
ReleaseLock behaves like an AcquireLock(R1) task and acquires the lock on R1. Subsequently, when
the AcquireLock(R1) task is invoked it executes the ReleaseLock(R1) operation, relinquishing the lock
on resource R1.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputName of resource that must be
locked

Resource name

Outputs

TypeDescriptionOutput

gen_text_inputName of the Resource that was acquired for
exclusive access

ResourceName
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Clone Workflow
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YworkflowSelectorWorkflow to cloneWorkflow

Ygen_text_inputWorkflow Version to cloneCloned Workflow Name

BooleanSelect to give a new Folder
name

New Folder

gen_text_inputFolder NameFolder Name

Ygen_text_inputFolder NameNew Folder Name

Outputs

TypeDescriptionOutput

gen_text_inputSource WF NameOUTPUT_SOURCE_WF_NAME

gen_text_inputSource WF IDOUTPUT_SOURCE_WF_ID

gen_text_inputSource WF NameOUTPUT_CLONE_WF_NAME

gen_text_inputSource WF NameOUTPUT_CLONE_WF_ID
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Conditional Task
Summary

Select the next Task based on the evaluation of Boolean statements, similar to a "switch" statement in
most programming languages.

Description
This task takes as input two or more conditions and associated labels. The labels are mapped to other
tasks. At runtime, the conditions are evaluated in order and control is passed to the task associated with
the first condition that evaluates to True. If no condition evaluates to True, the Conditional Task fails.

Inputs

MandatoryMappable To TypeDescriptionInput

Add List of ConditionsList of Conditions

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2856

Procedural Tasks
Conditional Task



End Loop
Summary

End a loop.
Description

This task marks the end of a loop in the workflow.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs
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If Else
Summary

If Else Conditional Task.
Description

This task evaluates the condition given as input. Depending on the result, it passes control to a different
task.

Inputs

MandatoryMappable To TypeDescriptionInput

YSpecify the conditionSpecify the condition

Outputs

No Outputs
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Release lock on a named Resource
Summary

Release a lock held on a named resource.
Description

This task releases a lock held on a named resource. Lock acquisition is described in the Acquire Resource
Lock task. Acquired locks must be released when the acquiring task is done with the resource. This
implies that, within a workflow, the number of Acquire operations should equal the number of Release
operations. A spurious Release (release of a lock that was never held) is ignored. A workflow should
only release a lock that it successfully acquired using the Acquire Resource Lock task. For behavior of
locks during rollback, please see AcquireLock task

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputName of resource that must be
unlocked

Resource name

Outputs

TypeDescriptionOutput

gen_text_inputName of the Resource that was released from
exclusive access

ResourceName
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Resume Task
Summary

Wait until a date and time.
Description

This task pauses the workflow execution until the date and time specified in the input.
Inputs

MandatoryMappable To TypeDescriptionInput

Ydate_timeTime to executeTime

Outputs

No Outputs
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Start Loop
Summary

Start a loop.
Description

This task begins a loop in the workflow based on the input condition.
Inputs

MandatoryMappable To TypeDescriptionInput

List based iterationList based iteration

Ygen_text_inputInput for list based iterationInput for list based iteration

User Input to assign iterated valuesUser Input to assign iterated
values

Count based iterationCount based iteration

Ygen_text_inputEnter a positive integerNumber of times to loop

Ygen_text_inputEnter the starting value of the
iteration index

Starting Index

Ygen_text_inputEnter an integer (positive or
negative).

Step Increment

Outputs

TypeDescriptionOutput

gen_text_inputIteration CountITERATION_COUNT_OUTPUT

gen_text_inputIteration IndexITERATION_INDEX_OUTPUT

gen_text_inputEach Iteration ValueSTART_LOOP_OUTPUT
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RHEV KVM Tasks

This chapter contains the following sections:

• RHEV KVM - Create Storage Policy, on page 2864
• RHEV KVM - Create System Policy, on page 2865
• RHEV KVM - Edit Storage Policy, on page 2866
• RHEV KVM - Edit System Policy, on page 2867
• RHEV KVM - Guest Customization, on page 2868
• Rhev KVM - Add NIC to VDC Network Policy, on page 2869
• Rhev KVM - Create Computing Policy, on page 2870
• Rhev KVM - Create Network Policy, on page 2871
• Rhev KVM - Delete NIC from VDC Network Policy, on page 2872
• Rhev KVM - Edit Computing Policy, on page 2873
• Rhev KVM - Edit NIC in VDC Network Policy, on page 2875
• Rhev KVM - Edit Network Policy, on page 2876
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RHEV KVM - Create Storage Policy
Summary

Create a Rhev KVM storage policy.
Description

This task creates a Rhev KVM storage policy for a Rhev KVM account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter name of policyPolicy Name

gen_text_inputEnter description of policyPolicy Description

YRhevCloudNameProviderSelect a cloud that the policy applies
to

Cloud Name

YRhevDatacentersListSelect a datacenterDatacenter

ScopeScope

YrhevKvmScopeType
Storage

Specify type of data store scope:
include/exclude or all

Data Stores Scope

RhevDatastoresListList of data stores selected for
include/exclude

Selected Data Stores

Select from the storage options below.Storage Options

Select one or more filter conditionsFilter Conditions

Outputs

TypeDescriptionOutput

gen_text_inputStorage Policy NameOUTPUT_STORAGE_POLICY_NAME
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RHEV KVM - Create System Policy
Summary

Create a Rhev KVM System policy.
Description

This task creates a Rhev KVM system policy for a Rhev KVM account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter name of policyPolicy Name

gen_text_inputEnter description of policyPolicy Description

Ygen_text_inputEnter naming template for VMsVM Name Template

YRhevCloudNameProviderSelect a cloud that the policy
applies to

Cloud Name

BooleanReuse old VM namesRecycle VM Name

gen_text_inputHost Name TemplateHost Name Template

gen_text_inputDNS Domain NameDNS Domain

gen_text_inputDNS Server ListDNS Server List

Outputs

TypeDescriptionOutput

gen_text_inputSystem Policy NameOUTPUT_SYSTEM_POLICY_NAME
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RHEV KVM - Edit Storage Policy
Summary

Modify a Rhev KVM storage policy.
Description

This task modifies a Rhev KVM Storage policy for the selected Rhev KVM account and policy name.
Inputs

MandatoryMappable To TypeDescriptionInput

YRhevCloudNameProviderSelect a cloud that the policy applies
to

Cloud Name

YrhevKvmStoragePolicies
LOVProvider

Enter name of policyPolicy Name

gen_text_inputEnter description of policyPolicy Description

YRhevDatacentersListSelect a datacenterDatacenter

ScopeScope

YrhevKvmScopeType
Storage

Specify type of data store scope:
include/exclude or all

Data Stores Scope

RhevDatastoresListList of data stores selected for
include/exclude

Selected Data Stores

Select from the storage options
below.

Storage Options

Select one or more filter conditionsFilter Conditions

Outputs

TypeDescriptionOutput

gen_text_inputStorage Policy NameOUTPUT_STORAGE_POLICY_NAME
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RHEV KVM - Edit System Policy
Summary

Modify a Rhev KVM system policy.
Description

This task modifies the Rhev KVM system policy with the selected policy name.
Inputs

MandatoryMappable To TypeDescriptionInput

YRhevCloudNameProviderSelect a cloud that the policy
applies to

Cloud Name

YrhevKvmDeploymentPolicies
LOVProvider

Enter name of policyPolicy Name

gen_text_inputEnter description of policyPolicy Description

Ygen_text_inputEnter naming template for VMsVM Name Template

BooleanReuse old VM namesRecycle VM Name

gen_text_inputHost Name TemplateHost Name Template

gen_text_inputDNS Domain NameDNS Domain

gen_text_inputDNS Server ListDNS Server List

Outputs

TypeDescriptionOutput

gen_text_inputSystem Policy NameOUTPUT_SYSTEM_POLICY_NAME
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RHEV KVM - Guest Customization
Summary

Customize the guest OS of a provisioned VM.
Description

This task customizes the guest OS of an already-provisioned VM.
Inputs

MandatoryMappable To
Type

DescriptionInput

YvmSelect the VM to be customizedSelect VM

YBooleanCheck to apply policy (system and network)
configurations

Use VDC policy
configurations

gen_text_inputEnter the guest OS host nameGuest OS Host Name

gen_text_inputEnter the IP domain to use for the VM. For
example: cisco

DNS Domain

gen_text_inputEnter a list of DNS server IP addresses,
separated with spaces

DNS Server List

gen_text_inputEnter the VM networks in the following
comma-separated text format: \n@@@@.

NIC Configuration

For example:\nEx-NIC1@Static@172.26.224.
148@192.168.0.3@255.255.255.0,
NIC2@DHCP, NIC3@None

Outputs

No Outputs
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Rhev KVM - Add NIC to VDC Network Policy
Summary

Modifies Rhev KVM Network policy to add a new NIC.
Description

This task modifies the Rhev KVM network policy and add a new nic to the policy as per the selected
policy name and the details provided.

Inputs

MandatoryMappable To TypeDescriptionInput

YRhevNetworkPoliciesListEnter name of policyPolicy Name

Ygen_text_inputNIC AliasNIC Alias

YRhevNetworksTableSelect Network to connect the
nic to

Network Name

YRhevAdapterStateLOVProviderSelect link state of the nicLink State

YRhevAdapterTypeLOVProviderSelect adapter type of the nicAdapter Type

Outputs

TypeDescriptionOutput

gen_text_inputNetwork Policy NameOUTPUT_NETWORK_POLICY_
NAME

gen_text_inputRHEV NIC AliasOUTPUT_RHEV_NIC_ALIAS
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Rhev KVM - Create Computing Policy
Summary

Create a Rhev KVM computing policy.
Description

This task creates a Rhev KVM computing policy for the selected KVM account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter name of policyPolicy Name

gen_text_inputEnter description of policyPolicy Description

YRhevCloudName
Provider

Select a cloud that the policy applies
to

Cloud Name

YRhevDatacentersListSelect a datacenterDatacenter

rhevKvmScopeType
Computing

Specify type of cluster scope,
include/exclude or all?

Cluster Scope

RhevClustersListList of clusters selected for
include/exclude

Selected Clusters

Select one or more filter conditionsFilter Conditions

BooleanOverride template propertiesOverride Template

gen_text_inputEnter memory to be allocated to the
VM

Memory (MB)

gen_text_inputEnter number of CPU socketsNo. of CPU Sockets

gen_text_inputEnter number of CPU cores per socketNo. of CPU Cores per
Socket

BooleanAllow resizing of VMs provisioned
using this policy

Allow Resizing of VM

gen_text_inputComma separated list of number of
CPU sockets (Example: 1,2,3,4)

Permitted Values of No. of
CPU Sockets

gen_text_inputComma separated list of number of
CPU cores per socket (Example:
1,2,3,4)

Permitted Values of No. of
Cores per Sockets

gen_text_inputComma separated list of memory
values in MB (Example:
1024,1536,2048,3072,4096)

Permitted Values for
Memory in MB

Outputs

TypeDescriptionOutput

gen_text_inputComputing Policy NameOUTPUT_COMPUTING_POLICY_
NAME
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Rhev KVM - Create Network Policy
Summary

Create a Rhev KVM network policy.
Description

This task creates a Rhev KVM network policy for a Rhev KVM account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a name for the policyPolicy Name

gen_text_inputEnter a description of the policyPolicy Description

YRhevCloudNameProviderSelect a cloud that the policy applies
to

Cloud Name

YRhevDatacentersListSelect a datacenterDatacenter

YRhevNetworksTableSelect a network to connect the NIC
to

Network Name

YRhevAdapterState
LOVProvider

Select the link state of the NICLink State

YRhevAdapterType
LOVProvider

Select the adapter type of the NICAdapter Type

Select one or more networksAdditional Networks

Select one or more guest networksGuest Networks

Outputs

TypeDescriptionOutput

gen_text_inputNetwork Policy NameOUTPUT_NETWORK_POLICY_
NAME
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Rhev KVM - Delete NIC from VDC Network Policy
Summary

Deletes Rhev KVM network policy NIC details for the selected NIC Alias .
Description

This task deletes the Rhev KVM network policy NIC by providing the policy name and the NIC alias.
Inputs

MandatoryMappable To TypeDescriptionInput

YRhevNetworkPoliciesListEnter name of policyPolicy Name

YRhevNetworkPoliciesNICsListNIC AliasNIC Alias

Outputs

TypeDescriptionOutput

gen_text_inputNetwork Policy NameOUTPUT_NETWORK_POLICY_
NAME

gen_text_inputRHEV NIC AliasOUTPUT_RHEV_NIC_ALIAS
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Rhev KVM - Edit Computing Policy
Summary

Modify a Rhev KVM computing policy.
Description

This task modifies a Rhev KVM computing policy for the selected Rhev KVM account and policy name.
Inputs

MandatoryMappable To TypeDescriptionInput

YRhevCloudName
Provider

Select a cloud that the policy applies
to

Cloud Name

YrhevKvmComputing
PoliciesLOVProvider

Enter name of policyPolicy Name

gen_text_inputEnter description of policyPolicy Description

YRhevDatacentersListSelect a datacenterDatacenter

rhevKvmScopeType
Computing

Specify type of cluster scope,
include/exclude or all?

Cluster Scope

RhevClustersListList of clusters selected for
include/exclude

Selected Clusters

Select one or more filter conditionsFilter Conditions

BooleanOverride template propertiesOverride Template

gen_text_inputEnter memory to be allocated to the
VM

Memory (MB)

gen_text_inputEnter number of CPU sockets
(Example: 1,2,3 etc.)

No. of CPU Sockets

gen_text_inputEnter number of CPU cores per socket
(Example: 1,2,3 etc.)

No. of CPU Cores per
Socket

BooleanAllow resizing of VMs provisioned
using this policy

Allow Resizing of VM

gen_text_inputComma separated list of number of
CPU sockets (Example: 1,2,3,4)

Permitted Values of No.
of CPU Sockets

gen_text_inputComma separated list of number of
CPU cores per socket (Example:
1,2,3,4)

Permitted Values of No.
of Cores per Sockets

gen_text_inputComma separated list of memory
values in MB (Example:
1024,1536,2048,3072,4096)

Permitted Values for
Memory in MB
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Outputs

TypeDescriptionOutput

gen_text_inputComputing Policy NameOUTPUT_COMPUTING_POLICY_
NAME
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Rhev KVM - Edit NIC in VDC Network Policy
Summary

Modifies Rhev KVM network policy by editing the NIC details.
Description

This task modifies the Rhev KVM network policy with the updated NIC details for the selected policy
name and NIC alias.

Inputs

MandatoryMappable To TypeDescriptionInput

YRhevNetworkPoliciesListEnter name of policyPolicy Name

YRhevNetworkPoliciesNICsListNIC AliasNIC Alias

YRhevNetworksTableSelect Network to connect the
nic to

Network Name

YRhevAdapterStateLOVProviderSelect link state of the nicLink State

YRhevAdapterTypeLOVProviderSelect adapter type of the nicAdapter Type

Outputs

TypeDescriptionOutput

gen_text_inputNetwork Policy NameOUTPUT_NETWORK_POLICY_
NAME

gen_text_inputRHEV NIC AliasOUTPUT_RHEV_NIC_ALIAS
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Rhev KVM - Edit Network Policy
Summary

Modify a Rhev KVM Network policy.
Description

This task modifies the Rhev KVM network policy for the selected Rhev KVM account and policy name.
Inputs

MandatoryMappable To TypeDescriptionInput

YRhevCloudNameProviderSelect a cloud that the policy applies
to

Cloud Name

YRhevNetworkPoliciesListEnter a name for the policyPolicy Name

gen_text_inputEnter a description of the policyPolicy Description

YRhevDatacentersListSelect a datacenterDatacenter

YRhevNetworksTableSelect a network to connect the NIC
to

Network Name

YRhevAdapterState
LOVProvider

Select the link state of the NICLink State

YRhevAdapterType
LOVProvider

Select the adapter type of the NICAdapter Type

Select one or more networksAdditional Networks

Select one or more guest networksGuest Networks

Outputs

TypeDescriptionOutput

gen_text_inputNetwork Policy NameOUTPUT_NETWORK_POLICY_
NAME
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RHEV KVM VM Tasks

This chapter contains the following sections:

• Delete RHEV VM, on page 2878
• RHEV KVM Power Action, on page 2879
• RHEV KVM Provision, on page 2880
• RHEV KVM Resource Allocation, on page 2881

Cisco UCS Director Task Library Reference, Release 6.7
2877



Delete RHEV VM
Summary

Deletes Rhev KVM VM.
Description

This task deletes the selected Rhev KVM VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM to be deletedSelect VM

Outputs

No Outputs
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RHEV KVM Power Action
Summary

To perform action on the RHEV KVM instance.
Description

This task is used to perform the power actions on the VM like Power On, Off, Pause, Shutdown etc.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VMonwhich to perform
the action

Select Instance

Ygen_text_inputVM ActionVM Action

Outputs

No Outputs
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RHEV KVM Provision
Summary

Provisions a RHEV KVM VM
Description

This task provisions a new VM in selected RHEV KVM cloud using parameters defined in the task.
Inputs

MandatoryMappable To TypeDescriptionInput

YRhevCloudName
Provider

Select name of the KVM Cloud in this
system

Select RHEV Cloud

assignToUserChoosing this option will allow VM
assignment to user

Assign To User

cuic_user_IDVM will be assigned to this userUser

YcatalogSelect Catalog on which to perform the
action

Select Catalog

YvDCSelect vDC on which to perform the
action

Select vDC

gen_text_inputSelect primary cluster to provison onSelect Primary Cluster

gen_text_inputSelect alternate cluster to provison onSelect Secondary Cluster

gen_text_inputSelect primary datastore to provison onSelect Primary Datastore

gen_text_inputSelect alternate datastore to provison
on

Select Secondary
Datastore

gen_text_inputAmount of memory to allocateMemory

gen_text_inputEnter number of CPU sockets
(Example: 1,2,3 etc.)

No. of CPU Sockets

gen_text_inputEnter number of CPU cores per socket
(Example: 1,2,3 etc.)

No. of CPU Cores per
Socket

Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_RHEV_KVM_ID
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RHEV KVM Resource Allocation
Summary

Performs resource allocation for a RHEV KVM VM for a given Catalog and VDC
Description

This task identifies possible clusters and datastores for provisioning a VM with the given VDC and
Catalog.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect CatalogSelect Catalog

Ygen_text_inputSelect vDCSelect vDC

Outputs

TypeDescriptionOutput

gen_text_inputPrimary ClusterOUTPUT_RHEV_KVM_PRIMARY_
CLUSTER_NAME

gen_text_inputSecondary ClusterOUTPUT_RHEV_KVM_SECONDARY_
CLUSTER_NAME

gen_text_inputPrimary DatastoreOUTPUT_RHEV_KVM_PRIMARY_
DATASTORE

gen_text_inputSecondary DatastoreOUTPUT_RHEV_KVM_SECONDARY_
DATASTORE
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Rack Server Tasks

This chapter contains the following sections:

• Add Firmware Image Profile, on page 2884
• Assign Rack Server to Group, on page 2885
• Configure Rack Server, on page 2886
• Delete Firmware Image Profile, on page 2888
• Monitor Rack Server Firmware Upgrade, on page 2889
• Power On/Off CIMC Server, on page 2890
• Run Rack Server Firmware Upgrade, on page 2892
• Select Rack Server, on page 2893
• Unassign Rack Server from Group, on page 2900
• Unconfigure Rack Server, on page 2901
• Upgrade Firmware on multiple UCS rack servers, on page 2902
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Add Firmware Image Profile
Summary

Create a new firmware image profile in UCS Director.
Description

This task creates a new firmware image profile in UCS Director.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the firmware image profile
name

Profile Name

Ycimc_rack_server_firmware_
platform_type

Choose the server platformSelect Platform

Ycimc_rack_server_firmware_
server_type

Choose an image mount typeSelect Mount Type

Ygen_text_inputEnter the location linkLocation Link

Ygen_text_inputEnter the remote IP of the image
location

Remote IP

Ygen_text_inputEnter the remote share pathRemote Share Path

Ygen_text_inputEnter the remote image file nameRemote file Name

gen_text_inputEnter the username for accessing the
image available in the remote path

User Name

passwordEnter the password for accessing the
image available in the remote path

Password

cimc_rack_server_firmware_
mount_types

Choose the mount optionsMount Options

Outputs

TypeDescriptionOutput

cimc_rack_server_
firmware_image_profile

CIMC_RACK_SERVER_
FIRWARE_IMAGE_PROFILE

OUTPUT_RACK_SERVER_
FIRMWARE_IMAGE_PROFILE_
NAME
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Assign Rack Server to Group
Summary

Assign a rack server to a group.
Description

This task assigns a rack server to a group.
Inputs

MandatoryMappable To TypeDescriptionInput

YcimcServerIdentityChoose the rack serverSelect Rack Server

Check to allow users to assign
resources.

Assign To Users

YuserGroupChoose the user group to assign to the
rack server

User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

cimcServerIdentityCIMC_SERVEROUTPUT_CIMC_SERVER_IDENTITY
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Configure Rack Server
Summary

Associate a Rack server Profile.
Description

This task associates the selected rack server profile with the CIMC server.
Inputs

MandatoryMappable To TypeDescriptionInput

YChoose the rack server policy typePolicy Type

Ycimc_rack_server_profileChoose a rack server profileRack Server Profile

YcimcServerIdentityChoose the rack server to which to
apply the rack server profile

Select Rack Server

Outputs

TypeDescriptionOutput

cimcServerIdentityCIMC_SERVEROUTPUT_CIMC_SERVER_
IDENTITY

cimc_rack_server_
profile

CIMC_RACK_SERVER_PROFILEOUTPUT_RACK_SERVER_
PROFILE_NAME

gen_text_inputMAC Address of the Server Slots.OUTPUT_CIMC_SERVER_SLOT_
MAC_ADDRESS

gen_text_inputMAC Address of the C Server Slot 1.OUTPUT_CIMC_SERVER_SLOT_
1_MAC_ADDRESS

gen_text_inputName and FCoE VLAN of the virtual Host
Bus Adapter that was created as part of rack
server profile. (Example: vhba1@20)

OUTPUT_RACK_SP_SLOT_1_
VHBA_1_VLAN

gen_text_inputName and WWPN of the virtual Host Bus
Adapter that was created as part of rack

OUTPUT_RACK_SP_SLOT_1_
VHBA_1_WWPN

server profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

gen_text_inputName and FCoE VLAN of the virtual Host
Bus Adapter that was created as part of rack
server profile. (Example: vhba1@20)

OUTPUT_RACK_SP_SLOT_1_
VHBA_2_VLAN

gen_text_inputName and WWPN of the virtual Host Bus
Adapter that was created as part of rack

OUTPUT_RACK_SP_SLOT_1_
VHBA_2_WWPN

server profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

gen_text_inputMAC Address of the C Server slot 2.OUTPUT_CIMC_SERVER_SLOT_
2_MAC_ADDRESS

gen_text_inputMAC Address of the C Server slot 3.OUTPUT_CIMC_SERVER_SLOT_
3_MAC_ADDRESS

Cisco UCS Director Task Library Reference, Release 6.7
2886

Rack Server Tasks
Configure Rack Server



TypeDescriptionOutput

gen_text_inputMAC Address of the C Server slot 4.OUTPUT_CIMC_SERVER_SLOT_
4_MAC_ADDRESS

gen_text_inputMAC Address of the C Server slot 5.OUTPUT_CIMC_SERVER_SLOT_
5_MAC_ADDRESS

gen_text_inputMAC Address of the C Server slot 6.OUTPUT_CIMC_SERVER_SLOT_
6_MAC_ADDRESS

gen_text_inputMAC Address of the C Server slot 7.OUTPUT_CIMC_SERVER_SLOT_
7_MAC_ADDRESS

gen_text_inputMAC Address of the C Server slot 8.OUTPUT_CIMC_SERVER_SLOT_
8_MAC_ADDRESS

gen_text_inputName and FCoE VLAN of the virtual Host
Bus Adapter that was created as part of rack
server profile. (Example: vhba1@20)

OUTPUT_RACK_SP_SLOT_2_
VHBA_1_VLAN

gen_text_inputName and WWPN of the virtual Host Bus
Adapter that was created as part of rack

OUTPUT_RACK_SP_SLOT_2_
VHBA_1_WWPN

server profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

gen_text_inputName and FCoE VLAN of the virtual Host
Bus Adapter that was created as part of rack
server profile. (Example: vhba1@20)

OUTPUT_RACK_SP_SLOT_2_
VHBA_2_VLAN

gen_text_inputName and WWPN of the virtual Host Bus
Adapter that was created as part of rack

OUTPUT_RACK_SP_SLOT_2_
VHBA_2_WWPN

server profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

gen_text_inputMAC Address of the C Server Slot L.OUTPUT_CIMC_SERVER_SLOT_
L_MAC_ADDRESS

gen_text_inputMAC Address of the C Server Slot M.OUTPUT_CIMC_SERVER_SLOT_
M_MAC_ADDRESS

gen_text_inputMAC Address of the C Server Slot HBA.OUTPUT_CIMC_SERVER_SLOT_
HBA_MAC_ADDRESS

gen_text_inputMACAddress of the C Server SlotMLOM.OUTPUT_CIMC_SERVER_SLOT_
MLOM_MAC_ADDRESS
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Delete Firmware Image Profile
Summary

Delete one or more firmware image profiles in UCS Director.
Description

This task deletes one or more firmware image profiles in UCS Director.
Inputs

MandatoryMappable To TypeDescriptionInput

Ycimc_rack_server_firmware_
image_profile

Choose the firmware image
profiles to delete

Select Image Profile

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
2888

Rack Server Tasks
Delete Firmware Image Profile



Monitor Rack Server Firmware Upgrade
Summary

Monitor the firmware upgrade status of a rack server.
Description

This task monitors the firmware upgrade status of a rack server for a specified time limit. If the time
limit is reached, the task fails with a timeOut error.

Inputs

MandatoryMappable To TypeDescriptionInput

Ycimc_rack_server_
firmware_image_profile

Choose the firmware image profile namewith
which to upgrade the server

Select Image
Profile

YcimcServerIdentityChoose the rack server. The firmware upgrade
is monitored on the selected server.

Server

Ygen_text_inputEnter the timeout value for the monitor task.
The default value is 75minutes. Theminimum

Timeout
(minutes)

value is 30 minutes and the maximum value
is 150 minutes.

Outputs

TypeDescriptionOutput

cimcServerIdentityCIMC_SERVEROUTPUT_CIMC_SERVER_IDENTITY
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Power On/Off CIMC Server
Summary

Power On or Power Off a CIMC server.
Description

This task changes the power state of a CIMC server.
Inputs

MandatoryMappable To TypeDescriptionInput

YcimcServerIdentitySelect CIMC ServerCIMC Server

YSelect Power ActionPower Action

Outputs

TypeDescriptionOutput

cimcServerIdentityCIMC_SERVEROUTPUT_CIMC_SERVER_
IDENTITY

gen_text_inputMAC Address of the Server Slots.OUTPUT_CIMC_SERVER_SLOT_
MAC_ADDRESS

gen_text_inputMAC Address of the C Server Slot 1.OUTPUT_CIMC_SERVER_SLOT_
1_MAC_ADDRESS

gen_text_inputName and FCoE VLAN of the virtual Host
Bus Adapter that was created as part of rack
server profile. (Example: vhba1@20)

OUTPUT_RACK_SP_SLOT_1_
VHBA_1_VLAN

gen_text_inputName and WWPN of the virtual Host Bus
Adapter that was created as part of rack

OUTPUT_RACK_SP_SLOT_1_
VHBA_1_WWPN

server profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

gen_text_inputName and FCoE VLAN of the virtual Host
Bus Adapter that was created as part of rack
server profile. (Example: vhba1@20)

OUTPUT_RACK_SP_SLOT_1_
VHBA_2_VLAN

gen_text_inputName and WWPN of the virtual Host Bus
Adapter that was created as part of rack

OUTPUT_RACK_SP_SLOT_1_
VHBA_2_WWPN

server profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

gen_text_inputMAC Address of the C Server slot 2.OUTPUT_CIMC_SERVER_SLOT_
2_MAC_ADDRESS

gen_text_inputMAC Address of the C Server slot 3.OUTPUT_CIMC_SERVER_SLOT_
3_MAC_ADDRESS

gen_text_inputMAC Address of the C Server slot 4.OUTPUT_CIMC_SERVER_SLOT_
4_MAC_ADDRESS

gen_text_inputMAC Address of the C Server slot 5.OUTPUT_CIMC_SERVER_SLOT_
5_MAC_ADDRESS
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TypeDescriptionOutput

gen_text_inputMAC Address of the C Server slot 6.OUTPUT_CIMC_SERVER_SLOT_
6_MAC_ADDRESS

gen_text_inputMAC Address of the C Server slot 7.OUTPUT_CIMC_SERVER_SLOT_
7_MAC_ADDRESS

gen_text_inputMAC Address of the C Server slot 8.OUTPUT_CIMC_SERVER_SLOT_
8_MAC_ADDRESS

gen_text_inputName and FCoE VLAN of the virtual Host
Bus Adapter that was created as part of rack
server profile. (Example: vhba1@20)

OUTPUT_RACK_SP_SLOT_2_
VHBA_1_VLAN

gen_text_inputName and WWPN of the virtual Host Bus
Adapter that was created as part of rack

OUTPUT_RACK_SP_SLOT_2_
VHBA_1_WWPN

server profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

gen_text_inputName and FCoE VLAN of the virtual Host
Bus Adapter that was created as part of rack
server profile. (Example: vhba1@20)

OUTPUT_RACK_SP_SLOT_2_
VHBA_2_VLAN

gen_text_inputName and WWPN of the virtual Host Bus
Adapter that was created as part of rack

OUTPUT_RACK_SP_SLOT_2_
VHBA_2_WWPN

server profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

gen_text_inputMAC Address of the C Server Slot L.OUTPUT_CIMC_SERVER_SLOT_
L_MAC_ADDRESS

gen_text_inputMAC Address of the C Server Slot M.OUTPUT_CIMC_SERVER_SLOT_
M_MAC_ADDRESS

gen_text_inputMAC Address of the C Server Slot HBA.OUTPUT_CIMC_SERVER_SLOT_
HBA_MAC_ADDRESS

gen_text_inputMACAddress of the C Server SlotMLOM.OUTPUT_CIMC_SERVER_SLOT_
MLOM_MAC_ADDRESS
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Run Rack Server Firmware Upgrade
Summary

Trigger a firmware upgrade on a rack server.
Description

This task triggers a firmware upgrade on a rack server based on the image profile selected.
Inputs

MandatoryMappable To TypeDescriptionInput

Ycimc_rack_server_
firmware_image_profile

Choose a firmware image profile.Select Image
Profile

Choose the server platform. Only servers
matching the platform are listed in the
server's field

YcimcServerIdentityChoose a rack server. The firmware upgrade
is triggered on the selected server.

Server

Outputs

TypeDescriptionOutput

cimcServerIdentityCIMC_SERVEROUTPUT_CIMC_SERVER_
IDENTITY

cimc_rack_server_firmware_
image_profile

CIMC_RACK_SERVER_
FIRWARE_IMAGE_PROFILE

OUTPUT_RACK_SERVER_
FIRMWARE_IMAGE_PROFILE_
NAME
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Select Rack Server
Summary

Select a rack server profile.
Description

This task selects a rack server profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YcimcServerIdentityChoose the rack serverSelect Rack Server

Outputs

TypeDescriptionOutput

cimcServer
Identity

CIMC_SERVEROUTPUT_CIMC_SERVER_
IDENTITY

gen_text_inputMAC Address of the Server Slots.OUTPUT_CIMC_SERVER_SLOT_
MAC_ADDRESS

gen_text_inputMACAddress output of 1G NIC1 (SLOT L)
(Example: L@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_L_
1G_NIC1_MAC_ADDRESS

gen_text_inputMACAddress output of 1G NIC2 (SLOT L)
(Example: vhba1@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_L_
1G_NIC2_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on MLOM SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_10G_vNIC1_MAC_
ADDRESS

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on MLOM SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_10G_vNIC2_MAC_
ADDRESS

gen_text_inputMAC Address output of 10G vNIC3 (VIC
on MLOM SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_10G_vNIC3_MAC_
ADDRESS

gen_text_inputMAC Address output of 10G vNIC4 (VIC
on MLOM SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_10G_vNIC4_MAC_
ADDRESS

gen_text_inputMAC Address output of 10G vNIC5 (VIC
on MLOM SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_10G_vNIC5_MAC_
ADDRESS

gen_text_inputMAC Address output of 10G vNIC6 (VIC
on MLOM SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_10G_vNIC6_MAC_
ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on PCI SLOT) (Example:
1@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_1_
VIC_10G_vNIC1_MAC_ADDRESS
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TypeDescriptionOutput

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on PCI SLOT) (Example:
1@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_1_
VIC_10G_vNIC2_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on PCI SLOT) (Example:
2@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_2_
VIC_10G_vNIC1_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on PCI SLOT) (Example:
2@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_2_
VIC_10G_vNIC2_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on PCI SLOT) (Example:
3@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_3_
VIC_10G_vNIC1_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on PCI SLOT) (Example:
3@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_3_
VIC_10G_vNIC2_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on PCI SLOT) (Example:
4@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_4_
VIC_10G_vNIC1_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on PCI SLOT) (Example:
4@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_4_
VIC_10G_vNIC2_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on PCI SLOT) (Example:
5@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_5_
VIC_10G_vNIC1_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on PCI SLOT) (Example:
5@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_5_
VIC_10G_vNIC2_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on PCI SLOT) (Example:
6@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_6_
VIC_10G_vNIC1_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on PCI SLOT) (Example:
6@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_6_
VIC_10G_vNIC2_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on PCI SLOT) (Example:
7@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_7_
VIC_10G_vNIC1_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on PCI SLOT) (Example:
7@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_7_
VIC_10G_vNIC2_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on PCI SLOT) (Example:
8@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_8_
VIC_10G_vNIC1_MAC_ADDRESS
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TypeDescriptionOutput

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on PCI SLOT) (Example:
8@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_8_
VIC_10G_vNIC2_MAC_ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on PCI SLOT) (Example:
M@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
M_VIC_10G_vNIC1_MAC_
ADDRESS

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on PCI SLOT) (Example:
M@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
M_VIC_10G_vNIC2_MAC_
ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on PCI SLOT) (Example:
HBA@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
HBA_VIC_10G_vNIC1_MAC_
ADDRESS

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on PCI SLOT) (Example:
HBA@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
HBA_VIC_10G_vNIC2_MAC_
ADDRESS

gen_text_inputMAC Address output of 10G vNIC1 (VIC
on PCI SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_VIC_10G_vNIC1_MAC_
ADDRESS

gen_text_inputMAC Address output of 10G vNIC2 (VIC
on PCI SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_VIC_10G_vNIC2_MAC_
ADDRESS

gen_text_inputName and WWNN of the virtual Host Bus
Adapter that was created as part of rack

OUTPUT_CIMC_SERVER_SLOTS_
VHBA_WWNNADDRESS

server profile. (Example:
L@20:00:00:25:b5:00:aa:a1)

gen_text_inputName and WWPN of the virtual Host Bus
Adapter that was created as part of rack

OUTPUT_CIMC_SERVER_SLOTS_
VHBA_WWPNADDRESS

server profile. (Example:
L@20:00:00:25:b5:00:aa:a1)

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on MLOM SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on MLOM SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_10G_VHBA2_WWNN_
ADDRESS

gen_text_inputWWPNAddress output of 10G vHBA1 (VIC
on MLOM SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWPNAddress output of 10G vHBA2 (VIC
on MLOM SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_10G_VHBA2_WWPN_
ADDRESS
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TypeDescriptionOutput

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
1@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_1_
VIC_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
1@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_1_
VIC_10G_VHBA2_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
2@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_2_
VIC_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
2@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_2_
VIC_10G_VHBA2_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
3@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_3_
VIC_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
3@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_3_
VIC_10G_VHBA2_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
4@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_4_
VIC_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
4@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_4_
VIC_10G_VHBA2_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
5@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_5_
VIC_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
5@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_5_
VIC_10G_VHBA2_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
6@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_6_
VIC_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
6@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_6_
VIC_10G_VHBA2_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
7@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_7_
VIC_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
7@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_7_
VIC_10G_VHBA2_WWNN_
ADDRESS
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TypeDescriptionOutput

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
8@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_8_
VIC_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
8@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_8_
VIC_10G_VHBA2_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
M@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
M_VIC_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
M@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
M_10G_VHBA2_WWNN_ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
HBA@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
HBA_VIC_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
HBA@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
HBA_VIC_10G_VHBA2_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_VIC_10G_VHBA1_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_VIC_10G_VHBA2_WWNN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
1@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_1_
VIC_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
1@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_1_
VIC_10G_VHBA2_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
2@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_2_
VIC_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
2@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_2_
VIC_10G_VHBA2_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
3@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_3_
VIC_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
3@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_3_
VIC_10G_VHBA2_WWPN_
ADDRESS
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TypeDescriptionOutput

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
4@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_4_
VIC_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
4@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_4_
VIC_10G_VHBA2_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
5@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_5_
VIC_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
5@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_5_
VIC_10G_VHBA2_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
6@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_6_
VIC_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
6@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_6_
VIC_10G_VHBA2_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
7@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_7_
VIC_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
7@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_7_
VIC_10G_VHBA2_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
8@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_8_
VIC_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
8@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_8_
VIC_10G_VHBA2_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
M@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
M_VIC_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
M@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
M_10G_VHBA2_WWPN_ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
HBA@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
HBA_VIC_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
HBA@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
HBA_VIC_10G_VHBA2_WWPN_
ADDRESS
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gen_text_inputWWNNAddress output of 10GvHBA1 (VIC
on PCI SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_VIC_10G_VHBA1_WWPN_
ADDRESS

gen_text_inputWWNNAddress output of 10GvHBA2 (VIC
on PCI SLOT) (Example:
MLOM@20:00:00:25:b5:00:aa:a1)

OUTPUT_CIMC_SERVER_SLOT_
MLOM_VIC_10G_VHBA2_WWPN_
ADDRESS
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Unassign Rack Server from Group
Summary

Unassign a rack server from a group.
Description

This task unassigns a rack server from a group.
Inputs

MandatoryMappable To TypeDescriptionInput

YcimcServerIdentityChoose the rack serverSelect Rack Server

Outputs

No Outputs
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Unconfigure Rack Server
Summary

Dissociates a rack server profile.
Description

This task dissociates a rack server profile from a CIMC server.
Inputs

MandatoryMappable To TypeDescriptionInput

YcimcServerIdentityChoose the rack server from which to
remove the rack server profile

Select Rack Server

Outputs

TypeDescriptionOutput

cimcServerIdentityCIMC_SERVEROUTPUT_CIMC_SERVER_IDENTITY
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Upgrade Firmware on multiple UCS rack servers
Summary

Upgrade Firmware on multiple Cisco UCS rack servers
Description

Upgrade Firmware on multiple Cisco UCS rack servers
Inputs

MandatoryMappable To TypeDescriptionInput

cimcServerIdentitySelect UCS Rack Servers for upgradeUCS Rack Servers

cimc_rack_server_
firmware_image_profile

Select Image Profile used for upgrading
the server

Image profile

gen_text_inputThe default value is 75 min. The
minimum value is 30 mins and the
maximum value is 150 mins

Time out

Outputs

No Outputs
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Resource Group Tasks

This chapter contains the following sections:

• APIC Container PXE iSCSI Wrapper, on page 2905
• Baremetal Provisioning Wrapper for VNX, on page 2908
• Check Hyperv Host Association With DataStore, on page 2911
• Check VMWare Host/Cluster Association With DataStore/DataStore Cluster, on page 2912
• Common APIC Contract Identity, on page 2913
• Common APIC Contract Subject Identity, on page 2914
• Common Service Graph Node Identity, on page 2915
• Common Tenant Identity, on page 2916
• Create IP Pool Policy for Supernet, on page 2917
• Create UCSD Tag, on page 2918
• Create UCSD Tenant, on page 2919
• DR Tenant Onboarding Wrapper for VNX, on page 2920
• DR Tenant Resource Allocation, on page 2928
• DR Update Tenant Wrapper, on page 2930
• Delete IP Pool Policy for Supernet, on page 2934
• Delete Persist Private Network Info, on page 2935
• Delete TAG, on page 2936
• Get Resource Group Environment Variables, on page 2937
• Get Resource Group Objects, on page 2938
• Get Tenant Resource Objects, on page 2939
• Identify Physical Compute Resources, on page 2940
• Identify Physical Network Resources, on page 2941
• Identify Physical Storage Resources, on page 2942
• Identify Virtual Compute Resources, on page 2944
• Identify Virtual Network Resources, on page 2946
• Identify Virtual Storage Resources, on page 2947
• L3 Lookup, on page 2948
• L3 Transit L2 Lookup, on page 2949
• Mapping Tenant with Tenant Profile, on page 2950
• Network Device Resource Allocation, on page 2951
• Persist APIC Private Network Configuration, on page 2952
• Persist Private Network Info, on page 2953
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• Private Network Onboard L4L7 Devices Wrapper, on page 2954
• Remove TAG Association, on page 2956
• Rollback APIC Container VNX BMs, on page 2958
• Select Matching Storage Entities, on page 2959
• Set Concrete Device Identity , on page 2960
• Tag Resource Group Entity, on page 2961
• Tenant Container Association, on page 2963
• Tenant Container Cleanup, on page 2964
• Tenant Deletion, on page 2965
• Tenant Onboarding Lookup, on page 2966
• Tenant Onboarding Wrapper, on page 2971
• Tenant Onboarding Wrapper for FlexPod with ACI, on page 2974
• Tenant Onboarding Wrapper for VNX, on page 2980
• Tenant Resource Allocation, on page 2988
• Update Tenant Resources, on page 2993
• Update Tenant Wrapper, on page 2995
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APIC Container PXE iSCSI Wrapper
Summary

This Wrapper task populates the output for Deploying PXE iSCSI.
Description

This Task outputs the details for deploying PXE iSCSI.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerChoose a containerContainer

Ygen_text_inputEnter a bare metal node nameBM Name

gen_text_inputEnter additional bare metal nodesAdditional BMs

Outputs

TypeDescriptionOutput

aggregateClusterIdentityAggregate name provided during the
onboarding operation was performed

NETAPP_AGGREGATE_
IDENTITY

netappClusterNodeIdentityNode name provided during the
onboarding operation was performed

NETAPP_NODE_IDENITY

gen_text_inputVLAN Pool Policy name provided during
the onboarding operation was performed

VLAN_POOL_POLICY_
NAME

gen_text_inputVLAN Pool Policy name provided during
the onboarding operation was performed

UCS_VLAN_POOL_POLICY_
NAME

gen_text_inputInterface group name provided during the
onboarding operation was performed

NETAPP_INTERFACE_
GROUP_NAME

ucsIqnPoolIdentityUCS IQN Pool provided during the
onboarding operation was performed

UCS_IQN_POOL

gen_text_inputNETAPP_PORT name provided during
the onboarding operation was performed

NETAPP_PORT

ucsMultiOrganization
Identity

UCS_MULTI_ORG_IDENTITY name
provided during the onboarding operation
was performed

MULTI_ORG_IDENTITY

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

vlanIDVLAN name provided during the
onboarding operation was performed

NETAPP_VLAN_ID

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY

ucsServiceProfileIdentityUCS Service Profile IdentityOUTPUT_UCS_SERVICE_
PROFILE_IDENTITY

ucsMacPoolIdentityMACPOOL IDENTITYOUTPUT_MAC_POOL_
IDENTITY
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TypeDescriptionOutput

ucsAccountNameName of the Account on which the
selected operation was performed

UCS_ACCOUNT_NAME

ucsFabricInterconnect
Identity

UCS Fabric Interconnect IdentityUCS_FI

ApicDeviceStaticPath
Identity

UCS Fabric Interconnect A static pathUCS_FI_A_STATIC_PATH

ApicDeviceStaticPath
Identity

UCS Fabric Interconnect B static pathUCS_FI_B_STATIC_PATH

ApicDeviceStaticPath
Identity

NetApp static pathUCS_NETAPP_STATIC_
PATH

gen_text_inputService Profile vNIC NameUCS_SP_VNIC_NAME

gen_text_inputService Profile iSCSI vNIC NameUCS_SP_ISCSI_VNIC_NAME

gen_text_inputService Profile Template NameUCS_SP_TEMPLATE_NAME

gen_text_inputService Profile Name PrefixUCS_SP_NAME_PREFIX

ApicDeviceTenant
EPGIdentity

BMA EPG IdentityBMA_EPG_IDENTITY

ApicDeviceTenant
EPGIdentity

Tenant EPG IdentityTENAANT_EPG_IDENTITY

gen_text_inputBMA IP AddressBMA_IP_ADDR

gen_text_inputBMA Subnet MaskBMA_SUBNET

gen_text_inputBMA Gatway IP AddressBMA_DEFAULT_GW

OSTypeBMA OSBMA_OS_TYPE

gen_text_inputHOST NAMEBM_HOSTNAME

datacenterNameVMWARE_DATACENTER_NAME
provided during the onboarding operation
was performed

VMWARE_DATACENTER_
NAME

vmwareAccountNameVMWARE_ACCOUNT_NAMEprovided
during the onboarding operation was
performed

VMWARE_ACCOUNT_
NAME

ApicDomainProfile
Identity

APIC_STORAGE_DOMAIN_IDENTITY
name provided during the onboarding
operation was performed

STORAGE_DOMAIN_
PROFILE_IDENTITY

ApicDomainProfile
Identity

APIC_PHYSICAL_DOMAIN_
IDENTITY name provided during the
onboarding operation was performed

PHYSICAL_DOMAIN_
PROFILE_IDENTITY

IPPoolPolicyIP_POOL_POLICY provided during the
onboarding operation was performed

IP_POOL_POLICY
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TypeDescriptionOutput

netappClusterVServer
Identity

vServer Multi IdentityOUTPUT_NETAPP_
CLUSTER_VSERVER_
IDENTITY
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Baremetal Provisioning Wrapper for VNX
Summary

This Task Provisions Bare metal for VNX.
Description

This task is used to Provisions Bare metal for VNX based on Container name and BM Name.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerChoose a containerContainer

Ygen_text_inputEnter a bare metal node nameBM Name

gen_text_inputEnter additional bare metal nodesAdditional BMs

Outputs

TypeDescriptionOutput

gen_text_inputVLAN Pool Policy name provided
during the onboarding operation was
performed

UCS_VLAN_POOL_POLICY_
NAME

ucsMultiOrganization
Identity

UCS_MULTI_ORG_IDENTITY
name provided during the onboarding
operation was performed

MULTI_ORG_IDENTITY

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY

ucsServiceProfileIdentityUCS Service Profile IdentityOUTPUT_UCS_SERVICE_
PROFILE_IDENTITY

ucsAccountNameName of the Account on which the
selected operation was performed

UCS_ACCOUNT_NAME

ucsFabricInterconnect
Identity

UCS Fabric Interconnect IdentityUCS_FI

ApicDeviceStaticPath
Identity

UCS Fabric Interconnect A static
path

UCS_FI_A_STATIC_PATH

ApicDeviceStaticPath
Identity

UCS Fabric Interconnect B static pathUCS_FI_B_STATIC_PATH

gen_text_inputService Profile Name PrefixUCS_SP_NAME_PREFIX

gen_text_inputPhysical Server Reserved Space in
GB

PHYSICAL_SERVER_
RESERVED_SPACE_IN_GB

ApicDeviceTenant
EPGIdentity

BMA EPG IdentityBMA_EPG_IDENTITY

gen_text_inputID of the group that was created by
admin

GROUP_ID
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TypeDescriptionOutput

ApicDeviceTenant
EPGIdentity

Tenant EPG IdentityTENAANT_EPG_IDENTITY

gen_text_inputBMA IP AddressBMA_IP_ADDR

gen_text_inputBMA Subnet MaskBMA_SUBNET

gen_text_inputBMA Gatway IP AddressBMA_DEFAULT_GW

OSTypeBMA OSBMA_OS_TYPE

gen_text_inputHOST NAMEBM_HOSTNAME

datacenterNameVMWARE_DATACENTER_NAME
provided during the onboarding
operation was performed

VMWARE_DATACENTER_
NAME

vmwareAccountNameVMWARE_ACCOUNT_NAME
provided during the onboarding
operation was performed

VMWARE_ACCOUNT_NAME

ApicDomainProfileIdentityAPIC_PHYSICAL_DOMAIN_
IDENTITY name provided during

PHYSICAL_DOMAIN_PROFILE_
IDENTITY

the onboarding operation was
performed

IPPoolPolicyIP_POOL_POLICY provided during
the onboarding operation was
performed

IP_POOL_POLICY

gen_text_inputStorage Account Name selected for
Tenant Onboarding

STORAGE_ACCOUNT_NAME

EMC_AccountIdentityStorage Account IdentityOUTPUT_STORAGE_
ACCOUNT_IDENTITY

gen_text_inputStorage Account TypeOUTPUT_STORAGE_
ACCOUNT_TYPE

emcStoragePoolType
Selector

Storage Pool TypeOUTPUT_STORAGE_POOL_
TYPE

emcBlockStoragePool
Identity

Storage Pool IdentityOUTPUT_STORAGE_POOL_
IDENTITY

gen_text_inputRaid Group Raid TypeOUTPUT_RAID_GROUP_RAID_
TYPE

emcRAIDGroupIdentityRAID Group IdentityOUTPUT_RAID_GROUP_
IDENTITY

ucsBootPolicyIdentityUCS Boot Policy IdentityOUTPUT_BOOT_POLICY

GENERIC_FC_
ADAPTER_LIST

Generic Storage FC Adapter ListOUTPUT_VNX_ZONE_PORT1

GENERIC_FC_
ADAPTER_LIST

Generic Storage FC Adapter ListOUTPUT_VNX_ZONE_PORT2
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TypeDescriptionOutput

gen_text_inputGeneric Storage FCAdapterWWPNOUTPUT_VNX_ZONE_PORT1_
WWPN

gen_text_inputGeneric Storage FCAdapterWWPNOUTPUT_VNX_ZONE_PORT2_
WWPN

gen_text_inputVMware Cluster NameOUTPUT_VMWARE_CLUSTER_
NAME

emcSPPortIdentityEMC VNX SP Port IdentityOUTPUT_VNX_HOST_PORT1

emcSPPortIdentityEMC VNX SP Port IdentityOUTPUT_VNX_HOST_PORT2

gen_text_inputTenant name provided during the
onboarding operation was performed

TENANT_NAME

gen_text_inputResource group nameRESOURCEGROUP_NAME

ServiceOfferingNameService Offering NameSERVICE_OFFERING

gen_text_inputContainer NameSERVICE_CONTAINER_NAME

ucsVlanIdentityUCS VLAN IDENTITYUCS_VLAN_IDENTITY

ucsVlanIdentityAPIC Private VLAN IdentityAPIC_PRIVATE_VLAN_
IDENTITY

gen_text_inputStorage Group Name for BMAOUTPUT_STORAGE_GROUP_
NAME

ucsServiceProfileIdentityUCS Service Profile IdentityOUTPUT_UCS_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

infraNetCiscoSanDevice
Identity

OUTPUT_MDS_IDENTITY1

infraNetCiscoSanDevice
Identity

OUTPUT_MDS_IDENTITY2

BooleanConfigure Fabric BOUTPUT_CONFIGURE_FI_B
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Check Hyperv Host Association With DataStore
Summary

This Task Checks Hyper-V Host Association With DataStore.
Description

This task is used to check whether Hyper-V host associated with datastore or not based on inputs like
Host and Hyper V Datastore..

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervMultiHostChoose one or more Hyper-V hostHyper-V Multi Host

YhypervMultiDatastoreChoose one or more Hyper-V
datastore

Hyper-V Multi Datastore

Choose the number of outputsNo Of Hosts

Outputs

TypeDescriptionOutput

hypervMultiHostHyper-V Multiple Host IdentityOUTPUT_HYPERV_MULTI_HOST

hypervMultiDatastoreHyper-V Multi Datastore IdentityOUTPUT_HYPERV_MULTI_
DATASTORE

hypervHostHyper-V Host IdentityOUTPUT_HYPERV_HOST

hyperVDatastoreIdentityHyper-V Datastore IdentityOUTPUT_HYPERV_DATASTORE
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Check VMWare Host/Cluster Association With
DataStore/DataStore Cluster

Summary
This Task Checks VMWare Host/Cluster Association With DataStore/DataStore Cluster.

Description
This task is used to check whether VMWare Host/Cluster associated with DataStore/DataStore Cluster
or not based on inputs like Host,Cluster and Datastore..

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareHostorClusterSelect the Host/Cluster to perform
operation on.

Select Host/Cluster

YvmwareHostMultiSelectChoose one or more VMware
hosts

VMware Hosts

YvmwareMultiClusterIdentityChoose one or more VMware
clusters

VMware Cluster

YvmwareMultiDatastoreIdentityChoose one or more datastoresDatastores

YvmwareMultiDatastoreCluster
Identity

Choose one or more datastore
clusters

Select Datastore
Cluster

vmwareResourcePoolMulti
Select

Choose one ormore resource poolsResource Pool

Outputs

TypeDescriptionOutput

vmwareResourcePool
Identity

OUTPUT_VMWARE_
RESOURCE_POOL_IDENTITY

OUTPUT_VMWARE_RESOURCE_
POOL_IDENTITY

vmwareHostNodeIdentityOUTPUT_VMWARE_HOST_
NODE_IDENTITY

OUTPUT_VMWARE_HOST_
NODE_IDENTITY

vmwareClusterIdentityOUTPUT_VMWARE_CLUSTEROUTPUT_VMWARE_CLUSTER

vmwareDatastoreIdentityOUTPUT_VMWARE_
DATASTORE_IDENTITY

OUTPUT_VMWARE_
DATASTORE_IDENTITY

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_
CLUSTER_IDENTITY_VMWARE
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Common APIC Contract Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ApicDeviceTenantContractIdentityNew Contract Idenity

ApicDeviceTenantContractIdentityExisting Contract Identity

Outputs

TypeDescriptionOutput

ApicDeviceTenantContract
Identity

Common Contract IdentityCOMMON_CONTRACT_
IDENTITY
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Common APIC Contract Subject Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ApicTenantContractSubjectIdentityNew Contract Subject Idenity

ApicTenantContractSubjectIdentityExisting Contract Subject Identity

Outputs

TypeDescriptionOutput

ApicTenantContractSubject
Identity

Common Contract Subject IdentityCOMMON_IDENTITY
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Common Service Graph Node Identity
Summary

This task allows to create a common identity for Service Graph node in case of any L4-L7 service like
firewall, Load balancer.

Description
Inputs

MandatoryMappable To TypeDescriptionInput

ApicTenantL4L7ServiceGraphNodeIdentityNew SG Node Identity

ApicTenantL4L7ServiceGraphNodeIdentityExisting SG Node Identity

ApicDeviceTenantServiceGraphIdentityNew SG Identity

ApicDeviceTenantServiceGraphIdentityExisting SG Identity

Outputs

TypeDescriptionOutput

ApicTenantL4L7ServiceGraphNodeIdentityCOMMON_SG_NODE_IDENTITY

ApicDeviceTenantServiceGraphIdentityCOMMON_SG_IDENTITY
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Common Tenant Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ApicDeviceTenantIdentityNew Tenant Identity

ApicDeviceTenantIdentityExisting Tenant Identity

gen_text_inputNew Group Id

gen_text_inputExisting Group Id

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityCOMMON_TENANT_IDENTITY

gen_text_inputCOMMON_GROUP_ID

userGroupCOMMON_USER_GROUP_ID
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Create IP Pool Policy for Supernet
Summary

Creates the UCSD's IP Pool Policy respective to each supernet/subnet proviced in task
Description

Tenant Name : The Tenant name under which Private Networks will be getting created. Private Network
Name : Private Network name under which VDC's will be getting created. No.of VDCs : The number
which uses to splits down the no.of subnets on given supernet. Suernet/Subnet : X.X.X.X/XXX the
supernet information which will have to be slit down in to subnets.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant Name

Ygen_text_inputEnter the network names separated
by commas

Network Names

Ygen_text_inputEnter the supernetsSupernets

gen_text_inputEnter the number of VDCsNo. VDCs

Ygen_text_inputEnter the subnetsSubnets

Outputs

TypeDescriptionOutput

gen_text_inputPrivate network name provided
during the onboarding operation was
performed

PRIVATE_NETWORK_NAME

gen_text_inputSupernetsOUTPUT_SUPERNETS

gen_text_inputSubnetsOUTPUT_SUBNETS

gen_text_inputSubnet IP Pool PolicyOUTPUT_SUBNET_IP_POOL_
POLICY

gen_text_inputSupernet IP Pool PolicyOUTPUT_SUPERNET_IP_POOL_
POLICY
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Create UCSD Tag
Summary

This Task will allow the User to Create a new Tag.
Description

This Task will allow the User to Create a new Tag which further can be associated with Resources.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the tag name of up to 32 characters.
The name may include alphanumeric

Tag Name

characters and the following four special
characters: ' ', '-', '.', ':'.

gen_text_inputEnter a description of up to 128 charactersDescription

Ygen_text_inputChoose either string or integerType

Ygen_text_inputEnter comma-separated strings or character
ranges. For example: M1, M2, M3, a-z, A-Z,
a-j

Possible Tag
Values

YrgTaggableEntity
Identities

Choose one or more taggable entitiesTaggable Entity

Outputs

TypeDescriptionOutput

rgTagNameIdentityOUTPUT_TAG_NAMEOUTPUT_TAG_NAME

rgTagValueIdentityOUTPUT_TAG_VALUEOUTPUT_TAG_VALUE

rgTaggableEntityIdentityOUTPUT_TAGGABLE_ENTITYOUTPUT_TAGGABLE_ENTITY

Cisco UCS Director Task Library Reference, Release 6.7
2918

Resource Group Tasks
Create UCSD Tag



Create UCSD Tenant
Summary

This Task creates UCSD Tenant.
Description

This task is used to create UCSD Tenant based on the inputs like Tenant Name, Service offering and
Tenant Profile.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant Name

gen_text_inputEnter a tenant descriptionTenant Description

YrgTenantProfileIdentityChoose a tenant profileTenant Profile

YServiceOfferingNameChoose a service offering nameService Offering

Outputs

TypeDescriptionOutput

gen_text_inputTenant name provided during the
onboarding operation was
performed

TENANT_NAME

rgTenantProfileIdentityResource Group Tenant ProfileOUTPUT_TENANT_PROFILE_
IDENTITY

ServiceOfferingNameService Offering NameSERVICE_OFFERING

gen_text_inputResource group nameRESOURCEGROUP_NAME

ResourceGroupNameResource group nameOUTPUT_RESOURCEGROUP_
IDENTITY

UCSDTenantIdentityUCSD Tenant IdentityOUTPUT_UCSD_TENANT_
IDENTITY
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DR Tenant Onboarding Wrapper for VNX
Summary

This task get the input for DR use case onboarding workflow and generates the required inputs for the
tasks available in the work flow

Description
This task is used to Get inputs for Onboarding Tenant like Tenant Name,Service
Offering,CPU,Memory,Datastore Size and IP Subnet Pool Policy etc.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant Name

YrgTenantProfile
Identity

Choose a tenant profile nameTenant profile Name

YServiceOfferingNameChoose a service offering nameService Offering

YIPSubnetPoolPolicyChoose a subnet pool policy based on
the user-selected policy at tenant
onboarding time

Private IP SubnetPool
Policy

ResourcesForNDSelect resources for network deviceResources For ND

gen_text_inputEnter the required memory in MB for
network devices

Memory Resource
Reservation (MB)(For
ND)

gen_text_inputEnter the number of CPUs for network
devices

No Of CPU(For ND)

gen_text_inputEnter the required datastore size
including the physical server storage
reservation in GB for network devices

Datastore Size(GB)(ND)

gen_text_inputEnter the CPU resource reservation in
MHz

CPUResourceReservation
(MHz) For ND

Outputs

TypeDescriptionOutput

gen_text_inputResource group nameRESOURCEGROUP_NAME

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant name provided during the
onboarding operation was performed

TENANT_NAME

gen_text_inputTenant description provided during
the onboarding operation was
performed

TENANT_DESCRIPTION
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TypeDescriptionOutput

gen_text_inputAdmin name for the MSP Tenant
provided during the onboarding
operation was performed

MSP_ADMIN_USER_NAME

passwordAdmin password for the MSP Tenant
provided during the onboarding
operation was performed

MSP_ADMIN_PASSWORD

gen_text_inputAdmin email for the MSP Tenant
provided during the onboarding
operation was performed

MSP_ADMIN_EMAIL

ApicDeviceTenant
Identity

APIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant existing in the UCSDTENANT_AVAILABLE

gen_text_inputID of the group that was created by
admin

GROUP_ID

gen_text_inputPrivate network name provided during
the onboarding operation was
performed

PRIVATE_NETWORK_NAME

gen_text_inputBridge domain name provided during
the onboarding operation was
performed

BRIDGE_DOMAIN_NAME

gen_text_inputApplication profile name provided
during the onboarding operation was
performed

APPLICATION_PROFILE_NAME

gen_text_inputEPG name provided during the
onboarding operation was performed

EPG_NAME

ApicDomainProfile
Identity

Domin name provided during the
onboarding operation was performed

VMM_DOMAIN_PROFILE_
IDENTITY

gen_text_inputVNX Host Identity empty or notOUTPUT_EMC_HOST_EMPTY

gen_text_inputVNX Storage Group empty or notOUTPUT_EMC_
STORAGEGROUP_EMPTY

gen_text_inputFull Width Blade CountFULL_WIDTH_BLADE_COUNT

gen_text_inputHalf Width Blade CountHALF_WIDTH_BLADE_COUNT

gen_text_inputPhysical Server Reserved Space in
GB

PHYSICAL_SERVER_RESERVED_
SPACE_IN_GB

gen_text_inputService Profile Template NameUCS_SP_TEMPLATE_NAME

gen_text_inputService Profile Template NameUCS_SP_TEMPLATE_NAME_
HALF_WIDTH

gen_text_inputService Profile Name PrefixUCS_SP_NAME_PREFIX

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY
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TypeDescriptionOutput

ucsOrganizationIdentityUCS Organization IdentityOUTPUT_UCS_ORG_IDENTITY_
HALF_WIDTH

gen_text_inputTotal Blade CountTOTAL_BLADE_COUNT

gen_text_inputTotal VDC CountTOTAL_VDC_COUNT

gen_text_inputTotal Memory in GBTOTAL_MEMORY_LIMIT_IN_GB

gen_text_inputTotal CPU in GHzTOTAL_CPU_LIMIT_IN_GHz

gen_text_inputDatastore Size in GB.DATASTORE_SIZE_GB

gen_text_inputDATASTORE_CLUSTER_NAMEDATASTORE_CLUSTER_NAME

vmwareHostNode
Identity

VMWARE_HOST_NODE_
IDENTITY provided during the
onboarding operation was performed

VMWARE_HOSTNODE_
IDENTITY

vmwareHostorClusterVMWARE HOST OR CLUSTERVMWARE_HOST_OR_CLUSTER

vmwareClusterIdentityVMWARE Cluster IdentityOUTPUT_VMWARE_CLUSTER_
IDENTITY

gen_text_inputVMWARE Parent Resource Pool
Identity

VMWARE_PARENT_RESOURCE_
POOL_IDENTITY

gen_text_inputRP CPU in MHzRESOURCE_POOL_CPU_
RESERVATION_IN_MHz

vmwareAccountNameVMWARE_ACCOUNT_NAME
provided during the onboarding
operation was performed

VMWARE_ACCOUNT_NAME

gen_text_inputStorage Account TypeOUTPUT_STORAGE_ACCOUNT_
TYPE

gen_text_inputStorage Account Name selected for
Tenant Onboarding

STORAGE_ACCOUNT_NAME

EMC_AccountIdentityStorage Account IdentityOUTPUT_STORAGE_ACCOUNT_
IDENTITY

emcStoragePoolType
Selector

Storage Pool TypeOUTPUT_STORAGE_POOL_TYPE

emcBlockStoragePool
Identity

Storage Pool IdentityOUTPUT_STORAGE_POOL_
IDENTITY

emcStorageGroup
Identity

Storage Group IdentityOUTPUT_STORAGE_GROUP_
IDENTITY

emcRAIDGroupIdentityRAID Group IdentityOUTPUT_RAID_GROUP_
IDENTITY

gen_text_inputStorage Pool Raid TypeOUTPUT_STORAGE_POOL_
RAID_TYPE

gen_text_inputRaid Group Raid TypeOUTPUT_RAID_GROUP_RAID_
TYPE
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TypeDescriptionOutput

emcHostIdentityEMC VNX Host IdentityOUTPUT_EMC_VNX_HOST_
IDENTITY

EMC_StorageProcessor
Identity

EMCVNXStorage Processor IdentityOUTPUT_EMC_VNX_STORAGE_
PROCESSOR_IDENTITY

vmwareHostMultiSelectVMWARE_MULTI_HOST name
provided during the onboarding
operation was performed

VMWARE_MULTI_HOST_
IDENTITY

vmwareHostMultiSelectSTORAGE_MULTI_HOST_
IDENTITY provided during the
onboarding operation was performed

STORAGE_MULTI_HOST_
IDENTITY

ApicDomainProfile
Identity

APIC_PHYSICAL_DOMAIN_
IDENTITY name provided during the
onboarding operation was performed

PHYSICAL_DOMAIN_PROFILE_
IDENTITY

gen_text_inputSUBNET_MASK name provided
during the onboarding operation was
performed

SUBNET_MASK

IPPoolPolicyIP_POOL_POLICY provided during
the onboarding operation was
performed

IP_POOL_POLICY

VMWareIPPoolPolicyVMWARE_IP_POOL_POLICY
provided during the onboarding
operation was performed

VMWARE_IP_POOL_POLICY

datacenterNameVMWARE_DATACENTER_NAME
provided during the onboarding
operation was performed

VMWARE_DATACENTER_NAME

VMwareDVSwitch
Identity

VMWARE_DV_SWITCH_NAME
provided during the onboarding
operation was performed

OUTPUT_VMWARE_DV_
SWITCH_NAME

uplinkPortGroupLovListVMWARE_UPLINK_PORT
provided during the onboarding
operation was performed

VMWARE_UPLINK_PORT

gen_text_inputRESOURCE_POOL_NAME
provided during the onboarding
operation was performed

RESOURCE_POOL_NAME

EMC_AccountIdentityEMC VNX Account Identity for
Replication

OUTPUT_REPLICA_EMC_VNX_
ACCOUNT_IDENTITY

emcStorageGroup
Identity

Copy EMC VNX Storage Group
Identity

OUTPUT_REPLICA_STORAGE_
GROUP_IDENTITY

emcStoragePoolType
Selector

Replica EMC VNX Storage Pool
Type

OUTPUT_REPLICA_VNX_
STORAGE_POOL_TYPE

emcRAIDGroupIdentityReplica EMC VNX Raid Group
Identity

OUTPUT_REPLICA_VNX_RAID_
GROUP_IDENTITY
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TypeDescriptionOutput

emcBlockStoragePool
Identity

Replica EMC VNX Storage Pool
Identity

OUTPUT_REPLICA_VNX_
STORAGE_POOL_IDENTITY

gen_text_inputReplica EMC VNX RAID TypeOUTPUT_REPLICA_VNX_RAID_
TYPE

emcStorageGroup
Identity

Production EMCVNXStorageGroup
Identity

OUTPUT_PRODUCTION_
STORAGE_GROUP_IDENTITY

gen_text_inputJournal Volume CountOUTPUT_JOURNAL_VOLUME_
COUNT

gen_text_inputJournal Volume SizeOUTPUT_JOURNAL_VOLUME_
SIZE

gen_text_inputIs Replication Required for the
Production LUN?

OUTPUT_IS_REPLICA_
REQUIRED

gen_text_inputL2L3 Out Tier configurationL2/L3_OUT

gen_text_inputNo of CPU RequiredOUTPUT_NO_OF_CPU

gen_text_inputL2 Bridge Domain name provided
during the onboarding operation was
performed

OUTPUT_L2_BRIDGE_DOMAIN_
NAME

gen_text_inputL2Application name provided during
the onboarding operation was
performed

OUTPUT_L2_APPLICATION_
PROFILE

gen_text_inputL2 EPG name provided during the
onboarding operation was performed

OUTPUT_L2_EPG_NAME

ApicDeviceDPCStatic
PathIdentity

DPC Static Path1TENANT_EPG_DPC_STATIC_
PATH1

ApicDeviceDPCStatic
PathIdentity

DPC Static Path2TENANT_EPG_DPC_STATIC_
PATH2

gen_text_inputL2 VlanOUTPUT_L2_VLAN

ApicPhysicalDomain
Identity

APIC Tenant Physical Domain
Identity

PHYSICAL_DOMAIN_IDENTITY

gen_text_inputDATASTORE_NAMEDATASTORE_NAME

IPSubnetPoolPolicyIP Subnet Pool policyOUTPUT_IP_SUBNET_POOL_
POLICY

ApicVlanPoolIdentityL2 Vlan PoolOUTPUT_L2_VLAN_POOL

gen_text_inputL3 VLAN Pool provided during the
onboarding operation was performed

OUTPUT_L3_VLAN_POOL

ApicFabricNodeIdentityNode Identity1OUTPUT_NODE1_IDENTITY

ApicFabricNodeIdentityNode Identity2OUTPUT_NODE2_IDENTITY

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 1

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_1
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TypeDescriptionOutput

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 2

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_2

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 3

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_3

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 4

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_4

ipaddressNexus Device IPOUTPUT_NEXUS1_IP

gen_text_inputNexus Device UsernameOUTPUT_NEXUS1_USERNAME

passwordNexus Device PasswordOUTPUT_NEXUS1_PASSWORD

ipaddressNexus Device IPOUTPUT_NEXUS2_IP

gen_text_inputNexus Device UsernameOUTPUT_NEXUS2_USERNAME

passwordNexus Device PasswordOUTPUT_NEXUS2_PASSWORD

IPSubnetPoolPolicyLoop Back IP Subnet Pool PolicyOUTPUT_LOOP_BACK_IP_POOL_
POLICY

gen_text_inputTenant IP SubnetOUTPUT_TENANT_IP_SUBNET

gen_text_inputNumber of Subnet Per TenantOUTPUT_TENANT_NO_OF_
SUBNET

ipaddressSubInterface IP Address 1OUTPUT_SUB_INTERFACE_IP_
ADDRESS_1

ipaddressSubInterface IP Address 2OUTPUT_SUB_INTERFACE_IP_
ADDRESS_2

ipaddressSubInterface IP Address 3OUTPUT_SUB_INTERFACE_IP_
ADDRESS_3

ipaddressSubInterface IP Address 4OUTPUT_SUB_INTERFACE_IP_
ADDRESS_4

ipaddressGateway IP Address 1OUTPUT_GATEWAY_IP_
ADDRESS_1

ipaddressGateway IP Address 2OUTPUT_GATEWAY_IP_
ADDRESS_2

ipaddressGateway IP Address 3OUTPUT_GATEWAY_IP_
ADDRESS_3

ipaddressGateway IP Address 4OUTPUT_GATEWAY_IP_
ADDRESS_4

gen_text_inputLoopback IP Subnet 1OUTPUT_LOOPBACK_IP_
SUBNET_1

gen_text_inputLoopback IP Subnet 2OUTPUT_LOOPBACK_IP_
SUBNET_2
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TypeDescriptionOutput

gen_text_inputLoopback IP Subnet 3OUTPUT_LOOPBACK_IP_
SUBNET_3

gen_text_inputLoopback IP Subnet 4OUTPUT_LOOPBACK_IP_
SUBNET_4

ipaddressLoopback IP Address 1OUTPUT_LOOPBACK_IP_
ADDRESS_1

ipaddressLoopback IP Address 2OUTPUT_LOOPBACK_IP_
ADDRESS_2

ipaddressLoopback IP Address 3OUTPUT_LOOPBACK_IP_
ADDRESS_3

ipaddressLoopback IP Address 4OUTPUT_LOOPBACK_IP_
ADDRESS_4

gen_text_inputConsistency group nameOUTPUT_CONSISTENCY_
GROUP_NAME

gen_text_inputConsistency production copyOUTPUT_CONSISTENCY_
PRODUCITON_COPY

RecoverPointAccount
Identity

Recover Point account identityOUTPUT_RP_ACCOUNT_
IDENTITY

RecoverPointCluster
Identity

Recover Point cluster identityOUTPUT_RP_CLUSTER_IDENTIY

BooleanIs primary tenantOUTPUT_IS_PRIMARY_TENANT

BooleanIs Tenant update requiredOUTPUT_IS_TENANT_UPDATE

gen_text_inputRecover Point Replication setsOUTPUT_RP_REPLICATION_
SETS

gen_text_inputRecover Point Cluster NameOUTPUT_RECOVERPOINT_
CLUSTER_NAME

emcBlockStoragePool
Identity

RP Storage Pool IdentityOUTPUT_RP_STORAGE_POOL_
IDENTITY

emcStorageGroup
Identity

RP Storage Group IdentityOUTPUT_RP_STORAGE_GROUP_
IDENTITY

gen_text_inputVNX HLU listOUTPUT_HLU_LIST

RecoverPointConsistency
GroupIdentity

Tenant consistency group identityOUTPUT_TENANT_
CONSISTENCY_GROUP_
IDENTITY

RecoverPointConsistency
GroupCopyIdentity

Primary consistency group copy
identity

OUTPUT_PRIMARY_
CONSISTENCY_GROUP_COPY_
IDENTITY

RecoverPointConsistency
GroupCopyIdentity

Secondary consistency group copy
identity

OUTPUT_SECONDARY_
CONSISTENCY_GROUP_COPY_
IDENTITY
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TypeDescriptionOutput

gen_text_inputTotal CPU For ND in MHzOUTPUT_TOTAL_CPU_LIMIT_
FOR_ND_IN_MHz

gen_text_inputNo of CPU Required For NDOUTPUT_NO_OF_CPU_FOR_ND

gen_text_inputTotal Memory For ND in GBTOTAL_MEMORY_LIMIT_FOR_
ND_IN_MB

gen_text_inputDatastore Size in GB.DATASTORE_SIZE_FOR_ND_GB

gen_text_inputRESOURCE_POOL_NAME_FOR_
ND provided during the onboarding
operation was performed

RESOURCE_POOL_NAME_ND

vmwareClusterIdentityVMWARE Cluster For ND IdentityOUTPUT_VMWARE_CLUSTER_
ND_IDENTITY

gen_text_inputCPU Memory Reservation For NDOUTPUT_RESOURCEPOOL_CPU_
RESERVATION_FOR_ND_IN_MHz

ResourcesForNDCreating NewResource For Network
Devices

OUTPUT_NEW_RESOURCES_
FOR_ND

IPSubnetPoolPolicyPrivate IP Subnet Pool Policy IdentityOUTPUT_PRIVATE_IP_SUBNET_
POOL_POLICY_IDENTITY
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DR Tenant Resource Allocation
Summary

This task stores the data required for the DR Tenant Onboarding process.
Description

This task wiil help us to store the Primary Tenant Details and it can be used during the DR Tenant
Onboarding.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant

Ygen_text_inputEnter a resource groupResource Group

YServiceOfferingNameEnter a service offering nameService Offering

emcBlockStoragePool
Identity

Choose a storage poolStorage Pool

netappClusterv
LANIdentity

Enter NetApp VLANNetApp VLAN

gen_text_inputEnter the UCS VLAN groupUCS Vlan Group

vlanIDEnter VMM Domain VLANVMM Domain VLAN

ApicDeviceIdentityProvide APIC Account NameAPIC Account Name

ApicDeviceTenant
EPGIdentity

Enter an EPG nameL2 Out EPG Identity

ApicDeviceTenantBridge
DomainIdentity

Enter a bridge domainL2 Out Bridge Domain

ApicDeviceTenantPrivate
NetworkIdentity

Choose a private network nameTenant Private Network
Name

gen_text_inputEnter the physical server
reserved space in GB

Physical Server Reserved
Space(GB)

ApicDeviceTenantPrivate
NetworkIdentity

Choose an L3 private network
name

L3 Private Network Name

ipaddressEnter subinterface IP address 1SubInterface IP Address 1

ipaddressEnter gateway IP address 1Gateway IP Address 1

ipaddressEnter subinterface IP address 2SubInterface IP Address 2

ipaddressEnter gateway IP address 2Gateway IP Address 2

ipaddressEnter subinterface IP address 3SubInterface IP Address 3

ipaddressEnter gateway IP address 3Gateway IP Address 3

ipaddressEnter subinterface IP address 4SubInterface IP Address 4

ipaddressEnter gateway IP address 4Gateway IP Address 4
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MandatoryMappable To TypeDescriptionInput

ipaddressEnter loopback IP address 1Loopback IP Address 1

gen_text_inputEnter loopback IP subnet 1Loopback IP Subnet 1

ipaddressEnter loopback IP address 2Loopback IP Address 2

gen_text_inputEnter loopback IP subnet 2Loopback IP Subnet 2

ipaddressEnter loopback IP address 3Loopback IP Address 3

gen_text_inputEnter loopback IP subnet 3Loopback IP Subnet 3

ipaddressEnter loopback IP address 4Loopback IP Address 4

gen_text_inputEnter loopback IP subnet 4Loopback IP Subnet 4

gen_text_inputEnter an HLU listHLU List

gen_text_inputEnter a replication set listReplication Set List

RecoverPointConsistency
GroupIdentity

Enter a tenant consistency groupTenant Consistency Group

RecoverPointConsistency
GroupCopyIdentity

Enter the primary consistency
group copy

Primary Consistency Group
Copy

RecoverPointConsistency
GroupCopyIdentity

Enter the secondary consistency
group copy

Secondary Consistency
Group Copy

gen_text_inputEnter the supernetsSupernets

gen_text_inputEnter the subnetsSubnets

Outputs

No Outputs
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DR Update Tenant Wrapper
Summary

This task get the input for DR Update use case onboarding workflow and generates the required inputs
for the tasks available in the work flow

Description
This task is used to Get inputs for updating existing tenant like Tenant Name,Service Offering,CPU and
Datastore Size etc.

Inputs

MandatoryMappable To TypeDescriptionInput

Yrg_TenantsChoose a tenant nameTenant

YServiceOfferingNameChoose a service offering nameService Offering

YvmwareHostorClusterSelect type host or clusterType

gen_text_inputEnter the required datastore size
including the physical server storage
reservation in GB

Datastore Size

gen_text_inputEnter the number of CPUsNo Of CPU

gen_text_inputEnter the required memory in MBMemory Resource
Reservation (MB)

gen_text_inputEnter the number of VDCsNo. VDCs

Outputs

TypeDescriptionOutput

gen_text_inputResource group nameRESOURCEGROUP_NAME

gen_text_inputTenant name provided during the
onboarding operation was
performed

TENANT_NAME

gen_text_inputTenant existing in the UCSDTENANT_AVAILABLE

gen_text_inputID of the group that was created by
admin

GROUP_ID

gen_text_inputPhysical Server Reserved Space in
GB

PHYSICAL_SERVER_RESERVED_
SPACE_IN_GB

gen_text_inputService Profile Template NameUCS_SP_TEMPLATE_NAME

gen_text_inputService Profile Template NameUCS_SP_TEMPLATE_NAME_
HALF_WIDTH

gen_text_inputService Profile Name PrefixUCS_SP_NAME_PREFIX

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsOrganizationIdentityUCS Organization IdentityOUTPUT_UCS_ORG_IDENTITY_
HALF_WIDTH
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TypeDescriptionOutput

gen_text_inputTotal Blade CountTOTAL_BLADE_COUNT

gen_text_inputTotal VDC CountTOTAL_VDC_COUNT

gen_text_inputTotal Memory in GBTOTAL_MEMORY_LIMIT_IN_GB

gen_text_inputTotal CPU in GHzTOTAL_CPU_LIMIT_IN_GHz

gen_text_inputDatastore Size in GB.DATASTORE_SIZE_GB

gen_text_inputDATASTORE_CLUSTER_
NAME

DATASTORE_CLUSTER_NAME

gen_text_inputDATASTORE_CLUSTER_
IDENTITY

DATASTORE_CLUSTER_IDENTITY

vmwareAccountNameVMWARE_ACCOUNT_NAME
provided during the onboarding
operation was performed

VMWARE_ACCOUNT_NAME

EMC_AccountIdentityStorage Account IdentityOUTPUT_STORAGE_ACCOUNT_
IDENTITY

emcStoragePoolType
Selector

Storage Pool TypeOUTPUT_STORAGE_POOL_TYPE

emcBlockStoragePool
Identity

Storage Pool IdentityOUTPUT_STORAGE_POOL_
IDENTITY

emcStorageGroupIdentityStorage Group IdentityOUTPUT_STORAGE_GROUP_
IDENTITY

emcRAIDGroupIdentityRAID Group IdentityOUTPUT_RAID_GROUP_IDENTITY

gen_text_inputStorage Pool Raid TypeOUTPUT_STORAGE_POOL_RAID_
TYPE

gen_text_inputRaid Group Raid TypeOUTPUT_RAID_GROUP_RAID_
TYPE

emcHostIdentityEMC VNX Host IdentityOUTPUT_EMC_VNX_HOST_
IDENTITY

EMC_StorageProcessor
Identity

EMC VNX Storage Processor
Identity

OUTPUT_EMC_VNX_STORAGE_
PROCESSOR_IDENTITY

vmwareHostMultiSelectSTORAGE_MULTI_HOST_
IDENTITY provided during the

STORAGE_MULTI_HOST_
IDENTITY

onboarding operation was
performed

gen_text_inputRESOURCE_POOL_NAME
provided during the onboarding
operation was performed

RESOURCE_POOL_NAME

gen_text_inputNo of CPU RequiredOUTPUT_NO_OF_CPU

vmwareResourcePool
Identity

OUTPUT_VMWARE_
RESOURCE_POOL_IDENTITY

OUTPUT_VMWARE_RESOURCE_
POOL_IDENTITY
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TypeDescriptionOutput

gen_text_inputRP Memory in GBRESOURCE_POOL_MEMORY_
RESERVATION_IN_MB

gen_text_inputRP CPU in MHzRESOURCE_POOL_CPU_
RESERVATION_IN_MHz

gen_text_inputCpu and Memory value checkCPU_MEMORY_VALUE

gen_text_inputConsistency group nameOUTPUT_CONSISTENCY_GROUP_
NAME

gen_text_inputConsistency production copyOUTPUT_CONSISTENCY_
PRODUCITON_COPY

RecoverPointAccount
Identity

Recover Point account identityOUTPUT_RP_ACCOUNT_
IDENTITY

RecoverPointCluster
Identity

Recover Point cluster identityOUTPUT_RP_CLUSTER_IDENTIY

BooleanIs primary tenantOUTPUT_IS_PRIMARY_TENANT

BooleanIs Tenant update requiredOUTPUT_IS_TENANT_UPDATE

gen_text_inputRecover Point Replication setsOUTPUT_RP_REPLICATION_SETS

gen_text_inputRecover Point Cluster NameOUTPUT_RECOVERPOINT_
CLUSTER_NAME

emcBlockStoragePool
Identity

RP Storage Pool IdentityOUTPUT_RP_STORAGE_POOL_
IDENTITY

emcStorageGroupIdentityRP Storage Group IdentityOUTPUT_RP_STORAGE_GROUP_
IDENTITY

gen_text_inputVNX HLU listOUTPUT_HLU_LIST

RecoverPointConsistency
GroupIdentity

Tenant consistency group identityOUTPUT_TENANT_
CONSISTENCY_GROUP_IDENTITY

RecoverPointConsistency
GroupCopyIdentity

Primary consistency group copy
identity

OUTPUT_PRIMARY_
CONSISTENCY_GROUP_COPY_
IDENTITY

RecoverPointConsistency
GroupCopyIdentity

Secondary consistency group copy
identity

OUTPUT_SECONDARY_
CONSISTENCY_GROUP_COPY_
IDENTITY

gen_text_inputVNX Host Identity empty or notOUTPUT_EMC_HOST_EMPTY

gen_text_inputVNX Storage Group empty or notOUTPUT_EMC_STORAGEGROUP_
EMPTY

gen_text_inputIs Replication Required for the
Production LUN?

OUTPUT_IS_REPLICA_REQUIRED

gen_text_inputCpu and Memory value check For
ND

CPU_MEMORY_VALUE_ND
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TypeDescriptionOutput

gen_text_inputTotal CPU For ND in MHzOUTPUT_TOTAL_CPU_LIMIT_
FOR_ND_IN_MHz

gen_text_inputNo of CPU Required For NDOUTPUT_NO_OF_CPU_FOR_ND

gen_text_inputCPUMemory Reservation For NDOUTPUT_RESOURCEPOOL_CPU_
RESERVATION_FOR_ND_IN_MHz

gen_text_inputTotal Memory For ND in GBTOTAL_MEMORY_LIMIT_FOR_
ND_IN_MB

vmwareResourcePool
Identity

OUTPUT_VMWARE_
RESOURCE_POOL_IDENTITY_
ND

OUTPUT_VMWARE_RESOURCE_
POOL_IDENTITY_ND
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Delete IP Pool Policy for Supernet
Summary

Deletes the UCSD's IP Pool Policy
Description

IP Pool Policy : The pool policy name which needs to be deleted.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a policy nameIP Policy Name

Outputs

No Outputs
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Delete Persist Private Network Info
Summary

Delete persisted private network info.
Description

This task deletes private network information that was stored during container provisioning.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs
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Delete TAG
Summary

This Task will allow the User to Delete an existing Tag.
Description

This Task will allow the User to Delete an existing Tag if it is not associated with any Resources.
Inputs

MandatoryMappable To TypeDescriptionInput

YrgTagIdentityChoose a tag nameTag

Outputs

No Outputs
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Get Resource Group Environment Variables
Summary

This task will get Get Resource Group Environment Variables
Description

Its a generic task and it's used to get the environment variables configured in the Resource Group based
on the selected account. We can define the required output from the task and we can provide account as
filter criteria for each output. The task will provide the configured Environment Variable.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs
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Get Resource Group Objects
Summary

This task will get Resource Group Objects information
Description

Its a generic task and it's used to filter out the resources from the Resource Group based on the filter
criteria. We can define the required output from the task and we can provide filter criteria for each
resources. The task will provide the filtered resource as output.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs
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Get Tenant Resource Objects
Summary

This task will get Get Tenant Resource Objects
Description

Its a generic task and it's used to filter out the resources from Tenant vPOD based on the filter criteria
provided. We can define the required output from the task and we can provide the filter criteria for each
resources. The task will provide the filtered resource as output.

Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs
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Identify Physical Compute Resources
Summary

This Task identifies matching Physical Compute resource entities from selected resource group.
Description

This Task identifies Physical Compute resources from selected resource group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant

YServiceOfferingNameChoose a service offering nameService Offering

Choose the number of outputsNo Of Output Identity

BooleanCheck to enable the designated routerEnable DR support

Outputs

TypeDescriptionOutput

ucsMultiServiceProfile
TemplateIdentity

UCS Multi Service Profile
Template Identity

UCS_MULTI_SERVICE_PROFILE_
TEMPLATE_IDENTITY

ucsMultiServerIdentityUCS Multi Server IdentityOUTPUT_MULTI_UCS_SERVER_
IDENTITY

ucsMultiServerPooledSlot
Identity

UCSMulti Server Pool IdentityOUTPUT_MULTI_UCS_SERVER_
POOL_IDENTITY

ucsServiceProfileTemplate
Identity

UCS Service Profile Template
Identity

OUTPUT_UCS_SERVICE_PROFILE_
TEMPLATE_IDENTITY

ucsServerIdentityUCS Server IdentityOUTPUT_UCS_SERVER_IDENTITY

ucsServiceProfileIdentityUCS Service Profile IdentityOUTPUT_UCS_SERVICE_PROFILE_
IDENTITY

ucsMultiServiceProfile
Identity

UCS Multi Service Profile
Identity

OUTPUT_UCS_MULTI_SERVICE_
PROFILE_IDENTITY

ucsServerPoolIdentityUCS Server Pool IdentityOUTPUT_UCS_SERVER_POOL_
IDENTITY

gen_text_inputResource group nameRESOURCEGROUP_NAME

ServiceOfferingNameService Offering NameSERVICE_OFFERING
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Identify Physical Network Resources
Summary

This Task identifies matching Physical Network resource entities from selected resource group.
Description

This Task identifies Physical Network resources from selected resource group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant

YServiceOfferingNameChoose a service offering nameService Offering

Choose the number of outputsNo Of Output Identity

BooleanCheck to enable the designated routerEnable DR support

Outputs

TypeDescriptionOutput

ApicDeviceMultiIdentityAPIC Controller Multi IdentityOUTPUT_APIC_DEVICE_MULTI_
IDENTITY

ApicDeviceIdentityAPIC Controller IdentityOUTPUT_APIC_DEVICE_
IDENTITY

gen_text_inputResource group nameRESOURCEGROUP_NAME

ServiceOfferingNameService Offering NameSERVICE_OFFERING
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Identify Physical Storage Resources
Summary

This Task identifies matching Physical Storage resource entities from selected resource group.
Description

This Task identifies Physical Storage resources from selected resource group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant

YServiceOfferingNameChoose a service offering nameService Offering

Choose the number of outputsNo Of Output Identity

BooleanCheck to enable the designated routerEnable DR support

Outputs

TypeDescriptionOutput

netappClusterVServerMulti
Identity

vServer Multi IdentityOUTPUT_NETAPP_CLUSTER_
VSERVER_MULTI_IDENTITY

vFilerMultiIdentityvFiler Multi IdentityOUTPUT_VFILER_MULTI_
IDENTITY

aggregateMultiIdentityNetAPP Aggregate IdentityOUTPUT_NETAPP_AGGREGATE_
MULTI_IDENTITY

netappClusterVServerIdentityvServer Multi IdentityOUTPUT_NETAPP_CLUSTER_
VSERVER_IDENTITY

vFilerIdentityvFiler Multi IdentityOUTPUT_VFILER_IDENTITY

aggregateClusterIdentityAggregate name provided
during the onboarding
operation was performed

NETAPP_AGGREGATE_IDENTITY

emcBlockStoragePoolIdentityStorage Pool IdentityOUTPUT_STORAGE_POOL_
IDENTITY

emcRAIDGroupIdentityRAID Group IdentityOUTPUT_RAID_GROUP_IDENTITY

emcSPPortIdentityEMC VNX SP Port IdentityOUTPUT_VNX_HOST_PORT1

emcmultiBlockStoragePool
Identity

Multi Storage Pool IdentityOUTPUT_STORAGE_POOL_MULTI_
IDENTITY

emcmultiRAIDGroupIdentityMulti RAID Group IdentityOUTPUT_RAID_GROUP_MULTI_
IDENTITY

emcmultiPortIdentityMulti Port IdentityOUTPUT_PORT_MULTI_IDENTITY

gen_text_inputResource group nameRESOURCEGROUP_NAME
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TypeDescriptionOutput

EMCVMAXStorageTierDisk
GroupNameList

VMAX Disk Group Multi
Identity

OUTPUT_EMC_VMAX_DISK_
GROUP_IDENTITY_MULTI_
IDENTITY

EMCVMAXStorageTierDisk
GroupNameList

VMAX Disk Group IdentityOUTPUT_EMC_VMAX_DISK_
GROUP_IDENTITY

ServiceOfferingNameService Offering NameSERVICE_OFFERING
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Identify Virtual Compute Resources
Summary

This Task identifies matching Virtual Compute resource entities from selected resource group.
Description

This Task identifies Virtual Compute resources from selected resource group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant

YServiceOfferingNameChoose a service offering nameService Offering

Choose the number of outputsNo Of Output Identity

BooleanCheck to enable the designated routerEnable DR support

Outputs

TypeDescriptionOutput

vmwareResourcePool
MultiSelect

OUTPUT_VMWARE_MULTI_
RESOURCE_POOL_IDENTITY

OUTPUT_VMWARE_MULTI_
RESOURCE_POOL_IDENTITY

vmwareHostMultiSelectVMWARE_MULTI_HOST name
provided during the onboarding
operation was performed

VMWARE_MULTI_HOST_
IDENTITY

vmwareMultiCluster
Identity

OUTPUT_VMWARE_MULTI_
CLUSTER

OUTPUT_VMWARE_MULTI_
CLUSTER

vmwareResourcePool
Identity

OUTPUT_VMWARE_RESOURCE_
POOL_IDENTITY

OUTPUT_VMWARE_
RESOURCE_POOL_IDENTITY

vmwareHostNodeIdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

OUTPUT_VMWARE_HOST_
NODE_IDENTITY

vmwareClusterIdentityOUTPUT_VMWARE_CLUSTEROUTPUT_VMWARE_CLUSTER

gen_text_inputResource group nameRESOURCEGROUP_NAME

gen_text_inputOUTPUT_VMWARE_
DATACENTER

OUTPUT_VMWARE_
DATACENTER

gen_text_inputOUTPUT_VMWARE_MULTI_
DATACENTER

OUTPUT_VMWARE_MULTI_
DATACENTER

ServiceOfferingNameService Offering NameSERVICE_OFFERING

hypervHostHyper-V Host IdentityOUTPUT_HYPERV_HOST

hypervMultiHostHyper-V Multiple Host IdentityOUTPUT_HYPERV_MULTI_
HOST

hypervClusterIdentityHyper-V Multi Cluster IdentityOUTPUT_HYPERV_MULTI_
CLUSTER
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TypeDescriptionOutput

hypervClusterIdentityHyper-V Cluster IdentityOUTPUT_HYPERV_CLUSTER

hypervAccountNameHYPER-V_ACCOUNT_NAME
provided during the onboarding
operation was performed

HYPERV_ACCOUNT_NAME

vmwareAccountNameVMWARE_ACCOUNT_NAME
provided during the onboarding
operation was performed

VMWARE_ACCOUNT_NAME
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Identify Virtual Network Resources
Summary

This Task identifies matching Virtual Network resource entities from selected resource group.
Description

This Task identifies Virtual Network resources from selected resource group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant

YServiceOfferingNameChoose a service offering nameService Offering

Choose the number of outputsNo Of Output Identity

BooleanCheck to enable the designated routerEnable DR support

Outputs

TypeDescriptionOutput

VMwareMultiDVPortgroup
Identity

OUTPUT_VMWARE_MULTI_
DVPORTGROUP_IDENTITY

OUTPUT_VMWARE_MULTI_
DVPORTGROUP_IDENTITY

vmwareVmMultiPortGroup
Identity

OUTPUT_VMWARE_VM_
MULTI_PORT_GROUP_
IDENTITY

OUTPUT_VMWARE_VM_MULTI_
PORT_GROUP_IDENTITY

VMwareDVPortgroup
Identity

OUTPUT_VMWARE_
DVPORTGROUP_IDENTITY

OUTPUT_VMWARE_
DVPORTGROUP_IDENTITY

vmwareVmPortGroup
Identity

OUTPUT_VMWARE_VM_
PORT_GROUP_IDENTITY

OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

gen_text_inputResource group nameRESOURCEGROUP_NAME

ServiceOfferingNameService Offering NameSERVICE_OFFERING

hypervVMNetworkIdentityHyper-V Multi VM Network
Identity

OUTPUT_HYPERV_MULTI_VM_
NETWORK

hypervVMNetworkIdentityHyper-V VM Network IdentityOUTPUT_HYPERV_VM_
NETWORK

hypervPortClassification
Identity

Hyper V Port Classification
Identity

OUTPUT_HYPERV_PORT_
CLASSIFICATION

hypervPortClassification
Identity

Hyper V Multi Port Classification
Identity

OUTPUT_HYPERV_MULTI_
PORT_CLASSIFICATION
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Identify Virtual Storage Resources
Summary

This Task identifies matching Virtual Storage resource entities from selected resource group.
Description

This Task identifies Virtual Storage resources from selected resource group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant

YServiceOfferingNameChoose a service offering nameService Offering

Choose the number of outputsNo Of Output Identity

BooleanCheck to enable the designated routerEnable DR support

Outputs

TypeDescriptionOutput

vmwareMultiDatastore
Identity

OUTPUT_VMWARE_MULTI_
DATASTORE_IDENTITY

OUTPUT_VMWARE_MULTI_
DATASTORE_IDENTITY

vmwareDatastoreIdentityOUTPUT_VMWARE_
DATASTORE_IDENTITY

OUTPUT_VMWARE_
DATASTORE_IDENTITY

gen_text_inputResource group nameRESOURCEGROUP_NAME

ServiceOfferingNameService Offering NameSERVICE_OFFERING

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_
CLUSTER_IDENTITY_VMWARE

vmwareMultiDatastore
ClusterIdentity

OUTPUT_VMWARE_MULTI_
DATASTORE_CLUSTER_
IDENTITY

OUTPUT_VMWARE_MULTI_
DATASTORE_CLUSTER_
IDENTITY

hypervMultiDatastoreHyper-V Multi Datastore IdentityOUTPUT_HYPERV_MULTI_
DATASTORE

hyperVDatastoreIdentityHyper-V Datastore IdentityOUTPUT_HYPERV_DATASTORE
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L3 Lookup
Summary

This is the wrapper task which looks for the network details from the environment variables
Description

This is a wrapper task, which gets the environment variable's information which are provided during
Resource Group definition and will be provide Tenant, Private Network, L3 Routed Domain, Router IP
Pool, SVI Path, SVI IP Pool, L3 VLAN Pool, and Nodes information.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentityChoose a tenant nameTenant Name

YApicDeviceTenantPrivateNetwork
Identity

Choose a private network
name

Private Network Name

YTenantResourceGroupIdentityChoose a resource groupResource Group

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant name provided during the
onboarding operation was performed

TENANT_NAME

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityOUTPUT_PRIVATE_
NETWORK_IDENTITY

gen_text_inputPrivate network name provided
during the onboarding operation was
performed

PRIVATE_NETWORK_NAME

ApicDeviceTenantRouted
DomainIdentity

L3 Physical DomainL3_ROUTER_DOMAIN

gen_text_inputArea IDAREA_ID

IPPoolPolicyRouter IP PoolROUTER_IP_POOL

ApicDeviceStaticPathIdentitySVI PathSVI_PATH

IPSubnetPoolPolicySVI IP PoolSVI_IP_POOL

gen_text_inputL3 VLAN Pool provided during the
onboarding operation was performed

OUTPUT_L3_VLAN_POOL

ApicFabricNodeIdentityNode Identity1OUTPUT_NODE1_IDENTITY

ApicFabricNodeIdentityNode Identity2OUTPUT_NODE2_IDENTITY

userGroupID of the group that was created by
admin

User_GROUP_ID
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L3 Transit L2 Lookup
Summary

This is the wrapper task which looks for the network details from the environment variables
Description

This is a wrapper task, which gets the environment variable's information which are provided during
Resource Group definition andwill be provide Tenant, SVI VPC Path, L3VLANPool, L2 Transit VLAN
Pool, Path info, and Physical Domain information.

Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentityChoose a tenant nameTenant Name

YTenantResourceGroupIdentityChoose a resource groupResource Group

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant name provided during the
onboarding operation was performed

TENANT_NAME

ApicDeviceVPCStaticPath
Identity

VPC PathVPC_PATH

gen_text_inputL3 VLAN Pool provided during the
onboarding operation was performed

OUTPUT_L3_VLAN_POOL

gen_text_inputL2 Transit VLAN Pool provided during
the onboarding operation was performed

OUTPUT_L2_TRANSIT_
VLAN_POOL

gen_text_inputPath1TENANT_EPG_PATH1

gen_text_inputPath2TENANT_EPG_PATH2

ApicDomainProfileIdentityAPIC_PHYSICAL_DOMAIN_
IDENTITY name provided during the
onboarding operation was performed

PHYSICAL_DOMAIN_
PROFILE_IDENTITY
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Mapping Tenant with Tenant Profile
Summary

This Task Maps Tenant with Tenant Profile.
Description

This task is used to map Tenant with Tenant Profile based on Tennat Name and Tenant Profile.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant Name

YrgTenantProfileIdentityChoose a tenant profile nameTenant Profile

YServiceOfferingNameChoose a service offering nameService Offering

Outputs

TypeDescriptionOutput

gen_text_inputTenant name provided during the onboarding
operation was performed

TENANT_NAME
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Network Device Resource Allocation
Summary

This task Allocates resources to Network Devices.
Description

This task will allow User to allocate resources like Resource Pool,Datastore and Datastore Cluster to
Network Devices.

Inputs

MandatoryMappable To TypeDescriptionInput

Yrg_TenantsChoose a tenant nameTenant

YTenantResourceGroup
Identity

Choose a resource groupResource Group

YServiceOfferingNameChoose a service offering nameService Offering

ResourcesForNDSelect Resources For Network
Device

Resource Selection for
Network Device(ND)

YvmwareClusterIdentityChoose a VMware cluster for a
network device

VMware Cluster For
Network Device

YvmwareResourcePool
Identity

Choose a resource pool for a
network device

Resource Pool For Network
Device

vmwareDatastoreCluster
Identity

Choose a datastore cluster for a
network device

Datastore Cluster For
Network Device

vmwareMultiDatastore
Identity

Choose datastores for a network
device

Datastores For Network
Device

Outputs

No Outputs
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Persist APIC Private Network Configuration
Summary

Persist the defined private network information of a tenant.
Description

This task persists the private network configuration and private network name of a tenant along with
service offering and resource group information.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect a Resource Group.Resource Group

Ygen_text_inputSelect a Service Offering.Service Offering

Ygen_text_inputSelect a Tenant.Tenant Name

Ygen_text_inputSelect a Private NetworkPrivate Network Name

Ygen_text_inputSelect an External Routed
Network

External Routed Network

YApicTenantExternalNetwork
ToExternalRoutedNetwork
Identity

Select an External Network.External Network Name

Outputs

No Outputs
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Persist Private Network Info
Summary

Persists the Private Network info and its Supernet(s) , Subent(s) , and its IP Pool Policy informations
Description

Persists the Private Network info and its Supernet(s) , Subent(s) , and its IP Pool Policy informations
against its Tenant , Service Offerring, Tenant profile and Resource Group.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a resource groupResource Group

YServiceOfferingNameChoose a service offeringService Offering

Ygen_text_inputChoose a tenant nameTenant Name

gen_text_inputEnter a private network profilePrivate Network Profile

Ygen_text_inputChoose a private network namePrivate Network Name

gen_text_inputChoose a bridge domain nameBridge Domain Name

gen_text_inputEnter a supernet IP pool policySupernet IP Pool Policy

gen_text_inputEnter a subnet IP pool policySubnet IP Pool Policy

Ygen_text_inputEnter a supernet listSupernet List

Ygen_text_inputEnter a subnet listSubnet List

Ygen_text_inputEnter the number of VDCsNumber of VDC

Outputs

No Outputs
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Private Network Onboard L4L7 Devices Wrapper
Summary

This task will provide the L4L7 LB devices information which are added in the Resource Group definition
Description

This task will provide the L4L7 LB devices information which are added in the Resource Group definition.
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantIdentityChoose a tenant nameTenant Name

YApicDeviceTenantPrivate
NetworkIdentity

Choose a private network namePrivate Network Name

YrgTenantProfileIdentityChoose a tenant profile nameTenant profile Name

YServiceOfferingNameChoose a service offering nameService Offering

YChoose a resource groupResource Group

gen_text_inputEnter the iteration numberIteration Number

Outputs

TypeDescriptionOutput

gen_text_inputResource group nameRESOURCEGROUP_NAME

gen_text_inputTenant name provided during the
onboarding operation was performed

TENANT_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityOUTPUT_PRIVATE_NETWORK_
IDENTITY

gen_text_inputPrivate network name provided
during the onboarding operation was
performed

PRIVATE_NETWORK_NAME

gen_text_inputAPIC Tenant Device Cluster NameOUTPUT_DEVICE_CLUSTER_
NAME

ApicDeviceTenantPackage
Identity

APIC Tenant Device Package
Identity

DEVICE_PACKAGE_IDENTITY

ApicDomainProfileIdentityAPIC_PHYSICAL_DOMAIN_
IDENTITY name provided during

PHYSICAL_DOMAIN_PROFILE_
IDENTITY

the onboarding operation was
performed

gen_text_inputLoadBalance Device Virtual IP
Address

OUTPUT_VIRTUAL_IP_
ADDRESS

gen_text_inputIPOUTPUT_PORT
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TypeDescriptionOutput

passwordAPIC Entity PasswordOUTPUT_APIC_ENTITY_
PASSWORD

gen_text_inputAPIC Entity UsernameOUTPUT_APIC_ENTITY_
USERNAME

ApicDeviceClusterTypeL4-L7 Device TypeOUTPUT_L4L7_DEVICE_TYPE

gen_text_inputAPIC Tenant Device Cluster
Concrete Device Name

OUTPUT_DEVICE_CLUSTER_
CONCRETE_DEVICE_NAME

ApicDeviceTenantStatic
PathToEPGIdentity

Static Path IdentityOUTPUT_TENANT_EPG_
STATIC_PATH_IDENTITY
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Remove TAG Association
Summary

This Task Removes the TAG Association Object.
Description

This task is used to Remove the TAG Association object based on Tag Name and Entity Name.
Inputs

MandatoryMappable To TypeDescriptionInput

YrgTagNameIdentityChoose a tag nameTag Name

YrgTaggableEntityIdentityChoose a taggable entityTaggable Entity

YvmwareMultiDatastoreCluster
Identity

Choose one or more datastore
clusters

DataStore Cluster

YvmwareMultiDatastoreIdentityChoose one or more datastoresVMwareDataStore

YvmwareGenericClusterIdentityChoose one or more VMWare
clusters

vMWare Cluster

ApicCommonDeviceExternal
NetworkInOutsideNetwork
Identity

Choose one or more APIC
external networks

Apic External Network

ApicDeviceTenantMulti
ContractToExternalNetwork
Identity

Choose one or more contractsContract

EMCVMAXDiskGroupIdentityChoose one or more VMAX disk
groups

VMAX Disk Group

EMCVMAXFASTStorage
ResourcePoolIdentity

Choose one or more VMAX
storage resouce pools

VMAX Storage
Resouce Pool

emcRAIDGroupIdentityChoose one or more VNX block
RAID groups

VNX Block RAID
Group

emcBlockStoragePoolIdentityChoose one or more VNX block
storage pools

VNX Block Storage
Pool

emcSPPortIdentityChoose one or more VNX block
ports

VNX Block Port

emcStoragePoolIdentityChoose one or more VNX file
storage pools

VNX File Storage Pool

netappAllAggregateIdentityChoose one or more NetApp
aggregrates

Netapp Aggregrate

netappClusterVServerIdentityChoose one or more NetApp
Vservers

Netapp VServer

vFilerIdentityChoose one or more NetApp v
Filers

Netapp VFiler
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MandatoryMappable To TypeDescriptionInput

vmwareResourcePoolMulti
Select

Choose one or more VMware
resource pools

VMwareResourcePool

Outputs

TypeDescriptionOutput

rgTagNameIdentityOUTPUT_TAG_NAMEOUTPUT_TAG_NAME

rgTaggableEntityIdentityOUTPUT_TAGGABLE_ENTITYOUTPUT_TAGGABLE_ENTITY

vmwareMultiDatastore
Identity

OUTPUT_VMWARE_MULTI_
DATASTORE_IDENTITY

OUTPUT_VMWARE_MULTI_
DATASTORE_IDENTITY

vmwareMultiDatastore
ClusterIdentity

OUTPUT_VMWARE_MULTI_
DATASTORE_CLUSTER_
IDENTITY

OUTPUT_VMWARE_MULTI_
DATASTORE_CLUSTER_
IDENTITY

vmwareGenericCluster
Identity

OP_VMWARE_GENERIC_
CLUSTER_IDENTITY_RG

OP_VMWARE_GENERIC_
CLUSTER_IDENTITY_RG

ApicDeviceExternalNetwork
InOutsideNetworkIdentity

APIC Device Tenant External
Network In Outside Network
Identity

OUTPUT_APIC_EXTERNAL_
REPORT

ApicDeviceTenantMulti
ContractToExternalNetwork
Identity

TENANT_EXTERNAL_
NETWORK_CONTRACT_
IDENTITY

TENANT_EXTERNAL_
NETWORK_CONTRACT_
IDENTITY
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Rollback APIC Container VNX BMs
Summary

Deletes Provisioned VNX BMs in APIC Container.
Description

This Task deletes the Provisioned VNX BMS from APIC Container during roll back.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Ygen_text_inputEnter BM Service RequestsBM Service Requests

Outputs

No Outputs
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Select Matching Storage Entities
Summary

This Task search for the Matching Storage Entities.
Description

This task is used to search for the Matching Storage Entities like Datastore and Datastore Cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

Yrg_TenantsChoose a tenantTenant

YServiceOfferingNameChoose a service offering nameService Offering

vmwareMultiDatastoreIdentityChoose one or more VMware
datastores

Multiple Data Store

vmwareMultiDatastoreCluster
Identity

Choose one or more VMware
datastore clusters

Multiple Datastore
Clusters

Outputs

TypeDescriptionOutput

gen_text_inputTenant name provided during the
onboarding operation was performed

TENANT_NAME

gen_text_inputResource group nameRESOURCEGROUP_NAME

ServiceOfferingNameService Offering NameSERVICE_OFFERING

vmwareClusterIdentityVMWARE Cluster IdentityOUTPUT_VMWARE_CLUSTER_
IDENTITY

vmwareMultiDatastore
Identity

OUTPUT_VMWARE_MULTI_
DATASTORE_IDENTITY

OUTPUT_VMWARE_MULTI_
DATASTORE_IDENTITY

vmwareMultiDatastore
ClusterIdentity

OUTPUT_VMWARE_MULTI_
DATASTORE_CLUSTER_
IDENTITY

OUTPUT_VMWARE_MULTI_
DATASTORE_CLUSTER_
IDENTITY
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Set Concrete Device Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YApicDeviceTenantDeviceCluster
Identity

Device Cluster

Ygen_text_inputConcrete Device Name

Outputs

TypeDescriptionOutput

ApicDeviceTenantConcreteDevice
Identity

Concrete Device IdentityConcreteDeviceIdentity
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Tag Resource Group Entity
Summary

This Task Tags the Selected Resource Group Entity.
Description

This task is used to Tags the Selected Resource Group Entity based on Tag and Entity Name.
Inputs

MandatoryMappable To TypeDescriptionInput

YrgTagNameIdentityChoose a tag nameTag Name

YrgTaggableEntityIdentityChoose a taggable entityTaggable Entity

vmwareMultiDatastoreCluster
Identity

Choose one ormore datastoresDataStore Cluster

vmwareMultiDatastoreIdentityChoose one or more datastore
clusters

VMwareDataStore

vmwareGenericClusterIdentityChoose a VMware clusterVMwareCluster

ApicCommonDeviceExternal
NetworkInOutsideNetwork
Identity

Choose an APIC external
network

Apic External Network

ApicDeviceTenantMultiContract
ToExternalNetworkIdentity

Choose a contractContract

EMCVMAXDiskGroupIdentityChoose a disk groupVMAX Disk Group

EMCVMAXFASTStorage
ResourcePoolIdentity

Choose a storage resource
pool

VMAXStorageResouce
Pool

emcRAIDGroupIdentityChoose a RAID groupVNX Block RAID
Group

emcBlockStoragePoolIdentityChoose a block storage poolVNX Block Storage
Pool

emcSPPortIdentityChoose a service processor
(SP) port

VNX Block Port

emcStoragePoolIdentityChoose a file storage poolVNX File Storage Pool

netappAllAggregateIdentityChoose a NetApp aggregateNetapp Aggregrate

netappClusterVServerIdentityChoose a NetApp VserverNetapp VServer

vFilerIdentityChoose a NetApp vFilerNetapp VFiler

vmwareResourcePoolMultiSelectChoose one or more resource
pools

VMwareResourcePool
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Outputs

TypeDescriptionOutput

rgTagNameIdentityOUTPUT_TAG_NAMEOUTPUT_TAG_NAME

rgTagValueIdentityOUTPUT_TAG_VALUEOUTPUT_TAG_VALUE

rgTaggableEntityIdentityOUTPUT_TAGGABLE_ENTITYOUTPUT_TAGGABLE_ENTITY

vmwareMultiDatastore
Identity

OUTPUT_VMWARE_MULTI_
DATASTORE_IDENTITY

OUTPUT_VMWARE_MULTI_
DATASTORE_IDENTITY

vmwareMultiDatastore
ClusterIdentity

OUTPUT_VMWARE_MULTI_
DATASTORE_CLUSTER_
IDENTITY

OUTPUT_VMWARE_MULTI_
DATASTORE_CLUSTER_
IDENTITY

vmwareGenericCluster
Identity

OP_VMWARE_GENERIC_
CLUSTER_IDENTITY_RG

OP_VMWARE_GENERIC_
CLUSTER_IDENTITY_RG

ApicDeviceExternalNetwork
InOutsideNetworkIdentity

APIC Device Tenant External
Network In Outside Network
Identity

OUTPUT_APIC_EXTERNAL_
REPORT

ApicDeviceTenantMulti
ContractToExternalNetwork
Identity

TENANT_EXTERNAL_
NETWORK_CONTRACT_
IDENTITY

TENANT_EXTERNAL_
NETWORK_CONTRACT_
IDENTITY

EMCVMAXStorageTierDisk
GroupNameList

VMAX Disk Group IdentityOUTPUT_EMC_VMAX_DISK_
GROUP_IDENTITY

EMCVMAXStorageResource
PoolList

VMAX Storage Resource PoolOUTPUT_EMC_VMAX_
STORAGE_RESOURCE_POOL_
IDENTITY

emcRAIDGroupIdentityRAID Group IdentityOUTPUT_RAID_GROUP_
IDENTITY

emcSPPortIdentityEMC VNX SP Port IdentityOUTPUT_VNX_HOST_PORT1

emcFileStoragePoolIdentityEMC VNX File Storage Pool
Identity

OUTPUT_VNX_FILE_STORAGE_
POOL

emcBlockStoragePoolIdentityStorage Pool For Block IdentityOUTPUT_BLOCK_STORAGE_
POOL_IDENTITY

aggregateIdentityNetapp Aggregate IdentityOUTPUT_AGGREGATE_
IDENTITY

vServerIdentityNetapp VServer IdentityOUTPUT_VSERVER_IDENTITY

vFilerIdentityNetapp VFiler IdentityOUTPUT_V_FILER_IDENTITY

vmwareResourcePoolMulti
Select

OUTPUT_VMWARE_MULTI_
RESOURCE_POOL_IDENTITY

OUTPUT_VMWARE_MULTI_
RESOURCE_POOL_IDENTITY
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Tenant Container Association
Summary

This Task Associates Tenant with Container.
Description

This task is used to associate Tenant with Container based on Service offering and tenant name.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputTenant NameTenant Name

Ygen_text_inputService OfferingService Offering

Outputs

No Outputs
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Tenant Container Cleanup
Summary

This Task clean up the Container.
Description

This task is used to clean up the container based on Service request ID,Tenant Name and Service offering.
Inputs

MandatoryMappable To TypeDescriptionInput

YvlanIDChoose a tenant nameTenant Name

Ygen_text_inputEnter a service offeringService Offering

Ygen_text_inputEnter a service requestService Request

Outputs

No Outputs
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Tenant Deletion
Summary

This Task deletes Tenant.
Description

This Task deletes Onboarded tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

rg_TenantsChoose a tenant nameTenant

Outputs

No Outputs
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Tenant Onboarding Lookup
Summary

This task get the input for Lookup use case onboarding workflow and generates the required inputs for
the tasks available in the work flow.

Description
This task is used to get input information for Tenant Onboarding like Tenant Name,Service
Offering,CPU,Memory,Datastore Size and IP Subnet Pool Policy etc.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant Name

YrgTenantProfileIdentityChoose a tenant profile nameTenant profile Name

YServiceOfferingNameChoose a service offering nameService Offering

Ygen_text_inputEnter network names separated by
commas

Network Names

gen_text_inputEnter a tenant descriptionTenant Description

gen_text_inputEnter a user name. Use only
alphanumeric characters (a-z, A-Z,
0-9).

Tenant Admin Username

passwordEnter a password. Use both upper and
lowercase characters (a-z, A-Z) and
at least one numeral (0-9).

Tenant Admin Password

gen_text_inputEnter a tenant admin email IDTenant Admin Email Id

YvmwareHostorClusterSelect type host or clusterType

gen_text_inputEnter the number of VDCsNo. VDCs

Ygen_text_inputEnter themaximumnumber of subnetMax Number of Subnet

Ygen_text_inputEnter the maximum number of tiers
per VDC

Max Number of tiers per
VDC

vmwareGenericCluster
Identity

Choose a VMware clusterVMware Generic Cluster

vmwareDatastoreCluster
Identity

Choose a VMware datastore clusterSelect Datastore Cluster

Outputs

TypeDescriptionOutput

gen_text_inputResource group nameRESOURCEGROUP_NAME

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT
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TypeDescriptionOutput

gen_text_inputTenant name provided during the
onboarding operation was performed

TENANT_NAME

gen_text_inputTenant description provided during the
onboarding operation was performed

TENANT_DESCRIPTION

gen_text_inputAdmin name for the MSP Tenant
provided during the onboarding operation
was performed

MSP_ADMIN_USER_NAME

passwordAdmin password for the MSP Tenant
provided during the onboarding operation
was performed

MSP_ADMIN_PASSWORD

gen_text_inputAdmin email for the MSP Tenant
provided during the onboarding operation
was performed

MSP_ADMIN_EMAIL

ApicDeviceTenant
Identity

APIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant existing in the UCSDTENANT_AVAILABLE

gen_text_inputID of the group that was created by adminGROUP_ID

gen_text_inputPrivate network name provided during
the onboarding operation was performed

PRIVATE_NETWORK_NAME

gen_text_inputBridge domain name provided during the
onboarding operation was performed

BRIDGE_DOMAIN_NAME

gen_text_inputApplication profile name provided during
the onboarding operation was performed

APPLICATION_PROFILE_
NAME

gen_text_inputEPG name provided during the
onboarding operation was performed

EPG_NAME

ApicDomainProfile
Identity

Domin name provided during the
onboarding operation was performed

VMM_DOMAIN_PROFILE_
IDENTITY

gen_text_inputTotal Memory in GBTOTAL_MEMORY_LIMIT_IN_
GB

gen_text_inputTotal CPU in GHzTOTAL_CPU_LIMIT_IN_GHz

gen_text_inputDatastore Size in GB.DATASTORE_SIZE_GB

gen_text_inputDATASTORE_CLUSTER_NAMEDATASTORE_CLUSTER_
NAME

vmwareHostNodeIdentityVMWARE_HOST_NODE_IDENTITY
provided during the onboarding operation
was performed

VMWARE_HOSTNODE_
IDENTITY

vmwareHostorClusterVMWARE HOST OR CLUSTERVMWARE_HOST_OR_
CLUSTER

vmwareClusterIdentityVMWARE Cluster IdentityOUTPUT_VMWARE_
CLUSTER_IDENTITY
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TypeDescriptionOutput

gen_text_inputVMWAREParent Resource Pool IdentityVMWARE_PARENT_
RESOURCE_POOL_IDENTITY

gen_text_inputRP CPU in MHzRESOURCE_POOL_CPU_
RESERVATION_IN_MHz

vmwareAccountNameVMWARE_ACCOUNT_NAME
provided during the onboarding operation
was performed

VMWARE_ACCOUNT_NAME

vmwareHostMultiSelectVMWARE_MULTI_HOST name
provided during the onboarding operation
was performed

VMWARE_MULTI_HOST_
IDENTITY

ApicDomainProfile
Identity

APIC_PHYSICAL_DOMAIN_
IDENTITY name provided during the
onboarding operation was performed

PHYSICAL_DOMAIN_
PROFILE_IDENTITY

gen_text_inputSUBNET_MASKname provided during
the onboarding operation was performed

SUBNET_MASK

IPPoolPolicyIP_POOL_POLICY provided during the
onboarding operation was performed

IP_POOL_POLICY

VMWareIPPoolPolicyVMWARE_IP_POOL_POLICY
provided during the onboarding operation
was performed

VMWARE_IP_POOL_POLICY

datacenterNameVMWARE_DATACENTER_NAME
provided during the onboarding operation
was performed

VMWARE_DATACENTER_
NAME

VMwareDVSwitch
Identity

VMWARE_DV_SWITCH_NAME
provided during the onboarding operation
was performed

OUTPUT_VMWARE_DV_
SWITCH_NAME

uplinkPortGroupLovListVMWARE_UPLINK_PORT provided
during the onboarding operation was
performed

VMWARE_UPLINK_PORT

VMwareGenericCluster
Table

VMware Generic Cluster IdentityVMWARE_GENERIC_
CLUSTER_IDENTITY

gen_text_inputRESOURCE_POOL_NAME provided
during the onboarding operation was
performed

RESOURCE_POOL_NAME

gen_text_inputNo of CPU RequiredOUTPUT_NO_OF_CPU

gen_text_inputL2 Bridge Domain name provided during
the onboarding operation was performed

OUTPUT_L2_BRIDGE_
DOMAIN_NAME

gen_text_inputL2Application name provided during the
onboarding operation was performed

OUTPUT_L2_APPLICATION_
PROFILE

gen_text_inputL2 EPG name provided during the
onboarding operation was performed

OUTPUT_L2_EPG_NAME
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TypeDescriptionOutput

ApicDeviceDPCStatic
PathIdentity

DPC Static Path1TENANT_EPG_DPC_STATIC_
PATH1

ApicDeviceDPCStatic
PathIdentity

DPC Static Path2TENANT_EPG_DPC_STATIC_
PATH2

ApicPhysicalDomain
Identity

APIC Tenant Physical Domain IdentityPHYSICAL_DOMAIN_
IDENTITY

gen_text_inputDATASTORE_NAMEDATASTORE_NAME

IPSubnetPoolPolicyIP Subnet Pool policyOUTPUT_IP_SUBNET_POOL_
POLICY

ApicVlanPoolIdentityL2 Vlan PoolOUTPUT_L2_VLAN_POOL

gen_text_inputL3 VLAN Pool provided during the
onboarding operation was performed

OUTPUT_L3_VLAN_POOL

ApicFabricNodeIdentityNode Identity1OUTPUT_NODE1_IDENTITY

ApicFabricNodeIdentityNode Identity2OUTPUT_NODE2_IDENTITY

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 1

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_1

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 2

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_2

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 3

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_3

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 4

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_4

IPSubnetPoolPolicyLoop Back IP Subnet Pool PolicyOUTPUT_LOOP_BACK_IP_
POOL_POLICY

gen_text_inputTenant IP SubnetOUTPUT_TENANT_IP_
SUBNET

gen_text_inputNumber of Subnet Per TenantOUTPUT_TENANT_NO_OF_
SUBNET

gen_text_inputPrivate Network NamesOUTPUT_PRIVATE_
NETWORK_NAMES

rgTenantProfileIdentityResource Group Tenant ProfileOUTPUT_TENANT_PROFILE_
IDENTITY

ServiceOfferingNameService Offering NameSERVICE_OFFERING

TenantResourceGroup
Identity

Resource group IdentityOUTPUT_RESOURCEGROUP_
IDENTITY

vmwareResourcePool
Identity

Resource pool name identityRESOURCE_POOL_IDENTITY
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TypeDescriptionOutput

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_
CLUSTER_IDENTITY_
VMWARE
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Tenant Onboarding Wrapper
Summary

This task get the input for NetApp use case onboarding workflow and generates the required inputs for
the tasks available in the work flow.

Description
This task gets Tenant name,Tenant Profile, Service Offering and Datastore Size as inputs and selects the
matching entities from the resource group for the particular Tenant. This provides the input to the Onboard
tenant.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant Name

YrgTenantProfileIdentityChoose a tenant profile nameTenant profile Name

YServiceOfferingNameChoose a service offering nameService Offering

Ygen_text_inputEnter the required datastore size
including the physical server storage
reservation in GB

Datastore Size

YvmwareHostorClusterSelect the Host/Cluster to perform
operation.

Select Host/Cluster

Ygen_text_inputEnter the CPU resource reservation in
MHz

CPU Resource
Reservation (MHz)

Ygen_text_inputEnter the required memory in MB for
network devices

Memory Resource
Reservation (MB)

Outputs

TypeDescriptionOutput

gen_text_inputResource group nameRESOURCEGROUP_NAME

ApicDeviceIdentityAPICAccount on which the selected operation
was performed

APIC_ACCOUNT

gen_text_inputTenant name provided during the onboarding
operation was performed

TENANT_NAME

ApicDeviceTenant
Identity

APIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant existing in the UCSDTENANT_AVAILABLE

gen_text_inputID of the group that was created by adminGROUP_ID

gen_text_inputPrivate network name provided during the
onboarding operation was performed

PRIVATE_NETWORK_
NAME

gen_text_inputBridge domain name provided during the
onboarding operation was performed

BRIDGE_DOMAIN_NAME
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TypeDescriptionOutput

gen_text_inputApplication profile name provided during the
onboarding operation was performed

APPLICATION_PROFILE_
NAME

gen_text_inputEPG name provided during the onboarding
operation was performed

EPG_NAME

ApicDomainProfile
Identity

Domin name provided during the onboarding
operation was performed

VMM_DOMAIN_PROFILE_
IDENTITY

aggregateCluster
Identity

Aggregate name provided during the
onboarding operation was performed

NETAPP_AGGREGATE_
IDENTITY

netAppVolSizeVLAN name provided during the onboarding
operation was performed

NETAPP_VOLUME_SIZE

gen_text_inputVLAN Pool Policy name provided during the
onboarding operation was performed

VLAN_POOL_POLICY_
NAME

netappClusterNode
Identity

Node name provided during the onboarding
operation was performed

NETAPP_NODE_IDENITY

vmwareHostNode
Identity

VMWARE_HOST_NODE_IDENTITY
provided during the onboarding operation was
performed

VMWARE_HOSTNODE_
IDENTITY

vmwareClusterIdentityVMWARE Cluster IdentityOUTPUT_VMWARE_
CLUSTER_IDENTITY

ApicDeviceStaticPath
Identity

APIC_DEVICE_TENANT_STATIC_PATH_
TO_EPG_IDENTITY provided during the
onboarding operation was performed

TENANT_STATIC_PATH_
TO_EPG_IDENTITY

vmwareAccountNameVMWARE_ACCOUNT_NAME provided
during the onboarding operationwas performed

VMWARE_ACCOUNT_
NAME

netappClusterExport
PolicyName

NETAPP_CLUSTER_EXPORT_POLICY_
NAME provided during the onboarding
operation was performed

NETAPP_CLUSTER_
EXPORT_POLICY

vmwareHostMulti
Select

VMWARE_MULTI_HOST name provided
during the onboarding operationwas performed

VMWARE_MULTI_HOST_
IDENTITY

gen_text_inputNETAPP_INTERFACEGROUP_NODE_
PORT name provided during the onboarding
operation was performed

NETAPP_
INTERFACEGROUP_
NODE_PORT

ApicDomainProfile
Identity

APIC_PHYSICAL_DOMAIN_IDENTITY
name provided during the onboarding operation
was performed

PHYSICAL_DOMAIN_
PROFILE_IDENTITY

gen_text_inputSUBNET_MASK name provided during the
onboarding operation was performed

SUBNET_MASK

gen_text_inputNETAPP_PORT name provided during the
onboarding operation was performed

NETAPP_PORT

IPPoolPolicyIP_POOL_POLICY provided during the
onboarding operation was performed

IP_POOL_POLICY
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TypeDescriptionOutput

VMWareIPPoolPolicyVMWARE_IP_POOL_POLICY provided
during the onboarding operationwas performed

VMWARE_IP_POOL_
POLICY

datacenterNameVMWARE_DATACENTER_NAMEprovided
during the onboarding operationwas performed

VMWARE_DATACENTER_
NAME

VMwareDVSwitch
Identity

VMWARE_DV_SWITCH_IDENTITY
provided during the onboarding operation was
performed

VMWARE_DV_SWITCH_
IDENTITY

uplinkPortGroupLov
List

VMWARE_UPLINK_PORT provided during
the onboarding operation was performed

VMWARE_UPLINK_PORT

vmwareResourcePool
Identity

OUTPUT_VMWARE_RESOURCE_POOL_
IDENTITY

OUTPUT_VMWARE_
RESOURCE_POOL_
IDENTITY

gen_text_inputRESOURCE_POOL_NAME provided during
the onboarding operation was performed

RESOURCE_POOL_NAME
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Tenant Onboarding Wrapper for FlexPod with ACI
Summary

This task get the input for FlexPod use case onboarding workflow and generates the required inputs for
the tasks available in the work flow.

Description
This task is used to get input information for Flexpod Tenant Onboarding like Tenant Name,Service
Offering,CPU,Memory,Datastore Size and IP Subnet Pool Policy etc.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant Name

YrgTenantProfile
Identity

Choose a tenant profile nameTenant profile Name

YServiceOfferingNameChoose a service offering nameService Offering

Ygen_text_inputEnter the required datastore size
including the physical server storage
reservation in GB

Datastore Size

sizeUnitChoose a datastore capacity typeDatastore Capacity Type

YvmwareHostorClusterSelect the Host/Cluster to perform
operation.

Select Host/Cluster

Ygen_text_inputEnter the CPU resource reservation in
MHz

CPU Resource
Reservation (MHz)

Ygen_text_inputEnter the required memory in MBMemory Resource
Reservation (MB)

L2L3OutIdentitySelect L2/L3 OutL2/L3 Out

gen_text_inputEnter a VLAN in the range 1 to 3967
or 4048 to 4093

L2 VLAN

gen_text_inputEnter an L2 IP subnet. For example:
192.68.1.0/24.

L2 IP Subnet

gen_text_inputEnter the number of CPUsNo Of CPU

gen_text_inputEnter the number of VDCsNo. VDCs

gen_text_inputEnter the VM over subscriptionVM Over Subscription

Ygen_text_inputEnter IP Subnet (Example: 192.168.1.
0/24)

Tenant IP Subnet

Ygen_text_inputEnter the maximum number of subnetMax Number of Subnet

Ygen_text_inputEnter the maximum number of tiers per
VDC

Max Number of tiers per
VDC
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MandatoryMappable To TypeDescriptionInput

BooleanChoose this option to create shared IP
Subnet Pool

Create Shared IP Subnet
Pool

gen_text_inputEnter a user name. Use only
alphanumeric characters (a-z, A-Z,
0-9).

Tenant Admin Username

passwordEnter a password. Use upper- and
lowercase characters (A-Z, a-z) and at
least one numeral (0-9).

Tenant Admin Password

gen_text_inputEnter the admin email IDTenant Admin Email Id

Outputs

TypeDescriptionOutput

gen_text_inputTenant name provided during the
onboarding operation was performed

TENANT_NAME

ApicDeviceTenant
Identity

APIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant existing in the UCSDTENANT_AVAILABLE

gen_text_inputID of the group that was created by
admin

GROUP_ID

vmwareAccountNameVMWARE_ACCOUNT_NAME
provided during the onboarding
operation was performed

VMWARE_ACCOUNT_NAME

gen_text_inputNETAPP_PORT name provided during
the onboarding operation was
performed

NETAPP_PORT

vmwareResourcePool
Identity

OUTPUT_VMWARE_RESOURCE_
POOL_IDENTITY

OUTPUT_VMWARE_
RESOURCE_POOL_IDENTITY

gen_text_inputRESOURCE_POOL_NAMEprovided
during the onboarding operation was
performed

RESOURCE_POOL_NAME

ClusterFilerIdentityIdentity of the NetApp Cluster FilerNETAPP_CLUSTER_FILER_
IDENTITY

gen_text_inputCluster Node NameNETAPP_CLUSTER_NODE_
NAME

gen_text_inputCluster Partner Node NameNETAPP_CLUSTER_PARTNER_
NODE_NAME

netappClusterNode
Identity

Node name provided during the
onboarding operation was performed

NETAPP_NODE_IDENITY

netappClusterNode
Identity

Partner Node name provided during the
onboarding operation was performed

NETAPP_CLUSTER_PARTNER_
NODE_IDENITY
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TypeDescriptionOutput

ApicVlanPoolIdentityAPIC Vlan Pool for Node 1OUTPUT_APIC_VLAN_POOL_
NODE1

ApicVlanPoolIdentityAPIC Vlan Pool for Node 1OUTPUT_APIC_VLAN_POOL_
NODE2

netappClusterPortNameNETAPP_INTERFACEGROUP_
PRIMARY_PORT name provided

NETAPP_INTERFACEGROUP_
PRIMARY_NODE_PORT

during the onboarding operation was
performed

netappClusterPortNameNETAPP_INTERFACEGROUP_
PARTNER_PORT name provided

NETAPP_INTERFACEGROUP_
PARTNER_NODE_PORT

during the onboarding operation was
performed

ApicDeviceVPCStatic
PathIdentity

Static path for Node 1vPC STATIC_PATH_FOR_
NODE1

ApicDeviceVPCStatic
PathIdentity

Static path for Node 2vPC STATIC_PATH_FOR_
NODE2

aggregateClusterIdentityAggregate name provided during the
onboarding operation was performed

NETAPP_AGGREGATE_
IDENTITY

aggregateClusterIdentityPartner NodeAggregate name provided
during the onboarding operation was
performed

NETAPP_CLUSTER_PARTNER_
AGGREGATE_IDENTITY

gen_text_inputNFS Vlan Pool Policy NameNFS_VLAN_POOL_POLICY_
NAME

gen_text_inputiSCSI_A VLAN Pool Policy NameISCSI_A_VLAN_POOL_POLICY_
NAME

gen_text_inputiSCSI_B VLAN Pool Policy NameISCSI_B_VLAN_POOL_POLICY_
NAME

gen_text_inputSVM Mgmt Vlan Pool Policy NameSVM_MGMT_VLAN_POOL_
POLICY_NAME

IPSubnetPoolPolicyNFS IP Subnet Pool policyNFS_IP_SUBNET_POOL_
POLICY

IPSubnetPoolPolicyiSCSI_A IP Subnet Pool PolicyOUTPUT_ISCSI_A_IP_SUBNET_
POOL_POLICY

IPSubnetPoolPolicyiSCSI_A IP Subnet Pool PolicyOUTPUT_ISCSI_B_IP_SUBNET_
POOL_POLICY

IPSubnetPoolPolicySVM Mgmt IP Subnet Pool PolicySVM_MGMT_IP_SUBNET_
POOL_POLICY

ApicDomainProfile
Identity

Domin name provided during the
onboarding operation was performed

VMM_DOMAIN_PROFILE_
IDENTITY

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT
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TypeDescriptionOutput

gen_text_inputResource group nameRESOURCEGROUP_NAME

vmwareClusterIdentityVMWARE Cluster IdentityOUTPUT_VMWARE_CLUSTER_
IDENTITY

vmwareHostMultiSelectVMWARE_MULTI_HOST name
provided during the onboarding
operation was performed

VMWARE_MULTI_HOST_
IDENTITY

VMwareDVSwitch
Identity

VMWARE_DV_SWITCH_IDENTITY
provided during the onboarding
operation was performed

VMWARE_DV_SWITCH_
IDENTITY

dvSwitchNameDV_SWITCH_NAMEprovided during
the onboarding operation was
performed

OUTPUT_VMWARE_DV_
SWITCH_NAME

gen_text_inputPod NameOUTPUT_POD_NAME

IPSubnetPoolPolicyLoop Back IP Subnet Pool PolicyOUTPUT_LOOP_BACK_IP_
POOL_POLICY

passwordNexus Device PasswordOUTPUT_NEXUS2_PASSWORD

gen_text_inputNexus Device UsernameOUTPUT_NEXUS2_USERNAME

ipaddressNexus Device IPOUTPUT_NEXUS2_IP

passwordNexus Device PasswordOUTPUT_NEXUS1_PASSWORD

gen_text_inputNexus Device UsernameOUTPUT_NEXUS1_USERNAME

ipaddressNexus Device IPOUTPUT_NEXUS1_IP

ApicFabricNodeIdentityNode Identity2OUTPUT_NODE2_IDENTITY

ApicFabricNodeIdentityNode Identity1OUTPUT_NODE1_IDENTITY

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 4

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_4

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 3

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_3

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 2

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_2

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 1

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_1

IPSubnetPoolPolicyIP Subnet Pool policyOUTPUT_IP_SUBNET_POOL_
POLICY

ApicDeviceDPCStatic
PathIdentity

DPC Static Path1TENANT_EPG_DPC_STATIC_
PATH1

ApicDeviceDPCStatic
PathIdentity

DPC Static Path2TENANT_EPG_DPC_STATIC_
PATH2
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gen_text_inputL2 EPG name provided during the
onboarding operation was performed

OUTPUT_L2_EPG_NAME

gen_text_inputL2 Application name provided during
the onboarding operation was
performed

OUTPUT_L2_APPLICATION_
PROFILE

gen_text_inputL2 Bridge Domain name provided
during the onboarding operation was
performed

OUTPUT_L2_BRIDGE_
DOMAIN_NAME

gen_text_inputL3 VLAN Pool provided during the
onboarding operation was performed

OUTPUT_L3_VLAN_POOL

ApicVlanPoolIdentityL2 Vlan PoolOUTPUT_L2_VLAN_POOL

ApicDomainProfile
Identity

APIC_PHYSICAL_DOMAIN_
IDENTITY name provided during the
onboarding operation was performed

PHYSICAL_DOMAIN_PROFILE_
IDENTITY

ApicPhysicalDomain
Identity

APIC Tenant Physical Domain IdentityPHYSICAL_DOMAIN_IDENTITY

ApicDomainProfile
Identity

APIC Tenant L2 Physical Domain
Identity

L2_PHYSICAL_DOMAIN_
IDENTITY

gen_text_inputL2 VlanOUTPUT_L2_VLAN

gen_text_inputL2L3 Out Tier configurationL2/L3_OUT

gen_text_inputNo of CPU RequiredOUTPUT_NO_OF_CPU

gen_text_inputTotal VDC CountTOTAL_VDC_COUNT

gen_text_inputRP CPU in MHzRESOURCE_POOL_CPU_
RESERVATION_IN_MHz

gen_text_inputTotal CPU in GHzTOTAL_CPU_LIMIT_IN_GHz

gen_text_inputTotal Memory in GBTOTAL_MEMORY_LIMIT_IN_
GB

gen_text_inputVMWARE Parent Resource Pool
Identity

VMWARE_PARENT_
RESOURCE_POOL_IDENTITY

gen_text_inputTenant IP SubnetOUTPUT_TENANT_IP_SUBNET

gen_text_inputNumber of Subnet Per TenantOUTPUT_TENANT_NO_OF_
SUBNET

gen_text_inputAdmin name for the MSP Tenant
provided during the onboarding
operation was performed

MSP_ADMIN_USER_NAME

passwordAdmin password for the MSP Tenant
provided during the onboarding
operation was performed

MSP_ADMIN_PASSWORD

Cisco UCS Director Task Library Reference, Release 6.7
2978

Resource Group Tasks
Tenant Onboarding Wrapper for FlexPod with ACI



TypeDescriptionOutput

gen_text_inputAdmin email for the MSP Tenant
provided during the onboarding
operation was performed

MSP_ADMIN_EMAIL

gen_text_inputNetApp VersionNETAPP_VERSION

gen_text_inputBroadcast Domain NameBroadcast Domain Name

ipaddressNetApp Server IPNETAPP SERVER IP

gen_text_inputNetApp Server User IDNETAPP SERVER USER ID

passwordNetApp Server PasswordNETAPP PASSWORD

netappClusterVServer
Identity

Netapp SVM Vserver NameNETAPP_SVM_SERVER

rgTenantProfileIdentityResource Group Tenant ProfileOUTPUT_TENANT_PROFILE_
IDENTITY

gen_text_inputPrivate network name provided during
the onboarding operation was
performed

PRIVATE_NETWORK_NAME

userGroupID of the group that was created by
admin

User_GROUP_ID

ApicDeviceTenantPrivate
NetworkIdentity

Tenant Private network name provided
during the onboarding operation was
performed

APIC_TENANT_PRIVATE_
NETWORK_NAME

gen_text_inputDatastore Size in GB.DATASTORE_SIZE_GB
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Tenant Onboarding Wrapper for VNX
Summary

This task get the input for VNX use case onboarding workflow and generates the required inputs for the
tasks available in the work flow.

Description
This task is used to get input information for VNX Tenant Onboarding like Tenant Name,Service
Offering,CPU,Memory,Datastore Size and IP Subnet Pool Policy etc.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant Name

YrgTenantProfile
Identity

Choose a tenant profile nameTenant profile Name

YServiceOfferingNameChoose a service offering nameService Offering

gen_text_inputEnter a tenant descriptionTenant Description

gen_text_inputEnter a user name. Use only
alphanumeric characters (a-z, A-Z,
0-9).

Tenant Admin Username

passwordEnter a password. Use both upper and
lowercase characters (a-z, A-Z) and at
least one numeral (0-9).

Tenant Admin Password

gen_text_inputEnter the admin email IDTenant Admin Email Id

YvmwareHostorClusterSelect type host or clusterType

Ygen_text_inputEnter the required datastore size
including physical server storage
reservation in GB

Datastore Size

Ygen_text_inputEnter the CPU resource reservation in
MHz

CPUResource Reservation
(MHz)

gen_text_inputEnter the number of CPUNo Of CPU

Ygen_text_inputEnter the required memory in MBMemory Resource
Reservation (MB)

gen_text_inputEnter the VM over subscriptionVM Over Subscription

gen_text_inputEnter the number of full width bladesNo. of Full Width Blades

gen_text_inputEnter the number of full width bladesNo. of Half Width Blades

gen_text_inputEnter the number of VDCsNo. VDCs

YReplicationIdentitySelect yes if Replication is requiredReplication Required

L2L3OutIdentitySelect L2/L3 OutL2/L3 Out
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter a VLAN in the range 1 to 3967
or 4048 to 4093

L2 VLAN

gen_text_inputEnter an L2 IP subnet. For example:
192.68.1.0/24.

L2 IP Subnet

Ygen_text_inputEnter IP Subnet (Example: 192.168.1.
0/24)

Tenant IP Subnet

Ygen_text_inputEnter the maximum number of subnetMax Number of Subnet

Ygen_text_inputEnter the maximum number of tiers
per VDC

Max Number of tiers per
VDC

BooleanChoose this option to create shared IP
Subnet Pool

Create Shared IP Subnet
Pool

YIPSubnetPoolPolicyChoose a private IP subnet pool policyPrivate IP SubnetPool
Policy

ResourcesForNDChoose a resource for network deviceResource Selection for
Network Device(ND)

gen_text_inputEnter the required memory in MB for
network devices

Memory Resource
Reservation (MB)(For ND)

gen_text_inputEnter the number of CPU for network
devices

No Of CPU(For ND)

gen_text_inputEnter the required datastore size
including the physical server storage
reservation in GB for network devices

Datastore Size(GB)(ND)

gen_text_inputEnter the CPU resource reservation in
MHz

CPUResource Reservation
(MHz) For ND

Outputs

TypeDescriptionOutput

gen_text_inputResource group nameRESOURCEGROUP_NAME

ApicDeviceIdentityAPIC Account on which the selected
operation was performed

APIC_ACCOUNT

gen_text_inputTenant name provided during the
onboarding operation was performed

TENANT_NAME

gen_text_inputTenant description provided during
the onboarding operation was
performed

TENANT_DESCRIPTION

gen_text_inputAdmin name for the MSP Tenant
provided during the onboarding
operation was performed

MSP_ADMIN_USER_NAME
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passwordAdmin password for the MSP Tenant
provided during the onboarding
operation was performed

MSP_ADMIN_PASSWORD

gen_text_inputAdmin email for the MSP Tenant
provided during the onboarding
operation was performed

MSP_ADMIN_EMAIL

ApicDeviceTenant
Identity

APIC Tenant IdentityTENANT_IDENTITY

gen_text_inputTenant existing in the UCSDTENANT_AVAILABLE

gen_text_inputID of the group that was created by
admin

GROUP_ID

gen_text_inputPrivate network name provided during
the onboarding operation was
performed

PRIVATE_NETWORK_NAME

gen_text_inputBridge domain name provided during
the onboarding operation was
performed

BRIDGE_DOMAIN_NAME

gen_text_inputApplication profile name provided
during the onboarding operation was
performed

APPLICATION_PROFILE_NAME

gen_text_inputEPG name provided during the
onboarding operation was performed

EPG_NAME

ApicDomainProfile
Identity

Domin name provided during the
onboarding operation was performed

VMM_DOMAIN_PROFILE_
IDENTITY

gen_text_inputVNX Host Identity empty or notOUTPUT_EMC_HOST_EMPTY

gen_text_inputVNX Storage Group empty or notOUTPUT_EMC_
STORAGEGROUP_EMPTY

gen_text_inputFull Width Blade CountFULL_WIDTH_BLADE_COUNT

gen_text_inputHalf Width Blade CountHALF_WIDTH_BLADE_COUNT

gen_text_inputPhysical Server Reserved Space in GBPHYSICAL_SERVER_
RESERVED_SPACE_IN_GB

gen_text_inputService Profile Template NameUCS_SP_TEMPLATE_NAME

gen_text_inputService Profile Template NameUCS_SP_TEMPLATE_NAME_
HALF_WIDTH

gen_text_inputService Profile Name PrefixUCS_SP_NAME_PREFIX

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsOrganizationIdentityUCS Organization IdentityOUTPUT_UCS_ORG_IDENTITY_
HALF_WIDTH

gen_text_inputTotal Blade CountTOTAL_BLADE_COUNT
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TypeDescriptionOutput

gen_text_inputTotal VDC CountTOTAL_VDC_COUNT

gen_text_inputTotal Memory in GBTOTAL_MEMORY_LIMIT_IN_GB

gen_text_inputTotal CPU in GHzTOTAL_CPU_LIMIT_IN_GHz

gen_text_inputDatastore Size in GB.DATASTORE_SIZE_GB

gen_text_inputDATASTORE_CLUSTER_NAMEDATASTORE_CLUSTER_NAME

vmwareHostNodeIdentityVMWARE_HOST_NODE_
IDENTITY provided during the
onboarding operation was performed

VMWARE_HOSTNODE_
IDENTITY

vmwareHostorClusterVMWARE HOST OR CLUSTERVMWARE_HOST_OR_CLUSTER

vmwareClusterIdentityVMWARE Cluster IdentityOUTPUT_VMWARE_CLUSTER_
IDENTITY

gen_text_inputVMWARE Parent Resource Pool
Identity

VMWARE_PARENT_RESOURCE_
POOL_IDENTITY

gen_text_inputRP CPU in MHzRESOURCE_POOL_CPU_
RESERVATION_IN_MHz

vmwareAccountNameVMWARE_ACCOUNT_NAME
provided during the onboarding
operation was performed

VMWARE_ACCOUNT_NAME

gen_text_inputStorage Account TypeOUTPUT_STORAGE_ACCOUNT_
TYPE

gen_text_inputStorage Account Name selected for
Tenant Onboarding

STORAGE_ACCOUNT_NAME

EMC_AccountIdentityStorage Account IdentityOUTPUT_STORAGE_ACCOUNT_
IDENTITY

emcStoragePoolType
Selector

Storage Pool TypeOUTPUT_STORAGE_POOL_TYPE

emcBlockStoragePool
Identity

Storage Pool IdentityOUTPUT_STORAGE_POOL_
IDENTITY

emcStorageGroupIdentityStorage Group IdentityOUTPUT_STORAGE_GROUP_
IDENTITY

emcRAIDGroupIdentityRAID Group IdentityOUTPUT_RAID_GROUP_
IDENTITY

gen_text_inputStorage Pool Raid TypeOUTPUT_STORAGE_POOL_
RAID_TYPE

gen_text_inputRaid Group Raid TypeOUTPUT_RAID_GROUP_RAID_
TYPE

emcHostIdentityEMC VNX Host IdentityOUTPUT_EMC_VNX_HOST_
IDENTITY
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emcHostIdentityDR EMC VNX Host IdentityOUTPUT_DR_EMC_VNX_HOST_
IDENTITY

EMC_StorageProcessor
Identity

EMCVNXStorage Processor IdentityOUTPUT_EMC_VNX_STORAGE_
PROCESSOR_IDENTITY

vmwareHostMultiSelectVMWARE_MULTI_HOST name
provided during the onboarding
operation was performed

VMWARE_MULTI_HOST_
IDENTITY

vmwareHostMultiSelectSTORAGE_MULTI_HOST_
IDENTITY provided during the
onboarding operation was performed

STORAGE_MULTI_HOST_
IDENTITY

vmwareHostMultiSelectDR_STORAGE_MULTI_HOST_
IDENTITY provided during the
onboarding operation was performed

DR_STORAGE_MULTI_HOST_
IDENTITY

ApicDomainProfile
Identity

APIC_PHYSICAL_DOMAIN_
IDENTITY name provided during the
onboarding operation was performed

PHYSICAL_DOMAIN_PROFILE_
IDENTITY

gen_text_inputSUBNET_MASK name provided
during the onboarding operation was
performed

SUBNET_MASK

IPPoolPolicyIP_POOL_POLICY provided during
the onboarding operation was
performed

IP_POOL_POLICY

VMWareIPPoolPolicyVMWARE_IP_POOL_POLICY
provided during the onboarding
operation was performed

VMWARE_IP_POOL_POLICY

datacenterNameVMWARE_DATACENTER_NAME
provided during the onboarding
operation was performed

VMWARE_DATACENTER_NAME

VMwareDVSwitch
Identity

VMWARE_DV_SWITCH_NAME
provided during the onboarding
operation was performed

OUTPUT_VMWARE_DV_
SWITCH_NAME

uplinkPortGroupLovListVMWARE_UPLINK_PORTprovided
during the onboarding operation was
performed

VMWARE_UPLINK_PORT

gen_text_inputRESOURCE_POOL_NAMEprovided
during the onboarding operation was
performed

RESOURCE_POOL_NAME

EMC_AccountIdentityEMC VNX Account Identity for
Replication

OUTPUT_REPLICA_EMC_VNX_
ACCOUNT_IDENTITY

emcStorageGroupIdentityCopy EMC VNX Storage Group
Identity

OUTPUT_REPLICA_STORAGE_
GROUP_IDENTITY
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emcStoragePoolType
Selector

Replica EMCVNXStorage Pool TypeOUTPUT_REPLICA_VNX_
STORAGE_POOL_TYPE

emcRAIDGroupIdentityReplica EMC VNX Raid Group
Identity

OUTPUT_REPLICA_VNX_RAID_
GROUP_IDENTITY

emcBlockStoragePool
Identity

Replica EMC VNX Storage Pool
Identity

OUTPUT_REPLICA_VNX_
STORAGE_POOL_IDENTITY

gen_text_inputReplica EMC VNX RAID TypeOUTPUT_REPLICA_VNX_RAID_
TYPE

emcStorageGroupIdentityProduction EMCVNXStorageGroup
Identity

OUTPUT_PRODUCTION_
STORAGE_GROUP_IDENTITY

gen_text_inputJournal Volume CountOUTPUT_JOURNAL_VOLUME_
COUNT

gen_text_inputJournal Volume SizeOUTPUT_JOURNAL_VOLUME_
SIZE

gen_text_inputIs Replication Required for the
Production LUN?

OUTPUT_IS_REPLICA_
REQUIRED

gen_text_inputL2L3 Out Tier configurationL2/L3_OUT

gen_text_inputNo of CPU RequiredOUTPUT_NO_OF_CPU

gen_text_inputL2 Bridge Domain name provided
during the onboarding operation was
performed

OUTPUT_L2_BRIDGE_DOMAIN_
NAME

gen_text_inputL2 Application name provided during
the onboarding operation was
performed

OUTPUT_L2_APPLICATION_
PROFILE

gen_text_inputL2 EPG name provided during the
onboarding operation was performed

OUTPUT_L2_EPG_NAME

ApicDeviceDPCStatic
PathIdentity

DPC Static Path1TENANT_EPG_DPC_STATIC_
PATH1

ApicDeviceDPCStatic
PathIdentity

DPC Static Path2TENANT_EPG_DPC_STATIC_
PATH2

gen_text_inputL2 VlanOUTPUT_L2_VLAN

ApicPhysicalDomain
Identity

APIC Tenant Physical Domain
Identity

PHYSICAL_DOMAIN_IDENTITY

gen_text_inputDATASTORE_NAMEDATASTORE_NAME

IPSubnetPoolPolicyIP Subnet Pool policyOUTPUT_IP_SUBNET_POOL_
POLICY

ApicVlanPoolIdentityL2 Vlan PoolOUTPUT_L2_VLAN_POOL

gen_text_inputL3 VLAN Pool provided during the
onboarding operation was performed

OUTPUT_L3_VLAN_POOL
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ApicFabricNodeIdentityNode Identity1OUTPUT_NODE1_IDENTITY

ApicFabricNodeIdentityNode Identity2OUTPUT_NODE2_IDENTITY

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 1

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_1

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 2

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_2

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 3

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_3

ApicDeviceStaticPath
Identity

APIC Physical Routed Sub Interface
Identity 4

OUTPUT_ROUTED_SUB_
INTERFACE_IDENTITY_4

ipaddressNexus Device IPOUTPUT_NEXUS1_IP

gen_text_inputNexus Device UsernameOUTPUT_NEXUS1_USERNAME

passwordNexus Device PasswordOUTPUT_NEXUS1_PASSWORD

ipaddressNexus Device IPOUTPUT_NEXUS2_IP

gen_text_inputNexus Device UsernameOUTPUT_NEXUS2_USERNAME

passwordNexus Device PasswordOUTPUT_NEXUS2_PASSWORD

IPSubnetPoolPolicyLoop Back IP Subnet Pool PolicyOUTPUT_LOOP_BACK_IP_
POOL_POLICY

gen_text_inputTenant IP SubnetOUTPUT_TENANT_IP_SUBNET

gen_text_inputNumber of Subnet Per TenantOUTPUT_TENANT_NO_OF_
SUBNET

gen_text_inputConsistency group nameOUTPUT_CONSISTENCY_
GROUP_NAME

gen_text_inputConsistency production copyOUTPUT_CONSISTENCY_
PRODUCITON_COPY

RecoverPointAccount
Identity

Recover Point account identityOUTPUT_RP_ACCOUNT_
IDENTITY

RecoverPointCluster
Identity

Recover Point cluster identityOUTPUT_RP_CLUSTER_IDENTIY

BooleanIs primary tenantOUTPUT_IS_PRIMARY_TENANT

BooleanIs Tenant update requiredOUTPUT_IS_TENANT_UPDATE

gen_text_inputRecover Point Replication setsOUTPUT_RP_REPLICATION_
SETS

gen_text_inputRecover Point Cluster NameOUTPUT_RECOVERPOINT_
CLUSTER_NAME

emcBlockStoragePool
Identity

RP Storage Pool IdentityOUTPUT_RP_STORAGE_POOL_
IDENTITY
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emcStorageGroupIdentityRP Storage Group IdentityOUTPUT_RP_STORAGE_GROUP_
IDENTITY

emcStorageGroupIdentityDR RP Storage Group IdentityOUTPUT_DR_RP_STORAGE_
GROUP_IDENTITY

gen_text_inputVNX HLU listOUTPUT_HLU_LIST

RecoverPointConsistency
GroupIdentity

Tenant consistency group identityOUTPUT_TENANT_
CONSISTENCY_GROUP_
IDENTITY

RecoverPointConsistency
GroupCopyIdentity

Primary consistency group copy
identity

OUTPUT_PRIMARY_
CONSISTENCY_GROUP_COPY_
IDENTITY

RecoverPointConsistency
GroupCopyIdentity

Secondary consistency group copy
identity

OUTPUT_SECONDARY_
CONSISTENCY_GROUP_COPY_
IDENTITY

EMC_AccountIdentityDR Storage Account IdentityOUTPUT_DR_STORAGE_
ACCOUNT_IDENTITY

emcStorageGroupIdentityDR Storage Group IdentityOUTPUT_DR_STORAGE_
GROUP_IDENTITY

IPSubnetPoolPolicyPrivate IP Subnet Pool Policy IdentityOUTPUT_PRIVATE_IP_SUBNET_
POOL_POLICY_IDENTITY

gen_text_inputTotal CPU For ND in MHzOUTPUT_TOTAL_CPU_LIMIT_
FOR_ND_IN_MHz

gen_text_inputNo of CPU Required For NDOUTPUT_NO_OF_CPU_FOR_ND

gen_text_inputTotal Memory For ND in GBTOTAL_MEMORY_LIMIT_FOR_
ND_IN_MB

gen_text_inputRESOURCE_POOL_NAME_FOR_
ND provided during the onboarding
operation was performed

RESOURCE_POOL_NAME_ND

gen_text_inputDatastore Size in GB.DATASTORE_SIZE_FOR_ND_GB

gen_text_inputCPU Memory Reservation For NDOUTPUT_RESOURCEPOOL_CPU_
RESERVATION_FOR_ND_IN_
MHz

ResourcesForNDCreating New Resource For Network
Devices

OUTPUT_NEW_RESOURCES_
FOR_ND

vmwareClusterIdentityVMWARE Cluster For ND IdentityOUTPUT_VMWARE_CLUSTER_
ND_IDENTITY
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Tenant Resource Allocation
Summary

This task get the all the allocated resource details store it in the mapping table.
Description

This task get the selected entities from the resource group for the particular Tenant.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant

Ygen_text_inputChoose a resource groupResource Group

YServiceOfferingNameChoose a service offering nameService Offering

userGroupChoose a user groupUser Group

Container Allocation DetailsContainer Allocation
Details

gen_text_inputEnter a container nameContainer

gen_text_inputEnter the VM over subscriptionVM Over Subscription

gen_text_inputEnter the maximum number of
tiers per VDC

Max Number of tiers per
VDC

IP Subnet AllocationIP Subnet Allocation

IPSubnetPoolPolicyChoose a tenant IP subnet pool
policy

Tenant IP Subnet Pool
Policy ID

IPSubnetPoolPolicyChoose a unique IP subnet pool
policy

Unique IP Subnet Pool
Policy ID

IPSubnetPoolPolicyChoose a private IP subnet pool
policy

Private IP SubnetPool
Policy

gen_text_inputEnter the supernets nameSupernets

gen_text_inputEnter the subnets nameSubnets

VMware Compute Resource
Allocation

VMware Compute
Resource Allocation

vmwareAccountNameChoose a VMware accountVMware vCenter

vmwareHostNodeIdentityVMware HostVMware Host

vmwareHostMultiSelectChoose one or more VMware
hosts

VMware Hosts

vmwareClusterIdentityChoose a VMware clusterVMware Cluster

vmwareMultiCluster
Identity

Choose one or more VMware
clusters

VMware Clusters
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MandatoryMappable To TypeDescriptionInput

vmwareResourcePool
Identity

Choose a resource poolResource Pool

vmwareResourcePoolMulti
Select

Choose one or more resource
pools

Resource Pools

VMware Storage Resource
Allocation

VMware Storage Resource
Allocation

vmwareDatastoreIdentityEnter a datastoreDatastore

vmwareMultiDatastore
Identity

Enter one or more datastores
seperated by commas

Data Store

gen_text_inputEnter one or more protected
datastores

Datastores Protected

gen_text_inputEnter one or more unprotected
datastores

Datastores Unprotected

vmwareDatastoreCluster
Identity

Choose a protected
datastorecluster

DatastoreCluster(Protected)

vmwareDatastoreCluster
Identity

Choose an unprotected
datastorecluster

Datastore Cluster(Un
Protected)

vmwareMultiDatastore
ClusterIdentity

Choose one or more protected
datastore clusters

Datastore
Clusters(Protected)

vmwareMultiDatastore
ClusterIdentity

Choose one or more unprotected
datastore clusters

Datastore Clusters(Un
Protected)

Hyper-V Resource AllocationHyper-V Resource
Allocation

hypervAccountNameChoose a Hyper-V accountHyper-V Account

hypervClusterIdentityChoose a Hyper-V clusterHyper-V Cluster

hypervHostChoose a Hyper-V hostHyper-V Host

hypervMultiHostChoose one or more Hyper-V
hosts

Hyper-V Multi Host

hyperVDatastoreIdentityChoose a Hyper-V datastoreHyper-V Datastore

hypervMultiDatastoreChoose one or more Hyper-V
datastores

Hyper-V Multi Datastore

hypervLogicalSwitch
Identity

Choose a Hyper-V logical switchHyper-V Logical Switch

APIC Account AllocationAPIC Account Allocation

ApicDeviceIdentityChoose an APIC account nameAPIC Account Name

ApicDeviceTenantIdentityChoose an APIC tenant nameAPIC Tenant Name

ApicDeviceTenantPackage
Identity

Choose a device packageDevice Package
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MandatoryMappable To TypeDescriptionInput

vlanIDEnter the virtual machine
manager domain VLAN

VMM Domain VLAN

Physical Compute(UCS Server)
Resource Allocation

Physical Compute(UCS
Server) ResourceAllocation

ucsServerPoolIdentityChoose a server poolServer Pool

ucsServerIdentityChoose a UCS serverServer

ucsMultiServerIdentityChoose one or more UCS serversServers

ucsServiceProfileIdentityChoose a service profileService Profile

ucsServiceProfileTemplate
Identity

Choose a service profile
templates

Service Profile Template

ucsMultiServiceProfile
Identity

Choose one or more service
profiles

Service Profiles

ucsServiceProfileMultiv
NICIdentity

Choose one or more service
profile VNICs

Service Profile vNICs

gen_text_inputEnter a UCS VLAN groupUCS Vlan Group

Shared L3 Out Resource
Allocation

Shared L3 Out Resource
Allocation

ApicCommonDevice
ExternalNetworkInOutside
NetworkIdentity

Choose one or more APIC
external networks

APIC External
Network(Shared L3 Out)

ApicDeviceTenantMulti
ContractToExternal
NetworkIdentity

Choose one or more APIC
contracts

APIC Contracts(Shared L3
Out)

L2 Out Resource AllocationL2Out ResourceAllocation

L2L3OutIdentitySelect L2/L3 OutL2/L3 Out

ApicDeviceTenant
EPGIdentity

Choose an L2 out EPG identityL2 Out EPG Identity

ApicDeviceTenantBridge
DomainIdentity

Choose an L2 out bridge domainL2 Out Bridge Domain

ApicDeviceTenantPrivate
NetworkIdentity

Choose a private network nameTenant Private Network
Name

gen_text_inputEnter the physical server reserved
space in GB

Physical Server Reserved
Space(GB)

gen_text_inputEnter an L2 VLANL2 VLAN

gen_text_inputEnter an L2 IP subnetL2 IP Subnet

L3 Out Tenant Resource
Allocation

L3 Out Tenant Resource
Allocation
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MandatoryMappable To TypeDescriptionInput

ApicDeviceTenantPrivate
NetworkIdentity

Choose an L3 private network
name

L3 Private Network Name

ApicTenantExternal
NetworkToExternalRouted
NetworkIdentity

Choose an external networkL3ExternalNetwork

ApicDeviceTenantRouted
DomainIdentity

Choose an L3 routed domainL3 Routed Domain

Virtual Network Resource
Allocation

Virtual Network Resource
Allocation

dvSwitchNameChoose a DV switch nameDV Switch

VMwareDVPortgroup
Identity

Choose a DV port groupDV Port Group

NetAPP Resource AllocationNetAPP Resource
Allocation

netappClusterVServer
Identity

Choose a cluster Vserver nameNetApp Cluster vServer

aggregateClusterIdentityChoose an aggregate nameAggregate Name

filerIdentityChoose a filter nameFiler Name

netappClusterv
LANIdentity

Choose a NetApp VLANNetApp VLAN

VNX Resource AllocationVNX Resource Allocation

emcRAIDGroupIdentityChoose a RAID groupRaid Group

emcmultiRAIDGroup
Identity

Choose one or more RAID
groups

Raid Groups

emcBlockStoragePool
Identity

Choose a storage poolStorage Pool

emcmultiBlockStoragePool
Identity

Choose one ormore storage poolsStorage Pools

EMCVMAXStorageTier
DiskGroupNameList

Choose a disk groupSelect Disk Group

DR Resource AllocationDR Resource Allocation

gen_text_inputEnter an HLU listHLU List

gen_text_inputEnter a replication set listReplication Set List

RecoverPointConsistency
GroupIdentity

Enter a tenant consistency groupTenant Consistency Group

RecoverPointConsistency
GroupCopyIdentity

Enter a primary consistency
group copy

Primary ConsistencyGroup
Copy
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MandatoryMappable To TypeDescriptionInput

RecoverPointConsistency
GroupCopyIdentity

Enter a secondary consistency
group copy

Secondary Consistency
Group Copy

ResourceAllocation For Network
Devices

Resource Allocation For
Network Devices

vmwareClusterIdentityChoose a VMware cluster for a
network device

VMware Cluster For
Network Device

vmwareMultiCluster
Identity

Choose one or more VMware
clusters for network devices

VMware Clusters For
Network Device

vmwareResourcePool
Identity

Choose a resource pool for a
network device

Resource Pool For Network
Device

vmwareResourcePoolMulti
Select

Choose one or more resource
pools for network devices

Resource Pools For
Network Device

vmwareDatastoreCluster
Identity

Choose a datastore cluster for a
network device

Datastore
Cluster(Unprotected) For
Network Device

vmwareMultiDatastore
ClusterIdentity

Choose one or more datastore
clusters for network devices

Datastore
Clusters(Unprotected) For
Network Device

gen_text_inputChoose one or more datastores
for network devices

Datastores (Unprotected)
For Network Device

vmwareDatastoreCluster
Identity

Choose a datastore cluster for the
designated network device

Datastore
Cluster(Unprotected) For
DR Network Device

vmwareMultiDatastore
ClusterIdentity

Choose one or more datastore
clusters for the designated
network device

Datastore
Clusters(Unprotected) For
DR Network Device

gen_text_inputChoose one or more datastores
for the designated network device

Datastores (Unprotected)
For DR Network Device

Outputs

No Outputs
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Update Tenant Resources
Summary

This Task Updates the existing Tenant Resources.
Description

This task is used to updates Onboarded Tenant Resources like Datastore size and Memory etc.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a tenant name of one to 16
characters

Tenant Name

YrgTenantProfileIdentityChoose a tenant profile nameTenant profile Name

YServiceOfferingNameChoose a service offering nameService Offering

vmwareHostorClusterSelect the Host/Cluster to perform
operation.

Select Host/Cluster

ReplicationIdentitySelect yes if Replication is requiredReplication Required

gen_text_inputEnter the required datastore size
including the physical server storage
reservation in GB

Datastore Size

gen_text_inputEnter the CPU resource reservation
in MHz

CPU Resource Reservation
(MHz)

gen_text_inputEnter the required memory in MBMemory Resource
Reservation (MB)

gen_text_inputEnter a private network IDPrivate Network ID

gen_text_inputEnter the virtual machine manager
domain identity

VMM Domain Identity

gen_text_inputEnter the number of CPUsNo. of CPU

gen_text_inputEnter the number of VDCsNo. of VDCs

gen_text_inputEnter the number of full width
blades

No. of Full Width Blades

gen_text_inputEnter the number of half width
blades

No. of Half Width Blades

gen_text_inputEnter the VM over subscriptionVM Over Subscription

gen_text_inputEnter the maximum number of
subnets

Max Number of Subnet

gen_text_inputEnter the admin email IDTenant Admin Email Id

gen_text_inputEnter an L2 out EPG identityL2OUT Epg Identity

gen_text_inputEnter an L2 out bridge domain
identity

L2OUT Bridge Domain
Identity
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter a VMware DV switch namevMWareDVSSwitchName

vmwareClusterIdentityEnter a VMware cluster identityvMWare Cluster Identity

gen_text_inputEnter a VMware datastore cluster
identity

vMWare Datastore Cluster
Identity

gen_text_inputEnter a storage Multi host identityStorageMulti HOST Identiy

gen_text_inputEnter a storage account identityStorage Account Identity

gen_text_inputEnter a storage pool identityStorage Pool Identiy

gen_text_inputEnter a parent resource pool identityParent Resource Pool
Identiy

gen_text_inputEnter the designated router (DR)
matching accounts

DR Matching Accounts

gen_text_inputEnter a recovery plan nameRecovery Plan Name

gen_text_inputEnter a protection group nameProtection Group Name

Outputs

TypeDescriptionOutput

gen_text_inputTenant name provided during the
onboarding operation was performed

TENANT_NAME

gen_text_inputResource group nameRESOURCEGROUP_NAME
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Update Tenant Wrapper
Summary

This task get the input for Update use case onboarding workflow and generates the required inputs for
the tasks available in the work flow.

Description
This task is used to provide input to update the tenant work flow. The resources like resource pool,
datastore, resource limit, physical server can be updated with that work flow..

Inputs

MandatoryMappable To TypeDescriptionInput

Yrg_TenantsChoose a tenantTenant

YServiceOfferingNameChoose a service offering nameService Offering

YvmwareHostorClusterSelect type host or clusterType

gen_text_inputEnter the required datastore size
including the physical server storage
reservation in GB

Datastore Size

gen_text_inputEnter the number of CPUsNo Of CPU

gen_text_inputEnter the required memory in MBMemory Resource
Reservation (MB)

gen_text_inputEnter the number of full width bladesNo. of Full Width Blades

gen_text_inputEnter the number of half width bladesNo. of HalfWidth Blades

gen_text_inputEnter the number of VDCsNo. VDCs

Outputs

TypeDescriptionOutput

gen_text_inputResource group nameRESOURCEGROUP_NAME

gen_text_inputTenant name provided during the
onboarding operation was
performed

TENANT_NAME

gen_text_inputTenant existing in the UCSDTENANT_AVAILABLE

gen_text_inputID of the group that was created by
admin

GROUP_ID

gen_text_inputFull Width Blade CountFULL_WIDTH_BLADE_COUNT

gen_text_inputHalf Width Blade CountHALF_WIDTH_BLADE_COUNT

gen_text_inputPhysical Server Reserved Space in
GB

PHYSICAL_SERVER_RESERVED_
SPACE_IN_GB

gen_text_inputService Profile Template NameUCS_SP_TEMPLATE_NAME

Cisco UCS Director Task Library Reference, Release 6.7
2995

Resource Group Tasks
Update Tenant Wrapper



TypeDescriptionOutput

gen_text_inputService Profile Template NameUCS_SP_TEMPLATE_NAME_
HALF_WIDTH

gen_text_inputService Profile Name PrefixUCS_SP_NAME_PREFIX

ucsOrganizationIdentityUCS Organization IdentityORGANIZATION_IDENTITY

ucsOrganizationIdentityUCS Organization IdentityOUTPUT_UCS_ORG_IDENTITY_
HALF_WIDTH

gen_text_inputTotal Blade CountTOTAL_BLADE_COUNT

gen_text_inputTotal VDC CountTOTAL_VDC_COUNT

gen_text_inputTotal Memory in GBTOTAL_MEMORY_LIMIT_IN_GB

gen_text_inputTotal CPU in GHzTOTAL_CPU_LIMIT_IN_GHz

gen_text_inputDatastore Size in GB.DATASTORE_SIZE_GB

gen_text_inputDATASTORE_CLUSTER_NAMEDATASTORE_CLUSTER_NAME

gen_text_inputDATASTORE_CLUSTER_
IDENTITY

DATASTORE_CLUSTER_IDENTITY

vmwareAccountNameVMWARE_ACCOUNT_NAME
provided during the onboarding
operation was performed

VMWARE_ACCOUNT_NAME

EMC_AccountIdentityStorage Account IdentityOUTPUT_STORAGE_ACCOUNT_
IDENTITY

emcStoragePoolType
Selector

Storage Pool TypeOUTPUT_STORAGE_POOL_TYPE

emcBlockStoragePool
Identity

Storage Pool IdentityOUTPUT_STORAGE_POOL_
IDENTITY

emcStorageGroupIdentityStorage Group IdentityOUTPUT_STORAGE_GROUP_
IDENTITY

emcRAIDGroupIdentityRAID Group IdentityOUTPUT_RAID_GROUP_IDENTITY

gen_text_inputStorage Pool Raid TypeOUTPUT_STORAGE_POOL_RAID_
TYPE

gen_text_inputRaid Group Raid TypeOUTPUT_RAID_GROUP_RAID_
TYPE

emcHostIdentityEMC VNX Host IdentityOUTPUT_EMC_VNX_HOST_
IDENTITY

emcHostIdentityDR EMC VNX Host IdentityOUTPUT_DR_EMC_VNX_HOST_
IDENTITY

EMC_StorageProcessor
Identity

EMC VNX Storage Processor
Identity

OUTPUT_EMC_VNX_STORAGE_
PROCESSOR_IDENTITY

vmwareHostMultiSelectSTORAGE_MULTI_HOST_
IDENTITY provided during the

STORAGE_MULTI_HOST_
IDENTITY
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TypeDescriptionOutput
onboarding operation was
performed

gen_text_inputRESOURCE_POOL_NAME
provided during the onboarding
operation was performed

RESOURCE_POOL_NAME

gen_text_inputNo of CPU RequiredOUTPUT_NO_OF_CPU

vmwareResourcePool
Identity

OUTPUT_VMWARE_
RESOURCE_POOL_IDENTITY

OUTPUT_VMWARE_RESOURCE_
POOL_IDENTITY

gen_text_inputRP Memory in GBRESOURCE_POOL_MEMORY_
RESERVATION_IN_MB

gen_text_inputRP CPU in MHzRESOURCE_POOL_CPU_
RESERVATION_IN_MHz

gen_text_inputCpu and Memory value checkCPU_MEMORY_VALUE

gen_text_inputDatastore Size.OUTPUT_DATASTORE_SIZE

gen_text_inputConsistency group nameOUTPUT_CONSISTENCY_GROUP_
NAME

gen_text_inputConsistency production copyOUTPUT_CONSISTENCY_
PRODUCITON_COPY

RecoverPointAccount
Identity

Recover Point account identityOUTPUT_RP_ACCOUNT_
IDENTITY

RecoverPointCluster
Identity

Recover Point cluster identityOUTPUT_RP_CLUSTER_IDENTIY

BooleanIs primary tenantOUTPUT_IS_PRIMARY_TENANT

BooleanIs Tenant update requiredOUTPUT_IS_TENANT_UPDATE

gen_text_inputRecover Point Replication setsOUTPUT_RP_REPLICATION_SETS

gen_text_inputRecover Point Cluster NameOUTPUT_RECOVERPOINT_
CLUSTER_NAME

emcBlockStoragePool
Identity

RP Storage Pool IdentityOUTPUT_RP_STORAGE_POOL_
IDENTITY

emcStorageGroupIdentityRP Storage Group IdentityOUTPUT_RP_STORAGE_GROUP_
IDENTITY

emcStorageGroupIdentityDR RP Storage Group IdentityOUTPUT_DR_RP_STORAGE_
GROUP_IDENTITY

gen_text_inputVNX HLU listOUTPUT_HLU_LIST

RecoverPointConsistency
GroupIdentity

Tenant consistency group identityOUTPUT_TENANT_
CONSISTENCY_GROUP_IDENTITY

RecoverPointConsistency
GroupCopyIdentity

Primary consistency group copy
identity

OUTPUT_PRIMARY_
CONSISTENCY_GROUP_COPY_
IDENTITY
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TypeDescriptionOutput

RecoverPointConsistency
GroupCopyIdentity

Secondary consistency group copy
identity

OUTPUT_SECONDARY_
CONSISTENCY_GROUP_COPY_
IDENTITY

gen_text_inputIs Replication Required for the
Production LUN?

OUTPUT_IS_REPLICA_REQUIRED

gen_text_inputVNX Host Identity empty or notOUTPUT_EMC_HOST_EMPTY

gen_text_inputVNX Storage Group empty or notOUTPUT_EMC_STORAGEGROUP_
EMPTY

gen_text_inputDATASTORE_UNPROTECTED_
CLUSTER_NAME

DATASTORE_UNPROTECTED_
CLUSTER_NAME

vmwareHostMultiSelectDR_STORAGE_MULTI_HOST_
IDENTITY provided during the

DR_STORAGE_MULTI_HOST_
IDENTITY

onboarding operation was
performed

EMC_AccountIdentityDR Storage Account IdentityOUTPUT_DR_STORAGE_
ACCOUNT_IDENTITY

gen_text_inputCpu and Memory value check For
ND

CPU_MEMORY_VALUE_ND

gen_text_inputTotal CPU For ND in MHzOUTPUT_TOTAL_CPU_LIMIT_
FOR_ND_IN_MHz

gen_text_inputNo of CPU Required For NDOUTPUT_NO_OF_CPU_FOR_ND

gen_text_inputCPUMemory Reservation For NDOUTPUT_RESOURCEPOOL_CPU_
RESERVATION_FOR_ND_IN_MHz

gen_text_inputTotal Memory For ND in GBTOTAL_MEMORY_LIMIT_FOR_
ND_IN_MB

vmwareResourcePool
Identity

OUTPUT_VMWARE_
RESOURCE_POOL_IDENTITY_
ND

OUTPUT_VMWARE_RESOURCE_
POOL_IDENTITY_ND
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Resource Groups

This chapter contains the following sections:

• RG Environment Variable Selector, on page 3000
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RG Environment Variable Selector
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YResourceGroupNameResource Group

YResourceGroupEnvironmentVariable
Identity

RG environment variable

YResourceGroupCategoryIdentityCategory

Outputs

TypeDescriptionOutput

gen_text_inputOUTPUT_TYPE

gen_text_inputOUTPUT_VALUE
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SCVMM 2008 Network Tasks

This chapter contains the following sections:

• Add PNIC to Hyper-V Virtual Network, on page 3002
• Configure Hyper-V Host Network Adapter, on page 3003
• Create Hyper-V Virtual Network, on page 3004
• Delete Hyper-V Virtual Network, on page 3005
• Remove Hyper-V PNIC from Virtual Network, on page 3006
• Update Hyper-V Host Network Adapter, on page 3007
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Add PNIC to Hyper-V Virtual Network
Summary

Add a PNIC to a virtual network.
Description

This task attaches a physical network adapter (PNIC) to a virtual network.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect host to add PNIC to virtual
network

Select Host

Ygen_text_inputSelect Physical Network Adapter.Physical Network
Adapter

Ygen_text_inputSelect Virtual Network.Virtual Network

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

gen_text_inputName of the physical network adapterOUTPUT_PNIC

gen_text_inputName of the Virtual NetworkOUTPUT_VIRTUAL_NETWORK
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Configure Hyper-V Host Network Adapter
Summary

Configure a host network adapter.
Description

This task configures a network adapter. VLANmode (acccess or trunk) can be configured with associated
VLANs.

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect hostSelect Host

Ygen_text_inputSelect host network adapterSelect Host Network
Adapter

gen_text_inputSpecify the VLAN modeVLAN Mode

YvlanIDVLAN IDVLAN ID

Ygen_text_inputComma separated list of VLANs.VLAN IDs

Outputs

No Outputs
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Create Hyper-V Virtual Network
Summary

Create a virtual network at the host level.
Description

This task creates a virtual network at the host level.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect hostSelect Host

Ygen_text_inputVirtual network nameName

gen_text_inputVirtual network descriptionDescription

gen_text_inputSpecify the network typeNetwork Type

Select this option to configure host
access VLAN

Configure host access
VLAN

YvlanIDVLAN IDVLAN ID

Ygen_text_inputSelect host network adapterSelect Host Network
Adapter

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

gen_text_inputName of the Virtual NetworkOUTPUT_VIRTUAL_NETWORK
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Delete Hyper-V Virtual Network
Summary

Delete a virtual network at the host level.
Description

This task deletes a virtual network at the host level.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect hostSelect Host

Ygen_text_inputSelect Host Virtual NetworkSelect Host Virtual
Network

Outputs

No Outputs
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Remove Hyper-V PNIC from Virtual Network
Summary

Remove a PNIC from a virtual network.
Description

This task de-attaches a physical network adapter (PNIC) from a virtual network.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect host to unregisterSelect Host

Ygen_text_inputSelect Physical NetworkAdapter.Physical NetworkAdapter

Ygen_text_inputSelect Virtual Network.Virtual Network

Outputs

No Outputs
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Update Hyper-V Host Network Adapter
Summary

Update a host network adapter.
Description

This task modifies an access VLAN, or adds or removes a trunk VLAN.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect hostSelect Host

Ygen_text_inputSelect host network adapterSelect Host Network
Adapter

gen_text_inputSpecify the VLAN modeVLAN Mode

gen_text_inputSelect action to add or remove
VLANs from trunk.

Action

Existing VLAN.Existing VLAN

YvlanIDVLAN IDVLAN ID

Ygen_text_inputComma separated list of VLANs.VLAN IDs

Outputs

No Outputs
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SCVMM 2012 SP1 Network Tasks

This chapter contains the following sections:

• Add Hyper-V Logical Network to Host Adapter, on page 3011
• Add Hyper-V Logical Switch to Host, on page 3012
• Add Hyper-V Network Service, on page 3013
• Add Hyper-V Virtual Network Adapter To Host Logical Switch, on page 3014
• Add Hyper-V Virtual Port To Logical Switch, on page 3015
• Add IPSubnet VLAN To Hyper-V Logical Network Definition, on page 3016
• Add Uplink Port Profile To Hyper-V Logical Switch, on page 3017
• Create Hyper-V IP Pool, on page 3018
• Create Hyper-V Logical Network, on page 3020
• Create Hyper-V Logical Network Definition, on page 3021
• Create Hyper-V Logical Switch, on page 3022
• Create Hyper-V Native Uplink Port Profile, on page 3023
• Create Hyper-V Port Classification, on page 3024
• Create Hyper-V Standard Switch, on page 3025
• Create Hyper-V VM Network, on page 3026
• Create Hyper-V VM Subnet On VM Network, on page 3027
• Create Hyper-V Virtual Network Adapter Port Profile, on page 3028
• Create IP Pool On Hyper-V VM Network, on page 3029
• Delete Hyper-V IPSubnet VLAN From Logical Network Definition, on page 3031
• Delete Hyper-V Logical Network, on page 3032
• Delete Hyper-V Logical Network Definition, on page 3033
• Delete Hyper-V Logical Switch, on page 3034
• Delete Hyper-V Native Uplink Port Profile, on page 3035
• Delete Hyper-V Port Classification, on page 3036
• Delete Hyper-V Standard Switch, on page 3037
• Delete Hyper-V VM Network, on page 3038
• Delete Hyper-V Virtual Network Adapter Port Profile, on page 3039
• Edit Hyper-V Standard Switch, on page 3040
• Refresh Hyper-V Network Service, on page 3041
• Remove Hyper-V IP Pool, on page 3042
• Remove Hyper-V Logical Network from Host Adapter, on page 3043
• Remove Hyper-V Network Service, on page 3044

Cisco UCS Director Task Library Reference, Release 6.7
3009



• Remove Hyper-V Uplink Port Profile From Logical Switch, on page 3045
• Remove Hyper-V VM Subnet From VM Network, on page 3046
• Remove Hyper-V Virtual Network Adapter from Host Logical Switch, on page 3047
• Remove Hyper-V Virtual Port From Logical Switch, on page 3048
• Update IP Address Reservation In Hyper-V IP Pool, on page 3049
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Add Hyper-V Logical Network to Host Adapter
Summary

Add logical networks and VM subnets to a host network adapter.
Description

This task adds logical networks and VM subnets to host network adapter. This task is supported for the
following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect HostSelect Host

YhypervHostAdapterIdentitySelect Host Network
Adapter

Select Host Network
Adapter

YhypervLogicalNetworkIdentitySelect Logical NetworkSelect Logical Network

hypervIpSubnetFromSite
IDentity

Select Ip SubnetSelect Ip Subnet

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

hypervHostAdapterIdentityHost Network Adapter IdentityOUTPUT_HOST_ADAPTER_
IDENTITY

hypervLogicalNetworkIdentityLogical Network IdentityOUTPUT_LOGICAL_NETWORK

hypervLogicalNetworkDef
Identity

Logical Network Definition
(Site) Identity

OUTPUT_LOGICAL_NETWORK_
DEF_IDENTITY

hypervIpSubnetFromSite
IDentity

IP Subnet IdentityOUTPUT_IP_SUBNET_DENTITY
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Add Hyper-V Logical Switch to Host
Summary

Add a logical switch to a host.
Description

This task adds a logical switch to a host. NIC teaming is not supported. This task is supported for the
following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect HostSelect Host

YhypervHostAdapterIdentitySelect Host Network
Adapter

Select Host Network
Adapter

hypervLogicalNetworkIdentitySelect Logical NetworkSelect Logical Network

hypervIpSubnetFromSiteIDentitySelect Ip SubnetSelect Ip Subnet

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

hypervHostAdapterIdentityHost Network Adapter IdentityOUTPUT_HOST_ADAPTER_
IDENTITY

hypervLogicalNetworkIdentityLogical Network IdentityOUTPUT_LOGICAL_NETWORK

hypervLogicalNetworkDef
Identity

Logical Network Definition
(Site) Identity

OUTPUT_LOGICAL_NETWORK_
DEF_IDENTITY

hypervIpSubnetFromSite
IDentity

IP Subnet IdentityOUTPUT_IP_SUBNET_DENTITY
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Add Hyper-V Network Service
Summary

Add a network service.
Description

This task adds a network service to VMM. This task is supported for the following version of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountIdentitySelect Hyper V AccountAccount

Ygen_text_inputNameName

gen_text_inputDescriptionDescription

YhypervConfigurationProvider
Identity

Select Configuration ProviderConfiguration Provider

YhypervRunAsAccountIdentitySelect Run As AccountRun As Account

Ygen_text_inputEnter Connection StringConnection String

YhypervHostGroupIdentitySelect host groupHost Group

Outputs

TypeDescriptionOutput

gen_text_inputNetwork Service IdentityOUTPUT_NETWORK_SERVICE_
IDENTITY
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Add Hyper-V Virtual Network Adapter To Host Logical Switch
Summary

Add a virtual network adapter to a host logical switch.
Description

This task addsa virtual network adapter to a logical switch. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the
action

Select Host

YhypervLogicalSwitchIdentitySelect the logical switch to
perform the action

Select Logical Switch

Ygen_text_inputEnter Virtual Network Adapter
Name

Virtual NetworkAdapter
Name

YhypervVMNetworkIdentitySelect VM networkVM Network

YhypervVMNetworkSubnet
Identity

Select a SubnetSubnet

hypervPortClassification
Identity

Select port classificationPort Classification

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

hypervLogicalSwitchIdentityLogical Switch IdentityOUTPUT_LOGICAL_SWITCH_
IDENTITY

hypervVMNicIdentityVM Nic IdentityOUTPUT_VM_NIC_IDENTITY
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Add Hyper-V Virtual Port To Logical Switch
Summary

Add a virtual port to a logical switch.
Description

This task classifies a virtual port and assigns one port profile. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervLogicalSwitch
Identity

Select a logical switchLogical Switch

YhypervPortClassification
Identity

Select a port ClassificationPort Classification

gen_text_inputChoose this options to include
virtual network adapter port
profile

Include Virtual Network
Adapter Port Profile

YhypervVnaPortProfile
Identity

Select a native virtual network
adapter port profile

Native Virtual Network
Adapter Port Profile

hypervVnaExtensionPort
ProfileIdentity

Select Virtual Network Adapter
Extension Port Profile

Virtual Network Adapter
Extension Port Profile

Outputs

TypeDescriptionOutput

hypervVnaPortProfileSet
Identity

Virtual network adapter port profile
set Identity

OUTPUT_VNA_PORT_
PROFILE_SET

Cisco UCS Director Task Library Reference, Release 6.7
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Add IPSubnet VLAN To Hyper-V Logical Network Definition
Summary

Add an IP subnet to a site.
Description

This task adds an IP Subnet to an existing logical network definition (site). This task is supported for the
following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervLogicalNetworkDef
Identity

Select a logical network
definition

Logical Network
Definition

YvlanIDVLAN IDVLAN ID

Ygen_text_inputEnter IP Subnet (Example: 192.
168.1.0/24)

IP Subnet

vlanIDVLAN IDSecondary VLAN ID

Outputs

TypeDescriptionOutput

hypervIpSubnetFromSite
IDentity

IP Subnet IdentityOUTPUT_IP_SUBNET_DENTITY

hypervLogicalNetworkDef
Identity

Logical Network Definition
(Site) Identity

OUTPUT_LOGICAL_NETWORK_
DEF_IDENTITY

hypervLogicalNetworkIdentityLogical Network IdentityOUTPUT_LOGICAL_NETWORK

Cisco UCS Director Task Library Reference, Release 6.7
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Add Uplink Port Profile To Hyper-V Logical Switch
Summary

Add an uplink port profile to a logical switch.
Description

This task adds an uplink port profiles to a logical switch. This task is supported for the following versions
of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervLogicalSwitchIdentitySelect a logical switchLogical Switch

YhypervUpLinkPortProfileIdentitySelect uplink port profilesUplink Port Profile

Outputs

TypeDescriptionOutput

hypervLogicalSwitchIdentityLogical Switch IdentityOUTPUT_LOGICAL_SWITCH_
IDENTITY

hypervUpLinkPortProfileSet
Identity

Uplink port profile Set IdentityOUTPUT_UPLINK_PORT_
PROFILE_SET

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V IP Pool
Summary

Create an IP pool.
Description

This task creates an IP pool by selecting a subnet under a logical network definition (site). A subnet can
have multiple non-overlapping IP pools. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputIP Pool NameIP Pool Name

YhypervLogicalNetwork
Identity

Select logical networkLogical Network

YhypervLogicalNetwork
DefIdentity

Select a logical network definition.Select Logical Network
Definition

YhypervIpSubnetFromSite
IDentity

Select a subnet.Select Subnet

Ygen_text_inputStart IP AddressStart IP Address

Ygen_text_inputEnd IP AddressEnd IP Address

gen_text_inputUse commas to separate multiple
IP addresses.Ranges in the format
IP1-IP2 are allowed.

IP Addresses reserved for
Load Balancer VIPs

gen_text_inputUse commas to separate multiple
IP addresses.Ranges in the format
IP1-IP2 are allowed.

IP Addresses reserved for
other uses

gen_text_inputEnter Gateway IP AddressGateway IP Address

gen_text_inputChoose this options to set gateway
metric to automatic

Automatic GatewayMetric

Ygen_text_inputEnter gateway metric in the range
1 - 9999

Gateway Metric

gen_text_inputEnter DNS Server IP AddressDNS Server IP Address

gen_text_inputEnter DNS SuffixDNS Suffix

gen_text_inputEnter WINS Server IP AddressWINS Server IP Address

gen_text_inputChoose this options to allow Net
BIOS over TCP/IP

Enable NetBIOS over
TCP/IP

Cisco UCS Director Task Library Reference, Release 6.7
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Outputs

TypeDescriptionOutput

hypervIpPoolIdentityIP pool IdentityOUTPUT_IP_POOL_IDENTITY

hypervIpSubnetFromSite
IDentity

IP Subnet IdentityOUTPUT_IP_SUBNET_DENTITY

hypervLogicalNetworkDef
Identity

Logical Network Definition
(Site) Identity

OUTPUT_LOGICAL_NETWORK_
DEF_IDENTITY

hypervLogicalNetworkIdentityLogical Network IdentityOUTPUT_LOGICAL_NETWORK

gen_text_inputOutput Policy Ip Pool IdentityOUTPUT_POLICY_IPPOOL_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V Logical Network
Summary

Create a logical network.
Description

This task creates a logical network. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To
Type

DescriptionInput

YhypervAccount
Identity

Select name of the HyperV Cloud in
this system

Select HyperV Cloud

Ygen_text_inputEnter logical network nameName

gen_text_inputDescription for the logical networkDescription

gen_text_inputThe network sites within this network
are equivalent and routable and can be
used as a single connected network

Network Sites are equivalent
and routable and can be used
as single connected network

gen_text_inputAllow new VM Networks created on
this logical network to use network
virtualization

Allow Network Virtualization

gen_text_inputAllow new VM Networks created on
this logical network to use network
virtualization

Create VMNetworkwith same
name to allow VMs to access
this logical network directly

gen_text_inputThe Subnet-VLAN pairs defined by the
sites are used as independent networks

Subnet-VLAN pairs defined
by sites are used as
independent networks

gen_text_inputThe network sites within this logical
network contain independent networks

Network Sites contain Primary
and Secondary VLAN pairs in
isolated mode consisting of primary and secondary

VLAN pairs in isolated mode

Outputs

TypeDescriptionOutput

hypervLogicalNetworkIdentityLogical Network IdentityOUTPUT_LOGICAL_NETWORK

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V Logical Network Definition
Summary

Create a logical network definition (site).
Description

This task creates a logical network definition (site). This task is supported for the following versions of
SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervLogicalNetwork
Identity

Select a logical network to deleteLogical Network

gen_text_inputEnter logical network definition
(site) name

Name

YhypervHostGroupIdentitySelect host groupsHost Groups

YvlanIDVLAN IDVLAN ID

Ygen_text_inputEnter IP Subnet (Example: 192.
168.1.0/24)

IP Subnet

vlanIDVLAN IDSecondary VLAN ID

Outputs

TypeDescriptionOutput

hypervLogicalNetworkDef
Identity

Logical Network Definition
(Site) Identity

OUTPUT_LOGICAL_NETWORK_
DEF_IDENTITY

hypervLogicalNetworkIdentityLogical Network IdentityOUTPUT_LOGICAL_NETWORK

hypervIpSubnetFromSite
IDentity

IP Subnet IdentityOUTPUT_IP_SUBNET_DENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V Logical Switch
Summary

Create a logical switch.
Description

This task creates a logical switch. You can select an uplink port profile and uplink mode. This task is
supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountIdentitySelect name of the HyperV Cloud
in this system

Select HyperV Cloud

Ygen_text_inputEnter logical switch nameName

gen_text_inputDescription for the logical switchDescription

gen_text_inputChoose this options to enable single
root I/O virtualization

Enable single root I/O
virtualization (SR-IOV)

YhypervVirtualSwitch
ExtensionIdentity

Select the virtual switch extensionsExtensions

hypervUpLinkPortProfile
Identity

Select uplink port profilesUplink Port Profile

gen_text_inputSpecify an uplink modeUplink Mode

Outputs

TypeDescriptionOutput

hypervLogicalSwitchIdentityLogical Switch IdentityOUTPUT_LOGICAL_SWITCH_
IDENTITY

hypervUpLinkPortProfileSet
Identity

Uplink port profile Set IdentityOUTPUT_UPLINK_PORT_
PROFILE_SET

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V Native Uplink Port Profile
Summary

Create a native uplink port profile.
Description

This task creates a native uplink port profile. You can select a load balancing algorithm, teaming mode,
network site, and network virtualization. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountIdentitySelect name of the HyperV Cloud
in this system

Select HyperV Cloud

Ygen_text_inputEnter port profile nameName

gen_text_inputDescriptionDescription

gen_text_inputSpecify a load balancing algorithmLoad Balancing
Algorithm

gen_text_inputSpecify a teaming modeTeaming Mode

hypervLogicalNetworkDef
Identity

Select a network siteNetwork Sites

gen_text_inputChoose this options if Windows
Network Virtualization need to be
enabled

EnableWindowsNetwork
Virtualization

Outputs

TypeDescriptionOutput

hypervUpLinkPortProfile
Identity

Native uplink port profile IdentityOUTPUT_NATIVE_UPLINK_
PORT_PROFILE

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V Port Classification
Summary

Create a port classification.
Description

This task creates a port classification. Port classifications provide global names for identifying different
types of virtual network adapter port profiles. A port classification can be used across multiple logical
switches while the settings for the port classification remain specific to each logical switch. This task is
supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountIdentitySelect name of the HyperV Cloud
in this system

Select HyperV Cloud

Ygen_text_inputEnter port classification nameName

gen_text_inputDescriptionDescription

Outputs

TypeDescriptionOutput

hypervPortClassification
Identity

Port Classification IDentityOUTPUT_PORT_
CLASSIFICATION_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V Standard Switch
Summary

Create a standard switch on a Hyper V host.
Description

This task creates a standard switch on a Hyper-V host. This creates a virtual network with the same name.
The following switch types are supported:

• External
• Internal
• Private

This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the
action

Select Host

Ygen_text_inputNameName

gen_text_inputDescriptionDescription

Ygen_text_inputSpecify the switch typeType

YhypervHostAdapter
Identity

Select Host Network AdapterSelect Host Network
Adapter

gen_text_inputSelect this option to allow
management OS to access the
adapter

Allow Management OS to
share the adapter

gen_text_inputSelect this option to configure host
access VLAN

Configure host access
VLAN

YvlanIDVLAN IDVLAN ID

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

gen_text_inputVirtual Switch IdentityOUTPUT_STANDARD_SWITCH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V VM Network
Summary

Create a VM network.
Description

This task creates a VM network by selecting a site and subnet. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputName of the VM NetworkVM Network Name

gen_text_inputDescriptionDescription

YhypervLogicalNetworkIdentitySelect logical networkLogical Network

hypervLogicalNetworkDef
Identity

Select a logical network
definition.

Select Logical Network
Definition

hypervIpSubnetFromSite
IDentity

Select a subnet.Select Subnet

gen_text_inputSelect the Isolation OptionsIsolation Options

hypervExternalVMNetwork
Identity

Select External VM NetworkExternal VM Network

gen_text_inputEnter Subnet NameSubnet Name

gen_text_inputEnter SubnetSubnet

Outputs

TypeDescriptionOutput

hypervVMNetworkIdentityVM Network IdentityOUTPUT_VM_NETWORK_
IDENTITY

hypervLogicalNetworkIdentityLogical Network IdentityOUTPUT_LOGICAL_NETWORK

hypervLogicalNetworkDef
Identity

Logical Network Definition
(Site) Identity

OUTPUT_LOGICAL_NETWORK_
DEF_IDENTITY

hypervIpSubnetFromSite
IDentity

IP Subnet IdentityOUTPUT_IP_SUBNET_DENTITY

gen_text_inputOutput Policy VM Network
Identity

OUTPUT_POLICY_NETWORK_
IDENTITY

hypervVMNetworkSubnet
Identity

VM Network Subnet IdentityOUTPUT_VMNETWORK_
SUBNET_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V VM Subnet On VM Network
Summary

Create a VM subnet on a VM network.
Description

This task creates a VM subnet from aVMnetwork. It is only applicable to VMnetworks that useWindows
Network Virtualization. Only VM networks managed by VMM can be used in this task. This task is
supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervVMNetworkIdentitySelect VM network to deleteVM Network

Ygen_text_inputEnter Subnet NameSubnet Name

Ygen_text_inputEnter SubnetSubnet

Outputs

TypeDescriptionOutput

hypervVMNetworkIdentityVM Network IdentityOUTPUT_VM_NETWORK_
IDENTITY

hypervVMNetworkSubnet
Identity

VM Network Subnet IdentityOUTPUT_VMNETWORK_
SUBNET_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V Virtual Network Adapter Port Profile
Summary

Create a virtual network adapter port profile.
Description

This task creates a virtual network adapter port profile. This task is supported for the following versions
of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountIdentitySelect name of theHyperVCloud
in this system

Select HyperV Cloud

Ygen_text_inputEnter port profile nameName

gen_text_inputDescriptionDescription

gen_text_inputEnables virtual machine queueEnable virtual machine queue

gen_text_inputEnables IPSec task offloadingEnable IPSec task offloading

Enables Single-root I/O
virtualization

Enable Single-root I/O
virtualization

gen_text_inputAllows MAC spoofingAllow MAC spoofing

gen_text_inputEnables DHCP GuardEnable DHCP Guard

gen_text_inputAllows router guardAllow router guard

gen_text_inputAllow guest teamingAllow guest teaming

gen_text_inputAllow IEEE priority taggingAllow IEEE priority tagging

gen_text_inputAllow guest specified IP
addresses

Allow guest specified IP
addresses

Ygen_text_inputMinimum bandwidth (Mbps)Minimum bandwidth (Mbps)

Ygen_text_inputMaximum bandwidth (Mbps)Maximum bandwidth (Mbps)

Ygen_text_inputMinimum bandwidth weightMinimum bandwidth weight

Outputs

TypeDescriptionOutput

hypervVnaPortProfile
Identity

Name of virtual network adapter port
profile Identity

OUTPUT_VNA_PORT_
PROFILE

Cisco UCS Director Task Library Reference, Release 6.7
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Create IP Pool On Hyper-V VM Network
Summary

Create an IP pool on a VM network.
Description

This task creates an IP pool on a VM network. It is only applicable to VM Networks that use Windows
Network Virtualization. Only VM Networks managed by VMM can be used in this task. This task is
supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect IP Pool NameIP Pool Name

YhypervVMNetwork
Identity

Select VM NetworkVM Network

YhypervVMNetwork
SubnetIdentity

Select VM SubnetSelect VM Subnet

Ygen_text_inputStart IP AddressStart IP Address

Ygen_text_inputEnd IP AddressEnd IP Address

gen_text_inputUse commas to separate multiple
IP addresses.Ranges in the format
IP1-IP2 are allowed.

IP Addresses reserved for
other uses

gen_text_inputEnter Gateway IP AddressGateway IP Address

gen_text_inputChoose this options to set gateway
metric to automatic

Automatic GatewayMetric

Ygen_text_inputEnter gateway metric in the range
1 - 9999

Gateway Metric

gen_text_inputEnter DNS Server IP AddressDNS Server IP Address

gen_text_inputEnter DNS SuffixDNS Suffix

gen_text_inputEnter WINS Server IP AddressWINS Server IP Address

gen_text_inputChoose this options to allow Net
BIOS over TCP/IP

Enable NetBIOS over
TCP/IP

Outputs

TypeDescriptionOutput

hypervIpPoolIdentityIP pool IdentityOUTPUT_IP_POOL_IDENTITY

hypervVMNetworkIdentityVM Network IdentityOUTPUT_VM_NETWORK_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

hypervVMNetworkSubnet
Identity

VMNetwork Subnet IdentityOUTPUT_VMNETWORK_SUBNET_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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DeleteHyper-VIPSubnetVLANFromLogicalNetworkDefinition
Summary

Delete an IP subnet from a site.
Description

This task deletes an IP subnet from a logical network definition (site). This task is supported for the
following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervIpSubnetFromSiteIDentitySelect a IP subnet to deleteIP Subnet

Outputs

TypeDescriptionOutput

hypervIpSubnetFromSiteIDentityIP Subnet IdentityOUTPUT_IP_SUBNET_DENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hyper-V Logical Network
Summary

Delete a logical network.
Description

This task deletes a logical network. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervLogicalNetworkIdentitySelect a logical network to
delete

Logical Network

Outputs

TypeDescriptionOutput

hypervLogicalNetworkIdentityLogical Network IdentityOUTPUT_LOGICAL_NETWORK

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hyper-V Logical Network Definition
Summary

Delete a logical network definition (site).
Description

This task deletes a logical network definition (site). This task is supported for the following versions of
SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervLogicalNetworkDef
Identity

Select a logical network
definition to delete

Logical Network
Definition

Outputs

TypeDescriptionOutput

hypervLogicalNetworkDef
Identity

Logical Network Definition (Site)
Identity

OUTPUT_LOGICAL_NETWORK_
DEF_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hyper-V Logical Switch
Summary

Delete a logical switch.
Description

This task deletes a logical switch.
Inputs

MandatoryMappable To TypeDescriptionInput

YhypervLogicalSwitchIdentitySelect a logical switch to
delete

Logical Switch

Outputs

TypeDescriptionOutput

hypervLogicalSwitchIdentityLogical Switch IdentityOUTPUT_LOGICAL_SWITCH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hyper-V Native Uplink Port Profile
Summary

Delete a native uplink port profile.
Description

This task deletes a native uplink port profile. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervUpLinkPortProfileIdentitySelect native uplink port profile
to delete

Port Profile

Outputs

TypeDescriptionOutput

hypervUpLinkPortProfile
Identity

Native uplink port profile IdentityOUTPUT_NATIVE_UPLINK_
PORT_PROFILE

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hyper-V Port Classification
Summary

Delete a port classification.
Description

This task deletes a port classification. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervPortClassificationIdentitySelect port classification to
delete

Port Classification

Outputs

TypeDescriptionOutput

hypervPortClassification
Identity

Port Classification IDentityOUTPUT_PORT_
CLASSIFICATION_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hyper-V Standard Switch
Summary

Delete a standard switch from a Hyper-V Host.
Description

This task deletes a standard switch from a Hyper V host. This task is supported for the following versions
of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the
action

Select Host

YhypervStandardSwitch
Identity

Select Standard Switch to perform
the action

Select Standard
Switch

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

gen_text_inputVirtual Switch IdentityOUTPUT_STANDARD_SWITCH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hyper-V VM Network
Summary

Delete a VM network.
Description

This task deletes a VM network. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervVMNetworkIdentitySelect VM network to deleteVM Network

Outputs

TypeDescriptionOutput

hypervVMNetworkIdentityVM Network IdentityOUTPUT_VM_NETWORK_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hyper-V Virtual Network Adapter Port Profile
Summary

Delete a virtual network adapter port profile.
Description

This task deletes a virtual network adapter port profile. This task is supported for the following versions
of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervVnaPortProfileIdentitySelect virtual network adapter port
profile to delete

Port Profile

Outputs

TypeDescriptionOutput

hypervVnaPortProfile
Identity

Name of virtual network adapter port
profile Identity

OUTPUT_VNA_PORT_
PROFILE

Cisco UCS Director Task Library Reference, Release 6.7
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Edit Hyper-V Standard Switch
Summary

Edit a standard switch on a Hyper-V host.
Description

This task edits a standard switch on a Hyper V host. This task is supported for the following versions of
SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the
action

Select Host

YhypervStandardSwitch
Identity

Select Standard Switch to perform
the action

Select Standard Switch

Ygen_text_inputNameName

gen_text_inputDescriptionDescription

Ygen_text_inputSpecify the switch typeType

YhypervHostAdapter
Identity

Select Host Network AdapterSelect Host Network
Adapter

gen_text_inputSelect this option to allow
management OS to access the
adapter

Allow Management OS to
share the adapter

gen_text_inputSelect this option to configure host
access VLAN

Configure host access
VLAN

YvlanIDVLAN IDVLAN ID

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

gen_text_inputVirtual Switch IdentityOUTPUT_STANDARD_SWITCH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Refresh Hyper-V Network Service
Summary

Refresh a Hyper-V network service.
Description

This task refreshes a network service. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervNetworkServiceIdentityList of Network ServicesSelect Network Service

Outputs

TypeDescriptionOutput

gen_text_inputNetwork Service IdentityOUTPUT_NETWORK_SERVICE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V IP Pool
Summary

Delete an IP Pool.
Description

This task deletes an IP pool. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervIpPoolIdentitySelect IP Pool to deleteIP Pool

gen_text_inputForcibly revokes Ip Addresses from
the Ip Pool before deleting it

Force revoke Ip
Addresses

Outputs

TypeDescriptionOutput

hypervIpPoolIdentityIP pool IdentityOUTPUT_IP_POOL_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V Logical Network from Host Adapter

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V Network Service
Summary

Remove a network service.
Description

This task removes a network service from VMM. This task is supported for the following version of
SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervNetworkServiceIdentityList of Network ServicesSelect Network Service

Outputs

TypeDescriptionOutput

gen_text_inputNetwork Service IdentityOUTPUT_NETWORK_SERVICE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V Uplink Port Profile From Logical Switch
Summary

Remove uplink port profiles from a logical switch.
Description

This task removes uplink port profiles from a logical switch. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervLogicalSwitchIdentitySelect a logical switchLogical Switch

YhypervUpLinkPortProfileIdentitySelect uplink port profilesUplink Port Profile

Outputs

TypeDescriptionOutput

hypervLogicalSwitchIdentityLogical Switch IdentityOUTPUT_LOGICAL_SWITCH_
IDENTITY

hypervUpLinkPortProfileSet
Identity

Uplink port profile Set IdentityOUTPUT_UPLINK_PORT_
PROFILE_SET

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V VM Subnet From VM Network
Summary

Remove a VM subnet From a VM network.
Description

This task removes a VM subnet from a VM network. It is only applicable to VM networks that use
Windows Network Virtualization. Only VM subnets managed by VMM can be removed using this task.
This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervVMNetworkIdentitySelect VM network to deleteVM Network

YhypervVMNetworkSubnetIdentitySelect a SubnetSubnet

Outputs

TypeDescriptionOutput

hypervVMNetworkSubnet
Identity

VM Network Subnet IdentityOUTPUT_VMNETWORK_
SUBNET_IDENTITY

hypervVMNetworkIdentityVM Network IdentityOUTPUT_VM_NETWORK_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V Virtual Network Adapter from Host Logical
Switch

Summary
Remove a virtual network adapter from a host logical switch.

Description
This task adds a virtual network adapter to a logical switch. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the
action

Select Host

YhypervStandardSwitch
Identity

Select Standard Switch to
perform the action

Select Logical Switch

YhypervVMNicIdentitySelect VM NicSelect Virtual Network
Adapter

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

hypervLogicalSwitchIdentityLogical Switch IdentityOUTPUT_LOGICAL_SWITCH_
IDENTITY

hypervVMNicIdentityVM Nic IdentityOUTPUT_VM_NIC_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V Virtual Port From Logical Switch
Summary

Remove a virtual port from a logical switch.
Description

This task removes a virtual port from a logical switch. This task is supported for the following versions
of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervVnaPortProfileSet
Identity

Select virtual port profile set
to delete

Virtual Port Profile Set

Outputs

TypeDescriptionOutput

hypervVnaPortProfileSet
Identity

Virtual network adapter port profile
set Identity

OUTPUT_VNA_PORT_
PROFILE_SET

Cisco UCS Director Task Library Reference, Release 6.7
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Update IP Address Reservation In Hyper-V IP Pool
Summary

Update an IP Address reservation in an IP pool.
Description

This task updates an IP address reservation in an IP pool. This task is supported for the following versions
of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountIdentitySelect name of the HyperV Cloud in
this system

SelectHyperVCloud

Ygen_text_inputEnter name of the Storage
Classification

Name

gen_text_inputEnter description of the Storage
Classification

Description

Outputs

TypeDescriptionOutput

gen_text_inputStorage Classification NameOUTPUT_STORAGE_
CLASSIFICATION_NAME

hypervStorageClassification
Identity

Storage Classification IdentityOUTPUT_STORAGE_
CLASSIFICATION_ID

Cisco UCS Director Task Library Reference, Release 6.7
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SCVMM 2012 SP1 Storage Tasks

This chapter contains the following sections:

• Add Hyper-V File Share to Cluster, on page 3052
• Add Hyper-V File Share to Host, on page 3053
• Add Hyper-V Storage Logical Unit to Cluster, on page 3054
• Add Hyper-V Storage Logical Unit to Host, on page 3055
• Add Hyper-V Storage Provider, on page 3056
• Add Hyper-V Storage to Host Group, on page 3057
• Convert Hyper-V Cluster to CSV, on page 3058
• Convert Hyper-V Volume to Available Storage, on page 3059
• Create Hyper-V File Share, on page 3060
• Create Hyper-V ISCSI Session to Storage Array, on page 3061
• Create Hyper-V Storage Classification, on page 3062
• Create Hyper-V Storage Logical Unit, on page 3063
• Delete Hyper-V Storage Classification, on page 3064
• Delete Hyper-V Storage Logical Unit, on page 3065
• Manage Hyper-V File Share, on page 3066
• Modify Hyper-V Storage Logical Unit, on page 3067
• Modify Hyper-V Storage Pool, on page 3068
• Refresh Hyper-V Storage Provider, on page 3069
• Remove Hyper-V File Share, on page 3070
• Remove Hyper-V File Share from Cluster, on page 3071
• Remove Hyper-V File Share from Host, on page 3072
• Remove Hyper-V Storage Logical Unit from Cluster, on page 3073
• Remove Hyper-V Storage Logical Unit from Host, on page 3074
• Remove Hyper-V Storage Provider, on page 3075
• Remove Hyper-V Storage from Host Group, on page 3076
• Repair Hyper-V Cluster File Share, on page 3077
• Repair Hyper-V Host File Share, on page 3078
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Add Hyper-V File Share to Cluster
Summary

Add a file share toa cluster.
Description

This task adds a file share to a cluster. Only managed file shares can be added to a cluster. This task is
supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervClusterIdentitySelect the cluster to perform the
action

Select Cluster

YhypervFileShareIdentitySelect the file share to addSelect File Share

hypervRunAsAccountIdentitySelect the Run As Account to
perform the operation

Select RunAs Account

Outputs

TypeDescriptionOutput

hypervClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

hypervFileShareIdentityFile Share IdentityOUTPUT_STORAGE_FILE_SHARE_
ID

hyperVDatastoreIdentityDatastore IdentityOUTPUT_DATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Add Hyper-V File Share to Host
Summary

Add a file share to a host.
Description

This task adds a file share to a host. Only managed file shares can be added to a host. This task is supported
for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the actionSelect Host

YhypervFileShareIdentitySelect the file share to addSelect File Share

hypervRunAsAccount
Identity

Select the Run As Account to
perform the operation

Select RunAsAccount

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

hypervFileShareIdentityFile Share IdentityOUTPUT_STORAGE_FILE_SHARE_
ID

hyperVDatastoreIdentityDatastore IdentityOUTPUT_DATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Add Hyper-V Storage Logical Unit to Cluster
Summary

Add a LUN to a cluster.
Description

This task adds a storage logical unit (LUN) to a cluster. This task is supported for the following versions
of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervClusterIdentitySelect the cluster to perform the
action

Select Cluster

YhypervStorageLUNIdentitySelect the lun to be addedSelect Lun

YhypervPartitionTypeCreate MBR or GPT PartitionPartition Style

YhypervFileSystemTypeSelect File SystemFile System

Ygen_text_inputEnter Volume LabelVolume Label

gen_text_inputQuick FormatQuick Format

gen_text_inputForce FormatForce Format

Outputs

TypeDescriptionOutput

hypervClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

hypervStorageLUNIdentityLUN IdentityOUTPUT_STORAGE_LUN_IDENTITY

hyperVDatastoreIdentityDatastore IdentityOUTPUT_DATASTORE_IDENTITY

gen_text_inputHost Volume IdentityOUTPUT_HOST_VOLUME_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Add Hyper-V Storage Logical Unit to Host
Summary

Add a LUN to a host.
Description

This task adds a storage logical unit (LUN) to a host. This task is supported for the following versions
of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the
action

Select Host

YhypervStorageLUNIdentitySelect the lun to be addedSelect Lun

YhypervPartitionTypeCreate MBR or GPT PartitionPartition Style

YhypervFileSystemTypeSelect File SystemFile System

Ygen_text_inputEnter Volume LabelVolume Label

gen_text_inputQuick FormatQuick Format

gen_text_inputForce FormatForce Format

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

hypervStorageLUNIdentityLUN IdentityOUTPUT_STORAGE_LUN_IDENTITY

hyperVDatastoreIdentityDatastore IdentityOUTPUT_DATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Add Hyper-V Storage Provider
Summary

Add a storage provider.
Description

This task adds a storage provider from the SCVMM. The following storage provider types are supported:

• SMB 3.0 File Share
• SMI-S CIMXML
• SMI-S WMI

This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervAccountIdentitySelect name of the HyperV Cloud in
this system

Select HyperV Cloud

Ygen_text_inputSelect the Storage Provider ProtocolSelect Storage Provider
Type

Ygen_text_inputSpecify the name of the Storage
Provider

Storage Provider Name

gen_text_inputSpecify the description of the Storage
Provider

Storage Provider
Description

Ygen_text_inputSpecify the FQDN or IP Address of
the Storage Provider

Provider Ip Address or
FQDN

gen_text_inputSpecify the FQDN or IP Address of
the Storage Provider

TCP/IP Port

gen_text_inputSpecify whether the Storage Provider
in untrusted Active Directory Domain

Storage Provider in
untrusted Active Directory
Domain

YhypervRunAsAccount
Identity

Select the Run As Account to perform
the operation

Select Run As Account

Outputs

TypeDescriptionOutput

hypervStorageProvider
Identity

Storage Provider IDOUTPUT_STORAGE_PROVIDER_
IDENTITY

gen_text_inputStorage Provider NameOUTPUT_STORAGE_PROVIDER_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Add Hyper-V Storage to Host Group
Summary

Add storage pools and LUNs to a host group.
Description

This task adds storage pools and storage logical units (LUNs) to a host group. This task is supported for
the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostGroupIdentitySelect the host groupSelect Host Group

Outputs

TypeDescriptionOutput

hypervHostGroupIdentityHost Group IdentityOUTPUT_HOST_GROUP_IDENTITY

hypervStorageLUNIdentityLUN IdentityOUTPUT_STORAGE_LUN_
IDENTITY

hypervStoragePoolIdentityStorage Pool IdentityOUTPUT_STORAGE_POOL_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Convert Hyper-V Cluster to CSV
Summary

Convert available storage to a cluster shared volume.
Description

This task converts available storage to a cluster shared volume. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervClusterIdentitySelect the cluster to perform the
action

Select Cluster

Ygen_text_inputSelect the volume to be added to the
cluster

Select Volume

Outputs

TypeDescriptionOutput

hypervClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

gen_text_inputHost Volume NameOUTPUT_HOST_VOLUME_NAME

gen_text_inputHost Volume IdentityOUTPUT_HOST_VOLUME_IDENTITY

hyperVDatastoreIdentityDatastore IdentityOUTPUT_DATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Convert Hyper-V Volume to Available Storage
Summary

Convert cluster shared volume to available storage volume.
Description

This task convert a cluster shared volume to an available storage volume. This task is supported for the
following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervClusterIdentitySelect the cluster to perform the
action

Select Cluster

Ygen_text_inputSelect the volume to be added to the
cluster

Select Volume

Outputs

TypeDescriptionOutput

hypervClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

gen_text_inputHost Volume NameOUTPUT_HOST_VOLUME_NAME

gen_text_inputHost Volume IdentityOUTPUT_HOST_VOLUME_IDENTITY

hyperVDatastoreIdentityDatastore IdentityOUTPUT_DATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V File Share
Summary

Create an SMB 3.0 File Share.
Description

This task creates an SMB 3.0 file share on a file server. This task is supported for the following versions
of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervFileServerIdentitySelect file serverSelect File Server

Ygen_text_inputEnter name of the File ShareName

gen_text_inputEnter description of the File ShareDescription

Ygen_text_inputEnter Local Path to be as File ShareLocal path

gen_text_inputSelect Continuously AvailableContinuously available

Outputs

TypeDescriptionOutput

hypervFileShareIdentityFile Share IdentityOUTPUT_STORAGE_FILE_SHARE_ID

gen_text_inputFile Share NameOUTPUT_STORAGE_FILE_SHARE_
NAME

gen_text_inputFile Server NameOUTPUT_STORAGE_FILE_SERVER_
NAME

hypervFileServerIdentityFile Server IdentityOUTPUT_STORAGE_FILE_SERVER_
ID

Cisco UCS Director Task Library Reference, Release 6.7
3060

SCVMM 2012 SP1 Storage Tasks
Create Hyper-V File Share



Create Hyper-V ISCSI Session to Storage Array
Summary

Create an iSCSI session to an array.
Description

This task creates an ISCSI session from a host to a cluster. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervStorageArrayIdentitySelect the Storage ArraySelect Storage Array

YhypervHostSelect the HostSelect Host

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

hypervStorageArrayIdentityStorage Array IdentityOUTPUT_STORAGE_ARRAY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V Storage Classification

Cisco UCS Director Task Library Reference, Release 6.7
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Create Hyper-V Storage Logical Unit
Summary

Create a storage logical unit (LUN).
Description

This task creates a storage logical unit (LUN) on a storage pool. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervStoragePoolIdentitySelect Storage PoolSelect Storage Pool

Ygen_text_inputEnter name of the LUNName

gen_text_inputEnter description of the LUNDescription

Ygen_text_inputEnter size in GBSize(GB)

YhypervLunProvisioningTypeCreate thin or fixed storage logical
unit with capacity committed on
demand

Provisioning Type

Outputs

TypeDescriptionOutput

gen_text_inputLUN NameOUTPUT_STORAGE_LUN_NAME

hypervStorageLUNIdentityLUN IdentityOUTPUT_STORAGE_LUN_IDENTITY

hypervStoragePoolIdentityStorage Pool IdentityOUTPUT_STORAGE_POOL_
IDENTITY

hypervStorageArrayIdentityStorage Array IdentityOUTPUT_STORAGE_ARRAY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3063

SCVMM 2012 SP1 Storage Tasks
Create Hyper-V Storage Logical Unit



Delete Hyper-V Storage Classification
Summary

Delete a storage classification.
Description

This task deletes a storage classification. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervStorageClassification
Identity

Select name of the HyperV
Storage Classification in this
system

Select Storage
Classification

Outputs

TypeDescriptionOutput

gen_text_inputStorage Classification NameOUTPUT_STORAGE_
CLASSIFICATION_NAME

hypervStorageClassification
Identity

Storage Classification IdentityOUTPUT_STORAGE_
CLASSIFICATION_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Hyper-V Storage Logical Unit
Summary

Delete a LUN from a storage pool.
Description

This task deletes a LUN from a storage pool. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervStorageLUNIdentitySelect LUNSelect LUN

Outputs

TypeDescriptionOutput

gen_text_inputLUN NameOUTPUT_STORAGE_LUN_NAME

hypervStorageLUNIdentityLUN IdentityOUTPUT_STORAGE_LUN_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Manage Hyper-V File Share
Summary

Manage an SMB 3.0 file share.
Description

This task manages an SMB 3.0 file share from a file server. File shares can be marked as managed or
unmanaged. Only Managed shares can be used by the SCVMM for placement. This task is supported
for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervFileShareIdentitySelect File ShareSelect File Share

gen_text_inputCheck/Uncheck to manage File
share by Virtual Machine
Manager

File share managed by
Virtual Machine Manager

Outputs

TypeDescriptionOutput

hypervFileShareIdentityFile Share IdentityOUTPUT_STORAGE_FILE_SHARE_ID

gen_text_inputFile Share NameOUTPUT_STORAGE_FILE_SHARE_
NAME

gen_text_inputFile Server NameOUTPUT_STORAGE_FILE_SERVER_
NAME

hypervFileServerIdentityFile Server IdentityOUTPUT_STORAGE_FILE_SERVER_
ID

Cisco UCS Director Task Library Reference, Release 6.7
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Modify Hyper-V Storage Logical Unit
Summary

Modify a LUN.
Description

This task modifies the properties of a storage logical unit (LUN). This task is supported for following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervStorage
LUNIdentity

Select Storage Logical Unit to be
modified

Select Storage Logical Unit

Ygen_text_inputSpecify the name of the Storage
Logical Unit

Storage Logical Unit Name

gen_text_inputSpecify the description of the
Storage Logical Unit

Storage Logical Unit
Description

Outputs

TypeDescriptionOutput

hypervStorageLUNIdentityLUN IdentityOUTPUT_STORAGE_LUN_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify Hyper-V Storage Pool
Summary

Modify a storage pool.
Description

This taskmodify the properties of a storage pool. This task is supported for following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervStoragePoolIdentitySelect Storage Pool to be modifiedSelect Storage Pool

Ygen_text_inputSpecify the name of the Storage
Pool

Storage Pool Name

gen_text_inputSpecify the description of the
Storage Pool

Storage Pool Description

YhypervStorage
ClassificationIdentity

Choose the classification to which
the Storage Pool must be assigned

Select Storage
Classification

Outputs

TypeDescriptionOutput

hypervStoragePoolIdentityStorage Pool IdentityOUTPUT_STORAGE_POOL_
IDENTITY

hypervStorageClassification
Identity

Storage Classification IdentityOUTPUT_STORAGE_
CLASSIFICATION_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Refresh Hyper-V Storage Provider
Summary

Refresh a storage provider.
Description

This task rescans and refreshes the selected storage provider. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YHYPERV_STORAGE_
PROVIDER_IDENTITY

List of Storage ProvidersSelect Storage
Provider

Outputs

TypeDescriptionOutput

hypervStorageProvider
Identity

Storage Provider IDOUTPUT_STORAGE_PROVIDER_
IDENTITY

gen_text_inputStorage Provider NameOUTPUT_STORAGE_PROVIDER_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V File Share
Summary

Delete an SMB 3.0 file share.
Description

This task deletes an SMB 3.0 file share from a file server. This task is supported for the following versions
of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervFileShareIdentitySelect File ShareSelect File Share

Outputs

TypeDescriptionOutput

gen_text_inputFile Share NameOUTPUT_STORAGE_FILE_SHARE_
NAME

hypervFileShareIdentityFile Share IdentityOUTPUT_STORAGE_FILE_SHARE_ID

gen_text_inputFile Server NameOUTPUT_STORAGE_FILE_SERVER_
NAME

hypervFileServerIdentityFile Server IdentityOUTPUT_STORAGE_FILE_SERVER_
ID

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V File Share from Cluster
Summary

Remove a file share from a cluster.
Description

This task removes a file share from a cluster. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervClusterIdentitySelect the cluster to perform the
action

Select Cluster

YhypervFileShareIdentitySelect the file share to removeSelect File Share

gen_text_inputSpecify whether the permissions
should be removed from the file share

Remove Permissions
from Share

Outputs

TypeDescriptionOutput

hypervClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

hypervFileShareIdentityFile Share IdentityOUTPUT_STORAGE_FILE_SHARE_
ID

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V File Share from Host
Summary

Remove afile share froma host.
Description

This task removes a file share from a host. This task is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the actionSelect Host

YhypervFileShareIdentitySelect the file share to removeSelect File Share

gen_text_inputSpecify whether the permissions
should be removed from the file share

Remove Permissions
from Share

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

hypervFileShareIdentityFile Share IdentityOUTPUT_STORAGE_FILE_SHARE_
ID

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V Storage Logical Unit from Cluster
Summary

Remove a LUN from a cluster.
Description

This task removes a storage logical unit (LUN) from a cluster. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervClusterIdentitySelect the cluster to perform the
action

Select Cluster

YhypervStorageLUNIdentitySelect the volume to be removedSelect Available
Storage

Outputs

TypeDescriptionOutput

hypervClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

hypervStorageLUNIdentityLUN IdentityOUTPUT_STORAGE_LUN_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V Storage Logical Unit from Host
Summary

Remove a storage logical unit from a host.
Description

This task removes a storage logical unit (LUN) from a host. This task is supported for the following
versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the host to perform the
action

Select Host

YhypervStorageLUNIdentitySelect the disk to be removedSelect Host Disk

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

hypervStorageLUNIdentityLUN IdentityOUTPUT_STORAGE_LUN_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V Storage Provider
Summary

Remove a storage provider.
Description

This task removes any storage provider from the SCVMM. Applications and data present on them is
undisturbed. This task is only supported for following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YHYPERV_STORAGE_
PROVIDER_IDENTITY

Remove Storage ProviderSelect Storage
Provider

Outputs

TypeDescriptionOutput

hypervStorageProvider
Identity

Storage Provider IDOUTPUT_STORAGE_PROVIDER_
IDENTITY

gen_text_inputStorage Provider NameOUTPUT_STORAGE_PROVIDER_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Hyper-V Storage from Host Group
Summary

Detach storage pools and LUNs from a host group.
Description

This task detaches storage pools and storage logical units (LUNs) from a host group. This task is supported
for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostGroupIdentitySelect the host groupSelect Host Group

Outputs

TypeDescriptionOutput

hypervHostGroupIdentityHost Group IdentityOUTPUT_HOST_GROUP_IDENTITY

hypervStorageLUNIdentityLUN IdentityOUTPUT_STORAGE_LUN_
IDENTITY

hypervStoragePoolIdentityStorage Pool IdentityOUTPUT_STORAGE_POOL_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Repair Hyper-V Cluster File Share
Summary

Repaira Hyper-V cluster file Share.
Description

This task repairs a file share connected to a cluster. Only managed file shares can be repaired. This task
is supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervClusterIdentitySelect the Cluster to perform the
action

Select Cluster

YhypervFileShareIdentitySelect the file share to repairSelect File Share

Outputs

TypeDescriptionOutput

hypervClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

hypervFileShareIdentityFile Share IdentityOUTPUT_STORAGE_FILE_SHARE_
ID

hyperVDatastoreIdentityDatastore IdentityOUTPUT_DATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Repair Hyper-V Host File Share
Summary

Repair a host file share.
Description

This task repairs a file share connected to a host. Only managed file shares can be repaired. This task is
supported for the following versions of SCVMM:

• SCVMM 2012 R2

Inputs

MandatoryMappable To TypeDescriptionInput

YhypervHostSelect the Host to perform the
action

Select Host

YhypervFileShareIdentitySelect the file share to repairSelect File Share

Outputs

TypeDescriptionOutput

hypervHostHost IdentityOUTPUT_HOST_IDENTITY

hypervFileShareIdentityFile Share IdentityOUTPUT_STORAGE_FILE_SHARE_
ID

hyperVDatastoreIdentityDatastore IdentityOUTPUT_DATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Server Tasks

This chapter contains the following sections:

• AddCIMCDeviceDiscoveryProfile, on page 3081
• AllRackServerAssetTagForm, on page 3082
• AllRackServerFrontLocatorLEDForm, on page 3083
• AllRackServerHardResetForm, on page 3084
• AllRackServerLocatorLEDForm, on page 3085
• AllRackServerPowerCycleForm, on page 3086
• AllRackServerPowerOffForm, on page 3087
• AllRackServerPowerOnForm, on page 3088
• AllRackServerRebootCMCForm, on page 3089
• AllRackServerRebootForm, on page 3090
• AllRackServerSetDescriptionOnCIMCServerForm, on page 3091
• AllRackServerShutDownForm, on page 3092
• AssignRackGroup, on page 3093
• CIMCAddTagsForm, on page 3094
• CIMCClearTechSupport, on page 3095
• CIMCDeleteTagsForm, on page 3096
• CIMCDiscoveryProfileDeleteFormImpl, on page 3097
• CIMCManageHCLProfileConfigImpl, on page 3098
• CIMCModifyHCLProfileConfigImpl, on page 3099
• CIMCRackGroup, on page 3100
• CIMCTechLogSupportForm, on page 3101
• CreateCIMCDiagnosticsProfile, on page 3102
• CreateCIMCInfraAccount, on page 3103
• CreateRackGroup, on page 3104
• DeleteCIMCDiagnosticsProfile, on page 3105
• DeleteHostImageCIMCServerForm, on page 3106
• DeleteOSTagForHCR, on page 3107
• DeleteRackAccountsForm, on page 3108
• DeleteServerDiagnosticsReport, on page 3109
• HCLProfile, on page 3110
• ImportRackServers, on page 3111
• ManagedOSTagForHCR, on page 3112

Cisco UCS Director Task Library Reference, Release 6.7
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• MapHostImageCIMCServerForm, on page 3113
• ModifyCIMCDeviceDiscoveryProfile, on page 3114
• ModifyCIMCDiagnosticsProfile, on page 3115
• ModifyCIMCInfraAccount, on page 3116
• ModifyRackGroup, on page 3117
• RunInventory, on page 3118
• RunServerDiagnostics, on page 3119
• RunServerDiscovery, on page 3120
• SetRackServersPropertiesAPI, on page 3121
• TestConnection, on page 3122
• UnMapHostImageCIMCServerForm, on page 3123
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AddCIMCDeviceDiscoveryProfile
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

YProfile Name

YSelect Option

YIP Address List

YStarting IP Address

YEnding IP Address

YNetwork Address

YSubnet Mask

YSelect IPAddress CSVFile

Sample CSV File

Select if you want to use
policy to give the
credentials.

Use Credential Policy

YCredential Policy

YUsername

YPassword

Protocol

YPort

Description

Contact

Location

Rack Group

Outputs

No Outputs
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AllRackServerAssetTagForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Set Asset Tag to

gen_text_inputSelect Server

gen_text_inputSelect Chassis

Asset Tag

Outputs

No Outputs
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AllRackServerFrontLocatorLEDForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer KeySelect Chassis

Turn the Front Locator LED for
selected chassis on/off

Outputs

No Outputs
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AllRackServerHardResetForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer KeySelect Server(s)

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3084

Server Tasks
AllRackServerHardResetForm



AllRackServerLocatorLEDForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer KeySelect Server(s)

Turn the Locater Led for selected
servers on/off

Outputs

No Outputs
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AllRackServerPowerCycleForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer KeySelect Server(s)

Outputs

No Outputs
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AllRackServerPowerOffForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer KeySelect Server(s)

Outputs

No Outputs
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AllRackServerPowerOnForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer KeySelect Server(s)

Outputs

No Outputs
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AllRackServerRebootCMCForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_input

Outputs

No Outputs
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AllRackServerRebootForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_input

Outputs

No Outputs
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AllRackServerSetDescriptionOnCIMCServerForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer KeySelect Server

YEnter new Label

Outputs

No Outputs
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AllRackServerShutDownForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer KeySelect Server(s)

Outputs

No Outputs
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AssignRackGroup
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect Rack Account to assign
Rack Group

Account Name

YRack Group

Outputs

No Outputs
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CIMCAddTagsForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Physical Compute Type

Ygen_text_input

Ygen_text_input

Y

Outputs

No Outputs
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CIMCClearTechSupport
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YTech Support

Outputs

No Outputs
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CIMCDeleteTagsForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Physical Compute Type

Ygen_text_input

Ygen_text_input

Y

Outputs

No Outputs
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CIMCDiscoveryProfileDeleteFormImpl
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_input

Outputs

No Outputs
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CIMCManageHCLProfileConfigImpl
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

YServer(s):

Outputs

No Outputs
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CIMCModifyHCLProfileConfigImpl
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

YServer(s):

Outputs

No Outputs
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CIMCRackGroup
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_input

gen_text_input

Outputs

No Outputs
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CIMCTechLogSupportForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputRack ServersRack Servers

YDestination Type

YSelect Option

YServer IP/Host name

YPath and File name

YUsername

YPassword

Outputs

No Outputs
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CreateCIMCDiagnosticsProfile
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YProfile Name

ISO Share Type

YISO Share IP

YISO Share Path

Username

Password

YSelect SCU image fileSCU Image

Outputs

No Outputs
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CreateCIMCInfraAccount
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect one or more accounts to delete.Accounts

Outputs

No Outputs
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CreateRackGroup
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YRack Group NameRack Group Name

Rack Group DescriptionRack Group Description

Outputs

No Outputs
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DeleteCIMCDiagnosticsProfile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect one or more profile(s) to
delete.

Accounts

Outputs

No Outputs
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DeleteHostImageCIMCServerForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer KeySelect Server

YEnter image name(s) which need to
be deleted

Outputs

No Outputs
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DeleteOSTagForHCR
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Delete OS Tag from

YServerGroups

Outputs

No Outputs
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DeleteRackAccountsForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect one or more accounts to delete.Accounts

Outputs

No Outputs
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DeleteServerDiagnosticsReport
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_input

Outputs

No Outputs
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HCLProfile
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Y

Outputs

No Outputs
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ImportRackServers
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YDiscovered Devices

User Prefix

Outputs

No Outputs
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ManagedOSTagForHCR
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Set OS Tag to

YServerGroups

YOperating System

YOperating System Version

Outputs

No Outputs
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MapHostImageCIMCServerForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer KeySelect Server

YEnter image namewhich need to be
mapped

Outputs

No Outputs
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ModifyCIMCDeviceDiscoveryProfile
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

YProfile Name

YSelect Option

YIP Address List

YStarting IP Address

YEnding IP Address

YNetwork Address

YSubnet Mask

YSelect IPAddress CSVFile

Sample CSV File

Select if you want to use
policy to give the
credentials.

Use Credential Policy

YCredential Policy

YUsername

YPassword

Protocol

YPort

Description

Contact

Location

Rack Group

Outputs

No Outputs
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ModifyCIMCDiagnosticsProfile
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YProfile Name

ISO Share Type

YISO Share IP

YISO Share Path

Username

Password

YSelect SCU image fileSCU Image

Outputs

No Outputs
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ModifyCIMCInfraAccount
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YSelect one or more accounts to delete.Accounts

Outputs

No Outputs
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ModifyRackGroup
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YRack Group NameRack Group Name

Rack Group DescriptionRack Group Description

Outputs

No Outputs
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RunInventory
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Run Inventory on

YRack Groups

Outputs

No Outputs
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RunServerDiagnostics
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YSelect Profile

YServers

Note: Running Diagnostics on servers will cause
them to reboot and result in a downtime of the
hosts.

Outputs

No Outputs
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RunServerDiscovery
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

YSelect configuration file to
discover the devices.

Select Config Profile

YEnableEnable

YSchedule Name

Outputs

No Outputs
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SetRackServersPropertiesAPI
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Discovered Devices

Description

Contact

Location

YRack Group

Outputs

No Outputs
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TestConnection
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect Rack Account to test
connection.

Account Names

Outputs

No Outputs
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UnMapHostImageCIMCServerForm
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer KeySelect Server

Outputs

No Outputs
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Service Container Tasks

This chapter contains the following sections:

• APIC Container Function Profile Lookup, on page 3127
• APIC Container L4-L7 Service Info Wrapper, on page 3128
• APIC Container Resource Lookup, on page 3133
• APIC Reterive Secondary Container, on page 3134
• Add Disk To BMWrapper, on page 3135
• Allocate APIC Container Resources, on page 3137
• Allocate APIC Container Resources HyperV, on page 3138
• Allocate Additional APIC Container VM Resources, on page 3139
• Allocate Additional Container VM Resources, on page 3140
• Allocate Container VM Resources, on page 3141
• Allocate Network Resource, on page 3142
• Allocate Network To Tiers, on page 3143
• Assign Resource Limits to Container, on page 3144
• Attach LB To APIC Container, on page 3145
• Configure APIC Container L4-L7 Services, on page 3146
• Container VM Action, on page 3147
• Container VMs Action, on page 3148
• Create APIC Container Contracts, on page 3149
• Create Container, on page 3150
• De Allocate APIC Container Resources HyperV, on page 3151
• De Provision APIC Container - Network, on page 3152
• De Provision APIC Container - VM, on page 3153
• De Provision Container - Network, on page 3154
• De Provision Container - VM, on page 3155
• DeAllocate APIC Container Resources, on page 3156
• DeAllocate Network Resource, on page 3157
• Deallocate Additional APIC Container VM Resources, on page 3158
• Delete APIC Container Contracts, on page 3159
• Delete APIC Container L4-L7 Service Setup Info, on page 3160
• Delete APIC Container L4-L7 Setup Info, on page 3161
• Delete APIC Container Network Resource, on page 3162
• Delete APIC Container Private Network LB Info, on page 3163
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• Delete Application Container, on page 3164
• Delete Container, on page 3165
• Delete Disk From BMWrapper, on page 3166
• Deploy ASAv VM from OVF, on page 3167
• Detach LB from APIC Container, on page 3169
• Get APIC Container L4-L7 Info, on page 3170
• Get APIC Container Tier Data, on page 3171
• HyperV Container VMDeployment Request Reader, on page 3173
• Initiate APIC Container BM Provisioning, on page 3175
• Modify Cost Model of Container, on page 3176
• Persist APIC Container L4-L7 Info, on page 3177
• Persist APIC Container L4-L7 Service Info, on page 3178
• Persist APIC Container Private Network LB Info, on page 3180
• Persist Disk Details, on page 3181
• Persist HyperV Container VMDeployment Result, on page 3182
• Provision APIC Container Network, on page 3183
• Provision APIC Container VMs, on page 3184
• Provision Container - Network, on page 3185
• Provision Container - VM, on page 3186
• Re-Sync Container VMs, on page 3187
• Release APIC Container Network Connection, on page 3188
• Remove Container ASA Gateway, on page 3189
• Remove Container Reserved Firewall, on page 3190
• Rename APIC Container VMs, on page 3191
• SCP File to VPX, on page 3192
• Send Container Email, on page 3193
• Service Container Firewall Actions Wrapper, on page 3194
• Setup APIC Container Network Connection, on page 3196
• Setup Container ASA Gateway, on page 3197
• Setup Container F5 Load Balancer, on page 3198
• Setup Container Gateway, on page 3199
• Update Container Limits, on page 3200
• Update Container Parameters, on page 3201
• Update Servers To LB Farm Wrapper, on page 3202
• Verify Container Resource Limits, on page 3203
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APIC Container Function Profile Lookup
Summary

Output Function Profile Identity from container
Description

This task outputs tenant function profile identity from container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

TypeDescriptionOutput

ApicDeviceTenantIdentityAPIC Container Tenant IDOUTPUT_CONTAINER_TENANT_
ID

gen_text_inputApplication Container Group IDOUTPUT_CONTAINER_GROUPID

gen_text_inputApplication Container NameOUTPUT_CONTAINER_NAME

ApicTenantFunctionProfile
Identity

Tenant Function Profile IdentityFUNCTION_PROFILE_IDENTITY
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APIC Container L4-L7 Service Info Wrapper
Summary

Output APIC Container L4-L7 Service Information
Description

This task outputs APIC Container L4-L7 Service information.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputTier 1Tier 1

gen_text_inputTier 2Tier 2

Ygen_text_inputService TypeService Type

Ygen_text_inputService Chain FlagService Chain Flag

Ygen_text_inputService Chain TypeService Chain Type

gen_text_inputService NameService Name

gen_text_inputSSL Enabled FlagSSL Enabled Flag

Outputs

TypeDescriptionOutput

gen_text_inputContainer NameOUTPUT_CONTAINER_NAME

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY

gen_text_inputAPIC Tenant Device ClusterTENANT_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterIdentity

APIC Tenant Device Cluster
Identity

TENANT_DEVICE_CLUSTER_
IDENTITY

ApicDeviceTenantPackage
Identity

APIC Tenant Device Package
Identity

DEVICE_PACKAGE_IDENTITY

gen_text_inputL4-L7 Device Management IPOUTPUT_L4L7_MGMT_IP

gen_text_inputAPIC Tenant Device ClusterPORT

gen_text_inputAPIC Tenant Device ClusterSEC_PORT

ApicDomainProfileIdentityAPIC Device Domain Profile
Identity

OUTPUT_APIC_DEVICE_SEC_
DOMAIN_PROFILE_IDENTITY

gen_text_inputContext AwareOUTPUT_CONTEXT_AWARE

gen_text_inputL4L7 Cluster IPOUTPUT_L4L7_CLUSTER_IP

gen_text_inputAdmin UsernameOUTPUT_ADMIN_USERNAME

passwordAdmin PasswordOUTPUT_ADMIN_PASSWORD

gen_text_inputConcrete Secondary InterfaceOUTPUT_SEC_INTERFACE_NAME
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TypeDescriptionOutput

gen_text_inputAPIC Entity UsernameOUTPUT_APIC_ENTITY_
USERNAME

passwordAPIC Entity PasswordOUTPUT_APIC_ENTITY_
PASSWORD

gen_text_inputL4-L7 Secondary Device
Management IP

OUTPUT_L4L7_SEC_MGMT_IP

gen_text_inputAPIC Tenant Device Cluster
Concrete Device Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_DEVICE

ApicDomainProfileIdentityAPIC Device Domain Profile
Identity

OUTPUT_APIC_DEVICE_DOMAIN_
PROFILE_IDENTITY

gen_text_inputL4-L7 Service TypeOUTPUT_L4L7_SERVICE_TYPE

ApicDeviceClusterTypeL4-L7 Device TypeOUTPUT_L4L7_DEVICE_TYPE

gen_text_inputL4-L7 VM NameOUTPUT_L4L7_VM_NAME

gen_text_inputL4-L7 Secondary VM NameOUTPUT_L4L7_SEC_VM_NAME

gen_text_inputL4-L7 VM IDOUTPUT_L4L7_VM_ID

gen_text_inputL4-L7 Secondary VM IDOUTPUT_L4L7_SEC_VM_ID

gen_text_inputL4-L7 VCenter NameOUTPUT_L4L7_VCENTER_NAME

gen_text_inputAPIC Container Tier ListOUTPUT_APIC_CONTAINER_TIER_
LIST

ApicDeviceStaticPath
Identity

APIC Tenant Concrete Interfaces
Static Path Identity

TENANT_DEVICE_CLUSTER_
CONCRETE_INTERFACE_STATIC_
PATH_IDENTITY

ApicL4L7ServiceGraph
APICASAFunctionProfile
Identity

APIC Service Graph ASA
Function Profile Identity

OUTPUT_SERVICE_GRAPH_ASA_
FUNCTION_PROFILE_IDENTITY

gen_text_inputLoad Balancer ServicesOUTPUT_LOAD_BALANCER_
SERVICES

gen_text_inputService GraphSERVICE_GRAPH

ApicDeviceTenantFilter
Identity

Tenant Filter IdentityTENANT_FILTER_IDENTITY

ApicDeviceTenantContract
Identity

APIC Tenant Contract IdentityTENANT_CONTRACT_IDENTITY

ApicTenantContractSubject
Identity

Contract Subject IdentityTENANT_CONTRACT_SUBJECT_
IDENTITY

ApicDeviceTenantBridge
DomainIdentity

APIC Container Tier 1 BD
Identity

OUTPUT_L4L7_TIER1_BRIDGE_
DOMAIN_IDENTITY

ApicDeviceTenantBridge
DomainIdentity

APIC Container Tier 1 BD
Identity

OUTPUT_L4L7_TIER2_BRIDGE_
DOMAIN_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3129

Service Container Tasks
APIC Container L4-L7 Service Info Wrapper



TypeDescriptionOutput

ApicDeviceTenant
EPGIdentity

L4L7 Provider EPG IdentityOUTPUT_L4L7_PROVIDER_EPG_
IDENTITY

ApicDeviceTenant
EPGIdentity

L4L7 Consumer EPG IdentityOUTPUT_L4L7_CONSUMER_EPG_
IDENTITY

gen_text_inputLoad Balancer External IPOUTPUT_LB_EXTERNAL_IP

gen_text_inputLoad Balancer External IPMaskOUTPUT_LB_EXTERNAL_IP_
MASK

gen_text_inputLoad Balancer Internal IPOUTPUT_LB_INTERNAL_IP

gen_text_inputLoad Balancer Internal IP MaskOUTPUT_LB_INTERNAL_IP_MASK

gen_text_inputLoad Balancer Infra IPOUTPUT_LB_INFRA_IP

gen_text_inputLoad Balancer Infra IP MaskOUTPUT_LB_INFRA_IP_MASK

gen_text_inputInfra Tier NameOUTPUT_INFRA_TIER_NAME

gen_text_inputLoad Balancer Virtual IPOUTPUT_LB_VIP

gen_text_inputL4L7 Service Graph Function
Node Identity

OUTPUT_L4L7WRAPPER_
CREATE_DEVICE_CLUSTER

ApicDeviceTenantDevice
ClusterInterfaceIdentity

L4L7 Device Cluster Inside
Interface Identity

OUTPUT_L4L7_INSIDE_
INTERFACE_IDENTITY

ApicDeviceTenantDevice
ClusterInterfaceIdentity

L4L7 Device Cluster Outside
Interface Identity

OUTPUT_L4L7_OUTSIDE_
INTERFACE_IDENTITY

ApicTenantServiceGraph
FunctionNodeIdentity

L4L7 Service Graph Function
Node Identity

OUTPUT_L4L7_SERVICE_GRAPH_
FUNCTION_NODE_IDENTITY

ApicL4L7ServiceGraph
FunctionProfileIdentity

Load Balancer Function Profile
Identity

OUTPUT_LB_FUNCTION_
PROFILE_IDENTITY

gen_text_inputASAv Management Port GroupOUTPUT_ASAV_MGMT_
PORTGROUP

IPPoolPolicyASAv Management IP PoolOUTPUT_ASAV_MGMT_IPPOOL

IPPoolPolicyASAv Regular HA IP PoolOUTPUT_ASAV_HA_IPPOOL

IPPoolPolicyASAv Stateful HA IP PoolOUTPUT_ASAV_HA_LINK_IPPOOL

BooleanASAv HA Mode FlagOUTPUT_ASAV_HA_MODE

gen_text_inputASAv HA Stateful
Flag(enable/disable)

OUTPUT_ASAV_HA_TYPE

BooleanLB HA Mode FlagOUTPUT_LB_HA_MODE

gen_text_inputASAv Deployment PolicyOUTPUT_ASAV_DEPLOYMENT_
POLICY

gen_text_inputEnable Network ManagementOUTPUT_ENABLE_NETWORK_
MANAGEMENT

gen_text_inputL4L7 Deploy ASAv FlagOUTPUT_L4L7_DEPLOY_ASAV
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TypeDescriptionOutput

gen_text_inputLoad balancer service
requirement Flag

OUTPUT_L4L7_CONFIGURE_LB

gen_text_inputL4L7 Service Tier 1OUTPUT_L4L7_TIER1

gen_text_inputL4L7 Service Tier 2OUTPUT_L4L7_TIER2

gen_text_inputL4L7 Tier 1 Gateway IP and
Mask

OUTPUT_L4L7_TIER1_GATEWAY_
IP_MASK

gen_text_inputL4L7 Tier 2 Gateway IP and
Mask

OUTPUT_L4L7_TIER2_GATEWAY_
IP_MASK

gen_text_inputL4L7 Infra Tier Gateway IP and
Mask

OUTPUT_L4L7_INFRA_TIER_
GATEWAY_IP_MASK

gen_text_inputL4-L7 Transparent ModeOUTPUT_L4L7_TRANSPARENT_
MODE

ApicDeviceTenantBridge
DomainIdentity

L4-L7 Bridge Domain IdentityOUTPUT_L4L7_BRIDGE_DOMAIN_
IDENTITY

ApicDeviceTenantService
GraphIdentity

L4-L7 Service Graph IdentityOUTPUT_L4L7_SERVICE_GRAPH_
IDENTITY

ApicTenantL4L7Service
GraphNodeIdentity

L4-L7 Service Graph Node
Identity

OUTPUT_L4L7_SERVICE_GRAPH_
NODE_IDENTITY

ApicDeviceTenantContract
Identity

L4-L7 Contract IdentityOUTPUT_L4L7_CONTRACT_
IDENTITY

gen_text_inputL4-L7 Service ChainingOUTPUT_L4L7_SERVICE_
CHAINING

ApicDeviceTenantLogical
DeviceContextIdentity

L4-L7 Logical Device Context
Identity

OUTPUT_L4L7_LOGICAL_DEVICE_
CONTEXT_IDENTITY

ApicDeviceTenantDevice
ClusterInterfaceIdentity

L4-L7 Device Cluster Interface
1 Identity

OUTPUT_L4L7_DEVICE_
CLUSTER_INTERFACE1

ApicDeviceTenantDevice
ClusterInterfaceIdentity

L4-L7 Device Cluster Interface
2 Identity

OUTPUT_L4L7_DEVICE_
CLUSTER_INTERFACE2

ApicTenantContractSubject
Identity

L4-L7 Contract Subject IdentityOUTPUT_L4L7_CONTRACT_
SUBJECT_IDENTITY

ApicDeviceTenantFilter
Identity

L4-L7 Value1OUTPUT_L4L7_VALUE1

gen_text_inputL4-L7 Value2OUTPUT_L4L7_VALUE2

gen_text_inputL4-L7 Value3OUTPUT_L4L7_VALUE3

gen_text_inputL3/L2 Out SelectionOUTPUT_L2L3_OPTION

gen_text_inputSingle Arm/Two Arm Mode for
LB

OUTPUT_LB_MODE

ApicDeviceTenantDevice
ClusterInterfaceIdentity

L4L7 Device Cluster Infra
Interface Identity

OUTPUT_L4L7_INFRA_
INTERFACE_IDENTITY
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TypeDescriptionOutput

gen_text_inputOutput Tier 1 Network IPOUTPUT_TIER1_NETWORK_IP

gen_text_inputIs Tier1 is External NetworkOUTPUT_IS_TIER1_EXTERNAL

gen_text_inputConcrete InterfaceOUTPUT_INTERFACE_NAME

gen_text_inputAPIC L4L7 Subnet Gateway IPOUTPUT_APIC_L4L7_SUBNET_
GATEWAY_IP

gen_text_inputAPIC L4L7 Subnet Gateway
Prefix

OUTPUT_APIC_L4L7_SUBNET_
PREFIX

gen_text_inputAPIC L4L7 Service IP Subnet
Policy

OUTPUT_APIC_L4L7_SUBNET_
POLICY

gen_text_inputAPIC L4L7 Subnet IDOUTPUT_APIC_L4L7_SUBNET_ID

gen_text_inputL4L7 Physical LoadBalancer IPsOUTPUT_L4L7_USED_PHYSICAL_
LB

gen_text_inputAPIC Entity Secondary
Username

OUTPUT_APIC_ENTITY_SEC_
USERNAME

passwordAPIC Entity Secondary
Password

OUTPUT_APIC_ENTITY_SEC_
PASSWORD

gen_text_inputAPIC Entity SecondaryGatewayOUTPUT_APIC_ENTITY_SEC_
GATEWAY

gen_text_inputAPIC Entity GatewayOUTPUT_APIC_ENTITY_
GATEWAY

ApicDeviceStaticPath
Identity

APIC Tenant Second Concrete
Interfaces Static Path Identity

TENANT_DEVICE_CLUSTER_SEC_
CONCRETE_INTERFACE_STATIC_
PATH_IDENTITY

gen_text_inputPrivate Network NameOUTPUT_PRIVATE_NETWORK_
NAME

gen_text_inputPC Member InterfacesOUTPUT_PC_MEMBER_
INTERFACES

gen_text_inputChannel Group IDOUTPUT_CHANNEL_GROUP_ID
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APIC Container Resource Lookup
Summary

APIC Container Resource Lookup
Description

(Topology Specific Task)This task outputs APIC Container resource information.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

TypeDescriptionOutput

ApicDeviceTenant
Identity

APIC Container Tenant IDOUTPUT_CONTAINER_TENANT_
ID

gen_text_inputApplication Container Group IDOUTPUT_CONTAINER_GROUPID

gen_text_inputApplication Container NameOUTPUT_CONTAINER_NAME

gen_text_inputApplication Container Tier ListOUTPUT_APIC_CONTAINER_TIER_
LIST

gen_text_inputApplication Container L4L7
Definition Count

OUTPUT_APIC_CONTAINER_
L4L7DEF_COUNT

gen_text_inputEnable Network ManagementOUTPUT_ENABLE_NETWORK_
MANAGEMENT

gen_text_inputContainer required L4-L7 ServicesOUTPUT_L4L7_REQUIRED_
SERVICES

gen_text_inputFlag for whether to configure L4-L7
Services

OUTPUT_FLAG_L4L7_REQUIRED

gen_text_inputFlag for whether to configure
Disaster Recovery

OUTPUT_FLAG_DR_REQUIRED

gen_text_inputPrivate Network NamesOUTPUT_PRIVATE_NETWORK_
NAMES
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APIC Reterive Secondary Container
Summary

Output secondary container Id
Description

This task outputs secondary container id from primary container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect Primary container
instance

Primary Container

Outputs

TypeDescriptionOutput

ServiceContainerApplication Container IDOUTPUT_CONTAINER_ID

BooleanIF DR Enabled on Application
Container

OUTPUT_DR_ENABLED
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Add Disk To BM Wrapper
Summary

Add Disk To BMWrapper
Description

This task outputs Bare Metal information.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

YBareMetal NameAPIC BMBM Name

Ygen_text_inputDisk SizeDisk Size

Outputs

TypeDescriptionOutput

gen_text_inputApplication Container NameOUTPUT_CONTAINER_NAME

userGroupContainer GroupOUTPUT_CONTAINER_GROUP

emcStorageGroupIdentityStorage Group IdentityOUTPUT_STORAGE_GROUP_
IDENTITY

gen_text_inputService Profile Name PrefixUCS_SP_NAME_PREFIX

gen_text_inputHOST NAMEBM_HOSTNAME

IPPoolPolicyIP_POOL_POLICY provided
during the onboarding operation
was performed

IP_POOL_POLICY

gen_text_inputStorage Account Name selected
for Tenant Onboarding

STORAGE_ACCOUNT_NAME

EMC_AccountIdentityStorage Account IdentityOUTPUT_STORAGE_ACCOUNT_
IDENTITY

gen_text_inputStorage Account TypeOUTPUT_STORAGE_ACCOUNT_
TYPE

emcStoragePoolType
Selector

Storage Pool TypeOUTPUT_STORAGE_POOL_TYPE

emcBlockStoragePool
Identity

Storage Pool IdentityOUTPUT_STORAGE_POOL_
IDENTITY

gen_text_inputRaid Group Raid TypeOUTPUT_RAID_GROUP_RAID_
TYPE

emcRAIDGroupIdentityRAID Group IdentityOUTPUT_RAID_GROUP_
IDENTITY

GENERIC_FC_ADAPTER_
LIST

Generic Storage FC Adapter ListOUTPUT_VNX_ZONE_PORT1
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TypeDescriptionOutput

GENERIC_FC_ADAPTER_
LIST

Generic Storage FC Adapter ListOUTPUT_VNX_ZONE_PORT2

gen_text_inputGeneric Storage FC Adapter
WWPN

OUTPUT_VNX_ZONE_PORT1_
WWPN

gen_text_inputGeneric Storage FC Adapter
WWPN

OUTPUT_VNX_ZONE_PORT2_
WWPN

emcSPPortIdentityEMC VNX SP Port IdentityOUTPUT_VNX_HOST_PORT1

emcSPPortIdentityEMC VNX SP Port IdentityOUTPUT_VNX_HOST_PORT2

infraNetCiscoSanDevice
Identity

OUTPUT_MDS_IDENTITY1

Cisco UCS Director Task Library Reference, Release 6.7
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Allocate APIC Container Resources
Summary

Allocate APIC Container Resources
Description

This task allocates resources required for APICContainer virtual machines and bare metals provisioning.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputASAv Deployment OptionASAvDeployment Option

gen_text_inputVPX vCPU CountVPX vCPU Count

gen_text_inputVPX MemoryVPX Memory

vmwareResourcePoolIdentitySelect Resource PoolResource Pool

Outputs

TypeDescriptionOutput

ApicDeviceTenant
Identity

APIC Container Tenant IDOUTPUT_CONTAINER_TENANT_
ID

gen_text_inputApplication Container Group IDOUTPUT_CONTAINER_GROUPID

gen_text_inputApplication Container NameOUTPUT_CONTAINER_NAME

gen_text_inputApplication Container Tier ListOUTPUT_APIC_CONTAINER_
TIER_LIST

gen_text_inputApplication Container L4L7
Definition Count

OUTPUT_APIC_CONTAINER_
L4L7DEF_COUNT

gen_text_inputEnable Network ManagementOUTPUT_ENABLE_NETWORK_
MANAGEMENT

gen_text_inputContainer required L4-L7 ServicesOUTPUT_L4L7_REQUIRED_
SERVICES

gen_text_inputFlag for whether to configure
L4-L7 Services

OUTPUT_FLAG_L4L7_REQUIRED

gen_text_inputFlag for whether to configure
Disaster Recovery

OUTPUT_FLAG_DR_REQUIRED

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_IDENTITY

gen_text_inputPrivate Network NameOUTPUT_PRIVATE_NETWORK_
NAME
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Allocate APIC Container Resources HyperV
Summary

Allocate APIC Container Resources for HyperV
Description

This task allocates HyperV APIC Container resources.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

TypeDescriptionOutput

ServiceContainerApplication Container IDOUTPUT_CONTAINER_ID

gen_text_inputVM Provision Request IDOUTPUT_CONTAINER_VM_
PROVISION_REQ_ID

gen_text_inputNumber of Application VMs To be
Requested to Deploy in the container

OUTPUT_NUM_VMS

gen_text_inputApplication VM NAME To be
Requested to Deploy in the container

OUTPUT_VM_NAME_LIST

ApicDeviceTenant
Identity

APIC Container Tenant IDOUTPUT_CONTAINER_TENANT_
ID

gen_text_inputApplication Container Tier ListOUTPUT_APIC_CONTAINER_
TIER_LIST

gen_text_inputApplication Container NameOUTPUT_CONTAINER_NAME

gen_text_inputCloud TypeOUTPUT_CLOUD_TYPE

gen_text_inputApplication Container L4L7
Definition Count

OUTPUT_APIC_CONTAINER_
L4L7DEF_COUNT

gen_text_inputEnable Network ManagementOUTPUT_ENABLE_NETWORK_
MANAGEMENT

gen_text_inputContainer required L4-L7 ServicesOUTPUT_L4L7_REQUIRED_
SERVICES

gen_text_inputFlag for whether to configure L4-L7
Services

OUTPUT_FLAG_L4L7_REQUIRED

gen_text_inputFlag for whether to configure Disaster
Recovery

OUTPUT_FLAG_DR_REQUIRED
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Allocate Additional APIC Container VM Resources
Summary

Allocate Additional APIC Container VM Resources
Description

This task allocates resource for new VMs getting added to APIC container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputAdditional container VMsAdditional VMs

Outputs

TypeDescriptionOutput

gen_text_inputFlag for whether to configure Disaster
Recovery

OUTPUT_FLAG_DR_REQUIRED

Cisco UCS Director Task Library Reference, Release 6.7
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Allocate Additional Container VM Resources
Summary

Allocate additional Container VM resources for existing container
Description

Use this task to allocates resources for container VMs.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputAdditional container VMsAdditional VMs

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Allocate Container VM Resources
Summary

Allocates Container VMs
Description

Use this task to allocates resources for container VMs.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

YSelect type of Virtual Network
Implementation

Virtual Network Type

YvSwitchNameSpecify name of vSwitch on which cotainer
network need to be deployed

Primary vSwitch

vSwitchNameSpecify name of alternate vSwitch if primary
vSwitch cannot be located on the Host

Alternate vSwitch

YdvSwitchNameSpecify name of DVSwitch on which
cotainer network need to be deployed

Primary DVSwitch

dvSwitchNameSpecify name of alternate DVSwitch if
primary DVSwitch cannot be located on the
Host

Alternate DVSwitch

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Allocate Network Resource
Summary

Allocate network resources to container
Description

This task allocates resources(like IP Subnet, Switch etc.) for a container network.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Ygen_text_inputTier NameTier Name

gen_text_inputTier LabelTier Label

BooleanIsolatedIsolated

gen_text_inputParent TierParent Tier

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Allocate Network To Tiers
Summary

Allocate network to tiers
Description

(Topology Specific Task)This task allocates network to tiers.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

TypeDescriptionOutput

ApicDeviceTenant
Identity

APIC Container Tenant IDOUTPUT_CONTAINER_TENANT_
ID

gen_text_inputApplication Container Group IDOUTPUT_CONTAINER_GROUPID

gen_text_inputApplication Container NameOUTPUT_CONTAINER_NAME

gen_text_inputApplication Container Tier ListOUTPUT_APIC_CONTAINER_
TIER_LIST

gen_text_inputApplication Container L4L7
Definition Count

OUTPUT_APIC_CONTAINER_
L4L7DEF_COUNT

gen_text_inputEnable Network ManagementOUTPUT_ENABLE_NETWORK_
MANAGEMENT

gen_text_inputContainer required L4-L7 ServicesOUTPUT_L4L7_REQUIRED_
SERVICES

gen_text_inputFlag for whether to configure
L4-L7 Services

OUTPUT_FLAG_L4L7_REQUIRED

gen_text_inputFlag for whether to configure
Disaster Recovery

OUTPUT_FLAG_DR_REQUIRED

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_IDENTITY

gen_text_inputPrivate Network NameOUTPUT_PRIVATE_NETWORK_
NAME
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Assign Resource Limits to Container
Summary

Update Container resource limits
Description

This task updates Container resource limits.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputTotal number of provisioned
VCPUs limit

Maximum vCPUs

gen_text_inputTotal Provisioned Memory Limit
in GB

Maximum RAM (GB)

gen_text_inputTotal Provisioned Disk Limit in GBMaximum Storage (GB)

gen_text_inputMaximum Number of Half Width
Physical Servers

Maximum Number of Half
Width Physical Servers

gen_text_inputMaximum Number of Full Width
Physical Servers

Maximum Number of Full
Width Physical Servers

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Attach LB To APIC Container
Summary

Attach LB To APIC Container
Description

This task moves LB to APIC Container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputSelect Virtual AccountVirtual Account

Ygen_text_inputSelect Load balancer VMLoad Balancer VM

Ygen_text_inputSelect Load balancer VMLoad Balancer Secondary
VM

Outputs

TypeDescriptionOutput

vmLoad Balancer VM IDOUTPUT_L4L7_LB_VM_ID

vmSecondary Load Balancer VM IDOUTPUT_L4L7_SEC_LB_VM_ID

gen_text_inputAPIC Container Infra Tier PGOUTPUT_APIC_CONTAINER_INFRA_
PG

gen_text_inputL4L7 LB HA Mode FlagOUTPUT_APIC_CONTAINER_LB_HA_
MODE

vmwareAccount
Name

Load Balancer VMware Account
Selector

OUTPUT_LB_VMWARE_ACCOUNT_
NAME_SELECT

multiVMLoad Balancer Multi Select VM IDsOUTPUT_LB_MULTI_SELECT_VM_
IDS

vDCVDCCorresponding to the ContainerOUTPUT_CONTAINER_VDC

Cisco UCS Director Task Library Reference, Release 6.7
3145

Service Container Tasks
Attach LB To APIC Container



Configure APIC Container L4-L7 Services
Summary

Configure APIC Container L4-L7 Services
Description

This task setup l4-l7 devices (ASAv etc.) to be used during L4-L7 service configuration for APIC
container.

Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

YovfSelectorOVF URLASAv OVF

Ygen_text_inputVM NameVM Name

YvmwareVmPortGroupIdentityManagement Port Group

Ygen_text_inputFirewall IPFirewall IP

Ygen_text_inputFirewall Subnet MaskFirewall Subnet Mask

Ygen_text_inputFirewall GatewayFirewall Gateway

Ygen_text_inputFirewall UsenameUsername

YpasswordSpecify the password for the
firewall

Password

gen_text_inputFormat to store the virtual diskDisk Format

Ygen_text_inputSelect Tier 1Tier 1

Ygen_text_inputSelect Tier 2Tier 2

Outputs

TypeDescriptionOutput

gen_text_inputProvisioned ASAv NameOUTPUT_PROVISIONED_ASAV_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Container VM Action
Summary

Execute VM actions on the container
Description

This task executes VM actions Power On, Power Off etc on the container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Ygen_text_inputVM ActionVM Action

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Container VMs Action
Summary

Execute actions on the selected container vms
Description

This task executes actions Power On, Power Off etc on the selected container vms.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

YcontainerVMActionsVM ActionVM Action

YServiceContainerVMsSelect VMsVMs

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Create APIC Container Contracts
Summary

Create APIC Container Contracts
Description

This task creates required contract components on APIC during APIC container creation.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputL3 Out EPGL3 Out EPG

gen_text_inputL3 Out BDL3 Out Bridge Domain

gen_text_inputL3 Out ContractL3 Out Contract

gen_text_inputL3 Out SubjectL3 Out Subject

gen_text_inputExternal EPG IdentityExternal EPG Identity

ApicDeviceExternalNetworkIn
OutsideNetworkIdentity

External NetworkExternal Network

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Create Container
Summary

Create Container
Description

This task creates empty container object.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputContainer nameContainer Name

gen_text_inputContainer labelContainer Label

YapplicationTemplateApplication Container
Template

Application Container
Template

YUCSDTenantIdentityTenantTenant

userGroupUser GroupGroup

Outputs

TypeDescriptionOutput

ServiceContainerApplication Container IDOUTPUT_CONTAINER_ID

Cisco UCS Director Task Library Reference, Release 6.7
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De Allocate APIC Container Resources HyperV
Summary

Deallocate HyperV APIC Container Resources
Description

This task deallocates HyperV APIC Container resources.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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De Provision APIC Container - Network
Summary

De Provision APIC Container - Network
Description

This task de provisions the network components like EPGs, bridge domain etc. associated to APIC
container.

Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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De Provision APIC Container - VM
Summary

De Provision APIC Container - VMs
Description

This task de provisions VMs which are part of an APIC Container during container deletion.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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De Provision Container - Network
Summary

De provisions networks when container is deleted
Description

This task de provisions networks when container is deleted.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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De Provision Container - VM
Summary

De provisions VMs when container is deleted
Description

This task de provisions VMs when container is deleted.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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DeAllocate APIC Container Resources
Summary

DeAllocate APIC Container Resources
Description

This task deallocates APIC Container resources.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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DeAllocate Network Resource
Summary

Remove network resource from container
Description

This task will remove allocated resource for a container network.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Ygen_text_inputTier NameTier Name

gen_text_inputTier LabelTier Label

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Deallocate Additional APIC Container VM Resources
Summary

Deallocate Additional APIC Container VM Resources
Description

This task deallocates resource for new VMs getting added to APIC container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3158

Service Container Tasks
Deallocate Additional APIC Container VM Resources



Delete APIC Container Contracts
Summary

Delete APIC Container Contracts
Description

This task deletes the contract components on APIC associated to an APIC container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3159

Service Container Tasks
Delete APIC Container Contracts



Delete APIC Container L4-L7 Service Setup Info
Summary

Delete APIC Container L4-L7 Service Setup Information
Description

This task deletes APIC Container L4-L7 service setup information.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete APIC Container L4-L7 Setup Info
Summary

Delete APIC Container L4-L7 Setup Information
Description

This task deletes APIC Container L4-L7 setup information.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete APIC Container Network Resource
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Ygen_text_inputTier NameTier Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete APIC Container Private Network LB Info
Summary

Delete APIC Container Private Network LB Information
Description

(Topology Specific Task)This task deletes APIC Container private network LB information.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3163

Service Container Tasks
Delete APIC Container Private Network LB Info



Delete Application Container
Summary

Delete Application Container
Description

This task deletes application container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Container
Summary

Delete Container
Description

This task deletes the container, container data and the VDC associated with the container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Disk From BM Wrapper
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YbaremetalDeleteDiskIdentityBM LUN IdentityBM LUN Identity

Outputs

TypeDescriptionOutput

emcLUNIdentityOUTPUT_EMC_LUN_IDENTITY

emcStorageGroupIdentityStorage Group IdentityOUTPUT_STORAGE_GROUP_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Deploy ASAv VM from OVF
Summary

Deploy ASAv VM from OVF
Description

This task deploys ASAv VM from OVF for a container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputSelect ASAv VM Deployment
Policy

ASAv VM Deployment
Policy

gen_text_inputSelect Deployment OptionDeployment Option

Ygen_text_inputManagement Port Group

YIPPoolPolicySelect the IPPool to resolve IP
Address

Management IP Pool

gen_text_inputStand Alone or HA Enabled SRMHA Enabled

YIPPoolPolicySelect the IPPool to resolve IP
Address

HA IP Pool

Outputs

TypeDescriptionOutput

gen_text_inputProvisioned ASAv NameOUTPUT_PROVISIONED_ASAV_NAME

gen_text_inputProvisioned Secondary ASAv
Name

OUTPUT_PROVISIONED_
SECONDARY_ASAV_NAME

gen_text_inputProvisioned ASAv IP ADDRESSOUTPUT_PROVISIONED_ASAV_
IPADDRESS

gen_text_inputProvisioned ASAv SubnetOUTPUT_PROVISIONED_ASAV_
SUBNET

gen_text_inputProvisioned ASAv Gateway IP
ADDRESS

OUTPUT_PROVISIONED_ASAV_
GATEWAY_IPADDRESS

gen_text_inputProvisioned ASAv PortOUTPUT_PROVISIONED_ASAV_PORT

gen_text_inputProvisioned ASAv User NameOUTPUT_PROVISIONED_ASAV_
USERNAME

passwordProvisioned ASAv User PasswordOUTPUT_PROVISIONED_ASAV_
PASSWORD

gen_text_inputvcenter NameOUTPUT_PROVISIONED_VCENTER_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

gen_text_inputProvisioned ASAv Management
StandBy IP ADDRESS

OUTPUT_PROVISIONED_
MANAGEMENT_STANDBY_
IPADDRESS

gen_text_inputProvisioned ASAv HA IP
ADDRESS

OUTPUT_PROVISIONED_HA_
IPADDRESS

gen_text_inputProvisioned ASAv HA StandBy
IP ADDRESS

OUTPUT_PROVISIONED_HA_
STANDBY_IPADDRESS

Cisco UCS Director Task Library Reference, Release 6.7
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Detach LB from APIC Container
Summary

Detach LB from APIC Container
Description

This task removes LB from APIC Container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

vmwareAccountNameSelect Virtual AccountVirtual Account

Ygen_text_inputSelect Load balancer VMLoad Balancer VM

YvmwareResourcePool
Identity

Select target resource poolLoad Balancer Resource
Pool

BooleanIs Physical Load BalancerIs Physical Load Balancer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Get APIC Container L4-L7 Info
Summary

Get APIC Container L4-L7 Information
Description

This task outputs APIC Container L4-L7 information.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputValue1Value1

Outputs

TypeDescriptionOutput

gen_text_inputAPIC Container L4 L7 Value1OUTPUT_APIC_L4L7_VALUE1

gen_text_inputAPIC Container L4 L7 Value2OUTPUT_APIC_L4L7_VALUE2

gen_text_inputAPIC Container L4 L7 Value3OUTPUT_APIC_L4L7_VALUE3

gen_text_inputAPIC Container L4 L7 Value4OUTPUT_APIC_L4L7_VALUE4

gen_text_inputAPIC Container L4 L7 Value5OUTPUT_APIC_L4L7_VALUE5

gen_text_inputAPIC Container L4 L7 Value6OUTPUT_APIC_L4L7_VALUE6

gen_text_inputAPIC Container L4 L7 Value7OUTPUT_APIC_L4L7_VALUE7

gen_text_inputAPIC Container L4 L7 Value8OUTPUT_APIC_L4L7_VALUE8

gen_text_inputAPIC Container L4 L7 Value9OUTPUT_APIC_L4L7_VALUE9

gen_text_inputAPIC Container L4 L7 Value10OUTPUT_APIC_L4L7_VALUE10

gen_text_inputAPIC Container L4 L7 Value11OUTPUT_APIC_L4L7_VALUE11

gen_text_inputAPIC Container L4 L7 Value12OUTPUT_APIC_L4L7_VALUE12

Cisco UCS Director Task Library Reference, Release 6.7
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Get APIC Container Tier Data
Summary

Output Container tier information
Description

This task outputs Container tier information.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Ygen_text_inputSelect Tier NameTier Name

ApicDeviceTenantPrivate
NetworkIdentity

Select Container Private
Network

Container Private
Network

ApicDeviceTenantApplnProfile
Identity

Container Application Profile
Identity

Container Application
Profile Identity

Outputs

TypeDescriptionOutput

ApicDeviceTenantPrivate
NetworkIdentity

Private Network IdentityPRIVATE_NETWORK_IDENTITY

gen_text_inputApplication Profile NameOUTPUT_TENANT_APP_PROFILE_
NAME

gen_text_inputPrivate Network TypeOUTPUT_PRIVATE_NETWORK_
TYPE

gen_text_inputPrivate Network NameOUTPUT_PRIVATE_NETWORK_
NAME

gen_text_inputCreate SubnetOUTPUT_CREATE_SUBNET

BooleanSubnet Type SharedOUTPUT_SUBNET_TYPE_SHARED

BooleanSubnet Type PublicOUTPUT_SUBNET_TYPE_PUBLIC

BooleanSubnet Type PrivateOUTPUT_SUBNET_TYPE_PRIVATE

gen_text_inputCreate EPGOUTPUT_CREATE_EPG

gen_text_inputEPG NameOUTPUT_EPG_NAME

gen_text_inputEPG QOSOUTPUT_EPG_QOS

gen_text_inputDeploy ImmediacyOUTPUT_DEPLOY_IMMEDIANCY

gen_text_inputResolution ImmediacyOUTPUT_RESOLUTION_
IMMEDIANCY

gen_text_inputBridge Domain NameTENANT_BRIDGE_DOMAIN

gen_text_inputBridge Domain Forwarding
Type

OUTPUT_BD_FORWARDING_TYPE
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TypeDescriptionOutput

gen_text_inputBridge Domain L2 Unknown
Unicast

OUTPUT_BD_L2_UNKNOWN_
UNICAST

gen_text_inputBridge Domain Unknown
Multicast

OUTPUT_BD_UNKNOWN_
MULTICAST

BooleanARP FloodingOUTPUT_ARP_FLOODING

BooleanUnicast RoutingOUTPUT_UNICAST_ROUTING

ApicDomainProfileIdentityVMM Domain Profile IdentityVMM_DOMAIN_PROFILE_IDENTITY

gen_text_inputTier NameTIER_NAME

gen_text_inputAPIC Subnet Gateway IPOUTPUT_APIC_SUBNET_
GATEWAY_IP

gen_text_inputAPIC Subnet Gateway PrefixOUTPUT_APIC_SUBNET_PREFIX

gen_text_inputAPIC Subnet Start IPOUTPUT_APIC_SUBNET_START_IP

gen_text_inputAPIC Subnet End IPOUTPUT_APIC_SUBNET_END_IP

gen_text_inputAPIC Subnet With CIDR
Signature

OUTPUT_IP_SUBNET_CIDR_
SIGNATURE

ApicDeviceTenantAppln
ProfileIdentity

APICTenant Application Profile
Identity

TENANT_APPLN_PROFILE_
IDENTITY

ApicDeviceTenantIdentityAPIC Tenant IdentityTENANT_IDENTITY
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HyperV Container VMDeployment Request Reader
Summary

Output HyperV Container VMDeployment Request information
Description

This task outputs HyperV Container VM Deployment Request information.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputVM NameVM Name

gen_text_inputRequest IdSR Id

Outputs

TypeDescriptionOutput

ServiceContainerApplication Container IDOUTPUT_CONTAINER_ID

gen_text_inputVMProvision Request IDOUTPUT_CONTAINER_VM_PROVISION_
REQ_ID

gen_text_inputHyper V Cloud Account
Name

OUTPUT_CONTAINER_HYPERV_
ACCOUNT_NAME

gen_text_inputVM NameOUTPUT_CONTAINER_HYPERV_VM_
NAME

hyperv_image_lovImage NameOUTPUT_CONTAINER_HYPERV_IMAGE_
NAME

windowsLicensePoolWindows VersionOUTPUT_CONTAINER_HYPERV_
WINDOWS_VERSION

userGroupUser GroupOUTPUT_CONTAINER_HYPERV_GROUP_
ID

hypervDeploymentPolicy
Identity

Deployment PolicyOUTPUT_CONTAINER_HYPERV_
DEPLOYMENT_POLICY_ID

gen_text_inputVM NetworkOUTPUT_CONTAINER_HYPERV_VM_
NETWORK

hypervHostHostOUTPUT_CONTAINER_HYPERV_HOST

hyperVDatastoreIdentityDatastoreOUTPUT_CONTAINER_HYPERV_
DATASTORE

vCPUCountNumber of vCPUsOUTPUT_CONTAINER_HYPERV_VCPU_
COUNT

memSizeMBMemory (MB)OUTPUT_CONTAINER_HYPERV_MEMORY

diskSizeGBDisk (GB)OUTPUT_CONTAINER_HYPERV_DISK_
SIZE_GB
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TypeDescriptionOutput

EnableGuest
Customization

Enable Guest
Customization

OUTPUT_CONTAINER_HYPERV_ENABLE_
GUEST_CUSTOMIZATION

crendentialOptionsCredential OptionsOUTPUT_CONTAINER_HYPERV_
CREDENTIAL_OPTIONS

gen_text_inputUser IDOUTPUT_CONTAINER_HYPERV_
CREDENTIAL_USER_NAME

passwordPasswordOUTPUT_CONTAINER_HYPERV_
CREDENTIAL_PASSWORD

vDCvDC IDVDC_ID
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Initiate APIC Container BM Provisioning
Summary

Initiate APIC Container BM Provisioning
Description

This task initiates BM provisioning service request for provisioning bare metal as part of APIC container
creation.

Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputAdditional container BMsAdditional BMs

Outputs

TypeDescriptionOutput

gen_text_inputInitiated BM Provisioning SRsOUTPUT_INITIATED_BM_SR_LIST
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Modify Cost Model of Container
Summary

Update Container Cost Model
Description

This task updates Container Cost Model.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer Name

Select cost modelCost Model

Outputs

No Outputs
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Persist APIC Container L4-L7 Info
Summary

Persist APIC Container L4-L7 Information
Description

This task persists APIC Container L4-L7 information.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Ygen_text_inputValue1Value1

gen_text_inputValue2Value2

gen_text_inputValue3Value3

gen_text_inputValue4Value4

gen_text_inputValue5Value5

gen_text_inputValue6Value6

gen_text_inputValue7Value7

gen_text_inputValue8Value8

gen_text_inputValue9Value9

gen_text_inputValue10Value10

gen_text_inputValue11Value11

gen_text_inputValue12Value12

Outputs

No Outputs
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Persist APIC Container L4-L7 Service Info
Summary

Persist APIC Container L4-L7 Service Information
Description

This task persists APIC Container L4-L7 Service information.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputService NameService Name

Ygen_text_inputService Parameter TargetService Parameter Target

Ygen_text_inputService TypeService Type

Ygen_text_inputDevice TypeDevice Type

ipaddressPrimary IPPrimary IP

ApicDeviceTenantDeviceCluster
Identity

Device Cluster IdentityDevice Cluster Identity

ApicTenantL4L7ServiceGraph
NodeIdentity

Service Graph Node
Identity

Service Graph Node
Identity

YApicDeviceTenantContractIdentityContractContract

Ygen_text_inputTier 1Tier 1

Ygen_text_inputTier 2Tier 2

YService Configuration
Status

Status

ApicDeviceTenantEPGIdentityEPG IdentityEPG Identity

ApicDeviceTenantLogicalDevice
ContextIdentity

Logical Device Context
Identity

Logical Device Context
Identity

ApicDeviceTenantDeviceCluster
InterfaceIdentity

Device Cluster Interface 1Device Cluster Interface
1

ApicDeviceTenantDeviceCluster
InterfaceIdentity

Device Cluster Interface 2Device Cluster Interface
2

ApicTenantContractSubjectIdentityContract SubjectContract Subject

ApicDeviceTenantFilterIdentityValue1Value1

gen_text_inputValue2Value2

gen_text_inputValue3Value3

gen_text_inputLB VIPLB VIP

gen_text_inputLB SNIPLB SNIP

gen_text_inputProtocolProtocol

Cisco UCS Director Task Library Reference, Release 6.7
3178

Service Container Tasks
Persist APIC Container L4-L7 Service Info



MandatoryMappable To TypeDescriptionInput

gen_text_inputPortPort

gen_text_inputSSL EnabledSSL Enabled

gen_text_inputSSL PortSSL Port

ApicTenantL4L7ServiceGraph
NodeIdentity

SSL Service Graph Node
Identity

SSL Service Graph Node
Identity

ApicDeviceTenantContractIdentitySSL ContractSSL Contract

Outputs

No Outputs
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Persist APIC Container Private Network LB Info
Summary

Persist APIC Container Private Network LB Information
Description

(Topology Specific Task)This task persists APIC Container private network LB information.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputProvide Service NameService Name

gen_text_inputService PolicyService Policy

Outputs

No Outputs
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Persist Disk Details
Summary

Persists a disk's details.
Description

Use this task to persist information about a disk.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

YemcLUNIdentitySelect LUN name to associate
with datastore.

LUN Identity

gen_text_inputParent SR ID

YBareMetal NameAPIC BMBM Name

Outputs

No Outputs
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Persist HyperV Container VMDeployment Result
Summary

Persist HyperV Container VMDeployment Result
Description

This task persists HyperV Container VM Deployment Result.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

gen_text_inputEnter Request IDRequest Id

gen_text_inputSelect name of the HyperV Cloud
in this system

Cloud Name

gen_text_inputVM to retrieve the propertiesVM ID

gen_text_inputEnter VM NameVM Name

gen_text_inputEnter VM TypeVM Type

gen_text_inputIP Address to be assigned to the
vm

Management IP Address

crendentialOptionsSelect Credential OptionsSelect Credential Options

gen_text_inputEnter Deployment StatusDeployment Status

Outputs

No Outputs
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Provision APIC Container Network
Summary

Provision APIC Container Network
Description

This task provisions required network components like EPGs, bridge domain etc. for APIC container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

TypeDescriptionOutput

ApicDeviceTenantPrivate
NetworkIdentity

Application Container APIC
Private Network

OUTPUT_CONTAINER_APIC_
PRIVATE_NETWORK

ApicDeviceTenantAppln
ProfileIdentity

Application Container APIC
Application Profile

OUTPUT_CONTAINER_APIC_
APP_PROFILE
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Provision APIC Container VMs
Summary

Provision APIC Container VMs
Description

This task provisions required VMs for APIC Container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

TypeDescriptionOutput

gen_text_inputNumber of Application VMs deployed in the
container

OUTPUT_NUM_VMS

gen_text_inputComma separated list of VMIDs of Application
VMs deployed in the container

OUTPUT_APP_VM_ID_
LIST
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Provision Container - Network
Summary

Provisions a required network for a container.
Description

Use this task to provision a network for a container. The container requires a network.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3185

Service Container Tasks
Provision Container - Network



Provision Container - VM
Summary

Provisions VMs for the container.
Description

Use this task to provision VMs for the container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

TypeDescriptionOutput

vmID of the VM on which container gateway was
deployed

OUTPUT_GATEWAY_VMID

gen_text_inputName of the VM on which Gateway VM for
this container was deployed

OUTPUT_GATEWAY_VM_
NAME

gen_text_inputName of the account on which the container
VMs were deployed

OUTPUT_ACCOUNT_NAME

gen_text_inputNumber of Application VMs deployed in the
container

OUTPUT_NUM_VMS

gen_text_inputComma separated list of VMIDs of Application
VMs deployed in the container

OUTPUT_APP_VM_ID_LIST
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Re-Sync Container VMs
Summary

Syncs up UCSD for container VMs
Description

This task synchronizes UCSD for container VMs when provisioned or updated.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs
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Release APIC Container Network Connection
Summary

Release APIC Container Network Connection
Description

This task releases the corresponding VLANs on UCSM and host service profiles during APIC container
deletion.

Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs
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Remove Container ASA Gateway
Summary

Removes the physical ASA based gateway for the container.
Description

This task removes the physical ASA based gateway for the container based on the selected Gateway
policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs
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Remove Container Reserved Firewall
Summary

Remove Container Reserved Firewall
Description

This task removes Firewall from container.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

No Outputs
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Rename APIC Container VMs
Summary

Rename APIC Container VMs
Description

This task renames APIC Container VMs.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs
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SCP File to VPX
Summary

Copy file from local machine to VPX
Description

This task copies file from local machine to remote machine.
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputHost IPHost

gen_text_inputPortPort

gen_text_inputUser nameUser

passwordPasswordPassword

gen_text_inputLocal file directoryLocalFileDir

gen_text_inputRemote file directoryRemoteFileDir

gen_text_inputLocal file nameLocalFileName

gen_text_inputRemote file nameRemoteFileName

Outputs

No Outputs
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Send Container Email
Summary

Sends emails to specified recipients
Description

This task sends emails to specified recipients when a container is provisioned.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

YSelect recipients of this emailEmail Recipients

email_address_listCommand Separated Email AddressesAdditional Recipients

Specify whether additional recipients
should be kept in To, Cc or Bcc

Put Additional Recipients
In

YSelect the type of report that should be
included in the email body

Report Type

gen_text_inputEmail Subject to use while sending the
email

Email Subject

gen_text_inputOptional Message to include in the body
of the email

Optional Message in the
Email

Outputs

No Outputs
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Service Container Firewall Actions Wrapper
Summary

Output Firewall Service information
Description

This task outputs Firewall Service related APIC entities information.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputService Parameter TargetService Parameter Target

YServiceContainerSelect container instanceContainer

YContainer L4 L7 ServiceSelect Firewall instanceFirewall

Ygen_text_inputACL Entry NameACL Entry Name

Ygen_text_inputProtocolProtocol

gen_text_inputSource Port RangeSource Port Range

gen_text_inputDestination Port RangeDestination Port Range

gen_text_inputSource AnySource Any

gen_text_inputSource AddressSource Address

gen_text_inputDestination AnyDestination Any

gen_text_inputDestination AddressDestination Address

gen_text_inputActionAction

gen_text_inputOrderOrder

Ygen_text_inputInterface NameInterface Name

Ygen_text_inputACL DirectionACL Direction

Outputs

TypeDescriptionOutput

ApicTenantL4L7Service
GraphNodeIdentity

Apic Device L4l7 Service
Graph Node Identity

APIC_DEVICE_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

gen_text_inputAcl List NameFIREWALL_RULE_ACL_LIST_NAME

gen_text_inputAcl Entry NameFIREWALL_RULE_ACL_ENTRY_
NAME

gen_text_inputProtocolFIREWALL_RULE_PROTOCOL

gen_text_inputSource Port RangeFIREWALL_RULE_SOURCE_PORT_
RANGE

gen_text_inputDestination Port RangeFIREWALL_RULE_DESTINATION_
PORT_RANGE
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TypeDescriptionOutput

gen_text_inputSource AnyFIREWALL_RULE_SOURCE_ANY

gen_text_inputSource AddressFIREWALL_RULE_SOURCE_
ADDRESS

gen_text_inputDestination AnyFIREWALL_RULE_DESTINATION_
ANY

gen_text_inputDestination AddressFIREWALL_RULE_DESTINATION_
ADDRESS

gen_text_inputActionFIREWALL_RULE_ACTION

gen_text_inputOrderFIREWALL_RULE_ORDER

ApicDeviceTenant
EPGIdentity

APIC Tenant EPG IdentityTENANT_EPG_IDENTITY

ApicDeviceTenantContract
Identity

Contract NameOUTPUT_CONTRACT_NAME

ApicTenantL4L7NodeAccess
EntryControlIdentity

APICTENANTL4L7NODE
ACCESS CONTROL
ENTRY IDENTITY

OUTPUT_APIC_TENANT_L4L7_
NODE_ACCESS_CONTROL_ENTRY_
IDENTITY

ApicTenantL4L7EPGAce
Identity

APIC TENANT L4L7 EPG
ACE IDENTITY

OUTPUT_APIC_TENANT_L4L7_EPG_
ACE_IDENTITY

ApicTenant
L4L7EPGInterfaceIdentity

Apic Tenant L4L7 EPG
Interface Identity

OUTPUT_APIC_TENANT_L4L7_EPG_
INTERFACE_IDENTITY

gen_text_inputInBound ACLINBOUND_ACL

gen_text_inputOutBound ACLOUTBOUND_ACL
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Setup APIC Container Network Connection
Summary

Setup APIC Container Network Connection
Description

This task set up required connectivity on UCSM for VMs by configuring VLANs on UCSM and host
service profiles, during APIC container creation.

Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

TypeDescriptionOutput

ucsVlanGroupIdentityVLAN Group IdentityVLAN_GROUP_IDENTITY

ucsMultiVlanIdentityMULTI VLAN IDENTITYOUTPUT_MULTI_VLAN_
IDENTITY
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Setup Container ASA Gateway
Summary

Configures the physical ASA based gateway for the container
Description

This task configures the physical ASA based gateway for the container based on the selected Gateway
policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs
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Setup Container F5 Load Balancer
Summary

Configures the F5 Load Balancing for the container
Description

This task configures the Load Balancing for the container based on the selected Load Balancer policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs
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Setup Container Gateway
Summary

Configures the Linux gateway for the container
Description

This task configures the Linux gateway for the container based on the selected Gateway policy.
Inputs

MandatoryMappable To
Type

DescriptionInput

YServiceContainerSelect container instanceContainer

YSpecify the SSH port. Default is 22Gateway SSH Port

SSH command with arguments to execute
before setting up the gateway

Pre Setup Command

SSH command with arguments to execute
after setting up the gateway

Post Setup Command

Outputs

No Outputs
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Update Container Limits
Summary

Update Container resource limits
Description

This task updates container resource limits.
Inputs

MandatoryMappable To TypeDescriptionInput

BooleanConfigure Resource LimitConfigure Resource Limit

YServiceContainerSelect container instanceContainer

Outputs

TypeDescriptionOutput

ServiceContainerApplication Container IDOUTPUT_CONTAINER_ID

gen_text_inputCPU resourse reservation(MHz)OUTPUT_CONTAINER_CPU_LIMIT

gen_text_inputMemory resourse reservation(MB)OUTPUT_CONTAINER_MEMORY_
LIMIT
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Update Container Parameters
Summary

Update Container Parameters
Description

This task updates container parameters like network throughput etc.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

BooleanEnable Disaster RecoveryEnable Disaster Recovery

BooleanEnable Network ManagementEnableNetworkManagement

Ygen_text_inputEnable Network ThroughputNetwork Throughput

gen_text_inputNo of Hosts per TierNo of Hosts per Tier

gen_text_inputContainer Tier LabelContainer Tier Label

gen_text_inputContainer RoleContainer Role

Outputs

TypeDescriptionOutput

ServiceContainerApplication Container IDOUTPUT_CONTAINER_ID
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Update Servers To LB Farm Wrapper
Summary

Output Load Balancer Service information
Description

This task outputs Load Balancer Service related APIC entities information.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

YContainer L4 L7 ServiceSelect Load Balancer instanceLoad Balancer

YServiceContainerServersSelect VMsVMs

Outputs

TypeDescriptionOutput

ApicDeviceTenantEPGIdentityAPIC Tenant EPG IdentityTENANT_EPG_IDENTITY

ApicTenantL4L7ServiceGraphNode
Identity

APIC Tenant Service Graph
Node Identity

TENANT_L4L7_SERVICE_
GRAPH_NODE_IDENTITY

Container L4 L7 ServiceContainer L4 L7 ServiceSERVER_IP_ADDRESSES

ApicDeviceTenantLoadBalancer
ServerIdentity

APIC Tenant Load Balancer
Server IP Identity

TENANT_LOAD_BALANCER_
SERVER_IP_IDENTITY

ApicDeviceTenant
EPGL4L7IPv46ParamIdentity

VIP AddressVIP_ADDRESS

gen_text_inputVIP ProtocolVIP_PROTOCOL

gen_text_inputVIP PortVIP_PORT

gen_text_inputSSL EnabledOUTPUT_SSL_LB_ENABLED

ApicTenantL4L7ServiceGraphNode
Identity

SSL SG Node IdentityOUTPUT_SSL_SG_NODE_
IDENTITY

ApicDeviceTenant
EPGL4L7IPv46ParamIdentity

SSL VIP AddressSSL_VIP_ADDRESS
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Verify Container Resource Limits
Summary

Verify Container Resource Limits
Description

Use this task to check for group limits for all the resources provisioned by a container.
Inputs

MandatoryMappable To TypeDescriptionInput

YServiceContainerSelect container instanceContainer

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3203

Service Container Tasks
Verify Container Resource Limits



Cisco UCS Director Task Library Reference, Release 6.7
3204

Service Container Tasks
Verify Container Resource Limits



Storage NFS Tasks

This chapter contains the following sections:

• Mount NFS Share, on page 3206
• Unmount NFS Share, on page 3208
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Mount NFS Share
Summary

Mount an NFS export on a Linux machine.
Description

This task mounts an NFS share on a Linux machine. You provide comma-separated host IP addresses
or FQDNs specifying where to mount the share on the hosts. All the hosts should share the same user
name, password, and mount binary location (for example, /usr/bin/mount if not set in the path on the
host machine). Scenario for Mounting the NFS Share:

1. This task creates a new mount directory on the path given by user, mounts the share on the directory,
and updates the entry in the /etc/fstab file.

2. If the mount directory already exists, the task throws a warning, mounts the share on the directory,
and updates the entry in the /etc/fstab file. The rollback is registered only for the /etc/fstab update
and will not delete the directory.

3. If the mount directory already exists and had an entry in in the /etc/fstab file for the same share name,
then the task mounts the share and and throws a warning. The rollback is registered only for unmount
and will not delete the directory.

4. If the /etc/fstab file is already updated and the mount directory does not exist, the task creates the
directory and mounts it. Rollback is registered only for unmounting and deleting the directory.

5. If the mount directory already exists and has an entry in the /etc/fstab file for the share name and a
mount present on the Linux machine, the task throws a warning and registers for rollback.

Failure: This task fails if any of the mounts fail on any host. All the hosts that are successful are be
registered for rollback. The mount fails if:

• The mount directory already exists and is mounted on some other NFS Share.
• There is an entry in the /etc/fstab for the same mount directory for some other NFS Share.
• The task cannot create the directory, update the entry in /etc/fstab, or mount the NFS share directory.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputComma Separated IP address(s)/FQDN of the
hosts where NFS share need to be mounted.

Host IP Address(s)

For Example 10.2.2.2,10.3.3.3,bigbox.
mynetwork.com

Ygen_text_inputUsernameUsername

YpasswordPasswordPassword

Ygen_text_inputNFS Export PathNFS Export Path

Ygen_text_inputMount Directory on which NFS Shares to be
mounted. The path should start with slash (/)

Mount Directory

and parent directory for creating mount
directory should exist

YNFSFileSystemTypeSelect NFS FileSystem Type of the Mount
Directory

FileSystem Type
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MandatoryMappable To TypeDescriptionInput

gen_text_inputOptional parameters to be passed while
mounting NFS Share. Please make sure the
mount options are valid.

Optional Parameters

gen_text_inputMention the complete path of mount binary,
ignore if it is already set in the PATH
environment variable

Mount Utility Path

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3207

Storage NFS Tasks
Mount NFS Share



Unmount NFS Share
Summary

Unmount an NFS share directory on a Linux machine.
Description

This task unmounts an NFS share on a Linux machine. You provide comma-separated Host IP Addresses
or FQDNs specifying the shares to be unmounted from the hosts. All the hosts should share same user
name, password, and umount binary location (for example, /usr/bin/mount if not set in the path on the
host machine). Failure: This task fails if any of the unmounts fail on any host. The task throws an error
for the failed host and moves to the next host.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputComma Separated IP address(s)/FQDN
of the hosts where NFS share need to be

Host IP Address(s)

unmounted. For Example 10.2.2.2,10.3.
3.3,bigbox.mynetwork.com

Ygen_text_inputUsernameUsername

YpasswordPasswordPassword

gen_text_inputMention the complete path of umount
binary, ignore if it is already set in path

Unmount Utility Path

Ygen_text_inputNFS Export PathNFS Export Path

Ygen_text_inputUnmount LocationUnmount Location

Outputs

No Outputs
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Sys Log Tasks

This chapter contains the following sections:

• Enable Sys Log, on page 3210
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Enable Sys Log
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

BooleanEnable the checkbox for Syslog
configuration

Enable Syslog Forward

Select minimum severityMinimum Severity

YEnter Group NamePrimaryServer Host

Select ProtocolPrimary Server Protocol

YEnter PortPrimary Server Port

Select FormatPrimary Server Format

Enter Secondary Server HostSecondary Server Host

Select ProtocolSecondary Server Protocol

Enter PortSecondary Server Port

Select FormatSecondary Server Format

Outputs

No Outputs
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System Activity Tasks

This chapter contains the following sections:

• APIC Container BM - VNX SAN Boot, on page 3212
• APIC Container BM - iSCSI, on page 3213
• APIC Container Setup Activity, on page 3214
• APIC L4L7 Config Activity, on page 3215
• APIC Unmanaged L4L7 Activity, on page 3216
• Firewall Rule Delete Activity, on page 3217
• LB Add Server Action Activity, on page 3218
• LB Remove Server Action Activity, on page 3219
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APIC Container BM - VNX SAN Boot
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService_Container

ApicDeviceTenantEPGIdentityBM_EPG_Identity

gen_text_inputBM_NAME

gen_text_inputThis input is given by
VNX BM Activity

Additional BMs

Outputs

No Outputs
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APIC Container BM - iSCSI
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputBM Name

Outputs

No Outputs
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APIC Container Setup Activity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputContainer Name

gen_text_inputContainer Label

gen_text_inputNo of Hosts per Tier

userGroupUser Group

BooleanEnable Disaster Recovery

BooleanConfigure Resource Limit

gen_text_inputNumber of vCPUs

gen_text_inputMemory in
GB

Memory

gen_text_inputStorage in
GB

Maximum Storage Limit

gen_text_inputMaximumNumber of Half width Physical
Servers

gen_text_inputMaximumNumber of Full width Physical
Servers

BooleanEnable Network Management

gen_text_inputNetwork Throughput

gen_text_inputContainer Tiers

Outputs

No Outputs
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APIC L4L7 Config Activity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerService_Container

gen_text_inputServices

gen_text_inputTier_1

gen_text_inputTier_2

gen_text_inputNetwork_Probes

gen_text_inputProtocol

gen_text_inputService_Name

gen_text_inputService_Type

Outputs

No Outputs
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APIC Unmanaged L4L7 Activity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputNetwork_Adapter

ServiceContainerService_Container

gen_text_inputL4L7_Services

Outputs

No Outputs
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Firewall Rule Delete Activity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Container L4 L7 ServiceFIREWALL_IDFIREWALL_ID

gen_text_inputACL_ENTRY_NAMEACL_ENTRY_NAME

Outputs

No Outputs
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LB Add Server Action Activity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerServersContainer ServersCONTAINER_SERVERS

Container L4 L7 ServiceLoad Balancer IdLOAD_BALANCER_ID

gen_text_inputVIP PortVIP_Port

Outputs

No Outputs
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LB Remove Server Action Activity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

ServiceContainerServersContainer ServersCONTAINER_SERVERS

Container L4 L7 ServiceLoad Balancer IdLOAD_BALANCER_ID

Outputs

No Outputs
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System Setting Tasks

This chapter contains the following sections:

• Add System Tasks Policy, on page 3222
• Modify System Tasks Policy, on page 3223
• System Manage Task, on page 3224
• System Task Run Now, on page 3225
• System View Details Task, on page 3226
• TEST EMAIL, on page 3227
• TEST_FTP, on page 3228
• TEST_FTP, on page 3229
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Add System Tasks Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YName of task policyName

Description

YNode Pool

Outputs

TypeDescriptionOutput

gen_text_inputSR ID on which the selected operation
was performed

OUTPUT_SYSTEM_TASK_
POLICY_NAME
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Modify System Tasks Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YName of task policyName

Description

YNode Pool

Outputs

TypeDescriptionOutput

gen_text_inputSR ID on which the selected operation
was performed

OUTPUT_SYSTEM_TASK_
POLICY_NAME
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System Manage Task
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputSelect System Tasks NameTask Name

Task Execution

Select Schedule TypeSchedule Type

select hours frequencyHours

Enable Custom FrequencyEnable Custom Frequency

Outputs

No Outputs
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System Task Run Now
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect System Tasks NameTask Name

Outputs

No Outputs
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System View Details Task
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect System Tasks NameTask Name

Outputs

No Outputs
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TEST EMAIL
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

BooleanEnable the checkbox for Test
Email

sendTestEmail

YEmail AddressTest Email Address

Outputs

No Outputs
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TEST_FTP
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

BooleanEnable the checkbox to test FTP
connection

test FTP Connection

Outputs

TypeDescriptionOutput

gen_text_inputMetering Export Settings - FTP
Connection status

OUTPUT_FTP_CONNECTION_
STATUS

Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YBooleanEnable the checkbox for test ftptestFTP

Outputs

No Outputs
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TEST_FTP
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

BooleanEnable the checkbox to test FTP
connection

test FTP Connection

Outputs

TypeDescriptionOutput

gen_text_inputMetering Export Settings - FTP
Connection status

OUTPUT_FTP_CONNECTION_
STATUS

Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YBooleanEnable the checkbox for test ftptestFTP

Outputs

No Outputs
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Tier3 VM Tasks

This chapter contains the following sections:

• Tier3 VM Power Action, on page 3232
• Tier3 VM Provision, on page 3233
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Tier3 VM Power Action
Summary

To perform action on the Tier3 instance.
Description

This task is used to perform the power actions on the Tier3 instance like Power On, Off, Pause, Resume,
Reboot, Archive, Restore, Shutdown, Terminate.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VMonwhich to perform
the action

Select Instance

Ygen_text_inputVM ActionVM Action

Outputs

No Outputs
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Tier3 VM Provision
Summary

Provisions a Tier3 VM
Description

This task provisions a new VM in selected Tier3 cloud using parameters defined in the task.
Inputs

MandatoryMappable To
Type

DescriptionInput

YSelect name of the Tier3 Cloud in this
system

Select Tier3 Cloud

YcatalogSelect Catalog on which to perform the
action

Select Catalog

YvDCSelect vDC onwhich to perform the actionSelect vDC

Outputs

TypeDescriptionOutput

vmID of the VMOUTPUT_VM_ID
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UCS CPA

This chapter contains the following sections:

• Archive PXE Boot Request, on page 3236
• Wait For Complete Association, on page 3237
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Archive PXE Boot Request
Summary

Arhives PXE Boot required alone for releasing IP lock
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPXE Boot Id

Outputs

No Outputs
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Wait For Complete Association
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerIdentityUCS Server Identity

Outputs

TypeDescriptionOutput

ucsServerIdentityUCS Server IdentityUCS_SERVER_IDENTITY

gen_text_inputFSM Status of lsPower for Service
Profile

SERVICE_PROFILE_FSM_STATUS

gen_text_inputAssociation Status of the service
profile computeRackUnit

SERVICE_PROFILE_SERVER_
ASSOCIATION_STATUS
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UCS Central Tasks

This chapter contains the following sections:

• Add Servers to UCS Central Server Pool, on page 3241
• Add UCS Central Organization, on page 3242
• Add UCS Central Time Zone, on page 3243
• Add UCS Central VLAN, on page 3244
• Add UCS Central VNIC Template, on page 3245
• Add VLAN to Global Service Profile, on page 3247
• Add VLAN to Global vNIC Template, on page 3248
• Add VSAN to Global Service Profile Template, on page 3249
• Add iSCSI vNIC to Global Service Profile, on page 3250
• Add vHBA to Global Service Profile, on page 3251
• Add vMedia Mount to UCS Central vMedia Policy, on page 3252
• Add vNIC to Global ServiceProfile, on page 3254
• Associate Global Service Profile, on page 3256
• Associate Global Service Profile Template to UCS Central Server Pool, on page 3257
• Bind Global Service Profile Template vNIC to Template, on page 3258
• Bind Global Service Profile to Template, on page 3259
• Bind Global Service Profile vNIC to Template, on page 3260
• Change Domain Group Assignment, on page 3261
• Check Server Association State, on page 3262
• Clone Global Service Profile Template, on page 3263
• Create Global Service Profile, on page 3264
• Create Global Service Profile from Template, on page 3270
• Create UCS Central Maintenance Policy, on page 3277
• Create UCS Central QoS Policy, on page 3278
• Create UCS Central Server Pool, on page 3279
• Create UCS Central vMedia Policy, on page 3280
• Delete Global Service Profile, on page 3281
• Delete Global Service Profile Template, on page 3282
• Delete Servers from UCS Central Server Pool, on page 3283
• Delete UCS Central Maintenance Policy, on page 3284
• Delete UCS Central Organization, on page 3285
• Delete UCS Central QoS Policy, on page 3286
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• Delete UCS Central Server Pool, on page 3287
• Delete UCS Central Time Zone, on page 3288
• Delete UCS Central VLAN, on page 3289
• Delete UCS Central vMedia Policy, on page 3290
• Delete UCS Central vNIC Template, on page 3291
• Delete VLAN from Global Service Profile, on page 3292
• Delete VLAN from Global vNIC Template, on page 3293
• Delete VSAN from Global Service Profile Template, on page 3294
• Delete iSCSI vNIC from Global Service Profile, on page 3295
• Delete vHBA from Global Service Profile, on page 3296
• Delete vMedia Mount from UCS Central vMedia Policy, on page 3297
• Delete vNIC from Global ServiceProfile, on page 3298
• Disassociate Global Service Profile, on page 3299
• Disassociate Global Service Profile Template from UCS Central Server Pool, on page 3300
• Edit UCS Central Time Zone, on page 3301
• Get UCS Central vMedia Policy, on page 3302
• Install Multi ESXi on SD for UCS Central Virtual SAN, on page 3303
• Manage UCS Central Servers, on page 3305
• Modify Global Service Profile, on page 3306
• Modify Global Service Profile Template, on page 3309
• Modify UCS Central Boot Policy LUN ID and WWPN, on page 3312
• Modify UCS Central Boot Policy to Boot From iSCSI, on page 3314
• Modify UCS Central Service Profile Boot Policy, on page 3315
• Modify UCS Central VLAN Org Permissions, on page 3316
• Modify UCS Central vMedia Policy, on page 3317
• Modify vMedia Mount of UCS Central vMedia Policy, on page 3318
• Power Off Global ServiceProfile, on page 3320
• Power On Global ServiceProfile, on page 3321
• Publish VLAN to UCS Domain, on page 3322
• Register UCS Manager with Central, on page 3323
• Request Inventory Collection, on page 3324
• Request Inventory Collection By DN, on page 3325
• Request Inventory Collection By Resource, on page 3327
• Reset UCS Central Server, on page 3328
• Select Global Service Profile Template, on page 3329
• Select UCS Central Server, on page 3334
• Select UCS Global Service Profile, on page 3335
• Ucs Central User Acknowledge Activities, on page 3341
• UnBind Global Service Profile Template vNIC from Template, on page 3342
• UnBind Global Service Profile from Template, on page 3343
• UnBind Global Service Profile vNIC from Template, on page 3344
• Ungroup Domain, on page 3345
• Unmanage UCS Central Servers, on page 3346
• Unregister UCS Manager from Central, on page 3347

Cisco UCS Director Task Library Reference, Release 6.7
3240

UCS Central Tasks



Add Servers to UCS Central Server Pool
Summary

Add servers to a UCS Central server pool.
Description

This task adds one or more servers to a UCS Central server pool. Inputs to the task are the identity of
the server pool and a ucsMultiServerIdentity containing one or more servers to be added.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralServerPoolIdentitySelect Server PoolServer Pool Name

YUCS_CENTRAL_MULTI_
SERVER_IDENTITY

Select servers for the server
pool.

Server

Outputs

TypeDescriptionOutput

ucsCentralServerPoolIdentityUCS Central Server Pool
Identity

UCS_CENTRAL_SERVER_POOL_
IDENTITY

UCS_CENTRAL_MULTI_
SERVER_IDENTITY

UCS Central Multi Server
Identity

UCS_CENTRAL_MULTI_
SERVER_IDENTITY
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Add UCS Central Organization
Summary

Add an organization to UCS Central.
Description

This task adds an organization to a UCS Central account. Inputs are a name and description for the
organization and an existing organization that the new organization will belong to. The parent organization
can be any existing organization, including the root organization org-root. The task returns the identity
of the new organization.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_
ORGANIZATION_
IDENTITY

Select the parent organization under
which the organization needs to be
created

Parent Organization

Ygen_text_inputName of the new organizationOrganization Name

gen_text_inputDescription of the new organizationOrganization
Description

Outputs

TypeDescriptionOutput

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS Central Organization
Identity

UCS_CENTRAL_
ORGANIZATION_IDENTITY
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Add UCS Central Time Zone
Summary

Add a timezone to UCS Central.
Description

This task adds a timezone to a UCS Central account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the NTP server nameNTP Server Name

YucsCentralDomainGroup
Identity

Select the Domain GroupDomain Group

YSelect the time zoneTime Zone

Outputs

TypeDescriptionOutput

gen_text_inputNTP ServerOUTPUT_NTP_SERVER

ucsCentralDomainGroup
Identity

UCS Central Domain Group
Identity

UCS_CENTRAL_DOMAIN_GROUP_
IDENTITY

gen_text_inputTime ZoneOUTPUT_TIME_ZONE
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Add UCS Central VLAN
Summary

Add a VLAN to UCS Central and its managed objects.
Description

This task adds a VLAN to UCS Central along with its managed objects.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the VLAN name for adding a
VLAN

VLAN Name

YucsCentralDomainGroup
Identity

Choose a domain group from the listDomain Group

YChoose the fabric ID from the listFabric ID

YvlanIDEnter the VLAN IDVLAN
ID(Common/Global)

Outputs

TypeDescriptionOutput

vlanIDVLAN IDVLAN ID

vLANinterfaceNameVLAN NAMEVLAN NAME

ucsCentralVlanIdentityVLAN IDENTITYUCS_CENTRAL_VLAN_
IDENTITY

ucsCentralDomainIdentityUCS Central Domain IdentityUCS_CENTRAL_DOMAIN_
IDENTITY

ucsCentralMultiVlanIdentityUCS CENTRALMULTI VLAN
IDENTITY

UCS_CENTRAL_MULTI_VLAN_
IDENTITY
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Add UCS Central VNIC Template
Summary

Add a UCS Central vNIC template.
Description

This task adds a UCS Central vNIC template. Inputs include all vNIC template attributes. The vNIC
template name, identity of the parent organization, andMTU are mandatory. The Task outputs the identity
of the new template.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter vNIC Template NameName

Enter DescriptionDescription

YUCS_CENTRAL_
ORGANIZATION_
IDENTITY

Select UCS central Organization
Name

Organization

BooleanCheck to enable failoverEnable Failover

TargetTarget

BooleanCheck to use the adapterAdapter

BooleanCheck to use a VMVM

ucsCentralFabricIdListChoose the fabric ID from the listFabric ID

Choose the template type from the
list

Template Type

ucsCentralVlanIdentityAdd VLANs to vNIC TemplateVLANs

gen_text_inputSelect Native VLANNative VLAN

Ygen_text_inputEnter the MTU values. Valid range
is between 1500 and 9000.

MTU

UCS_CENTRAL_MAC_
POOL_IDENTITY

Choose the UCS Central MAC pool
from the list

MAC Pool

UCS_CENTRAL_QOS_
POLICY_IDENTITY

Choose the QoS Policy from the listQoS Policy

UCS_CENTRAL_
NETWORK_CONTROL_
POLICY_IDENTITY

Choose the network control policy
from the list

Network Control
Policy

gen_text_inputChoose the PIN group from the listPin Group

UCS_CENTRAL_STATS_
THRESHOLD_POLICY_
IDENTITY

Choose the stats threshold policy
from the list

Stats Threshold
Policy
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Outputs

TypeDescriptionOutput

ucsCentralvNICTemplate
Identity

Global VNIC TEMPLATEOP_UCS_CENTRAL_VNIC_
TEMPLATE
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Add VLAN to Global Service Profile
Summary

Add a VLAN to a global service profile.
Description

This task adds a VLAN to global service profile vNICs.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_
SERVICE_PROFILE_
IDENTITY

Select UCS Central service profile to
modify

Service Profile

Check this option to add VLAN to
selected vNICs in the Service Profile

Add VLAN to selected
vNICs

YucsCentralServiceProfilev
NICIdentity

Select the vNICs to add VLANvNICs

Select VLAN TypeVLAN Type

YucsCentralVlanIdentitySelect a Common/Global VLANCommon/Global
VLANs

Check this option to set the VLAN as
Native VLAN

Set as Native VLAN

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ucsCentralVlanIdentityUCS CENTRAL VLAN
IDENTITY

UCS_CENTRAL_VLAN_
IDENTITY
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Add VLAN to Global vNIC Template
Summary

Add a VLAN to a global vNIC template.
Description

This task adds a VLAN to a selected global vNIC template.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralvNICTemplateIdentitySelect vNIC template to modifyvNIC Template

YucsCentralMultiVlanIdentityAdd VLANs to vNIC TemplateVLANs

gen_text_inputSelect Native VLANNative VLAN

Outputs

TypeDescriptionOutput

ucsCentralvNICTemplate
Identity

Global VNIC TEMPLATEOP_UCS_CENTRAL_VNIC_
TEMPLATE

UcsCentralVNICTemplateMulti
VLANIdentity

UCS Global vNIC Template
VLAN Identity

OP_UCS_CENTRAL_VNIC_
TEMPLATE_MULTI_VLAN_
IDENTIY
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Add VSAN to Global Service Profile Template
Summary

Add a VSAN to a global service profile template.
Description

This task adds a VSAN to a UCS Central global service profile template. Optionally, the VSAN is added
to one or more of the template's vHBAs. The output of this task is the service profile template identity
and the added VSAN's identity.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Choose a global service profile
template

Service Profile
Template

Check to add a vSAN to the selected
vHBAs in the global service profile
template

Add VSAN to
selected vHBAs

YUCS_CENTRAL_VHBA_
IDENTITY

Choose the vHBAs to which to add
the VSAN

vHBAs

YUCS_CENTRAL_VSAN_
IDENTITY

Choose a VSAN from the listVSAN

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS Central Service Profile
Template Identity

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS_CENTRAL_VSAN_
IDENTITY

UCS Central VSAN IdentityUCS_CENTRAL_VSAN_
IDENTITY
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Add iSCSI vNIC to Global Service Profile
Summary

Add an iSCSI vNIC to a global service profile.
Description

This task adds an iSCSI vNIC to a global service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose Global Service ProfileGlobal Service Profile

Ygen_text_inputEnter the iSCSI vNIC nameiSCSI vNIC Name

YucsCentralServiceProfilev
NICIdentity

Select the vNICs to add
VLAN

vNICs

YucsCentraliSCSIAdapterPolicy
Identity

Select iSCSI Adapter PolicyiSCSI Adapter Policy

ucsCentraliSCSIAuthProfile
Identity

Choose iSCSI Authentication
profile

iSCSI Authentication
profile

UCS_CENTRAL_MAC_POOL_
IDENTITY

Select UCSCentralMACPoolMAC Pool

ucsCentralManagementipPool
Identity

Select IP PoolIP Pool

ucsCentralIqnPoolIdentitySelect IQN PoolIQN Pool

YucsCentralvNICVlanIdentitySelect a Common/Global
VLAN

Common/Global
VLANs

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ucsCentralServiceProfileiSCSIv
NICIdentity

UCS Central Service Profile i
SCSI vNIC Identity

UCS_CENTRAL_SERVICE_
PROFILE_ISCSI_VNIC_
IDENTITY
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Add vHBA to Global Service Profile
Summary

Add a vHBA to a global service profile.
Description

This task adds a vHBA to a UCS Central global service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Select UCSCentral service profile
to modify

Service Profile

Ygen_text_inputEnter vHBA NamevHBA Name

Check to use the vHBA templateUse vHBATemplate

gen_text_inputEnter descriptionDescription

UCS_CENTRAL_VSAN_
IDENTITY

Choose the vSAN from the listVSAN

Ygen_text_inputEnter the maximum data field
size. Valid range is between 256
and 2112.

Max Data Field Size

UCS_CENTRAL_WWNN_
POOL_IDENTITY

Choose theWWPNPool from the
list

WWPN Pool

UCS_CENTRAL_QOS_
POLICY_IDENTITY

Choose the QOS Policy from the
list

QoS Policy

gen_text_inputEnter the name of the PIN groupPin Group

UCS_CENTRAL_STATS_
THRESHOLD_POLICY_
IDENTITY

Choose the threshold policy from
the list

Stats Threshold
Policy

UCS_CENTRAL_LAN_
ADAPTER_POLICY_
IDENTITY

Choose the adapter policy from
the the list

Adapter Policy

UCS_CENTRAL_VHBA_
TEMPLATE_IDENTITY

Choose the vHBA template from
the list

vHBA Template

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS_CENTRAL_VHBA_
IDENTITY

UCS CENTRAL VHBA
IDENTITY

UCS_CENTRAL_VHBA_
IDENTITY
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Add vMedia Mount to UCS Central vMedia Policy
Summary

Add a vMedia mount to a vMedia policy.
Description

This task adds a vMedia mount to a specific UCS Central vMedia policy. You provide a vMedia policy
and other vMedia mount properties as mappable inputs. This task can be rolled back through the Service
Requests page.

Inputs

MandatoryMappable To
Type

DescriptionInput

YucsCentralvMedia
Policy

Select the vMedia PolicyvMedia Policy

YucsCentralvMedia
MountDeviceType

For each vMedia policy, you can create a maximum
of two vMediamounts, one each for HDD and CDD.
You cannot have more than one vMedia mount for
the same device type.

Device Type

Ygen_text_inputFor each vMedia policy, you can create a maximum
of two vMediamounts, one each for HDD and CDD.

Mount Name

You cannot have more than one vMedia mount for
the same device type.

gen_text_inputOptional. Enter upto 250 characters. You can use
any characters or spaces except ` (accent mark),

Description

(backslash), ^ (carat), " (double quote), = (equal
sign), > (greater than), < (less than), and ' (single
quote).

ucsCentralvMedia
MountMount
Protocol

Specify the network access protocol to use when
communicating with the mounted remote server.
Supported protocols are https, http, cifs and nfs.

Protocol

gen_text_inputEnter the IP address or hostname of the location
where the backup file is to be stored. This can be a

Remote Server
Host Name/IP
Address server, storage array, local drive or any read/write

media that the fabric interconnect can access through
the network. If you use a hostname, you must
configure the Cisco UCS Domain to use a DNS
server. The hostname (DNS) can be used when
inband network is configured for that server.

gen_text_inputEnter the full path to the remote vMedia file. When
specifying access via CIFS, be sure to use forward

Absolute
Remote Path

slashes in the path rather than Windows backslash
characters.

ucsCentralvMedia
MountImageName
Variable

Selection of SERVICE-PROFILE-NAME will
automatically use the service profile name as IMG
name. The IMG file with the same name as service
profile must be available in the required path. If you

Generate File
Name from
Service Profile
Name
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MandatoryMappable To
Type

DescriptionInput

select NONE, fill in the remote IMG file name that
the policy must use.

Outputs

TypeDescriptionOutput

ucsCentralvMediaMountAdded vMedia MountucsCentralvMediaMount

ucsCentralvMediaMount
DeviceType

vMedia Mount Device TypeucsCentralvMediaMountDevice
Type

gen_text_inputvMedia Mount Mount NameucsCentralvMediaMountMapping
Name

gen_text_inputvMedia Mount DescriptionucsCentralvMediaMountDescription

ucsCentralvMediaMount
MountProtocol

vMedia Mount ProtocolucsCentralvMediaMountMount
Protocol

ucsCentralvMediaMountAuth
Option

vMedia Mount Authentication
Protocol

ucsCentralvMediaMountAuthOption

gen_text_inputvMediaMount Remote Server Host
Name/IP Address

ucsCentralvMediaMountRemoteIp
Address

gen_text_inputvMedia Mount Absolute Remote
Path

ucsCentralvMediaMountImagePath

ucsCentralvMediaMount
ImageNameVariable

vMediaMount Generate File Name
from Service Profile Name

ucsCentralvMediaMountImage
NameVariable

gen_text_inputvMedia Mount Remote File NameucsCentralvMediaMountImageFile
Name
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Add vNIC to Global ServiceProfile
Summary

Add a vNIC to a global service profile.
Description

This task adds a vNIC to a global service profile.
Inputs

MandatoryMappable To
Type

DescriptionInput

YUCS_CENTRAL_
SERVICE_

Choose a global service profile for adding
the vNIC

Service Profile

PROFILE_
IDENTITY

YEnter the name of the vNICName

Check to create a vNIC from a vNIC
Template

Use vNIC Template

UCS_CENTRAL_
MAC_POOL_
IDENTITY

Choose a MAC Pool from the listMAC Pool

YChoose Fabric A or Fabric BFabric ID

Check to enable failover from the listEnable Failover

ucsCentralMulti
VlanIdentity

Choose one or more VLANsVLANs

gen_text_inputChoose a VLAN to set as the native VLANNative VLAN

YEnter themaximum transmission unit (packet
size) that the vNIC should use. Valid range
is between 1500 and 9000.

MTU

YChoose an ethernet adapter policy from the
list

Adapter Policy

Choose a dynamic vNIC connection policy.
If you do not choose a policy,the default
policy is used.

Dynamic vNIC
Connection Policy

Choose a QoS policy from the listQoS Policy

Choose a network control policy from the listNetwork Control Policy

YChoose a vNIC template. The vNIC template
is used to create a vNIC.

vNIC Template

Choose a PIN group policy from the listPin Group

Choose a statistics threshold policy from the
list

Stats Threshold Policy
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Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ucsCentralServiceProfilev
NICIdentity

Output Ucs Central Service
Profile vNIC Identity

UCS_CENTRAL_SP_VNIC_
IDENTITY
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Associate Global Service Profile
Summary

Associate a global service profile to a server.
Description

This task associates a UCS Central global service profile to a server.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_
SERVICE_PROFILE_
IDENTITY

Choose a service profile to associate
with the server

Service Profile

Choose the server or server-pool
option for server selection scope

Server Selection
Scope

YucsCentralServerIdentityChoose the server to associate with the
service profile

Server

YucsCentralServerPool
Identity

Choose the server pool to associate
with the service profile

Server Pool

UCS_CENTRAL_
SERVICE_PROFILE_

Choose the server pool qualification
policy to associate with the service
profile

Server Pool
Qualification Policy

QUALIFICATION_
IDENTITY

Check to restrict the migration of a
server

Restrict Migration of
Server

Outputs

TypeDescriptionOutput

ucsCentralServerIdentityUCS Server IdentityUCS_CENTRAL_SERVER_
IDENTITY

gen_text_inputUCS Central Server Outband
Management IP address

UCS_CENTRAL_SERVER_
OUTBAND_MGMT_IP_ADDRESS

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY

gen_text_inputMAC Address of the UCS Server
to which Service Profile is
associated.

OUTPUT_UCS_BLADE_MAC_
ADDRESS

UCS_CENTRAL_SERVICE_
PROFILE_

UCSCentral Server Qualification
Policy Identity

UCS_CENTRAL_SERVICE_
PROFILE_QUALIFICATION_
IDENTITY QUALIFICATION_

IDENTITY
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AssociateGlobalServiceProfileTemplatetoUCSCentralServer
Pool

Summary
Associate a global service profile template with a server pool.

Description
This task associates a UCS Central global service profile temaplate with a server pool.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_
SERVICE_PROFILE_
TEMPLATE_IDENTITY

Choose the global service profile
template from the list

Service Profile
Template

YucsCentralServerPoolIdentityChoose the server pool to associate
with the global service profile

Server Pool

Check to restrict the migration of a
server

Restrict Migration of
Server

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS Central Service Profile
Template Identity

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_IDENTITY

ucsCentralServerPoolIdentityUCS Central Server Pool
Identity

UCS_CENTRAL_SERVER_
POOL_IDENTITY
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Bind Global Service Profile Template vNIC to Template
Summary

Bind a vNIC template to one or more vNICs in a global service profile template.
Description

This task binds a vNIC template to vNICs in a global service profile (GSP) template. Two inputs specify
the GSP Template and the vNIC Template to use. The third input, Service Profile vNIC, is a multi-select
list of vNICs in the GSP template. The vNIC template is bound to all vNICs that are selected.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Choose the global service profile
template from the list

Service Profile
Template

YucsCentralServiceProfilev
NICIdentity

Choose the global service profile
template vNICs

Service Profile vNIC

YucsCentralvNICTemplateIdentityChoose a vNIC template from the
list

vNIC Template

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS Central Service Profile
Template Identity

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

ucsCentralServiceProfilev
NICIdentity

Output Ucs Central Service
Profile vNIC Identity

UCS_CENTRAL_SP_VNIC_
IDENTITY

ucsCentralvNICTemplate
Identity

Output Ucs Central vNIC
Template Identity

UCS_CENTRAL_VNIC_
TEMPLATE_IDENTITY
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Bind Global Service Profile to Template
Summary

Bind a service profile to a UCS Central global service profile template.
Description

This task binds a service profile to a UCS Central Global service profile template.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose the global service
profile

Service Profile

YUCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_IDENTITY

Choose the global service
profile template

Service Profile
Template

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS Central Service Profile
Template Identity

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY
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Bind Global Service Profile vNIC to Template
Summary

Bind a global service profile vNIC to a vNIC template.
Description

This UCS Central task binds a global service profile vNIC to a vNIC template.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose the global service profile
from the list

Service Profile

YucsCentralServiceProfilev
NICIdentity

Choose the global service profile
vNICs

Service Profile vNIC

YucsCentralvNICTemplateIdentityChoose a vNIC Template from
the list

vNIC Template

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ucsCentralServiceProfilev
NICIdentity

Output Ucs Central Service
Profile vNIC Identity

UCS_CENTRAL_SP_VNIC_
IDENTITY

ucsCentralvNICTemplate
Identity

Output Ucs Central vNIC
Template Identity

UCS_CENTRAL_VNIC_
TEMPLATE_IDENTITY
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Change Domain Group Assignment
Summary

Select a domain group to assign a domain.
Description

This task changes a domain group assignment.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralDomainIdentitySelect DomainUCS Domain

YucsCentralDomainGroupIdentitySelect Domain Group to assign
the Domain

Domain Group

Outputs

TypeDescriptionOutput

ucsCentralDomainIdentityUCS Central Domain IdentityUCS_CENTRAL_DOMAIN_
IDENTITY

ucsCentralDomainGroup
Identity

UCS Central Domain Group
Identity

UCS_CENTRAL_DOMAIN_
GROUP_IDENTITY
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Check Server Association State
Summary

Check a server's association state.
Description

This task checks a Server's association state.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralServerIdentitySelect server to check association
state.

Server

Outputs

No Outputs
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Clone Global Service Profile Template
Summary

Create a copy of a global service profile template.
Description

This task clones a UCS Central global service profile template. The task takes as input the following:

• The template to clone
• A name for the new template
• The organization to assign the new template to

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the global service profile
template name

Service Profile
Template Name

YUCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Choose the global service profile
template from the list

Service Profile
Template

YUCS_CENTRAL_
ORGANIZATION_
IDENTITY

Choose the UCS Central
organization under which the global
service profile template is to be
created

Organization

Outputs

TypeDescriptionOutput

gen_text_inputCloned Global Service Profile
Template name

CLONED_GLOBAL_SERVICE_
PROFILE_TEMPLATE_NAME

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Global Service Profile
Template Identity

GLOBAL_SERVICE_PROFILE_
TEMPLATE_IDENTITY

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS Central Organization
Identity

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Cloned Global Service Profile
Template Identity

CLONED_GLOBAL_SERVICE_
PROFILE_TEMPLATE_IDENTITY
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Create Global Service Profile
Summary

Create a global service profile.
Description

This task creates a new global service profile in UCS Central.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputEnter the global service profile nameName

gen_text_inputEnter the description for the global service
profile

Description

YChoose the organization for the global service
profile

Organization

YChoose the UUID pool for the global service
profile

UUID Assignment

YChoose the storage policy for the global service
profile

Storage Policy

Choose the network policy for the global
service profile

PXE Network Policy

Choose the PXE boot policy from the listPXE Boot Policy

YChoose the blade boot policy from the listBlade Boot Policy

Choose the BIOS policy from the listBIOS Policy

Choose the IPMI access profile or an external
IPMI management configuration

IPMI Access Profile

Choose the serial over LAN configuration or
an external IPMI mangement configuration

SOLConfiguration Profile

Choose themanagement IP address policy from
the list

Management IP Address
Policy

Ygen_text_inputEnter the IP address for the global service
profile

IP Address

Ygen_text_inputEnter the subnet mask for the global service
profile

Subnet Mask

Ygen_text_inputEnter the default gateway for the global service
profile

Default Gateway

Choose the statistics threshold policy from the
list

Threshold Policy

Choose the scrub policy from the listScrub Policy
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MandatoryMappable To
Type

DescriptionInput

Choose the host firmware package policy from
the list

Host Firmware Policy

Choose the maintenance policy from the listMaintenance Policy

Choose the power control policy from the listPower Control Policy

ucsCentralv
MediaPolicy

Choose a vMedia policy from the listvMedia Policy

Ygen_text_inputChoose the power state from the list. The
selected power state is applied to the server
when the service profile is associated.

Server Power State

Outputs

TypeDescriptionOutput

ucsAccountNameName of the Account on which the selected operation was
performed

ACCOUNT_NAME

UCS_CENTRAL_
ORGANIZATION_
IDENTITY

UCS Central Organization IdentityUCS_CENTRAL_
ORGANIZATION_
IDENTITY

UCS_CENTRAL_
SERVICE_

UCS Central Service Profile IdentityUCS_CENTRAL_
SERVICE_

PROFILE_
IDENTITY

PROFILE_
IDENTITY

ucsBootPolicy
Identity

Name of the server boot policy that was used for creating
service profile

BLADE_BOOT_
POLICY

ucsBootPolicy
Identity

Name of new Boot Policy createdSP_BOOT_POLICY

ucs_service_profileDN of the Service Profile on which the selected operation
was performed

SERVICEPROFILE_
NAME

gen_text_inputName of the Service Profile onwhich the selected operation
was performed

SERVICE_
PROFILE_NAME

gen_text_inputComma separated Names and WWPNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

OP_CSV_SP_
VHBAs

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

SP_VHBA1

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba2@20:00:00:25:b5:00:aa:a1)

SP_VHBA2
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TypeDescriptionOutput

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba3@20:00:00:25:b5:00:aa:a1)

SP_VHBA3

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA4

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA5

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA6

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA7

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA8

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA9

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA10

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan1@120)

SP_VSAN1

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan2@120)

SP_VSAN2

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan3@120)

SP_VSAN3

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan4@120)

SP_VSAN4

gen_text_inputName of Service Profile vNIC.SP_VNIC1

gen_text_inputName of Service Profile vNIC.SP_VNIC2

gen_text_inputName of Service Profile vNIC.SP_VNIC3

gen_text_inputName of Service Profile vNIC.SP_VNIC4

gen_text_inputName of Service Profile vNIC.SP_VNIC5

gen_text_inputName of Service Profile vNIC.SP_VNIC6

gen_text_inputName of Service Profile vNIC.SP_VNIC7

gen_text_inputName of Service Profile vNIC.SP_VNIC8
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TypeDescriptionOutput

gen_text_inputName of Service Profile vNIC.SP_VNIC9

gen_text_inputName of Service Profile vNIC.SP_VNIC10

gen_text_inputComma separated Names and WWNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a1)

OUTPUT_
SERVICE_
PROFILE_WWN_
LIST

gen_text_inputWWN of the virtual Host Bus Adapter 1 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA1_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 2 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA2_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 3 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA3_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 4 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA4_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 5 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA5_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 6 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA6_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 7 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA7_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 8 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA8_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 9 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA9_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 10 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA10_WWN

gen_text_inputMACAddress of the UCS Server to which Service Profile
is associated.

OUTPUT_UCS_
BLADE_MAC_
ADDRESS

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 1 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY1
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TypeDescriptionOutput

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 2 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY2

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 3 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY3

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 4 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY4

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 5 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY5

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 6 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY6

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 7 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY7

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 8 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY8

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 9 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY9

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 10 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY10

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC1_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC2_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC3_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC4_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC5_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC6_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC7_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC8_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC9_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC10_MAC

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA1_WWPN
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TypeDescriptionOutput

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA2_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA3_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA4_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA5_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA6_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA7_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA8_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA9_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA10_
WWPN

ucsServiceProfile
MultivNICIdentity

UCS Service Profile Multi vNIC IdentitySERVICE_
PROFILE_MULTI_
VNIC_IDENTITY
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Create Global Service Profile from Template
Summary

Create one or more UCS Central global service profiles from a template.
Description

This task creates one or more global service profiles from a template in a UCS Central account. For the
Updating Type Service Profile template, the workflow task is executed successfully when the number
of available servers is equal to the number of service profiles. The workflow task fails when the number
of servers available for association is less than the number of service profiles. Before failing, the task
associates service profiles (selected at random) to all the available free servers. The workflow task fails
when a service profile captured in the log file is not associated to a server. For the Initial Type Service
Profile template, the workflow task is executed successfully even when the number of available free
servers is not equal to the number of service profiles.

Inputs

MandatoryMappable To TypeDescriptionInput

spNamingConventionChoose Service Profile Naming
Convention

Service Profile Naming
Convention

Ygen_text_inputEnter the service profile name prefix. All
the service profiles created from this

Service Profile Name
Prefix

template are prefixed with the specified
name.

Ygen_text_inputEnter the number of service profiles to
be created from this template

Number of Service
Profiles

Ygen_text_inputEnter the starting unique ID number for
the service profile

Number to Start With

Ygen_text_inputEnter the number of digits for the service
profile

Number of Digits

gen_text_inputEnter the service profile naming suffix.
All the service profiles created from this

Service Profile Naming
Suffix

template are suffixed with the specified
name.

Ygen_text_inputEnter the service profile names. Separate
the service profile names with commas.

Comma Separated
Service Profile Names

YUCS_CENTRAL_
SERVICE_PROFILE_

Choose the template that you want to use
to create a service profile

Service Profile
Template

TEMPLATE_
IDENTITY

YUCS_CENTRAL_
ORGANIZATION_
IDENTITY

Choose the UCS Central organization
that you want to use to create a service
profile

Destination
Organization
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Outputs

TypeDescriptionOutput

ucs_service_profileDN of the Service Profiles on which the selected operation
was performed

ALL_
SERVICEPROFILE_
NAMES

UCS_CENTRAL_
SERVICE_

UCS Central Service Profile IdentityUCS_CENTRAL_
SERVICE_PROFILE_
IDENTITY PROFILE_

IDENTITY

ucsCentralServer
Identity

UCS Server IdentityUCS_CENTRAL_
SERVER_IDENTITY

gen_text_inputUCS Central Server Outband Management IP addressUCS_CENTRAL_
SERVER_
OUTBAND_MGMT_
IP_ADDRESS

ucsAccountNameName of the Account on which the selected operation was
performed

ACCOUNT_NAME

UCS_CENTRAL_
ORGANIZATION_
IDENTITY

UCS Central Organization IdentityUCS_CENTRAL_
ORGANIZATION_
IDENTITY

ucsBootPolicy
Identity

UCS Central Boot Policy IdentityBOOT_POLICY_
IDENTITY

ucsCentralBoot
PolicyIdentity

UCS Central BOOT Policy IdentityUCS_CENTRAL_
BOOT_POLICY_
IDENTITY

ucsScrubPolicy
Identity

UCS Scrub Policy IdentitySCRUB_POLICY_
IDENTITY

ucsCentralScrub
PolicyIdentity

UCS Central SCRUB Policy IdentityUCS_CENTRAL_
SCRUB_POLICY_
IDENTITY

gen_text_inputComma separated Names and WWPNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

OP_CSV_SP_VHBAs

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

SP_VHBA1

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba2@20:00:00:25:b5:00:aa:a1)

SP_VHBA2

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba3@20:00:00:25:b5:00:aa:a1)

SP_VHBA3
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TypeDescriptionOutput

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA4

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA5

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA6

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA7

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA8

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA9

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA10

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan1@120)

SP_VSAN1

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan2@120)

SP_VSAN2

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan3@120)

SP_VSAN3

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan4@120)

SP_VSAN4

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan1)

SP_VHBA1_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan2)

SP_VHBA2_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan3)

SP_VHBA3_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan4)

SP_VHBA4_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan5)

SP_VHBA5_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan6)

SP_VHBA6_VSAN
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TypeDescriptionOutput

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan7)

SP_VHBA7_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan8)

SP_VHBA8_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan9)

SP_VHBA9_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan10)

SP_VHBA10_VSAN

gen_text_inputComma separated Names and WWNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a1)

OUTPUT_SERVICE_
PROFILE_WWN_
LIST

gen_text_inputWWN of the virtual Host Bus Adapter 1 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA1_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 2 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA2_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 3 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA3_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 4 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA4_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 5 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA5_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 6 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA6_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 7 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA7_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 8 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA8_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 9 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA9_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 10 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA10_WWN
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TypeDescriptionOutput

ucs_service_profileDN of the Service Profile on which the selected operation
was performed

SERVICEPROFILE_
NAME

ucsMultiService
ProfileIdentity

UCS Multi Service Profile IdentityUCS_MULTI_
SERVICE_PROFILE_
IDENTITY

gen_text_inputName of the Service Profile onwhich the selected operation
was performed

SERVICE_PROFILE_
NAME

gen_text_inputName of the Service Profiles on which the selected
operation was performed

ALL_SERVICE_
PROFILE_NAMES

gen_text_inputAccount Name and DN's of the Service Profiles on which
the selected operation was performed

ALL_SERVICE_
PROFILE_
ACCOUNTNAME_
DNS

gen_text_inputName of Service Profile vNIC.SP_VNIC1

gen_text_inputName of Service Profile vNIC.SP_VNIC2

gen_text_inputName of Service Profile vNIC.SP_VNIC3

gen_text_inputName of Service Profile vNIC.SP_VNIC4

gen_text_inputName of Service Profile vNIC.SP_VNIC5

gen_text_inputName of Service Profile vNIC.SP_VNIC6

gen_text_inputName of Service Profile vNIC.SP_VNIC7

gen_text_inputName of Service Profile vNIC.SP_VNIC8

gen_text_inputName of Service Profile vNIC.SP_VNIC9

gen_text_inputName of Service Profile vNIC.SP_VNIC10

ucsCentralService
Profilev
NICIdentity

vNIC Identity of service profile's vNIC 1 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY1

ucsCentralService
Profilev
NICIdentity

vNIC Identity of service profile's vNIC 2 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY2

ucsCentralService
Profilev
NICIdentity

vNIC Identity of service profile's vNIC 3 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY3

ucsCentralService
Profilev
NICIdentity

vNIC Identity of service profile's vNIC 4 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY4

ucsCentralService
Profilev
NICIdentity

vNIC Identity of service profile's vNIC 5 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY5
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TypeDescriptionOutput

ucsCentralService
Profilev
NICIdentity

vNIC Identity of service profile's vNIC 6 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY6

ucsCentralService
Profilev
NICIdentity

vNIC Identity of service profile's vNIC 7 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY7

ucsCentralService
Profilev
NICIdentity

vNIC Identity of service profile's vNIC 8 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY8

ucsCentralService
Profilev
NICIdentity

vNIC Identity of service profile's vNIC 9 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY9

ucsCentralService
Profilev
NICIdentity

vNIC Identity of service profile's vNIC 10 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY10

gen_text_inputMACAddress of the UCS Server to which Service Profile
is associated.

OUTPUT_UCS_
BLADE_MAC_
ADDRESS

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC1_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC2_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC3_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC4_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC5_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC6_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC7_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC8_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC9_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC10_MAC

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA1_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA2_WWPN
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TypeDescriptionOutput

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA3_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA4_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA5_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA6_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA7_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA8_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA9_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA10_WWPN

ucsServiceProfile
MultivNICIdentity

UCS Service Profile Multi vNIC IdentitySERVICE_PROFILE_
MULTI_VNIC_
IDENTITY

gen_text_inputUCS Service Profile iSCSI vNIC's IQNISCSI_IQN

gen_text_inputUCS Service Profile iSCSI vNIC's IP AddressISCSI_ADDR
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Create UCS Central Maintenance Policy
Summary

Create a maintenance policy.
Description

This task creates a maintenance policy in UCS central.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the maintenance policy
name

Name

Enter the maintenance policy
description

Description

YUCS_CENTRAL_
ORGANIZATION_
IDENTITY

Select UCS central Organization
name

Organization

YUCS_Central_ShutdownTimer
Identity

Select timerHard Shutdown Timer

YUCS_Central_StorageConfig
DeploymentIdentity

Select storage config
deployment policy type

Storage Configuration
Deployment Policy

YUCS_Central_RebootIdentitySelect reboot policyApply Changes On

YBooleanCheck to apply the changes on
next reboot

Apply Changes On Next
Reboot

YUCS_Central_ScheduleIdentitySelect scheduleSchedule

Outputs

TypeDescriptionOutput

ucsCentralMaintenancePolicy
Identity

UCSCentralMAINTENANCE
Policy Identity

UCS_CENTRAL_
MAINTENANCE_POLICY_
IDENTITY

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS Central Organization
Identity

UCS_CENTRAL_
ORGANIZATION_IDENTITY
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Create UCS Central QoS Policy
Summary

Create a UCS Central QoS Policy.
Description

This task creates a UCS Central QoS Policy. The user selects Organization, Policy Name, Description,
Egress Priority, Egress Burst Size (Bytes), \ Egress Avg. Traffic Rate (Kbps), and Host Control Class
Of Service (CoS). The output of this task is the new QoS Policy Identity and Name. This task supports
a rollback action.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter QoS Policy nameName

Enter a description of QoS policy.Description

YUCS_CENTRAL_
ORGANIZATION_
IDENTITY

Select the organization where you
want to create the Qos policy

Organization

YUCS_CENTRAL_QOS_
PRIORITY_LIST_
PROVIDER

Choose a egress priority from the
list

Egress Priority

YUCS_CENTRAL_
QOSPOLICY_

Choose a host control Class of
Service (CoS)

Host Control Class of
Service (CoS)

HOSTCONTROL_
LOVPROVIDER

Ygen_text_inputEnter the valid egress burst size.Egress Burst
Size(Bytes)

YChoose the egress Avg. traffic rateEgress Avg. Traffic
Rate(Kbps)

Outputs

TypeDescriptionOutput

UCS_CENTRAL_QOS_POLICY_
NAME

UCS Central QOS Policy
Name

UCS_CENTRAL_QOS_POLICY_
NAME

UCS_CENTRAL_QOS_POLICY_
IDENTITY

UCS Central QOS Policy
Identity

UCS_CENTRAL_QOS_POLICY_
IDENTITY
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Create UCS Central Server Pool
Summary

Create a UCS Central server pool.
Description

This task creates a UCS Central server pool. The task binds one or more server pool qualification policies
to the server pool. The task can also to the server pool one or more servers that don't qualify based on
the server pool qualification policy. The task output is the identity of the new server pool and a
ucsMultiServerIdentity element representing the pooled servers.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_
ORGANIZATION_IDENTITY

Select the organization under
which to create new server pool.

Organization

Ygen_text_inputEnter new server pool name.Server Pool Name

gen_text_inputEnter new server pool description.Description

UcsMultiServerPoolQualPolicy
Identity

Select Server Pool Qualification
Policy

Server Pool
Qualification Policy

UCS_CENTRAL_MULTI_
SERVER_IDENTITY

Select servers to add with the
server pool.

Server

Outputs

TypeDescriptionOutput

ucsCentralServerPoolIdentityNewly Created Server PoolUCS_CENTRAL_ADDED_
SERVER_POOL

UCS_CENTRAL_MULTI_
SERVER_IDENTITY

UCS Central Multi Server
Identity

UCS_CENTRAL_MULTI_
SERVER_IDENTITY
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Create UCS Central vMedia Policy
Summary

Create a vMedia mount policy in a UCS Central organization.
Description

This task creates a vMedia mount policy in a UCS Central organization. You provide organization, name,
and description as mappable inputs. A mount points can be added to the newly created policy with the
Add vMedia Mount to UCS Central vMedia Mount Policy task. This task can be rolled back through the
Service Requests page.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_
ORGANIZATION_
IDENTITY

Select the organization under which the vMedia
policy needs to be created. The format is 'ucs_central_
account_id;organization_dn' like
'1;org-root/org-suborg.

Organization

Ygen_text_inputEnter a name between 1 and 16 alphanumeric
characters. You cannot use spaces or any special

Name

characters other than - (hyphen), _ (underscore), :
(colon) and . (period). You cannot change this name
after the object has been saved.

gen_text_inputOptional. Enter upto 250 characters. You can use any
characters or spaces except ` (accent mark),

Description

(backslash), ^ (carat), " (double quote), = (equal sign),
> (greater than), < (less than), and ' (single quote).

ucsCentralvMedia
PolicyRetryOnMount
Fail

Whether the vMedia will continue mounting when a
mount failure occurs. If enabled, the remote server
will continue to try to mount the vMedia until it is
successful or you disable this option.

Retry on
Mount
Failure

Outputs

TypeDescriptionOutput

ucsCentralvMediaPolicyAdded vMedia PolicyucsCentralvMediaPolicy

gen_text_inputvMedia Policy NameucsCentralvMediaPolicyName

gen_text_inputvMedia Policy DescriptionucsCentralvMediaPolicyDescr

ucsCentralvMediaPolicyRetry
OnMountFail

vMedia Policy Retry On Mount
Failure

ucsCentralvMediaPolicyRetryOn
MountFail
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Delete Global Service Profile
Summary

Delete a global service profile.
Description

This task deletes a UCS Central global service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose the global service
profile to be delete

Service Profile

Outputs

No Outputs
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Delete Global Service Profile Template
Summary

Delete a global service profile template.
Description

This task deletes a UCS Central global service profile template. The outputs of this task are the service
profile template identity and the organization identity of the deleted service profile template.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Choose a global service profile
template to be deleted

Service Profile
Template

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS Central Service Profile
Template Identity

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS Central Organization
Identity

UCS_CENTRAL_
ORGANIZATION_IDENTITY
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Delete Servers from UCS Central Server Pool
Summary

Remove a server from a UCS Central server pool.
Description

This task removes one or more servers from a UCS Central server pool. Inputs to the task are the identity
of the Server Pool and a ucsMultiServerIdentity containing one or more servers to be removed.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralServerPoolIdentityChoose the UCSCentral server poolServer PoolName

YUCS_CENTRAL_MULTI_
SERVER_IDENTITY

Choose one or more servers to be
deleted from the selected server pool

Servers

Outputs

TypeDescriptionOutput

ucsCentralServerPoolIdentityUCS Central Server Pool
Identity

UCS_CENTRAL_SERVER_POOL_
IDENTITY

UCS_CENTRAL_MULTI_
SERVER_IDENTITY

UCS Central Multi Server
Identity

UCS_CENTRAL_MULTI_
SERVER_IDENTITY
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Delete UCS Central Maintenance Policy
Summary

Delete a maintenance policy.
Description

This task deletes a maintenance policy from UCS central.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralMaintenancePolicy
Identity

Select UCSCentralMaintenance
Policy to be deleted

Maintenance Policy

Outputs

TypeDescriptionOutput

ucsCentralMaintenance
PolicyIdentity

UCS Central MAINTENANCE
Policy Identity

UCS_CENTRAL_
MAINTENANCE_POLICY_
IDENTITY
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Delete UCS Central Organization
Summary

Delete an organization from UCS Central.
Description

This task deletes an organization from a UCS Central account. The task takes the organization identity
as input. The task returns the organization identity that it was given.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_
ORGANIZATION_IDENTITY

Select the organization that
needs to be removed

Organization

Outputs

TypeDescriptionOutput

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS Central Organization
Identity

UCS_CENTRAL_
ORGANIZATION_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3285
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Delete UCS Central Organization



Delete UCS Central QoS Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_QOS_POLICY_
IDENTITY

Select QoS Policy to deleteQoS Policies

Outputs

TypeDescriptionOutput

UCS_CENTRAL_QOS_
POLICY_IDENTITY

UCS Central QOS Policy
Identity

UCS_CENTRAL_QOS_POLICY_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3286
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Delete UCS Central Server Pool
Summary

Removes a UCS Central server pool.
Description

This task removes a UCS Central server pool. It takes the server pool identity as input. The servers are
untouched; only the pool entity is deleted.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralServerPoolIdentityChoose the UCS central server
pool from the list

Server Pool Name

Outputs

TypeDescriptionOutput

ucsCentralServerPoolIdentityUCSCentral Server Pool IdentityUCS_CENTRAL_SERVER_POOL_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3287
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Delete UCS Central Time Zone
Summary

Delete a UCS Central time zone.
Description

This task deletes a UCS Central time zone.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralTimeZoneIdentityChoose the NTP server to be
deleted

NTP Server

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3288
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Delete UCS Central VLAN
Summary

Delete a UCS Central VLAN.
Description

This task deletes a VLAN and its managed objects from UCS Central. Output of this task is the ID of
the deleted VLAN.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralVlanIdentityChoose a VLAN to be deletedVLAN

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3289
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Delete UCS Central vMedia Policy
Summary

Remove one or more vMedia mount policies.
Description

This task removes one or more vMedia policies.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralvMediaPolicySelect the vMedia PolicyvMedia Policy

Outputs

TypeDescriptionOutput

ucsCentralvMediaPolicyRemoved vMedia PolicyucsCentralvMediaPolicy

Cisco UCS Director Task Library Reference, Release 6.7
3290
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Delete UCS Central vNIC Template
Summary

Delete a UCS Central vNIC template.
Description

This task deletes a UCS Central vNIC template. Input is the template identity.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralvNICTemplate
Identity

Choose the UCS Central vNIC
template to be deleted

Central vNIC
Template

Outputs

TypeDescriptionOutput

ucsCentralvNICTemplate
Identity

Global VNIC TEMPLATEOP_UCS_CENTRAL_VNIC_
TEMPLATE

Cisco UCS Director Task Library Reference, Release 6.7
3291
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Delete VLAN from Global Service Profile
Summary

Delete a VLAN from a global service profile.
Description

This task deletes a VLAN from global service profile vNICs.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_
SERVICE_PROFILE_
IDENTITY

Choose a global service profileService Profile

Check to delete a VLAN from the
selected vNICs

Delete VLAN from
selected vNICs

YucsCentralServiceProfilev
NICIdentity

Choose one or more vNICs from the
global service profile

Select vNICs

YucsCentralVlanIdentityChoose the VLAN to be deleted from
the global service profile vNICs

VLAN ID

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ucsCentralVlanIdentityUCS CENTRAL VLAN
IDENTITY

UCS_CENTRAL_VLAN_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3292
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Delete VLAN from Global vNIC Template
Summary

Deletes a vLAN from an existing global vNIC template.
Description

This task allows user to delete vLAN from existing global vNIC template.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralvNICTemplateIdentityChoose a global vNIC template
from the list

vNIC Template

YUcsCentralVNICTemplateMulti
VLANIdentity

Choose one or more VLANs
from the list

vNIC Template
VLAN

Outputs

TypeDescriptionOutput

UcsCentralVNICTemplate
MultiVLANIdentity

UCS Global vNIC Template
VLAN Identity

OP_UCS_CENTRAL_VNIC_
TEMPLATE_MULTI_VLAN_
IDENTIY

Cisco UCS Director Task Library Reference, Release 6.7
3293
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Delete VSAN from Global Service Profile Template
Summary

Delete a VSAN from a global service profile template.
Description

This task deletes a VSAN from a UCS Central global service profile template. Optionally, the VSAN is
deleted from one or more of the template's vHBAs. The output of this task is the service profile template
identity and the deleted VSAN's identity.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Choose a global service profile
template

Service Profile
Template

Check to delete a VSAN from the
selected vHBAs

Delete VSAN to
selected vHBAs

YUCS_CENTRAL_VHBA_
IDENTITY

Choose one or more vHBAs from the
global service profile template

vHBAs

YUCS_CENTRAL_VSAN_
IDENTITY

Choose the VSAN to be deleted from
the global service profile template v
HBAs

VSAN

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS Central Service Profile
Template Identity

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS_CENTRAL_VSAN_
IDENTITY

UCS Central VSAN IdentityUCS_CENTRAL_VSAN_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3294
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Delete iSCSI vNIC from Global Service Profile
Summary

Delete an iSCSI vNIC from a global service profile.
Description

This task deletes an iSCSI vNIC from a global service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralServiceProfilei
SCSIvNICIdentity

Choose the global service profile i
SCSI vNIC to be deleted from the
globlal service profile

Global Service Profile
iSCSI vNIC

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3295
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Delete vHBA from Global Service Profile
Summary

Delete a vHBA from a global service profile.
Description

This task deletes a vHBA from a UCS Central global service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose a global service profileService Profile

YUCS_CENTRAL_VHBA_
IDENTITY

Choose one or more vHBAs to be
deleted from the global service
profile

Service Profile v
HBA

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS_CENTRAL_VHBA_
IDENTITY

UCS CENTRAL VHBA
IDENTITY

UCS_CENTRAL_VHBA_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3296
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Delete vMedia Mount from UCS Central vMedia Policy
Summary

Remove vMedia mounts from vMedia policies.
Description

This task removes one or more vMedia mounts from vMedia policies.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralvMediaMountSelect the vMedia MountvMedia Mount

Outputs

TypeDescriptionOutput

ucsCentralvMediaMountRemoved vMedia MountucsCentralvMediaMount

Cisco UCS Director Task Library Reference, Release 6.7
3297
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Delete vNIC from Global ServiceProfile
Summary

Delete a vNIC from a global service profile.
Description

This task deletes a vNIC from a global service profile.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose a global service profileService Profile

YucsCentralServiceProfilev
NICIdentity

Choose one or more vNICs to be
deleted from the global service
profile

Service Profile v
NIC

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ucsCentralServiceProfilev
NICIdentity

Output Ucs Central Service
Profile vNIC Identity

UCS_CENTRAL_SP_VNIC_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3298
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Disassociate Global Service Profile
Summary

Dissociate a global service profile from a server.
Description

This task dissociates a UCS Central global service profile from a server.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose a global service profile
from the list

Service Profile

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3299

UCS Central Tasks
Disassociate Global Service Profile



Disassociate Global Service Profile Template from UCS Central
Server Pool

Summary
Dissociate a global service profile template from a server pool.

Description
This task dissociates a UCS Central service profile template from a server pool.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_IDENTITY

Choose a global service profile
template from the lists

Service Profile

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS Central Service Profile
Template Identity

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3300
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Edit UCS Central Time Zone
Summary

Edit a UCS Central time zone.
Description

This task modifies a UCS Central time zone.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralTimeZone
Identity

Choose the NTP server to be editedNTP Server

YChoose the time zone to set for the
NTP Server

Time Zone

Outputs

TypeDescriptionOutput

gen_text_inputNTP ServerOUTPUT_NTP_SERVER

gen_text_inputTime ZoneOUTPUT_TIME_ZONE

Cisco UCS Director Task Library Reference, Release 6.7
3301
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Get UCS Central vMedia Policy
Summary

Get information about a vMedia mount policy.
Description

This task fetches information about a vMedia mount policy. The task outputs basic properties of the
vMedia policy and the identities of the vMedia mounts of the policy.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralvMediaPolicySelect the vMedia PolicyvMedia Policy

Outputs

TypeDescriptionOutput

ucsCentralvMediaPolicySelected vMedia PolicyucsCentralvMediaPolicy

gen_text_inputvMedia Policy NameucsCentralvMediaPolicyName

gen_text_inputvMedia Policy DescriptionucsCentralvMediaPolicyDescr

ucsCentralvMediaPolicyRetry
OnMountFail

vMedia Policy Retry On Mount
Failure

ucsCentralvMediaPolicyRetryOn
MountFail

ucsCentralvMediaMountvMedia Policy vMedia MountsucsCentralvMediaPolicyvMedia
Mounts

Cisco UCS Director Task Library Reference, Release 6.7
3302
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Install Multi ESXi on SD for UCS Central Virtual SAN
Summary

Install multiple ESXi instances on SD memory for a UCS Central Virtual SAN.
Description

This task validates inputs for ESXi installation and triggers installation of ESXi on multiple UCS-Central
servers from bare metal.

Inputs

MandatoryMappable To TypeDescriptionInput

selectServerPoolor
UCSServer

Choose the server selection scope
from the list

Select

ucsCentralServerPool
Identity

Choose a UCS Central server pool
from the list

Server Pool Name

UCS_CENTRAL_MULTI_
SERVER_IDENTITY

Choose one or more servers from the
list

Servers

gen_text_inputEnter the number of host nodesNumber of Host
Nodes

YUCS_CENTRAL_
SERVICE_PROFILE_
TEMPLATE_IDENTITY

Choose a Service Profile Template
from the list

Service Profile
Template

gen_text_inputEnter the service profile name for v
SAN cluster

Service Profile Name

ucsCentralBootPolicy
Identity

Choose a boot policy from the listBoot

ucsCentralScrubPolicy
Identity

Choose a scrub policy from the listScrub

YVMWareIPPoolPolicyChoose the management IP pool from
the list

Management IP Pool

YBMAChoose the target BMA for the PXE
setup from the list

BMA Server

gen_text_inputEnter the DNS server nameDNS Server Name

YTimezoneChoose the UCS Central time zoneTimezone

Ygen_text_inputEnter the host nameHost Name

Ygen_text_inputEnter the user idHost User ID

YpasswordEnter the host passwordHost Password

YOSTypeChoose the OS typeOS Type

RAIDModeLOVChoose the Cisco VSAN Raid mode
with supported RAID

RAID Mode

Cisco UCS Director Task Library Reference, Release 6.7
3303

UCS Central Tasks
Install Multi ESXi on SD for UCS Central Virtual SAN



MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter workflow name of vSAN
(Install ESXi on SD Card for Virtual
SAN using UCSC )

Workflow Name

vsanClusterEnter the cluster nameCluster Name

Outputs

TypeDescriptionOutput

gen_text_inputSR IDsOUTPUT_SR_ID_LIST

gen_text_inputHost IP AddressesOUTPUT_HOST_IP_ADDRESS_LIST

Cisco UCS Director Task Library Reference, Release 6.7
3304

UCS Central Tasks
Install Multi ESXi on SD for UCS Central Virtual SAN



Manage UCS Central Servers
Summary

Move UCS Central servers to the Managed state.
Description

This UCS task moves servers to Managed state from Unmanaged state.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralIdentityChoose a UCS Central account from
the list

UCS Central
Account

YucsCentralDomainIdentityChoose a domain in the UCS Central
account

UCS Domain

UCS_CENTRAL_
DISCOVERED_SERVER_
IDENTITY

Choose one or more discovered
servers in the domain for which to
change the managed status

Discovered Servers

Outputs

TypeDescriptionOutput

UCS_CENTRAL_
DISCOVERED_SERVER_
IDENTITY

UCS Central Discovered
Server Identity

UCS_CENTRAL_DISCOVERED_
SERVER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3305
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Manage UCS Central Servers



Modify Global Service Profile
Summary

Modify a global service profile's pools and policies.
Description

This UCS Central task modifies existing global service profile pools and policies. The user cannot remove
an existing policy. The task returns the global service profile identity and the identities of the modified
pools and policies.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose a global service profileService Profile

Enter the global service profile
description

Description

YChoose the power state to be
applied to the server when a global
service profile is associated

Server Power State

ucsCentralUuidPoolIdentityChoose the UUID Pool to update
the global service profile

UUID Pool

ucsCentralManagementipPool
Identity

Choose the In-bandmanagement IP
Pool IPv4

In-bandManagement
IP Pool (IPv4)

ucsCentralManagementipPool
Identity

Choose the Out-band management
IP Pool IPv4

Out-band
Management IP Pool
(IPv4)

ucsCentralManagementipPool
Identity

Choose the In-bandmanagement IP
Pool IPv6

In-bandManagement
IP Pool (IPv6)

ucsCentralVlanIdentityChoose the management VLANManagement VLAN

Choose the IP poolIP Pool

ucsCentralIqnPoolIdentityChoose the IQN Pool from the listIQN Pool

UCS_CENTRAL_LAN_
ADAPTER_POLICY_
IDENTITY

Choose the LAN adapter policy
from the list

LAN Adapter

UCS_CENTRAL_SAN_
ADAPTER_POLICY_
IDENTITY

Choose the SAN adapter policy
from the list

SAN Adapter

ucsCentralLocalDisk
ConfigurationPolicyIdentity

Choose the local disk configuration
policy from the list

Local Disk
Configuration

ucsCentralMaintenancePolicy
Identity

Choose the maintenance policy
from the list

Maintenance

ucsCentralHostfirmwarePolicy
Identity

Choose the host firmware package
policy from the list

Host Firmware
Package

Cisco UCS Director Task Library Reference, Release 6.7
3306

UCS Central Tasks
Modify Global Service Profile



MandatoryMappable To TypeDescriptionInput

ucsCentralBiosPolicyIdentityChoose a BIOS policy from the listBIOS

ucsCentralBootPolicyIdentityChoose a boot policy from the listBoot

ucsCentralScrubPolicyIdentityChoose a scrub policy from the listScrub

ucsCentralPowercontrolPolicy
Identity

Choose a power control policy from
the list

Power Control

ucsCentralIpmiPolicyIdentityChoose a IPMI access profile policy
from the list

IPMI Access Profile

ucsCentralSolPolicyIdentityChoose a serial over LAN policy
from the list

Serial over LAN

UCS_CENTRAL_STATS_
THRESHOLD_POLICY_
IDENTITY

Choose a statistics threshold policy
from the list

Statistics Threshold

ucsCentralvMediaPolicyChoose a vMedia policy from the
list

vMedia Policy

Outputs

TypeDescriptionOutput

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS Central Organization
Identity

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ucsCentralUuidPoolIdentityUCS Central UUID Pool
Identity

UCS_CENTRAL_UUID_POOL_
IDENTITY

ucsCentralManagementipPool
Identity

UCS Central InBand IPv4 Pool
Identity

UCS_CENTRAL_INBAND_IPV4_
POOL_IDENTITY

ucsCentralManagementipPool
Identity

UCS Central InBand IPv6 Pool
Identity

UCS_CENTRAL_INBAND_IPV6_
POOL_IDENTITY

ucsCentralManagementipPool
Identity

UCS Central IPv4 Pool IdentityUCS_CENTRAL_
MANAGEMENTIP_POOL_
IDENTITY

ucsCentralVlanIdentityUCS Central Management
VLAN Identity

UCS_CENTRAL_MANAGEMENT_
VLAN_IDENTITY

ucsCentralIqnPoolIdentityUCS Central IQN Pool IdentityUCS_CENTRAL_IQN_POOL_
IDENTITY

UCS_CENTRAL_LAN_
ADAPTER_POLICY_
IDENTITY

UCS Central LAN Adapter
policy Identity

UCS_CENTRAL_LAN_ADAPTER_
POLICY_IDENTITY

UCS_CENTRAL_SAN_
ADAPTER_POLICY_
IDENTITY

UCS Central SAN Adapter
policy Identity

UCS_CENTRAL_SAN_ADAPTER_
POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3307
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TypeDescriptionOutput

ucsCentralBootPolicyIdentityUCS Central BOOT Policy
Identity

UCS_CENTRAL_BOOT_POLICY_
IDENTITY

ucsCentralBiosPolicyIdentityUCS Central Bios Policy
Identity

UCS_CENTRAL_BIOS_POLICY_
IDENTITY

ucsCentralIpmiPolicyIdentityUCS Central IPMI Policy
Identity

UCS_CENTRAL_IPMI_POLICY_
IDENTITY

ucsCentralSolPolicyIdentityUCS Central SOL Policy
Identity

UCS_CENTRAL_SOL_POLICY_
IDENTITY

ucsCentralScrubPolicyIdentityUCS Central SCRUB Policy
Identity

UCS_CENTRAL_SCRUB_
POLICY_IDENTITY

ucsCentralHostfirmwarePolicy
Identity

UCS Central
HOSTFIRMWARE Policy
Identity

UCS_CENTRAL_
HOSTFIRMWARE_POLICY_
IDENTITY

ucsCentralMaintenancePolicy
Identity

UCSCentralMAINTENANCE
Policy Identity

UCS_CENTRAL_
MAINTENANCE_POLICY_
IDENTITY

ucsCentralPowercontrolPolicy
Identity

UCS Central
POWERCONTROL Policy
Identity

UCS_CENTRAL_
POWERCONTROL_POLICY_
IDENTITY

UCS_CENTRAL_STATS_
THRESHOLD_POLICY_
IDENTITY

UCS Central THRESHOLD
Policy Identity

UCS_CENTRAL_STATS_
THRESHOLD_POLICY_IDENTITY

ucsCentralLocalDisk
ConfigurationPolicyIdentity

UCS Central LOCAL DISK
CONFIGURATION Policy
Identity

UCS_CENTRAL_
LOCALDISKCONFIGURATION_
POLICY_IDENTITY

ucsCentralvMediaPolicyUCS Central vMedia Policy
Identity

ucsCentralvMediaPolicy

Cisco UCS Director Task Library Reference, Release 6.7
3308

UCS Central Tasks
Modify Global Service Profile



Modify Global Service Profile Template
Summary

Modify a global service profile template's pools and policies.
Description

This UCS Central task modifies existing global service profile template pools and policies. The user
cannot remove the existing policy. The task returns the service profile template identity and the identities
of the modified pools and policies.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Choose the global service profile
template

Service Profile
Template

Enter the global service profile
description

Description

Choose the Template typeTemplate Type

YChoose the power state to be
applied to the server when a global
service profile is associated

Server Power State

ucsCentralUuidPoolIdentityChoose the UUID Pool from the listUUID Pool

ucsCentralManagementipPool
Identity

Choose the IPv4 In-band
Management IP Pool

In-band Management
IP Pool (IPv4)

ucsCentralManagementipPool
Identity

Choose the IPv4 Out-band
Management IP Pool

Out-band
Management IP Pool
(IPv4)

ucsCentralManagementipPool
Identity

Choose the IPv6 In-band
Management IP Pool

In-band Management
IP Pool (IPv6)

ucsCentralVlanIdentityChoose the Management VLAN
from the list

Management VLAN

Enter the IP poolIP Pool

ucsCentralIqnPoolIdentityChoose the IQN pool from the listIQN Pool

UCS_CENTRAL_LAN_
ADAPTER_POLICY_
IDENTITY

Choose the LAN adapter policy
from the list

LAN Adapter

UCS_CENTRAL_SAN_
ADAPTER_POLICY_
IDENTITY

Choose the SAN adapter policy
from the list

SAN Adapter

ucsCentralLocalDisk
ConfigurationPolicyIdentity

Choose the local disk configuration
policy from the list

Local Disk
Configuration

ucsCentralMaintenancePolicy
Identity

Choose the maintenance policy
from the list

Maintenance

Cisco UCS Director Task Library Reference, Release 6.7
3309
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MandatoryMappable To TypeDescriptionInput

ucsCentralHostfirmwarePolicy
Identity

Choose a host firmware package
policy from the list

Host Firmware
Package

ucsCentralBiosPolicyIdentityChoose a BIOS policy from the listBIOS

ucsCentralBootPolicyIdentityChoose a boot policy from the listBoot

ucsCentralScrubPolicyIdentityChoose a scrub policy from the listScrub

ucsCentralPowercontrolPolicy
Identity

Choose a power control policy from
the list

Power Control

ucsCentralIpmiPolicyIdentityChoose an IPMI access profile
policy from the list

IPMI Access Profile

ucsCentralSolPolicyIdentityChoose a serial over LAN policy
from the list

Serial over LAN

UCS_CENTRAL_STATS_
THRESHOLD_POLICY_
IDENTITY

Choose a statistics threshold policy
from the list

Statistics Threshold

ucsCentralvMediaPolicyChoose a vMedia policy from the
list

vMedia Policy

Outputs

TypeDescriptionOutput

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS Central Organization
Identity

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Global Service Profile Template
Identity

GLOBAL_SERVICE_PROFILE_
TEMPLATE_IDENTITY

ucsCentralUuidPoolIdentityUCS Central UUID Pool
Identity

UCS_CENTRAL_UUID_POOL_
IDENTITY

ucsCentralManagementipPool
Identity

UCS Central InBand IPv4 Pool
Identity

UCS_CENTRAL_INBAND_IPV4_
POOL_IDENTITY

ucsCentralManagementipPool
Identity

UCS Central InBand IPv6 Pool
Identity

UCS_CENTRAL_INBAND_IPV6_
POOL_IDENTITY

ucsCentralManagementipPool
Identity

UCSCentral IPv4 Pool IdentityUCS_CENTRAL_
MANAGEMENTIP_POOL_
IDENTITY

ucsCentralVlanIdentityUCS Central Management
VLAN Identity

UCS_CENTRAL_MANAGEMENT_
VLAN_IDENTITY

ucsCentralIqnPoolIdentityUCS Central IQN Pool IdentityUCS_CENTRAL_IQN_POOL_
IDENTITY

UCS_CENTRAL_LAN_
ADAPTER_POLICY_
IDENTITY

UCS Central LAN Adapter
policy Identity

UCS_CENTRAL_LAN_ADAPTER_
POLICY_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3310
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TypeDescriptionOutput

UCS_CENTRAL_SAN_
ADAPTER_POLICY_
IDENTITY

UCS Central SAN Adapter
policy Identity

UCS_CENTRAL_SAN_ADAPTER_
POLICY_IDENTITY

ucsCentralBootPolicyIdentityUCS Central BOOT Policy
Identity

UCS_CENTRAL_BOOT_POLICY_
IDENTITY

ucsCentralBiosPolicyIdentityUCS Central Bios Policy
Identity

UCS_CENTRAL_BIOS_POLICY_
IDENTITY

ucsCentralIpmiPolicyIdentityUCS Central IPMI Policy
Identity

UCS_CENTRAL_IPMI_POLICY_
IDENTITY

ucsCentralSolPolicyIdentityUCS Central SOL Policy
Identity

UCS_CENTRAL_SOL_POLICY_
IDENTITY

ucsCentralScrubPolicyIdentityUCS Central SCRUB Policy
Identity

UCS_CENTRAL_SCRUB_
POLICY_IDENTITY

ucsCentralHostfirmwarePolicy
Identity

UCS Central
HOSTFIRMWARE Policy
Identity

UCS_CENTRAL_
HOSTFIRMWARE_POLICY_
IDENTITY

ucsCentralMaintenancePolicy
Identity

UCSCentralMAINTENANCE
Policy Identity

UCS_CENTRAL_
MAINTENANCE_POLICY_
IDENTITY

ucsCentralPowercontrolPolicy
Identity

UCS Central
POWERCONTROL Policy
Identity

UCS_CENTRAL_
POWERCONTROL_POLICY_
IDENTITY

UCS_CENTRAL_STATS_
THRESHOLD_POLICY_
IDENTITY

UCS Central THRESHOLD
Policy Identity

UCS_CENTRAL_STATS_
THRESHOLD_POLICY_IDENTITY

ucsCentralLocalDisk
ConfigurationPolicyIdentity

UCS Central LOCAL DISK
CONFIGURATION Policy
Identity

UCS_CENTRAL_
LOCALDISKCONFIGURATION_
POLICY_IDENTITY

ucsCentralvMediaPolicyUCS Central vMedia Policy
Identity

ucsCentralvMediaPolicy

Cisco UCS Director Task Library Reference, Release 6.7
3311
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Modify UCS Central Boot Policy LUN ID and WWPN
Summary

Modify a SAN target WWPN and LUN ID for the selected boot policy.
Description

This task modifies the WWPN and LUN ID of the SAN Target of a boot policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralBoot
PolicyIdentity

Choose a UCS central boot policy to
edit

Boot Policy

gen_text_inputEnter the primary target LUN ID to
modify in the boot policy

Primary Boot Target LUN ID
Primary

gen_text_inputEnter the primary target WWPN to
modify in the boot policy

Primary Boot Target WWPN
Primary

gen_text_inputEnter the secondary target LUN ID to
modify in the boot policy

Primary Boot Target LUN ID
Secondary

gen_text_inputEnter the secondary target WWPN to
modify in the boot policy

Primary Boot Target WWPN
Secondary

gen_text_inputEnter the primary target LUN ID to
modify in the boot policy

Secondary Boot Target LUN
ID Primary

gen_text_inputEnter the primary target LUN ID to
modify in the boot policy

Secondary Boot Target
WWPN Primary

gen_text_inputEnter the secondary target LUN ID to
modify in the boot policy

Secondary Boot Target LUN
ID Secondary

gen_text_inputEnter the secondary target WWPN to
modify in the boot policy

Secondary Boot Target
WWPN Secondary

Outputs

TypeDescriptionOutput

ucsCentralBoot
PolicyIdentity

UCS Central BOOT Policy IdentityUCS_CENTRAL_BOOT_POLICY_
IDENTITY

gen_text_inputPrimary WWN of the virtual Host Bus
Adapter 1 that was created as part of Boot
Policy.

OUTPUT_BOOT_POLICY_SAN_
PRIMARY_PATH_PRIMARY_WWN

gen_text_inputSecondary WWN of the virtual Host Bus
Adapter 1 that was created as part of Boot
Policy

OUTPUT_BOOT_POLICY_SAN_
PRIMARY_PATH_SECONDARY_
WWN

gen_text_inputPrimary WWN of the virtual Host Bus
Adapter 2 that was created as part of Boot
Policy.

OUTPUT_BOOT_POLICY_SAN_
SECONDARY_PATH_PRIMARY_
WWN
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TypeDescriptionOutput

gen_text_inputSecondary WWN of the virtual Host Bus
Adapter 2 that was created as part of Boot
Policy.

OUTPUT_BOOT_POLICY_SAN_
SECONDARY_PATH_SECONDARY_
WWN

gen_text_inputPrimary LUN ID of the virtual Host Bus
Adapter 1 that was created as part of Boot
Policy.

OUTPUT_BOOT_POLICY_SAN_
PRIMARY_PATH_PRIMARY_LUNID

gen_text_inputSecondary LUN ID of the virtual Host Bus
Adapter 1 that was created as part of Boot
Policy

OUTPUT_BOOT_POLICY_SAN_
PRIMARY_PATH_SECONDARY_
LUNID

gen_text_inputPrimary LUN ID of the virtual Host Bus
Adapter 2 that was created as part of Boot
Policy.

OUTPUT_BOOT_POLICY_SAN_
SECONDARY_PATH_PRIMARY_
LUNID

gen_text_inputSecondary LUN ID of the virtual Host Bus
Adapter 2 that was created as part of Boot
Policy.

OUTPUT_BOOT_POLICY_SAN_
SECONDARY_PATH_SECONDARY_
LUNID

Cisco UCS Director Task Library Reference, Release 6.7
3313

UCS Central Tasks
Modify UCS Central Boot Policy LUN ID and WWPN



Modify UCS Central Boot Policy to Boot From iSCSI
Summary

Modify UCS Central boot policy to boot from iSCSI.
Description

This UCS task modifies the boot order in a UCS Central boot policy to boot From iSCSI.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralBootPolicyIdentityChoose a boot policy to be
modified

Boot Policy

Outputs

No Outputs
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Modify UCS Central Service Profile Boot Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose a UCS Central service
profile

Service Profile

YucsCentralBootPolicyIdentityChoose a boot policy to update in
the service profile

Boot Policy

Outputs

No Outputs
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Modify UCS Central VLAN Org Permissions
Summary

Modify UCS Central VLAN organization permissions.
Description

This task modifies UCS Central VLAN organization's permissions.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralVlanIdentityChoose a VLAN from the listVLAN

YUCS_CENTRAL_MULTI_
ORGANIZATION_IDENTITY

Choose one or more organizations
to which to add permission for the
VLAN

Organizations

Outputs

No Outputs
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Modify UCS Central vMedia Policy
Summary

Modify the given vMedia mount policy.
Description

This task modifies a vMedia mount policy.
Inputs

MandatoryMappable ToTypeDescriptionInput

YucsCentralvMedia
Policy

Select the vMedia PolicyvMedia Policy

Enter a name between 1 and 16 alphanumeric
characters. You cannot use spaces or any special

Name

characters other than - (hyphen), _ (underscore), :
(colon) and . (period). You cannot change this name
after the object has been saved.

gen_text_inputOptional. Enter upto 250 characters. You can use any
characters or spaces except ` (accent mark),

Description

(backslash), ^ (carat), " (double quote), = (equal sign),
> (greater than), < (less than), and ' (single quote).

ucsCentralvMedia
PolicyRetryOn
MountFail

Whether the vMedia will continue mounting when a
mount failure occurs. If enabled, the remote server
will continue to try to mount the vMedia until it is
successful or you disable this option.

Retry on
Mount Failure

Outputs

TypeDescriptionOutput

ucsCentralvMediaPolicyModified vMedia PolicyucsCentralvMediaPolicy

gen_text_inputvMedia Policy NameucsCentralvMediaPolicyName

gen_text_inputvMedia Policy DescriptionucsCentralvMediaPolicyDescr

ucsCentralvMediaPolicyRetry
OnMountFail

vMedia Policy Retry On Mount
Failure

ucsCentralvMediaPolicyRetryOn
MountFail
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Modify vMedia Mount of UCS Central vMedia Policy
Summary

Modify a vMedia mount.
Description

This task modifies a vMedia mount.
Inputs

MandatoryMappable To
Type

DescriptionInput

YucsCentralv
MediaMount

Select the vMedia MountvMedia Mount

YFor each vMedia policy, you can create a maximum
of two vMedia mounts, one each for HDD and CDD.

Device Type

You cannot have more than one vMedia mount for the
same device type.

YFor each vMedia policy, you can create a maximum
of two vMedia mounts, one each for HDD and CDD.

Mount Name

You cannot have more than one vMedia mount for the
same device type.

gen_text_inputOptional. Enter upto 250 characters. You can use any
characters or spaces except ` (accent mark),

Description

(backslash), ^ (carat), " (double quote), = (equal sign),
> (greater than), < (less than), and ' (single quote).

ucsCentralv
MediaMount
MountProtocol

Specify the network access protocol to use when
communicating with the mounted remote server.
Supported protocols are https, http, cifs and nfs.

Protocol

gen_text_inputEnter the IP address or hostname of the location where
the backup file is to be stored. This can be a server,

Remote Server
Host Name/IP
Address storage array, local drive or any read/write media that

the fabric interconnect can access through the network.
If you use a hostname, you must configure the Cisco
UCS Domain to use a DNS server. The hostname
(DNS) can be used when inband network is configured
for that server.

gen_text_inputEnter the full path to the remote vMedia file. When
specifying access via CIFS, be sure to use forward

AbsoluteRemote
Path

slashes in the path rather than Windows backslash
characters.

ucsCentralv
MediaMount

Selection of SERVICE-PROFILE-NAME will
automatically use the service profile name as IMG

Generate File
Name from

ImageName
Variable

name. The IMG file with the same name as service
profile must be available in the required path. If you
select NONE, fill in the remote IMG file name that
the policy must use.

Service Profile
Name
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Outputs

TypeDescriptionOutput

ucsCentralvMediaMountModified vMedia MountucsCentralvMediaMount

ucsCentralvMediaMount
DeviceType

vMedia Mount Device TypeucsCentralvMediaMountDevice
Type

gen_text_inputvMedia Mount Mount NameucsCentralvMediaMountMapping
Name

gen_text_inputvMedia Mount DescriptionucsCentralvMediaMountDescription

ucsCentralvMediaMount
MountProtocol

vMedia Mount ProtocolucsCentralvMediaMountMount
Protocol

ucsCentralvMediaMountAuth
Option

vMedia Mount Authentication
Protocol

ucsCentralvMediaMountAuth
Option

gen_text_inputvMediaMount Remote Server Host
Name/IP Address

ucsCentralvMediaMountRemoteIp
Address

gen_text_inputvMedia Mount Absolute Remote
Path

ucsCentralvMediaMountImagePath

ucsCentralvMediaMount
ImageNameVariable

vMediaMount Generate File Name
from Service Profile Name

ucsCentralvMediaMountImage
NameVariable

gen_text_inputvMedia Mount Remote File NameucsCentralvMediaMountImageFile
Name
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Power Off Global ServiceProfile
Summary

Power off the global service profile associated with a server.
Description

This task powers off the UCS Central global service profile associated with a server.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose a global service profile
from the list

Service Profile

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY
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Power On Global ServiceProfile
Summary

Power on the global service profile associated with a server.
Description

This task powers on the UCS Central global service profile associated with a server.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose a global service profile
from the list

Service Profile

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY
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Publish VLAN to UCS Domain
Summary

Publish a VLAN from UCS Central to a UCS domain.
Description

This task publishes a VLAN from UCS Central to a UCS domain.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralVlanIdentityChoose the a VLAN from the listVLAN Name

YucsCentralDomainIdentityChoose the UCS domain from the
list

UCS Domain

Outputs

TypeDescriptionOutput

ucsCentralVlanIdentityVLAN IDENTITYUCS_CENTRAL_VLAN_IDENTITY

ucsCentralDomainIdentityUCS Central Domain IdentityUCS_CENTRAL_DOMAIN_
IDENTITY
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Register UCS Manager with Central
Summary

Register UCS Manager with UCS Central.
Description

This task registers UCS Manager with UCS Central. Output of this task is the name of the account on
which registration was performed.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountNameChoose a UCSM account to register
with UCS Central

UCSM

Ygen_text_inputEnter the UCS Central hostname or
the IP address

UCS Central
Hostname/IP Address

YpasswordEnter the shared secret stringShared Secret

Outputs

TypeDescriptionOutput

ucsAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME
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Request Inventory Collection
Summary

Collect inventory on one or more UCS Central accounts.
Description

This task collects inventory on one or more UCS Central accounts
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralIdentityChoose a UCSCentral account to collect
inventory

UCS Central
Account

YucsCentralResourcesChoose one or more UCS Central
resources on which to collect inventory

Resources

Outputs

No Outputs
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Request Inventory Collection By DN
Summary

Request inventory collection of the resource using the provided DN input.
Description

This task collects an inventory of the resource using the DN provided. This task does not collect any
child resource info. If the provided DN doesn't match the Resource Type input, the workflow task fails.
If the resource is deleted in UCS Central, the workflow task fails. Trigger the system inventory task to
update UCS Director. Sample DN Formats:

• SP/SPT:org-root/org-newAssoc/ls-SPT-ucsc
• ORG:org-root/org-newAssoc
• Domain:compute/sys-1008
• ComputeBlade:compute/sys-1014/chassis-1/blade-1
• RackServer:compute/sys-1014/rack-unit-3

Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralIdentitySelect UCS Central AccountUCS Central
Account

YUCS_CENTRAL_DN_
INV_OBJECTS

Select resource to collect inventoryResources

Ygen_text_inputDN Formats...SP/SPT:org-root/org-new
Assoc/ls-SPT-ucsc , ORG:org-root/org-new

UCS Central Input
DN

Assoc ,Domain:compute/sys-1008,Compute
Blade:compute/sys-1014/chassis-1/blade-1,
RackServer:compute/sys-1014/rack-unit-3

Outputs

TypeDescriptionOutput

ucsCentralDomainIdentityUCSCentral Domain IdentityUCS_CENTRAL_DOMAIN_
IDENTITY

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS Central Organization
Identity

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS Central Service Profile
Template Identity

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_IDENTITY

ucsCentralServerIdentityUCS Server IdentityUCS_CENTRAL_SERVER_
IDENTITY
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TypeDescriptionOutput

UCS_CENTRAL_
DISCOVERED_SERVER_
IDENTITY

UCS Central Discovered
Server Identity

UCS_CENTRAL_DISCOVERED_
SERVER_IDENTITY
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Request Inventory Collection By Resource
Summary

Request inventory collection of scoped objects under a resource.
Description

This task collects an inventory of the child ScopedObjects of the selected resource. If the selected Resource
is not available in UCS Central, the task fails. Trigger the system inventory task to update UCS Director.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralIdentitySelect UCS Central AccountUCS Central
Account

YUCS_CENTRAL_SCOPED_
INV__RESOURCES

Select resource to collect
inventory

Parent Resources

YucsCentralDomainIdentitySelect the UCS DomainUCS Domain

YUCS_CENTRAL_
ORGANIZATION_IDENTITY

Select the organization under
which to create new server pool.

Organization

YUCS_CENTRAL_SCOPED_
INV_OBJECTS

Select scoped objects to collect
inventory

Resource

Outputs

TypeDescriptionOutput

ucsCentralDomainIdentityUCS Central Domain IdentityUCS_CENTRAL_DOMAIN_
IDENTITY

UCS_CENTRAL_
ORGANIZATION_IDENTITY

UCS Central Organization
Identity

UCS_CENTRAL_
ORGANIZATION_IDENTITY
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Reset UCS Central Server
Summary

Reset a server managed in UCS Central.
Description

This task resets a server managed in UCS Central.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralServerIdentitySelect UCS Central server to
Reset

Server

Outputs

TypeDescriptionOutput

ucsCentralServerIdentityUCS Server IdentityUCS_CENTRAL_SERVER_
IDENTITY
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Select Global Service Profile Template
Summary

Select an existing global service profile template from UCS Central.
Description

This task retrieves the state of a global service profile template from UCS Central, given its identity. The
outputs of the task are all the template's attributes -- over 60 values in all.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Choose a UCS global service
profile template

Service Profile
Template

Outputs

TypeDescriptionOutput

ucsAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME

UCS_CENTRAL_
ORGANIZATION_
IDENTITY

UCS Central Organization IdentityUCS_CENTRAL_
ORGANIZATION_
IDENTITY

ucsBootPolicyIdentityUCS Central Boot Policy IdentityBOOT_POLICY_
IDENTITY

ucsCentralServerPool
Identity

UCS Central Server Pool IdentityUCS_CENTRAL_
SERVER_POOL_
IDENTITY

ucsServiceProfileMultiv
NICIdentity

UCS Service Profile Multi vNIC IdentitySERVICE_PROFILE_
MULTI_VNIC_
IDENTITY

ucsCentralService
ProfilevNICIdentity

vNIC Identity of all service profile's vNICs that
was created as part of service profile/service
profile template.

OUTPUT_SP_VNIC_
IDENTITY_LIST

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 1 that was
created as part of service profile/service profile
template.

OUTPUT_SP_VNIC_
IDENTITY1

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 2 that was
created as part of service profile/service profile
template.

OUTPUT_SP_VNIC_
IDENTITY2

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 3 that was
created as part of service profile/service profile
template.

OUTPUT_SP_VNIC_
IDENTITY3
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TypeDescriptionOutput

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 4 that was
created as part of service profile/service profile
template.

OUTPUT_SP_VNIC_
IDENTITY4

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 5 that was
created as part of service profile/service profile
template.

OUTPUT_SP_VNIC_
IDENTITY5

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 6 that was
created as part of service profile/service profile
template.

OUTPUT_SP_VNIC_
IDENTITY6

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 7 that was
created as part of service profile/service profile
template.

OUTPUT_SP_VNIC_
IDENTITY7

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 8 that was
created as part of service profile/service profile
template.

OUTPUT_SP_VNIC_
IDENTITY8

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 9 that was
created as part of service profile/service profile
template.

OUTPUT_SP_VNIC_
IDENTITY9

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 10 that
was created as part of service profile/service
profile template.

OUTPUT_SP_VNIC_
IDENTITY10

UCS_CENTRAL_
VHBA_IDENTITY

vHBA Identity of all service profile's vHBAs that
was created as part of service profile/service
profile template.

OUTPUT_SP_VHBA_
IDENTITY_LIST

UCS_CENTRAL_
VHBA_IDENTITY

vHBA Identity of service profile's vHBA 1 that
was created as part of service profile/service
profile template.

OUTPUT_SP_VHBA_
IDENTITY1

UCS_CENTRAL_
VHBA_IDENTITY

vHBA Identity of service profile's vHBA 2 that
was created as part of service profile/service
profile template.

OUTPUT_SP_VHBA_
IDENTITY2

UCS_CENTRAL_
VHBA_IDENTITY

vHBA Identity of service profile's vHBA 3 that
was created as part of service profile/service
profile template.

OUTPUT_SP_VHBA_
IDENTITY3

UCS_CENTRAL_
VHBA_IDENTITY

vHBA Identity of service profile's vHBA 4 that
was created as part of service profile/service
profile template.

OUTPUT_SP_VHBA_
IDENTITY4

UCS_CENTRAL_
VHBA_IDENTITY

vHBA Identity of service profile's vHBA 5 that
was created as part of service profile/service
profile template.

OUTPUT_SP_VHBA_
IDENTITY5

UCS_CENTRAL_
VHBA_IDENTITY

vHBA Identity of service profile's vHBA 6 that
was created as part of service profile/service
profile template.

OUTPUT_SP_VHBA_
IDENTITY6
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TypeDescriptionOutput

UCS_CENTRAL_
VHBA_IDENTITY

vHBA Identity of service profile's vHBA 7 that
was created as part of service profile/service
profile template.

OUTPUT_SP_VHBA_
IDENTITY7

UCS_CENTRAL_
VHBA_IDENTITY

vHBA Identity of service profile's vHBA 8 that
was created as part of service profile/service
profile template.

OUTPUT_SP_VHBA_
IDENTITY8

UCS_CENTRAL_
VHBA_IDENTITY

vHBA Identity of service profile's vHBA 9 that
was created as part of service profile/service
profile template.

OUTPUT_SP_VHBA_
IDENTITY9

UCS_CENTRAL_
VHBA_IDENTITY

vHBA Identity of service profile's vHBA 10 that
was created as part of service profile/service
profile template.

OUTPUT_SP_VHBA_
IDENTITY10

gen_text_inputName of the virtual Storage Area Network that
was created as part of service profile. (Example:
vsan1)

SP_VHBA1_VSAN

gen_text_inputName of the virtual Storage Area Network that
was created as part of service profile. (Example:
vsan2)

SP_VHBA2_VSAN

gen_text_inputName of the virtual Storage Area Network that
was created as part of service profile. (Example:
vsan3)

SP_VHBA3_VSAN

gen_text_inputName of the virtual Storage Area Network that
was created as part of service profile. (Example:
vsan4)

SP_VHBA4_VSAN

gen_text_inputName of the virtual Storage Area Network that
was created as part of service profile. (Example:
vsan5)

SP_VHBA5_VSAN

gen_text_inputName of the virtual Storage Area Network that
was created as part of service profile. (Example:
vsan6)

SP_VHBA6_VSAN

gen_text_inputName of the virtual Storage Area Network that
was created as part of service profile. (Example:
vsan7)

SP_VHBA7_VSAN

gen_text_inputName of the virtual Storage Area Network that
was created as part of service profile. (Example:
vsan8)

SP_VHBA8_VSAN

gen_text_inputName of the virtual Storage Area Network that
was created as part of service profile. (Example:
vsan9)

SP_VHBA9_VSAN

gen_text_inputName of the virtual Storage Area Network that
was created as part of service profile. (Example:
vsan10)

SP_VHBA10_VSAN
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TypeDescriptionOutput

gen_text_inputvNIC's MAC Address that was created as part of
service profile.

SP_VNIC1_MAC

gen_text_inputvNIC's MAC Address that was created as part of
service profile.

SP_VNIC2_MAC

gen_text_inputvNIC's MAC Address that was created as part of
service profile.

SP_VNIC3_MAC

gen_text_inputvNIC's MAC Address that was created as part of
service profile.

SP_VNIC4_MAC

gen_text_inputvNIC's MAC Address that was created as part of
service profile.

SP_VNIC5_MAC

gen_text_inputvNIC's MAC Address that was created as part of
service profile.

SP_VNIC6_MAC

gen_text_inputvNIC's MAC Address that was created as part of
service profile.

SP_VNIC7_MAC

gen_text_inputvNIC's MAC Address that was created as part of
service profile.

SP_VNIC8_MAC

gen_text_inputvNIC's MAC Address that was created as part of
service profile.

SP_VNIC9_MAC

gen_text_inputvNIC's MAC Address that was created as part of
service profile.

SP_VNIC10_MAC

gen_text_inputWWN of the virtual Host Bus Adapter 1 that was
created as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_VHBA1_
WWN

gen_text_inputWWN of the virtual Host Bus Adapter 2 that was
created as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_VHBA2_
WWN

gen_text_inputWWN of the virtual Host Bus Adapter 3 that was
created as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_VHBA3_
WWN

gen_text_inputWWN of the virtual Host Bus Adapter 4 that was
created as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_VHBA4_
WWN

gen_text_inputWWN of the virtual Host Bus Adapter 5 that was
created as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_VHBA5_
WWN

gen_text_inputWWN of the virtual Host Bus Adapter 6 that was
created as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_VHBA6_
WWN

gen_text_inputWWN of the virtual Host Bus Adapter 7 that was
created as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_VHBA7_
WWN
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TypeDescriptionOutput

gen_text_inputWWN of the virtual Host Bus Adapter 8 that was
created as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_VHBA8_
WWN

gen_text_inputWWN of the virtual Host Bus Adapter 9 that was
created as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_VHBA9_
WWN

gen_text_inputWWNof the virtual Host Bus Adapter 10 that was
created as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_VHBA10_
WWN

gen_text_inputvHBA'sWWPN that was created as part of service
profile.

SP_VHBA1_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service
profile.

SP_VHBA2_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service
profile.

SP_VHBA3_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service
profile.

SP_VHBA4_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service
profile.

SP_VHBA5_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service
profile.

SP_VHBA6_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service
profile.

SP_VHBA7_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service
profile.

SP_VHBA8_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service
profile.

SP_VHBA9_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service
profile.

SP_VHBA10_WWPN
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Select UCS Central Server
Summary

Select a server matching the qualification criteria from the server pool in a UCS central account.
Description

This task selects a server matching the qualification criteria from the server pool in a UCS central account.
The criteria include the number of CPUs on the server, total memory on the server and association state
of the server. If more than one server satisfies the criteria, the first server from the list is picked. The DN
of the selected server is delivered as an output of the task.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralIdentityChoose the UCS central account from the
list

Account Name

Choose the server selection scope from the
list

Server Selection Scope

YucsCentralServerPool
Identity

Choose one ore more server pools from the
list

Server Pools

YucsCentralServer
Identity

Choose one ore more servers from the listServers

Check to include only unassociated servers
in the server selection

Use Unassociated
Servers Only

Check to include only servers which contain
atleast one FCoE capable interface card

Use for SAN Boot

gen_text_inputEnter the minimum number of CPUs the
server should contain

Number of CPUs

gen_text_inputEnter the minimum memory the server
should contain

Total Memory(GB)

gen_text_inputEnter the minimum number of enabled
cores the server should contain

Cores Enabled

Outputs

TypeDescriptionOutput

ucsCentralServerIdentityUCS Server IdentityUCS_CENTRAL_SERVER_
IDENTITY
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Select UCS Global Service Profile
Summary

Select an existing global service profile from UCS Central
Description

This task selects an existing global service profile from UCS Central.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose a UCS global service
profile

Service Profile

Outputs

TypeDescriptionOutput

ucs_service_profileDN of the Service Profiles on which the selected operation
was performed

ALL_
SERVICEPROFILE_
NAMES

UCS_CENTRAL_
SERVICE_

UCS Central Service Profile IdentityUCS_CENTRAL_
SERVICE_

PROFILE_
IDENTITY

PROFILE_
IDENTITY

ucsBootPolicy
Identity

Name of the server boot policy that was used for creating
service profile

BLADE_BOOT_
POLICY

ucsBootPolicy
Identity

Name of new Boot Policy createdSP_BOOT_POLICY

ucsAccountNameName of the Account on which the selected operation was
performed

ACCOUNT_NAME

UCS_CENTRAL_
ORGANIZATION_
IDENTITY

UCS Central Organization IdentityUCS_CENTRAL_
ORGANIZATION_
IDENTITY

ucsBootPolicy
Identity

UCS Central Boot Policy IdentityBOOT_POLICY_
IDENTITY

gen_text_inputComma separated Names and WWPNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

OP_CSV_SP_VHBAs

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1)

SP_VHBA1

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba2@20:00:00:25:b5:00:aa:a1)

SP_VHBA2
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TypeDescriptionOutput

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba3@20:00:00:25:b5:00:aa:a1)

SP_VHBA3

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA4

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA5

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA6

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA7

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA8

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA9

gen_text_inputName and WWPN of the virtual Host Bus Adapter that
was created as part of service profile. (Example:
vhba4@20:00:00:25:b5:00:aa:a1)

SP_VHBA10

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan1@120)

SP_VSAN1

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan2@120)

SP_VSAN2

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan3@120)

SP_VSAN3

gen_text_inputName and ID of the virtual Storage Area Network that was
created as part of service profile. (Example: vsan4@120)

SP_VSAN4

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan1)

SP_VHBA1_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan2)

SP_VHBA2_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan3)

SP_VHBA3_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan4)

SP_VHBA4_VSAN
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TypeDescriptionOutput

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan5)

SP_VHBA5_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan6)

SP_VHBA6_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan7)

SP_VHBA7_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan8)

SP_VHBA8_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan9)

SP_VHBA9_VSAN

gen_text_inputName of the virtual Storage Area Network that was created
as part of service profile. (Example: vsan10)

SP_VHBA10_VSAN

gen_text_inputComma separated Names and WWNs of the VHBA that
was created as part of service profile. (Example:
vhba1@20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a1)

OUTPUT_SERVICE_
PROFILE_WWN_
LIST

gen_text_inputVMWare Host IP AddressOUTPUT_
VMWARE_HOST_
IPADDRESS

gen_text_inputWWN of the virtual Host Bus Adapter 1 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA1_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 2 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA2_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 3 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA3_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 4 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA4_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 5 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA5_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 6 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA6_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 7 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA7_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 8 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA8_WWN
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TypeDescriptionOutput

gen_text_inputWWN of the virtual Host Bus Adapter 9 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA9_WWN

gen_text_inputWWN of the virtual Host Bus Adapter 10 that was created
as part of service profile. (Example:
20:00:00:25:b5:00:aa:a1:20:00:00:25:b5:00:aa:a0)

OUTPUT_SP_
VHBA10_WWN

ucs_service_profileDN of the Service Profile on which the selected operation
was performed

SERVICEPROFILE_
NAME

gen_text_inputName of the Service Profile onwhich the selected operation
was performed

SERVICE_
PROFILE_NAME

gen_text_inputName of the Service Profiles on which the selected
operation was performed

ALL_SERVICE_
PROFILE_NAMES

gen_text_inputName of Service Profile vNIC.SP_VNIC1

gen_text_inputName of Service Profile vNIC.SP_VNIC2

gen_text_inputName of Service Profile vNIC.SP_VNIC3

gen_text_inputName of Service Profile vNIC.SP_VNIC4

gen_text_inputName of Service Profile vNIC.SP_VNIC5

gen_text_inputName of Service Profile vNIC.SP_VNIC6

gen_text_inputName of Service Profile vNIC.SP_VNIC7

gen_text_inputName of Service Profile vNIC.SP_VNIC8

gen_text_inputName of Service Profile vNIC.SP_VNIC9

gen_text_inputName of Service Profile vNIC.SP_VNIC10

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 1 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY1

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 2 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY2

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 3 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY3

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 4 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY4

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 5 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY5

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 6 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY6

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 7 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY7

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 8 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY8
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TypeDescriptionOutput

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 9 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY9

ucsCentralService
ProfilevNICIdentity

vNIC Identity of service profile's vNIC 10 that was created
as part of service profile/service profile template.

OUTPUT_SP_VNIC_
IDENTITY10

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY

gen_text_inputMACAddress of the UCS Server to which Service Profile
is associated.

OUTPUT_UCS_
BLADE_MAC_
ADDRESS

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC1_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC2_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC3_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC4_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC5_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC6_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC7_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC8_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC9_MAC

gen_text_inputvNIC's MAC Address that was created as part of service
profile.

SP_VNIC10_MAC

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA1_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA2_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA3_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA4_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA5_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA6_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA7_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA8_WWPN

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA9_WWPN
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TypeDescriptionOutput

gen_text_inputvHBA'sWWPN that was created as part of service profile.SP_VHBA10_WWPN

ucsCentralServer
Identity

UCS Server IdentityUCS_CENTRAL_
SERVER_IDENTITY

gen_text_inputUCS Central Server Outband Management IP addressUCS_CENTRAL_
SERVER_
OUTBAND_MGMT_
IP_ADDRESS

ucsServiceProfile
MultivNICIdentity

UCS Service Profile Multi vNIC IdentitySERVICE_
PROFILE_MULTI_
VNIC_IDENTITY
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Ucs Central User Acknowledge Activities
Summary

Acknowledge the pending activities in UCS Central account.
Description

This task acknowledges the pending activities in the UCS Central account.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralIdentityChoose a UCS Central account from the listUCSCentral Account

Choose the components in UCS Central
account for which to acknowledge pending
activities

Activities Under

BooleanCheck to acknowledge all the pending
activites. Uncheck to acknowledge by
selecting individual activities.

Acknowledge All

YucsCentralMulti
PendingActIdentity

Choose one or more Pending activities from
the list

Pending Activities

Outputs

TypeDescriptionOutput

ucsCentralIdentityUCS Central Domain IdentityOUTPUT_CENTRAL_IDENTITY

ucsCentralMultiPendingAct
Identity

UCS Central Multi Pending
Activity Identity

CENTRAL_PENDING_
ACTIVITY_IDENTITY
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UnBind Global Service Profile Template vNIC from Template
Summary

Unbind a vNIC template from one or more vNICs in a global service profile Template.
Description

This task unbinds a vNIC template from vNICs in a UCS Central global service profile template. The
inputs specify the GSP template and a multi-select list of its vNICs. Any bound vNIC templates are
unbound from the selected vNICs.

Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

Choose a global service profile
template from the list

Service Profile
Template

YucsCentralServiceProfilev
NICIdentity

Choose one or more service
profile template vNICs to unbind

Service Profile vNIC

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS Central Service Profile
Template Identity

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

ucsCentralServiceProfilev
NICIdentity

Output Ucs Central Service
Profile vNIC Identity

UCS_CENTRAL_SP_VNIC_
IDENTITY
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UnBind Global Service Profile from Template
Summary

Unbind a service profile from a UCS Central Global service profile template.
Description

This task unbinds a service profile from a UCS Central global service profile template.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose a global service profile
from the list

Service Profile

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY

UCS Central Service Profile
Template Identity

UCS_CENTRAL_SERVICE_
PROFILE_TEMPLATE_
IDENTITY
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UnBind Global Service Profile vNIC from Template
Summary

Unbind a global service profile vNIC from a vNIC template.
Description

This task unbinds a global service profile vNIC from a vNIC template.
Inputs

MandatoryMappable To TypeDescriptionInput

YUCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

Choose a global service profile
from the list

Service Profile

YucsCentralServiceProfilev
NICIdentity

Choose one ore more service
profile vNICs to unbind

Service Profile v
NIC

Outputs

TypeDescriptionOutput

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

UCS Central Service Profile
Identity

UCS_CENTRAL_SERVICE_
PROFILE_IDENTITY

ucsCentralServiceProfilev
NICIdentity

Output Ucs Central Service
Profile vNIC Identity

UCS_CENTRAL_SP_VNIC_
IDENTITY

ucsCentralvNICTemplate
Identity

Output Ucs Central vNIC
Template Identity

UCS_CENTRAL_VNIC_
TEMPLATE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3344

UCS Central Tasks
UnBind Global Service Profile vNIC from Template



Ungroup Domain
Summary

Ungroup a domain.
Description

This task ungroups a domain in UCS Central.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralDomainIdentitySelect DomainDomain

Outputs

TypeDescriptionOutput

ucsCentralDomainIdentityUCS Central Domain IdentityUCS_CENTRAL_DOMAIN_
IDENTITY
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Unmanage UCS Central Servers
Summary

Move UCS Central servers to the Unmanaged state.
Description

This UCS task moves servers to Unmanaged state from Managed state.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralIdentityChoose a UCS central account
from the list

UCSCentral Account

YucsCentralDomainIdentityChoose a domain in the UCS
central account

UCS Domain

UCS_CENTRAL_
DISCOVERED_SERVER_
IDENTITY

Choose one or more servers from
the list

Discovered Servers

Outputs

TypeDescriptionOutput

UCS_CENTRAL_
DISCOVERED_SERVER_
IDENTITY

UCS Central Discovered
Server Identity

UCS_CENTRAL_DISCOVERED_
SERVER_IDENTITY
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Unregister UCS Manager from Central
Summary

Unregister UCS Manager from UCS Central.
Description

This Task unregisters UCS Manager from UCS Central. Output of this task is the name of the account
on which deregistration was performed.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsAccountNameChoose a UCS domain from the
list

UCSM

Outputs

TypeDescriptionOutput

ucsAccountNameName of the Account on which the selected
operation was performed

ACCOUNT_NAME
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User and Group Tasks

This chapter contains the following sections:

• Add Group, on page 3351
• Add Group Share Policy, on page 3352
• Add Group To Group Share Policy, on page 3353
• Add Resource Limits to Group, on page 3354
• Add User, on page 3355
• Add User Access Profile, on page 3356
• Assign CUIC VLAN to Group, on page 3357
• Assign EMC VNX Block Storage Pool to User Group, on page 3358
• Assign EMC VNX File Storage Pool to User Group, on page 3359
• Assign EMC VNX LUN to User Group, on page 3360
• Assign EMC VNX RAID Group to User Group, on page 3361
• Assign EMC VNX Volume to User Group, on page 3362
• Assign NetApp Cluster Aggregate to User Group, on page 3363
• Assign NetApp Cluster SVM to Group, on page 3364
• Assign NetApp Cluster Volume to User Group, on page 3365
• Assign NetApp vFiler to Group, on page 3366
• Assign UCS Central Server to Group, on page 3367
• Assign UCS Server to Group, on page 3368
• Assign UCS Service Profile to Group, on page 3369
• Catalog Dashboard Configuration, on page 3370
• Clone Group Share Policy, on page 3371
• Configure Resource Limits to Group, on page 3372
• Create MSP Organization, on page 3373
• Dashlet Configuration, on page 3374
• Delete Group, on page 3375
• Delete Group From Group Share Policy, on page 3376
• Delete Group Share Policy, on page 3377
• Delete User, on page 3378
• Delete User Access Profile, on page 3379
• Disable All the Users In Group, on page 3380
• Disable All the Users In MSP Org, on page 3381
• Disable User, on page 3382
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• Enable All the Users In Group, on page 3383
• Enable All the Users In MSP Org, on page 3384
• Enable User, on page 3385
• GroupMembership API, on page 3386
• Modify Group, on page 3387
• Modify Group Share Policy, on page 3388
• Modify MSP Organization, on page 3389
• Modify User, on page 3390
• Modify User Access Profile, on page 3391
• Modify User Password, on page 3392
• Modify User Password Secured, on page 3393
• Remove EMC VNX Block Storage Pool from User Group, on page 3394
• Remove EMC VNX File Storage Pool from User Group, on page 3395
• Remove EMC VNX LUN from User Group, on page 3396
• Remove EMC VNX RAID Group from User Group, on page 3397
• Remove EMC VNX Volume from User Group, on page 3398
• Remove MSP Organization, on page 3399
• Remove NetApp vFiler from Group, on page 3400
• Set User Disable Time, on page 3401
• UnAssign NetApp Cluster SVM from User Group, on page 3402
• Unassign CUIC VLAN from Group, on page 3403
• Unassign NetApp Cluster Aggregate from User Group, on page 3404
• Unassign NetApp Cluster Volume from User Group, on page 3405
• Unassign Resource from Service End User, on page 3406
• Unassign UCS Central Server from Group, on page 3407
• Unassign UCS Server from Group, on page 3408
• Unassign UCS Service Profile from Group, on page 3409
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Add Group
Summary

Creates New User Group
Description

This task allows user to create User Group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a group nameName

gen_text_inputEnter a group descriptionDescription

gen_text_inputEnter a shorter name or code name for
the group. Used in VM and hostname
templates.

Code

Ygen_text_inputEnter a group contact emailContact Email

gen_text_inputEnter a group first nameFirst Name

gen_text_inputEnter a group last nameLast Name

gen_text_inputEnter a group phonePhone

gen_text_inputEnter a group addressAddress

gen_text_inputProvide a group share policy nameGroup Share Policy

Create users with exclusive access to
their resources. Resources can be
assigned to users.

Allow Resource
Assignment To Users

Outputs

TypeDescriptionOutput

gen_text_inputName of the group that was created by
admin

OUTPUT_GROUP_NAME

gen_text_inputID of the group that was created by adminOUTPUT_GROUP_ID

userGroupGroup Created by adminOUTPUT_USER_GROUP
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Add Group Share Policy
Summary

Creates New Group Share Policy
Description

This task allows user to create Group Share Policy for MSP Organization or User Groups.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a group share policy namePolicy Name

gen_text_inputEnter a group share policy descriptionPolicy Description

Check this option if the policy is an
MSP group share policy

Msp Group Share Policy

gen_text_inputProvide an MSP organization nameSelect MSP Organization

cuic_multi_user_group_
ID

Provide a user groupSelect Groups

Outputs

TypeDescriptionOutput

gen_text_inputID of the group that was created by
admin

OUTPUT_GROUP_ID

gen_text_inputID of theMSP that was created by adminOUTPUT_MSP_ORG_ID

gen_text_inputGroup Share Policy Name Created by
admin

OUTPUT_GROUP_SHARE_
POLICY_NAME

gen_text_inputGroup Share Policy IDCreated by adminOUTPUT_GROUP_SHARE_
POLICY_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add Group To Group Share Policy
Summary

Add Group To Group Share Policy
Description

This task allows user to add group to Group Share Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a group share policy
name

Select Policy

YuserGroupChoose a user groupSelect Group

Outputs

TypeDescriptionOutput

gen_text_inputID of the group that was created by
admin

OUTPUT_GROUP_ID

gen_text_inputID of theMSP that was created by adminOUTPUT_MSP_ORG_ID

gen_text_inputGroup Share Policy Name Created by
admin

OUTPUT_GROUP_SHARE_
POLICY_NAME

gen_text_inputGroup Share Policy IDCreated by adminOUTPUT_GROUP_SHARE_
POLICY_ID
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Add Resource Limits to Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a user groupSelect Group

gen_text_inputProvide a maximum active VM
count

Maximum Active VM Count

gen_text_inputProvide amaximum total VM countMaximum Total VM Count

gen_text_inputProvide a maximum total vDC
count

Maximum Total VDC Count

gen_text_inputProvide a total number of
provisioned VCPUs limit

Total number of provisioned
VCPUs limit

gen_text_inputProvide a total provisionedmemory
limit in GB

Total Provisioned Memory
Limit in GB

gen_text_inputProvide a total provisioned disk
limit in GB

Total Provisioned Disk Limit in
GB

gen_text_inputProvide a total reserved CPU limit
in GHz

Total Reserved CPU Limit in
GHz

gen_text_inputProvide a total reserved memory
limit in GB

Total Reserved Memory Limit
in GB

gen_text_inputProvide a total snapshot file size
limit in GB

Total Snapshot File Size Limit
in GB

gen_text_inputProvide amaximum physical server
count

Maximum Physical Server
Count

gen_text_inputProvide a maximum full width
physical server count

Maximum Full Width Physical
Server Count

gen_text_inputProvide a maximum half width
physical server count

MaximumHalf Width Physical
Server Count

gen_text_inputProvide a count CPU and memory
for inactive VMs

Count CPU and Memory for
Inactive VMs

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Add User
Summary

Creates New User
Description

This task allows to create new User.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a user typeUser Type

Ygen_text_inputEnter a login user nameLogin Name

YpasswordEnter a passwordPassword

YpasswordEnter a Confirm passwordConfirm Password

Ygen_text_inputEnter a user contact emailUser Contact Email

gen_text_inputEnter a first name of the login userFirst Name

gen_text_inputEnter a last name of the login userLast Name

gen_text_inputEnter a phone numberPhone

gen_text_inputEnter a user addressAddress

localeChoose the localeLocale

Outputs

TypeDescriptionOutput

gen_text_inputName of the user that was created by
admin

OUTPUT_USER_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Add User Access Profile
Summary

Creates New User Access Profile
Description

This task allows user to create user access profile.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputProvide a login user nameLogin Name

Ygen_text_inputEnter a profile nameName

gen_text_inputEnter a profile descriptionDescription

Ygen_text_inputProvide the access level of the profileType

Select this option to allow the user to see
his own resources

Show Own Resources

Select this option to allow the user to see
resources in all groups they have access to

Show Resources FromAll
Groups The User Has
Access

Choose a shared groupsShared Groups

Check this option to make this profile the
default access profile for the user

Default Profile

Outputs

TypeDescriptionOutput

gen_text_inputName of the user access profile that was
created by admin

OUTPUT_USER_ACCESS_
PROFILE_NAME

gen_text_inputName of the user that was created by
admin

OUTPUT_USER_NAME
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Assign CUIC VLAN to Group
Summary

Assign a VLAN to a Group local to the UCSD appliance.
Description

This task assigns a VLAN to a local group. A group is a logical grouping of resources. All users within
the group have access to the assigned VLAN.

Inputs

MandatoryMappable To TypeDescriptionInput

YdatacenterNameChoose the device nameDatacenter Name

YvlanIDChoose the VLANVLAN ID

Check to assign the VLAN to a
user

Assign To Users

Ygen_text_inputProvide a user group IDUser Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

datacenterNameDatacenter NameOUTPUT_DATACENTER_NAME

vlanIDVLAN IDOUTPUT_VLAN_ID
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Assign EMC VNX Block Storage Pool to User Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcBlockStoragePool
Identity

Select the Block Storage Pool to UCSD
Group.

Storage Pool

Select this option to allow resource
assignment to users.

Assign To Users

YuserGroupSelect the group to assign to.User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

emcBlockStoragePool
Identity

Storage Pool For Block IdentityOUTPUT_BLOCK_STORAGE_
POOL_IDENTITY
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Assign EMC VNX File Storage Pool to User Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcStoragePoolIdentitySelect the File Storage Pool to be
assigned to UCSD Group.

Storage Pool

Select this option to allow resource
assignment to users.

Assign To Users

YuserGroupSelect the group to assign to.User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

emcStoragePoolIdentityStorage Pool Identity.OUTPUT_STORAGE_POOL_
IDENTITY
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Assign EMC VNX LUN to User Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcLUNIdentityPlease Select a LUNLUN

Select this option to allow resource
assignment to users.

Assign To Users

YuserGroupSelect the group to assign to.User Group ID

gen_text_inputEnter CommentsComments

Outputs

TypeDescriptionOutput

emcLUNIdentityLUN IdentityOUTPUT_LUN_IDENTITY
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Assign EMC VNX RAID Group to User Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcRAIDGroupIdentityPlease Select a Raid GroupRaid Group

Select this option to allow resource
assignment to users.

Assign To Users

YuserGroupSelect the group to assign to.User Group ID

gen_text_inputEnter CommentsComments

Outputs

TypeDescriptionOutput

emcRAIDGroupIdentityRAID Group IdentityOUTPUT_RAID_GROUP_
IDENTITY
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Assign EMC VNX Volume to User Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcVolumeIdentityPlease Select a VolumeVolume

Select this option to allow resource
assignment to users.

Assign To Users

YuserGroupSelect the group to assign to.User Group ID

gen_text_inputEnter CommentsComments

Outputs

TypeDescriptionOutput

emcVolumeIdentityVolume Identity.OUTPUT_VOLUME_IDENTITY
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Assign NetApp Cluster Aggregate to User Group
Summary

Assign a cluster aggregate to a Group local to the UCSD appliance.
Description

A group is a logical grouping of resources. A cluster aggregates can be assigned to a Group. All users
within this Group have access to the assigned aggregates.

Inputs

MandatoryMappable To TypeDescriptionInput

YaggregateClusterIdentitySelect an aggregate to which disk(s) to
be added

Aggregate Name

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect a UCSD group to assign to.User Group ID

gen_text_inputEnter commentsComments

Outputs

No Outputs
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Assign NetApp Cluster SVM to Group
Summary

Assign a NetApp Cluster to a Group local to the UCSD appliance
Description

A group is a logical grouping of resources. A SVM can be assigned to a Group. All users within this
Group have access to the assigned SVM.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServer
Identity

Select the SVM that needs to be
assigned to a UCSD Group.

SVM Name

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect a UCSD group to assign to.User Group ID

gen_text_inputEnter commentsComments

Outputs

No Outputs
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Assign NetApp Cluster Volume to User Group
Summary

Assign a cluster volume to a Group local to the UCSD appliance.
Description

A group is a logical grouping of resources. A cluster volume can be assigned to a Group. All users within
this Group have access to the assigned volumes.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolume
Identity

Select the Volume that needs to be
destroyed.

Volume Name

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect a UCSD group to assign to.User Group ID

gen_text_inputEnter commentsComments

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Assign NetApp vFiler to Group
Summary

Assign a vFiler to a Group local to the UCSD appliance.
Description

A group is a logical grouping of resources. A vFiler can be assigned to a Group. All users within this
Group have access to the assigned vFiler.

Inputs

MandatoryMappable To TypeDescriptionInput

YvFilerIdentitySelect the vfiler that needs to be assigned
to a UCSD Group.

vFiler Name

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect a UCSD group to assign to.User Group ID

gen_text_inputEnter commentsComments

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Assign UCS Central Server to Group
Summary

Assign a server from a UCS Central account to a group.
Description

This task assigns a selected server in a UCS Cenral account to a user group.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralServerIdentitySelect UCS Central server to assign
it to a group

Server

YuserGroupSelect the group to assign to.User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

ucsCentralServerIdentityUCS Server IdentityUCS_CENTRAL_SERVER_
IDENTITY
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Assign UCS Server to Group
Summary

Assign a UCS server to a user Group.
Description

This task assigns a UCS server to a User group.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerIdentityChoose the serversServer

YuserGroupChoose the user groupUser Group ID

gen_text_inputEnter CommentsComments

Outputs

TypeDescriptionOutput

ucsServerIdentityUCS Server IdentitySERVER_IDENTITY
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Assign UCS Service Profile to Group
Summary

Assign a service profile to a group.
Description

This task assigns a service profile to a group local to the UCSD appliance. A group is a logical grouping
of resources. All users within this group have access to the assigned service profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentitySelect UCSM service profile to assign
it to a group

Service Profile

Select this option to allow resource
assignment to users.

Assign To Users

YuserGroupSelect the group to assign to.User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

ucsServiceProfileIdentityUCS Service Profile IdentitySERVICE_PROFILE_IDENTITY
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Catalog Dashboard Configuration
Summary

Configure catalog setup by Group.
Description

This task is used to configure the eligible Catalog in End-User Dashboard page.
Inputs

MandatoryMappable ToTypeDescriptionInput

YProvide a group nameUser Group ID

Choose a one or more catalogCatalog List

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Clone Group Share Policy
Summary

Clones Group Share Policy.
Description

This task allows user to clone Existing Group Share Policy for an MSP organization or user group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a group share policy nameSelect Policy

Ygen_text_inputEnter a group share policy namePolicy Name

gen_text_inputEnter a group share policy descriptionPolicy Description

Check this option if the policy is an
MSP group share policy

Msp Group Share Policy

gen_text_inputProvide an MSP organization nameSelect MSP Organization

cuic_multi_user_group_
ID

Provide a user groupSelect Groups

Outputs

TypeDescriptionOutput

gen_text_inputID of the group that was created by
admin

OUTPUT_GROUP_ID

gen_text_inputID of theMSP that was created by adminOUTPUT_MSP_ORG_ID

gen_text_inputGroup Share Policy Name Created by
admin

OUTPUT_GROUP_SHARE_
POLICY_NAME

gen_text_inputGroup Share Policy IDCreated by adminOUTPUT_GROUP_SHARE_
POLICY_ID
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Configure Resource Limits to Group
Summary

Add resource limits to the Group
Description

This task allows you to add resource limit to the group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a user group to apply
resource limits

Select Group

gen_text_inputProvide a maximum active VM
count

Maximum Active VM Count

gen_text_inputProvide a total VM countMaximum Total VM Count

gen_text_inputProvide a maximum total vDC
count

Maximum Total VDC Count

gen_text_inputProvide a total number of
provisioned VCPUs limit

Total number of provisioned
VCPUs limit

gen_text_inputProvide a provisionedmemory limit
in GB

Total Provisioned Memory
Limit in GB

gen_text_inputProvide a provisioned disk limit in
GB

Total Provisioned Disk Limit in
GB

gen_text_inputProvide a reserved CPU limit in
GHz

Total Reserved CPU Limit in
GHz

gen_text_inputProvide a total reserved memory
limit in GB

Total Reserved Memory Limit
in GB

gen_text_inputProvide a total snapshot file size
limit in GB

Total Snapshot File Size Limit
in GB

gen_text_inputProvide amaximumphysical server
count

Maximum Physical Server
Count

gen_text_inputProvide a maximum full width
physical server count

Maximum Full Width Physical
Server Count

gen_text_inputProvide a maximum half width
physical server count

MaximumHalf Width Physical
Server Count

gen_text_inputProvide a count CPU and memory
for inactive VMs

Count CPU and Memory for
Inactive VMs

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

Cisco UCS Director Task Library Reference, Release 6.7
3372

User and Group Tasks
Configure Resource Limits to Group



Create MSP Organization
Summary

Create MSP Organization
Description

This task allows user to create new MSP organization. (Note: This task is applicable only when service
provider feature is enabled.)

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide an MSP organization nameName

gen_text_inputEnter an MSP organization descriptionDescription

gen_text_inputEnter a shorter name or code name for
the MSP organization. Used in VM and
hostname templates.

Code

Ygen_text_inputMSP organization contact emailContact Email

gen_text_inputEnter a first nameFirst Name

gen_text_inputEnter a last nameLast Name

gen_text_inputEnter a phone numberPhone

gen_text_inputEnter a addressAddress

Outputs

TypeDescriptionOutput

gen_text_inputName of the MSP that was created by
admin

OUTPUT_MSP_ORG_NAME

gen_text_inputID of theMSP that was created by adminOUTPUT_MSP_ORG_ID

userGroupMSP Created by adminOUTPUT_MSP_USER_GROUP
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Dashlet Configuration
Summary

Configure DashLet by Group
Description

This task is used to configure dashlet for the group. Using this task we can configure eligible
dashlets(VMS,UCS SERVERS,ORDERS,CATALOGS,APPROVALS), Count, Color and other dashlet
related customization.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a group nameUser Group ID

Provide Dashlet configuration
Details

Dashlet Configuration

BooleanCheck to publish Dashlet to End-userPublish to end users

Outputs

No Outputs
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Delete Group
Summary

Deletes Group
Description

This task allows to delete Group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a user groupUser Group ID

Outputs

No Outputs
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Delete Group From Group Share Policy
Summary

Delete Group From Group Share Policy
Description

This task allows user to delete a group from Group Share Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a group share policy
name

Policy Name

YuserGroupChoose a user groupSelect Group

Outputs

No Outputs
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Delete Group Share Policy
Summary

Deletes given group share policy
Description

This task allows user to delete a group share policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a group share policy
name

Group Share Policy

Outputs

No Outputs
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Delete User
Summary

Deletes User
Description

This task allows to delete User.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a login user nameLogin Name

Outputs

No Outputs
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Delete User Access Profile
Summary

Remove User Access Profile
Description

This task allows user to delete user access profile.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a login user nameLogin Name

Ygen_text_inputProvide a profile nameName

Outputs

TypeDescriptionOutput

gen_text_inputName of the user access profile that was
created by admin

OUTPUT_USER_ACCESS_
PROFILE_NAME

gen_text_inputName of the user that was created by
admin

OUTPUT_USER_NAME
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Disable All the Users In Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a user groupUser Group ID

Outputs

No Outputs
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Disable All the Users In MSP Org
Summary

Disable All the Users In MSP Org
Description

This task allows user to disable the all enabled users in the MSP Organization. (Note: This task is
applicable only when service provider feature is enabled.)

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide an MSP organization
name

MSP Organization ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Disable User
Summary

Disable User.
Description

This task allows to disable an existing User whose account has been enabled.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a login user nameLogin Name

Outputs

No Outputs
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Enable All the Users In Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a user groupUser Group ID

Outputs

No Outputs
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Enable All the Users In MSP Org
Summary

Enable All the Users In MSP Org
Description

This task allows user to enable the all disabled users in the MSP Organization. (Note: This task is
applicable only when service provider feature is enabled.)

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide an MSP organization
name

MSP Organization ID

Outputs

No Outputs
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Enable User
Summary

Enable User.
Description

This task allows to enable an existing User whose account has been disabled.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a login user nameLogin Name

Outputs

No Outputs
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GroupMembership API
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ycuic_user_IDSelect UserSelect User

Outputs

No Outputs
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Modify Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a group nameUser Group ID

gen_text_inputEnter a group descriptionDescription

gen_text_inputEnter a shorter name or code name for
the group. Used in VM and hostname
templates.

Code

gen_text_inputEnter a cost centerCost Center

Ygen_text_inputEnter a group contact emailContact Email

gen_text_inputEnter a group first nameFirst Name

gen_text_inputEnter a group last nameLast Name

gen_text_inputEnter a group phonePhone

gen_text_inputEnter a group addressAddress

gen_text_inputProvide a group share policy nameGroup Share Policy

Create users with exclusive access to
their resources. Resources can be
assigned to users.

Allow Resource
Assignment To Users

Outputs

TypeDescriptionOutput

gen_text_inputName of the group that was created by
admin

OUTPUT_GROUP_NAME

gen_text_inputID of the group that was created by adminOUTPUT_GROUP_ID

userGroupGroup Created by adminOUTPUT_USER_GROUP
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Modify Group Share Policy
Summary

Modify Group Share Policy
Description

This task allows user to modify Group Share Policy for MSP Organization or User Groups.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a group share policy namePolicy Name

gen_text_inputEnter a group share policy descriptionPolicy Description

Check this option if the policy is an
MSP group share policy

Msp Group Share Policy

gen_text_inputProvide an MSP organization nameSelect MSP Organization

cuic_multi_user_group_
ID

Provide a user groupSelect Groups

Outputs

TypeDescriptionOutput

gen_text_inputID of the group that was created by
admin

OUTPUT_GROUP_ID

gen_text_inputID of theMSP that was created by adminOUTPUT_MSP_ORG_ID

gen_text_inputGroup Share Policy Name Created by
admin

OUTPUT_GROUP_SHARE_
POLICY_NAME

gen_text_inputGroup Share Policy IDCreated by adminOUTPUT_GROUP_SHARE_
POLICY_ID
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Modify MSP Organization
Summary

Modify MSP Organization
Description

This task allows user to modify existing MSP Organization. (Note: This task is applicable only when
service provider feature is enabled.)

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide an MSP organization nameMSPOrganization ID

gen_text_inputEnter an MSP organization descriptionDescription

gen_text_inputEnter a shorter name or code name for
theMSP organization. Used in VM and
hostname templates.

Code

Ygen_text_inputMSP organization contact emailContact Email

gen_text_inputEnter a first nameFirst Name

gen_text_inputEnter a last nameLast Name

gen_text_inputEnter a phone numberPhone

gen_text_inputEnter a addressAddress

Outputs

TypeDescriptionOutput

gen_text_inputName of the MSP that was created by
admin

OUTPUT_MSP_ORG_NAME

gen_text_inputID of theMSP that was created by adminOUTPUT_MSP_ORG_ID

userGroupMSP Created by adminOUTPUT_MSP_USER_GROUP
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Modify User
Summary

Modifies the existing User
Description

This task allows you to modify the Login User details.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a login user nameLogin Name

Ygen_text_inputProvide a user typeUser Type

Ygen_text_inputEnter a user contact emailUser Contact Email

gen_text_inputEnter a first name of the login userFirst Name

gen_text_inputEnter a last name of the login userLast Name

gen_text_inputEnter a phone numberPhone

gen_text_inputEnter a user addressAddress

localeChoose the localeLocale

Outputs

TypeDescriptionOutput

gen_text_inputName of the user that was created by
admin

OUTPUT_USER_NAME
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Modify User Access Profile
Summary

Modifies User Access Profile
Description

This task allows user to modify user access profile.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputProvide a login user nameLogin Name

Ygen_text_inputProvide a profile nameName

gen_text_inputEnter a profile descriptionDescription

Ygen_text_inputProvide the access level of the profileType

Select this option to allow the user to see
his own resources

Show Own Resources

Select this option to allow the user to see
resources in all groups they have access to

Show Resources FromAll
Groups The User Has
Access

Choose a shared groupsShared Groups

Check this option to make this profile the
default access profile for the user

Default Profile

Outputs

TypeDescriptionOutput

gen_text_inputName of the user access profile that was
created by admin

OUTPUT_USER_ACCESS_
PROFILE_NAME

gen_text_inputName of the user that was created by
admin

OUTPUT_USER_NAME
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Modify User Password
Summary

Change the existing User Password
Description

This task allows you to change the login user password. This task is applicable for only "Local" type
Login-User, not for "External" type users. This is deprecated and use Modify User Password Secured
instead

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a login user nameLogin Name

YpasswordEnter a new password for the target
user

New password for target
user

YpasswordEnter a confirm password for the
target user

Confirm password for target
user

Outputs

TypeDescriptionOutput

gen_text_inputName of the user that was created by
admin

OUTPUT_USER_NAME
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3392

User and Group Tasks
Modify User Password



Modify User Password Secured
Summary

Change the existing User Password
Description

This task allows you to change the login user password. This task is applicable for only "Local" type
Login-User, not for "External" type users.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a login user nameUser Name

YpasswordEnter a your passwordEnter your password

YpasswordEnter a new password for the target
user

New password for target user

YpasswordEnter a confirm password for the
target user

Confirm password for target
user

Outputs

TypeDescriptionOutput

gen_text_inputName of the user that was created by
admin

OUTPUT_USER_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Remove EMC VNX Block Storage Pool from User Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcBlockStoragePool
Identity

Select the Storage Pool that needs
to be removed from a UCSD
Group.

Storage Pool Name

gen_text_inputEnter commentsEnter comments

YStorage pool unassign warning
message

Are you sure you want to
unassign storage pool from
UCSD group ?

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove EMC VNX File Storage Pool from User Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcStoragePool
Identity

Select the File Storage Pool that
needs to be removed from a UCSD
Group.

File Storage Pool Name

gen_text_inputEnter commentsEnter comments

YFile Storage pool unassign warning
message

Are you sure you want to
unassign file storage pool from
UCSD group ?

Outputs

No Outputs
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Remove EMC VNX LUN from User Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcLUNIdentitySelect the LUN that needs to be
assigned to a UCSD Group.

LUN Name

gen_text_inputEnter CommentsComments

YRaid group unassign warning
message

Are you sure you want to
unassign lun from UCSD
group ?

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove EMC VNX RAID Group from User Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcRAIDGroup
Identity

Select the Raid Group that needs
to be assigned to UCSD Group.

Raid Group Name

gen_text_inputEnter CommentsComments

YRaid group unassign warning
message

Are you sure you want to
unassign raid group from
UCSD group ?

Outputs

No Outputs
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Remove EMC VNX Volume from User Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YemcVolumeIdentitySelect the volume that needs to be
assigned to UCSD Group.

Volume Name

gen_text_inputEnter CommentsAction Volume

Yvolume unassign warningmessageAre you sure you want to
unassign volume from UCSD
group ?

Outputs

TypeDescriptionOutput

emcVolumeIdentityVolume Identity.OUTPUT_VOLUME_IDENTITY
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Remove MSP Organization
Summary

Remove MSP Organization
Description

This task allows user to delete existing MSP Organization. (Note: This task is applicable only when
service provider feature is enabled.)

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide an MSP organization
name

MSP Organization ID

Outputs

TypeDescriptionOutput

gen_text_inputName of the MSP that was created by
admin

OUTPUT_MSP_ORG_NAME

gen_text_inputID of theMSP that was created by adminOUTPUT_MSP_ORG_ID

userGroupMSP Created by adminOUTPUT_MSP_USER_GROUP
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Remove NetApp vFiler from Group
Summary

Unassign a vFiler from a Group local to the UCSD appliance.
Description

This task unassigns the vFiler from the selected group. Users within the selected group can no longer
access the vFiler.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the vfiler that needs to be
assigned to a UCSD Group.

vFiler Name

gen_text_inputEnter commentsComments

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Set User Disable Time
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a login user nameLogin Name

Ydate_timeSet the login user disable date and
time

User Disable Date

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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UnAssign NetApp Cluster SVM from User Group
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVServerIdentitySelect the SVM that needs to be
unassigned from a UCSD Group.

SVM Name

gen_text_inputEnter commentsComments

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign CUIC VLAN from Group
Summary

Unassign a VLAN from a Group local to the UCSD appliance.
Description

This task unassigns a VLAN from the selected group. Users within the selected group can no longer
access the VLAN.

Inputs

MandatoryMappable To TypeDescriptionInput

YdatacenterNameChoose the device nameDatacenter Name

YvlanIDChoose the VLANVLAN ID

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign NetApp Cluster Aggregate from User Group
Summary

Unassign a cluster aggregate from a Group local to the UCSD appliance.
Description

This task unassigns the cluster aggregate from the selected group. Users within the selected group can
no longer access the aggregates.

Inputs

MandatoryMappable To TypeDescriptionInput

YaggregateClusterIdentitySelect an aggregate to which
disk(s) to be added

Aggregate Name

gen_text_inputEnter commentsComments

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign NetApp Cluster Volume from User Group
Summary

Unassign a cluster volume from a Group local to the UCSD appliance.
Description

This task unassigns the cluster volume from the selected group. Users within the selected group can no
longer access the volumes.

Inputs

MandatoryMappable To TypeDescriptionInput

YnetappClusterVolumeIdentitySelect the Volume that needs to
be destroyed.

Volume Name

gen_text_inputEnter commentsComments

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign Resource from Service End User
Summary

Unassign Resource from Service End User.
Description

This task helps removing Resources from Service End User.
Inputs

MandatoryMappable To TypeDescriptionInput

Ycuic_user_IDSelect UserSelect User

Select Resource to UnassignResource details

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign UCS Central Server from Group
Summary

Remove a server managed by a UCS Central account from a user group.
Description

This task removes a server managed by a UCS Central account from a user group.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsCentralServerIdentityChoose the UCS server to unassign
from a group

Server

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign UCS Server from Group
Summary

Unassign a UCS server from a user group.
Description

This task unassigns a UCS server from a user group.
Inputs

MandatoryMappable To TypeDescriptionInput

YucsServerIdentitySelect UCSM server to Unassign
from group

Server

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign UCS Service Profile from Group
Summary

Unassign a service profile from a group.
Description

This task unassigns the service profile from a group local to the UCSD appliance. Users within the
selected group can no longer access the service profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YucsServiceProfileIdentityChoose the UCSM service profile to
disassociate from the list

Service Profile

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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VCE Vision Intelligent Operations Tasks

This chapter contains the following sections:

• Get Compliance Score for a Vblock Pod, on page 3412
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Get Compliance Score for a Vblock Pod
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVCEVisionIntelligent
OperationsPodIdentity

Select Vblock Pod to get Compliance
Score

Pod

gen_text_inputEnter Minimum Score for the
selected Vblock Pod

Minimum Score

Outputs

TypeDescriptionOutput

VCEVisionIntelligent
OperationsPodIdentity

VCE Vision Intelligent
Operations Pod Identity.

OUTPUT_VCE_VISION_
INTELLIGENT_OPERATIONS_POD_
IDENTITY

VCEVisionIntelligent
OperationsDefaultProfile
Identity

VCE Vision Intelligent
Operations Default Profile
Identity.

OUTPUT_VCE_VISION_
INTELLIGENT_OPERATIONS_
DEFAULT_PROFILE_IDENTITY

VCEVisionIntelligent
OperationsProfileScore

VCE Vision Intelligent
Operations Default Profile
Score.

OUTPUT_VCE_VISION_
INTELLIGENT_OPERATIONS_
DEFAULT_PROFILE_SCORE

VCEVisionIntelligent
OperationsProfileMinimum
Score

VCE Vision Intelligent
Operations Default Minimum
Score.

OUTPUT_VCE_VISION_
INTELLIGENT_OPERATIONS_
DEFAULT_PROFILE_MINIMUM_
SCORE

Cisco UCS Director Task Library Reference, Release 6.7
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VDCProvisioning

This chapter contains the following sections:

• Approvers and Contacts, on page 3414
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Approvers and Contacts
Summary
Description
Inputs

MandatoryMappable
To Type

DescriptionInput

Enter Username for the First ApproverFirst Approver Username

Enter Username for the Second ApproverSecond Approver Username

The checkbox must be enabled, if approval is
required from all the users. Else any one user's
approval is enough

Approval required from all the
users

YNumber of reminder emails to be sent - 0
represents infinite number of reminders till the
request is approved/rejected

Number of Approval Request
Reminders

YTime interval to send the next approval request
reminder email

Reminder Intervals ( Hours )

Enter e-mail address for the support contact (
Provider Organization )

Provider Support Email
Address

Enter e-mail address for the customer/group
contact

Copy Notifications to Email
Address

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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VMware Datacenter Tasks

This chapter contains the following sections:

• Create VMware Datacenter, on page 3416
• Remove VMware Datacenter, on page 3417
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Create VMware Datacenter
Summary

Creates new Datacenter on selected vCenter account.
Description

This task creates new datacenter on selected vCenter account.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameSelect the cloud name to create the
new cluster.

Account Name

Ygen_text_inputEnter the Datacenter name to create
the new Datacenter.

Datacenter Name

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Remove VMware Datacenter
Summary

Remove a datacenter from a vCenter account.
Description

This task removes an existing datacenter from a vCenter account.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameSelect the cloud name to create the new
cluster.

Account Name

YdatacenterNameSelect the Datacenter name in which
the cluster need to be created.

Datacenter Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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VMware Host Tasks

This chapter contains the following sections:

• Add Datastore to VMWare Datastore Cluster, on page 3421
• Add HostNode to vFiler NFS Export, on page 3422
• Add Hosts to VMWare dvSwitch, on page 3423
• Apply VMware Host Profile, on page 3424
• Assign Resource Pool to Group, on page 3425
• Assign VMWare VMs from Resource Pool to VDC, on page 3426
• Assign VMware Datastore Cluster to Group, on page 3427
• Assign VMware Datastore to Group, on page 3428
• Associate Hosts to DVSwitch, on page 3429
• Attach Host to VMware Host Profile, on page 3430
• Cleanup Host, on page 3431
• Collect VMware Host Profile Inventory, on page 3432
• Collect VMware Inventory, on page 3433
• Collect VMware Object Inventory, on page 3434
• Configure VMware Host Security Profile, on page 3435
• Create Datastore Cluster DRS Rule, on page 3436
• Create Resource Pool, on page 3437
• Create TCP/IP stack on VMWare Host, on page 3439
• Create VMware Cluster, on page 3440
• Create VMware DRS Group, on page 3441
• Create VMware DRS Rule, on page 3442
• Create VMware Datastore Cluster, on page 3443
• Create VMware Host Profile, on page 3444
• Delete Datastore Cluster, on page 3445
• Delete VMware DRS Group, on page 3446
• Delete VMware DRS Rule, on page 3447
• Delete VMware Datastore Cluster DRS Rule, on page 3448
• Delete VMware Host Profile, on page 3449
• Destroy VMWare Resource Pool, on page 3450
• Detach VMware Host from Host Profile, on page 3451
• Edit TCP/IP stack on VMWare Host, on page 3452
• Enable or Disable VMware VMDK Affinity Rule on VM, on page 3453

Cisco UCS Director Task Library Reference, Release 6.7
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• Enable/Disable VMWare HA, on page 3454
• Enable/Disable VMware DRS, on page 3455
• Exit Host From VMware Maintenance Mode, on page 3456
• Get UCS Service Profile vNICs associated to VMware Hosts, on page 3457
• Marks disks as local for UCS Virtual SAN, on page 3458
• Modify VMware DRS Automation Level, on page 3459
• Modify VMware DRS Group, on page 3460
• Modify VMware DRS Rule, on page 3461
• Modify VMware Datastore Cluster, on page 3462
• Modify VMware Datastore Cluster DRS Rule, on page 3463
• Modify VMware Resource Pool, on page 3464
• Mount NFS Datastore, on page 3466
• Register Host with VMWare vCenter, on page 3467
• Register NetApp iSCSI Storage with Hostnode, on page 3468
• Register VMWare Hosts with Cluster, on page 3469
• Remove Hosts from VMware dvSwitch, on page 3470
• Remove VMware Cluster, on page 3471
• Remove VMware Datastore from Datastore Cluste, on page 3472
• Select VMware Cluster, on page 3473
• Select VMware Resource Cluster, on page 3474
• Unassign VMWare Datastore Cluster from Group, on page 3475
• Unassign VMWare Resource Pool from Group, on page 3476
• Unassign VMware Datastore from Group, on page 3477
• Unregister Host from VMware vCenter, on page 3478
• VMWare ISO Image Collector, on page 3479
• VMware Remove Datastore from Host, on page 3480

Cisco UCS Director Task Library Reference, Release 6.7
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Add Datastore to VMWare Datastore Cluster
Summary

Adds a datastore to a datastore cluster.
Description

This task adds a datastore to a datastore cluster. When you add a datastore to a datastore cluster, the
datastore's resources become part of the datastore cluster's resources.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDatastoreClusterIdentitySelect Datastore ClusterSelect Datastore
Cluster

YvmwareMultiDatastoreIdentitySelect the datastoresDatastores

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareDatastoreClusterNameDatastore Cluster NameOUTPUT_DATASTORE_CLUSTER_
NAME

vmwareDatastoreNameVMware Datastore NameDATASTORE_NAME

vmwareDatastoreIdentityDatastore name identityDATASTORE_IDENTITY

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Add HostNode to vFiler NFS Export
Summary

Add host node to the NFS Export rule to access the volume.
Description

This task will add the selected host node to the NFS Export rule of the selected export path and give
permissions to access the volume. This task will work for both ONTAP and OnCommand accounts.

Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the path that will be exported to NFS
clients.

Export Path

YvFilerVolumeIdentityEnter the actual path mounted when the
NFS client mounts the exported path.

Actual Path

YvmwareHostMulti
Select

Select the Host for which action need to be
performed

Select Host

YportGroupTypeSpecify type of Port Group in use : Virtual
Portgroup or Distributed Virtual Portgroup

PortGroup Type

YvlanIDEnter vLan Id.vLan Id

Ygen_text_inputSelect the security flavors that apply for this
export.

Security

YCheck this option to persist NFS Export
rule.

Persist NFS Export
Rule

nosuidnosuid

Outputs

TypeDescriptionOutput

gen_text_inputNFS Export PathNFS_EXPORT_PATH

gen_text_inputvFiler NameVFILER_NAME

Cisco UCS Director Task Library Reference, Release 6.7
3422

VMware Host Tasks
Add HostNode to vFiler NFS Export



Add Hosts to VMWare dvSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name.Account Name

YdatacenterNameSelect the Datacenter name .Datacenter Name

Ygen_text_inputSelect the DVSwitch to which hosts
need to added.

DVSwitch Name

YvmwareHostMultiSelectSelect Hosts to be added to the dv
Switch.

Select Hosts

YuplinkPortGroupLovListSelect the uplink PortGroup to which
free host PNICs need to be migrated
to.

uplinkPortGroup Name

Associate free PNICsAssociate free PNICs

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

dvSwitchNamedvSwitch NameOUTPUT_DVSWITCH_NAME

vmwareHostMultiSelectComma-separated hosts.OUTPUT_HOST_LIST

uplinkPortGroupLovListVMware DVSwitch Uplink Port
Group

OUTPUT_VDS_UPLINK_
PORTGROUP_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Apply VMware Host Profile
Summary

Applies a host profile to a host.
Description

This task applies a host profile to a host.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect cloud name on which host
profile to be applied

Account Name

YvmwareHostProfileNameSelect Host Profile NameHost Profile Name

YvmwareHostNodeIdentitySelect the host on which profile will
be applied

Attached Host

Outputs

TypeDescriptionOutput

gen_text_inputHost Profile NameHOST_PROFILE_NAME

vmwareHostProfileNameHost Profile IdentityHOST_PROFILE_IDENTITY

vmHostHost NameHOST_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Assign Resource Pool to Group
Summary

Assigns a resource pool to a group local to the UCS Director appliance.
Description

This tasks assigns a resource pool to a group. A group is a logical grouping of resources. A resource pool
can be assigned to a group. All users within the group have access to the assigned resource pool.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the resource pool name as parent.Resource Pool

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect the group to assign to resource
pool.

User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

vmwareResourcePoolIdentityResource pool name identityRESOURCE_POOL_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Assign VMWare VMs from Resource Pool to VDC
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameSelect cloud nameAccount Name

YvmwareResourcePoolIdentitySelect the resource poolResource Pool

YvDCSelect vDC to which VMs to
migrated

vDC Name

Outputs

TypeDescriptionOutput

vmwareResourcePool
Identity

Resource pool name identityRESOURCE_POOL_
IDENTITY

vDCID of the VDC on which the selected
operation was performed

OUTPUT_VDC

Cisco UCS Director Task Library Reference, Release 6.7
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Assign VMware Datastore Cluster to Group
Summary

Assign datastore cluster to group.
Description

This task assigns a datastore cluster to a group.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDatastoreCluster
Identity

Select Datastore ClusterSelect Datastore Cluster

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect the group to assign to
datastore.

User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Assign VMware Datastore to Group
Summary

Assigns a datastore to a group local to the UCS Director appliance.
Description

This task assigns a datastore to a group. A group is a logical grouping of datastores. A datastore can be
assigned to a group. All users within the group have access to the assigned datastore.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the datastore name as parent.Datastore

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect the group to assign to datastore.User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

vmwareDatastoreIdentityDatastore name identityDATASTORE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Associate Hosts to DVSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVSwitch
Identity

Select the DVSwitch to associate hosts.DVSwitch Name

YvmwareHostorClusterSelect the Host/Cluster to perform
operation.

Select Host/Cluster

YvmwareClusterIdentitySelect the Cluster to associate
compatible hosts on cluster to
DVSwitch.

Select Cluster

YvmwareHostNodeIdentitySelect the compatible Hosts to assocaite
to DVSwitch.

Select Host Node

YuplinkPortGroupLovListSelect the uplink PortGroup to which
free host PNICs need to bemigrated to.

uplinkPortGroupName

Associate free PNICsAssociate free PNICs

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

dvSwitchNamedvSwitch NameOUTPUT_DVSWITCH_NAME

vmwareHostMultiSelectComma-separated hosts.OUTPUT_HOST_LIST

uplinkPortGroupLovListVMwareDVSwitchUplink Port
Group

OUTPUT_VDS_UPLINK_
PORTGROUP_NAME

VMwareDVSwitchIdentityIdentity of the DVSwitchOUTPUT_VMWARE_DVSWITCH_
IDENTITY

vmwareClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY
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Attach Host to VMware Host Profile
Summary

Attaches a host to a host profile.
Description

This task attaches a host to a host profile. The host profile can be applied to an attached host.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect cloudAccount Name

YvmwareHostNodeIdentitySelect the host to be attached to the
host profile

Select Host

YvmwareHostProfileNameSelect Host Profile to which Host
to be attached

Select Host Profile

Outputs

TypeDescriptionOutput

gen_text_inputHost Profile NameHOST_PROFILE_NAME

vmwareHostProfileNameHost Profile IdentityHOST_PROFILE_IDENTITY

vmHostHost NameHOST_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Cleanup Host
Summary

Clean up VCenter account-related details on a host.
Description

This task executes scripts on a host to remove cluster and VCenter account details.
Inputs

MandatoryMappable To TypeDescriptionInput

YvsanVMwareDatacenter
Identity

Select VSAN ClusterDatacenter Name

Ygen_text_inputEnter Cluster NameCluster

Ygen_text_inputEnter Host NodeHost Node

Ygen_text_inputEnter Host User IDHost User ID

YpasswordEnter Host PasswordHost Password

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Collect VMware Host Profile Inventory
Summary

Collect a host profile inventory.
Description

This task collects a VMware host profile inventory for a account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name.Account Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Collect VMware Inventory
Summary

Collect VMware inventory for cloud accounts.
Description

Collects VMware inventory for the selected cloud accounts. This task triggers cloud account inventory
system task and waits for the task to complete. This task is deprecated. Instead, use Collect VMware
Object Inventory without selecting any object type for full Inventory.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareCloudNamesMulti
SelectList

Select VMware Accounts for which
inventory need to be collected.

VMware Account

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Collect VMware Object Inventory
Summary

Collect VMware inventory for the selected object types in a cloud account.
Description

This task collects VMware inventory for the selected objects in the cloud account. If only the account is
selected and none of the object types are selected, then a full inventory is performed.

Inputs

MandatoryMappable To TypeDescriptionInput

vmwareAccountNameSelect VMware Account for which
inventory need to be collected.

VMware Account

DatacenterDatacenter

All Datastores for InventoryDatastore Inventory

vmwareMultiDatastore
Identity

Select the datastore for inventory, by
default all of it is selected

Datastore

All Hosts for InventoryHost Inventory

vmwareHostNode
Identity

Select the hostnode for inventory, by
default all of it is selected

HostNode

All Cluster for InventoryCluster Inventory

vmwareMultiCluster
Identity

Select the cluster for inventory, by
default all of it is selected

Cluster

All ResourcePool for InventoryResourcePool Inventory

vmwareResourcePool
MultiSelect

Select the resourcepool for inventory, by
default all of it is selected

ResourcePool

DvSwitch for InventoryDvSwitch Inventory

VMwareDVSwitch
Identity

Select the dvswitch for inventory, by
default all of it is selected

DvSwitch

Virtual Machine for InventoryVirtual Machine
Inventory

multiVMSelect the VM, by default all of it is
selected

Select VM

VirtualSwitch InventoryVirtualSwitch Inventory

vmwareVSwitch
Identity

Select the vSwitch, by default all of it is
selected

Select vSwitch

Outputs

No Outputs
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Configure VMware Host Security Profile
Summary

Configure a VMware host security profile.
Description

This task configures security profiles such as SSH and ESXi SSH services for the VMware host.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareHostNodeIdentitySelect the host to be
configured

Select Host

VMwareEnableDisableESXISshESXi SSH ServiceESXi SSH Service

VMwareEnableDisableSSHSSH ServiceSSH Service

YvmwareESXIShellStartupPolicy
Selector

Select Startup PolicyStartup Policy

YvmwareESXIShellServicesSelectorSelect ServiceSelect Service

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareHostMultiSelectHost NameHOST_NAME

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Datastore Cluster DRS Rule
Summary

Creates a datastore cluster DRS rule.
Description

This task creates a new VMware datastore cluster DRS rule.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputName of the RuleName

YvmwareDatastoreClusterIdentitySelect the datastore ClusterSelect Datastore
Cluster

vmwareDatastoreClusterRuleType
Selector

Select a typeType

vmwareDatastoreClusterRule
StatusSelector

Enable or DisableStatus

YmultiVMSelect the VMs for which rule
has to be applied

Select VMs

YvmwareVMDiskIdentitySelect the VMs for which rule
has to be applied

Select VM Disks

vmwareDatastoreClusterProceed
WithConflicts

Proceed with ConflictsProceed with
Conflicts

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareDatastoreCluster
Name

Datastore Cluster NameOUTPUT_DATASTORE_CLUSTER_
NAME

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY

gen_text_inputDatastore Cluster Rule NameOUTPUT_DATASTORE_CLUSTER_
RULE_NAME

vmwareDatastoreClusterRule
Identity

Datastore Cluster Rule
Identity

OUTPUT_DATASTORE_CLUSTER_
RULE_IDENTITY

gen_text_inputVM IDsOUTPUT_VM_IDS

gen_text_inputVM DisksOUTPUT_VM_DISKS

Cisco UCS Director Task Library Reference, Release 6.7
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Create Resource Pool
Summary

Creates a new resource pool on the selected host node or cluster.
Description

This task creates a resource pool that provides a way to divide the resources of a stand-alone host or a
cluster into smaller pools. A resource pool is configured with a set of CPU and memory resources that
the virtual machines that run in the resource pool share. Virtual machines execute in, and draw their
resources from, resource pools. This arrangement allows virtual machine workloads to continuously
balance across resource pools. When the workload increases, The vCenter server automatically allocates
additional resources and transparently migrates virtual machines between the hosts in the resource pool.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the resource pool name as
parent.

Parent Resource Pool

Ygen_text_inputEnter new resource pool nameResource Pool Name

Ygen_text_inputSelect type of shareCPU Resource Shares

Ygen_text_inputEnter new CPU resource share
value

New CPU Resource Share

Ygen_text_inputEnter reservation valueCPU Resource Reservation
(MHz)

gen_text_inputChoose CPU Expandable
Reservation

CPU Expandable Reservation

Ygen_text_inputEnter CPU Resource LimitCPU Resource Limit (MHz)

gen_text_inputChoose CPUResource UnlimitedCPU Resource Unlimited

Ygen_text_inputSelect type of shareMemory Resource Shares

Ygen_text_inputEnter newMemory resource share
value

New Memory Resource Share

Ygen_text_inputEnter memory reservation valueMemory Resource Reservation
(MB)

gen_text_inputChoose Memory Expandable
Reservation

Memory Expandable
Reservation

Ygen_text_inputEnter Memory Resource LimitMemory Resource Limit (MB)

gen_text_inputChoose Memory Resource
Unlimited

Memory Resource Unlimited

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
3437

VMware Host Tasks
Create Resource Pool



TypeDescriptionOutput

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmHostHost NameHOST_NAME

vmwareResourcePoolNameResource pool nameRESOURCE_POOL_NAME

vmwareResourcePoolIdentityResource pool name identityRESOURCE_POOL_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create TCP/IP stack on VMWare Host
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvmareHostHostHost

Ygen_text_inputHost User IDUser ID

YpasswordHost PasswordPassword

Ygen_text_inputTCP/IP Stack NameTCP/IP Stack Name

Outputs

TypeDescriptionOutput

vmwareHostTcpIpStackIdentityTCP/IP Stack IdentityOUTPUT_TCPIP_STACK_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create VMware Cluster
Summary

Creates a VMware cluster.
Description

This task creates a VMware cluster on a datacenter.
Inputs

MandatoryMappable To
Type

DescriptionInput

Yvmware
AccountName

Select the cloud name to create the new
cluster.

Account Name

Ydatacenter
Name

Select the Datacenter name in which the
cluster need to be created.

Datacenter Name

Ygen_text_inputEnter cluster name to be created.Cluster Name

On selecting this option DRS will be enabled
on the cluster created.

Enable DRS

Automation LevelAutomation Level

vmotionRate - Ratings vary from 1 to 5Migration Threshold

Power ManagementPower Management

Power Action Rate - Ratings vary from 1 to
5

DPM Threshold

On selecting this option admission control
will be enabled on the cluster created.

Enable Admission Control

On selecting this option DASwill be enabled
on the cluster created.

Enable DAS

Select the DAS option.DAS Option

Enter DAS option value.DAS Option Value

SwapFile Policy for Virtual MachinesSwap File Location

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

vmwareClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create VMware DRS Group
Summary

Adds a DRS group to a cluster.
Description

This task adds a DRS group to a cluster. It can be a group of VMs or hosts.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareClusterIdentitySelect ClusterSelect Cluster

Ygen_text_inputName of the GroupName

vmwareDRSGroupTypeSelectorSelect a typeType

multiVMSelect the VMs for which rule has
to be applied

Select VM

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

gen_text_inputDRS Group NameOUTPUT_DRS_GROUP_NAME

vmwareDRSGroupIdentityDRS Group IdentityOUTPUT_DRS_GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3441

VMware Host Tasks
Create VMware DRS Group



Create VMware DRS Rule
Summary

Adds a DRS rule to a cluster.
Description

This task adds a VM affinity or anti-affinity (DRS) rule to a cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareClusterIdentitySelect ClusterSelect Cluster

Ygen_text_inputName of the RuleName

vmwareDRSRuleTypeSelectorSelect a typeType

vmwareDRSRuleStatusSelectorEnable or DisableStatus

multiVMSelect the VMs for which rule has
to be applied

Select VM

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

gen_text_inputDRS Rule NameOUTPUT_DRS_RULE_NAME

vmwareDRSRuleIdentityDRS Rule IdentityOUTPUT_DRS_RULE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create VMware Datastore Cluster
Summary

Creates a datastore cluster.
Description

This task creates a new datastore cluster. A datastore cluster is a group of datastores. The datastore cluster
manages the resources of all datastores within it.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameSelect the cloud name to create
Datastore cluster.

Account Name

Ygen_text_inputEnter Datastore Cluster NameDatastore Cluster Name

YvmwareDatacenterNameSelect the Datacenter name.Datacenter Name

YvmwareMultiDatastore
Identity

Select the datastoresDatastores

YVMwareEnableStorageDRSEnable Storage DRSEnable Storage DRS

YVMwareEnableIO_METRICEnable I/O metric for SDRS
Recommendations

Enable I/O metric for
SDRS Recommendations

YvmwareStorage
DRSAutomationLevel

Select the Automation LevelAutomation Level

Ygen_text_inputStorage DRS ThresholdsUtilized Space(%)

Ygen_text_inputStorage DRS ThresholdsI/O Latency(ms)

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareDatastoreCluster
Name

Datastore Cluster NameOUTPUT_DATASTORE_CLUSTER_
NAME

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY
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Create VMware Host Profile
Summary

Creates a host profile from a host.
Description

This task creates a host profile from a reference host.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect cloud name on which host
profile to be created

Account Name

Ygen_text_inputEnter Host Profile NameHost Profile Name

gen_text_inputEnter Host Profile DescriptionDescription

YvmwareHostNodeIdentitySelect the reference hostReference Host

Outputs

TypeDescriptionOutput

gen_text_inputHost Profile NameHOST_PROFILE_NAME

vmwareHostProfileNameHost Profile IdentityHOST_PROFILE_IDENTITY

vmHostHost NameHOST_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Datastore Cluster
Summary

Deletes a datastore cluster.
Description

This task deletes a datastore cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDatastoreClusterIdentitySelect Datastore ClusterSelect Datastore Cluster

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareDatastoreCluster
Name

Datastore Cluster NameOUTPUT_DATASTORE_CLUSTER_
NAME

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VMware DRS Group
Summary

Deletes a DRS group from a cluster.
Description

This task deletes DRS group in a cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDRSGroupIdentitySelect DRS GroupSelect DRS Group

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

gen_text_inputDRS Group NameOUTPUT_DRS_GROUP_NAME

vmwareDRSGroupIdentityDRS Group IdentityOUTPUT_DRS_GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VMware DRS Rule
Summary

Deletes a DRS rule from a cluster.
Description

This task deletes a VM affinity or anti-affinity (DRS) rule from a cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDRSRuleIdentitySelect DRS RuleSelect DRS Rule

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

gen_text_inputDRS Rule NameOUTPUT_DRS_RULE_NAME

vmwareDRSRuleIdentityDRS Rule IdentityOUTPUT_DRS_RULE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VMware Datastore Cluster DRS Rule
Summary

Delete a datastore cluster DRS rule.
Description

This task deletes a VMware datastore cluster DRS rule.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDatastoreClusterIdentitySelect the datastore ClusterSelect Datastore
Cluster

YvmwareDatastoreClusterRule
Identity

Select the VMs for which rule
has to be applied

Select Rule

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareDatastoreCluster
Name

Datastore Cluster NameOUTPUT_DATASTORE_CLUSTER_
NAME

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY

gen_text_inputDatastore Cluster Rule NameOUTPUT_DATASTORE_CLUSTER_
RULE_NAME

vmwareDatastoreClusterRule
Identity

Datastore Cluster Rule IdentityOUTPUT_DATASTORE_CLUSTER_
RULE_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VMware Host Profile
Summary

Deletes a host profile from an account.
Description

This task deletes a host profile from a vCenter account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect cloud nameAccount Name

YvmwareHostProfileNameSelect Host Profile to be
deleted

Select Host Profile

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Destroy VMWare Resource Pool
Summary

Destroys the resource pool on the selected host or cluster.
Description

This task destroys the resource pool on the selected host or cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the resource pool name to
destroy.

Select Resource Pool

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Detach VMware Host from Host Profile
Summary

Detaches a host from a host profile.
Description

This task detaches a host from a host profile.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect cloudAccount Name

YvmwareHostProfileNameSelect Host Profile fromwhichHost
to be detached

Select Host Profile

YvmwareHostNodeIdentitySelect the host to be detached from
the host profile

Select Host

Outputs

TypeDescriptionOutput

gen_text_inputHost Profile NameHOST_PROFILE_NAME

vmwareHostProfileNameHost Profile IdentityHOST_PROFILE_IDENTITY

vmHostHost NameHOST_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Edit TCP/IP stack on VMWare Host
Summary

Edit a TCP/IP stack on a VMWare host
Description

This task modifies a TCP\IP stack on a VMWare host.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareHostTcpIpStack
Identity

Select TCP/IP StackTCP/IP Stack

BooleanObtain Settings automatically
from VMkernel Network
Adapter

Obtain Settings automatically
from VMkernel Network
Adapter

YvmwarevmkNicIdentitySelect the Host VMkernel
Network Adapter

VMkernel Network Adapter

gen_text_inputPreferred DNS ServerPreferred DNS Server

gen_text_inputAlternate DNS ServerAlternate DNS Server

gen_text_inputSearch DomainsSearch Domains

gen_text_inputVMkernel GatewayVMkernel Gateway

gen_text_inputIPv6 VMkernel GatewayIPv6 VMkernel Gateway

vmwareCongestionControl
AlgoTypeSelector

Congestion Control AlgorithmCongestionControl Algorithm

gen_text_inputMax. number of connectionsMax. number of connections

Outputs

TypeDescriptionOutput

vmwareHostTcpIpStackIdentityTCP/IP Stack IdentityOUTPUT_TCPIP_STACK_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Enable or Disable VMware VMDK Affinity Rule on VM
Summary

Enables or disables a VMDK affinity rule on a VM.
Description

This enables or disables a VMDK affinity Rule on a VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDatastoreClusterIdentitySelect the datastore ClusterSelect Datastore
Cluster

vmwareDatastoreClusterRule
StatusSelector

Enable or DisableStatus

YmultiVMSelect the VMs for which rule
has to be applied

Select VMs

vmwareDatastoreClusterProceed
WithConflicts

Proceed with ConflictsProceed with Conflicts

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareDatastoreCluster
Name

Datastore Cluster NameOUTPUT_DATASTORE_CLUSTER_
NAME

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY

gen_text_inputVM IDsOUTPUT_VM_IDS

Cisco UCS Director Task Library Reference, Release 6.7
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Enable/Disable VMWare HA
Summary

Enable or disable HA.
Description

This task enables or disables high availability (HA).
Inputs

MandatoryMappable To
Type

DescriptionInput

YvmwareCluster
Identity

Select ClusterSelect Cluster

BooleanEnable/Disable HAEnable HA

Enable/Disable Host MonitoringHost Monitoring

Enable/Disable Admission ControlAdmission Control

Host Isolation ResponseHost Isolation Response

VM MonitoringVM Monitoring

Datastore HeartbeatingDatastore Heartbeating

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

vmwareClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Enable/Disable VMware DRS
Summary

Enables or disables DRS on a cluster.
Description

This task turns on or turns off DRS on a cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareClusterIdentitySelect ClusterSelect Cluster

BooleanEnable/Disable DRSEnable DRS

Select DRS Automation LevelDRS Automation Level

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

vmwareClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Exit Host From VMware Maintenance Mode
Summary

Remove a host from maintenance mode.
Description

This task removes a Virtual SAN host from maintenance mode.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameAccount Name

YclusterListCluster

YvmareHostHost Node

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Get UCS Service Profile vNICs associated to VMware Hosts
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect an optionHost Selection Scope

YvmwareClusterIdentitySelect ClusterVMware Cluster

YvmwareHostMultiSelectSelect HostsVMware Hosts

Select this option to get vNICs
connected to dvUplink.

Get vNICs connected to dv
Uplink

YVMwareDVSwitchIdentitySelect the dvUplinks.dvUplink Name

Outputs

TypeDescriptionOutput

ucsMultiServiceProfileIdentityUCS Multi Service Profile
Identity

UCS_MULTI_SERVICE_PROFILE_
IDENTITY

ucsServiceProfileMultiv
NICIdentity

UCS Service Profile Multi vNIC
Identity

SERVICE_PROFILE_MULTI_
VNIC_IDENTITY

ucsAccountIdentityUCS Account IdentityUCS_ACCOUNT_IDENTITY
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Marks disks as local for UCS Virtual SAN
Summary

Mark disks as local for a virtual SAN.
Description

This task marks a disk as local for a Virtual SAN. Inputs are a IP address, User ID, and password.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHost IP AddressIP Address

Ygen_text_inputHost User IDUser ID

YpasswordHost PasswordPassword

Outputs

No Outputs
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Modify VMware DRS Automation Level
Summary

Modifies the DRS automation level on a cluster.
Description

This task modifies the DRS automation level on a cluster. It can be Manual, Partially Automated, or
Fully Automated.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareClusterIdentitySelect ClusterSelect Cluster

YvmwareDRSAutomationLevelSelect DRS Automation
Level

DRS Automation Level

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

vmwareClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY
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Modify VMware DRS Group
Summary

Modifies a DRS group in a cluster.
Description

This task modifies a DRS group in a cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDRSGroupIdentitySelect DRS GroupSelect DRS Group

multiVMSelect the VMs for which rule has
to be applied

Select VM

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

gen_text_inputDRS Group NameOUTPUT_DRS_GROUP_NAME

vmwareDRSGroupIdentityDRS Group IdentityOUTPUT_DRS_GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify VMware DRS Rule
Summary

Modifies a DRS rule in a cluster.
Description

This task modifies a VM affinity or anti-affinity (DRS) rule in a cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDRSRuleIdentitySelect DRS RuleSelect DRS Rule

vmwareDRSRuleStatusSelectorEnable or DisableStatus

multiVMSelect the VMs for which rule has
to be applied

Select VM

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

gen_text_inputDRS Rule NameOUTPUT_DRS_RULE_NAME

vmwareDRSRuleIdentityDRS Rule IdentityOUTPUT_DRS_RULE_IDENTITY
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Modify VMware Datastore Cluster
Summary

Modifies a datastore cluster.
Description

This task modifies a datastore cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDatastoreCluster
Identity

Select Datastore ClusterSelect Datastore Cluster

YVMwareEnableStorageDRSEnable Storage DRSEnable Storage DRS

YVMwareEnableIO_METRICEnable I/O metric for SDRS
Recommendations

Enable I/Ometric for SDRS
Recommendations

YvmwareStorage
DRSAutomationLevel

Select the Automation LevelAutomation Level

Ygen_text_inputStorage DRS ThresholdsUtilized Space(%)

Ygen_text_inputStorage DRS ThresholdsI/O Latency(ms)

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareDatastoreCluster
Name

Datastore Cluster NameOUTPUT_DATASTORE_CLUSTER_
NAME

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY
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Modify VMware Datastore Cluster DRS Rule
Summary

Modify a datastore cluster DRS rule.
Description

This task modifies a VMware datastore cluster DRS rule.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDatastoreClusterIdentitySelect the datastore ClusterSelect Datastore
Cluster

YvmwareDatastoreClusterRule
Identity

Select the VMs for which rule
has to be applied

Select Rule

vmwareDatastoreClusterRuleType
Selector

Select a typeType

vmwareDatastoreClusterRule
StatusSelector

Enable or DisableStatus

YmultiVMSelect the VMs for which rule
has to be applied

Select VMs

YvmwareVMDiskIdentitySelect the VMs for which rule
has to be applied

Select VM Disks

vmwareDatastoreClusterProceed
WithConflicts

Proceed with ConflictsProceed with
Conflicts

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareDatastoreCluster
Name

Datastore Cluster NameOUTPUT_DATASTORE_CLUSTER_
NAME

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY

gen_text_inputDatastore Cluster Rule NameOUTPUT_DATASTORE_CLUSTER_
RULE_NAME

vmwareDatastoreClusterRule
Identity

Datastore Cluster Rule
Identity

OUTPUT_DATASTORE_CLUSTER_
RULE_IDENTITY

gen_text_inputVM IDsOUTPUT_VM_IDS

gen_text_inputVM DisksOUTPUT_VM_DISKS
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Modify VMware Resource Pool
Summary

Modifies the resource pool on the selected host or cluster.
Description

This task modifies the resource pool on the selected host or cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the resource pool name to
modify.

Select Resource Pool

gen_text_inputRename resource pool.Rename Resource Pool

Ygen_text_inputSelect type of shareCPU Resource Shares

Ygen_text_inputEnter new CPU resource share
value

New CPU Resource Share

Ygen_text_inputEnter reservation valueCPU Resource Reservation
(MHz)

gen_text_inputChoose CPU Expandable
Reservation

CPU Expandable Reservation

Ygen_text_inputEnter CPU Resource LimitCPU Resource Limit (MHz)

gen_text_inputChoose CPUResource UnlimitedCPU Resource Unlimited

Ygen_text_inputSelect type of shareMemory Resource Shares

Ygen_text_inputEnter new Memory resource
share value

New Memory Resource Share

Ygen_text_inputEnter memory reservation valueMemory Resource Reservation
(MB)

gen_text_inputChoose Memory Expandable
Reservation

Memory Expandable
Reservation

Ygen_text_inputEnter Memory Resource LimitMemory Resource Limit (MB)

gen_text_inputChoose Memory Resource
Unlimited

Memory Resource Unlimited

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmHostHost NameHOST_NAME

vmwareResourcePoolNameResource pool nameRESOURCE_POOL_NAME
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TypeDescriptionOutput

vmwareResourcePoolIdentityResource pool name identityRESOURCE_POOL_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3465

VMware Host Tasks
Modify VMware Resource Pool



Mount NFS Datastore
Summary

Creates a Datastore with the specified remote NFS path for the selected host node.
Description

This task creates an NFS datastore with the specified storage path from the storage server for the selected
host.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputServer IP AddressStorage IP Address

YvmwareHostMultiSelectHost NameHost Name

Ygen_text_inputNFS PathNFS Path

gen_text_inputDatastore NameDatastore Name

Ygen_text_inputAccess ModeAccess Mode

Ygen_text_inputSelect an option from list to
pass the task

Success Criteria

Outputs

TypeDescriptionOutput

dataStoreNameDatastore NameDATASTORE_NAME

vmHostHost NameHOST_NAME

vmwareDatastoreIdentityDatastore IdentityDATASTORE_IDENTITY

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

gen_text_inputDatastore Info identityOUTPUT_VMWARE_DATASTORE_
INFO_IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareHostMultiSelectHost Node Name.OUTPUT_VMWARE_HOST_NODE_
NAME
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Register Host with VMWare vCenter
Summary

Registers a new Host with vCenter.
Description

This task registers a new host within the selected vCenter cloud and also places the host on the specified
cluster or datacenter.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect cloud name to register the host node
with

Account Name

Select this option to register PXE Host to
the cloud

Register PXE Host

Ygen_text_inputThe PXEBoot Request ID of the Host that
is to be registered with the cloud.

PXEBoot Request ID

Ygen_text_inputThe hode node IPAddress that is to be
registered with the cloud

Host Node

Ygen_text_inputHost User IDUser ID

YpasswordHost PasswordPassword

gen_text_inputHost LicenseHost License

YAssociate the selected host with either
cluster or data center

Associate With

Ygen_text_inputSelect a cluster or data center to which the
host node will be associated

Cluster/Data Center

Outputs

TypeDescriptionOutput

vmwareHostMultiSelectHost IPOUTPUT_HOST_IP

vmHostHost NameHOST_NAME

vmwareVSwitchIdentityIdentity of the vSwitchOUTPUT_VMWARE_VSWICTH_
IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY
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Register NetApp iSCSI Storage with Hostnode
Summary

Registers an iSCSI protocol enabled vFiler IP address to a hostnode
Description

This task registers a new vFiler IP address, which is iSCSI protocol enabled, to the selected hostnode.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputFiler NameFiler Name

Ygen_text_inputSelect Filer Name or vFiler NameFiler/vFiler Name

YnetappClusterVServer
Identity

Select SVM name which is having
iscsi enabled lif ipaddresses.

Select SVM Name

YipaddressSelect a IP Address.iSCSI Enable IP
Address

YvmwareHostStorageAdapter
Identity

Select the Initiator that needs to be
deleted.

Initiator Name

Outputs

TypeDescriptionOutput

vmwareHostMultiSelectHost NameOUTPUT_HOST_NODE_LIST
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Register VMWare Hosts with Cluster
Summary

Register hosts with a cluster.
Description

This task registers hosts with a cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect cloud name to register the host
node with

Account Name

YdatacenterNameSelect the Datacenter name in which the
cluster need to be created.

Datacenter Name

Ygen_text_inputSelect a cluster to which the host node
will be associated

Cluster

Ygen_text_inputSelect HostsSelect Hosts

Ygen_text_inputHost User IDUser ID

YpasswordHost PasswordPassword

gen_text_inputHost LicenseHost License

BooleanInventory Collection for Virtual Account
is skipped after Host Registration

Skip Inventory
Collection

BooleanHost Registration Failure continues in
case of Multiple Hosts

Skip Failed Host
Registration

Outputs

TypeDescriptionOutput

vmwareHostMultiSelectHost NameHOST_NAME

vmwareHostNodeIdentityHost ListOUTPUT_HOST_LIST

vmwareHostNodeIdentityDatacenter Host ListOUTPUT_DATACENTER_HOST_
LIST
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Remove Hosts from VMware dvSwitch
Summary
Description
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputSelect the cloud name.Account Name

YdatacenterNameSelect the Datacenter name .Datacenter Name

Ygen_text_inputSelect the DVSwitch from which hosts
need to removed.

DVSwitch Name

YvmwareHost
MultiSelect

Select Hosts to be removed from the dv
Switch.

Select Hosts

Select to force remove hostsForce Remove

Select to enter hosts into maintenance
mode

Enter Maintenance mode

Select to power off VMs on the selected
host.

Power Off VMs

Select to power off VMs, if the selected
host is the only host in the cluster

Power Off VMs(If selected
host is alone in the cluster)

Select to power off VMs, if maintenance
mode takes more than selected minutes

Power Off VMs after wait
time

Time to allow maintenance mode to finish
before powering off vms.

Wait Time(in minutes)

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

dvSwitchNamedvSwitch NameOUTPUT_DVSWITCH_NAME

vmwareHostMultiSelectComma-separated hosts.OUTPUT_HOST_LIST
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Remove VMware Cluster
Summary

Removes a cluster.
Description

This task removes a cluster from a datacenter.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareClusterIdentitySelect ClusterSelect Cluster

Outputs

No Outputs
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Remove VMware Datastore from Datastore Cluste
Summary

Removes a datastore from a datastore cluster.
Description

This task removes a datastore from datastore cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDatastoreClusterIdentitySelect Datastore ClusterSelect Datastore
Cluster

YvmwareMultiDatastoreIdentitySelect the datastoresDatastores

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmwareDatastoreClusterNameDatastore Cluster NameOUTPUT_DATASTORE_CLUSTER_
NAME

vmwareDatastoreNameVMware Datastore NameDATASTORE_NAME

vmwareDatastoreIdentityDatastore name identityDATASTORE_IDENTITY

vmwareDatastoreCluster
Identity

Datastore Cluster IdentityOUTPUT_DATASTORE_CLUSTER_
IDENTITY
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Select VMware Cluster
Summary

Selects a VMware cluster to map in a workflow.
Description

This task selects a VMware cluster and gets the properties to map them further in a workflow.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareClusterIdentitySelect ClusterSelect Cluster

Outputs

TypeDescriptionOutput

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME

vmwareClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterIdentityVMware Datacenter IdentityOUTPUT_DATACENTER_
IDENTITY

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputTotal Number of host nodesOUTPUT_TOTAL_HOST_NODES

vmwareHostMultiSelectComma-separated hosts.OUTPUT_HOST_LIST

gen_text_inputComma-separated host names.OUTPUT_HOST_NAMES_LIST

gen_text_inputVM IDsOUTPUT_VM_IDS

vmwareResourcePoolMulti
Select

Comma seperated resource pool
identities

OUTPUT_RESOURCE_POOL_
IDENTITY_LIST

gen_text_inputComma seperated resource pool
names

OUTPUT_RESOURCE_POOL_
NAME_LIST

gen_text_inputHA Enabled statusOUTPUT_HA_STATUS

gen_text_inputDRS Enabled statusOUTPUT_DRS_STATUS
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Select VMware Resource Cluster
Summary

Lists cluster resource output.
Description

This task ouputs a list of hostnodes under the selected cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareClusterIdentitySelect ClusterSelect Cluster

Outputs

TypeDescriptionOutput

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

vmwareClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputCluster NameOUTPUT_CLUSTER_NAME
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Unassign VMWare Datastore Cluster from Group
Summary

Unassign a datastore cluster from a group.
Description

This task unassigns a datastore cluster from a group.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareDatastoreClusterIdentitySelect Datastore ClusterSelect Datastore Cluster

Outputs

No Outputs
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Unassign VMWare Resource Pool from Group
Summary

Unassigns a resource pool from a group local to the UCS Director appliance.
Description

This task unassigns the resource pool from the selected group. Users within the selected group can no
longer access the resource pool.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the resource pool name as
parent.

Resource Pool

Outputs

No Outputs
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Unassign VMware Datastore from Group
Summary

Unassigns a datastore from a group local to the UCS Director appliance.
Description

This task unassigns the datastore from the selected group. Users within the selected group can no longer
access the datastore.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the datastore name as
parent.

Datastore

Outputs

No Outputs
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Unregister Host from VMware vCenter
Summary

Removes a host from vCenter.
Description

This task removes a host from the vCenter.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name to remove the
host.

Account Name

Ygen_text_inputThe hode node IPAddress to remove
from vCenter.

Host Node

Outputs

No Outputs
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VMWare ISO Image Collector
Summary

Collects ISO images.
Description

This task collects ISO images from the selected datastores.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareMarkDatastoreforISOsSelect PolicySelect Policy

Outputs

No Outputs
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VMware Remove Datastore from Host
Summary

Removes a datastore from the host.
Description

This task removes a datastore from the specified host.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareHostMultiSelectSelect the Host for which datastore
need to be removed

Select Host

gen_text_inputSelect datastore to be removedSelect Datastore

Ygen_text_inputSelect an option from list to pass the
task

Success Criteria

Outputs

No Outputs
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VMware Network Tasks

This chapter contains the following sections:

• Add Host VMKernel Port to VMware dvSwitch, on page 3483
• Add Network to VMware VM, on page 3485
• Add PNIC to VMWare dvSwitch, on page 3486
• Add PNIC to VMWare vSwitch, on page 3487
• Add VMWare vNICs to VM, on page 3488
• Add VMware Port Group To Network Policy, on page 3491
• Add VMware Service Console PortGroup, on page 3492
• Add VMware VMKernel Port on dvSwitch, on page 3493
• Add VMware Virtual Adapter, on page 3494
• Assign VMware Port Group to Group, on page 3496
• Assign VMware dvPortGroup to Group, on page 3497
• Create DVPortGroup, on page 3498
• Create DVSwitch, on page 3499
• Create VMKernel Port Group, on page 3500
• Create VMware Port Group, on page 3502
• Create Virtual Nic, on page 3504
• Create vSwitch, on page 3505
• Delete DVPortGroup, on page 3506
• Delete DVSwitch, on page 3507
• Delete Port Group From Network Policy, on page 3508
• Delete VMware VM vNICs, on page 3509
• Delete VMware Virtual Nic, on page 3510
• Delete VMware vSwitch, on page 3511
• Enable Discovery Protocol on VMware dvSwitch, on page 3512
• Generate VMware Generic PortGroup Identity, on page 3513
• Migrate Default VMWare vSwitch to DVSwitch, on page 3514
• Migrate Default VMware vSwitch to DVSwitch By Mapping Policy, on page 3515
• Migrate VMware vSwitch PNIC to dvSwitch, on page 3516
• Migrate VMware vSwitch VMkernal Port to dvSwitch, on page 3517
• Modify VMWare DVSwitch For NIOC, on page 3518
• Modify VMWare DVSwitch For System Network Resource Pool Traffic Setting, on page 3519
• Modify VMWare dv PortGroup, on page 3520
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• Modify VMWare dvSwitch Teaming and Failover Settings, on page 3521
• Modify VMkernel Port Properties, on page 3522
• Modify VMware PortGroup, on page 3523
• Modify VMware VM Network, on page 3524
• Modify VMware vSwitch, on page 3525
• Remove DV Port Group from Group, on page 3526
• Remove VMware Networking, on page 3527
• Remove VMware Virtual Adapters, on page 3528
• UnAssign Port Group from User Group, on page 3529
• UnAssociate PNICs from VMWare vSwitch, on page 3530
• Update Network Policy, on page 3531
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Add Host VMKernel Port to VMware dvSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareHostorClusterSelect the Host/Cluster to perform
operation on.

Select Host/Cluster

YvmwareClusterIdentitySelect the Cluster, to create the new
VM Kernel PortGroup on hosts in
cluster.

Select Cluster

YvmwareHostNode
Identity

Select the Host name to create the
new VM Kernel PortGroup.

Select Host Nodes

YVMwareDVPortgroup
Identity

Select the dvPortGroup to create the
new VM Kernel PortGroup.

DVPortGroup Name

Ygen_text_inputSelect the network type.Network Type

Ygen_text_inputSelect IP Address TypeSelect IP Address Type

Ygen_text_inputSelect IP Address SourceSelect IP Address Source

YIpSubnetInIPSubnetPool
PolicyIdentity

Select the IP SubnetIP Subnet

gen_text_inputEnter MTU Size From 1280 to 9000
Range.

MTU Size

vmwareHostTcpIpStack
Identity

TCP/IP StackTCP/IP Stack

BooleanEnbale vMotion trafficvMotion traffic

BooleanEnable vSphere Provisioning trafficProvisioning traffic

BooleanEnable Fault Tolerance LoggingFault Tolerance logging

BooleanEnable Management trafficManagement traffic

BooleanEnable vSphereReplication trafficvSphere Replication
traffic

BooleanEnable vSphere Replication NFC
traffic

vSphere Replication NFC
traffic

BooleanEnable Virtual SAN trafficVirtual SAN Traffic

Outputs

TypeDescriptionOutput

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY
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TypeDescriptionOutput

VMwareDVPortgroupIdentityIdentity of the DVPort GroupOUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

VMWareIPPoolPolicyIP Pool Policy IdOUTPUT_IP_POOL_POLICY_ID

dvPortGroupNameVMware DVPort Group NameOUTPUT_DV_PORT_GROUP_
NAME

StaticPoolIPIP Address from Static Pool.OUTPUT_STATIC_POOL_IP

IpSubnetInIPSubnetPool
PolicyIdentity

Subnet IDOUTPUT_SUBNET_ID

gen_text_inputComma Separated IP Addresses
allocated from Static Pool.

OUTPUT_STATIC_POOL_IPS_
ALLOCATED

gen_text_inputMTU Size.OUTPUT_MTU_SIZE

vmwareClusterIdentityCluster IdentityOUTPUT_CLUSTER_IDENTITY
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Add Network to VMware VM
Summary

Connects a Virtual Machine to a network.
Description

This task adds a network to a VM. This task adds a port group to VM, throughwhich the VM is connected
in the network.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which new network need
to be added

Select VM

YportGroupTypeSelect PortGroup type for the new network
to be added

Select PortGroup Type

portGroupNameName of the port group to be associatedSpecify Portgroup
Name

YadapterTypeSelect Adapter type for the new network to
be added or use Auto option to let it do
automatically

Select Adapter Type

Outputs

TypeDescriptionOutput

vmID of the VM on which the selected operation was
performed

OUTPUT_VM_ID
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Add PNIC to VMWare dvSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name to associate the
Pnic to DVSwitch.

Account Name

Ygen_text_inputThe hode node IPAddress.Host Node

YdvSwitchNameSelect the DVSwitch to which physical
NICs need to be associated.

DVSwitch Name

YuplinkPortGroupLovListSelect the uplink PortGroup to which
physical NICs need to be associated.

uplinkPortGroupName

Ygen_text_inputAllow Used PNICsAllow Used PNICs

Ygen_text_inputFree Physical Nics available.Physical Nics

Outputs

No Outputs
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Add PNIC to VMWare vSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the vSwitch to which pnic
need to be added.

vSwitch Name

YvmwareFreePnicMultiSelectFree Physical Nics available.Physical Nics

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmHostHost NameHOST_NAME

vmwareVSwitchIdentityIdentity of the vSwitchOUTPUT_VMWARE_VSWICTH_
IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

gen_text_inputVMware Host Node PNIC
Identity

OUTPUT_VMWARE_HOST_NODE_
PNIC_IDENTITY
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Add VMWare vNICs to VM
Summary

Adds new virtual network interface cards to the VM.
Description

This task adds new virtual network interface cards to the VM. If the Replace option is selected, then all
the existing NICs on the VMwill be removed and new NICs will be added. If the Add option is selected,
then the new NICs will be added to the VM in addition to the existing NICs.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM.Select VM

Ygen_text_inputSelect the VM NIC operation.Operation

YSelect this option to power on the VM
after the vNIC configuration is
completed.

PowerOn VM

YportGroupTypeSpecify type of Port Group : Virtual
Portgroup or Distributed Virtual
Portgroup

Select PortGroup Type

YvmwareVmPortGroup
Identity

Name of the port group to be associated.Specify Portgroup Name

gen_text_inputSelect adapter typeAdapter Type

DHCP or StaticDHCP

gen_text_inputProvide IP address range or comma
separated IP addresses or both

Static IP Pool

gen_text_inputProvide reserved IP addressNIC1 IP Address

subnetMaskEnter Subnet Mask.Subnet Mask

gen_text_inputEnter Gateway Address.Gateway Address

BooleanNetwork adapter connection status.Connected

BooleanCheck to connect at VM power-on.Connect at Power ON

Select this option to add VM NIC 2Add VMNIC 2

YportGroupTypeSpecify type of Port Group : Virtual
Portgroup or Distributed Virtual
Portgroup

Select PortGroup Type

YvmwareVmPortGroup
Identity

Name of the port group to be associated.Specify Portgroup Name

gen_text_inputSelect adapter typeAdapter Type

DHCP or StaticDHCP

gen_text_inputProvide IP address range or comma
separated IP addresses or both

Static IP Pool
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MandatoryMappable To TypeDescriptionInput

gen_text_inputProvide reserved IP addressNIC2 IP Address

subnetMaskEnter Subnet Mask.Subnet Mask

gen_text_inputEnter Gateway Address.Gateway Address

BooleanNetwork adapter connection status.Connected

BooleanCheck to connect at VM power-on.Connect at Power ON

Select this option to add VM NIC 3Add VMNIC 3

YportGroupTypeSpecify type of Port Group : Virtual
Portgroup or Distributed Virtual
Portgroup

Select PortGroup Type

YvmwareVmPortGroup
Identity

Name of the port group to be associated.Specify Portgroup Name

portGroupTypeSelect adapter typeAdapter Type

DHCP or StaticDHCP

gen_text_inputProvide IP address range or comma
separated IP addresses or both

Static IP Pool

gen_text_inputProvide reserved IP addressNIC3 IP Address

subnetMaskEnter Subnet Mask.Subnet Mask

gen_text_inputEnter Gateway Address.Gateway Address

BooleanNetwork adapter connection status.Connected

BooleanCheck to connect at VM power-on.Connect at Power ON

Select this option to add VM NIC 4Add VMNIC 4

YportGroupTypeSpecify type of Port Group : Virtual
Portgroup or Distributed Virtual
Portgroup

Select PortGroup Type

YvmwareVmPortGroup
Identity

Name of the port group to be associated.Specify Portgroup Name

gen_text_inputSelect adapter typeAdapter Type

DHCP or StaticDHCP

gen_text_inputProvide IP address range or comma
separated IP addresses or both

Static IP Pool

gen_text_inputProvide reserved IP addressNIC4 IP Address

subnetMaskEnter Subnet Mask.Subnet Mask

gen_text_inputEnter Gateway Address.Gateway Address

BooleanNetwork adapter connection status.Connected

BooleanCheck to connect at VM power-on.Connect at Power ON
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Outputs

TypeDescriptionOutput

vmID of the VM on which the
selected operation was
performed

OUTPUT_VM_ID

gen_text_inputNIC1 Adapter NameOUTPUT_VM_NIC1_ADAPTER_NAME

gen_text_inputNIC2 Adapter NameOUTPUT_VM_NIC2_ADAPTER_NAME

gen_text_inputNIC3 Adapter NameOUTPUT_VM_NIC3_ADAPTER_NAME

gen_text_inputNIC4 Adapter NameOUTPUT_VM_NIC4_ADAPTER_NAME

gen_text_inputNIC1 Mac AddressOUTPUT_VM_NIC1_ADAPTER_MAC

gen_text_inputNIC2 Mac AddressOUTPUT_VM_NIC2_ADAPTER_MAC

gen_text_inputNIC3 Mac AddressOUTPUT_VM_NIC3_ADAPTER_MAC

gen_text_inputNIC4 Mac AddressOUTPUT_VM_NIC4_ADAPTER_MAC

gen_text_inputNIC1 IP AddressOUTPUT_VM_NIC1_ADAPTER_
IPADDRESS

gen_text_inputNIC2 IP AddressOUTPUT_VM_NIC2_ADAPTER_
IPADDRESS

gen_text_inputNIC3 IP AddressOUTPUT_VM_NIC3_ADAPTER_
IPADDRESS

gen_text_inputNIC4 IP AddressOUTPUT_VM_NIC4_ADAPTER_
IPADDRESS

gen_text_inputNIC1 NetmaskOUTPUT_VM_NIC1_ADAPTER_
NETMASK

gen_text_inputNIC2 NetmaskOUTPUT_VM_NIC2_ADAPTER_
NETMASK

gen_text_inputNIC3 NetmaskOUTPUT_VM_NIC3_ADAPTER_
NETMASK

gen_text_inputNIC4 NetmaskOUTPUT_VM_NIC4_ADAPTER_
NETMASK

gen_text_inputNIC1 GatewayOUTPUT_VM_NIC1_ADAPTER_
GATEWAY

gen_text_inputNIC2 GatewayOUTPUT_VM_NIC2_ADAPTER_
GATEWAY

gen_text_inputNIC3 GatewayOUTPUT_VM_NIC3_ADAPTER_
GATEWAY

gen_text_inputNIC4 GatewayOUTPUT_VM_NIC4_ADAPTER_
GATEWAY
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Add VMware Port Group To Network Policy
Summary

Adds a new port group to an existing NIC configuration of the selected network policy.
Description

The adds a VMware port group into the NIC alias for the selected network policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YprivateCloudNetworkPolicy
Provider

Policy NamePolicy Name

YvmwareNetworkPolicyNICAliasNIC AliasNIC Alias

YvmwareVmPortGroupIdentityPort Group NamePort Group Name

IPv4 Configuration

Ygen_text_inputSelect IP Address TypeSelect IP Address Type

IPPoolSourceTypeSelect IP Address SourceSelect IP Address Source

IPv6 Configuration

gen_text_inputConfigure IPv6IPv6

Outputs

TypeDescriptionOutput

privateCloudNetworkPolicy
Provider

Network PolicyVMWARE_NETWORK_POLICY

vmwareNetworkPolicyNICAliasNIC AliasOUTPUT_NIC_ALIAS

vmwareVmPortGroupIdentityPort Group NameOUTPUT_PORT_GROUP_NAME

gen_text_inputIP Address TypeOUTPUT_IP_ADDRESS_TYPE

gen_text_inputIPv6OUTPUT_IPV6

Cisco UCS Director Task Library Reference, Release 6.7
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Add VMware Service Console PortGroup
Summary

Adds a new service console port group.
Description

This task adds a new service console port group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name to create the new
Service Console PortGroup.

Account Name

Ygen_text_inputSelect the Host name to create the new
Service Console PortGroup.

Host Node

YdvSwitchNameSelect the DVSwitch to create the new
Service Console PortGroup.

DVSwitch Name

YdvPortGroupNameSelect the dvPortGroup to create the new
Service Console PortGroup.

dvPortGroup Name

Ygen_text_inputSelect the network type.Network Type

gen_text_inputStatic IP Pool. Example: 192.168.0.1 - 192.
168.0.50,192.168.0.100,192.168.1.20-192.
168.1.70

Static IP Pool

gen_text_inputEnter Subnet Mask.Subnet Mask

Outputs

TypeDescriptionOutput

dvPortGroupNameVMware DVPort Group NameOUTPUT_DV_PORT_GROUP_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Add VMware VMKernel Port on dvSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareHostNodeIdentitySelect the Host name to create the new
VM Kernel PortGroup.

Host Node

YVMwareDVPortgroup
Identity

Select the dvPortGroup to create the
new VM Kernel PortGroup.

DVPortGroup Name

Ygen_text_inputSelect the network type.Network Type

Ygen_text_inputSelect IP Address TypeSelect IP Address Type

gen_text_inputEnter MTU Size From 1280 to 9000
Range.

MTU Size

Enbale vMotionEnable vMotion

Outputs

TypeDescriptionOutput

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

VMwareDVPortgroup
Identity

Identity of the DVPort GroupOUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

VMWareIPPoolPolicyIP Pool Policy IdOUTPUT_IP_POOL_POLICY_ID

dvPortGroupNameVMware DVPort Group NameOUTPUT_DV_PORT_GROUP_
NAME

StaticPoolIPIP Address from Static Pool.OUTPUT_STATIC_POOL_IP

gen_text_inputComma Separated IP Addresses
allocated from Static Pool.

OUTPUT_STATIC_POOL_IPS_
ALLOCATED

gen_text_inputMTU Size.OUTPUT_MTU_SIZE

Cisco UCS Director Task Library Reference, Release 6.7
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Add VMware Virtual Adapter
Summary

Adds a virtual adapter for the host on a DvSwitch.
Description

This task adds a virtual adapter for the host on a DvSwitch.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name to create the new
VM Kernel PortGroup.

Account Name

Ygen_text_inputSelect the Host name to create the new
VM Kernel PortGroup.

Host Node

YdvSwitchNameSelect the DVSwitch to create the new
VM Kernel PortGroup.

DVSwitch Name

Ygen_text_inputSelect the dvPortGroup to create the new
VM Kernel PortGroup.

dvPortGroup Name

Ygen_text_inputSelect the network type.Network Type

StaticPoolIPStatic IP Pool. Example: 192.168.0.1 -
192.168.0.50,192.168.0.100,192.168.1.
20-192.168.1.70

Static IP Pool

gen_text_inputEnter Subnet Mask.Subnet Mask

gen_text_inputEnter MTU Size From 1280 to 9000
Range.

MTU Size

vmwareHostTcpIp
StackIdentity

TCP/IP StackTCP/IP Stack

BooleanEnbale vMotion trafficvMotion traffic

BooleanEnable vSphere Provisioning trafficProvisioning traffic

BooleanEnable Fault Tolerance LoggingFault Tolerance logging

BooleanEnable Management trafficManagement traffic

BooleanEnable vSphereReplication trafficvSphere Replication
traffic

BooleanEnable vSphere Replication NFC trafficvSphere ReplicationNFC
traffic

BooleanEnable Virtual SAN trafficVirtual SAN Traffic

Outputs

TypeDescriptionOutput

dvPortGroupNameVMware DVPort Group NameOUTPUT_DV_PORT_GROUP_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

StaticPoolIPIP Address from Static Pool.OUTPUT_STATIC_POOL_IP

gen_text_inputComma Separated IP Addresses
allocated from Static Pool.

OUTPUT_STATIC_POOL_IPS_
ALLOCATED

gen_text_inputMTU Size.OUTPUT_MTU_SIZE

Cisco UCS Director Task Library Reference, Release 6.7
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Assign VMware Port Group to Group
Summary

Assigns a port group to the selected UCS Director group.
Description

This task assigns a port group to a UCS Director group.
Inputs

MandatoryMappable To TypeDescriptionInput

YportGroupIdentitySelect the PortGroup to be assign to
group.

PortGroup Name

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect a UCSD group to assign to.User Group ID

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

portGroupIdentityIdentity of the Port GroupOUTPUT_PORT_GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Assign VMware dvPortGroup to Group
Summary

Assigns a DV port group to a selected UCS Director group.
Description

This task assigns a distributed virtual port group to a UCS Director group.
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVPortgroup
Identity

Select the dvPortGroup to be assigned.dvPortGroup Name

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect a UCSD group to assign to.User Group ID

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

VMwareDVPortgroup
Identity

Identity of the DVPort GroupOUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create DVPortGroup
Summary

Creates a distributed virtual port group in a DvSwitch.
Description

This task creates a new distributed virtual port group within a DvSwitch.
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVSwitchIdentitySelect the DVSwitch.DVSwitch Name

Ygen_text_inputEnter dvPortGroup name to be
created.

dvPortGroup Name

Ygen_text_inputEnter number of ports to be created.Number of Ports

YVMwareDVPortGroupPort
Binding

Select the binding type for the ports.Port binding

YvlanIDEnter the VLAN ID to be associated
with the dvPortGroup.

VLAN ID

promiscuousModeAcceptPromiscuous Mode(Accept) for the
dvPortGroup.

Promiscuous
Mode(Accept)

Outputs

TypeDescriptionOutput

dvPortGroupNameVMware DVPort Group NameOUTPUT_DV_PORT_GROUP_NAME

dvSwitchNamedvSwitch NameOUTPUT_DVSWITCH_NAME

VMwareDVPortGroupPort
Binding

VMware DVPort Group Port
Binding

OUTPUT_DVPORTGROUP_
PORTGROUPBINDING

vmwareVmPortGroup
Identity

Identity of the VMware Generic
port Group

OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

vlanIDVLAN IDOUTPUT_VLAN_ID

VMwareDVSwitchIdentityIdentity of the DVSwitchOUTPUT_VMWARE_DVSWITCH_
IDENTITY

VMwareDVPortgroup
Identity

Identity of the DVPort GroupOUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create DVSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name to create the new
DVSwitch.

Account Name

Ygen_text_inputSelect the Datacenter Name to create
the new DVSwitch.

Datacenter Name

Ygen_text_inputDVSwitch name to be created.DVSwitch Name

YMaximum number of physical adapters
per host.

Number of dvUplink Ports

Ygen_text_inputPrefix string of upLinkPort(s) to be
created.

upLinkPort Name Prefix

gen_text_inputMaximum MTUMaximum MTU

Outputs

TypeDescriptionOutput

dvSwitchNamedvSwitch NameOUTPUT_DVSWITCH_NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

VMwareDVSwitchIdentityIdentity of the DVSwitchOUTPUT_VMWARE_DVSWITCH_
IDENTITY

uplinkPortGroupLovListVMware DVSwitchUplink Port
Group

OUTPUT_VDS_UPLINK_
PORTGROUP_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Create VMKernel Port Group
Summary

Creates a VMkernel port group.
Description

This task creates a VMkernel port group on the selected vSwitch.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name.Account Name

Ygen_text_inputSelect Datacenter or ClusterSelect Datacenter or
Cluster

datacenterNameSelect the Datacenter name.Datacenter Name

gen_text_inputSelect the Cluster name.Cluster Name

YvmwareVSwitch
Identity

Select the vSwitch on which Network
connection needs to be added.

vSwitch Name

Ygen_text_inputSelect the connection type to be added
to the vSwitch.

Connection Types

Ygen_text_inputName of the connection type that
need to be created.

Network Label

vlanIDThe vLan Id for the network
connection.

VLAN ID

Ygen_text_inputSelect the network type.Network Type

Enbale DHCPEnable DHCP

StaticPoolIPProvide IP address range or comma
separated IP addresses or both

Static IP Pool

subnetMaskEnter Subnet Mask.Subnet Mask

gen_text_inputIP Address of the default gateway for
this network

Gateway IP Address

vmwareHostTcpIp
StackIdentity

TCP/IP StackTCP/IP Stack

BooleanEnbale vMotionEnable vMotion

BooleanEnable Fault ToleranceEnable Fault Tolerance

BooleanEnable ManagementEnable Management

BooleanEnable vSphere Provisioning trafficProvisioning traffic

BooleanEnable vSphereReplication trafficvSphere Replication traffic

BooleanEnable vSphere Replication NFC
traffic

vSphere Replication NFC
traffic

BooleanEnable Virtual SAN trafficVirtual SAN Traffic

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

promiscuousMode
Accept

Promiscuous Mode(Accept) for the
PortGroup.

Promiscuous
Mode(Accept)

Outputs

TypeDescriptionOutput

gen_text_inputName of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_NAME

vlanIDVLAN of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_VLAN

portGroupIdentityIdentity of the Port GroupOUTPUT_PORT_GROUP_
IDENTITY

StaticPoolIPIP Address from Static Pool.OUTPUT_STATIC_POOL_IP

gen_text_inputCommaSeparated IPAddresses allocated
from Static Pool.

OUTPUT_STATIC_POOL_IPS_
ALLOCATED

vmwarevmkernalPort
Identity

Identity of the VMkernal PortOUTPUT_VMKERNAL_PORT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create VMware Port Group
Summary

Adds the Virtual Machine, VMKernel or Service Console VMware Network Connection types.
Description

The tasks adds the Virtual Machine, VMKernel or Service Console VMware Connection types to a
vSwitch present in a host.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareVSwitch
Identity

Select the vSwitch on which Network
connection needs to be added.

vSwitch Name

Ygen_text_inputSelect the connection type to be added
to the vSwitch.

Connection Types

Ygen_text_inputName of the connection type that need
to be created.

Network Label

vlanIDThe vLan Id for the network connection.VLAN ID

Ygen_text_inputSelect the network type.Network Type

BooleanEnbale DHCPEnable DHCP

StaticPoolIPProvide IP address range or comma
separated IP addresses or both

Static IP Pool

subnetMaskEnter Subnet Mask.Subnet Mask

Enbale vMotionEnable vMotion

promiscuousMode
Accept

PromiscuousMode(Accept) for the Port
Group.

Promiscuous
Mode(Accept)

Outputs

TypeDescriptionOutput

gen_text_inputName of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_NAME

vlanIDVLAN of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_VLAN

portGroupIdentityIdentity of the Port GroupOUTPUT_PORT_GROUP_
IDENTITY

StaticPoolIPIP Address from Static Pool.OUTPUT_STATIC_POOL_IP

gen_text_inputComma Separated IP Addresses
allocated from Static Pool.

OUTPUT_STATIC_POOL_IPS_
ALLOCATED

vmwarevmkernalPort
Identity

Identity of the VMkernal PortOUTPUT_VMKERNAL_PORT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

vmwareVmPortGroup
Identity

Identity of the VMware Generic port
Group

OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Create Virtual Nic
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name to Create the v
Nic.

Account Name

Ygen_text_inputSelect the hode node IPAddress to
create the vNic.

Host Node

Ygen_text_inputSelect the vSwitch.vSwitch Name

Ygen_text_inputSelect the PortGroup to which the v
Nic will be connected.

PortGroup Name

Ygen_text_inputSelect the network type.Network Type

ipaddressIP Address.IP Address

subnetMaskEnter Subnet Mask.Subnet Mask

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Create vSwitch
Summary

Creates a virtual switch on the selected host.
Description

This task creates a vSwitch on the selected host for the selected cloud.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name to create the new
vSwitch.

Account Name

Ygen_text_inputThe hode node IPAddress to create the v
Switch.

Host Node

Ygen_text_inputNumber of switch ports to be created on
the vSwitch.

Number of Switch
Ports

Ygen_text_inputName of the vSwitch to be created on the
selected VMware host.

vSwitch Name

Outputs

TypeDescriptionOutput

vmwareVSwitchIdentityIdentity of the vSwitchOUTPUT_VMWARE_VSWICTH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete DVPortGroup
Summary

Deletes a distributed virtual port group in a DvSwitch.
Description

This task deletes the selected distributed virtual port group in the DvSwitch.
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVPortgroupIdentitySelect the dvPortGroup to be
deleted.

dvPortGroup Name

Outputs

TypeDescriptionOutput

VMwareDVPortgroup
Identity

Identity of the DVPort GroupOUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete DVSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVSwitchIdentitySelect the DVSwitch to be
deleted.

DVSwitch Name

Outputs

TypeDescriptionOutput

VMwareDVSwitchIdentityIdentity of the DVSwitchOUTPUT_VMWARE_DVSWITCH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Port Group From Network Policy
Summary

Deletes the selected port group from an existing NIC configuration of the selected network policy.
Description

The task deletes the selected VMware port group from the NIC alias for the selected network policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YprivateCloudNetworkPolicyProviderPolicy NamePolicy Name

YvmwareNetworkPolicyNICAliasNIC AliasNIC Alias

YvmwareVmPortGroupIdentityPort Group NamePort Group Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VMware VM vNICs
Summary

Deletes virtual network interface cards from the VM.
Description

This task deletes one or more virtual network interface cards from the VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM.Select VM

YVMwareVmvNICListSelect the vNICs to be deleted.vNICs

Outputs

TypeDescriptionOutput

vmID of the VM on which the selected operation was
performed

OUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VMware Virtual Nic
Summary

Deletes a virtual NIC from the port group.
Description

This task deletes the selected virtual NIC from the selected port group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name to Create the v
Nic.

Account Name

Ygen_text_inputSelect the hode node IPAddress to
create the vNic.

Host Node

Ygen_text_inputSelect the vSwitch.vSwitch Name

Ygen_text_inputSelect the PortGroup to which the vNic
will be connected.

PortGroup Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VMware vSwitch
Summary

Deletes a vSwitch.
Description

This task deletes a vSwitch. Once a vSwitch is deleted all the port groups associated with the vSwitch
are associated with the default vSwitch.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareVSwitchIdentitySelect the vSwitch that need to
be deleted.

vSwitch Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Enable Discovery Protocol on VMware dvSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVSwitchIdentitySelect the DVSwitch.DVSwitch Name

YvmwareCDPStatusSelectorStatus of Discovery TypeStatus

YvmwareCDPTypeSelectorDiscovery Protocol TypeType

YvmwareCDPOperationType
Selector

Discovery Protocol OperationOperation

gen_text_inputMaximum MTUMaximum MTU

Outputs

TypeDescriptionOutput

dvSwitchNamedvSwitch NameOUTPUT_DVSWITCH_NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

VMwareDVSwitchIdentityIdentity of the DVSwitchOUTPUT_VMWARE_DVSWITCH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Generate VMware Generic PortGroup Identity
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name.Account Name

Ygen_text_inputEnter the port group type like Virtual
Machine Portgroup,Distributed Virtual
Portgroup

Port Group Type

Ygen_text_inputEnter the vSwitch/DVSwitch name.vSwitch/DVSwitch

Ygen_text_inputEnter the port group/dv port group
name.

Port Group/DV Port
Group

Outputs

TypeDescriptionOutput

vmwareVmPortGroup
Identity

Identity of the VMware Generic
port Group

OUTPUT_VMWARE_VM_PORT_
GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Migrate Default VMWare vSwitch to DVSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name to associate the
Pnic to DVSwitch.

Account Name

YvmwareHostMultiSelectThe hode node IPAddress.Host Node

YdvSwitchNameSelect the DVSwitch to which physical
NICs and VMKNICs need to be
migrated.

DVSwitch Name

YuplinkPortGroupLovListSelect the uplink PortGroup to which the
PNICs need to be migrated.

uplinkPortGroup
Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Migrate Default VMware vSwitch to DVSwitch By Mapping
Policy

Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name to associate the
Pnic to DVSwitch.

Account Name

YvmwareHostMultiSelectThe hode node IPAddress.Host Node

YdvSwitchNameSelect the DVSwitch to which physical
NICs and VMKNICs need to be
migrated.

DVSwitch Name

YuplinkPortGroupLovListSelect the uplink PortGroup to which
the PNICs need to be migrated.

uplinkPortGroupName

Ygen_text_inputSelect the name of the mapping policy.Select Mapping Policy
Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Migrate VMware vSwitch PNIC to dvSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name tomigrate the PNICs
to DVSwitch.

Account Name

Ygen_text_inputThe hode node IPAddress.Host Node

Ygen_text_inputThe name of the vSwitch from which the
PNICs need to be migrated.

vSwitch Name

YvmwarePnicMultiSelectPhysical Nics associated with the vSwitch
that need to be migrated to DVSwitch.

Physical Nics

YdvSwitchNameSelect the DVSwitch to which the PNICs
need to be migrated.

DVSwitch Name

YuplinkPortGroupLovListSelect the uplink PortGroup to which the
PNICs need to be migrated.

uplinkPortGroup
Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Migrate VMware vSwitch VMkernal Port to dvSwitch
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwarevmkernalPortIdentitySelect the vSwitch VMkernal Port
to migrate.

VMkernal Port

YVMwareDVPortgroupIdentitySelect the DVPort Group tomigrate
VMKNIC.

DVPort Group

Outputs

TypeDescriptionOutput

VMwareDVPortgroupIdentityIdentity of the DVPort GroupOUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

vmwarevmkernalPortIdentityIdentity of the VMkernal PortOUTPUT_VMKERNAL_PORT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify VMWare DVSwitch For NIOC
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVSwitch
Identity

Select the DVSwitch to be Modify.DVSwitch Name

Enable Network I/O Control on a v
Sphere Distributed Switch

Enable Network I/O
Control on DVSwitch

Outputs

TypeDescriptionOutput

dvSwitchNamedvSwitch NameOUTPUT_DVSWITCH_NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

VMwareDVSwitchIdentityIdentity of the DVSwitchOUTPUT_VMWARE_DVSWITCH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify VMWare DVSwitch For System Network Resource Pool
Traffic Setting

Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVSwitch
Identity

Select the DVSwitch to be Modify.DVSwitch Name

YSelect the System Network Resource
Pool to be Modify.

System Network Resource
Pool

YSelect Physical adapters share value.Share Value

YModify share value.Custom Value

Outputs

TypeDescriptionOutput

dvSwitchNamedvSwitch NameOUTPUT_DVSWITCH_NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

VMwareDVSwitchIdentityIdentity of the DVSwitchOUTPUT_VMWARE_DVSWITCH_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify VMWare dv PortGroup
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVPortgroup
Identity

Select the dvPortGroup to be deleted.dvPortGroup Name

gen_text_inputEnter Network LabelNetWork Label

Ygen_text_inputEnter number of ports to be created.Number of Ports

YVMwareDVPortGroupPort
Binding

Select the binding type for the ports.Port binding

YvlanIDEnter the VLAN ID to be associated
with the dvPortGroup.

VLAN ID

promiscuousModeAcceptPromiscuous Mode(Accept) for the
dvPortGroup.

Promiscuous
Mode(Accept)

Outputs

TypeDescriptionOutput

dvPortGroupNameVMware DVPort Group NameOUTPUT_DV_PORT_GROUP_NAME

dvSwitchNamedvSwitch NameOUTPUT_DVSWITCH_NAME

vlanIDVLAN IDOUTPUT_VLAN_ID

VMwareDVSwitchIdentityIdentity of the DVSwitchOUTPUT_VMWARE_DVSWITCH_
IDENTITY

VMwareDVPortgroup
Identity

Identity of the DVPort GroupOUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify VMWare dvSwitch Teaming and Failover Settings
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVSwitch
Identity

Select the DVSwitch to be modified.dvSwitch Name

YVMwareDVPortgroup
Identity

Select the dvPortGroups to be modified.dvPortGroup Name(s)

Ygen_text_inputSelect Load Balancing.Load Balancing

Ygen_text_inputSelect Network Failover Detection.Network Failover
Detection

Ygen_text_inputSelect Notify Switches.Notify Switches

Ygen_text_inputSelect FailBack.Failback

Select active and standby uplinks.
During failover, standby uplinks activate
in the order specified below:

Failover Order:

YComma separated list of active uplink
names.

Active Uplinks

YComma separated list of standby uplink
names.

Standby Uplinks

Outputs

TypeDescriptionOutput

dvPortGroupNameVMware DVPort Group NameOUTPUT_DV_PORT_GROUP_NAME

dvSwitchNamedvSwitch NameOUTPUT_DVSWITCH_NAME

VMwareDVSwitchIdentityIdentity of the DVSwitchOUTPUT_VMWARE_DVSWITCH_
IDENTITY

VMwareDVPortgroup
Identity

Identity of the DVPort GroupOUTPUT_VMWARE_DV_PORT_
GROUP_IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify VMkernel Port Properties
Summary

Enables or disables vMotion on the VMkernel port.
Description

This task enables or disables vMotion, management, and fault tolerance logging on the VMkernel port.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwarevmkNic
Identity

Select the vSwitch VMkernal
Port.

VMkernal Port

BooleanEnbale vMotionEnable vMotion

BooleanEnable Fault ToleranceEnable Fault Tolerance

BooleanEnable ManagementEnable Management

BooleanEnable vSphere ProvisioningEnable vSphere Provisioning

BooleanEnable vsanEnable vsan

BooleanEnable vSphereReplicationNFCEnable vSphereReplicationNFC

BooleanEnable vSphereReplicationEnable vSphereReplication

Outputs

TypeDescriptionOutput

vmwarevmkernalPortIdentityIdentity of the VMkernal PortOUTPUT_VMKERNAL_PORT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Modify VMware PortGroup
Summary

Modifies a port group.
Description

This task modifies a port group of a vSwitch.
Inputs

MandatoryMappable To TypeDescriptionInput

YportGroupIdentitySelect the PortGroup to be Modify.PortGroup Name

gen_text_inputThe vLan Id for the portgroup.vLan Id

promiscuousModeAcceptPromiscuous Mode(Accept) for the
PortGroup.

Promiscuous
Mode(Accept)

gen_text_inputEnter Network LabelNetWork Label

gen_text_inputMTUMTU

BooleanEnbale DHCPEnable DHCP

gen_text_inputSelect the network type.Network Type

StaticPoolIPProvide IP address range or comma
separated IP addresses or both

Static IP Pool

subnetMaskEnter Subnet Mask.Subnet Mask

gen_text_inputIP Address of the default gateway for
this network

Gateway IP Address

Outputs

TypeDescriptionOutput

gen_text_inputName of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_NAME

vlanIDVLAN of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_VLAN

portGroupIdentityIdentity of the Port GroupOUTPUT_PORT_GROUP_
IDENTITY

vmwarevmkernalPort
Identity

Identity of the VMkernal PortOUTPUT_VMKERNAL_PORT_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
3523

VMware Network Tasks
Modify VMware PortGroup



Modify VMware VM Network
Summary

Changes the VM network adapter port group.
Description

This task changes the VM network adapter port group. The destination port group can be either a virtual
port group or a distributed virtual port group.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VMSelect VM

Ygen_text_inputSelect the network adapter for which to
modify the network

Select Network Adapter

YportGroupTypeSpecify the type of port group: Virtual
Portgroup or Distributed Virtual
Portgroup

Select PortGroup Type

Ygen_text_inputName of the port group to associateSpecify Portgroup Name

BooleanNetwork adapter connection statusConnected

BooleanCheck to connect at VM power-onConnect at Power ON

Outputs

TypeDescriptionOutput

vmID of the VMonwhich the selected operation
was performed

OUTPUT_VM_ID

gen_text_inputVM Network adapter name.OUTPUT_VMWARE_VM_NET_
ADAPTER_NAME

portGroupTypeType of Port Group: Virtual Portgroup or
Distributed Virtual Portgroup

OUTPUT_PORT_GROUP_TYPE

gen_text_inputName of the Port Group on which the
selected operation was performed

OUTPUT_PORT_GROUP_NAME
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Modify VMware vSwitch
Summary

Modifies the MTU size on a vSwitch.
Description

This task modifies the MTU size for a vSwitch on the selected Host.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the vSwitch to which MTU
size need to be added.

vSwitch

gen_text_inputMTUMTU

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove DV Port Group from Group
Summary

Unassigns a DV port group from an assigned UCS Director group.
Description

This task unassigns a distributed virtual port group from an assigned UCS Director group.
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareDVPortgroupIdentitySelect the dvPortGroup to be
deleted.

dvPortGroup Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove VMware Networking
Summary

Removes the Virtual Machine, VMKernel or Service Console VMware Network Connection types.
Description

IThe tasks removes the Virtual Machine, VMKernel or Service Console VMware Connection types from
a vSwitch present in a host.

Inputs

MandatoryMappable To TypeDescriptionInput

YportGroupIdentitySelect the Network Connection to
be deleted.

PortGroup Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Remove VMware Virtual Adapters
Summary

Removes virtual adapters for the host on a DvSwitch.
Description

This task removes a virtual adapter for the host that is present on a DvSwitch.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect the cloud name to remove the
Virtual Adapter.

Account Name

Ygen_text_inputSelect the hode node IPAddress to remove
the Virtual Adapter.

Host Node

Ygen_text_inputSelect the Virtual Adapters to be removed
from the host.

Virtual Adapter

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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UnAssign Port Group from User Group
Summary

Unassigns a port group from an assigned UCS Director group.
Description

This task unassigns a port group from an assigned UCS Director group.
Inputs

MandatoryMappable To TypeDescriptionInput

YportGroupIdentitySelect the PortGroup to be
unassign from group.

PortGroup Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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UnAssociate PNICs from VMWare vSwitch
Summary

Unassociates a host physical NICs from a vSwitch.
Description

The task unassociates a host physical NICs from a vSwitch.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareVSwitchIdentitySelect the vSwitch to which pnic need
to be UnAssociated.

vSwitch Name

YvmwareUsedPnicMultiSelectSelect the Used Physical Nics that
needs to be UnAssociated.

Physical Nics

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

datacenterNameVMware Datacenter NameOUTPUT_DATACENTER_NAME

vmHostHost NameHOST_NAME

vmwareVSwitchIdentityIdentity of the vSwitchOUTPUT_VMWARE_VSWICTH_
IDENTITY

vmwareHostNodeIdentityVMware Host Node IdentityOUTPUT_VMWARE_HOST_NODE_
IDENTITY

gen_text_inputVMware Host Node PNIC
Identity

OUTPUT_VMWARE_HOST_NODE_
PNIC_IDENTITY
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Update Network Policy
Summary

Create a vmWare network policy.
Description

This task creates a network policy in a vmWare network.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputVirtual Switch NameVirtual Switch Name

Ygen_text_inputPort Group NamePort Group Name

YportGroupTypeSpecify type of Port Group : Virtual
Portgroup or Distributed Virtual
Portgroup

PortGroup Type

YvDCSelect vDC profile to create the vDCSelect vDC

Outputs

TypeDescriptionOutput

portGroupTypeType of Port Group: Virtual Portgroup or
Distributed Virtual Portgroup

OUTPUT_PORT_GROUP_
TYPE

Cisco UCS Director Task Library Reference, Release 6.7
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VMware Policy Tasks

This chapter contains the following sections:

• VMware - Add NIC to VDC Network Policy, on page 3534
• VMware - Create VDC Computing Policy, on page 3535
• VMware - Create VDC Guest OS ISO Image Mapping Policy, on page 3537
• VMware - Create VDC Network Policy, on page 3538
• VMware - Create VDC Storage Hard Disk Policy, on page 3539
• VMware - Create VDC Storage Policy, on page 3540
• VMware - Create VDC System Policy, on page 3542
• VMware - Delete VDC Computing Policy, on page 3544
• VMware - Delete VDC Network Policy, on page 3545
• VMware - Delete VDC Storage Policy, on page 3546
• VMware - Delete VDC System Policy, on page 3547
• VMware - Edit NIC in VDC Network Policy, on page 3548
• VMware - Edit VDC Computing Policy, on page 3550
• VMware - Edit VDC Guest OS ISO Image Mapping Policy, on page 3552
• VMware - Edit VDC Network Policy, on page 3553
• VMware - Edit VDC Storage Additional Disk Policy, on page 3554
• VMware - Edit VDC Storage Hard Disk Policy, on page 3556
• VMware - Edit VDC Storage Policy, on page 3557
• VMware - Edit VDC System Policy, on page 3559
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VMware - Add NIC to VDC Network Policy
Summary

Add a NIC to a VMware network policy.
Description

This task adds a NIC to a VMware network policy for a VMware account.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareNetwork
PoliciesList

Policy NamePolicy Name

Ygen_text_inputNIC AliasNIC Alias

BooleanMandatory or OptionalMandatory

BooleanSelecting this option enables end
user to choose port groups during
provisioning

Allow end user to choose
portgroups

BooleanSelecting this option along with
allow end user to choose portgroups

Show policy level portgroups

lists all the selected portgroups of
NICS in the policy

BooleanCopy Adapter Type from TemplateCopy Adapter Type from
Template

BooleanAllow end user to override IP
Address

Allow end user to override IP
Address

NetworkAdapterTypeSelect adapter typeAdapter Type

YvmwareVmPortGroup
Identity

Port Group NamePort Group Name

IPv4 Configuration

YIPAddressTypeSelect IP Address TypeSelect IP Address Type

IPv6 Configuration

BooleanConfigure IPv6IPv6

IPAddressTypeSelect IP Address TypeSelect IP Address Type

Outputs

TypeDescriptionOutput

gen_text_inputVMware Network Policy Name.OUTPUT_VMWARE_NETWORK_
POLICY_NAME

gen_text_inputVMware NIC AliasOUTPUT_VMWARE_NIC_ALIAS
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VMware - Create VDC Computing Policy
Summary

Create a VMware computing policy.
Description

This task creates a VMware computing policy for a VMware account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

YvmwareAccountNameSelect the cloud name for which
computing policy has to be created

Cloud Name

scopeTypeComputingSpecify type of Host Node/Cluster
Scope: include/exclude or all

Host Node/Cluster Scope

vmwareHostNode
Identity

List of data stores selected for
include/exclude

Selected Host Nodes

vmwareClusterIdentityList of Datastore Clusters for
include/exclude

Selected Clusters

vmwareDatastore
ClusterAffinityRule

Select Affinity Rules from the tableAffinity Rules

vmwareResourcePool
Identity

Resource PoolResource Pool

ESX TypeESX Type

ESX VersionESX Version

Select one or more filter conditionsFilter Conditions

Deployment OptionsDeployment Options

BooleanSelect if template properties to be
overridden

Override Template

gen_text_inputNumber of vCPUsNumber of vCPUs

gen_text_inputCores per socketCores per socket

gen_text_inputCPU Reservation (MHz)CPU Reservation (MHz)

gen_text_inputCPU Limit (MHz)CPU Limit (MHz)

VMwareSharesLOVCPU SharesCPU Shares

gen_text_inputMemory (MB)Memory (MB)

BooleanReserve all guest memory(All locked)Reserve all GuestMemory

gen_text_inputMemory Reservation (MB)MemoryReservation (MB)

gen_text_inputMemory Limit (MB)Memory Limit (MB)
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MandatoryMappable To TypeDescriptionInput

VMwareSharesLOVMemory SharesMemory Shares

Resizing OptionsResizing Options

BooleanAllow resizing of VMs provisioned
using this policy?

Allow Resizing of VM

gen_text_inputComma separated list of number of v
CPUs, example: 1,2,4

Permitted Values for v
CPUs

gen_text_inputEnter comma separated list of numbers
, Otherwise cores per socket
configuration will not apply.

Permitted Values for Cores
per Socket

gen_text_inputComma separated list of memory
values inMB, example: 512,1024,2048

Permitted Values for
Memory in MB

gen_text_inputSlash (/) separated folder names to
which VM may be deployed. It may

Deploy to Folder

include parameterized variables such
as ${GROUP_NAME}

gen_text_inputSlash (/) separated folder names to
which VM may be deployed. It may

Deploy to Folder (SRM)

include parameterized variables such
as ${GROUP_NAME}

Outputs

TypeDescriptionOutput

gen_text_inputVMware Computing Policy
Name.

OUTPUT_VMWARE_COMPUTING_
POLICY_NAME

VMwareComputingPolicy
ID

Computing Policy IDOUTPUT_VMWARE_COMPUTING_
POLICY_ID

Cisco UCS Director Task Library Reference, Release 6.7
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VMware - Create VDC Guest OS ISO Image Mapping Policy
Summary

Create a VMware guest OS ISO image mapping policy.
Description

This task creates a VMware guest OS ISO image mapping policy for a VMware account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

YvmwareAccountNameCloud for which policies apply.Cloud Name

BooleanAllow End User To Select Guest
OS and ISO Image

Allow End User To Select
Guest OS and ISO Image

YGuestOSISOMappingListAdd one or more iso image
mappings

ISO Mappings

Outputs

TypeDescriptionOutput

gen_text_inputVMware GuestOS ISO Image
Mapping Policy Name.

OUTPUT_VMWARE_GUESTOS_ISO_
IMAGE_MAPPING_POLICY_NAME
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VMware - Create VDC Network Policy
Summary

Create a VMware network policy.
Description

This task creates a VMware network policy for a VMware account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

YvmwareAccountNameCloud for which policies apply.Cloud Name

BooleanEnable SRMEnable Protection

BooleanSelecting this option enables end
user to select optional NICs during
provisioning

Allow End User to select
Optional NICs

vmwarevmnetworksAdd one or more networksVM Networks

Outputs

TypeDescriptionOutput

gen_text_inputVMware Network Policy
Name.

OUTPUT_VMWARE_NETWORK_
POLICY_NAME

VMwareNetworkPolicyIDNetwork Policy IDOUTPUT_VMWARE_NETWORK_
POLICY_ID
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VMware - Create VDC Storage Hard Disk Policy
Summary

Create a new hard disk policy for a storage policy.
Description

This task creates a new hard disk policy for a storage policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareStoragePolicies
List

Policy NamePolicy Name

Ygen_text_inputDisk LabelDisk Label

Ygen_text_inputDisk Size in GBDisk Size (GB)

YDiskTypeAssign disk type to diskDisk Type

Controller Options

vmwareStoragePolicy
DiskControllerTypeLov
Provider

Select if you want to specific
Controller Type

Controller Type

BooleanSelect if you want to use new
Controller

Create Disk on new
Controller

Disk Provisioning Options

YvmwareStoragePolicy
DiskProvisionTypeLov
Provider

Select Thin/Thick Provisioning
Options

Disk Provisioning

Post Deployment ResizingOptionsResizing Options for VM
lifecycle

BooleanAllow resizing of disk provisioned
using this policy?

Allow Resizing of Disk

gen_text_inputComma separated list of disk size
values in GB, example: 10,50,100
or Range such as 10-50

Permitted Values for Disk
in GB

BooleanSelect if user is allowed to choose
datastores during SR creation

Allow user to select
datastores from scope

Outputs

TypeDescriptionOutput

gen_text_inputVMware Storage Policy Name.OUTPUT_VMWARE_STORAGE_
POLICY_NAME
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VMware - Create VDC Storage Policy
Summary

Create a VMware storage policy.
Description

This task creates a VMware storage policy for a VMware account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

YvmwareAccountNameCloud for which policy apply.Cloud Name

BooleanUse Ready CloneUse Ready Clone

BooleanEnable Protection

gen_text_inputSelect Protection GroupSelect Protection Group

BooleanEnable HX Protection

HyperFlexProtection
GroupIdentity

HX Protection GroupSelect Protection Group

System Disk ScopeSystem Disk Scope

BooleanUse Linked CloneUse Linked Clone

Select a Storage ProfileStorage Profile

scopetypeSpecify type of data store/datastore
clusters scope: include/exclude or all

Data Stores/Datastore
Clusters Scope

vmwaredatastoresclusterList of Datastore Clusters for
include/exclude

SelectedDatastore Clusters

gen_text_inputSelect a typeSelect SDRS Rule Type

vmwareDatastore
ClusterRuleIdentity

Select the VMs for which rule has to
be applied

Select SDRS Rule

vmwaredatastoresList of data stores selected for
include/exclude

Selected Data Stores

BooleanSelect if shared datastore only to be
used for VM storage allocation

Use Shared Datastore Only

Select from the storage options belowStorage Options

BooleanSelect if local storage to be used for
VM storage allocation

Use Local Storage

BooleanSelect if NFS storage to be used for
VM storage allocation

Use NFS

BooleanSelect if SAN storage to be used for
VM storage allocation

Use SAN

Cisco UCS Director Task Library Reference, Release 6.7
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MandatoryMappable To TypeDescriptionInput

BooleanSelect if VMFS storage to be used for
VM storage allocation

Use VMFS

Select one or more filter conditionsFilter Conditions

BooleanSelect if template properties to be
overridden

Override Template

BooleanSelect if Thin Provisioning to be used
during VM storage allocation

Use Thin Provisioning

BooleanSelect if Manual Disk Size to be used
during VM storage allocation

Manual Disk Size

Post Deployment Resizing OptionsResizing Options for VM
Lifecycle

BooleanAllow resizing of disk provisioned
using this policy?

Allow Resizing of Disk

gen_text_inputComma separated list of disk size
values in GB, example: 10,50,100 or
Range such as 10-50

Permitted Values for Disk
in GB

BooleanSelect if user is allowed to choose
datastores during SR creation

Allow User to Select
Datastores from Scope

Additional Disk PoliciesAdditional Disk Policies

Add one or more Disk policiesDisk Policies

Hard Disk PolicyHard Disk Policy

DisksDisks

Outputs

TypeDescriptionOutput

gen_text_inputVMware Storage Policy Name.OUTPUT_VMWARE_STORAGE_
POLICY_NAME

VMwareStoragePolicyIDStorage Policy IDOUTPUT_VMWARE_STORAGE_
POLICY_ID
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VMware - Create VDC System Policy
Summary

Create a VMware system policy.
Description

This task creates a VMware system policy for a VMware account.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

gen_text_inputIf empty, name provided by end
user is taken as VM Name.

VM Name Template

BooleanVM name uniqueness check is
skipped when this field is selected

Disable VM Name
Uniqueness Check

namevalidationpolicySelect VMNameValidation PolicyVM Name Validation Policy

BooleanAllow end user to provide VM
Name or VM Prefix?

End User VM Name or VM
Prefix

BooleanNeeds to be powered on after
provisioning?

Power On After Deploy

Ygen_text_inputHostname Template

BooleanVM hostname uniqueness check is
skipped when this field is selected

Disable Hostname
Uniqueness Check

namevalidationpolicySelect Host NameValidation PolicyHost NameValidation Policy

YlinuxtimezoneTime Zone to be customized for
Linux VM

Linux Time Zone

YvmmaxbootwaittimeLinux VM Max Boot TimeLinux VM Max Boot Wait
Time

Ygen_text_inputDNS DomainDNS Domain

gen_text_inputDNS Suffix ListDNS Suffix List

gen_text_inputDNS Server ListDNS Server List

YimagetypeVM Image TypeVM Image Type

Windows OnlyWindows Parameters
(applicable only for
Windows)

gen_text_inputProduct IDProduct ID

gen_text_inputFull name of license ownerLicense Owner Name

gen_text_inputName of the organizationOrganization

licensemodeLicense ModeLicense Mode
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MandatoryMappable To TypeDescriptionInput

gen_text_inputNumber of license users for the OSNumber of License Users

gen_text_inputPrimary WIN ServerPrimary WINS

gen_text_inputSecondary WIN ServerSecondary WINS

vmmaxbootwaittimeWindowsVMMaxBootWait TimeWindows VM Max Boot
Wait Time

BooleanAutomatically logon after system
powers.

Auto Logon

gen_text_inputAutomatically logon for the number
of times as specified.

Auto Logon Count

passwordPassword used for Auto Logon and
system deployment.

Administrator Password

windowstimezoneTime Zone to be customized for
Windows VM

Windows Time Zone

domainBelongs to a Windows domain or
workgroup?

Domain/Workgroup

gen_text_inputSpecify Workgroup name.Workgroup

gen_text_inputDomain.Domain

gen_text_inputDomain UsernameDomain Username

passwordDomain PasswordDomain Password

BooleanDefine VM AnnotationDefine VM Annotation

gen_text_inputNotes of the AnnotationVM Annotation

systemPolicy
Annotation

Add one ormore CustomAttributesCustom Attributes

Outputs

TypeDescriptionOutput

gen_text_inputVMware System Policy Name.OUTPUT_VMWARE_SYSTEM_
POLICY_NAME

VMwareSystemPolicyIDSystem Policy IDOUTPUT_VMWARE_SYSTEM_
POLICY_ID
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VMware - Delete VDC Computing Policy
Summary

Deletes VMware computing policy.
Description

This task deletes VMware computing policy for a VMware account.
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareComputingPolicyIDSelect Computing PolicyComputing Policy

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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VMware - Delete VDC Network Policy
Summary

Deletes VMware network policy.
Description

This task deletes VMware network policy for a VMware account.
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareNetworkPolicyIDSelect Network PolicyNetwork Policy

Outputs

No Outputs
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VMware - Delete VDC Storage Policy
Summary

Deletes VMware storage policy.
Description

This task deletes VMware storage policy for a VMware account.
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareStoragePolicyIDSelect Storage PolicyStorage Policy

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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VMware - Delete VDC System Policy
Summary

Deletes VMware system policy.
Description

This task deletes VMware system policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareSystemPolicyIDSelect System PolicySystem Policy

Outputs

No Outputs
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VMware - Edit NIC in VDC Network Policy
Summary

Modify the NICs of a VMware network policy.
Description

This task modifies the NICs of a VMware network policy for a given VMware account and policy name.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareNetwork
PoliciesList

Policy NamePolicy Name

Ygen_text_inputNIC AliasNIC Alias

BooleanMandatory or OptionalMandatory

BooleanSelecting this option enables end
user to choose port groups during
provisioning

Allow end user to choose
portgroups

BooleanSelecting this option along with
allow end user to choose portgroups

Show policy level portgroups

lists all the selected portgroups of
NICS in the policy

BooleanCopy Adapter Type from TemplateCopy Adapter Type from
Template

BooleanAllow end user to override IP
Address

Allow end user to override IP
Address

NetworkAdapterTypeSelect adapter typeAdapter Type

BooleanAdd or Edit Port Groups in the NICModify Port Groups

Add/Edit Port Group

gen_text_inputSelect whether to add new nic or
edit existing nic

Add/Edit Port Group

vmwareVmPortGroup
Identity

Port Groups associated with NICPort Groups Associated with
NIC

vmwareVmPortGroup
Identity

Port Group NamePort Group Name

IPv4 Configuration

IPAddressTypeSelect IP Address TypeSelect IP Address Type

IPv6 Configuration

BooleanConfigure IPv6IPv6

IPAddressTypeSelect IP Address TypeSelect IP Address Type
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Outputs

TypeDescriptionOutput

gen_text_inputVMware Network Policy Name.OUTPUT_VMWARE_NETWORK_
POLICY_NAME

gen_text_inputVMware NIC AliasOUTPUT_VMWARE_NIC_ALIAS

Cisco UCS Director Task Library Reference, Release 6.7
3549

VMware Policy Tasks
VMware - Edit NIC in VDC Network Policy



VMware - Edit VDC Computing Policy
Summary

Modify a VMware computing policy.
Description

This task modifies the VMware guest OS ISO image mapping policy for a given VMware account and
the policy name.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameSelect the cloud name for which
computing policy has to be created

Cloud Name

YvmwareComputing
PoliciesList

Policy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

scopeTypeComputingSpecify type of Host Node/Cluster
Scope: include/exclude or all

Host Node/Cluster Scope

vmwareHostNode
Identity

List of data stores selected for
include/exclude

Selected Host Nodes

vmwareMultiCluster
Identity

List of Datastore Clusters for
include/exclude

Selected Clusters

vmwareDatastore
ClusterAffinityRule

Select Affinity Rules from the tableAffinity Rules

vmwareResourcePool
Identity

Resource PoolResource Pool

ESX TypeESX Type

ESX VersionESX Version

Select one or more filter conditionsFilter Conditions

Deployment OptionsDeployment Options

BooleanSelect if template properties to be
overridden

Override Template

gen_text_inputNumber of vCPUsNumber of vCPUs

gen_text_inputCores per socketCores per socket

gen_text_inputCPU Reservation (MHz)CPU Reservation (MHz)

gen_text_inputCPU Limit (MHz)CPU Limit (MHz)

VMwareSharesLOVCPU SharesCPU Shares

gen_text_inputMemory (MB)Memory (MB)

BooleanReserve all guest memory(All locked)Reserve all GuestMemory
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MandatoryMappable To TypeDescriptionInput

gen_text_inputMemory Reservation (MB)Memory Reservation
(MB)

gen_text_inputMemory (MB)Memory Limit (MB)

VMwareSharesLOVMemory SharesMemory Shares

Resizing OptionsResizing Options

BooleanAllow resizing of VMs provisioned
using this policy?

Allow Resizing of VM

gen_text_inputComma separated list of number of v
CPUs, example: 1,2,4

Permitted Values for v
CPUs

gen_text_inputEnter comma separated list of numbers
, Otherwise cores per socket
configuration will not apply.

Permitted Values for
Cores per Socket

gen_text_inputComma separated list of memory
values in MB, example:
512,1024,2048

Permitted Values for
Memory in MB

gen_text_inputSlash (/) separated folder names to
which VM may be deployed. It may

Deploy to Folder

include parameterized variables such
as ${GROUP_NAME}

gen_text_inputSlash (/) separated folder names to
which VM may be deployed. It may

Deploy to Folder (SRM)

include parameterized variables such
as ${GROUP_NAME}

Outputs

TypeDescriptionOutput

gen_text_inputVMware Computing Policy Name.OUTPUT_VMWARE_COMPUTING_
POLICY_NAME
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VMware - Edit VDC Guest OS ISO Image Mapping Policy
Summary

Modify a VMware guest OS ISO image mapping policy.
Description

This task modifies a VMware guest OS ISO image mapping policy for a given VMware account and the
policy name.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameCloud for which policies apply.Cloud Name

YvmwareGuestOsToIso
MappingPoliciesList

Policy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

BooleanAllow EndUser To Select Guest
OS and ISO Image

Allow End User To Select
Guest OS and ISO Image

YGuestOSISOMappingListAdd one or more iso image
mappings

ISO Mappings

Outputs

TypeDescriptionOutput

gen_text_inputVMware GuestOS ISO Image
Mapping Policy Name.

OUTPUT_VMWARE_GUESTOS_ISO_
IMAGE_MAPPING_POLICY_NAME
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VMware - Edit VDC Network Policy
Summary

Modify a VMware Network policy.
Description

This task modifies the VMware Network policy for a given VMware account and policy name.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameCloud for which policies apply.Cloud Name

YvmwareNetworkPolicies
List

Policy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

BooleanEnable SRMEnable Protection

BooleanSelecting this option enables end
user to select optional NICs during
provisioning

Allow End User to select
Optional NICs

vmwarevmnetworksAdd one or more networksVM Networks

Outputs

TypeDescriptionOutput

gen_text_inputVMware Network Policy Name.OUTPUT_VMWARE_NETWORK_
POLICY_NAME
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VMware - Edit VDC Storage Additional Disk Policy
Summary

Modify an additional disk policy of a storage policy.
Description

This task modifies an additional disk policy of a storage policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareStoragePolicies
List

Policy NamePolicy Name

YDiskTypeSelect disk typeDisk Type

BooleanSame as System disk policySame As System Disk
Policy

Storage ScopeDatabse Disk Scope

BooleanUse Linked CloneUse Linked Clone

scopetypeSpecify type of data store/datastore
clusters scope: include/exclude or all

Data Stores/Datastore
Clusters Scope

vmwaredatastoresList of data stores selected for
include/exclude

Selected Data Stores

vmwaredatastoresclusterList of Datastore Clusters for
include/exclude

Selected Datastore
Clusters

BooleanSelect if shared datastore only to be
used for VM storage allocation

Use Shared Data Store
only

Select from the storage options belowStorage Options

BooleanSelect if local storage to be used for
VM storage allocation

Use Local Storage

BooleanSelect if NFS storage to be used for
VM storage allocation

Use NFS

BooleanSelect if VMFS storage to be used for
VM storage allocation

Use VMFS

BooleanSelect if SAN storage to be used for
VM storage allocation

Use SAN

Select one or more filter conditionsFilter Conditions

Post Deployment Resizing OptionsResizing Options for VM
lifecycle

BooleanAllow resizing of disk provisioned
using this policy?

Allow Resizing of Disk
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MandatoryMappable To TypeDescriptionInput

gen_text_inputComma separated list of disk size
values in GB, example: 10,50,100 or
Range such as 50-100

Permitted Values for Disk
in GB

BooleanSelect if user is allowed to choose
datastores during SR creation

Allow user to select
datastores from scope

Outputs

TypeDescriptionOutput

gen_text_inputVMware Storage Policy Name.OUTPUT_VMWARE_STORAGE_
POLICY_NAME
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VMware - Edit VDC Storage Hard Disk Policy
Summary

Modify a hard disk policy of a storage policy.
Description

This task modifies a hard disk policy of a storage policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareStoragePolicies
List

Policy NamePolicy Name

Ygen_text_inputDisk LabelDisk Label

Ygen_text_inputDisk Size in GBDisk Size (GB)

YDiskTypeAssign disk type to diskDisk Type

Controller Options

vmwareStoragePolicy
DiskControllerTypeLov
Provider

Select if you want to specific
Controller Type

Controller Type

BooleanSelect if you want to use new
Controller

Create Disk on new
Controller

Disk Provisioning Options

YvmwareStoragePolicy
DiskProvisionTypeLov
Provider

Select Thin/Thick Provisioning
Options

Disk Provisioning

Post Deployment ResizingOptionsResizing Options for VM
lifecycle

gen_text_inputAllow resizing of disk provisioned
using this policy?

Allow Resizing of Disk

gen_text_inputComma separated list of disk size
values in GB, example: 10,50,100
or Range such as 50-100

Permitted Values for Disk
in GB

gen_text_inputSelect if user is allowed to choose
datastores during SR creation

Allow user to select
datastores from scope

Outputs

TypeDescriptionOutput

gen_text_inputVMware Storage Policy Name.OUTPUT_VMWARE_STORAGE_
POLICY_NAME
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VMware - Edit VDC Storage Policy
Summary

Modify a VMware storage policy.
Description

This task modifies the VMware Storage policy for a given VMware account and policy name.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameCloud for which policy apply.Cloud Name

YvmwareStoragePolicies
List

Policy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

BooleanUse Ready CloneUse Ready Clone

Enable Protection

gen_text_inputSelect Protection GroupSelect Protection Group

BooleanEnable HX Protection

HyperFlexProtection
GroupIdentity

Select HX Protection GroupSelect Protection Group

System Disk ScopeSystem Disk Scope

BooleanUse Linked CloneUse Linked Clone

Select a Storage ProfileStorage Profile

scopetypeSpecify type of data store/datastore
clusters scope: include/exclude or all

Data Stores/Datastore
Clusters Scope

vmwaredatastoresclusterList of Datastore Clusters for
include/exclude

SelectedDatastore Clusters

gen_text_inputSelect a typeSelect SDRS Rule Type

vmwareDatastore
ClusterRuleIdentity

Select the VMs for which rule has to
be applied

Select SDRS Rule

vmwaredatastoresList of data stores selected for
include/exclude

Selected Data Stores

BooleanSelect if shared datastore only to be
used for VM storage allocation

Use SharedDatastoreOnly

Select from the storage options belowStorage Options

BooleanSelect if local storage to be used for
VM storage allocation

Use Local Storage

BooleanSelect if NFS storage to be used for
VM storage allocation

Use NFS
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MandatoryMappable To TypeDescriptionInput

BooleanSelect if SAN storage to be used for
VM storage allocation

Use SAN

Select if VMFS storage to be used for
VM storage allocation

Use VMFS

Select one or more filter conditionsFilter Conditions

BooleanSelect if template properties to be
overridden

Override Template

BooleanSelect if Thin Provisioning to be used
during VM storage allocation

Use Thin Provisioning

BooleanSelect if Manual Disk Size to be used
during VM storage allocation

Manual Disk Size

Post Deployment Resizing OptionsResizing Options for VM
Lifecycle

BooleanAllow resizing of disk provisioned
using this policy?

Allow Resizing of Disk

gen_text_inputComma separated list of disk size
values in GB, example: 10,50,100 or
Range such as 10-50

Permitted Values for Disk
in GB

DisksDisks

Add one or more Disk policiesDisk Policies

BooleanSelect if user is allowed to choose
datastores during SR creation

Allow User to Select
Datastores from Scope

Outputs

TypeDescriptionOutput

gen_text_inputVMware Storage Policy Name.OUTPUT_VMWARE_STORAGE_
POLICY_NAME
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VMware - Edit VDC System Policy
Summary

Modify a VMware System policy.
Description

This task modifies a VMware system policy given the policy name.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareSystemProfile
LovProvider

Policy NamePolicy Name

gen_text_inputPolicy DescriptionPolicy Description

gen_text_inputIf empty, name provided by end
user is taken as VM Name.

VM Name Template

BooleanVM name uniqueness check is
skipped when this field is selected

Disable VM Name
Uniqueness Check

namevalidationpolicySelect VMNameValidation PolicyVM Name Validation Policy

BooleanAllow end user to provide VM
Name or VM Prefix?

End User VM Name or VM
Prefix

BooleanNeeds to be powered on after
provisioning?

Power On After Deploy

Ygen_text_inputHost Name Template

BooleanVM hostname uniqueness check is
skipped when this field is selected

Disable Hostname
Uniqueness Check

namevalidationpolicySelect Hostname Validation PolicyHostname Validation Policy

YlinuxtimezoneTime Zone to be customized for
Linux VM

Linux Time Zone

YvmmaxbootwaittimeLinux VM Max Boot TimeLinux VM Max Boot Wait
Time

Ygen_text_inputDNS DomainDNS Domain

gen_text_inputDNS Suffix ListDNS Suffix List

gen_text_inputDNS Server ListDNS Server List

YimagetypeVM Image TypeVM Image Type

Windows OnlyWindows Parameters
(applicable only for
Windows)

gen_text_inputProduct IDProduct ID

gen_text_inputFull name of license ownerLicense Owner Name

gen_text_inputName of the organizationOrganization
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MandatoryMappable To TypeDescriptionInput

licensemodeLicense ModeLicense Mode

gen_text_inputNumber of license users for the OSNumber of License Users

gen_text_inputPrimary WIN ServerPrimary WINS

gen_text_inputSecondary WIN ServerSecondary WINS

gen_text_inputWindows VM Max Boot Wait
Time

Windows VM Max Boot
Wait Time

BooleanAutomatically logon after system
powers.

Auto Logon

gen_text_inputAutomatically logon for the number
of times as specified.

Auto Logon Count

passwordPassword used for Auto Logon and
system deployment.

Administrator Password

windowstimezoneTime Zone to be customized for
Windows VM

Windows Time Zone

domainBelongs to a Windows domain or
workgroup?

Domain/Workgroup

gen_text_inputSpecify Workgroup name.Workgroup

gen_text_inputDomain.Domain

gen_text_inputDomain UsernameDomain Username

passwordDomain PasswordDomain Password

BooleanDefine VM AnnotationDefine VM Annotation

gen_text_inputNotes of the AnnotationVM Annotation

systemPolicy
Annotation

Add one ormore CustomAttributesCustom Attributes

Outputs

TypeDescriptionOutput

gen_text_inputVMware System Policy Name.OUTPUT_VMWARE_SYSTEM_
POLICY_NAME
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VMware SRM Tasks

This chapter contains the following sections:

• Add VMWare SRM Network Mapping, on page 3562
• Add VMware Protection Group to Recovery Plan, on page 3563
• Add VMware SRM Folder Mapping, on page 3564
• Add VMware SRM Resource Pool Mapping, on page 3565
• Create VMWare SRM Protection Group, on page 3566
• Protect VMware SRM VM, on page 3567
• Set VMware VM SRM Recovery Settings, on page 3568
• Unprotect VMWare SRM VMs, on page 3569
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Add VMWare SRM Network Mapping
Summary

Add an SRM network mapping.
Description

This task creates an SRM network mapping from the primary SRM server to the secondary server.
Inputs

MandatoryMappable To TypeDescriptionInput

YportGroupTypeSelect Primary Port Group type from
the Protected Site

Primary Port Group Type

portGroupIdentitySelect Primary Port Group from the
Protected Site

Select Primary Port Group

YportGroupTypeSelect Secondary Port Group type
from the Recovery Site

Secondary Port Group
Type

portGroupIdentitySelect Secondary Port Group from the
Recovery Site

Select Secondary Port
Group

Outputs

TypeDescriptionOutput

portGroupIdentityPrimary Port Group IdentityOUTPUT_PRIMARY_PORT_GROUP_
IDENTITY

portGroupIdentitySecondary Port Group IdentityOUTPUT_SECONDARY_PORT_
GROUP_IDENTITY

VMwareDVPortgroup
Identity

PrimaryDVPort Group IdentityOUTPUT_PRIMARY_DV_PORT_
GROUP_IDENTITY

VMwareDVPortgroup
Identity

Secondary DV Port Group
Identity

OUTPUT_SECONDARY_DV_PORT_
GROUP_IDENTITY

portGroupNamePrimary Port Group NameOUTPUT_PRIMARY_PORT_GROUP_
NAME

portGroupNameSecondary Port Group NameOUTPUT_SECONDARY_PORT_
GROUP_NAME

dvPortGroupNamePrimary DV Port Group NameOUTPUT_PRIMARY_DVPORT_
GROUP_NAME

dvPortGroupNameSecondary DV Port Group
Name

OUTPUT_SECONDARY_DVPORT_
GROUP_NAME

VMware SrmNetwork
MappingIdentity

SrmNetworkMapping IdentityOUTPUT_SRM_NETWORK_MAPPING
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Add VMware Protection Group to Recovery Plan
Summary

Add an SRM protection group to a recovery plan.
Description

This task adds an SRM protection group to a recovery plan.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareSRMProtectionGroup
Identity

Select the Protection Group to
be added

Select ProtectionGroup

YVMwareSrmRecoveryPlan
Identity

Select the target Recovery PlanSelect Recovery Plan

Outputs

TypeDescriptionOutput

vmwareSRMProtectionGroup
Identity

Srm ProtectionGroup IdentityOUTPUT_SRM_PROTECTION_
GROUP_IDENTITY

VMwareSrmRecoveryPlan
Identity

Srm Recovery Plan IdentityOUTPUT_SRM_RECOVERY_
PLAN_IDENTITY
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Add VMware SRM Folder Mapping
Summary

Add an SRM folder mapping.
Description

This task creates a SRM folder mapping from primary SRM server to the secondary server.
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareFolderIdentitySelect Primary Folder from the
Protected Site

Select Primary Folder

YVMwareFolderIdentitySelect Secondary Folder from the
Recovery Site

Select Secondary Folder

Outputs

TypeDescriptionOutput

VMwareFolderIdentityPrimary Folder IdentityOUTPUT_PRIMARY_FOLDER_
IDENTITY

VMwareFolderIdentitySecondary Folder IdentityOUTPUT_SECONDARY_FOLDER_
IDENTITY

VMwareFolderNamePrimary Folder NameOUTPUT_PRIMARY_FOLDER_
NAME

VMwareFolderNameSecondary Folder NameOUTPUT_SECONDARY_FOLDER_
NAME

vmwareDatacenterNamePrimary Data Center NameOUTPUT_PRIMARY_DATACENTER_
NAME

vmwareDatacenterNameSecondary Data Center NameOUTPUT_SECONDARY_
DATACENTER_NAME

VMwareSrmFolderMapping
Identity

Srm Folder Mapping IdentityOUTPUT_SRM_FOLDER_MAPPING
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Add VMware SRM Resource Pool Mapping
Summary

Add an SRM resource pool mapping.
Description

This task creates an SRM resource pool mapping from the primary SRM server to the secondary server.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareResourcePool
Identity

Select Primary Resource Pool from
the Protected Site

Select Primary Resource
Pool

YvmwareResourcePool
Identity

Select Secondary Resource Pool
from the Recovery Site

Select Secondary
Resource Pool

Outputs

TypeDescriptionOutput

vmwareResourcePoolIdentityPrimary Resource Pool IdentityOUTPUT_PRIMARY_
RESOURCEPOOL_IDENTITY

vmwareResourcePoolIdentitySecondary Resource Pool
Identity

OUTPUT_SECONDARY_
RESOURCEPOOL_IDENTITY

vmwareResourcePoolNamePrimary Resource Pool NameOUTPUT_PRIMARY_
RESOURCEPOOL_NAME

vmwareResourcePoolNameSecondary Resource Pool
Name

OUTPUT_SECONDARY_
RESOURCEPOOL_NAME

VMwareSrmResourcePool
MappingIdentity

Srm Resource Pool Mapping
Identity

OUTPUT_SRM_RESOURCEPOOL_
MAPPING
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Create VMWare SRM Protection Group
Summary

Creates an SRM protection group.
Description

This creates an SRM protection group.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputName of the Protection GroupName

gen_text_inputDescriptionDescription

YvmwareMultiDatastoreIdentitySelect Unassigned Replicated
Datastores

Datastores

Outputs

TypeDescriptionOutput

gen_text_inputProtection Group IdentityOUTPUT_SRM_PROTECTION_GROUP_
IDENTITY

gen_text_inputProtection Group NameOUTPUT_SRM_PROTECTION_GROUP_
NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_NAME
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Protect VMware SRM VM
Summary

Adds protection to a VMware SRM VM.
Description

This task adds protection to a VM in a VMware SRM protection group.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareSRMProtectionGroup
Identity

Select Protection groupSelect ProtectionGroup

YmultiVMselect vms which need to be
protected

Select VMs

Outputs

TypeDescriptionOutput

gen_text_inputProtection Group IdentityOUTPUT_SRM_PROTECTION_
GROUP_IDENTITY

gen_text_inputProtection Group NameOUTPUT_SRM_PROTECTION_
GROUP_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmID of the VM on which the selected
operation was performed

OUTPUT_VM_ID
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Set VMware VM SRM Recovery Settings
Summary

Set an SRM VM recovery settings.
Description

This task applies recovery settings to a VMware VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YVMwareSrmRecoveryPlan
Identity

Select the Recovery PlanSelect Recovery Plan

YvmwareSRMProtectionGroup
Identity

Select the Protection GroupSelect Protection Group

YVMwareSrmVMIdentitySelect VMSelect VM

Ygen_text_inputSelect Recovery PrioritySelect Recovery Priority

Ygen_text_inputSelect Final Power StateSelect Final Power State

Ygen_text_inputPower On TimeoutPower On Timeout

Ygen_text_inputPower On DelayPower On Delay

Ygen_text_inputPower Off TimeoutPower Off Timeout

Ygen_text_inputSkip CustomizationSkip Customization

Outputs

TypeDescriptionOutput

vmwareSRMProtectionGroup
Identity

Srm Protection Group IdentityOUTPUT_SRM_PROTECTION_
GROUP_IDENTITY

vmSRM VM IdentityOUTPUT_SRM_VM_IDENTITY

VMwareSrmRecoveryPlan
Identity

Srm Recovery Plan IdentityOUTPUT_SRM_RECOVERY_PLAN_
IDENTITY
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Unprotect VMWare SRM VMs
Summary

Removes protection from a VMware SRM VM.
Description

This task removes protection from a VM in a VMware SRM protection group.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareSRMProtectionGroup
Identity

Select Protection groupSelect Protection
Group

YmultiVMselect vms which need to be
unprotected

Select VMs

Outputs

TypeDescriptionOutput

gen_text_inputProtection Group IdentityOUTPUT_SRM_PROTECTION_
GROUP_IDENTITY

gen_text_inputProtection Group NameOUTPUT_SRM_PROTECTION_
GROUP_NAME

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

vmID of the VM on which the selected
operation was performed

OUTPUT_VM_ID
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VMware Storage Tasks

This chapter contains the following sections:

• Create Storage Profile, on page 3572
• Delete VMWare Storage Profile, on page 3574
• Edit VMware Storage Profile, on page 3575
• Rescan VMWare Storage Adapter, on page 3577
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Create Storage Profile
Summary

Creates a storage profile.
Description

The task creates a storage profile in an account.
Inputs

MandatoryMappable To
Type

DescriptionInput

YvmwareCloud
NamesList

Cloud Name:

Ygen_text_inputStorage Profile
Name:

gen_text_inputDescription:

Rule-Set: Rules
based on
vendor-specific
capabilities

YVMwareStorage
ProfileVendorType

Vendor

gen_text_inputThe number of HDDs across which each replica
of a storage object is striped.A value higher than

Number of disk
Stripes Per Object

1 may result in better performance, but also
results in higher use of system resorces.Default
value:1,Maximum value:12

gen_text_inputFlash capacity reserved as a read cache for the
storage object.Specified as a percentage of the

Flash read cache
reservation (%)

logical size of the object.To be used only for
addressing read performance issues.Reserved
flash capacity cannot be used by other obejct.
Unreserved flash is shared fairly among all
objects.Default value:0,Maximum value:100

gen_text_inputDefines the number of host,disk or network
failures a storage object can tolerate.For n

Number of failures to
tolerate:

failures tolerated,'n+1' copies of the object are
created and 2n+1 hosts contributing storage are
required.Default value:1,Maximum value:3

VMwareStorage
ProfileForce

If this option is Yes, the object will be
provisioned even if the policy specified in the

Force provisioning:

ProvisioningType
List

storage policy is not satisfiable with the
resources currently available in the cluster.
VSAN will try to bring the object into
compliance if and when the resources become
available. Default Value:No
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MandatoryMappable To
Type

DescriptionInput

gen_text_inputPercentage of the logical size of the storage
object that will be reserved upon VM

Object space
reservation (%):

provisioning. The rest of the storage object is
thin provisioned.Default value:0, Maximum
Value:100

Outputs

TypeDescriptionOutput

vsan storage profileVSAN Storage Profile IdentityVSAN Storage Profile Identity

vsan storage nameVSAN Storage Profile NameVSAN Storage Profile Name
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Delete VMWare Storage Profile
Summary

Deletes a storage profile.
Description

The task deletes a storage profile from an account.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareCloudNamesListSelect a cloudAccount Name

YVMwareStorageProfileListSelect a Storage ProfileStorage Profile

Outputs

TypeDescriptionOutput

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME
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Edit VMware Storage Profile
Summary

Edits a storage profile.
Description

The task modifies a storage profile in an account.
Inputs

MandatoryMappable To
Type

DescriptionInput

YvmwareCloud
NamesList

Cloud Name:

YVMwareStorage
ProfileList

Storage Profile
Name:

gen_text_inputDescription:

Rule-Set: Rules
based on
vendor-specific
capabilities

YVMwareStorage
ProfileVendorType

Vendor

gen_text_inputThe number of HDDs across which each replica
of a storage object is striped.A value higher than

Number of disk
Stripes Per Object

1 may result in better performance, but also
results in higher use of system resorces.Default
value:1,Maximum value:12

gen_text_inputFlash capacity reserved as a read cache for the
storage object.Specified as a percentage of the

Flash read cache
reservation (%)

logical size of the object.To be used only for
addressing read performance issues.Reserved
flash capacity cannot be used by other obejct.
Unreserved flash is shared fairly among all
objects.Default value:0,Maximum value:100

gen_text_inputDefines the number of host,disk or network
failures a storage object can tolerate.For n

Number of failures
to tolerate:

failures tolerated,'n+1' copies of the object are
created and 2n+1 hosts contributing storage are
required.Default value:1,Maximum value:3

VMwareStorage
ProfileForce

If this option is Yes, the object will be
provisioned even if the policy specified in the

Force provisioning:

ProvisioningType
List

storage policy is not satisfiable with the
resources currently available in the cluster.
VSAN will try to bring the object into
compliance if and when the resources become
available. Default Value:No
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MandatoryMappable To
Type

DescriptionInput

gen_text_inputPercentage of the logical size of the storage
object that will be reserved upon VM

Object space
reservation (%):

provisioning. The rest of the storage object is
thin provisioned.Default value:0, Maximum
Value:100

Outputs

TypeDescriptionOutput

vsan storage profileVSAN Storage Profile IdentityVSAN Storage Profile Identity

vsan storage nameVSAN Storage Profile NameVSAN Storage Profile Name
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Rescan VMWare Storage Adapter
Summary

Rescans the storage adapter on a host or a cluster.
Description

The task rescans the storage or host bus adapter on a host or a cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect cloud name to register the host
node with

Account Name

Ygen_text_inputRescan Host Node/ClusterRescan Host
Node/Cluster

Ygen_text_inputThe hode node IPAddress that is to be
registered with the cloud

Host Node

Ygen_text_inputSelect a cluster for rescanCluster

Outputs

TypeDescriptionOutput

vmHostHost Name and cloud accountHOST_NAME_AND_ACCOUNT

clusterCluster Name and cloud accountCLUSTER_NAME_AND_ACCOUNT
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VMware VM Tasks

This chapter contains the following sections:

• Add Raw Device VM Disk, on page 3581
• Assign VMs to VDC, on page 3582
• Assign VMware Image to Group, on page 3583
• Clone VM as Image, on page 3584
• Convert VM as Image, on page 3585
• Convert VMware Image to VM, on page 3586
• Create VM Disk, on page 3587
• Create VM Snapshot, on page 3588
• Delete Multiple VMware VM, on page 3589
• Delete VM Disk, on page 3590
• Delete VMWare VM Snapshot, on page 3591
• Delete VMware Image, on page 3592
• Delete VMware VM, on page 3593
• Delete all VMware VM Snapshots, on page 3594
• Execute VIX Script, on page 3595
• Execute VM Command, on page 3596
• File Explorer, on page 3597
• Guest Operations, on page 3598
• Guest Setup, on page 3600
• Import OVF to VMware Cloud, on page 3601
• Mark/Unmark VMware VM As Golden Snapshot, on page 3602
• Migrate VMWare VM, on page 3603
• Provision new VMware VM, on page 3604
• Remove VMWare VM CD/DVD Drive, on page 3605
• Resize VM Memory and CPU, on page 3606
• Resize VMWare Generic Datastore, on page 3607
• Resize VMWare VM Disk, on page 3608
• Resync VMware VM, on page 3609
• Revert VM Snapshot, on page 3610
• Save VMware VM as Template, on page 3611
• Sync Subscribed Content Library, on page 3612
• Unassign VMware Image from Group, on page 3613
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• VM Configure VNC, on page 3614
• VM Disable VNC, on page 3615
• VMware - Add Annotation To VMs, on page 3616
• VMware - Get Snapshots, on page 3617
• VMware - Guest Customization, on page 3618
• VMware - Mount ISO on a VM, on page 3620
• VMware - Provision a Blank VM, on page 3621
• VMware - Provision a VM without VDC, on page 3623
• VMware - Unmount ISO from a VM, on page 3625
• VMware Resource Allocation, on page 3626
• VMware VM Provision, on page 3627
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Add Raw Device VM Disk
Summary

Add a LUN as an RDM disk to a VM.
Description

This task adds a LUN as an RDM disk to a VM. Inputs include:

• VM: Select the VM for which to add a raw device as a disk.
• LUN: Select the LUN that is mapped with the ESXi host. The ESXi Host is identified based on the
selected VM. This task input can also be mapped with input type LUN_NAA_ID.

• Compatibility Mode: Virtual Compatibility Mode makes an RDM behave exactly like a virtual disk
file, including the use of snapshots. Physical Compatibility Mode enables direct access of the SCSI
device for those applications that need lower level control.

• Virtual Device Node: Select the virtual device node.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which to add
Raw device as disk.

Select VM

YvmwareHostNodeSCSILUNSelect LUN for mapping to VM
Disk.

Select Target LUN

vmwareDiskRawDevice
CompatibilityMode

Select Compatibility Mode.Compatibility Mode

vmwareVirtualDeviceNodeSelect Virtual Device Node.Virtual Device Node

Outputs

TypeDescriptionOutput

vmID of the VM on which the selected
operation was performed

OUTPUT_VM_ID

gen_text_inputVM Disk LabelOUTPUT_VM_DISK_LABEL
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Assign VMs to VDC
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameSelect cloud name.Account Name

YmultiVMSelect the VMSelect VM

YvDCSelect vDC to which VMs to
migrated

vDC Name

Outputs

No Outputs
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Assign VMware Image to Group
Summary

Assign VMware image to group.
Description

This task assigns a VMware image to a group.
Inputs

MandatoryMappable To TypeDescriptionInput

YimageSelect the image.Image

Select this option to allow resource
assignment to users.

Assign To Users

Ygen_text_inputSelect the group to assign to resource
pool.

User Group ID

gen_text_inputEnter commentsComments

Outputs

TypeDescriptionOutput

userGroupGroup IDOUTPUT_GROUP_ID

gen_text_inputName of the Template on which the
selected operation was performed

IMAGE_NAME

imageImage identityOUTPUT_VMWARE_IMAGE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Clone VM as Image
Summary

Creates an image from a virtual machine.
Description

This task creates an image from a VM. This task can be used to clone the behavior of an existing VM.
The output of this task is an image name.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM fromwhich image is clonedSelect VM

gen_text_inputName for the Image (may include template
parameters)

Name for the Image

gen_text_inputSelect this option to assign newly created
image to particular group

Assign Image To
Group

gen_text_inputImage will be associated to selected groupGroup ID

Outputs

TypeDescriptionOutput

gen_text_inputName of the Template on which the
selected operation was performed

IMAGE_NAME

userGroupGroup IDOUTPUT_GROUP_ID

imageImage identityOUTPUT_VMWARE_IMAGE_
IDENTITY

Cisco UCS Director Task Library Reference, Release 6.7
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Convert VM as Image
Summary

Converts a VM to an image.
Description

This task converts an existing VM to an image. After converting a VM to an image, the VM no longer
exists. The output of this task is an image name, that was converted from a VM.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM which is converted to
template

Select VM

gen_text_inputSelect this option to assign newly created
image to particular group

Assign Image To
Group

gen_text_inputImage will be associated to selected groupGroup ID

Outputs

TypeDescriptionOutput

gen_text_inputName of the Template on which the selected
operation was performed

IMAGE_NAME

userGroupGroup IDOUTPUT_GROUP_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Convert VMware Image to VM
Summary

Converts an image to a VM.
Description

This task converts an existing image to a VM. After converting an image to VM, the image no longer
exists. The output of this task is a VM name, that was converted from an image.

Inputs

MandatoryMappable To TypeDescriptionInput

YimageSelect the Image which will be converted
to VM

Select Image

BooleanSelect this option to assign vm to
particular group

Assign VM

vDCVirtual Data Center (cannot be a
container)

vDC

vdcCategoryVM CategoryCategory

gen_text_inputVM User LabelVM User Label

BooleanSelect this to set VM Provision Time to
the specified time.

Set Provision Time

date_timeVM Provision time will be set to
specified time

Provision Date/Time

gen_text_inputCommentsComments

Outputs

TypeDescriptionOutput

vmID of the VM on which the selected operation was
performed

OUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Create VM Disk
Summary

Creates a new virtual disk for the VM.
Description

This creates a virtual hard disk as a storage device in a specified datastore for the VM. The Virtual hard
disk can be created on the same datastore on which VM is configured or on a different datastore.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which disk need
to be created

Select VM

Ygen_text_inputEnter size of the diskDisk Size (GB)

DiskTypeSelect Disk TypeSelect Disk Type

DatastoreOrDatastore
Cluster

Select Datastore/Datastore ClusterSelect Datastore/Datastore
Cluster

dataStoreNameSelect a datastore nameSelect Datastore

dataStoreClusterNameSelect a datastore cluster nameSelect Datastore Cluster

Do you want to allocate and commit
space on demand?

Thin Provisioning

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Create VM Snapshot
Summary

Creates a snapshot of a Virtual Machine.
Description

This task backs up an existing VM as a snapshot for use as backup in case of failure. Output of this task
is the name of the snapshot that was created.

Inputs

MandatoryMappable To
Type

DescriptionInput

YvmSelect the VM for which snapshot need
to be created

Select VM

Ygen_text_inputName of the snapshotSnapshot Name

Whether to do a snapshot of memorySnapshot Memory

Whether to quiesce file systemQuiesce Filesystem

Outputs

TypeDescriptionOutput

gen_text_inputName of the Snapshot on which the selected
operation was performed

SNAPSHOT_NAME

vmID of the VM on which the selected operation was
performed

OUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Multiple VMware VM
Summary

Delete multiple VMware VMs.
Description

This task deletes one or more VMware VMs.
Inputs

MandatoryMappable To TypeDescriptionInput

YmultiVMSelect the VMs to be deletedSelect VMs

Outputs

TypeDescriptionOutput

vmID of the VM on which the selected operation was
performed

OUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VM Disk
Summary

Deletes a virtual disk for the VM.
Description

This task deletes the specified virtual hard disk for the VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which disk need
to be deleted

Select VM

gen_text_inputSelect a disk nameSelect Disk Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VMWare VM Snapshot
Summary

Delete a snapshot of Virtual Machine.
Description

This task deletes an existing snapshot of a VM. Use this task to clean up old snapshots to free up disk
space. Over time when lots of snapshots are created, older or unwanted snapshots can be deleted to free
up disk space.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM to delete a snapshotSelect VM

Ygen_text_inputName of the snapshot to be deletedSnapshot Name

Deletes all children of the selected
snapshot also

Delete Children

Outputs

TypeDescriptionOutput

gen_text_inputName of the Snapshot on which the selected
operation was performed

SNAPSHOT_NAME

vmID of the VM on which the selected operation was
performed

OUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VMware Image
Summary

Deletes a VMware image.
Description

This task deletes a VMware image.
Inputs

MandatoryMappable To TypeDescriptionInput

YimageSelect the Image to be deletedSelect Image

Outputs

TypeDescriptionOutput

gen_text_inputName of the Template on which the selected
operation was performed

IMAGE_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VMware VM
Summary

Deletes a VMware VM.
Description

This task deletes a VMware VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM to be deletedSelect VM

Outputs

TypeDescriptionOutput

vmID of the VM on which the selected operation was
performed

OUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
3593

VMware VM Tasks
Delete VMware VM



Delete all VMware VM Snapshots
Summary

Delete all the snapshots of a Virtual Machine.
Description

This task deletes all the snapshots of a VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM to delete all snapshotsSelect VM

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Execute VIX Script
Summary

Executes the VIX script to handle Guest OS commands.
Description

This task executes commands on the guest OS. You to can configure parameters in the guest OS using
the script commands. If the command parameters contain variables such as ${variable} then the command
must escape backslashes using four backslashes '\\\\' instead of two.'\\'. For example:
c:\\sqlinstall\\install.cmd ${SQL_INSTANCE_NAME} must be passed as c:\\\\sqlinstall\\\\install.cmd
${SQL_INSTANCE_NAME}. The output of this task is the status code of the VIX script. In a windows
VM, when Output display and Invoke Guest Operations API are both set to false, then you must provide
the /c flag in the script input. If the /c flag is missing under those conditions, then the task is blocked and
UCSD times out. If Output display is false and Invoke Guest Operations API is true, then the task fails
with error code -1.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM on which to execute
the VIX Action

Select VM

YCredential TypeCredential Type

gen_text_inputLoginLogin

passwordPasswordPassword

YScriptScript

Undo ScriptUndo Script

gen_text_inputEnter comma seperated error codesError Codes

Ygen_text_inputOutput DisplayOutput Display

gen_text_inputInvoke Guest Operations APIInvoke Guest Operations
API

Outputs

TypeDescriptionOutput

gen_text_inputExit Status code of VIX ScriptEXIT_STATUS_CODE

gen_text_inputFailure Message of VIX ScriptERROR_STATUS_MESSAGE

Cisco UCS Director Task Library Reference, Release 6.7
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Execute VM Command
Summary

Executes a command on the VM.
Description

The task executes a command on the selected VM. You must provide the command path and command
arguments.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which command to
be run.

Select VM

YEnter VM login user name.User Name

YEnter VM login password.Password

Ygen_text_inputEnter command path.Command Path

gen_text_inputEnter command arguments.Command Arguments

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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File Explorer
Summary

Uploads or downloads a file to or from the VM.
Description

The task uploads a file to the VM or downloads a file from the VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which filer operation
like upload/download need to be done.

Select VM

YEnter VM login user name.User Name

YEnter VM login password.Password

Select option to upload file.File Upload

gen_text_inputSelect path of the local file.Local File Path

gen_text_inputSelect path of the VM Guest file.Guest File Path

Select option to download file.File Download

gen_text_inputSelect path of the VM Guest file.Guest File Path

gen_text_inputSelect path of the local file.Local Download Location

Outputs

TypeDescriptionOutput

vmID of the VMonwhich the selected
operation was performed

OUTPUT_VM_ID

gen_text_inputUploaded File PathOUTPUT_UPLOAD_TO_VM_FILE_
PATH

gen_text_inputUploaded File NameOUTPUT_UPLOAD_TO_VM_FILE_
NAME

gen_text_inputDownloaded File PathOUTPUT_DOWNLOAD_FROM_VM_
FILE_PATH

gen_text_inputDownloaded File NameOUTPUT_DOWNLOAD_FROM_VM_
FILE_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Guest Operations
Summary

Execute guest operations to handle a guest OS.
Description

This task executes commands in a guest OS. You can configure parameters in a guest OS using script
commands. If the command parameters contain variables such as ${variable} then the command must
escape backslashes using four backslashes '\\\\' instead of two.'\\'. For example: c:\\sqlinstall\\install.cmd
${SQL_INSTANCE_NAME} must be passed as c:\\\\sqlinstall\\\\install.cmd
${SQL_INSTANCE_NAME}. You can upload a file to the guest and execute the uploaded file. The
outputs of this task include status code, error messages, and command output.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which command to be run.Select VM

Ygen_text_inputEnter VM login user name.User Name

YpasswordEnter VM login password.Password

YvmwareGuestOSType
List

Select Guest OS TypeOS Type

vmwareVIXGuest
OperationList

Select action to perform action on GuestGuest Operations

fileUploadSelect file that needs to be uploaded to GuestUpload File

gen_text_inputEnter Guest Guest OS Folder Path to which
the files must be uploaded. Example folder

Guest OS Folder Path

Paths: Windows[C:\UCSDGuestFiles\],
Linux[/tmp/UCSDGuestFiles/].

gen_text_inputEnter wait time for VMWare Guest operation
to complete.

Wait Time To
Complete(seconds)

gen_text_inputBased on the executor path this task decides
whether to execute through powershell or

Executable Path and
Options

batch script. we can provide options along
with Executor Path. Example:PowerShell
Path [C:\Windows\System32\WindowsPower
Shell\v1.0\PowerShell.exe]. CommandLine
Path[C:\WINDOWS\system32\cmd.exe]

gen_text_inputEnter command path.Command Path

gen_text_inputUndo Script for rollbackUndo Script

gen_text_inputEnter comma seperated error codesError Codes

Outputs

TypeDescriptionOutput

gen_text_inputExit status code of Guest Operations scriptEXIT_STATUS_CODE
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TypeDescriptionOutput

gen_text_inputFailure message of Guest Operations scriptERROR_STATUS_MESSAGE

gen_text_inputCommand Output of Guest Operations
script

COMMAND_OUTPUT

Cisco UCS Director Task Library Reference, Release 6.7
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Guest Setup
Summary

Resets the Guest OS root password.
Description

This task resets the root password on the Guest OS of the VM. The output of this task is a reset root
password.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM to perform the Guest
Setup action

Select VM

gen_text_inputCredential OptionsCredential Options

Yvm_userIDVM User IDUser ID

Yvm_passwordVM PasswordPassword

Outputs

TypeDescriptionOutput

passwordNew passwordNEW_PASSWORD

Cisco UCS Director Task Library Reference, Release 6.7
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Import OVF to VMware Cloud
Summary

Import an OVF image to a VMware cloud
Description

This task imports OVF packages into the UCS Director system. For example, you can create a virtual
machine within VMware and export it into an OVF package for installation, either within your organization
or for distribution to other organizations. An OVF package consists of pre configured virtual machines
that package applications with the operating system that they require. This task supports both files
uploaded to UCSDirector and HTTPURLs such as "http://222.11.22.111/Release/month/test_OVF.ovf".
UCSDirector uses this task to import virtual machines packaged in OVF format into the vCenter VMware
Cloud. The output of this task is a virtual machine created on the vCenter VMware Cloud.

Inputs

MandatoryMappable To TypeDescriptionInput

YvDCSelect vDC on which to perform
the action

Select vDC

Select file fromAppliance StorageSelect file from Appliance
Storage

Ygen_text_inputOVF FileOVF File

Ygen_text_inputOVF URLOVF URL

gen_text_inputUnique VM NameVM Name

gen_text_inputUser NameUsername

passwordPasswordPassword

BooleanEnable Guest CustomizationEnable Guest Customization

Outputs

TypeDescriptionOutput

vmID of the VM on which the
selected operationwas performed

OUTPUT_VM_ID

gen_text_inputVM OS TypeOUTPUT_OVF_VM_OSTYPE

gen_text_inputVM NICsOUTPUT_OVF_VM_NICS

gen_text_inputOVF UsernameOUTPUT_OVF_USERNAME

passwordOVF PassowrdOUTPUT_OVF_PASSWORD

gen_text_inputNo of vCPUsOUTPUT_OVF_VM_VCPU

gen_text_inputMemory(MB)OUTPUT_OVF_VM_MEMORYMB

gen_text_inputDisk(GB)OUTPUT_OVF_VM_DISKGB

gen_text_inputVMware account name.OUTPUT_VMWARE_ACCOUNT_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Mark/Unmark VMware VM As Golden Snapshot
Summary

Mark or Unmark a snapshot as a golden snapshot.
Description

This task adds or removes the "golden snapshot" designation to a snapshot. A golden snapshot cannot
be deleted. To delete a golden snapshot, revert it back to non-golden. Output of this task is the name of
the snapshot whose status was changed.

Inputs

MandatoryMappable To
Type

DescriptionInput

YvmSelect the VM tomark a snapshot as golden
snapshot

Select VM

Ygen_text_inputName of the snapshot to be marked as
golden snapshot

Name of the snapshot

Mark or Unmark the selected snapshot as
golden snapshot.

Mark As Golden
Snapshot

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Migrate VMWare VM
Summary

Migrates a VM to a new host or a new datastore.
Description

This task migrates a VM to a new host, a new datastore, or to both a new host and a new datastore.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameSelect the cloud name to migrate the
Account Name

Account Name

YvmSelect the VM to be migratedSelect VM

YvmwareMigrationType
Selector

Change the virtual machine's host,
datastore or both

Migration Type

vmwareHostNodeIdentityThe hostnode where the VM need to be
migrated to

Host Node

dataStoreNameSelect the datastore where the VM need
to be migrated to

Datastore

BooleanModify source VM networks to target
host networks

Modify Networks

VMMigrateNetworksListselect one or more networksVM Networks

Outputs

TypeDescriptionOutput

vmID of the VM on which the selected operation was
performed

OUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Provision new VMware VM
Summary

Provision a new VM.
Description

This task provisions a new VM using an ISO Image.
Inputs

MandatoryMappable To TypeDescriptionInput

YcatalogSelect Catalog on which to perform
the action

Select Catalog

YvDCSelect vDC on which to perform the
action

Select vDC

gen_text_inputUnique VM NameVM Name

YVMWareGuestOsTo
ISOMappingList

Guest OS IdentifierGuest OS

vCPUCountNumber of vCPUs to allocateNumber of vCPUs

coresPerSocketCores per SocketCores Per Socket

memSizeMBAmount of memory to allocateMemory

diskSizeGBAmount of disk to allocateDisk

ucsdApplicationCategoryThis selection will override the
catalog category

Category

storageTierPolicyStorage TierStorage Tier

Disk DatastoresDisk Datastores

ISODiskDatastoreOverrideOverride Datastore and
Size

gen_text_inputEnter Disk Datastores information
in JSON Format

VM Disks

Outputs

TypeDescriptionOutput

vmID of provisioned virtual machinePROVISIONED_VM_ID

gen_text_inputISO Image Path which is used for CDROM
Mounting

ISO_IMAGE_PATH

Cisco UCS Director Task Library Reference, Release 6.7
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Remove VMWare VM CD/DVD Drive
Summary

VM Remove a CD or DVD Drive.
Description

This task removes a VMware CD or DVD drive.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which iso image need to
be unmounted

Select VM

Ygen_text_inputSelect the unit no of CD/DVD Drive which
needs to be removed

Unit No

Ygen_text_inputSelect the controller key of CD/DVD Drive
which needs to be removed

Controller Key

Outputs

TypeDescriptionOutput

vmID of the VM on which the selected operation was
performed

OUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Resize VM Memory and CPU
Summary

Reconfigures the memory size and the CPU size of virtual machine .
Description

This task modifies the VM's memory size and CPU size. You can reconfigure the VM's resources
depending upon your requirements.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the on which to perform the
action

Select VM

vCPUCountNumber of vCPUs to allocateNumber of vCPUs

coresPerSocketCores Per SocketCores Per Socket

memSizeMBAmount of memory to allocateMemory

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Resize VMWare Generic Datastore
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YDataStore AssociationSelect the VM association status for
the Datastore for which resize needs
to be done

Datastore Association

YvmOptionally select a VM for resizing
the storage on

Select VM

YvmwareDatastoreAccount
Identity

Datastore NameDatastore Name

YdataStoreSizeStorage Size (GB)Storage Size (GB)

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Resize VMWare VM Disk
Summary

Reconfigures the disk size of a virtual machine.
Description

This task modifies the VM's disk size. You can reconfigure the VM's disk size depending upon your
requirements.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which to be
resized

Select VM

Ygen_text_inputVM DiskSelect Disk

gen_text_inputVM DiskTotal Provisioned (GB)

Ygen_text_inputNew Disk Size of the VMNew Disk Size (GB)

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Resync VMware VM
Summary

Resyncs a VM.
Description

This task resyncs or refreshes a VM and gets the latest updates on the VM.
Inputs

MandatoryMappable To
Type

DescriptionInput

YvmSelect the VM to wait for network
status

Select VM

YMax Wait Time in minutesMax Wait Time (minutes)

Outputs

TypeDescriptionOutput

gen_text_inputVMID of the Selected VMVM_ID

gen_text_inputName of the Selected VMVM_NAME

accountNameAccount Name of the Selected VMVM_ACCOUNTNAME

ipaddressPrimary IP Address of the VMVM_PRIMARYIP

vmHostHost Name of the selected VMVM_HOST

gen_text_inputStatus the VMVM_STATUS

gen_text_inputNumber of NICS on the VMVM_NUM_NICS

gen_text_inputName of the NIC0VM_NIC_NAME_0

gen_text_inputPortgroup of the NIC0VM_NIC_PORTGROUP_0

ipaddressIP Address of the NIC0VM_NIC_IP_0

gen_text_inputName of the NIC1VM_NIC_NAME_1

gen_text_inputPortgroup of the NIC1VM_NIC_PORTGROUP_1

ipaddressIP Address of the NIC1VM_NIC_IP_1

gen_text_inputName of the NIC2VM_NIC_NAME_2

gen_text_inputPortgroup of the NIC2VM_NIC_PORTGROUP_2

ipaddressIP Address of the NIC2VM_NIC_IP_2

gen_text_inputName of the NIC3VM_NIC_NAME_3

gen_text_inputPortgroup of the NIC3VM_NIC_PORTGROUP_3

ipaddressIP Address of the NIC3VM_NIC_IP_3
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Revert VM Snapshot
Summary

Revert a VM to a snapshot.
Description

This task reverts a VM to a user-specified snapshot. Use this task when a VM is corrupted or there is
loss of data to revert to any of the VM's snapshots.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM on which to perform
snapshot revert action

Select VM

Ygen_text_inputName of the snapshotSnapshot Name

Outputs

TypeDescriptionOutput

gen_text_inputName of the Snapshot on which the selected
operation was performed

SNAPSHOT_NAME

vmID of the VM on which the selected operation was
performed

OUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Save VMware VM as Template
Summary

Create a template from a virtual machine.
Description

This task creates a template from a VM. This task can be used to clone the behavior of an existing VM.
The output of this task is a template name.

Inputs

MandatoryMappable To
Type

DescriptionInput

YvmSelect the VM which should be saved as
template

Select VM

gen_text_inputName for the Template (may include template
parameters)

Name for the Template

When checked published as a catalog item to
the initiating user group, incase of admin it is
applied to all groups.

Publish to Catalog

Outputs

TypeDescriptionOutput

gen_text_inputName of the Template on which the selected
operation was performed

IMAGE_NAME

catalogID of the Catalog on which the selected operation
was performed

OUTPUT_CATALOG_ID

Cisco UCS Director Task Library Reference, Release 6.7
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Sync Subscribed Content Library
Summary

Synchronizes a subscribed content library.
Description

This tasks synchronizes the selected subscribed content library in the virtual account.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameAccount Name

YCONTENT_LIBRARY_
IDENTITY_OPTION

Select content LibrarySelect content Library

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Unassign VMware Image from Group
Summary

Unassign VMware image from group.
Description

This task unassigns a VMware image from a group.
Inputs

MandatoryMappable To TypeDescriptionInput

YimageSelect the image.Image

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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VM Configure VNC
Summary

Configures VNC on the VM.
Description

This task configures VNC console access on a VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the on which to perform
VNC action

Select VM

vmwareVmVNCKeyBoard
Map

Select the Keyboard MappingKeyboard Mapping

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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VM Disable VNC
Summary

Disables VNC console access.
Description

This task disables VNC Console access to the VM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the on which to perform VNC
action

Select VM

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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VMware - Add Annotation To VMs
Summary

VMware - Add Annotation To VMs.
Description

This task adds annotations to VMs. Note: Custom attributes apply to all virtual machines in the inventory.
Inputs

MandatoryMappable To TypeDescriptionInput

YmultiVMSelect the VMs for which
annotation need to be added

Select VMs

Ygen_text_inputEnter annotation labelAnnotation Label

Ygen_text_inputEnter annotation valueAnnotation Value

Outputs

TypeDescriptionOutput

vmID of virtual machineOUTPUT_VM_ID

Cisco UCS Director Task Library Reference, Release 6.7
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VMware - Get Snapshots
Summary

Get the Snapshot information.
Description

This task lists all the snapshots information for the selected VM Template.
Inputs

MandatoryMappable To TypeDescriptionInput

YimageSelect VM Template.VM Template

Outputs

TypeDescriptionOutput

imageImage identityOUTPUT_VMWARE_IMAGE_IDENTITY

gen_text_inputVMware Snapshot Key.OUTPUT_VMWARE_CURRENT_
SNAPSHOT_KEY

gen_text_inputVMware Snapshot Name.OUTPUT_VMWARE_CURRENT_
SNAPSHOT_NAME

gen_text_inputVMware Additional Snapshot
Info.

OUTPUT_VMWARE_ADDITIONAL_
SNAPSHOT_ALL

gen_text_inputVMware Additional Snapshot 1.OUTPUT_VMWARE_ADDITIONAL_
SNAPSHOT_1

gen_text_inputVMware Additional Snapshot 2.OUTPUT_VMWARE_ADDITIONAL_
SNAPSHOT_2

gen_text_inputVMware Additional Snapshot 3.OUTPUT_VMWARE_ADDITIONAL_
SNAPSHOT_3

gen_text_inputVMware Additional Snapshot 4.OUTPUT_VMWARE_ADDITIONAL_
SNAPSHOT_4

Cisco UCS Director Task Library Reference, Release 6.7
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VMware - Guest Customization
Summary

Apply Guest Customization on a VM.
Description

This task helps to apply Guest Customization on a provisioned VM. Customization will be applied when
the VM is powered on.

Inputs

MandatoryMappable To
Type

DescriptionInput

YvmSelect the VM to retrieve the propertiesSelect VM

YimagetypeVM Image TypeVM Image Type

Ygen_text_inputGuest OS Host NameGuest OS Host
Name

Ygen_text_inputThe IP domain to use for the VM, Ex :ciscoDNS Domain

gen_text_inputDNS suffixes to configure for the DNS lookup. Use commas to separate multiple entries.DNS Suffix List

gen_text_inputThe list of DNS server IP addresses. Use commas to separate multiple entries.DNS Server List

YlinuxtimezoneTime Zone to be customized for Linux VMLinux Time Zone

Windows OnlyWindows
Parameters
(applicable only for
Windows)

gen_text_inputThe Windows product ID or license key .The key is mandatory here otherwise customization will fail.Product ID

gen_text_inputFull name of license ownerLicense Owner
Name

gen_text_inputName of the organizationOrganization

licensemodeLicense ModeLicense Mode

gen_text_inputNumber of license users for the OSNumber of License
Users

gen_text_inputPrimary WIN ServerPrimary WINS

gen_text_inputSecondary WIN ServerSecondary WINS

BooleanAutomatically logon after system powers.Auto Logon

gen_text_inputAutomatically logon for the number of times as specified.Auto Logon Count

passwordPassword used for Auto Logon and system deployment.Administrator
Password

windowstimezoneTime Zone to be customized for Windows VMWindows Time
Zone

domainBelongs to a Windows domain or workgroup?Domain/Workgroup
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MandatoryMappable To
Type

DescriptionInput

gen_text_inputSpecify Workgroup name.Workgroup

gen_text_inputDomain.Domain

gen_text_inputDomain UsernameDomain Username

passwordDomain PasswordDomain Password

BooleanGuest Customization needs to be validated?Validate Guest
Customization

gen_text_inputMax Wait Time to Validate Guest CustomizationValidation Max
Wait Time (mins)

BooleanSelect Power On to apply customizationPower On

Ygen_text_inputEnter the VM Networks with comma (,) separated in specific text format - @@@@@@@@@@@.
Ex-NIC1@Flexible@vswitch1@portgroup@static@IPv4@172.1.1.1@255.255.255.1@172.1.1.1,

NICConfiguration

NIC2@Flexible@dvswitch1@dvportgroup@static@IPv6@0:0:0:0:0:FFFF:AC01:0101@0:0:0:0:0:FFFF:FFFF:FF01@0:0:0:0:0:FFFF:AC01:0101,
NIC3@Flexible@dvswitch3@portgroup3@static@Both@172.1.1.1@255.255.255.1@172.1.1.
1@0:0:0:0:0:FFFF:AC01:0101@0:0:0:0:0:FFFF:FFFF:FF01@0:0:0:0:0:FFFF:AC01:0101, NIC4@Flexible@vswitch4@portgroup4@dhcp

Outputs

No Outputs
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VMware - Mount ISO on a VM
Summary

VMMount an ISO as a CD ROM.
Description

This task mounts a VMware ISO as a CD ROM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which iso image
need to be mounted

Select VM

Ygen_text_inputPath of the iso imageISO Image Path

YuseExistingCDROMUse Existing CD ROMCD/DVD Drive Mount
Options

vmCDROMsSelect CD ROMsSelect CD ROMs

YVMwarePowerOffVMPower Off required, when new
device is connected to VM

Power Off VM

Outputs

TypeDescriptionOutput

vmID of provisioned virtual machineOUTPUT_VM_ID
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VMware - Provision a Blank VM
Summary

Provision a Blank VM.
Description

This task helps to provision a Blank VMwithout using vDC policies and Catalog.This task is not intended
for publishing to the service end user.

Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameSelect the cloud name for provisioning a VMCloud Name

Ygen_text_inputEnter the Unique VM Name for provisioning a VM.VM Name

Ygen_text_inputEnter the number of CPU cores (Example: 1,2,3 etc.)CPU Cores

gen_text_inputEnter the number of Cores Per Socket (Example: 1,2,3 etc.)Cores Per Socket

Ygen_text_inputProvide the required memory sizeMemory Size

YvmwareMemorySizeUnitSelect the memory unit for the provided memoryMemory Unit

YvmwarehostscopeselectiontypeSelect the Host Node/Cluster scopeHost Node/Cluster

vmwareHostNodeIdentitySelect a host node to provision a VM on itHost Node

vmwareClusterIdentitySelect a cluster for provisioning a VM on hosts in clusterCluster

vmwareResourcePoolIdentitySelect single Resource Pool for provisioning a VMResource Pool

YvmwaredatastorescopeselectiontypeSelect Datastore/Datastore Cluster Storage ScopeDatastore/Datastore
Cluster

vmwareDatastoreIdentitySelect a Datastore for provisioning a VMDatastore

vmwareDatastoreClusterIdentitySelect a Datastore Cluster for provisioning a VMDatastore Cluster

YvmwareGuestOSListProviderSelect Guest OS Version for provisioning a VMGuest OS Version

YvmwareDiskControllerTypeList
Provider

Select Controller Type for provisioning a VMController Type

BooleanCheck the checkbox to provision disks in different Datastores/Datastore
Clusters

Provision Disks in
different
Datastores/Datastore
Clusters

Disk Provisioning
Options

YvmwareStoragePolicyDisk
ProvisionTypeLovProvider

Select Thin/Thick Provisioning OptionsDisk Provisioning

gen_text_inputEnter the disk with comma (,) separated in specific text format - [Disk
Name]@[Disk Size(MB/GB/TB)]. Ex - HD1@20GB,HD2@2TB

Disk Size

gen_text_inputEnter the disks with comma (,) separated in specific text format - [Disk
Name]@[Disk Size (MB/GB/TB)]@[Disk Format

Disks
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MandatoryMappable To TypeDescriptionInput
(thin/thicklz/thickez)]@[Disk Datastore]@[Disk Datastore Cluster]. Ex
-HD1@20GB@thicklz@datastore1@,HD2@2TB@thickez@@datastore
Cluster1

Ygen_text_inputEnter the VMNetworks with comma (,) separated in specific text format
- [NIC Alias]@[Adapter Type]@[Switch Name]@[Portgroup]. Ex -
NIC1@Flexible@vswitch1@portgroup, NIC2@E1000@@portgroup4

VM Networks

gen_text_inputSlash (/) separated folder names to which VM may be deployed. It may
include parameterized variables such as ${GROUP_NAME}

Deploy to Folder

Outputs

TypeDescriptionOutput

vmID of the VM on which the selected
operation was performed

OUTPUT_VM_ID

gen_text_inputVM Network ConfigurationOUTPUT_VM_NIC_
CONFIGURATION
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VMware - Provision a VM without VDC
Summary

VMware VM Provisioning without vDC and Catalog.
Description

This task allows user to provision a VM without using vDC policies and Catalog.It helps to add NICs.
It will allow the user to change the disk configuration for the VM to be provisioned.This task is not
intended for publishing to the service end user.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the Unique VM Name for provisioning a VM.VM Name

BooleanCheck the checkbox for provisioning a VM using content library templateContent Library
Template

vmwareContentLibraryIdentitySelect the content library template for provisioning a VMContent Library
VM Template

imageSelect a VM template for provisioning a VMVM Template

gen_text_inputEnter the number of CPU cores (Example: 1,2,3 etc.)CPU Cores

gen_text_inputEnter the number of Cores Per Socket (Example: 1,2,3 etc.)Cores Per Socket

gen_text_inputProvide the required memory sizeMemory Size

vmwareMemorySizeUnitSelect the memory unit for the provided memoryMemory Unit

YvmwarehostscopeselectiontypeSelect the Host Node/Cluster scopeHost Node/Cluster

vmwareHostNodeIdentitySelect a host node to provision a VM on itHost Node

vmwareClusterIdentitySelect a cluster for provisioning a VM on hosts in clusterCluster

vmwareResourcePoolIdentitySelect single Resource Pool for provisioning a VMResource Pool

YvmwaredatastorescopeselectiontypeSelect Datastore/Datastore Cluster Storage ScopeDatastore/Datastore
Cluster

vmwareDatastoreIdentitySelect a Datastore for provisioning a VMDatastore

vmwareDatastoreClusterIdentitySelect a Datastore Cluster for provisioning a VMDatastore Cluster

BooleanCheck the checkbox for provisioning a VM using Linked CloneUse Linked Clone

gen_text_inputSelect a snapshot key for provisioning a VM using Linked CloneSnapshot Name

BooleanCheck the checkbox to provision disks in different Datastores/Datastore ClustersProvision Disks in
different
Datastores/Datastore
Clusters

Disk Provisioning
Options

vmwareStoragePolicyDisk
ProvisionTypeLovProvider

Select Thin/Thick Provisioning OptionsDisk Provisioning
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter the disk with comma (,) separated in specific text format - [Disk Name]@[Disk Size (MB/GB/TB)]. Ex - HD1@20GB,HD2@2TBDisk Resize

gen_text_inputEnter the disks with comma (,) separated in specific text format - [Disk Name]@[Disk Size(MB/GB/TB)]@[Disk Format (thin/thicklz/thickez)]@[Disk
Datastore]@[Disk Datastore Cluster]@[Disk Linked Clone (true/false)]. Ex -
HD1@20GB@thicklz@datastore1@@true,HD2@2TB@thickez@@datastoreCluster1@false

Disks

gen_text_inputEnter the VM Networks with comma (,) separated in specific text format - [NIC Alias]@[Adapter Type]@[Switch
Name]@[Portgroup]@[DHCP/Static]@[IPv4/IPv6/Both]@[IPv4 IPAddress]@[IPv4 SubnetMask IP]@[IPv4Gateway IP]@[IPv6 IPAddress]@[IPv6

VM Networks

Subnet Mask IP]@[IPv6 Gateway IP]. Ex-NIC1@Flexible@vswitch1@portgroup@static@IPv4@172.1.1.1@255.255.255.1@172.1.1.1,
NIC2@Flexible@dvswitch1@dvportgroup@static@IPv6@0:0:0:0:0:FFFF:AC01:0101@0:0:0:0:0:FFFF:FFFF:FF01@0:0:0:0:0:FFFF:AC01:0101,
NIC3@Flexible@dvswitch3@portgroup3@static@Both@172.1.1.1@255.255.255.1@172.1.1.
1@0:0:0:0:0:FFFF:AC01:0101@0:0:0:0:0:FFFF:FFFF:FF01@0:0:0:0:0:FFFF:AC01:0101,NIC4@Flexible@vswitch4@portgroup4@dhcp. Guest
Customization task needs to be executed for configuring the IP address.

gen_text_inputSlash (/) separated folder names to which VM may be deployed. It may include parameterized variables such as ${GROUP_NAME}Deploy to Folder

BooleanCheck the checkbox to Power On the VM after provisioningPower On

Outputs

TypeDescriptionOutput

vmID of the VM on which the selected
operation was performed

OUTPUT_VM_ID

gen_text_inputVM Network ConfigurationOUTPUT_VM_NIC_
CONFIGURATION
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VMware - Unmount ISO from a VM
Summary

Unmounts an ISO image from the CD-ROM.
Description

This task unmounts an ISO image from the CD-ROM.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmSelect the VM for which iso image
need to be unmounted

Select VM

YvmCDROMsSelect CD ROMsSelect CD ROMs

Outputs

TypeDescriptionOutput

vmID of provisioned virtual machineOUTPUT_VM_ID
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VMware Resource Allocation
Summary

Allocate VM resources.
Description

This task allocates resources for provisioning VMs.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

gen_text_inputIP Address of the allocated host on which
selected operation was performed

ALLOCATED_IP_ADDRESS

gen_text_inputIP Address of the additional vNICs on the
host

ALLOCATED_NIC_IP_
DETAILS
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VMware VM Provision
Summary

Provision a VM.
Description

This task provisions a VM.
Inputs

MandatoryMappable To TypeDescriptionInput

No Inputs

Outputs

TypeDescriptionOutput

vmID of provisioned virtual machinePROVISIONED_VM_ID

gen_text_inputVM NameVM_Name

gen_text_inputVM CPU SizeVM_CPU_Size

gen_text_inputVM Cores Per CPUVM_Cores_Per_CPU

gen_text_inputVM Memory SizeVM_Memory_Size

gen_text_inputVM Guest Host NameVM_Guest_Host Name

gen_text_inputVM vCenter Account NameVM_vCenter_Name

gen_text_inputVM vCenter Server AddressVM_Server_Address

datacenterNameVM Datacenter NameVM_Datacenter_Name

gen_text_inputVM Datacenter IdentityVM_Datacenter_Identity

gen_text_inputVM HostVM_Host

vmwareHostNodeIdentityVM Host IdentityVM_Host_Identity

gen_text_inputVM Cluster NameVM_Cluster_Name

vmwareClusterIdentityVM Cluster IdentityVM_Cluster_Identity

vmwareResourcePoolNameVM Resource Pool NameVM_Resource_Pool_Name

vmwareResourcePoolIdentityVM Resource Pool IdentityVM_Resource_Pool_Identity

vmwareDatastoreNameDatastore Name associated with
the vm

VM_Datastore

vmwareDatastoreIdentityVM Datastore IdentityDatastore_Identity

gen_text_inputVM Datastore Info IdentityDatastore_Info_Identity

vmwareDatastoreCluster
Name

VM Datastore Cluster NameVM_Datastore_Cluster_Name

vmwareDatastoreCluster
Identity

VM Datastore Cluster IdentityVM_Datastore_Cluster_Identity
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TypeDescriptionOutput

gen_text_inputTotal Number of VM DisksVM_Disk_Count

dataStoreNameVM Disk 1 Datastore NameDatastore_Name_Disk1

dataStoreNameVM Disk 2 Datastore NameDatastore_Name_Disk2

dataStoreNameVM Disk 3 Datastore NameDatastore_Name_Disk3

dataStoreNameVM Disk 4 Datastore NameDatastore_Name_Disk4

dataStoreNameVM Disk 5 Datastore NameDatastore_Name_Disk5

dataStoreNameVM Disk 6 Datastore NameDatastore_Name_Disk6

dataStoreNameVM Disk 7 Datastore NameDatastore_Name_Disk7

dataStoreNameVM Disk 8 Datastore NameDatastore_Name_Disk8

dataStoreNameVM Disk 9 Datastore NameDatastore_Name_Disk9

dataStoreNameVM Disk 10 Datastore NameDatastore_Name_Disk10

vmwareDatastoreIdentityVM Disk 1 Datastore NameDatastore_Identity_Disk1

vmwareDatastoreIdentityVM Disk 2 Datastore NameDatastore_Identity_Disk2

vmwareDatastoreIdentityVM Disk 3 Datastore NameDatastore_Identity_Disk3

vmwareDatastoreIdentityVM Disk 4 Datastore NameDatastore_Identity_Disk4

vmwareDatastoreIdentityVM Disk 5 Datastore NameDatastore_Identity_Disk5

vmwareDatastoreIdentityVM Disk 6 Datastore NameDatastore_Identity_Disk6

vmwareDatastoreIdentityVM Disk 7 Datastore NameDatastore_Identity_Disk7

vmwareDatastoreIdentityVM Disk 8 Datastore NameDatastore_Identity_Disk8

vmwareDatastoreIdentityVM Disk 9 Datastore NameDatastore_Identity_Disk9

vmwareDatastoreIdentityVM Disk 10 Datastore NameDatastore_Identity_Disk10

vmwareDatastoreCluster
Name

VM Disk 1 Datastore Cluster
Name

Datastore_Cluster_Name_Disk1

vmwareDatastoreCluster
Name

VM Disk 2 Datastore Cluster
Name

Datastore_Cluster_Name_Disk2

vmwareDatastoreCluster
Name

VM Disk 3 Datastore Cluster
Name

Datastore_Cluster_Name_Disk3

vmwareDatastoreCluster
Name

VM Disk 4 Datastore Cluster
Name

Datastore_Cluster_Name_Disk4

vmwareDatastoreCluster
Name

VM Disk 5 Datastore Cluster
Name

Datastore_Cluster_Name_Disk5

vmwareDatastoreCluster
Name

VM Disk 6 Datastore Cluster
Name

Datastore_Cluster_Name_Disk6

vmwareDatastoreCluster
Name

VM Disk 7 Datastore Cluster
Name

Datastore_Cluster_Name_Disk7
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TypeDescriptionOutput

vmwareDatastoreCluster
Name

VM Disk 8 Datastore Cluster
Name

Datastore_Cluster_Name_Disk8

vmwareDatastoreCluster
Name

VM Disk 9 Datastore Cluster
Name

Datastore_Cluster_Name_Disk9

vmwareDatastoreCluster
Name

VM Disk 10 Datastore Cluster
Name

Datastore_Cluster_Name_Disk10

vmwareDatastoreCluster
Identity

VM Disk 1 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk1

vmwareDatastoreCluster
Identity

VM Disk 2 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk2

vmwareDatastoreCluster
Identity

VM Disk 3 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk3

vmwareDatastoreCluster
Identity

VM Disk 4 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk4

vmwareDatastoreCluster
Identity

VM Disk 5 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk5

vmwareDatastoreCluster
Identity

VM Disk 6 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk6

vmwareDatastoreCluster
Identity

VM Disk 7 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk7

vmwareDatastoreCluster
Identity

VM Disk 8 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk8

vmwareDatastoreCluster
Identity

VM Disk 9 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk9

vmwareDatastoreCluster
Identity

VM Disk 10 Datastore Cluster
Identity

Datastore_Cluster_Identity_Disk10

gen_text_inputMac address associated with the
vm

VM_Mac

gen_text_inputIPv4 address of the vmVM_IPv4_Address

gen_text_inputIPv6 address of the vmVM_IPv6_Address

gen_text_inputPort Groups associatedwith the vmVM_PortGroups

gen_text_inputTotal Number of VM NICsVM_Nics_Count

gen_text_inputMac address of the NIC1VM_NIC1_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC1VM_NIC1_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC1VM_NIC1_IPv6_ADDRESS

gen_text_inputAdapter name of NIC1VM_NIC1_ADAPTER_NAME

vmwareVmPortGroupIdentityPortGroup Identity of NIC1VM_NIC1_GENERIC_
PORTGROUP_IDENTITY
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TypeDescriptionOutput

portGroupIdentityPortGroup Identity of NIC1VM_NIC1_PORTGROUP_
IDENTITY

VMwareDVPortgroupIdentityPortGroup Identity of NIC1VM_NIC1_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC1VM_NIC1_PortGroup_Name

portGroupTypePortGroup Type of the NIC1VM_NIC1_PortGroup_Type

vSwitchNamevSwitch Name of the NIC1VM_NIC1_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC1VM_NIC1_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC1VM_NIC1_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC1VM_NIC1_dvSwitch_Identity

gen_text_inputMac address of the NIC2VM_NIC2_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC2VM_NIC2_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC2VM_NIC2_IPv6_ADDRESS

gen_text_inputAdapter name of NIC2VM_NIC2_ADAPTER_NAME

vmwareVmPortGroupIdentityPortGroup Identity of NIC2VM_NIC2_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityPortGroup Identity of NIC2VM_NIC2_PORTGROUP_
IDENTITY

VMwareDVPortgroupIdentityPortGroup Identity of NIC2VM_NIC2_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC2VM_NIC2_PortGroup_Name

portGroupTypePortGroup Type of the NIC2VM_NIC2_PortGroup_Type

vSwitchNamevSwitch Name of the NIC2VM_NIC2_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC2VM_NIC2_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC2VM_NIC2_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC2VM_NIC2_dvSwitch_Identity

gen_text_inputMac address of the NIC3VM_NIC3_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC3VM_NIC3_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC3VM_NIC3_IPv6_ADDRESS

gen_text_inputAdapter name of NIC3VM_NIC3_ADAPTER_NAME

vmwareVmPortGroupIdentityPortGroup Identity of NIC3VM_NIC3_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityPortGroup Identity of NIC3VM_NIC3_PORTGROUP_
IDENTITY
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TypeDescriptionOutput

VMwareDVPortgroupIdentityPortGroup Identity of NIC3VM_NIC3_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC3VM_NIC3_PortGroup_Name

portGroupTypePortGroup Type of the NIC3VM_NIC3_PortGroup_Type

vSwitchNamevSwitch Name of the NIC3VM_NIC3_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC3VM_NIC3_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC3VM_NIC3_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC3VM_NIC3_dvSwitch_Identity

gen_text_inputMac address of the NIC4VM_NIC4_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC4VM_NIC4_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC4VM_NIC4_IPv6_ADDRESS

gen_text_inputAdapter name of NIC4VM_NIC4_ADAPTER_NAME

vmwareVmPortGroupIdentityPortGroup Identity of NIC4VM_NIC4_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityPortGroup Identity of NIC4VM_NIC4_PORTGROUP_
IDENTITY

VMwareDVPortgroupIdentityPortGroup Identity of NIC4VM_NIC4_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC4VM_NIC4_PortGroup_Name

portGroupTypePortGroup Type of the NIC4VM_NIC4_PortGroup_Type

vSwitchNamevSwitch Name of the NIC4VM_NIC4_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC4VM_NIC4_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC4VM_NIC4_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC4VM_NIC4_dvSwitch_Identity

gen_text_inputMac address of the NIC5VM_NIC5_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC5VM_NIC5_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC5VM_NIC5_IPv6_ADDRESS

gen_text_inputAdapter name of NIC5VM_NIC5_ADAPTER_NAME

vmwareVmPortGroupIdentityPortGroup Identity of NIC5VM_NIC5_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityPortGroup Identity of NIC5VM_NIC5_PORTGROUP_
IDENTITY

VMwareDVPortgroupIdentityPortGroup Identity of NIC5VM_NIC5_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC5VM_NIC5_PortGroup_Name
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TypeDescriptionOutput

portGroupTypePortGroup Type of the NIC5VM_NIC5_PortGroup_Type

vSwitchNamevSwitch Name of the NIC5VM_NIC5_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC5VM_NIC5_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC5VM_NIC5_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC5VM_NIC5_dvSwitch_Identity

gen_text_inputMac address of the NIC6VM_NIC6_MAC_ADDRESS

gen_text_inputIPv4 address of the NIC6VM_NIC6_IPv4_ADDRESS

gen_text_inputIPv6 address of the NIC6VM_NIC6_IPv6_ADDRESS

gen_text_inputAdapter name of NIC6VM_NIC6_ADAPTER_NAME

vmwareVmPortGroupIdentityPortGroup Identity of NIC6VM_NIC6_GENERIC_
PORTGROUP_IDENTITY

portGroupIdentityPortGroup Identity of NIC6VM_NIC6_PORTGROUP_
IDENTITY

VMwareDVPortgroupIdentityPortGroup Identity of NIC6VM_NIC6_DISTRIBUTED_
PORTGROUP_IDENTITY

gen_text_inputPortGroup Name of the NIC6VM_NIC6_PortGroup_Name

portGroupTypePortGroup Type of the NIC6VM_NIC6_PortGroup_Type

vSwitchNamevSwitch Name of the NIC6VM_NIC6_vSwitch_Name

dvSwitchNameDV Switch Name of the NIC6VM_NIC6_dvSwitch_Name

vmwareVSwitchIdentityvSwitch Identity of the NIC6VM_NIC6_vSwitch_Identity

VMwareDVSwitchIdentityDV Switch Identity of the NIC6VM_NIC6_dvSwitch_Identity
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Virtual SAN Tasks

This chapter contains the following sections:

• Add Disks to Disk Group for VMware Virtual SAN, on page 3634
• Claim Disk for VMware Virtual SAN, on page 3635
• Cleanup Virtual SAN Cluster, on page 3636
• Convert UCS Disk State JBOD to UGood, on page 3637
• Convert UCS Disk State UGood to JBOD, on page 3638
• Create Disk Group for VMware Virtual SAN, on page 3639
• Create Virtual Drives for ESXi LSI Storage Controller, on page 3640
• Decommission VMware Multi Host Node, on page 3641
• Delete Disk Group for VMware Virtual SAN, on page 3642
• Delete Disk from Disk Group for VMware Virtual SAN, on page 3643
• Delete VMware Virtual SAN Cluster, on page 3644
• Enable Megaraid Controller Driver on C240M4, on page 3645
• Install Multi ESXi on SD for UCS Virtual SAN, on page 3646
• Mark SSD Disks on UCS for ESXi LSI Storage Controller, on page 3647
• Move VMWare Host to Maintenance Mode, on page 3648
• Persist VMware Virtual SAN Cluster, on page 3649
• Toggle VMWare Virtual SAN, on page 3650
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Add Disks to Disk Group for VMware Virtual SAN
Summary

Adds disks to a disk group.
Description

This task adds disks to a disk group.
Inputs

MandatoryMappable To TypeDescriptionInput

YvsanClusterChoose a VSAN clusterVSAN Cluster

YvmareHostChoose a hostHosts

YdiskGroupNameChoose a disk group nameDisk Group Name

YaddDiskstoDiskGroupChoose one or more disksSelect Disks

Outputs

No Outputs
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Claim Disk for VMware Virtual SAN
Summary

Claims disks.
Description

This task organizes disks into default disk groups under different hosts.
Inputs

MandatoryMappable To TypeDescriptionInput

YvsanClusterChoose a VSAN clusterVSAN Cluster

YVirtual SAN Disk IdentityChoose one or more disksSelect Disk

Outputs

TypeDescriptionOutput

Virtual SANClaimDisk IdentityVirtual SAN Claim Disk IdentityClaim Disks For VirtualSAN
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Cleanup Virtual SAN Cluster
Summary

Clean up a Virtual SAN cluster.
Description

This task helps to clean up the Virtual SAN cluster information on an ESXi Host. This task is executed
during the rollback of the Create or Expand Virtual SAN Cluster tasks.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter a host IP addressHost Node

Ygen_text_inputEnter a host user IDHost User ID

YpasswordEnter the host passwordHost Password

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Convert UCS Disk State JBOD to UGood
Summary

Convert an ESXi host disk state from JBOD to UGood.
Description

This task converts the physical disk drive state of an ESXi host from just a bunch of disks (JBOD) to
UGood so that RAID0 configuration can be done on the ESXi host. The host must have storcli installed
to run the commands.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHost IP AddressIP Address

Ygen_text_inputHost User IDUser ID

YpasswordHost PasswordPassword

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3637

Virtual SAN Tasks
Convert UCS Disk State JBOD to UGood



Convert UCS Disk State UGood to JBOD
Summary

Convert an ESXi host Disk State from UGood to JBOD.
Description

This task converts the physical disk drive state of an ESXi host from UGood to just a bunch of disks
(JBOD). The host must have storcli installed to run the commands.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHost IP AddressIP Address

Ygen_text_inputHost User IDUser ID

YpasswordHost PasswordPassword

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Create Disk Group for VMware Virtual SAN
Summary

Creates a disk group.
Description

This task creates a disk group under a host.
Inputs

MandatoryMappable To TypeDescriptionInput

YvsanClusterChoose a VSAN clusterVSAN Cluster

YvmareHostChoose a hostHost

YVirtual SAN Disk IdentityChoose one or more disksSelect Disk

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Create Virtual Drives for ESXi LSI Storage Controller
Summary

Create virtual drives on a C240M3.
Description

This task creates virtual drives On a C240M3. It deletes existing virtual drives and creates new virtual
drives with RAID0 configuration.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHost IP AddressIP Address

Ygen_text_inputHost User IDUser ID

YpasswordHost PasswordPassword

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Decommission VMware Multi Host Node
Summary

Decommission a multi-host node.
Description

This task decommissions multiple virtual SAN host nodes. Optionally, the task also disassociates and
deletes the service profile.

Inputs

MandatoryMappable To TypeDescriptionInput

YVirtual SAN PodChoose a podPod

YvsanClusterChoose a clusterCluster

YvsanMultiHostNode
Identity

Choose one or more host nodes to
decommission

Host Node

YpasswordEnter the host passwordHost Password

BooleanCheck to disassociate the service
profile

Disassociate Service
Profile

BooleanCheck to delete the service profileDelete Service Profile

Outputs

TypeDescriptionOutput

gen_text_inputSR IDsOUTPUT_SR_ID_LIST

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Disk Group for VMware Virtual SAN
Summary

Deletes a disk group.
Description

This task deletes a disk group under a host.
Inputs

MandatoryMappable To TypeDescriptionInput

YvsanClusterChoose a VSAN clusterVSAN Cluster

YvmareHostChoose a hostHost

YdiskGroupNameChoose a disk group nameDisk Group Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete Disk from Disk Group for VMware Virtual SAN
Summary

Deletes disks from a disk group.
Description

This task deletes disks from a disk group.
Inputs

MandatoryMappable To TypeDescriptionInput

YvsanClusterChoose a VSAN clusterVSAN Cluster

YvmareHostChoose a host nodeHost Node

YdiskGroupNameChoose a disk group nameDisk Group Name

YDeleteDisksFromDiskGroupChoose one or more disksSelect Disks

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Delete VMware Virtual SAN Cluster
Summary

Delete Virtual SAN Cluster.
Description

This task deletes Virtual SAN Cluster information from UCSD. It is executed during rollback of Create
Virtual SAN Cluster.

Inputs

MandatoryMappable To TypeDescriptionInput

gen_text_inputChoose an account nameAccount Name

gen_text_inputChoose a datacenter nameDatacenter Name

gen_text_inputEnter a cluster nameCluster Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Enable Megaraid Controller Driver on C240M4
Summary

Enable a Megaraid Controller.
Description

This task enables a Megaraid Controller on a C240M4 server.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHost IP AddressIP Address

Ygen_text_inputHost User IDUser ID

YpasswordHost PasswordPassword

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Install Multi ESXi on SD for UCS Virtual SAN
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

selectServerPoolor
UCSServer

Choose the UCS Server Pool or UCS
Server from the list

Select

ucsServerPoolTagIdentityChoose Server PoolServer Pool

ucsMultiServerIdentityChoose one or more UCS ServerUCS Server

gen_text_inputEnter number of host nodesNumber of Host Nodes

YucsServiceProfileTemplate
Identity

Select service profile template name
from which to create service profiles

Service Profile
Template

gen_text_inputEnter Service Profile NameService Profile Name

YucsBootPolicyIdentitySelect new Boot Policy to applyLAN Boot Policy

YucsScrubPolicyIdentitySelect new scrub Policy to applyScrub Policy

YVMWareIPPoolPolicyChoose Management IP PoolManagement IP Pool

YBMASelect the BMA for PXE setupBMA Server

gen_text_inputEnter DNS server nameDNS Server Name

YTimezoneChoose the time zone from the listTimezone

Ygen_text_inputEnter a host name for the vSAN
cluster

Host Name

Ygen_text_inputEnter a host user ID for the vSAN
cluster

Host User ID

YpasswordEnter a host password for vSAN
cluster

Host Password

YOSTypeChoose the OS type from the listOS Type

RAIDModeLOVSelect Cisco VSAN raid mode with
supported RAID

RAID Mode

Ygen_text_inputEnter Workflow NameWorkflow Name

vsanClusterEnter a cluster name for the vSAN
cluster

Cluster Name

Outputs

TypeDescriptionOutput

gen_text_inputSR IDsOUTPUT_SR_ID_LIST

gen_text_inputHost IP AddressesOUTPUT_HOST_IP_ADDRESS_LIST

Cisco UCS Director Task Library Reference, Release 6.7
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Mark SSD Disks on UCS for ESXi LSI Storage Controller
Summary

Mark the SSD on a C240M3.
Description

This task marks the SSD disk on a C240M3 in order to differentiate the SSD disk from other disks.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputHost IP AddressIP Address

Ygen_text_inputHost User IDUser ID

YpasswordHost PasswordPassword

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Move VMWare Host to Maintenance Mode
Summary

Moves the host to maintenance mode.
Description

This task moves a Virtual SAN host to maintenance mode.
Inputs

MandatoryMappable To TypeDescriptionInput

YvmwareAccountNameAccount Name

YclusterListCluster

YvmareHostHost Node

YVsanClusterMaintanceModeTypeMaintenance Mode

BooleanRemove from vCenter

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Persist VMware Virtual SAN Cluster
Summary

Persist Virtual SAN cluster information.
Description

This task persists the Virtual SAN cluster information in UCS Director. The task is executed while
creating a Virtual SAN cluster.

Inputs

MandatoryMappable To TypeDescriptionInput

Virtual SAN PodChoose a pod namePod Name

gen_text_inputEnter a cluster nameCluster Name

gen_text_inputChoose an account nameAccount Name

gen_text_inputEnter one or more host nodes.
Separate the host nodes with
commas.

Host Nodes

gen_text_inputEnter a host user IDHost User ID

passwordEnter the host passwordHost Password

gen_text_inputChoose a datacenter nameDatacenter Name

gen_text_inputChoose a claim disk modeClaim Disk Mode

gen_text_inputChoose a management IP pool
policy

Managemant IP Pool
Policy

gen_text_inputChoose a VM net IP policyVM Net IP Policy

gen_text_inputChoose a virtual SAN IP policyVirtualSAN IP Policy

gen_text_inputChoose a VMotion IP policyVMotion IP Policy

gen_text_inputChoose an MTU sizeMTU Size

RAIDModeLOVChoose a supported Cisco VSAN
RAID mode

RAID Mode

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Toggle VMWare Virtual SAN
Summary

Enables a VSAN cluster.
Description

This task enables a VSAN Cluster.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose a account name with which to
enable the VSAN cluster

Account Name

YdatacenterNameChoose a datacenter name in which to
create the cluster

Datacenter Name

YVMWareClaimDisk
ModeList

Choose a mode with which to claim diskClaim Disks

Check to turn on virtual SANTurn on Virtual SAN

Ygen_text_inputChoose a cluster on which to enable
VSAN

Cluster

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
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Windows AD Tasks

This chapter contains the following sections:

• Add Computer Object to AD, on page 3652
• Add Computer to Group, on page 3654
• Add DNS Resource Record in DNS Server, on page 3655
• Modify DNS Resource Record in Domain Controller, on page 3656
• Move Computer, on page 3657
• Remove Computer From Domain, on page 3658
• Remove Computer Object from AD, on page 3660
• Remove Computer from Group, on page 3661
• Remove DNS Resource Record from DNS Server, on page 3662

Cisco UCS Director Task Library Reference, Release 6.7
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Add Computer Object to AD
Summary

Create a new computer object in Active Directory.
Description

This task assigns a computer to a domain and creates a computer object in the Active Directory service
(AD). Select generic text with multiline support when mapping the organizational unit (OU) Path field
to the Admin Input. The PSAgent and the AD Domain Controller must be in the same domain. The
following requirements must be met:

• The Active Directory Cmdlets module must be installed on the domain controller.
• The PSAgent and AD must have PowerShell configured with winrm config and must have
PSRemoting enabled.

• The provisioned Windows VM must be powered on.
• The provisioned Windows VM must have PowerShell configured with winrm config and with
PSRemoting enabled.

• The provisioned Windows VM must be configured with the AD/DNS server IPAddress containing
nothing but the AD domain IPAddress that the VM is to to join.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect one of the Configured Power
Shell Agent

PowerShell Agent

Ygen_text_inputHostName or IP address of the Domain
Controller

Domain Controller

Ygen_text_inputDomain NameDomain Name

Ygen_text_inputUser of the Domain ControllerUsername

YpasswordPasswordPassword

Ygen_text_inputAuthentication Type for creating
Powershell Session on Domain
Contoller

Authentication Type

YMax wait time for the command to
complete in minutes

Maximum Wait Time

Ygen_text_inputEnter IPAddress of the Computer.Computer IPAddress

Ygen_text_inputEnter User of the Computer.Computer Username

YpasswordPasswordComputer Password

Ygen_text_inputEnter Organizational Unit path that
computer need to place in.

OU path

Cisco UCS Director Task Library Reference, Release 6.7
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Outputs

TypeDescriptionOutput

gen_text_inputName of the Computer DistinguishName that
was created by admin

OUTPUT_COMPUTER_DN

Cisco UCS Director Task Library Reference, Release 6.7
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Add Computer to Group
Summary

Add a computer to one or more groups.
Description

This task adds a computer to one or more groups in a domain. A sAMAccountName or a Distinguished
name can be given as an input for Computer or Group. You can supply multiple group names; the
computer is added to all of them. Separate the group names with semicolons.

Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputProvide one of the Configured PowerShell
Agent

PowerShell Agent

Ygen_text_inputEnter HostName or IP address of the DNSDomain Controller

Ygen_text_inputEnter the UserName of the Domain ControllerUser Name

YpasswordEnter the PasswordPassword

Ygen_text_inputProvide Authentication Type for creating
Powershell Session on DNSServer: Default,
Basic, Kerberos. The default value is Default

Authentication Type

Ygen_text_inputEnter Domain Name of the computerDomain Name

YEnter the Max wait time for the command to
complete in minutes

Maximum Wait
Time

Ygen_text_inputEnter DN or sAMAccountName of the
Computer. Example format for DN of computer

Computer Name

is CN=myComputer1,OU=Test
OU,DC=certad,DC=local

Ygen_text_inputEnter DN or sAMAccountName of the Group.
Use Semicolon(;) as a separator for multiple

Group Name

Groups. Example format for DN of group is
CN=mygroup1,OU=Test
OU,DC=certad,DC=local

Outputs

TypeDescriptionOutput

gen_text_inputName of the Server on which the operation is
carried out by Admin

OUTPUT_SERVER_NAME

gen_text_inputName of the Group to which the Computer is
mapped by Admin

OUTPUT_GROUP_NAME

gen_text_inputName of the Computer that was created by
admin

OUTPUT_COMPUTER_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Add DNS Resource Record in DNS Server

Cisco UCS Director Task Library Reference, Release 6.7
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Modify DNS Resource Record in Domain Controller
Summary

Modify a DNS resource record in a domain.
Description

This task modifies a DNS resource record in a Domain. This task is not supported on Active Directory
(AD) with Windows Server 2008.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect one of the Configured Power
Shell Agent

PowerShell Agent

Ygen_text_inputHostName or IP address of the DNSDNS Server

Ygen_text_inputDomain NameDomain Name

Ygen_text_inputUser NameUsername

YpasswordPasswordPassword

Ygen_text_inputAuthentication Type for creating the
powershell session on DNS Server

Authentication Type

YMax wait time for the command to
complete in minutes

Maximum Wait Time

Ygen_text_inputSelect one of the Configured Resource
Record Type.

Resource Record Type

Ygen_text_inputEnter Hostname.Hostname

Ygen_text_inputEnter new IPv4Address of host.IPv4Address

Ygen_text_inputEnter new IPv4Address of host.New IPv4Address

gen_text_inputEnter Time to Live in secondsTime to Live(ttl)

Outputs

TypeDescriptionOutput

gen_text_inputHostname of DNS ressource recordOUTPUT_DNS_RECORD_
HOSTNAME

gen_text_inputIPAddress of DNS ressource recordOUTPUT_DNS_RECORD_
IPADDRESS

gen_text_inputAlias name of DNS ressource recordOUTPUT_DNS_RECORD_ALIAS_
NAME

gen_text_inputMail server name of DNS ressource
record

OUTPUT_DNS_RECORD_
MAILSERVER

gen_text_inputType of DNS ressource recordOUTPUT_DNS_RECORD_TYPE

Cisco UCS Director Task Library Reference, Release 6.7
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Move Computer
Summary

Move an existing computer to a target OU.
Description

This task moves a computer from one organizational unit (OU) to another OU in a domain. A
sAMAccountName or a Distinguished name can be given as an input for Computer or Target OU. You
can supply multiple computer names; the computers are all moved to the target OU. Separate the computer
names with semicolons.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect powershell agentPowerShell Agent

Ygen_text_inputDomain ControllerDomain Controller

Ygen_text_inputUser NameUser Name

YpasswordPasswordPassword

Ygen_text_inputAuthentication TypeAuthentication Type

Ygen_text_inputDomain NameDomain Name

YMax wait time for the command
to complete in minutes

Maximum Wait Time

Ygen_text_inputDN or sAMAccountName of the
Computer

Computer Name

Ygen_text_inputTarget OUTarget OU

Outputs

TypeDescriptionOutput

gen_text_inputName of the Server on which the operation
is carried out by Admin

OUTPUT_SERVER_NAME

gen_text_inputName of the Computer that was created by
admin

OUTPUT_COMPUTER_NAME

gen_text_inputOU name to which Computer be moved toOUTPUT_TARGET_OU_NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Computer From Domain
Summary

Remove a computer from a domain.
Description

This task removes a computer from a domain and disables its computer object account in the Active
Directory service (AD). The following conditions must be met:

• Both PSAgent and AD Domain Controller must be on the same domain.
• Domain Controller must have the Active Directory Cmdlets module available.
• PSAgent and AD must have PowerShell configured with winrm config and PSRemoting enabled.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect one of the Configured Power
Shell Agent

PowerShell Agent

Ygen_text_inputHostName or IP address of the DNSDNS Server

Ygen_text_inputDomain NameDomain Name

Ygen_text_inputUser NameUsername

YpasswordPasswordPassword

Ygen_text_inputAuthentication Type for creating the
powershell session on DNS Server

Authentication Type

YMax wait time for the command to
complete in minutes

Maximum Wait Time

Ygen_text_inputSelect one of the Configured Resource
Record Type.

Resource Record Type

Ygen_text_inputEnter Hostname.Hostname

Ygen_text_inputEnter IPv4Address of host.IPv4Address

gen_text_inputSelect the Checkbox for Creating PTR
record

Create PTR record

gen_text_inputEnter Time to Live in secondsTime to Live(ttl)

Outputs

TypeDescriptionOutput

gen_text_inputHostname of DNS ressource recordOUTPUT_DNS_RECORD_
HOSTNAME

gen_text_inputIPAddress of DNS ressource recordOUTPUT_DNS_RECORD_
IPADDRESS

gen_text_inputAlias name of DNS ressource recordOUTPUT_DNS_RECORD_ALIAS_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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TypeDescriptionOutput

gen_text_inputMail server name of DNS ressource
record

OUTPUT_DNS_RECORD_
MAILSERVER

gen_text_inputType of DNS ressource recordOUTPUT_DNS_RECORD_TYPE

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Computer Object from AD
Summary

Delete a computer object from Active Directory.
Description

This task deletes a computer object from the Active Directory service (AD). The user must select generic
text with multiline support when the Computer DN field is mapped to Admin Input. Both PSAgent and
AD Domain Controller must be on the same domain. The domain controller must have the Active
Directory Cmdlets module. The PSAgent and AD must have PowerShell configured with winrm config
and PSRemoting enabled.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect one of the Configured PowerShell
Agent

PowerShell Agent

Ygen_text_inputHostName or IP address of the Domain
Controller

Domain Controller

Ygen_text_inputDomain NameDomain Name

Ygen_text_inputUser of the Domain ControllerUsername

YpasswordPasswordPassword

Ygen_text_inputAuthentication Type for creating
Powershell Session on Domain Contoller

Authentication Type

YMax wait time for the command to
complete in minutes

Maximum Wait Time

Ygen_text_inputDistinuguish Name of computer that need
remove from Domain Controller

Computer DN

Outputs

TypeDescriptionOutput

gen_text_inputName of the Computer DistinguishName that
was deleted by admin

OUTPUT_COMPUTER_DN

Cisco UCS Director Task Library Reference, Release 6.7
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Remove Computer from Group
Summary

Remove an existing computer from one or more groups.
Description

This task removes a computer from one or more groups in a domain. A sAMAccountName or a
Distinguished name can be given as an input for Computer or Group. You can supply multiple group
names; the computer is removed from all of them. Separate the group names with semicolons.

Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputProvide one of the Configured PowerShell
Agent

PowerShell Agent

Ygen_text_inputEnter HostName or IP address of the DNSDomain Controller

Ygen_text_inputEnter the UserName of the Domain ControllerUsername

YpasswordEnter the PasswordPassword

Ygen_text_inputProvide Authentication Type for creating
Powershell Session on DNSServer: Default,
Basic, Kerberos. The default value is Default

Authentication Type

Ygen_text_inputEnter Domain Name of the computerDomain Name

YEnter the Max wait time for the command to
complete in minutes

Maximum Wait
Time

Ygen_text_inputEnter DN or sAMAccountName of the
Computer. Example format for DN of computer

Computer Name

is CN=myComputer1,OU=Test
OU,DC=certad,DC=local

Ygen_text_inputEnter DN or sAMAccountName of the Group.
Use Semicolon(;) as a separator for multiple

Group Name

Groups. Example format for DN of group is
CN=mygroup1,OU=Test
OU,DC=certad,DC=local

Outputs

TypeDescriptionOutput

gen_text_inputName of the Server on which the operation is
carried out by Admin

OUTPUT_SERVER_NAME

gen_text_inputName of the Group to which the Computer is
mapped by Admin

OUTPUT_GROUP_NAME

gen_text_inputName of the Computer that was created by
admin

OUTPUT_COMPUTER_
NAME

Cisco UCS Director Task Library Reference, Release 6.7
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Remove DNS Resource Record from DNS Server
Summary

Remove a DNS resource record from a domain.
Description

This task removes a DNS resource record from a domain. The following conditions must be met:

• Both PSAgent and Active Directory (AD) Domain Controller must be on the same domain.
• Domain Controller must have both the DnsCmd.exe tool (supports Windows Server 2008 but may
not support newer versions after 2016) and the Domain Name System (DNS) Server Cmdlets module
(supports 2012 and newer).

• PSAgent and AD must have PowerShell configured with winrm config and PSRemoting enabled.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputSelect one of the Configured Power
Shell Agent

PowerShell Agent

Ygen_text_inputHostName or IP address of the DNSDNS Server

Ygen_text_inputDomain NameDomain Name

Ygen_text_inputUser NameUsername

YpasswordPasswordPassword

Ygen_text_inputAuthentication Type for creating the
powershell session on DNS Server

Authentication Type

YMax wait time for the command to
complete in minutes

Maximum Wait Time

Ygen_text_inputSelect one of the Configured Resource
Record Type.

Resource Record Type

Ygen_text_inputEnter Hostname.Hostname

Ygen_text_inputEnter IPv4Address of host.IPv4Address

Outputs

TypeDescriptionOutput

gen_text_inputHostname of DNS ressource recordOUTPUT_DNS_RECORD_
HOSTNAME

gen_text_inputIPAddress of DNS ressource recordOUTPUT_DNS_RECORD_
IPADDRESS

gen_text_inputAlias name of DNS ressource recordOUTPUT_DNS_RECORD_ALIAS_
NAME

gen_text_inputMail server name of DNS ressource
record

OUTPUT_DNS_RECORD_
MAILSERVER

gen_text_inputType of DNS ressource recordOUTPUT_DNS_RECORD_TYPE
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vDC Tasks

This chapter contains the following sections:

• Add Cost Model, on page 3664
• Add End User Self-Service Policy, on page 3667
• Add Network To Network Policy, on page 3668
• Add VM Management Policy, on page 3669
• Add vDC, on page 3671
• Clone Cost Model, on page 3673
• Clone End User Self-Service Policy, on page 3677
• Clone VM Management Policy, on page 3678
• Clone vDC, on page 3680
• Create vDC, on page 3682
• Delete vDC, on page 3684
• Delete vDC Policy, on page 3685
• Modify Computing Policy, on page 3686
• Modify Cost Model, on page 3687
• Modify End User Self-Service Policy, on page 3690
• Modify Network Policy, on page 3691
• Modify User VM Action Policy, on page 3692
• Modify User VM Action Policy v1, on page 3693
• Modify VM Management Policy, on page 3694
• Modify vDC, on page 3696
• Remove Network From Network Policy, on page 3698
• Undo Update Storage Policy, on page 3699
• Update Hyper V Network Policy, on page 3700
• Update Storage Policy, on page 3701
• User VM Action Policy, on page 3702
• User VM Action Policy v1, on page 3703
• Validate vDC, on page 3704
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Add Cost Model
Summary

Add Cost Model
Description

This task allows user to create Cost Model.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputEnter a cost model nameCost Model Name

gen_text_inputEnter a cost model descriptionCost Model Description

YCostModelType
Identity

Choose a cost model type: standard,
Advanced or Hyper-V. The default value
is standard.

Cost Model Type

gen_text_inputEnter an advanced cost modelAdvanced Cost Model

CostModelCharge
DurationIdentity

Provide a charge duration: Hourly, Daily,
Weekly, Monthly or Yearly. If not
specified the value defaults to Hourly.

Charge Duration

Fixed CostsFixed Costs

gen_text_inputEnter a one-time cost such as setup fee.
You can also use this field for fixed-cost
items.

One Time Cost

VM CostsVM Costs

gen_text_inputEnter the cost of the entire VM while the
VM is running

Active VM Cost

gen_text_inputEnter the cost of the entire VM while the
VM is not running

Inactive VM Cost

CPU CostsCPU Costs

CostModelcpu
ChargeUnit
Identity

Provide a CPU charge unit: GHz or cores.
The default value is GHz.

CPU Charge Unit

gen_text_inputEnter a CPU cost per GHz per hour. The
cost is applicable to active VMs only.

Provisioned CPU Cost

gen_text_inputEnter a CPU reserved cost per GHz per
hour. The cost is applicable to active VMs
only.

Reserved CPU Cost

gen_text_inputEnter a CPU used cost per GHz per hour.
The cost is applicable to active VMs only.

Used CPU Cost

gen_text_inputEnter a CPU cost per core. The cost is
applicable to both active and inactive VMs.

CPU Core Cost
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MandatoryMappable To
Type

DescriptionInput

Memory CostsMemory Costs

gen_text_inputEnter a provisioned memory cost per GB
per hour. The cost is applicable to active
VMs only.

ProvisionedMemory Cost

gen_text_inputEnter a memory reserved cost per GB per
hour. The cost is applicable to active VMs
only.

Reserved Memory Cost

gen_text_inputEnter a memory used cost per GB per hour.
The cost is applicable to active VMs only.

Used Memory Cost

Network CostsNetwork Costs

gen_text_inputEnter a received network data cost per GB.
The cost is applicable to active VMs only.

Received Network Data
Cost

gen_text_inputEnter a transmitted network data cost per
GB. The cost is applicable to active VMs
only.

Transmitted Network Data
Cost

Storage CostsStorage Costs

gen_text_inputEnter a committed storage cost per GB.
The cost is applicable to both active and
inactive VMs.

Committed Storage Cost

gen_text_inputEnter an uncommitted (unused but
provisioned) disk cost per GB. The cost is
applicable to both active and inactive VMs.

Uncommitted StorageCost

Tag Based CostsTag Based Costs

CostModeltag
BasedcostModel
Identity

Provide a tag based cost modelTag Based Cost Model

Resource Pool CostsResource Pool Costs

Enter a description for Basic (CPU - 5
MHz, memory - 6 GB)

Basic (CPU - 5 MHz,
Memory - 6 GB)

Enter a description for Standard (CPU - 15
MHz, memory - 22 GB)

Standard (CPU - 15 MHz,
Memory - 22 GB)

Enter a description for Premium (CPU -
30 MHz, memory - 44 GB)

Premium (CPU - 30 MHz,
Memory - 44 GB)

Storage CostsStorage Costs

Enter a description for Basic (SATA)Basic (SATA)

gen_text_inputEnter a description for Standard (SATA)Standard (SATA)

gen_text_inputEnter a description for Premium (SAS)Premium (SAS)

OS CostsOS Costs
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MandatoryMappable To
Type

DescriptionInput

Enter Bulk 10 OS licensesBulk 10 OS Licenses

Enter Bulk 50 OS licensesBulk 50 OS Licenses

gen_text_inputNote: Per VM OS Cost will be defined in
the catalog definition

Note: Per VM OS Cost
will be defined in the
catalog definition

Fixed CostsFixed Costs

gen_text_inputEnter a one-time costOne Time Cost

CPU Costs. Charged Hourly, per-GHzCPU Costs. Charged
Hourly, per-GHz

CostModelcpu
ChargeUnit
Identity

Choose a CPU charge unitCPU Charge Unit

gen_text_inputProvide a provisioned CPU costProvisioned CPU Cost

gen_text_inputProvide a CPU core costCPU Core Cost

Memory Costs Charged HourlyMemory Costs Charged
Hourly

gen_text_inputProvide a provisionedmemory cost per GB
per hour. The cost is applicable to physical
servers only.

ProvisionedMemory Cost

gen_text_inputProvide a memory used cost per GB per
hour. The cost is applicable to physical
servers only.

Used Memory Cost

Storage CostsStorage Costs

gen_text_inputProvide a committed storage cost per GB.
The cost is applicable to physical servers
only.

Committed Storage Cost

Blade CostsBlade Costs

gen_text_inputProvide a cost for full length blade servers
per hour. The cost is applicable to physical
servers only.

Full Length Blade Cost

gen_text_inputProvide a cost for half length blade servers
per hour. The cost is applicable to physical
servers only.

Half Length Blade Cost

Outputs

TypeDescriptionOutput

gen_text_inputCost Model Name Created by adminOUTPUT_COSTMODEL_NAME

gen_text_inputCost Model Name Created by adminOUTPUT_COSTMODEL_ID
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Add End User Self-Service Policy
Summary

Add End User Self-Service Policy
Description

This task allows user to add End User Self-Service Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the name of the custom action
policy

Policy Name

gen_text_inputEnter a description for the end user self
service action policy

Policy Description

Ygen_text_inputProvide the cloud for which these actions
apply

Cloud

Outputs

TypeDescriptionOutput

gen_text_inputSelf Service EndUser Policy Name
Created by admin

OUTPUT_SELFSERVICE_
ENDUSER_POLICY_NAME

gen_text_inputSelf Service EndUser Policy IDCreated
by admin

OUTPUT_SELFSERVICE_
ENDUSER_POLICY_ID
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Add Network To Network Policy
Summary

Adds New NIC configuration to the Existing Network Policy
Description

This tasks adds a NIC configuration to the existing Network policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NamePolicy Name

Ygen_text_inputNIC AliasNIC Alias

Mandatory or OptionalMandatory

YvmwareVmPortGroup
Identity

Port Group NamePort Group Name

gen_text_inputCopy Adapter Type from TemplateCopy Adapter Type from
Template

Select adapter typeAdapter Type

Select if DHCP is used for VM IP
address allocation

Use DHCP

gen_text_inputSelect IP Address SourceSelect IP Address Source

Configure IPv6IPv6

Outputs

No Outputs
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Add VM Management Policy
Summary

Add VM Management Policy
Description

This task allows user to create VM Management Policy.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputEnter a VM management policy namePolicy Name

gen_text_inputEnter a VM management policy descriptionPolicy Description

VM Lease Expiry Notification SettingsVM Lease Expiry
Notification Settings

BooleanCheck to enable Configure VM Lease
Notification. By default this field is checked.

Configure VM Lease
Notification

gen_text_inputEnter the number of days before VM Lease
expiry to send notifications. Default value is

Howmany days before VM
Lease expiry should
notifications be sent 7, minimum value is 3 days and maximum

value is 30 days.

gen_text_inputEnter howmany notifications should be sent.
The default value is 0.

How many notifications
should be sent

gen_text_inputProvide a time interval between notifications.
Default and minimum value is 4 hours and
maximum value is 24 hours.

Interval between
notifications

Inactive VM Management SettingsInactive VM Management
Settings

gen_text_inputEnter the number of days after which an
inactive VM is deleted. Default value is 0,

Delete after inactive VM
days

minimum value is 1 day andmaximum value
is 90 days.

gen_text_inputEnter an additional grace period for deleting
expired VMs. Default and maximum value
is 7 days and minimum value is 1 day.

Additional grace period for
deleting expired VMs

gen_text_inputProvide an action for failed rollback tasks:
Send notification and delete or Do not delete

Action for failed rollback
tasks

the VM. The default is to send notification
and delete the VM.

BooleanCheck to enable Configure VM Delete
Notification. The default value is checked.

Configure VM Delete
Notification

gen_text_inputEnter a number of days before VM deletion
to send notifications. Default value is 7 days,
minimum is 1 and maximum is 30 days.

Howmany days before VM
deletion should
notifications be sent
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MandatoryMappable To
Type

DescriptionInput

gen_text_inputEnter howmany notifications should be sent.
The default value is 0.

How many notifications
should be sent

gen_text_inputProvide a time interval between notifications.
Default and minimum value is 4 hours and
maximum value is 24 hours.

Interval between
notifications

Outputs

TypeDescriptionOutput

gen_text_inputVM Management Policy Name Created
by admin

OUTPUT_VM_MANAGEMENT_
POLICY_NAME

gen_text_inputVM ManagementVM Management
Policy ID Created by admin

OUTPUT_VM_MANAGEMENT_
POLICY_ID
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Add vDC
Summary

Create a vDC.
Description

This task creates a virtual datacenter (vDC). A vDC is an environment that combines virtual resources,
operational details, rules and policies to manage specific group requirements. Use this task to create a
vDC as part of workflow

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide an account typeAccount Type

Ygen_text_inputEnter a vDC namevDC Name

BooleanCheck to enable vDC Locked. The
default value is unchecked.

vDC Locked

gen_text_inputEnter a vDC descriptionvDC Description

YuserGroupProvide a user group IDUser Group ID

Ygen_text_inputProvide a cloud nameCloud Name

Check to enable requiring approval
from groups. Otherwise, approval is

First Level Approval
required from Groups

required from users. The default value
is unchecked.

userGroupProvide the group ID of the user who
must approve the request

First Level Group
Approval(s)

cuic_multi_user_IDProvide one or more first level user
approvals

First Level User Approval(s)

Check to enable requiring approval
from groups. Otherwise, approval is

Second Level Approval
required from Groups

required from users. The default value
is unchecked.

userGroupProvide the group ID of the user who
must approve the request

Second Level Group
Approval(s)

cuic_multi_user_IDProvide one or more second level user
approvals

Second Level User
Approval(s)

BooleanCheck to enable requiring approval of
all users. The default value is
unchecked.

Approval required from All
users

YBooleanEnter the number of approval request
reminders

Number of Approval
Request Remainders

YBooleanEnter the reminder intervalReminder Intervals
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter a provider support email addressProvider Support Email
Address

gen_text_inputEnter a copy notification to mail
address

Copy Notification to mail
Address

Ygen_text_inputProvide a computing policyComputing Policy

Ygen_text_inputProvide a network policyNetwork Policy

Ygen_text_inputProvide a storage policyStorage Policy

gen_text_inputProvide an ISO image mapping policyISO Image Mapping Policy

CostModelListPopupProvide a cost modelCost Model

gen_text_inputCheck to disable displaying cost in the
SR summary. The default value is
unchecked.

Disable displaying cost in
the SR Summary

UserActionPolicy
PopUp

Provide a user action policyUser Action Policy

VmManagement
PolicyPopUp

Provide a VM management policyVm Mangement Policy

gen_text_inputProvide an end user self-service policyEnd user Self-service Policy

Outputs

TypeDescriptionOutput

vDCTabularReport
Identity

vDC IDVDC_ID

gen_text_inputVDC NAMEVDC_NAME

gen_text_inputCloud NameVDC_CLOUD_NAME

vdcPolicyStorage PolicyVDC_STORAGE_POLICY

vdcPolicySystem PolicyVDC_SYSTEM_POLICY

vdcPolicyNetwork PolicyVDC_NETWORK_POLICY

vdcPolicyComputing PolicyVDC_COMPUTING_POLICY

vdcPolicyISO Image Mapping PolicyOUTPUT_ISO_IMAGE_MAPPLING_
POLICY

vdcPolicyUser Action PolicyOUTPUT_VDC_USER_ACTION_
POLICY

vdcPolicyVm Mangement PolicyOUTPUT_VDC_VMMANAGEMENT_
POLICY

vdcPolicyEnd user Self-service PolicyOUTPUT_VDC_ENDUSER_SELF_
SERVICE_POLICY

vdcPolicyCost ModelOUTPUT_VDC_COSTMODEL
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Clone Cost Model
Summary

Clone Cost Model
Description

This task allows user to Clone Cost Model.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputChoose a cost model listCost Model List

Ygen_text_inputEnter a cost model nameCost Model Name

gen_text_inputEnter a cost model descriptionCost Model Description

YCostModelType
Identity

Choose a cost model type: Standard,
Advanced or Hyper-V. The default value
is Standard.

Cost Model Type

gen_text_inputEnter a Advanced cost modelAdvanced Cost Model

CostModelCharge
DurationIdentity

Provide a charge duration: Hourly, Daily,
Weekly, Monthly or Yearly. If not
specified, the default value is Hourly.

Charge Duration

Fixed CostsFixed Costs

gen_text_inputEnter a one-time cost such as setup fee.
You can also use this field for fixed-cost
items.

One Time Cost

VM CostsVM Costs

gen_text_inputEnter the cost of the entire VM while the
VM is running

Active VM Cost

gen_text_inputEnter the cost of the entire VM while the
VM is not running

Inactive VM Cost

CPU CostsCPU Costs

CostModelcpu
ChargeUnit
Identity

Provide a CPU charge unit: GHz or cores.
The default value is GHz.

CPU Charge Unit

gen_text_inputEnter a CPU cost per GHz per hour. The
cost is applicable to active VMs only.

Provisioned CPU Cost

gen_text_inputEnter a CPU reserved cost per GHz per
hour. The cost is applicable to active VMs
only.

Reserved CPU Cost

gen_text_inputEnter a CPU used cost per GHz per hour.
The cost is applicable to active VMs only.

Used CPU Cost
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MandatoryMappable To
Type

DescriptionInput

gen_text_inputEnter a CPU cost per core. The cost is
applicable to both active and inactive VMs.

CPU Core Cost

Memory CostsMemory Costs

gen_text_inputEnter a provisioned memory cost per GB
per hour. The cost is applicable to active
VMs only.

Provisioned Memory Cost

gen_text_inputEnter a memory reserved cost per GB per
hour. The cost is applicable to active VMs
only.

Reserved Memory Cost

gen_text_inputEnter a memory used cost per GB per hour.
The cost is applicable to active VMs only.

Used Memory Cost

Network CostsNetwork Costs

gen_text_inputEnter a received network data cost per GB.
The cost is applicable to active VMs only.

Received Network Data
Cost

gen_text_inputEnter a transmitted network data cost per
GB. The cost is applicable to active VMs
only.

Transmitted Network Data
Cost

Storage CostsStorage Costs

gen_text_inputEnter a committed storage cost per GB.
The cost is applicable to both active and
inactive VMs.

Committed Storage Cost

gen_text_inputEnter an uncommitted (unused, but
provisioned) disk cost per GB. The cost is
applicable to both active and inactive VMs.

Uncommitted StorageCost

Tag Based CostsTag Based Costs

CostModeltag
BasedcostModel
Identity

Provide a tag-based cost modelTag Based Cost Model

Resource Pool CostsResource Pool Costs

Enter a description for Basic (CPU - 5
MHz, memory - 6 GB)

Basic (CPU - 5 MHz,
Memory - 6 GB)

Enter a description for Standard (CPU - 15
MHz, memory - 22 GB)

Standard (CPU - 15 MHz,
Memory - 22 GB)

Enter a description for Premium (CPU - 30
MHz, memory - 44 GB)

Premium (CPU - 30 MHz,
Memory - 44 GB)

Storage CostsStorage Costs

Enter a description for Basic (SATA)Basic (SATA)

Enter a description for Standard (SATA)Standard (SATA)
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MandatoryMappable To
Type

DescriptionInput

Enter a description for Premium (SAS)Premium (SAS)

Enter Bulk 10 OS licensesBulk 10 OS Licenses

Enter Bulk 50 OS licensesBulk 50 OS Licenses

gen_text_inputNote: Per VM OS Cost will be defined in
the catalog definition

Note: Per VM OS Cost
will be defined in the
catalog definition

Fixed CostsFixed Costs

gen_text_inputEnter a one-time costOne Time Cost

CPU Costs. Charged Hourly, per-GHzCPU Costs. Charged
Hourly, per-GHz

CostModelcpu
ChargeUnit
Identity

Choose a CPU charge unitCPU Charge Unit

gen_text_inputChoose a provisioned CPU costProvisioned CPU Cost

gen_text_inputChoose a CPU core costCPU Core Cost

Memory Costs Charged HourlyMemory Costs Charged
Hourly

gen_text_inputChoose a provisionedmemory cost per GB
per hour. The cost is applicable to physical
servers only.

Provisioned Memory Cost

gen_text_inputChoose a memory used cost per GB per
hour. The cost is applicable to physical
servers only.

Used Memory Cost

Storage CostsStorage Costs

gen_text_inputChoose a committed storage cost per GB.
The cost is applicable to physical servers
only.

Committed Storage Cost

Blade CostsBlade Costs

gen_text_inputChoose a cost for full length blade servers
per hour. The cost is applicable to physical
servers only.

Full Length Blade Cost

gen_text_inputChoose a cost for half length blade servers
per hour. The cost is applicable to physical
servers only.

Half Length Blade Cost

Outputs

TypeDescriptionOutput

gen_text_inputCost Model Name Created by adminOUTPUT_COSTMODEL_NAME
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TypeDescriptionOutput

gen_text_inputCost Model Name Created by adminOUTPUT_COSTMODEL_ID
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Clone End User Self-Service Policy
Summary

Clone End User Self-Service Policy
Description

This task allows user to Clone End User Self-Service Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputChoose the name of the custom action
policy to clone

EndUserSelfService
Policy List

Ygen_text_inputEnter the name of the custom action
policy

Policy Name

gen_text_inputEnter a description for the end user self
service action policy

Policy Description

Ygen_text_inputProvide the cloud for which these actions
apply

Cloud

Outputs

TypeDescriptionOutput

gen_text_inputSelf Service EndUser Policy Name
Created by admin

OUTPUT_SELFSERVICE_
ENDUSER_POLICY_NAME

gen_text_inputSelf Service EndUser Policy IDCreated
by admin

OUTPUT_SELFSERVICE_
ENDUSER_POLICY_ID
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Clone VM Management Policy
Summary

Clone VM Management Policy
Description

This task allows user to Clone VM Management Policy.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputProvide the name of the policy that you want
to clone

VmManagementPolicy List

Ygen_text_inputEnter the VM management policy namePolicy Name

gen_text_inputEnter a VMmanagement policy descriptionPolicy Description

VM Lease Expiry Notification SettingsVM Lease Expiry
Notification Settings

BooleanCheck to enable Configure VM Lease
Notification. Default value is checked.

Configure VM Lease
Notification

gen_text_inputEnter the number of days before VM lease
expiry to send notifications. Default value

Howmany days before VM
Lease expiry should
notifications be sent is 7, minimum is 3 days and maximum is

30 days.

gen_text_inputEnter how many notifications should be
sent. The default value is 0.

How many notifications
should be sent

gen_text_inputProvide an interval between notifications.
Default and minimum is 4 hours and
maximum is 24 hours.

Interval between
notifications

Inactive VM Management SettingsInactive VM Management
Settings

gen_text_inputEnter the number of days after which an
inactive VM is deleted. Default value is 0,
minimum is 1 day andmaximum is 90 days.

Delete after inactive VM
days

gen_text_inputEnter an additional grace period for deleting
expired VMs. Default and maximum value
is 7 days and minimum value is 1 day.

Additional grace period for
deleting expired VMs

gen_text_inputProvide an action for failed rollback tasks:
Send notification and delete or Do not delete

Action for failed rollback
tasks

the VM. The default value is Send
notification and delete the VM.

BooleanCheck to enable Configure VM Delete
Notification. The default value is checked.

Configure VM Delete
Notification
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MandatoryMappable To
Type

DescriptionInput

gen_text_inputEnter a number of days before VM deletion
to send notifications. Default value is 7 days,
minimum is 1 day andmaximum is 30 days.

Howmany days before VM
deletion should notifications
be sent

gen_text_inputEnter how many notifications should be
sent. The default value is 0.

How many notifications
should be sent

gen_text_inputProvide an interval between notifications.
Default and minimum is 4 hours and
maximum is 24 hours.

Interval between
notifications

Outputs

TypeDescriptionOutput

gen_text_inputVM Management Policy Name Created
by admin

OUTPUT_VM_MANAGEMENT_
POLICY_NAME

gen_text_inputVM ManagementVM Management
Policy ID Created by admin

OUTPUT_VM_MANAGEMENT_
POLICY_ID
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Clone vDC
Summary

Clone a vDC.
Description

This task clones a virtual datacenter (vDC). A vDC is an environment that combines virtual resources,
operational details, rules and policies to manage specific group requirements. Use this task to clone a
vDC as part of workflow.

Inputs

MandatoryMappable To TypeDescriptionInput

YvDCTabularReport
Identity

Provide a vDC listvDC Id

Ygen_text_inputEnter a vDC namevDC Name

BooleanCheck to enable vDC locked. The
default value is unchecked.

vDC Locked

gen_text_inputEnter a vDC descriptionvDC Description

YuserGroupProvide a user group IDUser Group ID

Ygen_text_inputProvide a cloud nameCloud Name

Check to enable requiring approval
from groups. Otherwise, approval is

First Level Approval
required from Groups

required from users. The default value
is unchecked.

userGroupProvide a group ID of the user who
should approve the request

First Level Group
Approval(s)

cuic_multi_user_IDProvide one or more first level user
approvals

First Level User
Approval(s)

Check to enable requiring approvals
from groups. Otherwise, approval is

Second Level Approval
required from Groups

required from users. The default value
is unchecked.

userGroupProvide the group ID of the user who
must approve the request

Second Level Group
Approval(s)

cuic_multi_user_IDProvide one or more second level user
approvals

Second Level User
Approval(s)

BooleanCheck to enable requiring approval
from all users. The default value is
unchecked.

Approval required from All
users

YBooleanEnter a number of approval request
reminders

Number of Approval
Request Remainders

YBooleanEnter reminder intervalsReminder Intervals
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter a provider support email addressProvider Support Email
Address

gen_text_inputEnter a copy notification to mail
address

Copy Notification to mail
Address

Ygen_text_inputProvide a computing policyComputing Policy

Ygen_text_inputProvide a network policyNetwork Policy

Ygen_text_inputProvide a storage policyStorage Policy

gen_text_inputProvide an ISO image mapping policyISO Image Mapping Policy

CostModelListPopupProvide a cost modelCost Model

gen_text_inputCheck to disable displaying the cost in
the SR Summary. The default value is
unchecked.

Disable displaying cost in
the SR Summary

UserActionPolicyPop
Up

Provide a user action policyUser Action Policy

VmManagement
PolicyPopUp

Provide a VM management policyVm Mangement Policy

gen_text_inputProvide an end user self-service policyEnd user Self-service Policy

Outputs

TypeDescriptionOutput

vDCTabularReport
Identity

vDC IDVDC_ID

gen_text_inputVDC NAMEVDC_NAME

gen_text_inputCloud NameVDC_CLOUD_NAME

vdcPolicyStorage PolicyVDC_STORAGE_POLICY

vdcPolicySystem PolicyVDC_SYSTEM_POLICY

vdcPolicyNetwork PolicyVDC_NETWORK_POLICY

vdcPolicyComputing PolicyVDC_COMPUTING_POLICY

vdcPolicyISO Image Mapping PolicyOUTPUT_ISO_IMAGE_MAPPLING_
POLICY

vdcPolicyUser Action PolicyOUTPUT_VDC_USER_ACTION_
POLICY

vdcPolicyVm Mangement PolicyOUTPUT_VDC_VMMANAGEMENT_
POLICY

vdcPolicyEnd user Self-service PolicyOUTPUT_VDC_ENDUSER_SELF_
SERVICE_POLICY

vdcPolicyCost ModelOUTPUT_VDC_COSTMODEL
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Create vDC
Summary

Create a vDC.
Description

This task creates a virtual datacenter (vDC). A vDC is an environment that combines virtual resources,
operational details, rules, and policies to manage specific group requirements.

Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputEnter a vDC namevDC Name

gen_text_inputEnter a vDC descriptionvDC Description

YvDCProfileProvide a vDC profile to create the vDC
from

Select vDC Profile

Check to enable requiring approval from
groups. Otherwise, approval is required

First Level Approval
required from Groups

from users. The default value is
unchecked.

userGroupProvide the group ID of the user who
must approve the request

First Level Group
Approval(s)

gen_text_inputProvide one or more first level user
approvals

First Level User Approval(s)

Check to enable requiring approval from
groups. Otherwise, approval is required

Second Level Approval
required from Groups

from users. The default value is
unchecked.

userGroupProvide the group ID of the user who
must approve the request

Second Level Group
Approval(s)

gen_text_inputProvide one or more second level user
approvals

Second Level User
Approval(s)

gen_text_inputEnter a system policy nameSystem Policy Name

gen_text_inputEnter a network policy nameNetwork Policy Name

gen_text_inputEnter a storage policy nameStorage Policy Name

gen_text_inputEnter a computing policy nameComputing Policy Name

Ygen_text_inputProvide a user group IDUser Group ID

Outputs

TypeDescriptionOutput

vDCvDC IDVDC_ID
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TypeDescriptionOutput

gen_text_inputCloud NameVDC_CLOUD_NAME

vdcPolicyStorage PolicyVDC_STORAGE_POLICY

vdcPolicySystem PolicyVDC_SYSTEM_POLICY

vdcPolicyNetwork PolicyVDC_NETWORK_POLICY

vdcPolicyComputing PolicyVDC_COMPUTING_POLICY

vmwareHostMulti
Select

Comma-separated hosts.OUTPUT_VDC_COMPUTING_POLICY_
HOST_SCOPE_LIST

gen_text_inputComma-separated clusters.OUTPUT_VDC_COMPUTING_POLICY_
CLUSTER_SCOPE_LIST

gen_text_inputComma-separated resource pools.OUTPUT_VDC_COMPUTING_POLICY_
RESOURCEPOOL_SCOPE_LIST

gen_text_inputComma-separated host parent
resource pool detailed identity list.

OUTPUT_VDC_COMPUTING_POLICY_
HOST_PARENT_RES_POOL_LIST

gen_text_inputComma-separated cluster parent
resource pool detailed identity list.

OUTPUT_VDC_COMPUTING_POLICY_
CLUST_PARENT_RES_POOL_LIST

gen_text_inputComma-separated parent resource
pool detailed identity list.

OUTPUT_VDC_COMPUTING_POLICY_
PARENT_RES_POOL_IDENT_LIST

gen_text_inputComma-separated host iSCSI
IQNs.

OUTPUT_VDC_COMPUTING_POLICY_
HOST_SCOPE_LIST_ISCSI_IQN
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Delete vDC
Summary

Delete a vDC.
Description

This task deletes a virtual datacenter (vDC). A vDC is an environment that combines virtual resources,
operational details, rules and policies to manage specific group requirements.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide the name of the vDC to
delete

vDC Name

Outputs

No Outputs

Cisco UCS Director Task Library Reference, Release 6.7
3684

vDC Tasks
Delete vDC



Delete vDC Policy
Summary

Delete a vDC Policy.
Description

This task deletes a virtual datacenter (vDC) policy. A Virtual Data Center is an environment that combines
virtual resources, operational details, rules, and policies to manage specific group requirements.

Inputs

MandatoryMappable To TypeDescriptionInput

YvdcPolicyTypeProvide a policy typePolicy Type

Ygen_text_inputProvide the account from which to
delete the policies

Account Name

YvdcPolicyChoose one or more policies to deletePolicies

Outputs

No Outputs
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Modify Computing Policy
Summary

Update a vDC compute policy with resource pool information.
Description

This task associates a comma-separated resource pool with a vDC computing policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YvDCSelect vDC profile to create the v
DC

Select vDC

YvmwareResourcePool
Identity

Select the resource poolResource Pool

Outputs

TypeDescriptionOutput

vDCvDC IDVDC_ID
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Modify Cost Model
Summary

Modifies Cost Model
Description

This task allows user to modify Cost Model.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputEnter a cost model nameCost Model Name

gen_text_inputEnter a cost model descriptionCost Model Description

YCostModelType
Identity

Choose a cost model type: Standard,
Advanced or Hyper-V. The default value
is Standard.

Cost Model Type

gen_text_inputEnter an Advanced cost modelAdvanced Cost Model

CostModelCharge
DurationIdentity

Provide a charge duration: Hourly, Daily,
Weekly, Monthly or Yearly. If not
specified, the default value is Hourly.

Charge Duration

Fixed CostsFixed Costs

gen_text_inputEnter a one-time cost such as setup fee.
You can also use this field for fixed-cost
items.

One Time Cost

VM CostsVM Costs

gen_text_inputEnter the cost of the entire VM while the
VM is running

Active VM Cost

gen_text_inputEnter the cost of the entire VM while the
VM is not running

Inactive VM Cost

CPU CostsCPU Costs

CostModelcpu
ChargeUnit
Identity

Provide a CPU charge unit: GHz or cores.
The default value is GHz.

CPU Charge Unit

gen_text_inputEnter a CPU cost per GHz per hour. The
cost is applicable to active VMs only.

Provisioned CPU Cost

gen_text_inputEnter a CPU reserved cost per GHz per
hour. The cost is applicable to active VMs
only.

Reserved CPU Cost

gen_text_inputEnter a CPU used cost per GHz per hour.
The cost is applicable to active VMs only.

Used CPU Cost

gen_text_inputEnter a CPU cost per core. The cost is
applicable to both active and inactive VMs.

CPU Core Cost
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MandatoryMappable To
Type

DescriptionInput

Memory CostsMemory Costs

gen_text_inputEnter a provisioned memory cost per GB
per hour. The cost is applicable to active
VMs only.

Provisioned Memory Cost

gen_text_inputEnter a memory reserved cost per GB per
hour. The cost is applicable to active VMs
only.

Reserved Memory Cost

gen_text_inputEnter a memory used cost per GB per hour.
The cost is applicable to active VMs only.

Used Memory Cost

Network CostsNetwork Costs

gen_text_inputEnter a received network data cost per GB.
The cost is applicable to active VMs only.

Received Network Data
Cost

gen_text_inputEnter a transmitted network data cost per
GB. The cost is applicable to active VMs
only.

Transmitted Network Data
Cost

Storage CostsStorage Costs

gen_text_inputEnter a committed storage cost per GB.
The cost is applicable to both active and
inactive VMs.

Committed Storage Cost

gen_text_inputEnter an uncommitted (unused, but
provisioned) disk cost per GB. The cost is
applicable to both active and inactive VMs.

Uncommitted StorageCost

Tag Based CostsTag Based Costs

CostModeltag
BasedcostModel
Identity

Choose a tag-based cost modelTag Based Cost Model

Resource Pool CostsResource Pool Costs

Enter a description for Basic (CPU - 5
MHz, memory - 6 GB)

Basic (CPU - 5 MHz,
Memory - 6 GB)

Enter a description for Standard (CPU - 15
MHz, memory - 22 GB)

Standard (CPU - 15 MHz,
Memory - 22 GB)

Enter a description for Premium (CPU - 30
MHz, memory - 44 GB)

Premium (CPU - 30 MHz,
Memory - 44 GB)

Storage CostsStorage Costs

Enter a description for Basic (SATA)Basic (SATA)

Enter a description for Standard (SATA)Standard (SATA)

Enter a description for Premium (SAS)Premium (SAS)

Enter Bulk 10 OS licensesBulk 10 OS Licenses
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MandatoryMappable To
Type

DescriptionInput

Enter Bulk 50 OS licensesBulk 50 OS Licenses

gen_text_inputNote: Per VM OS Cost will be defined in
the catalog definition

Note: Per VM OS Cost
will be defined in the
catalog definition

Fixed CostsFixed Costs

gen_text_inputEnter a one-time costOne Time Cost

CPU Costs. Charged Hourly, per-GHzCPU Costs. Charged
Hourly, per-GHz

CostModelcpu
ChargeUnit
Identity

Choose a CPU charge unitCPU Charge Unit

gen_text_inputProvide a provisioned CPU costProvisioned CPU Cost

gen_text_inputProvide a CPU core costCPU Core Cost

Memory Costs Charged HourlyMemory Costs Charged
Hourly

gen_text_inputProvide a provisionedmemory cost per GB
per hour. The cost is applicable to physical
servers only.

Provisioned Memory Cost

gen_text_inputProvide a memory used cost per GB per
hour. The cost is applicable to physical
servers only.

Used Memory Cost

Storage CostsStorage Costs

gen_text_inputProvide a committed storage cost per GB.
The cost is applicable to physical servers
only.

Committed Storage Cost

Blade CostsBlade Costs

gen_text_inputProvide a cost for full length blade servers
per hour. The cost is applicable to physical
servers only

Full Length Blade Cost

gen_text_inputProvide a cost for half length blade servers
per hour. The cost is applicable to physical
servers only

Half Length Blade Cost

Outputs

TypeDescriptionOutput

gen_text_inputCost Model Name Created by adminOUTPUT_COSTMODEL_NAME

gen_text_inputCost Model Name Created by adminOUTPUT_COSTMODEL_ID
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Modify End User Self-Service Policy
Summary

Modifies End User Self-Service Policy
Description

This task allows user to modify End User Self-Service Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the name of the custom action
policy

Policy Name

gen_text_inputEnter a description for the end user self
service action policy

Policy Description

Ygen_text_inputProvide the cloud for which these actions
apply

Cloud

Outputs

TypeDescriptionOutput

gen_text_inputSelf Service EndUser Policy Name
Created by admin

OUTPUT_SELFSERVICE_
ENDUSER_POLICY_NAME

gen_text_inputSelf Service EndUser Policy IDCreated
by admin

OUTPUT_SELFSERVICE_
ENDUSER_POLICY_ID
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Modify Network Policy
Summary

Create a network policy for a vDC.
Description

This task creates a network policy with a specified port group and static ip pool. The new policy is
associated with the vDC.

Inputs

MandatoryMappable To TypeDescriptionInput

YvDCSelect vDC profile to create the vDCSelect vDC

YvmwareVmPortGroup
Identity

Port Group to be associated.Specify Port Group

Select if DHCP is used for VM IP
address allocation

Use DHCP

YIPPoolSourceTypeSelect IP Address SourceSelect IP Address Source

Ygen_text_inputProvide IP address range or comma
separated IP addresses or both

Static IP Pool

Ygen_text_inputEnter Subnet Mask.Subnet Mask

gen_text_inputEnter Gateway Address.Gateway Address

YVMWareIPPoolPolicySelect Static IP Pool From IP Pool
Policy

Static IP Pool Policy

Outputs

TypeDescriptionOutput

vDCvDC IDVDC_ID
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Modify User VM Action Policy
Summary

Modify a User VM Action Policy.
Description

This task modifies User VM Action Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the name of the custom action
policy

Policy Name

gen_text_inputEnter a description for the custom action
policy

Policy Description

YChoose a number of custom actions up to
10. The default value is 0.

Select No. of Actions

Outputs

TypeDescriptionOutput

gen_text_inputVM Action Policy Name Created by
admin

OUTPUT_VM_ACTION_POLICY_
NAME

gen_text_inputVMAction Policy IDCreated by adminOUTPUT_VM_ACTION_POLICY_
ID
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Modify User VM Action Policy v1
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the name of the custom action
policy

Policy Name

gen_text_inputEnter a description for the custom action
policy

Policy Description

YChoose a number of custom actions up to
30. The default value is 0.

Select No. of Actions

Outputs

TypeDescriptionOutput

gen_text_inputVM Action Policy Name Created by
admin

OUTPUT_VM_ACTION_POLICY_
NAME

gen_text_inputVMAction Policy IDCreated by adminOUTPUT_VM_ACTION_POLICY_
ID
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Modify VM Management Policy
Summary

Modifies VM Management Policy
Description

This task allows user to modify VM Management Policy.
Inputs

MandatoryMappable To
Type

DescriptionInput

Ygen_text_inputEnter the VM management policy namePolicy Name

gen_text_inputEnter a VMmanagement policy descriptionPolicy Description

VM Lease Expiry Notification SettingsVM Lease Expiry
Notification Settings

BooleanCheck to enable Configure VM Lease
Notification. The default is checked.

Configure VM Lease
Notification

gen_text_inputEnter the number of days before VM lease
expiry to send notifications. Default value

Howmany days before VM
Lease expiry should
notifications be sent is 7, minimum is 3 days and maximum is 30

days.

gen_text_inputEnter howmany notifications should be sent.
The default value is 0.

How many notifications
should be sent

gen_text_inputProvide an interval between notifications.
Default and minimum value is 4 hours and
maximum value is 24 hours.

Interval between
notifications

Inactive VM Management SettingsInactive VM Management
Settings

gen_text_inputEnter the number of days after which an
inactive VM is deleted.. Default value is 0,
minimum is 1 day and maximum is 90 days.

Delete after inactive VM
days

gen_text_inputEnter an additional grace period for deleting
expired VMs. Default and maximum value
is 7 days and minimum is 1 day.

Additional grace period for
deleting expired VMs

gen_text_inputProvide an action for failed rollback tasks:
Send notification and delete or Do not delete

Action for failed rollback
tasks

the VM. Default is Send notification and
delete the VM.

BooleanCheck to enable Configure VM Delete
Notification. The default value is checked.

Configure VM Delete
Notification

gen_text_inputEnter a number of days before VM deletion
to send notifications. Default value is 7 days,
minimum is 1 and maximum is 30 days.

Howmany days before VM
deletion should notifications
be sent
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MandatoryMappable To
Type

DescriptionInput

gen_text_inputEnter howmany notifications should be sent.
The default value is 0.

How many notifications
should be sent

gen_text_inputProvide an interval between notifications.
Default and minimum value is 4 hours and
maximum value is 24 hours.

Interval between
notifications

Outputs

TypeDescriptionOutput

gen_text_inputVM Management Policy Name Created
by admin

OUTPUT_VM_MANAGEMENT_
POLICY_NAME

gen_text_inputVM ManagementVM Management
Policy ID Created by admin

OUTPUT_VM_MANAGEMENT_
POLICY_ID
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Modify vDC
Summary

Modify a vDC.
Description

This task modifies a virtual datacenter (vDC). A vDC is an environment that combines virtual resources,
operational details, rules and policies to manage specific group requirements. Use this task to modify a
vDC as part of workflow.

Inputs

MandatoryMappable To TypeDescriptionInput

YvDCTabularReport
Identity

Enter a vDC namevDC Id

BooleanCheck to enable vDC locked. The
default value is unchecked.

vDC Locked

gen_text_inputEnter a vDC descriptionvDC Description

YuserGroupProvide a user group IDUser Group ID

Ygen_text_inputProvide a cloud nameCloud Name

Check to enable requiring approval
from groups. Otherwise, approval is

First Level Approval
required from Groups

required from users. The default value
is unchecked.

userGroupProvide the group ID of the user who
must approve the request

First Level Group
Approval(s)

cuic_multi_user_IDProvide one or more first level user
approvals

First Level User Approval(s)

Check to enable requiring approval
from groups. Otherwise, approval is

Second Level Approval
required from Groups

required from users. The default value
is unchecked.

userGroupProvide the group ID of the user who
must approve the request

Second Level Group
Approval(s)

cuic_multi_user_IDProvide one or more second level user
approvals

Second Level User
Approval(s)

BooleanCheck to enable requiring approval
from all users. The default value is
unchecked.

Approval required from All
users

YBooleanEnter the number of approval request
reminders

Number of Approval
Request Remainders

YBooleanEnter reminder intervalsReminder Intervals

gen_text_inputEnter a provider support email addressProvider Support Email
Address
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MandatoryMappable To TypeDescriptionInput

gen_text_inputEnter a copy notification to mail
address

Copy Notification to mail
Address

Ygen_text_inputProvide a computing policyComputing Policy

Ygen_text_inputProvide a network policyNetwork Policy

Ygen_text_inputProvide a storage policyStorage Policy

gen_text_inputProvide an ISO Image mapping policyISO Image Mapping Policy

CostModelListPopupProvide a cost modelCost Model

gen_text_inputCheck to disable displaying cost in the
SR summary. The default value is
unchecked.

Disable displaying cost in
the SR Summary

UserActionPolicy
PopUp

Provide a user action policyUser Action Policy

VmManagement
PolicyPopUp

Provide a VM management policyVm Mangement Policy

gen_text_inputProvide an end user self-service policyEnd user Self-service Policy

Outputs

TypeDescriptionOutput

vDCTabularReport
Identity

vDC IDVDC_ID

gen_text_inputVDC NAMEVDC_NAME

gen_text_inputCloud NameVDC_CLOUD_NAME

vdcPolicyStorage PolicyVDC_STORAGE_POLICY

vdcPolicySystem PolicyVDC_SYSTEM_POLICY

vdcPolicyNetwork PolicyVDC_NETWORK_POLICY

vdcPolicyComputing PolicyVDC_COMPUTING_POLICY

vdcPolicyISO Image Mapping PolicyOUTPUT_ISO_IMAGE_MAPPLING_
POLICY

vdcPolicyUser Action PolicyOUTPUT_VDC_USER_ACTION_
POLICY

vdcPolicyVm Mangement PolicyOUTPUT_VDC_VMMANAGEMENT_
POLICY

vdcPolicyEnd user Self-service PolicyOUTPUT_VDC_ENDUSER_SELF_
SERVICE_POLICY

vdcPolicyCost ModelOUTPUT_VDC_COSTMODEL
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Remove Network From Network Policy
Summary

Removes selected NIC configuration from the Existing Network Policy
Description

This tasks removes a NIC configuration from the existing Network policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputPolicy NamePolicy Name

Ygen_text_inputNIC AliasNIC Alias

Outputs

No Outputs
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Undo Update Storage Policy
Summary

Update a vDC storage policy by excluding a selected datastore.
Description

This task excludes a datastore associated witha vDC storage policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YvDCProvide a vDC profile with which to
create the vDC

Select vDC

Ygen_text_inputChoose a data store or datastore
cluster name

Data Stores/Datastore
Clusters

Ygen_text_inputEnter the name of the datastoreDatastore Name

YvmwareDatastoreCluster
Identity

Choose the name of the datastore
cluster

Datastore Cluster Name

Outputs

TypeDescriptionOutput

vDCvDC IDVDC_ID
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Update Hyper V Network Policy
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

YvDCSelect vDC profile to create the
vDC

Select vDC

YhypervVMNetworkIdentityVirtual Network NameVM Network

hypervVMNetworkSubnet
Identity

Select a subnetSubnet

gen_text_inputUse DHCPUse DHCP

gen_text_inputSelect if need to enable theMAC
spoofing

Enable MAC Spoofing

gen_text_inputIP Pool NameIP Pool

hypervPortClassification
Identity

Select a Port ClassificationPort Classification

Outputs

TypeDescriptionOutput

vDCvDC IDVDC_ID
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Update Storage Policy
Summary

Update a vDC storage policy.
Description

This task enters a datastore name and associates it with a vDC storage policy.
Inputs

MandatoryMappable To TypeDescriptionInput

YvDCSelect vDC profile to create the v
DC

Select vDC

Ygen_text_inputSpecify data store/datastore cluster
name

Data Store/Datastore
Cluster

Ygen_text_inputName of the DatastoreDatastore Name

YvmwareDatastoreCluster
Identity

Name of the Datastore ClusterDatastore Cluster Name

gen_text_inputOverride existing storage policyOverride

Outputs

TypeDescriptionOutput

vDCvDC IDVDC_ID
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User VM Action Policy
Summary

Create a User VM Action Policy.
Description

This task creates a User VM Action Policy.
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the name of the custom action
policy

Policy Name

gen_text_inputEnter a description for the custom action
policy

Policy Description

YChoose a number of custom actions up to
10. The default value is 0.

Select No. of Actions

Outputs

TypeDescriptionOutput

gen_text_inputVM Action Policy Name Created by
admin

OUTPUT_VM_ACTION_POLICY_
NAME

gen_text_inputVMAction Policy IDCreated by adminOUTPUT_VM_ACTION_POLICY_
ID
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User VM Action Policy v1
Summary
Description
Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputEnter the name of the custom action
policy

Policy Name

gen_text_inputEnter a description for the custom action
policy

Policy Description

YChoose a number of custom actions up to
30. The default value is 0.

Select No. of Actions

Outputs

TypeDescriptionOutput

gen_text_inputVM Action Policy Name Created by
admin

OUTPUT_VM_ACTION_POLICY_
NAME

gen_text_inputVMAction Policy IDCreated by adminOUTPUT_VM_ACTION_POLICY_
ID
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Validate vDC
Summary

Validate a vDC.
Description

This task validates a virtual datacenter (vDC). A vDC is an environment that combines virtual resources,
operational details, rules and policies to manage specific group requirements. Use this task to validate a
vDC as part of workflow.

Inputs

MandatoryMappable To TypeDescriptionInput

Ygen_text_inputProvide a vDC namevDC Name

Outputs

No Outputs
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