B EECAPWAP AP PMTUZ 3R
B &%

S NEE
CAPWAP#ZHIEE ¥} (
g B NAICAPWAPE H
=REPMTURE
CAPWAP PMTUR % 4|

APHIAPEER
BT
COS AP1T %
AP B2 ER
BT SR AT R
B CEEEEE )
tHEECDET

)

i

RERNHEIOS® XEMCOS LHCAPWAPTFELH BB R AEEMET(PMTU)RZE M, BIEMEER
i3

o

SR
BRI 05 240 CAPWAP 7 BLBE(AP) S WANE M BI SARLANSZ HI S (WLC) B | R HLR MBH 4

VPN, GREZMTUEKRAZE1500 AR , BESEZPMTURE,

BMERECRATREESOBREHEERE L (EAP-TLS)N S HRE. RABEAP-TLSKAEE
g, MBI B EMTUS E NS B AR

ERBRA17.93 L BEME B, BEWEE A EREREET.
CAPWAPZEHIEEER (HEAR )

CAPWAP#z4I
BREHBERERBEEHEE , flMAGER, BEXE Mkeepaliveilif,. ELHEFEHADTLSHET
RE , YHREREMTUPMTU)HEBENEIELY  UERKRTE. BEXNEHEEER,

CAPWAPEH :

HWEBEERHENEFRRE  EAZEHBHEEHLIDTLSHRE, #FHEE L BEPMTUR S
, EAENPMTUESREZYEERNTEHENGEAHER/)  EEFEFRAERERERTESEN
B



g4

- BHERG  MABRNEE, BEERURLEERFERES
- BRI  EFEUR(AP)FELRLANIRHIZR(WLC) 2 B &5 Ay 3 & (£ F & i A AE

EE . RAK/IHCAPWAPERE
|I0S AP ( =41 )

BEIEHWPMTUE @K/ : 149911 su=2 K#8+ CAPWAP PMTU

- ZKA#=1411TiA

« CAPWAP PMTU = 1485{u jt4l
- SNEBIP = 201 4R
- UDP = 25 T4
- DTLS = 14401 t48

AP-COS ( =4l )

BFIXHNPMTUHE A K/ : 14831 TiH=2 A48+ CAPWAP PMTU

« ZK#B= 1411 tiE

« CAPWAP PMTU = 14691 Jt#
- S\EBIP = 201 jTHA
- UDP = 25 T48
- DTLS = 14247 t4E

=ZEERPMTURE

AT & H 8RN = EEFEPMTUME : 576, 1005%11485, TRZBERSET A% 2 ABRA
SR

- 10S AP#E576/1005/1485{8 F 3 $E Z AMBIRE.
. MEHEE=Z A#B(14)+ PMTU(576/1005/1485)= 590, 1019, 14994 T (AN ) o
- AP-COS?#E576/1005/1485(E F42$% Z A #BIREE,

- HEB=PMTU (EE2E82AH )., ELENTRLE LN ARIELIOS APERER SN
142 7ThB.

CAPWAP PMTUEZ # &l

I0S AP1T A

AP A B B



ECAPWAPEZHIE , APSEADFLTEHE R KX 14850 T CAPWAP PMTU, B8 F58
i K SEEE,

- MPRBOEHICMP "EEDER, FE , APSEREIS76MA T MARETTEMA , RARER
HEEFRUNRESPMTU,

BEROHE (16

HEmiR1068EE R —E1499f L TR ( DFRRE ) » RAEXNNMIBNEERTERNTEEE
TETTERVBERATEERE, RREBIICMP "EEDE. -

17 B7:41:47.427848 8.892187 10.201.166.185 19.281.234.34 CAPHAP-Cont— 264 Set CAPWAP-Contrel - Discovery Request[Malformed Packet]
B2 87:42:45.435367 58.9875.. 19.201.166.185 18.2081.234.34 DTLSv1.@ 117 Set Client Hello

92 B7:42:45. 437784 8.882417 10.201.166.185 18.281.234.34 DTLSv1.@ 137 Set Client Hello

98 87:42:45.667215 8.229431 18.201.166.185 18.281.234.34 DTLSv1.@ 59@ Set Certificate (Fragment)

99 87 :42:45.667268 9.808045 10.201.166.185 18.281.234.34 DTLSv1.@ 59@ Set Certificate (Fragment)

18 87:42:45.667293 9.808633 10.2081.166.185 18.281.234.34 DTLSv1.@ 178 Set Certificate (Reassembled)

191 B87:42:45.667316 9.808023 10.201.166.185 18.281.234.34 DTLSv1. @ 329 Set Client Key Exchange

182 87:42:45.667347 9.808631 10.201.166.185 18.281.234.34 DTLSv1.@ 329 Set Certificate Verify

183 B87:42:45.667372 9.898025 10.201.166.185 18.281.224.34 DTLSv1.@ 68 Set Change Cipher Spec

184 87:42:45.667394 9.898022 10.201.166.185 18.281.234.34 DTLSv1.@ 123 Set Encrypted Handshake Message

186 87:42:45 . 674895

19.201.234.34 DTLSv1. @ 1499 Set Application Data
18. 2 35 ICMP

10.201.234.34 DTLSv1.@

Destination unreachable (Fragmentation needed)

87:42:58.671019 Application Data

114 87:42:58. 718532 8.847513 19.201.166.185 18.201.234.34 DTLSv1.@ 539 Set Application Data
115 #7:42:50.718571 .8080839 10.201.166.185 18.201.234.34 DTLSv1.@ 539 Set Application Data

HEMAPRBIFAE( "debug capwap client path-mtu )EER , APE L ER 7T 1485@ L Tl , RE
SOV ETERE, NRRZEEE , e85 —EBREB/HNMABRHE , RALIIMER
ABBREEMRIZEREEE, TEHEK/NMEUFAPIMAWLC , IFEEE BFEFR

*Jul 11 18:27:15.000: CAPWAP_PATHMTU: CAPWAP_DTLS_SETUP: MTU = 1485

*Jul 11 18:27:15.000: CAPWAP_PATHMTU: Setting default MTU: MTU discovery can start with 576

*Jul 11 18:27:15.235: %CAPWAP-5-DTLSREQSUCC: DTLS connection created sucessfully peer_ip: 10.201.234.34
*Jul 11 18:27:15.235: CAPWAP_PATHMTU: Sending Join Request Path MTU payload, Length 1376, MTU 576

*Jul 11 18:27:15.235: %CAPWAP-5-SENDJOIN: sending Join Request to 10.201.234.34

*Jul 11 18:27:20.235: %CAPWAP-5-SENDJOIN: sending Join Request to 10.201.234.34
*Jul 11 18:27:21.479: %CAPWAP-5-JOINEDCONTROLLER: AP has joined controller c9800-CL

R bt B E#showcapwap & Fiwrcb , I&@ & FI576/Z st#AFICAPWAP AP MTU:

3702-AP#show capwap client rcb
AdminState : ADMIN_ENABLED
Primary SwVer : 17.9.3.50

MwarName : c9800-CL
MwarApMgrIp : 10.201.234.34

OperationState : JOIN
CAPWAP Path MTU : 576

EATARRERE ER

APRZH N A EARLANIZBIZR %, SEBIPMTURZMGIEERIER  300E , BUEIAPRHLE



%18 8i% 2 —HCAPWAPE S ( EDF

PMTU{E.,

EARTRGIH , APER 710051

M ER

266
267
268
269
278
M

1R , HEMAPE KA (debug capwap client pmtu)E&

ag:
a8:
e8:
a8:
a8:
AR:

36:86.777257
36:06.778067
36:12.689324
36:12.690257
36:12.700439
3R:172.781447

PMTUERE.

*Jul
*Jul
*Jul
*Jul
*Jul
*Jul
*Jul
*Jul
*Jul
*Jul

mBmE
showi#a HH :

11
11
11
11
11
11
11
11
11
11

18:
18:
18:
18:
18:
18:
18:
18:
18:
18:

R

/Ch

28:
28:
28:
28:
28:
28:
28:
28:
28:
28:

£ e 2 3% 2 49 (#show capwapfiE i & ifircb) 2 10054 7T

39.
39.
39.
39.
39.
39.
39.
39.
39.
39.

911:
911:
911:
911:
911:
911:
911:
915:
915:
915:

21.8865.. 18.281.
0.009310 10.201.
5.911257 19.201.
8.800933 18.201.
8.010182 18.201.
-334.34

A aR1aa3 1a_281

— =

L JTERTE

ERAT—ERSPMTUERN KRN ) RXBESH

JUAEE, HARIOSH Z ABMPMTUBMM P EERR | Bt BEE TR
91019 Tl WRWLCEE , APEHRPMTUERA1005(Til. MRFTR , CEFF0WAL
BREH.

e BB # R 1005 PMTUR B VAP 3R (FE 2 Bi#268 M#2692)
RAWLCEEFRRENPMTUR EEER %,

166.185
234.34
166.185
234.34
166.185

S A —3

FAER  EEHEGEATENK
18.201.234.34 DTL5v1.@ 123 Set Application Data
19.201.166.185 DTLZv1.@ 139 Set Application Data
10.201.234.34 DTLSv1.@ 1019 Set Application Data
18.201.166.185 DTLSv1.@ 987 Set Application Data
18.2081.234.34 DTLSv1.@ 155 Set Application Data
18.281_168R.185 NTl Swl_ @ 139 Set Annliration Data

AP B Zh 1737 10054 STTAEPMTUNE B #TAP

CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :

3702-AP#show capwap client rcb
AdminState :
Primary SwVer :
Name :

MwarName

3702-AP

: c9800-CL
10.201.234.34

MwarApMgrIp :
OperationState :

CAPWAP Path MTU :

30M& , APBRERBE T~ —EHSE1485( T , BR

up

1005

ADMIN_ENABLED
17.9.3.50

PMTU Timer Expired: Trying to send higher MTU packet 576
PMTU Timer:Sending Path MTU packet of size 1005

MTU = 1005 for current MTU path discovery

Ap Path MTU payload with MTU 1005 sent 888

Stopping the message timeout timer

Setting MTU to : 1005, it was 576

Updating MTU to DPAA

Sending MTU update to WLC

MTU = 1005 for current MTU path discovery

Ap Path MTU payload with MTU 1005 sent 21

B CAPWAP AP MTU , AT =2

, BEAPERRUNAREERF , APYEIICMP

unreachable, ICMP#EEREES T —EREHME , APRRAILILE , jﬁﬁﬁﬁﬁﬁa‘l‘ﬁ,\ﬁaﬂ’ﬂ
PMTU ( &MEEEFTEE )

*Jul 11 18:29:45.911: CAPWAP_PATHMTU: PMTU Timer:Sending Path MTU packet of size 1485



11
11
11
11
11
11

*Jul
*Jul
*Jul
*Jul
*Jul
*Jul

18:
18:
18:
18:
18:
18:

29:
29:
29:
29:
29:
29:

45.
45.
45.
45.
45.
48.

911:
911:
911:
911:
911:
911:

M FERIAPHR Bl 18

EEEICMPELIEN HEMmETR281 , ARAPERBEPMTU |, R SimI%288 L1300 TiHRY
|CMPT—E&%E1E3ET£289J:@E§ :

ZBB

283 B8:36:45.6955
284
285
286
287
288
289
298
221

B8:36:45.6959
BB:36:45. 6964

B8:36:48.6964

BE:36:48.7076

COS AP1T

33

BE:36:45,695785

31
16

BB:36:45.696981
BE:36:48. 695568

56

BE:36:48. Te6641

3%

I\\‘a

9.988435 18.2081.
9.900252 16,201,
9.800146 18.201.
9.09004585 10.201.
8.088565 18.2081.
2.998587 10.2081.
0.080888 10.201.
9.910185 18.281.
9.880295 10.201.

CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :
CAPWAP_PATHMTU :

166.185
234,34
234.34
166 .185
234,34
166 .185
234,34
166 .185
234,34

MTU =

1@.201. 23d £
18.291.166.185
19.291.166.185
19.201.234.34
18.291.166.185
18.281.234.34
18.281.166.165
19.201.234.34
18.201.166.185

1485 for current MTU path discovery
Ap Path MTU payload with MTU 1485 sent 1368
Received ICMP Dst unreachable

Src port:5246 Dst Port:60542, SrcAddr:10.201.166.185 Dst Addr:10.
Calculated MTU 1293,
Path MTU message could not reach WLC, Removing it from the Reliab

DTLSv1.8
TCMP

CAPWAP-Data
DTLSv1.8
CAPWAP-Data
DTLSv1.8
DTLSV1. 8
DTLSv1.8
DTLSv1. 8
DTLSv1.8
DTLSv1.8
DTLSv1.8

139 Set

AP-COS AP B HIFEER ., BPIRAPIIARL,

AP0 A P& ER

EIAE , APE
MERELEFE
MEPRLIBELPE

% —

TEEES —E3ZE10051
B (DIIBRETE ) o GNR 10050 JoAE HIDFIR I B8 £ 3k B 2 41 25

LAR 2APE#k £ #debug capwap client pmtu:

Jul
Jul
Jul

11
11
11

19:
19:
19:

06:
06:
06:
Jul
Jul

Jul
Jul

11
11
11
11

19:
19:
19:
19:

06:
06:
06:
06:
Jul
Jul
Jul
Jul
Jul
Jul
Jul
Jul

11
11
11
11
11
11
11
11

19:
19:
19:
19:
19:
19:
19:
19:

06:
06:
06:
06:
06:
06:
06:
06:

10
10
10

15
15
15
15

20
20
20
20
20
20
20
20

kernel:
kernel:
kernel:

kernel:
kernel:
kernel:
kernel:

kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:
kernel:

[*07/11/2023
[*07/11/2023
[*07/11/2023

[*07/11/2023
[*07/11/2023
[*07/11/2023
[*07/11/2023

[*07/11/2023
[*07/11/2023
[*07/11/2023
[*07/11/2023
[*07/11/2023
[*07/11/2023
[*07/11/2023
[*07/11/2023

19:
19:
19:

19:
19:
19:
19:

19:
19:
19:
19:
19:
19:
19:
19:

06:
06:
06:

06:
06:
06:
06:

06:
06:
06:
06:
06:
06:
06:
06:

10.
10.
10.

15.
15.

15

20

20

20

7065]
7066]
7066]

3235]
3235]

.3235]
15.

3245]

.0794]
20.
20.

0794]
0794]

.0831]
20.
20.

0832]
0832]

.5280]
20.

5702]

BEHARENMABER , FEFHEY,
TEARERLBSFHIY.
TUAERY I AFER

AP_PATH_|

last_icmp_mtu 1300

Application Data
CAPHAP-Data Keep
#Application Data
Application Data
#Application Data
Application Data
Application Data
Application Data
Application Data

MTU_PAYLOAD_msg_enc_cb:

Alive[Malforsed Packet]

o MR , AISEHPMTUIL 4
, FEREREST6EER.

request pmtu 1485,

Sending Join request to 10.201.234.34 through port
Sending Join Request Path MTU payload, Length 1376

AP_PATH_|

MTU_PAYLOAD_msg_enc_cb:

request pmtu 1485,

Sending Join request to 10.201.234.34 through port
Sending Join Request Path MTU payload, Length 1376

chatter:

AP_PATH_|

chkcapwapicmpneedfrag ::

MTU_PAYLOAD_msg_enc_cb:

request pmtu 1005,

Sending Join request to 10.201.234.34 through port
Sending Join Request Path MTU payload, Length 896
Join Response from 10.201.234.34, packet size 917
AC accepted previous sent request with result code:

Receive

d wicType 0, timer 30

WLC confirms PMTU 1005, updating MTU now.
PMTU: Set capwap_init_mtu to TRUE and dcb's mtu to

CheckCapwapICMPNe



Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.5816] CAPWAP State: Image Data
Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.5822] AP image version 17.9.3.50 backup 17.6.5.22, Contro

FEE  HEXNA1483U i | ERAP-COSTHMMN A E Z AMBBRENpmtufE. U TREHTMIR1168 LB :

1135 89:13:33, 358475 ©.08876E 18.201.166.187 19.291.234.34 CAPWAP-Cantrol 298 Set CAPWAP-Control - Discovery Request[Malformed Packet]
1136 99:13:33. 359044 0.088569 18.201.234.34 18.201.166.187 CAPHWAP-Control 143 Set CAPWAP -Control - Discovery Response
1151 ©99:13:3B8.172586 4.813542 Cisco_93:84:68 Cisco_93:84:68 WLCCP 2948 Set U, func=UI; SHAP, OUL 9xB@4896 (Cisco Systems, Inc), PID 8x08e0
1153 ©89:13:42,995529 4.732943 19.201.166.187 10.281.234.34 DTLSv1. 2 272 Set Client Hello
1154 89:13:42. 906508 0.981371 18.201.234.34 18.201.166.187 DTLSwl.2 94 Set Hello Verify Request
1155 99:13:42. 997727 0.800827 10.201.166.187 10.201.234.34 DTLSw1.2 292 Set Client Hello
1156 89:13:42, 909938 B.892283 19.201.234.34 18.201.166.187 DTLSv1. 2 558 Set Server Hello, Certificate[Reassembly error, protocol DTLS: Hew fi
1157 89:13:42. 99963 0.8008833 19.201.234.34 18.201.166.187 DTLSw1.2 558 Set Certificate[Reassembly error, protocol DTLS: Hew fragment overla)
1158 89:13:42, 90H390 0.000827 19.201.234.34 18.201.166.187 DTLSw1. 2 558 Set Certificate[Reassembly error, protocol DTLS: Hew fragment overla)
1159 29:13:42.918032 0.0eeadz 10.201.234.34 10.201.166.187 DTLSwl.2 558 Set Certificate[Reassembly error, protocol DTLS: Hew fragment overla
1168 89:13:42. 918068 0.000828 19.201.234.34 18.201.166.187 DTLSw1. 2 558 Set Certificate[Reassembly error, protocol DTLS: New fragment overla)
1161 89:13:42. 9186837 0.000827 10.201.234.34 16.281.166.187 DTLSw1. 2 12 Set Certificate Request[Reassembly error, protocol DTLS: New fragmen
1162 89:13:42. 928659 8.218572 18.201.166.187 18.201.234.34 DTLSw1. 2 598 Set Certificate[Reassembly error, protocol DTLS: New fragment overla)
1163 89:13:42. 942614 ©.813955 18.201.166.187 16.281.234.34 DTLSw1.2 598 Set Certificate[Reassembly error, protocol DTLS: Mew fragment overla)
1164 89:13:43.552554 2.689948 18.201.166.187 10.201.234.34 DTLSw1. 2 459 Set Client Key Exchange[Reassembly error, protocol DTLS: Mew fragment
1165 89:13:43. 554847 0.801493 19.291.234 .34 16.281.166.187 DTLSw1. 2 11 Set Change Cipher Spec, Encrypted Handshake Message
1168 :13: 4.662915 19.201.166.187 10.281.234.34 DTLSv1.2 1483 Set Application Data

1 1169 89:1 7294 0. 98¢ 9 18.201.166.161 ICMP set,Set Destination unreachable (Fragmentation needed)
1173 89:13:52. 9727, 4.755492 18.281.166.187 16.291.234.34 DTLSw1. 2 1883 Set Application Data
1174 ©9:13:52. 975783 8.802997 10.291.234.34 16.291.166.187 DTLSw1. 2 1868 Set Application Data
1179 89:13:53. 939451 8.963668 18.291.166.187 18.281.234.34 DTLSw1.2 955 Set Application Data
1lag 89:13:53.939497 2.080846 18.281.166.187 18.381.234 .34 DTLSw1. 2 955 Set Application Data
1181 89:13:53. 939526 8.9088829 18.391.166.187 18.281.234.34 DTLSw1.2 955 Set Application Data
1182 89:13:53, 939555 2.900029 19,291.166.187 108.201.234.34 DTLSW1. 2 527 Set Application Data
1183 89:13:53.941676 B.982121 18.281.234.34 18.281.166.187 DTLSwl. 2 378 Set Application Data

EITARREPE EY
EAPERRUNAEER, cE2REERSI0WWE—IXPMTU ,

LA 2APE &7 (debug capwap client pmtu)

Jul 11 19:08:15 kernel: [*07/11/2023 19:08:15.
Jul 11 19:08:15 kernel: [*07/11/2023 19:08:15.
Jul 11 19:08:15 kernel: [*07/11/2023 19:08:15.
Jul 11 19:08:15 kernel: [*07/11/2023 19:08:15.
Jul 11 19:08:15 kernel: [*07/11/2023 19:08:15.
Jul 11 19:08:15 kernel: [*07/11/2023 19:08:15.
Jul 11 19:08:15 kernel: [*07/11/2023 19:08:15.
Jul 11 19:08:15 kernel: [*07/11/2023 19:08:15.
Jul 11 19:08:15 kernel: [*07/11/2023 19:08:15.
Jul 11 19:08:15 kernel: [*07/11/2023 19:08:15.
Jul 11 19:08:17 kernel: [*07/11/2023 19:08:17.

Jul 11 19:08:43 kernel: [*07/11/2023 19:08:43.
Jul 11 19:08:43 kernel: [*07/11/2023 19:08:43.
Jul 11 19:08:43 kernel: [*07/11/2023 19:08:43.
Jul 11 19:08:43 kernel: [*07/11/2023 19:08:43.
Jul 11 19:08:43 kernel: [*07/11/2023 19:08:43.
Jul 11 19:08:43 kernel: [*07/11/2023 19:08:43.
Jul 11 19:08:43 kernel: [*07/11/2023 19:08:43.
Jul 11 19:08:43 kernel: [*07/11/2023 19:08:43.
Jul 11 19:08:43 kernel: [*07/11/2023 19:08:43.
Jul 11 19:08:43 kernel: [*07/11/2023 19:08:43.
Jul 11 19:08:46 kernel: [*07/11/2023 19:08:46.

LT REENAPHE., RIAEIMmIE1427F1448:

WEERHEDFREMN T —AEFEHEENCAPWAPE RS,

1341]
1341]
1341]
1341]
1343]
1343]
1351]
1351]
1351]
1351]
9850]

6435]
6435]
6436]
6436]
6437]
6438]
6446]
6446]
6446]
6447]
4945]

wtpEncodePathMTUPayload: Total Packet Size:
wtpEncodePathMTUPayload: Capwap Size 1is 137
[ENCJAP_PATH_MTU_PAYLOAD: pmtu 1485, Ten 13
capwap_build_and_send_pmtu_packet: packet T
Ap Path MTU payload sent, Tength 1368

WTP Event Request: AP Path MTU payload sent
pmtu icmp pkt(ICMP_NEED_FRAG) from click re
chatter: chkcapwapicmpneedfrag :: CheckCapw.
PMTU data: dcb->mtu 1005, pmtu_overhead:118:
PMTU: Last try for next hop MTU failed
wtpCleanupPMTUPacket: PMTU: Found matching

wtpEncodePathMTUPayload: Total Packet Size:
wtpEncodePathMTUPayload: Capwap Size is 137
[ENCJAP_PATH_MTU_PAYLOAD: pmtu 1485, Tlen 13
capwap_build-and-send_pmtu_packet: packet T
Ap Path MTU payload sent, Tength 1368

WTP Event Request: AP Path MTU payload sent
pmtu icmp pkt(ICMP_NEED_FRAG) from click re
chatter: chkcapwapicmpneedfrag :: CheckCapw
PMTU data: dcb->mtu 1005, pmtu_overhead:118
PMTU: Last try for next hop MTU failed
wtpCleanupPMTUPacket: PMTU: Found matching



1424 89:15:13.511489 0.888057 Cisr_a:93;84:66 Cisco:%;&dréﬂ WLCCP 671 Set U, func=UI; SNAP, OUI @xBB6@ee (Officially Xer

1425 89:15:19. 885668 6.294171 18.281.166.187 18.281.234.34 DTLSw1.2 1483 Set Application Data

27 0. 800444 16, 281.166.16 18 187 cMp 78 Not set,Set Jestination unreachable (Fragmentation needed)
1428 99:15:19. SE-ESiS Q. ElB\Bd‘ll 19,201, 234 34 16 291 166 187 CAPWAP-Data 188 Set CAPWAP-Data Keep-Alive[Malformed Packet]
1433 89:15:21.462377 1.655862 Cisco_93:84:68 Cisco_93:84:60 WLCCP 122 Set U, fune=UI; SNAP, OUI @x00000@ (Officially Xer
1434 89:15:21.462413 8.889836 Cisco_93:84:60 Cisco_93:84:608 WLCCP 122 Set U, func=UI; SNAP, OUI @xepeoee (0fficially Xer
1435 89:15:21.858913 ©9.388500 Cisco 93:84:68 Cisco 93:84:60 WLCCP 122 Set U, fune=UI; SNAP, OUI 8x00000@ (Officially Xer
1438 89:15:32.161352 18.3184.. 18.281.166.187 18.281.234.34 DTLSw1.2 187 Set Application Data
1439 89:15:32.162837 0. 800685 16, 281. 234,34 18.281.166.187 DTLSv1. 2 114 Set Application Data
1449 89:15:33. 665648 1.583611 18.281.166.187 18.281.234.34 DTLSw1.2 571 Set Application Data
1441 89:15:33. 666353 0.888785 16.201.234.34 16.201.166.187 DTLSv1. 2 99 Set Application Data
1443 99:15:37.533517 3.867164 Cisco_93:84:60 Cisco_93:84:60 WLCCP 122 Set U, func=UI; SNAP, OUI 9x00000@ (0fficially Xer
1444 89:15:38.122776 ©9.589259 Cisco_93:84:68 Cisco_93:84:60 WLCCP 122 Set U, func=UI; SNAP, OUI @x00000@ (Officially Xer
1445 99:15:38.171399 ©.848623 Cisco_93:84:60 Cisco_93:84:608 WLCCP 298 Set U, func=UI; SNAP, OUI @xBB4996 (Cisco Systems,
1447 89:15:48, 684943 2.513544 Cisco 93:84:60 Cisco 93:84:60@ WLCCP 122 Set U, func=UI; SNAP, OUI ©x@0000@ (Officially Xer

89:15:48. 314752 18.291.234.34

DTLSv1.2 1483 Set Application Data
315088 36 10.201. 61 CHP 5 nable (Fragmentation needed)
31 7 - o 18.2081.166.187 CAPWAP-Data 188 Set CAPWAP-Data Keep-Alive[Malformed Packet]

1452 B9:15:48. 563890 ©.248493 Cisco 93:84:68 Cisco_93:84:6@ WLCCP 266 Set U, func=UI; SNAP, OUI @x@eeee8 (Officially Xer
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https://cdetsng.cisco.com/webui/#view=CSCwf91557
https://tools.cisco.com/bugsearch/bug/CSCwf52815
https://tools.cisco.com/bugsearch/bug/CSCwk70785
https://tools.cisco.com/bugsearch/bug/CSCwk90660
https://tools.cisco.com/bugsearch/bug/CSCvv53456
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