=R
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LAN [i1] VPN ] JEFEAN R ML PR B HT R 45

] LA 5 R AR LS 55 BT A SRR MERR 58 = J7 X451 LAN 0] IPsec 4% . X 48X 4544
] LURF A ESAI A il ([ IPv4 A1 IPv6 3EhE) MRl E.

ASA AN RVFl L VPN BEE &5 ping LAAMRA YR 5
AREAH AR LAN 7] VPN 8,

s MUEREE, 10t

o FEZ N SR N ECE SR VPN, 55 2 T

s BUEREIT, 3

« FEAMNEIE O LGS ISAKMP 5l AS ] ISAKMP , 26 4 17T
* {4 IKEv #4435 10 1T

o Qg IKEv2 #2338, 55 11 70

« & ACL, 512 7T

o ESMBEIEAL , 13 0L

o QIEINE WU HER LN T, 5 14 0T

o ShARUG SR VPN BER , 25 16 1T

AVPA T A7 6] LAN [HECE R E . e 2% 1 42 20 3]

hostname (config) # interface ethernet0/0

hostname (config-if)# ip address 10.10.4.100 255.255.0.0
hostname (config-if) # nameif outside

hostname (config-if) # no shutdown

hostname (config) # crypto ikevl policy 1

hostname (config-ikevl-policy)# authentication pre-share
hostname (config-ikevl-policy)# encryption aes

hostname (config-ikevl-policy)# hash sha

hostname (config-ikevl-policy)# group 2

hostname (config-ikevl-policy)# lifetime 43200

hostname (config) # crypto ikevl enable outside

hostname (config) # crypto ikev2 policy 1
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hostname (config-ikev2-policy)# # encryption aes
hostname (config-ikev2-policy)# group 2

hostname (config-ikevl2-policy) # prf sha
hostname (config-ikev2-policy)# lifetime 43200

hostname

hostname (config) # crypto ipsec ikev2 ipsec-proposal secure

hostname (config-ipsec-proposal) # protocol esp encryption aes
hostname (config-ipsec-proposal) # protocol esp integrity sha-1
hostname (config) # access-list 121 list extended permit ip 192.168.0.0 255.255.0.0 150.150.0.0

255.255.0.0

(
(
(
(
hostname (config) # crypto ikev2 enable outside
(
(
(
(
(

hostname (config) # tunnel-group 10.10.4.108 type ipsec-121
hostname (config) # tunnel-group 10.10.4.108 ipsec-attributes
hostname (config-tunnel-ipsec)# ikevl pre-shared-key 44kkaol59636jnfx

(

(

(
hostname (config) # crypto
hostname (config

(

(

(

(

)

) # crypto
hostname (config) # crypto
hostname (config) # crypto
hostname (config) # crypto
hostname (config) #

map
map
map
map
map

abcmap
abcmap
abcmap
abcmap
abcmap

write memory

1 match address 121 list

1 set peer 10.10.4.108

1 set ikevl transform-set FirstSet
1 set ikev2 ipsec-proposal secure
interface outside

EZE=RNX TR &b 8 VPN

F IR UL AP BRAE 248 SRR S vrali s S8 . M ATIZ AP BR,  Ar LA T A B 20 T e o

LAN 4] IPsec VPN |

config)# crypto ipsec ikevl transform-set FirstSet esp-aes esp-sha-hmac

PR MEAEL RIS VPN, TERCE BRE, SRJ5EEFE VPN VFaliEdE o RV BEIE K — 0 .
“CONBHIRE HRCER” SRAUX MRS E D R DU N s B

class ctxl

limit-resource VPN Burst Other 100
limit-resource VPN Other 1000

P2 AN SO CECE M A VF VPN VFRFIERZE M B . BL R 2 7s i iC

context contextl
member ctxl

allocate-interface GigabitEthernet3/0.2
allocate-interface GigabitEthernet3/1.2
allocate-interface Management0/0
config-url disk0:/sm s2s ikl ip4 no webvpn.txt

join-failover-group 1

SR 3 M EERNE SO SR s A, [R5 R) VPN R PR B VPN I E AT B A .
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maz0 ||

AN ASA DAL, FEATR T B ENTRR S B ORI IR o TR, AN R
BUAICHIRI, PR R 2 L I M 2% HA RS2 AT

HoG, WHEASA ERCEIFR AN LD )G, AR RCAFR. IPHUIER R HERD . B, 7%
A ERCE S R 0N R T A

\}

ER ASA BN M GER T IPv4/IPve) ANfe 5 4L H stk =% (5] 55

R EEARORCEAR, T4 Rle EAR N R A S AT S AR L B FRI interface fiv . 7ELL

TR, %3O ethernet0.

hostname (config) # interface ethernet0/0
hostname (config-if) #

2 HEVCE RN IP MR MRS, 15N ip address fiv 4. £ELLRaRBIH, TP Hihik ok 10.10.4.100,

T RS h 255.255.0.0,

hostname (config-if)# ip address 10.10.4.100 255.255.0.0
hostname (config-if) #

FERI Ear RN, A nameif i, & E 48 NTAT. WEMAIKE, AT ES. LR

firh,  ethernet0 2 1 )& FR A outside.

hostname (config-if) # nameif outside
hostname (config-if) ##

X4 LN, U shutdown fir 4 i) no hiuA . BRIMESL T, H LA T2EAPIRAS .

hostname (config-if) # no shutdown
hostname (config-if) #

B 5 URET K, %I write memory 4

hostname (config-if) # write memory
hostname (config-if) #

FIR6 WL E A 1, AR

LAN [&] IPsec VPN .



LAN 4] IPsec VPN |
. 7ESMERIE O LB B ISAKMP 5BEF0 /5 F ISAKMP

ESMERFED _EECE ISAKMP & F0 /2 F ISAKMP

ISAKMP &A% &5 F AL € WA IPsec 224> JCHE (SA) IR VML, B3 L T/ sE SA JE k1
A TE FHHEZE o X EFE 50 SR SA, L RAE CCEMI R SA. ISAKMP Kb i 43 K9 AN B«
BB 1 FIBN B 20 BB 1 AR —4cbaiE, BRI BE S ) ISAKMP Bhid i 8. BB 2 Bl ek
P 1 B
IKE 1 F} ISAKMP & 228 FI (1) IPsec ¥ E SA. IKE Al FH 56 6 SR BEAT 5 43 311 (1K) I 5 8541 .
ASA S F A IAMRERE VPN % /& 88 IKBv1, 5387k AnyConnect VPN % /3t FH] IKEv2.
FEYEE ISAKMP Vi (046K, 1 8% IKE g, L& Ll R .

* IKEv1 XS5 AR5 10 G B eS8 A FHUE 1K) RSA 2844 s ik % 41 (PSK).

o InE i, TR B RS .

B E S 0 RS (HMAC) Uik, TR AR T 1 S8, DL ORI R AE AR A i A o oA
KBS

* Diffie-Hellman #£, ] T#i%€ encryption-key-determination 5. fI55 8 . ASA i ALV IR AN
WA % H

« P T IKEv2, f#FH SR Dy BE AL ER 2L (PRF) 15 A IRAE TKEV2 BEIE i 28 BT K 1) 5 40 N 25 FE
BRI,
o FEE AN EAHET, ASA RTAE FZ 0 S B B ) e TR R A
Wit IKEv 5m&, n LR SEOEE M. % T IKEv2, %0] DLk BN SF0E e B 22N 025 Fl 5
BYBAF A DL S, AN e B Ve B0 . ASA B I 2o 4 I s B I3 %o 88 B B4 T HE>, 48 FH A%

5 6 AR AT U i o R IR FIHER?,  #8AT LR IR AN BORAL IA BT AT So VIR SE 3, T S 3455
IKEvl —FERIZMAN HFRIHE

DL & Ae 32 0 EAI 2 IKEV] A1 IKEv2 SFEmg 35 30 T i 0 18
« 4 IKEv1 &0 & ISAKMP 5l , 24 70

o N IKEv2 NS ISAKMP $HElg , %5 5 70

71 IKEv1 iE3ZHC & ISAKMP 3% %
PN IKEv] R E ISAKMP 5%, 1518 crypto ikevl policy fir 23 IKEv] SEI&HC BRI, 7F
R T ARE & IKEV] 240,

UK

SIE1 HEX IPsec IKEv] SRBSHD B A, 42
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o ez i E 1sakmp 585 I

hostname (config) # crypto ikevl policy 1
hostname (config-ikevl-policy) #

PB2 WES MR L. LU RN E L %

hostname (config-ikevl-policy)# authentication pre-share
hostname (config-ikevl-policy) #

R3 BCENE L. UL Bl -

Nl

hostname (config-ikevl-policy)# encryption aes
hostname (config-ikevl-policy) #

$E 4 %'H HMAC k. LUR7RpIRlE SHA-1:

hostname (config-ikevl-policy)# hash sha
hostname (config-ikevl-policy) #

S5 % F Diffie-Hellman £f. UL F/RpIlC &L 14:

hostname (config-ikevl-policy)# group 14
hostname (config-ikevl-policy) #

SIB6 WEINEEA LAY, U RpIlCE 43,200 7 (12 /M) -

hostname (config-ikevl-policy) # lifetime 43200
hostname (config-ikevl-policy) #

N
2
~

SRR 2 R RN T4 0 outside 4% 10 )3 i IKEv1:

hostname (config) # crypto ikevl enable outside
hostname (config) #

8 RN, IEHIA write memory iy 4

Nil

hostname (config) # write memory
hostname (config) #

1 IKEv2 & 3R & ISAKMP 3R RS

B IKEv2 AL S ISAKMP 0%, 1548 H cryptoikev2 policy fir4-HEA IKEv2 Mg L B AR, 7¢
AR A DAL E IKEV2 4.
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B ke2wsmasm

$£I21 JEA IPsec IKEv2 Mg BRI, 5.

hostname (config) # crypto ikev2 policy 1
hostname (config-ikev2-policy) #

S22 WE NS . DT ARE AES KRl

hostname (config-ikev2-policy)# encryption aes
hostname (config-ikev2-policy) #

S8 3 ¥ & Diffie-Hellman B, DL RN 2EELL 15 K~ 6:

hostname (config-ikev2-policy)# group 15
hostname (config-ikev2-policy) #

LB 4 WCEFAEIRAE IKEV2 P 0% I E K (1) 5% 80 8 SR s 55 0 55 M DR BEH LR 2L (PRF). LR 741
il SHA-1 (HMAC Z2 1) .

hostname (config-ikevl2-policy)# prf sha
hostname (config-ikev2-policy) #

SIS WEINEEA AN, U RBIRCE 43,200 7 (12 /N -

hostname (config-ikev2-policy)# lifetime seconds 43200
hostname (config-ikev2-policy) #

$IB6 (-4 N outside [ FJE  IKEv2:

hostname (config) # crypto ikev2 enable outside
hostname (config) #

N
g
~

AR, 15N write memory T4

hostname (config) # write memory
hostname (config) #

IKEv2 H %5 25 0 3Z

IKEv2 i Ji] Diffie-Hellman (DH) 417E A7 M N T7 2 (W7 L2 3 4. IKEV2 SCRFRAMI 3 1AL
#e, LURY IPsec AR 32 P NN . RS HARAEHI AN K DH 4. O SA BEE A
(L2 2 8 BRI A HIRAE (W T AT B A 4145 o TKE SA S 75 IKE W 54 2 ) A8 e 22 AN 858 I 4 37,
.

ASA X 2 S PIATH AL -LROBT I S T
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Ikev2 5w imanenaRs ]

* BUANEEHACH 1 (IANA {H 6)
 BUANEEEHACH 2 (TANA fH 7)
* BUOMEPIAH 3 (JANA {H 8)
AN YIS 4 (TANA {5 9)
WANEEAAT I 5 (TANA {1 10D
 BANEEHACH 6 (IANA fH 11)

o WANEAHAT HE 7 (TANA {H 12)

T 2 v DAL B AN 2 3 RS e X THLE RN BN B A8 3, #5002 F6 i DH 41. ASA I
S AT 4R AR 5 A SRR v 1) S5 AT b A T N8 o SR S T R [ 5 %o A AR R 5t DH 2135 1 — 35,
IR M, FF2s i R T R i1% NO_PROPOSAL CHOSEN Al % . 14834 A] LUK 5 3 i B Ay
none. WIHEIEEE none, NIALIFEATBREHAT Hie o

X ARERTT AR AN PR n R B AL T VARC EA none:
o Wi N 77 ] AR BN AT n 4% none A 3 PR T
* WONEPIAZH N ik .

SER B R, RT3 R IR T A e e 200 Wi [ 75 P ) e AT UL
FEVL I R T 7 il v 2

crypto ikev2 policy 1
encryption aes

integrity sha256

group 14

prf sha256

lifetime seconds 120
additional-key-exchange 5
key-exchange-method none

Wi [ 5 D645 A additional-key-exchange 5 A4 AEVGACHE I o
U AR AR SRR A, M R A B RS L
© WA T Sy — AN W 7 BEBLULAC Y IKEv2 3210, W27 IKEv2 SA.
o XFEEKE IKE_SA_INIT AZ 4 5 o (KA B4 25 BH AC B 3 R Ak R A 480, I hidax
PRI PR RN Jf s RS T R 1% NO_PROPOSAL_CHOSEN #5748 411
A RILTIRERI TR 5 B, 152 RFC 9242,

IKEv2 % % 3H 32 6 1Y 4 | 0 BR 3
* I T A A S B IR
» ETEILAE R BRI ATIF ) DH 41,

ST ThRE, ASA AN
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B »eerssmann

* IKEv1
o G BAAT PN IE T G T EVE S RS e
o LRV ] VPN HAF 3k A VPN S HF IKEv2 £ 355145 e .

i

73 IKEv2 B & % A 33
SERLT i, RO IPsee A5 ik THLNLEC L, 0] DT UL

FHia Z |l
« EHEMENABRE . ARFEAEE, ESHIKEV2 28 PIAs e AT RS, 55 7 5t

o BUE IKEV2 SEMSIRINSE50E . B0AVE . S ur 7y SA B B . AR R, 155
B IKEv] A1 IKEv2 5 .

UK

FIE1 QI IKEV2 RIS
crypto ikev2 policy policy_index

PERTPH R IKEV2 SR AL B A
Tl
hostname (config) # crypto ikev2 policy 1
PR 2 O IKEvV2 SRS T B RS 185 A e e
additional-key-exchange <1-7>
PRI 7R IKEv2 SRS AN 3 P A M B e — SO e 22 W] DAL BB S AT e it
<l
hostname (config-ikev2-policy)# additional-key-exchange 1
PR3 I N BNE PSR E A e A DH AR B A T .
key-exchange-method <DH_group>

¥ DH 435580 14, 152 16+ 19, 20, 21 8% 31, 0 n] DB EC N noneo 1% FE none, M
AN AT AT e

Tl

hostname (config-ikev2-policy-ake) # key-exchange-method 21 31
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wik ke s EAxREE ]

A TIOPE 2 13, O IKEv2 RIS AL E 2 N RS #

hostname (config) # crypto ikev2 policy 1

hostname (config-ikev2-policy)# additional-key-exchange 1

hostname (config-ikev2-policy-ake) # key-exchange-method 21 31
hostname (config-ikev2-policy)# additional-key-exchange 2

hostname (config-ikev2-policy-ake) # key-exchange-method 20 21
hostname (config-ikev2-policy)# additional-key-exchange 3

hostname (config-ikev2-policy-ake) # key-exchange-method 19 20 none

T—F Mt 4
FIAECE .. ARTFAME R, WS HKRAE IKEv2 25 PR8I E , 55 9 il

BIE IKEv2 % H AR ECE
R LR B fir & ok A sk IKEv2 25 %5 B AT # e .
* show running-config crypto ikev2

crypto ikev2 policy 1
encryption aes

integrity sha256

group 14

prf sha256

lifetime seconds 120
additional-key-exchange 1
key-exchange-method 21 31
additional-key-exchange 2
key-exchange-method 20 21

.

show crypto ikev2 sa detail

IKEv2 SAs:

Session-id:4, Status:UP-ACTIVE, IKE count:1, CHILD count:1l

Tunnel-id Local Remote fvrf/ivrf Status Role

41567725 192.168.15.1/500 192.168.15.2/500 READY INITIATOR

Encr: AES-CBC, keysize: 128, Hash: SHA96, DH Grp:14, Auth sign: PSK, Auth verify: PSK
Additional Key Exchange Group: AKEl: 31 AKE2: 21 AKE3: 20 AKE4: 19 AKE5: 16 AKE6: 15
AKE7: 14

Life/Active Time: 120/5 sec

Session-id: 4

Status Description: Negotiation done

Local spi: 6BB6B7BFAOBAADF4 Remote spi: 7030C7xxx xxxxxxE9DBDE77EB

Local id: 192.168.15.1

Remote id: 192.168.15.2

Local req mess id: 9 Remote req mess id: 0

Local next mess id: 9 Remote next mess id: 0

Local req queued: 9 Remote req queued: 0

Local window: 1 Remote window: 1

DPD configured for 10 seconds, retry 2

NAT-T is not detected

IKEv2 Fragmentation Configured MTU: 576 bytes, Overhead: 28 bytes, Effective MTU: 548
bytes

Parent SA Extended Status:

Delete in progress: FALSE
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Marked for delete: FALSE

Child sa: local selector 20.0.0.0/0 - 20.0.0.255/65535
remote selector 30.0.0.0/0 - 30.0.0.255/65535

ESP spi in/out: 0x4a7d5da2/0x56a28fa8

AH spi in/out: 0x0/0x0

CPI in/out: 0x0/0x0

Encr: AES-CBC, keysize: 128, esp_hmac: SHA96

ah_hmac: None, comp: IPCOMP_NONE, mode tunnel

6132 IKEv1 453 &

IKEv1 H #0458 thhn s 7 v S B0 AE JiiE 4l . 755 ISAKMP #HT IPsec &4 PR A ], X146
PR R A R o e e R AR R e B U o B T T A G SR 25T [ o

FEARER ORGP OCIR KT N A W 2% H P € 19 ACL IO . 87T LAAE ASA LB H IR, Ra
LN W 2% H sl s i 4 H h e e 11 M.

RIS T AR R Gy R UE T ik

R L AYMIMESBIIES %

BYMEFZE BUEMIIET &

esp-sha-hmac (ERiM)

esp-aes (128 ffn#)  CERIAD

esp-aes-192

esp-aes-256

esp-null

FESANATE W25 COIan A IEEIER ) TR A ASA ZJR], T8 R BETE A St IPsec. FEE
P AL BRI, BRI .

D B R A, VS AR S SRR PAT B S R A 55

AR EBT, %A cryptoipsecikevltransform-set fir4 . LU N7nfil{fi J 4 FK FirstSet. esp-aes
Jn Fl esp-sha-hmac S 0 60 F R AL B L e . TEVEWT R

esp-sha-hmac (ERiL)

cryptoipsec ikevl transform-set transform-set-nameencryption-method authentication-method

hostname (config) #
crypto ipsec transform-set FirstSet esp-aes esp-sha-hmac
hostname (config) #
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ez e iz [

FTIE2 RAF

hostname (config) # write memory
hostname (confiqg) #

132 IKEv2 1233

XT IKEV2, RE0] DOk FAS SRS C B 22N 0 A B AR IR iE 2RI L 2/ e HE P 0 . ASA R I 22
Sk A BB B B AT HE Y, IR Z Iy 5 0 S AR AT i o AR R, ST UK
B AN PEBORALIL AT SRVFIE A, TR B IKEvD — FERIE RS SRVFINAL

NERFUH T A IKEV2 02 S 5050 5

F 2: 5y IKEv2 InZE T 814 77 0%

BRNEFZ* B REBMAE
sha (BRIAD

aes (ERIN) - A 128 £ 91
AES.

aes-192

aes-256

U IKEV2 483, AR A S 1 AR R AT L AR 55

AR ERT, ] cryptoipsecikev2 ipsec-proposal i 4 #EN ipsec HEINAC BRI, 7E A
NATRUA UG E 2 NI A e R FELLRORBIT,  secure S A FR:

hostname (config) # crypto ipsec ikev2 ipsec-proposal secure
hostname (config-ipsec-proposal) #

R, BN INZE 22 . ESP J&ME—SCREI P, il
hostname (config-ipsec-proposal) # protocol esp encryption aes

hostname (config-ipsec-proposal) #

N SEEENESRA, it

hostname (config-ipsec-proposal) # protocol esp integrity sha-1
hostname (config-ipsec-proposal) #
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B ==ac

T4 RAF

& ACL
ASA fH H V5 [ 617 R RIS FIN L Vin) . BRI T, BEN LRSI aia. g
RVFMEN ACL. fHXEEAE R, B2 MEER B P Ui mIEHF R IME R .

Jy it LAN 7] VPN 58I 2600 B 1) ACL 25 T-U5 1P bk A ety H Ax 1P #uhik DL &, (ATidk) s . B
BRI A %) ACL.

VPN B ACL A FTEESRAI AL
A\

AR A VPN I JESRRCE ACL FTE(E R, WS BN R VT W45 € VLAN 2o 41 5ms v 48—V
EESEHEIWIN

UK

$HIE1 i\ access-list extended iy 2.

access-list listname extended permit ip source-ipaddress source-netmask destination-ipaddress
destination-netmask

DL R 7~ e & 44 4 121 list [ ACL, foiFK H 192.168.0.0 4% 1 TP Huhik i &A% 32 3] 150.150.0.0 M)
.,

hostname (config) # access-list 121 list extended permit ip 192.168.0.0 255.255.0.0 150.150.0.0
255.255.0.0
hostname (config) #

&
Xy
N

TEERER S i ASA it B —A ACL, %1% ACL #AT8i1% .
in RS HR ) ACTL BB 0 21 (7] — 0 a8 BB R PR AN A RN 28 ACL A LI IIANS BB
LELUF B, SRR 7R FF A hostname2 .

hostname2 (config) # access-list 121 list extended permit ip 150.150.0.0 255.255.0.0 192.168.0.0
255.255.0.0
hostname (config) #
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| LAN (d IPsec VPN

N
5

B TE A A0 35 PR IR SR ) — 4l . 0] ARC B RRIELURFR IR AAA IS5 4, R i85S4, LA
PE SCERINALSRNE o ASA 2 (E N AR TE 4L o

ASA AN ERINFZIEL]: DefaultRAGroup Fll DefaultL2Lgroup, i # & Bk iAM IPsec & F5 15 [ i
4, JEEEBRIAN IPsec LAN [HBEIEA] . W DUBSOXEEREIELL, (HANRER: MR .

IKE RiAS 1A 2 22 ()i 32 222 A0 T AV S Ik Jr i . IKEv] £E VPN P e vF— RPN
GO ieurE (B, POt GRS o (H, IKEv2 SVF5 Al AL A 72 5 4y 46 UF CLI e AN
XFRE Gy uETrid CH, Oeb BT M8 O = 8 B B A e, (ED6S W 7 PR IE TS S IED
gt R IKEv2 WA AR SR IR, Jerp S AMEIEREAT B U0 e, 53— dm A FLAh SE e
(WU P EEETS) .

AL T DRI B QI N BRI . WERAEREE V) p A b SO AR UUR EBEIE 2, ASA K
ST IR AN BE TE AR C B AL VS ] BRI 241 A0 LAN () B30 2H X BRI BE T 24

TR IR LAN (AR, DN REEH W E A BN
o B IERSM I E A IPsec LAN [d],

o BOE 1P Huhb i G430 uE vk CREA T IKEv] Al IKEv2 [ HUL 4]

SRRV E A IPsec LAN ], 5% tunnel-group fir %

V224 tunnel-group nametypetype, L name 2L BEE A I A FR, type /&REIE IR . 7E CLI
HRE B E ST -

* remote-access (IPsec. SSL R4 /i SSL A2 b))

* ipsec-12l (IPsec LAN [ii])
LELL Rt , BB 4752 LAN [8) X525 4R 1K) TP #uhik 10.10.4.108.

hostname (config) # tunnel-group 10.10.4.108 type ipsec-121
hostname (config) #

TR
A2 B B 47 55 UE 7 9 DAy B A M/ 0T A AT Tk A P BRI, A R A T A4 K TP i hik i)
LAN [AJf5IE .

TR B IR T VR E A PSR, T RN ipsec-attributes 15130, 4R 5% ikevlpre-shared-key
A A LA ML =8 5] . T ARk LAN (R IS ASA B3 ] [F]— Pl =2 8.
W12 128 NARTI R AR

FERL R R, IKEv] FiL % 47 44kkaol59636jnfx:
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B oenzwssisammTen

hostname (config) # tunnel-group 10.10.4.108 ipsec-attributes
hostname (config-tunnel-ipsec) # ikevl-pre-shared-key 44kkaol59636jnfx

PR3 PRI

hostname (config) # write memory

hostname (config) #

UBEIGIF B 75 S IF IE W8 4T, 3548 show vpn-sessiondb summary.  show vpn-sessiondb detail
121 8%, show crypto ipsec sa fir 4.

B EMNEIRS R E A T

INEE W 4 H LG IPsec L ARKIKMAFILR, BRHUTITER:

* IPsec MW ARA U E (FE ACL g D .

* K IPsec fRY R AR RIALE CRIEAR RIS SRR

o ORI A ) IPsec 224xh CHIRAHARTRE) -

* IPsec Yt A IE GRex 42 02 s A B A TR D
AL TPsec ), PN S5 AR A Z0A 5 HATSHE A IC BRI A 46 H o A ARSI s 2% H A
7w, EAT IR DA LR 5 A

o IR WL A H AL AN ACL (Fltn, BifR ACL) o St I ()% 45444 FH 3 A& n 2%
WS, DG AR TR In=E ACL @A%00 “ R VF” ASA % ACL 1014 H .

o DE WU A% H A5 BRI S — S EEAR T CBRARXS Y. (K0 5 AL T Shas s s )

o I g H A E AT AR A R
RN E L D QIR 2 A IE WU 2 H R4 H KPS (seq-num) FFHHEA: seq-num
%, PUoCgulls . EvCEA MEBU O E, ASA Jedk AR e SO m it WU 45 H PP R i

PR S ) B AN (RRI) BT TN B st MRS 6 T ASA i — AN LA U E— 1. 45T
B [ AW ANERN T T 2R . AR 2N B S T2 AR N, W R IE
BT R Yo 20 R 2 AN 0 I AT, D 6 S0 A P M 52 SLIRTR AR

URAFAE LU MERIGE O, W4 8 5 D B 2 IS WU 46 H «
o ANTRDOT A5 A b BEAS [A) Bl 7

o TARELRE AR IPSec 22N T ANFISEBL e (il ) AH R sAN ] RO 3544, il fes o B2
X2 W R R R AT B IR, TGS 5 — 41 R T AU R [ I AT B R AN
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sgmzmsreEamaTEn

FECIE DL R, WEFEM SR ACL HoE AR, IR INE ACL B Al ¥
W4 H
EZ A EO LN ANERS

XPTRUISP, & n] LK a5 wapt S H T ASA B RAMIE: ORI 45 10 o AR IR B I, DO &
AT H . R FTFERICA, W44 H Virtual Tunnel Interface (VTI).

52 AN I LA WS i
o TEABZNAT e e b IS i FH R B
* Bl O R g tho A P B e b
o RRLZIUN 7] —AN I WS R R 2 N 1, TR ASA Fe ok B R A BUIR v B B i 4% 1 L
TR A PR

AR EEAE A R AT QI s S R SO T AN 1, i A S S e A SRR AT AR
AR

B0 ACL /M BCEN s et 4 H, %\ crypto map match address iy 4.

5 crypto map map-name seq-num match addressaclname. 7£LL 7B, WSS 4 #74 abemap,
J¥5h 1, ACL #F58 121_list.

hostname (config) # crypto map abcmap 1 match address 121 list
hostname (config) #

FIFRR IPsec AT SEK, 1EHIA crypto map set peer T4,

WA crypto map map-name seq-num Set peer {ip_address1 | hostnamel}[...ip_address10 | hostname10].
FELL R, AR 4 FRCY 10.10.4.108,

hostname (config) # crypto map abcmap 1 set peer 10.10.4.108
hostname (config) #

BN U 45 H $5 2 IKBv] ¥4 4E, 1%\ crypto map ikevl set transform-set fiy4> s

15 crypto map map-name seq-num ikevl set transform-set transform-set-name. £ N7, %
LA FRA FirstSeto

hostname (config) # crypto map abcmap 1 set transform-set FirstSet
hostname (config) #

LA I 4% H 8 IKEv2 $2133, %A crypto map ikev2 set ipsec-proposal i 4 :

V%M crypto map map-name seq-num set ikev2 ipsec-proposal proposal-name. L4 F7flH, $2%
ZHR N secure.
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B snemsimmTeo

it crypto map fir4, AT LUN ARG R TR E 24 [Psec #21l. fEZIEIL T, ZMRSAED R
R R IKEv2 XFA5EAR, I AT oA B 7 N s 4% H HEP I o

Pk

WA IPsec FEW T EAELL A 15X (AES-GCM/GMAC) FIRS AL (FT A HAh2R A Sk, Wik s
MRBUIE BN AR AEMRE DL N AURA B ADANREL N T aHE, AT
ST 5 W7 RPN

hostname (config) # crypto map abcmap 1 set ikev2 ipsec-proposal secure

hostname (config) #

15 hn & AR 5% B A T 4E

T2 TPsec Yt fE 48 [RREANF2 I DY N3 WLt 46 o ASA TERTA #2185 FF IPsec. 45 1 W H
iR i S B iy A ASA 2 FRAZ IS WL SEVEAS T B s, JRAE R a2 A ST bl v 3 () 456 FH 4
5E 1) SREMES

R R 0 52 B 0 AT AR AIBAT I Hdim 25, 9 2 4 SRIBREHR P A 2 A SRS Bt e o 4 )
DMEAT 7 sUE SO T i, ASA # 2 A SR SN e T iCE . el WM R, e
O P BT 00 5 IS5 FE B T I

T EORE CUC L 0 R B AR ER 1, IS AT LR 2P R

i\ crypto map interface fir 4. V%4 crypto map map-name interface interface-name.

hostname (config) # crypto map abcmap interface outside
hostname (config) #

RAF S

hostname (config) # write memory
hostname (confiqg) #

s 75 ub 18 VPN #Eik

FEBHZS U Ri18) VPN 1, BRI IR VPN BRIE YN H bR o 50T DU AR S 12 LI 22 A R S 2 1]
Mo sl sl Bl S, MET ST AR A [t e o i e DS I, ASA SRt it Sz
R S5 A G 428 T ) BB ) 24 4 W OGSRARE 10 JC it BE SOt S5 4 R (P
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ERaaFEEns N manezs ]

\)

R B T VR T E

7S5 =8 VPN R {E IR EHZE O RIS

o JUAY: fEWEREERECE: O R AR, BRI Oy 2 AN R O UT i), BRIk VPN
EARFRAAAE . AEEERED, R AT PR O AR AR, T RN iR 5 A B 46 T

Ko
* SNASIARIE TR O R IA Rl bk TR 3 FO g FAl 2 4 R OCSR I  IR) 2> R B VPNES:, ik
i S S AR A A

* A MIRIERE (Dynamic Path Selection): 4% FH PN Bh AL FR UG & 2 RIS A2, VPN JE
Bamaii, M m e AT g .

EREREIZEO/ TS VPN BIRTRF 4

—RE AT IR & 14
HEThRESZ LT SR
* Cisco Secure Firewall 4200 R A 9.24.1
o B2 AR
o 55BN o0 T B PR 28 B
WFAERTIR &1
VLT RE T EEVF AT IE :
o FAT BRI A AV AT E .
* 73X VPN B IS 8 7 VF lIE

ERREEAOBREzSuk <8 VPN

FHiaZ |l
RIS AR R O KEhE VPN RS 5 0F . 2817 10,

UK

$HB1 1§ interface fiy Al B AP HHE L :
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a) ] namelf iy 4 Be B 3 [ ) A FR
b) i security-level M2 HLE RERF .
c) fEH ip address fir 4 KA E 12 1) TP dhk.

T

hostname
hostname
hostname
hostname

1] interface T HC B 47 2 AFARIEE -
a) A¥ifH description firA-Mc & it 1 .

b) AIH] nameif fir & fiC B3l LR 44 5K

c) A#iH ip address iy A SR lc B FR[H]4 1 f# TP Hihl

config)# interface ethernet0/0

config-if) #nameif outside

config-if) #security-level 0

config-if) #ip address 192.0.2.17 255.255.255.0

-

hostname (config) # interface Loopback2

hostname (config-if) #description Loopback to terminate Group 2
hostname (config-if) #nameif LB2

hostname (config-if) #ip address 209.165.201.1 255.255.255.252

i FH] crypto ipsec ikev2 ipsec-proposal proposal tag v 2t & IKEv2 IPsec $2i¥:
a) {fif] description iy it & i 1

b) {#1] protocol esp encryption #ir4- it & 25 Wil .

¢) 1l protocol esp integrity 4t & N Fl 5 B il

i

hostname (config) #crypto ipsec ikev2 ipsec-proposal ESP-AES-SHA
hostname (config-ipsec-proposal) #protocol esp encryption aes
hostname (config-ipsec-proposal) #protocol esp integrity sha-256

1 Ff] cryptoikev2 policy policy indexfir 4t & IKEv2 5%
a) 18 1] protocol esp encryption fir4 it & 05 Hpisl .

b) {iiJ1] protocol esp integrity iy N FH5¢ 4 il o
c) i/ group fir 4 KAL & Diffie-Hellman ¥

LAN 4] IPsec VPN |

d) fEH prf dr&HCEBEHLR KL (PRF) 108 BEAL R BOHI A 5 HY B PR RLAN IKEv2 BEIE I BT 5 14

WA ERAT IS
e) T S A EHR v me AN P A di A 3
i

hostname (config) #crypto ikev2 policy 1

hostname (config-ikev2-policy) #protocol esp encryption aes-256
hostname (config-ikev2-policy) #protocol esp integrity sha
hostname (config-ikev2-policy) #group 5
hostname (config-ikev2-policy) #prf sha
hostname (config-ikev2-policy)#lifetime seconds 86400

QB s

a) ¥ crypto dynamic-map dynamic-map-name dynamic-sequence-num set ikev2 ipsec-proposal

transfor m-set-namel iy 2 Fit & 51 725 I 3 WS I A i Z WL Fi 2 IKEv2 Fe ikt .
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b) fiiJf] crypto dynamic-map dynamic-map-name dynamic-sequence-num set rever se-route fir & A4
SH 2 WS 4% F DA AR AR R 5 S 1) 6 E N

TP

hostname (config) #crypto dynamic-map dmap 1 set ikev2 ipsec-proposal ESP-AES-SHA
hostname (config) #crypto dynamic-map dmap 1 set reverse-route

IR 6 I E A N WU
a) ¥ crypto map map-name sequence-num ipsec-isakmp dynamic dynamic-map-name it 24 5 2
T WS BN N B A 0 A5 R A
b) 14 M crypto map map-name interface loopback_interface fir 447 A% I ek N H 23R B35 11

il
hostname (config) #crypto map vpn 1 ipsec-isakmp dynamic dmap
hostname (config) #crypto map vpn interface LB2

PR BB LAN [ fFiE 4]

a) {fiff] tunnel-group DefaultL 2L Group ipsec-attributes fir4 At & ER L LAN %] LAN BZiE 411 IPsec
IKEv2 J& .

b) i ikev2 remote-authentication pre-shared-key key #ir &It B 1 %3z FE 5 SR HEA T 5 4 560 UE 1)
Wik 84 (PSK).

¢) {#/ ikev2 local-authentication pre-shared-key key iy e & F T %F A 15 26 BEAT B4 473 B 31E (1) T
L,

il

hostname (config) #tunnel-group DefaultL2LGroup ipsec-attributes
hostname (config-tunnel-ipsec) #ikev2 remote-authentication pre-shared-key ****
hostname (config-tunnel-ipsec) #ikev2 local-authentication pre-shared-key ****

HIR8 {EIAAH: 1 ¥ ] crypto ikev2 enable loopback interface fir4 i i IKEv2:
il

hostname (config) #crypto ikev2 enable LB2

IR PCE M P DO S R A
w5l
Fit 5 OSPF 7~

hostname (config) #router ospf 1

hostname (config-router) #network 203.0.113.0 255.255.255.0 area 0
hostname (config-router) #network 209.165.201.1 255.255.255.252 area 0
hostname (config-router) #log-adj-changes

hostname (config-router) #redistribute connected

hostname (config) #interface outside

hostname (config-interface) #ospf cost 1

hostname (config-interface) #ospf message-digest-key 1 md5 *****
hostname (config-interface) #ospf authentication message-digest
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I Eh 75Uk 58] IPsec VPN L& .
(T L 57 A I HE A 4 1] VPN A FERITRE L) A

E 7~ vpn-sessiondb

asa-node2/data-node# show vpn-sessiondb det 121

Session Type: LAN-to-LAN Detailed

Connection : DefaultL2LGroup

Index : 399 IP Addr : <Peer-IP>
Protocol : IKEv2 IPsec

Encryption : IKEv2: (1)AES128 1IPsec: (1)AES128

Hashing : IKEv2: (1)SHA256 1IPsec: (1)SHA256

Bytes Tx : 58680 Bytes Rx : 86152
Login Time : 09:59:41 EDT Tue Apr 8 2025

Duration : Oh:01lm:21s

Session State: Cluster Owner (backup is asa-nodel)

IKEv2 Tunnels: 1
IPsec Tunnels: 1

IKEV2:
Tunnel ID : 399.1
UDP Src Port : 500 UDP Dst Port : 500

Rem Auth Mode: preSharedKeys
Loc Auth Mode: preSharedKeys

Encryption : AES128 Hashing : SHA256
Rekey Int (T): 86400 Seconds Rekey Left(T): 86319 Seconds
PRF : SHA256 D/H Group H
Filter Name : trace

IPsec:
Tunnel ID : 399.2
Local Addr : 209.165.201.1 255.255.255.0/0/0
Remote Addr : 192.0.2.20 255.255.255.0/0/0
Encryption : AES128 Hashing : SHA256
Encapsulation: Tunnel
Rekey Int (T): 28800 Seconds Rekey Left(T): 28715 Seconds
Idle Time Out: 30 Minutes Idle TO Left : 29 Minutes
Bytes Tx : 58680 Bytes Rx : 86152
Pkts Tx : 978

7~ crypto ikev2

asa-node2/data-node# show crypto ikev2 sa

IKEv2 SAs:
Session-1d:399, Status:UP-ACTIVE, IKE count:1, CHILD count:1l
Tunnel-id Local Remote
fvrf/ivrf Status Role

724781 209.165.201.1/500 192.0.2.20/500
Global/Global READY RESPONDER

show crypto ipsec sa

asa-node2/data-node# show crypto ipsec sa

interface: LB2
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Wiz iksE Psec PN EE. [

Crypto map tag: dyn-loopl, seq num: 65535, local addr: 209.165.201.1
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