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B K s =
DR B KA 52 30 . ASCRRIE IR

P 2% 3tb 1E 5 45 (NAT)

B0 NAT Jic & v RS B, 15204 (Cisco Secure Firewall ASA 24155 k8% CLI il B4/ ) (13
FHF VPN [1] NAT #54>

Mt & IPsec L1%5%5 ACL

WEAEAK AR AN H Ar$z I ACL PSS R SR VK B 1Psec BEIE T A B4, 15704 e B A X
N4\ sysopt connection permit-vpn 4.

WA AL T ASA 2 )5 BT VPN 45 28 3F H AR B K IR BE 42 5 ASA PERE, WA RERT Zgenl T
IPsec B M0 ACL. W%, FEATH access-list it 44 /oY IPsec Fdatuff) ACL, FH¥dLmH
T A ACL wT AR e R v ol ASA V)i &

PUR IR BIEARK & ACL M55 T fei4F IPsec Yl ASA:

hostname (config) # sysopt connection permit-vpn

\}

iR

i 7 no sysopt connection permit-vpn I, JUS7ESNEE O AV 4L (T deny ip any any
ACL) , RGANE Rvrk B % i (% HIE

2R 2] no sysopt permit-vpn iy 45 AN B D7 R 15102 (ACL) ok il i sk i 1h)
HOZFEY) ] VPN X SR 8 HEAT (D7 1), DGR s AT 7 ) o

sysopt connection per mit-vpn 714 5 L OCVE I A T IEF mUR )4 0 RS ACL (ONEAIT
), R HARE O H T (out) ACL 2, {HAVMIIE A (in) ACL.

EXMEDLT, ARG R, RGN H ACL, H 53R v] AT SSH % Hz31 ASA.
T P N 2% h =ML 2 ACL IERRHBBH L, {E ) A 35052 11 (R 25 L i e AN 2 e L o

ssh Fl http fiv & 2 A7t ACL B & HILE . R4 VPN 1G] 45 1) SSH. Telnet 5 ICMP
Wi, ML ssh. telnet filicmp 4.

Hﬂﬂﬂ

S A E - e
s iFE O A= (Hairpinning)
ASA $AE—TThGHE, RVFARZ IPsec TR U & HH N —/ N, IAETS VPN 28 7 i n] LA n) HiAthy
VPN HI /7 R IEX St . %I BEFRA “hairpinning” , A LUK A8 VPN 4245 8% (ASA) %
] VPN 3 C&J 1) o
Halrplnnlngl_—wa[%Fz:)\VPNmL Tk 5 R s AR R A DV E R AR . i, TR

A3 %1 B T8 H 55 2[RI ) VPN RIS B Web [ VPN 25 ik i, I Ihag R4 H .
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NS T VPN %7 1 IR 424 IPsec Jilit 42 VPN % )7 0 2, RIS A N it i A ik 2 A 3k
Web fIlk 55«

1: 15 /8 Hairpinning #93% 0 M I1EERY VPN & P iR

FPublic wek
server
-'FH-H—FH—F—
T Client VPN
Security — laptop 2
appliance 7~ __:-:'V \ '
192.168.0.0 ol -

rl"' 192.168.0.11

Client VPN

Urencryptad traffic
1 Ipsec/SSL encrypted traffic 192.168.0.10

143170

LNCE L IIRE, E/E AR BRI same-security-traffic fiv4 &I intra-interface Z%4.
Z A (VE M same-security-traffic permit {inter-interface | intra-interface}

PAR 291 S i it P4 0 A

hostname (config) # same-security-traffic permit intra-interface
hostname (config) #

)

AR W BAE 1] same-security-traffic iy 4 Al inter-interface 2%, WA fCi4F 20 4 4% HIA A 108 10 2 1A) 334 T
WAF . ZIIREARHRFE T IPsec IER M ThAE. A XTEAMEE, IS MATEMK “BEE NS —
o

BLAH ] hairpinning, DAZ0% IREE YR NAT v S0 b prid, X ASA #2100 W & 24 1 NAT B
I8

EORGER NAT EEF

BELAf ASA REfE It 14 FHE DR NS TR &, 0N i%3 1S H NAT, DU 23 1 A B H il 2 4
L] 1P Mokl (R dE CAE A HE 1P Hbhil s T4 28 1 TP Hishik) o DA R 7% S [ %5 71 3 TP Y PRI e Y
FH4: 01 PAT $RIN

hostname (config)# ip local pool clientpool 192.168.0.10-192.168.0.100
hostname (config) # object network vpn_nat

hostname (config-network-object)# subnet 192.168.0.0 255.255.255.0
hostname (config-network-object) # nat (outside,outside) interface
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B 2255555 Psec 5 SSLVPN 235 %

PRI, 24 ASA JELE [ —#2 R IE N VPN S, NAT 2riEr). Lie&{FH NAT, VPN
#] VPN Hairpinning ¥ ] 1E% TAE. ZO0 A& H SR ] NAT, 5L, a4, ZE VPN 2|
VPN V& #% NAT, 158 VPN 2l VPN i & 38l NAT 8 efm4 GRInsI Ll LoRfla 44
il -

hostname (config) # nat (outside,outside) source static vpn_nat vpn_nat destination static
vpn_nat vpn _nat

A% NAT B PEAR 5 6L, TE S RATRR I “ N NAT” —

X B & AKiES IPsec B SSLVPN =15 #]

B0 VPN 21 HR T ASA R VR, 5 E4 R A B N\ vpn-sessiondb 14
vpn-sessiondb {max-anyconnect-premium-or-essential s-limit <number> | max-other-vpn-limit <number>}
max-anyconnect-premium-or-essentials-limit JSHE#5 & Secure Client 5 K23 1%, M 1 BVFATHIE
SVFIIBR T 5

)

ER IEMUERTIR . ZONRH PO B X e iy Aok i 52 . 155 [ Secure Clienti] W5 :

http://www.cisco.com/c/dam/en/us/products/collateral/security/anyconnect-og.pdf

max-other-vpn-limit S8 7 F T45 € B Secure Client£x i 2 AM I HA VPN [ K4 ih %, oA M
1 BVF A UE RV I K1 5. X A5 BB VPN %3 (IPsec IKEv1) Fll LAN [a] VPN £¥if .

Z IR 2 v A K VPN 58 4 1 638 o L
PUR 78] 7R anAr] W B A 450 B E K Anyconnect VPN 2 1R il :

hostname (config)# vpn-sessiondb max-anyconnect-premium-or-essentials-limit 450
hostname (config) #

£ & Pin B AR RIARI AT =2 1Y IPsec & Fim 21T Al
\)

AR AR EOUER] T IPsec 1E

7 S SEOP D RS A SRR IR B DY RERE A S VPN 2 i T BT VPN B AR

TR P AT R IEAEASH O I (19 VPN 3R AR A 25 P o iRAS . 488 1T LBt IS i H client-update iy 25K
Jet R RE B2 P it G 1T AR TR T g s o BB FH (105 i *Mml WRRAT s $piEn] DL 3R A 5
I URL 8 IP Hiuhik; %11 Windows %% /7 Biig, T LAIE PR Hii &1 7 N 5B VPN &P ighit A o
X+ Windows 2% iy, &R BL H P $RAt— P s SOz B HT ML . a2 0E H T IPsec EFE VT 1M
SRR i
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SH

(B P s EH RS TS Psec R isiEiTR3 ]

BEPAT R it BEOHT, VR R R MG A BR tunnel-group ipsec-attributes Fit B A5 2L N A client-update
e WK i CAAEB T 5 R H A& A, MG SR s AE . & sikis
ARG RARRA, W EAT ST . AR R U B oy AT 5% i 58 «

FEAJRTERAT, A4 LS % i 50

hostname (config) # client-update enable
hostname (config) #

FEA R AT, 1852 O AR e AL 2 7 i N (K 8 i S 2 8. A2 v, 8% i
R Ay AR RHCRT (1) URL B IP Mk, DA% b I AT VBT IR 5 o e T LUSR
SEWAMEATIRA S, LOZ 5 736

R 2 P BT A 5 5N R BT RRAS S ULRC,  WANTE 2% . i 2 T4
TN ASA AT 1R E RN 2 S i o 2 ) i SR

AR iR

hostname (config) # client-update type type url url-string rev-nums rev-numbers
hostname (config) #

] IR i 2 S winX (3% Windows 95+ Windows 98 #1 Windows ME &) . winnt (fuFF
Windows NT 4.0. Windows 2000 #1 Windows XP *F-4) . windows (HFEFrA 3T Windows [1°F

AN

8) .

U AR P i A AEIBAT BT S AR TP AL & A RRCAS, WG SR LKA o R P i R AT 81 3R
TP AR RS, RTS8 . de 20 n] DA e 1K e i SEFT 4% H P I =AM H o KRB windows
s T A VR Windows 6. WHERTEE T windows, JIAZESS E 5.1 Windows &/ i A4 .
TR

XEFFTAT 1) Windows 253, A0S I MY http:// BY https:// 414 URL [¥IHT4R »

PLR 7R 01 Ay 26 RE 7 I B 4 0 5 25 ) i SE BT S 8. o BilR 5 T BT IS5 4.6.1 DL TR0 R 558t
#J URL https://support/updates.

hostname (config) # client-update type windows url https://support/updates/ rev-nums 4.6.1
hostname (config) #

B, AT RO AR TE A G B ) o SR, AN AR E R T 2 i B . (G2
A3, )

TR

7 URL A R AL N FH () 44 F)nT LA S B 28 B )R shiz N s it
https://support/updates/vpnclient.exe.

L3 MK ipsec-ra BEIE A & X —H &) it HH S5
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B 500 P s NAT S E A 1P

7E tunnel-group ipsec-attributes BT, Fif g BEIE 2 44 FR S LSS L m] A SR IO T L4 1) URL 8%
IP hhl, AT A S o W 7 i A 1T RO 5 5 AN e BT RO 5 DC S, AN 5 22
FOHT . i, KT Windows 27 5, 1A i 4

hostname (config) # tunnel-group remotegrp type ipsec-ra

hostname (config) # tunnel-group remotegrp ipsec-attributes

hostname (config-tunnel-ipsec)# client-update type windows url https://support/updates/
rev-nums 4.6.1

hostname (config-tunnel-ipsec) #

TRRA (L) [ 2RI N Windows 207 i K135 B P AGEIE AN, 35 H L v il DR 6 IX LA
U ARG RS AR E I, AT DUS S As . T A AE URL 8 € Al mF 34 B K 4K
o BB ME—FTECE RS2 URL.  GEZED R 2 803. ) ARG AL T U i 2
R o T LA BT AT BEIE AL B (K B AT i 3l 2 7 i AR A R, AT DORE AR B g PRI 2H 1
. B, ESEAPTABEEA BRI SE ) u, WAERF A EXEC B M A LA R iy

hostname# client-update all
hostname#

R P 1% P B WA 5 SN E BT AR S VLIS, AN 00 % ) o, JF AN %
EVAY SES LiETIMEN S

T—%#Mita

\}

AR MR R i H AL windows (FRE T A FE T Windows P65 AR5 20 Al —SEAR A
win9x 2k winnt )5 g TR, AU T A4 1) no JE AU R windows )7 iR, AR5 A
JHHT 10 ) S BB iy 248 8 B2 7 B 2R 2

3t IP E3E 305w NAT 40 ECRY IP

TERRDHAGOUT BT BEELAE N B 2% LA HT VPN XFEEAR 1) SIZBs TP Mk, T EE S/ FC AR HD 1P 3
ko TEWAEMEH] VPN IS OLR, RS IRAF 0 B A L TP kit AV i) S 2% o (ELIE, AEAT 48
DL B0 2 P P8 06 55 4 RPN 2% 2 4 B T 0 A AR R B0 TP BRI, P B 5 2K Al TP Sk B
BRI R AR K S A 3 g

ASA GINT —HJrik, FTLLRE VPN % S e A F/A2 DR AP I 2% b 23 BE R TP ik e 00 FE 38 (5D
IP it o ZINRESCRFLL R 5 PR % R ) H BRI 55 /iR 55 R 2% 22 4 s SR AT VPN 257
S FR) 2 3605 TP i | FEAE A A ALl P 2% 2 BE Y TP 2B TR .

T LAFEREAN B 20 N2 L O BEA S I T g . 24 VPN 231 OV S sl W T4, sha&vs sk
B % NAT $i) .

DR A 3 ER I R, R AR AN R T b T, 15 I FRAT AN a4 H e D e
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« I SZFFIHRR (IKEv1) A1 Secure Client.

o VLI AL TP bbb )k (B0 5 06 2% ] ASA,  DUHEAY H NAT KBS HT VPN SIS .
* ZHF IPv4 (1) C 73 Be kA 22 St .

* ANSCRF NAT/PAT B2 Ji i 2 A 4544

© NSRRI (Bt D .

« NSRRI -
UK

P R ESAT, A tunne general
HE2 GOk S ke

hostname (config-tunnel-general) # nat-assigned-to-public-ip interface
i A B A 2R T BC TP Huhk e 48 A YK 22 38 TP Mk () NAT 560 . interface JI-J-#ffi 2 240 ]
NAT (¥4 .

IR 3 A BLTETI AR A ik e e

hostname (config-tunnel-general) # no nat-assigned-to-public-ip

T2 7~ VPN NAT K RE

HihE % S FH LRSS % NAT HLL R, VPN NAT S04 (7 - 200 S IR0 5 NAT SEmE—FF 5
o WG 95.1.226.4 JHVESBLII TP, ¥ 75.1.224.21 FIVER &4k 1 A 3L TP:

hostname# show nat

Auto NAT Policies (Section 2)

1 (outside) to (inside) source static vpn nat 95.1.226.4 75.1.224.21
translate hits = 315, untranslate hits = 315

prompt# show nat detail

Auto NAT Policies (Section 2)
1 (outside) to (inside) source static _vpn nat 95.1.226.4 75.1.224.21
translate hits = 315, untranslate hits = 315

Source - Origin: 95.1.226.4/32, Translated: 75.1.224.21/32

Outside /& Secure Client&E ¥ % (14 11, 1 inside /245 2 T- B 4l i .,
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\)

IR [N VPN NAT IG5 &M HASHR BN E o, FTLALE show run %% 1 show run nat 215 77,
VPN NAT %%l NAT 5% 23 fa 5,

BcE VPN 1A R

1A LUZAT 1) IPsec 1 SSL VPN 2G5 1 & Fl ASA VPl SZ R ECE A A . 228 H ASA
FIFalfE S (BFRASEEHD , IHESRIERN M show version 74, FEAE I AT .
PLUR 7R i 7 iz i 2 Az 25 mP v el 5 8 BafiEN, Jodadgm A T HoAth g b 2

hostname (config) # show version

ERIF RIS

Licensed features for this platform:

Maximum Physical Interfaces : Unlimited perpetual
Maximum VLANs 500 perpetual
Inside Hosts Unlimited perpetual
Failover Active/Active perpetual
Encryption-DES Enabled perpetual
Encryption-3DES-AES Enabled perpetual
Security Contexts 100 perpetual
Carrier Enabled perpetual
AnyConnect Premium Peers 5000 perpetual
AnyConnect Essentials 5000 perpetual
Other VPN Peers 5000 perpetual
Total VPN Peers 5000 perpetual
AnyConnect for Mobile : Enabled perpetual
AnyConnect for Cisco VPN Phone : Enabled perpetual
Advanced Endpoint Assessment Enabled perpetual
Shared License Disabled perpetual
Total TLS Proxy Sessions 3000 perpetual
Botnet Traffic Filter Disabled perpetual
IPS Module Disabled perpetual
Cluster Enabled perpetual
Cluster Members 2 perpetual

This platform has an ASA

iR 57 B

5555 VPN Premium license.

A8 DR fir 2 s B P «

asa2 (config)# sh resource allocation

Resource Total % of Avail
Conns [rate] 100 (U) 0.00%
Inspects([rate] unlimited
Syslogs[rate] unlimited

Conns unlimited

Hosts unlimited

IPsec unlimited
Mac-addresses unlimited

ASDM 10 5.00%
SSH 10 10.00%
Telnet 10 10.0%
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Xlates unlimited

AnyConnect 1000 10%
AnyConnectBurst 200 2%
OtherVPN 2000 20%
OtherVPNBurst 1000 10%

RFALESRIR{ERTE

A BL T iy & W B A 15 DL -

)

ER LA LUEH sh resource usage system controller all O @4 o RS 4 SAE FHS o, PR #IA TG B

il

ASA (config-ca-trustpoint) # sh resource usage

Resource Current Peak Limit Denied Context
Conns 1 16 280000 O System
Hosts 2 10 N/A 0 System
AnyConnect 2 25 1000 0 custl
AnyConnectBurst 0 0 200 0 custl
OtherVPN 1 1 2000 0 cust2
OtherVPNBurst 0 0 1000 0 cust2

PR VPN 15

¥ AnyConnect VPN &1 (IPsec/IKEv2 BY, SSL) HBR I KT ASA RFHIME, W] LAFE4 AL B AR
3 M FH vpn-sessiondb max-anyconnect-premium-or-essentials-limit 74 . MR 2 1R E], 154
AT 21K no fiAS .

W ASA VFRJIE L1 500 /4~ SSL VPN 2 if, 1M ARZL AnyConnect VPN 23114 250 4,
THRALL R S

hostname (config) # vpn-sessiondb max-anyconnect-premium-or-essentials-limit 250
hostname (config) #

TR TR BRG], A B A4 1 no RiAR -

hostname (config) # no vpn-sessiondb max-anyconnect-premium-or-essentials-limit 250
hostname (confiqg) #

R S EH

ASA 7F ‘5 Secure Clientl} i IKEv2 F¥iE B 75 248 F B M UE 5. %) T ikev2 i@ U AT A S, 51F
HLLUF 4

crypto ikev2 remote-access trustpoint <name> [line<number>]

13 Ay 2 v BLik Secure Client>z Frf & I HIE R . nf LARINECE - MEEA: P RSA. M
> ECDSA 28—~ ASA 14 a@a,a FIMEAT B8R IR PR it SCRFR S —AME AT . Wik ik
ECDSA, NN 4GHLE ECDSA 51T, FHACE RSA 51T A
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B ==nzsoe

A7k I E ARSHE NG AT AT 5o 0, BRI TAEAI R M A I ) — AT s LT
FETHBIANAFAE 5o WRARIRELT, ASA KAEVIRAK R INEAE AL

AR SR N A E SR AL Rl 4040581 . a1 248 HH no cryptoikev2 remote-accesstrustpoint
A AN E EEMBRIENME AR R HR, WS BR TA (5 AT s

BcEINEZ L

A LATERTFR Z Ab B (SMP) -5 b B SO 4% 0o (1) 43 i, LA3E Ry Secure Client TLS/DTLS it fit [F At
o IXEETT ST UBIE SSL VPN #idli #4%, 7 Secure Client. % A& 18 Al 11 & J5 AL & -
AL RESR T LU A0 SR B A T £ B sl 2 47 S o B N Lo

i 5 W] 3 PO 25 0 T 245 b P <
crypto engine acceler ator-bias
* balanced - V247 it & B A1 5505 (Admin/SSL #1 IPsec #£0)
* ipsec - # I REE R PRI SE A Ly TPsec (3% SRTP IN# AT HE)
o sol - RN BEUEAR S 3 eSS Admin/SSL. 4 SCRFHE T SSL ) Secure Client ZEF2EV] 1] VPN
SIS, G MR 2
i

hostname (config) # crypto engine accelerator-bias ssl

A BASYRrBEIE, AT DA T RS 5 5L T AL DNS M sh A R EC v 0 HERRBE IE . ML G H e
S PEIR FLAS I B 2L S, m i B 2 A7) H1 s 1

FHiaZ |l

LA, AU % AnyConnect ilUA 4.5 (B s RAS) o A7KEE DU, IS K TEE
7y FFEIE .
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UK

B & & 12 VPN B#iE .

J'jﬂ%’ 1 7]'3 WebVPN I“TSCEPWﬁﬁH U\‘Fﬁ?/‘%ﬁj( E IHEX)%‘V:F anyconnect-custom-attr

IR 2

S

=3

dynamic-split-exclude-domains description dynamic split exclude domains

T SUE P i e LU 1) 1) VPN BEE A1 REAS 2o/ Web %5 1 1F e SUBPEAFR. 1, %51 Google_domains
PAFR7R A 2% Google Web Il 55 1) DNS 344 51 . @ PEAEAL 5 2 VPN BERIE P HEBR I 5113, B
iﬁﬁﬁﬂﬂﬁi%%éfﬁ%ﬂg(KjS\/)ﬁ%ft’ ﬁﬂjtﬁﬁiﬁ: anyconnect-custom-data dynamic-split-exclude-domains
webex.com, webexconnect.com, tags.tigcdn.com

ST CL T i 4R 2 B e SCH I E SCIE R B 205 2 SIS 2, i 2 R4S @ LR SCh T

anyconnect-custom dynamic-split-exclude-domains value webex service domains

T—% it 4

AR G E AR 0 BEIE, AN 2 A /b —> DNS Wi [ TP Hiudik i 45 206 55 W 45 1 — 0 I, 4 25 S
TEEH AR HEER . WERAEAE ] DNS Wi % P Mkt 5 AR [0 6055 P 26 2 R 3T B, ISt sh A 4%
HERRAS T (1, UM ICEC AT DNS WA 1P Huhk ()9 2 A B& e H HERR o

i & &= 1E VPN [%iE

VPN BEIE R R 25 i AR GEAETT R N IER B ANV R 4%, IR T i & 157 T VPN &%
MOl T DO A 2 CEHGE A RIS VPNERR B Ip A PRI ShAT4HN T4
o T B A P AR ) B A R G SR A W] DUt T DI fE .

EELVPNBRIE LN T ) de &R SR B Ik DIEAEBRAS 00 &, AL R AR ) 8 U B A e 52
FUGEM, TR HOE [0 B B VPN BEIE M

R PG FONE, AR E B ENCE A Y. A OCE L VPN BEIE g HAR SRk . A in)
WL PRBIAT S R, 15208 (Cisco Secure %5 )7 Ui 4 5% A PR ) .

Fria Z 8

2L AnyConnect fiUAS 4.7 (BFE SIRRAD

¥ O EAR B E SO (profileMgmit) 48 1 21 B S 28145 BRI 08 128 52 P FH] o 1 2 ) 28 5 s
(MgmtTunGrpPolicy):

PHR/NELE U2 AnyConnect 2 VPN L& SCF, 1 7E anyconnect profiles #ir 4 H1 {1 type
vpn-mgmt. % # AnyConnect VPN e 'E SCAF IRy user.

group-policy MgmtTunGrpPolicy attributes
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webvpn
anyconnect profiles value profileMgmt type vpn-mgmt

PR 2 EHl ) BEE IE R A B VPN BCE SO, TR B AR R E ST (profileMgt) s 0 1S 21
W% T8 44 P P B 241 14 2 5k (DFItGrpPolicy):

group-policy DfltGrpPolicy attributes
webvpn
anyconnect profiles value profileMgmt type vpn-mgmt

EEH R/ VPN 218

PUN R T & VPN 215 S

1% IP it KBV EF RN Secure Client £1E
B i AT S BB TG B Secure Client 231, H7ERFA EXEC #5230 T4\ show vpn-sessiondb
anyconnect filter p-ipversion g% show vpn-sessiondb anyconnect filter a-ipversion fir4 .

o SRR A SE IPv4 51 IPv6 ik U ) 5 Secure Client 2315 . ALk & th A b /0 fic 45 4%
i (R bk

show vpn-sessiondb anyconnect filter p-ipversion {v4 | v6}

R 2 1) L5 I TPv4 81 IPv6 Hibilk i 9135 8)) Secure Client 231 . CLor il /2 i ASA 73
Fe 45 Secure Clientfrj bk

show vpn-sessiondb anyconnect filter a-ipversion {v4 | v6}

7~{51 Output from show vpn-sessiondb anyconnect filter p-ipversion [v4 | v6] command

hostname (config) # show vpn-sessiondb anyconnect filter p-ipversion v4

Session Type: AnyConnect

Username : userl Index : 40

Assigned IP : 192.168.17.10 Public IP : 198.51.100.1
Protocol : AnyConnect-Parent SSL-Tunnel

License : AnyConnect Premium

Encryption : AnyConnect-Parent: (l)none SSL-Tunnel: (1)RC4
Hashing : AnyConnect-Parent: (l)none SSL-Tunnel: (1)SHAL
Bytes Tx : 10570 Bytes Rx : 8085

Group Policy : GroupPolicy SSLACCLIENT
Tunnel Group : SSLACCLIENT

Login Time : 15:17:12 UTC Mon Oct 22 2012

Duration : Oh:00m:09s

Inactivity : 0h:00m:00s

NAC Result : Unknown

VLAN Mapping : N/A VLAN : none
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12 IP iR EEN M LAN 2 LAN VPN 2% ]

Output from show vpn-sessiondb anyconnect filter a-ipversion [v4 | v6] command

hostname (config) # show vpn-sessiondb anyconnect filter a-ipversion vé

Session Type: AnyConnect

Username : userl Index : 45
Assigned IP : 192.168.17.10

Public IP : 2001:DB8:8:1:90eb:3fe5:9%eea:fb29

Assigned IPv6: 2001:DB8:9:1::24

Protocol : AnyConnect-Parent SSL-Tunnel

License : AnyConnect Premium

Encryption : AnyConnect-Parent: (l)none SSL-Tunnel: (1)RC4
Hashing : AnyConnect-Parent: (l)none SSL-Tunnel: (1) SHAL
Bytes Tx : 10662 Bytes Rx : 17248
Group Policy : GroupPolicy SSL IPv6 Tunnel Group : SSL IPv6
Login Time : 17:42:42 UTC Mon Oct 22 2012

Duration : Oh:00m:33s

Inactivity : Oh:00m:00s

NAC Result : Unknown

VLAN Mapping : N/A VLAN : none

1% IP it KBV EFFTNAY LAN | LAN VPN =%

*F ISE K ER

S iy A 47 S A A TR B JE 2 P Ui SSL VPN 430, 7R EXEC B30 M A show
vpn-sessiondb 12| filter ipversion iy 4.

ZAr A WoRTSERE I A3 1Pv4 8% TPve Hulil i JEKITE S LAN 3 LAN VPN 231,

/)

A FCHBAIE R H Al 7 e 40 28 S P ML B o

show vpn-sessiondb 121 filter ipversion {v4 | v6}

= e
Sk it
BRES0r IRS 512 (ISE) 2 — ﬁé“ﬂ%m@%ﬂ}*%r"* o] B IR iR . o iERE

VPN R EI A 22 S, BARHSE % T 5 R TrustSec 454 1 fik 2 4 AF1V)
BN LFFHW# % (BYOD) ﬁrizlﬁn%imﬁﬂ% T

ISE BT (CoA) THEESR AL —FPHLE, LAEEET SR IGAIE . SZAURNCIK (AAA) 216 5 T L@ vk

9 AAA TP R P AL SR A AR S R, BT LS CoA gl A AN ISE H R ILE] ASA, LUHEH
WA SO BOAIE I I FH T S o AN B2 N B 22 A IRAS SE it 2 (IPEP) RIAT 4 5 ASA ##& E AL R4

VPN 233 WV FH U5 1] #1151 % (ACL).

TELLR VPN & i b3 FF ISE S S it
* [PSec
* Secure Client

* L2TP/IPSec
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\)

AR RGNS LR, B34 ACL (dACL) FlZ441k5id (SGT), A& VLAN 43 Fd fl
1P ik /il 2 ZE 1 SRS TR

RGWEEW T

1 &M R VPN .

2. ASA If] ISE X HI P HEAT S S0 E,  JF HAECR SEAT BRI 2% 15 i iR HT 7 ACL.
3. AL ISE KKk A s B LU &1k

4. AL NAC LA ISE Z [AI3EAT 22 4RVl . i Xt ASA & W

5. ISEifiid CoA “policy push” [1] ASA A% HEME Mo IXAE AT LR it 51 22 194 4% U 1) BB 1) 37
J* ACL.

N

ER RN IIN, TTRESEIT T4 CoA HERIIEAT RS T ASA M 75 3% W 1 JLA SRS VR A

XA LAY 5 4§ RADIUS CoA IR Z Hpsi AN Al W T2/ 046 802.1x S i K i, RADIUS CoA
AR E R SR IR G IGUE, TR IR S IR RS T A JE M, WiDACL.
XFF ASA VPN iy 40P, WA S IR S KiE. B 8 TE#27E RADIUS CoA HiR[Al, VPN
SRR TR SR, TCIETESOHES 7y VPN H % . CoA B80S Ja 1T B Ci (1) ME— 1 4 J 78 i) URL
g ) ACL %nﬁééﬂma (SGT).

71 ISE SR R& Lt Fic & RADIUS AR 55 884H

B3 ] ISE SRS VFAL AL, 5% ISE A4 w3l & RADIUS AAA 45 284 -85 IR 45 % 78 in 31)1%
o &y VPN FCEBFEA N, nLLUIZA ) AAA RS TE S RS 2540 .

$IE1 08 RADIUS AAA JIRS 284 .

aaa-server group_name protocol radius

hostname (config) # aaa-server servergroupl protocol radius
hostname (config-aaa-server-group) #

FIE2 N AAA 5 2415 H RADIUS 875428 (CoA) %5 .

dynamic-authorization [ port number]

A LRSS e e . BRIAESN 1700, JERH 1024 F 65535,

HH VPN S5
T |
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$TIE4

18 #ngsiercE raows sz ]

MEAE VPN FEIE PEH RS S5 2410, RADIUS JIR 4528 40K MHZ R CoA 40, FFH. ASA 20t A
F M\ ISE FRHU CoA SIS 5 37 1) i 11

hostname (config-aaa-server-group) # dynamic-authorization

QRS AAELRE ISE FT4280, Wi 4 RADIUS Al 5524 a3 - AU

authorize-only

ERR YIRS AR A TN, RADIUS Vi )i sk S SH 8 “OER” 53K, mAZA
AAA 554 U CC B 3G T n SR radius-common-pw 17424 RADIUS Jliz 55 % it B
VAY IR LRl ioe L2 el N

Blan, WUREAIER T S0 U A2 SRS 2, AT P A AU . A T s e IR 55 2
YL T FBURILE VPN F i Hid ik

hostname (config-aaa-server-group) # authorize-only

Jet ) RADIUS i i 1 i B 78 Sl A o 9042 1o

interim-accounting-update [periodic [hours]]

ISE AL T-H M NAS ##¢ (an ASA) W BIifidikids, R NS E . Ak, Wi ISE
T 5 RBEATHMENZ 1AL TG EPRES BT FR 2 GOk S e 22 2 vPG 2540 2D, Tl
BRI R MBS e MR iZ s 1l sk e o TR I VPN AN R, 1R G & B T
GBS 2T 7] ISE A 34 TE I I 1 ke SE 77 e

* periodic[hours] VT A REN 4 BC B R [a) A 0k 55 2 A1 R6 H U0 Sk 1) VPN 2136 8 S A2 ORI A4
Hak . A LR B RIS TR R LN R A o BRIME R 24 /NI, JuFER 1
£ 120,

o (EZH. ) MR HAM periodic KEEF A4, W ASA {UATEK VPN B¥ I8 E R Ing
TE% 5 VPN 24 I R S I I e T BB S o BB WO, B 2R ek 58T, L3 20 il
) IP Huhilid 4145 RADIUS R4 2% .

hostname (config-aaa-server-group) # interim-accounting-update periodic 12

(ATik. D Krl R ACL 52K I RADIUS #ds i) R AV 4 il 211 ACL #E475 9
merge-dacl {before-avpair | after-avpair }

WIEIAGE -+ VPN &8, X1F VPN )7, ACL B BLZ R AV X ACL. 7] F#; ACL 1
1E ASA EECE M) ACL. Mk E R N3 ACL FIl AV Xt ACL 2 & 2x47f, 3 HAEH T/ ASA
e E AT ACL.

BRINEE S nomergedacl, MEETEE ] N ACL A5 EEL AV X ACL A3F. W H B E AV
PR N ACL, WIALSEAEH AV .

before-avpair LR E 1] F 3 ACL 4 H NISCE 2R AV X4 H 2 il .
after-avpair I 1] T3 ACL 4% H NV SCE R BE AV XM & HZ 5.
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hostname (config) # aaa-server servergroupl protocol radius
hostname (config-aaa-server-group) # merge-dacl before-avpair

FIe (Wik. ) FREAZ N JRITAAT, AT RADIUS 554 A A 1 i K i K # .
max-failed-attempts number
WY 1 &5, BRAMEN 3.

WA AR e (O A5 1)) BeE T [RR U7y, JF HAUh 0 i IR S5 28 #0015k M v,
NS B AN TEMIRN, ERZAaRNR Tk RS SALSAE100 80 CERIMED PWARRRFRIC A
N, DA% BN ol AAA TSRS 2R R Z RS2 4, e ar B IRE Jrids . o e BRI
e N IR, 15 S5 —2 1) reactivation-mode iy 4 o

WEARBA R TE, W ASA R kS F iz 41 i g5 25

hostname (config-aaa-server-group) # max-failed-attempts 2

WIRT (Aik. ) 45 T EFEeS 4 b b e 55 4 16 ik CROBNOG SRI% ) .
reactivation-mode {depletion [ deadtime minutes] | timed}
o

* depletion [deadtime minutes] {X/EZLH (1 T A7 ik 55 45 A AL T AR SRS 5 A4 3BT b ik 55
o KR BONTF I, T LA ST 2 Y d Jm — AN I 55 4 20 B I 308 o D A7 IR 554
PRt G (0 2 1440 232 () o BRIAEN 10 735f.

* timed 7t 30 AP 5 ATLIN 1) i T L 3 R IR 55 4% -
hostname (config-aaa-server-group) # reactivation-mode deadtime 20

P8 (Wik. ) AT RS & AGRACKIE B -
accounting-mode simultaneous

WA AN ) 3G B AR 45 2 R IE I S B BEE, W% accounting-mode single i 4> o

hostname (config-aaa-server-group) # accounting-mode simultaneous

$I2 9 ¥ ISE RADIUS 45288 4 1% 4
aaa-server group_name [(interface_name)] host {server_ip | name} [key]
o
* group_name & RADIUS JIR %% 220 1 44 FK o

* (interface_name) J& 1] LB I Ho U5 ) IR 45 28 (I LI A 0K BRI (AR o 7 B IR 45

o

* host {server_ip | name} /& ISE RADIUS JI% 4% #% () 1P Hudik s EH144 .

| BEEALES
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ise grgsi o nmiRE [

o key & TINEER AT IE %S, HEN aaa-server-host 1‘;‘%1\): ] LR B2 AA MO key iy 2
ANIEEEH . WRARCEZH, WAXEEINE (30 o EEHE DX KNG PR
TR, R 127 A, LAY RADIUS RS B g 1A

A DA AN 22 ik 5545 o

hostname (config) # aaa-server servergroupl (inside) host 10.1.1.3
hostname (config-aaa-server-host)# key sharedsecret
hostname (config-aaa-server-host) # exit

ISE SRB% L i B R BIBC &

fEF %R ISE 37551358 IEALE VPN i@

PLR 7~ 35 7 i) S B 2P AL (CoA) BB ARE/NI 2 D PR IC 2 ISE idswdl. i ufhfl A ISE
B T 3 AT 114D % 0 ] P

ciscoasa (config) # aaa-server ise protocol radius
ciscoasa(config-aaa-server-group)# interim-accounting-update periodic 1
ciscoasa (config-aaa-server-group) # dynamic-authorization
ciscoasa(config-aaa-server-group) # exit

ciscoasa(config)# aaa-server ise (inside) host 10.1.1.3
ciscoasa(config-aaa-server-host)# key sharedsecret

ciscoasa (config-aaa-server-host) # exit

ciscoasa(config)# tunnel-group aaa-coa general-attributes
ciscoasa (config-tunnel-general) # address-pool vpn

ciscoasa (config-tunnel-general) # authentication-server-group ise
ciscoasa (config-tunnel-general) # accounting-server-group ise
ciscoasa(config-tunnel-general) # exit

§t3F ISE {UZHEBLE VPN [ZiE

PR 205 S 7s AT 4 T ISE Sy A e P56 UE AN AN BC B RS 4 o E0 45 Ik 55 s 4L C B2 P R AU A i 2
PR AN ik S5 4 4T T 5 A Bl

ciscoasa (config) # aaa-server ise protocol radius
ciscoasa(config-aaa-server-group) # authorize-only
ciscoasa(config-aaa-server-group)# interim-accounting-update periodic 1
ciscoasa (config-aaa-server-group) # dynamic-authorization
ciscoasa(config-aaa-server-group) # exit

ciscoasa(config) # aaa-server ise (inside) host 10.1.1.3
ciscoasa (config-aaa-server-host) # key sharedsecret
ciscoasa(config-aaa-server-host)# exit

ciscoasa(config)# tunnel-group aaa-coa general-attributes
ciscoasa(config-tunnel-general) # address-pool vpn
ciscoasa(config-tunnel-general) # authentication certificate
ciscoasa (config-tunnel-general) # authorization-server-group ise
ciscoasa(config-tunnel-general) # accounting-server-group ise
ciscoasa (config-tunnel-general) # exit

= VPN S5
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L

8L B HEFR 5 B 5K I
DL i 4 el L
WIEEERER CoA T8l WA LL T4
debug radius dynamic-authorization

N HEER AT ) URL DIfg, M LA T i

debug aaa url-redirect

N URL HE 1) D REXT MY NP 20 2800, G5 A LA dir

show asp table classify domain url-redirect

BLES SSLixE

ASA i il 2 282 (SSL) Wl A4 2 4 45 (TLS) y ASDM. JE%& F'¥ii SSL VPN, VPN FlkE T
WA I 23 T 22 2 DB S R . ASA SCREHI 12T SSL 1) VPN A BRIZE (1) SSLv3. TLSvl.
TLv1.1 TLSv1.2 BAJ TLSv1.3 #hifl. b4k, DTLS i&#k T Cisco Secure & /' ¥i[f] AnyConnect VPN

BLPERE
HFELLTERS (i RRPTR) -
v} TLSv1.1/DTLS |TLSV1.2/DTLSV |TLSv3
Vi 12
TLS AES 128 GCM_SHA256 7 S 2
TLS CHACHA20 POLY1305 SHA256 | 7; R 2
AES256-GCM-SHA384 A 7 &
AES128-GCM-SHA256 1 2 1
AES128-SHA P & 4
AES128-SHA256 4 2 1
AES256-GCM-SHA384 & 2 i
AES256-SHA = & i
AES256-SHA256 Eih & 4
DERS-CBC-SHA &5 5 i
DES-CBC-SHA P & 4
DHE-RSA-AES128-GCM-SHA256 & & i

| BEEALES
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o2 T TLSv1.1/DTLS |TLSV1.2/DTLSV |TISvi3
Vi 1.2
DHE-RSA-AES128-SHA H H 7
DHE-RSA-AES128-SHA256 75 i 75
DHE-RSA-AES256-GCM-SHA384 75 1 75
DHE-RSA-AES256-SHA = e 75
ECDHE-ECDSA-AES128-GCM-SHA256 | 75 oA %5
ECDHE-ECDSA-AES128-SHA256 75 7 e
ECDHE-ECDSA-AES256-GCM-SHA384 | 75 oA %5
ECDHE-ECDSA-AES256-SHA384 75 7 7
ECDHE-RSA-AES128-GCM-SHA256 | /- H 7
ECDHE-RSA-AES128-SHA256 75 e 75
ECDHE-RSA-AES256-GCM-SHA384 | 7 H 7
ECDHE-RSA-AES256-SHA384 75 e 75
NULL-SHA % 7 7%
RC4-MD5 7 7 %
RC4-SHA % 7 7%

)

AR OXFTRA9.4(1), P SSLv3 KHE 8 M ASA it & IR, 1 HL SSLv3 S 454 A ASA il
WIS E T SSLv3, iy SSLv3 JET K dr 2K th I | I A% . ASA Bifi J5 K Pk 52 4 BRI
TLSv1.

Citrix Mobile Receiver 1] 6N SCHF TLS 1.1/1.2 Bl HIHANE, 550
https://www.citrix.com/content/dam/citrix/en_us/documents/products-solutions/citrix-receiver-feature-matrix.pdf

PHE € ASA PR SSL/TLS A1 DTLS EE# BARMSURAS, EHAT LA T DI

W BE ASA KPR B I AR P SR
sdl server-version [tlsvl | tlsvl.l | tlsvl.2 | tlsvl.3] [dtlsvl | dtlsvl.2]
o

= VPN S5
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o tlsv1- i A A 7 4252 SSLv2 ClientHello 314 A JE Wi TLSv1 (EEHE mlicA)

o tlsvl.1- f A\ I G 7 32252 SSLv2 ClientHello 3 B0 ET TLSvI.1 (E{EE SR AS)
o tlsv1.2- iy A IS 7 4552 SSLv2 ClientHello 7 S W7 TLSv1.2 (E{H i ffAS )
* tlsv1.3 - i A HE 7 452 SSLv2 ClientHello 34 & JF Wi TLSv1.3 (Bl & A

o dtlsvl- i Atk kR 24252 DTLSv] ClientHello 714 B 5 DTLSv1 (B8 s hi4s)
o dtlsvl.2- f A ek 452 DTLSv1.2 ClientHello 1 8 JF 17§ DTLSv1.2 (%5 mifRA)
e
DTLS HIAC & A HAGE T 88 Secure Client I 215 i) iEFHz
W5 DTLS A A S5 8 S RRAC T TLS, #fiff TLS 2165 DTLS S AFE 22 e mi i 24, BT
B, tlsvl.2 SR IEE dtls1.2 IME—TTHE52 1) TLS MAS; AT TLS WA dils] Fe&4d
Jy HeROA Y %6 F 8% T DTLS 1.0
w5l
N IR

hostname (config) # ssl server-version tlsvl.1l

hostname (config)# ssl server-version tlsvl.2 dtlsvl.2

B ASA E 0 ik 55 2% A ) SSL/TLS B3t i 5 it i AS o
ssl server-max-version [tlsvl | tlsvll | tlsvl.2 | tlsv1.3]
ARG A8 d5 S AL B TLSVL.2, WITGVEH TLSV1.3 Bie &k IR 45 28 HAS o
i€ ASA JUAE% )/ s BT 4S9 SSL/TLS B s hieA .
sdl client-version [tlsvl | tlsvl.l | tlsvl2 | tlsvl.3]
o

o tlsvl - HE S LLFE 5E ASA A LIE 4 TLSv1 %73 Hello 4 B IEWM7T TLSv] (BEHE =il
A

o tlsvl.1- By AU R LAFE & ASA 7] LUAEH TLSv1.1 %/ 5 Hello 34 & 3F 005 TLSv1.1 (EiHHE &
FRA .

o tlsvl.2 - AU R AT 8 ASA T LUALH TLSv1.2 %% /2 i Hello 314 &L 3F- 90 5 TLSv1.2 (B8 &
FRAD .

* tlsv1.3- i Ao - LAFE iE ASA 1] LUAE S TLSv1.3 %57 i Hello W4 B B il TLSv1.3 (B 5 &
WA .
DTLS AA] FT SSL % )i ff 4,

TP
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mEsassLes ]

s

hostname (config)# ssl client-version tlsvl

WIR A f5E ASA 1E %) i FH (1) SSL/TLS sl i 5 i hRAR
sd client-max-version [tlsvl | tlsvl.l | tlsvl.2 | tlsvl.3]

U 7 i de i FROASTRC B 24 TLSV1.2, WITEVRNKS TLSVL.3 L 4 % ) Sifi R AR o
HIE5 452 SSL. DTLS I TLS Bt hn#s ik
sdl cipher version [ level | custom string]
e
* version 24475 SSL. DTLS 8 TLS WSl hiA . SCHFIRRA R4

* default - F T H Sl Rz 1) 2 04K
* dtlsv1 - JT- DTLSv1 A %0 .
* dtlsv1.2 - JHT- DTLSv1.2 A3 ER 65
* tlsvl - FHIF TLSvI A Ez0 %105
* tlsvl.1- AT TLSvI.1 ASiER 20,
* tlsv1.2 - J-F TLSv1.2 N SR [1%h.
* tlsv1.3 - 1T TLSv1.3 AUHIER I #05,

* level 55 e %00 1 5 IF R oR B0 B RGN 05 . AR AP HESD WE
* all - WH T %0,
* low - fLF5 K NULL-SHA LAAME T 2465,

* medium CIXJ&FTE M SURA I ERIAED - W HEFT %50 (NULL-SHA. DES-CBC-SHA.
RC4-MD5. RC4-SHA #il DES-CBC3-SHA &4

* fips - CIG I 474 FIPS %15 (NULL-SHA. DES-CBC-SHA. RC4-MDS5. RC4-SHA #l
DES-CBC3-SHA [#41)

* high (&M TLSvL.2 M TLSvL.3) - fUELHS TLSv1.2 {1/ SHA-2 # (1) AES-256. Frfy
TLSv1.3 55 1) 5 AR &

* Wi R E custom string ZE I, #TT LA OpenSSL 5t 52 S 43 6 A5 A A EAT Ax T 28 il o
HRVELNE B, 15Z 1 https://www.openssl.org/docs/apps/ciphers.html.

HEFF BCE N medium, I H] high vl s RIS . A AL S T LA %65, {8 H] custom AJ fig2s LT
Tifie. BRAIBRIA g S & BRABI ot dde e, B amaetit

ASA FRE T SCRFIE SISy . AREZER, WESHeL2%.

W
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ey A HUR T MRRA 9.3(2) TFU6G 57 I 11 ssl encryption 4> .

Y6 A —MED EAEZAMEE R
sd trust-point name [ [interfacevpnlb-ip] | [domain domain-name]

hostname (config) # ssl trust-point www-cert domain www.example.com

name Z4$7 G AT A FR . interface 24045 e £ 3L L EC B (54T s 098 LA K. vpnlb-ip JSHEY
IER TR, IR ET A 5% 0 ERY VPN 7 4428 1P Hulik5$Ht . domaindomain-name
T - S HOHR 2 5 U7 )% 4% 1 BT FH O s 4844 AH SRR RS AT A

RZ RN ERCE 16 MEtER.
QRN B s, Uiy & A AT A T A A 9 B R A AT A

RN sdl trustpoint ? 1y4, W& BRI Bl EHT A . Wik sd trust-point name? #iy4
(fFlt1, ssl trust-point mysslcert ?) , W4 W R{G AT A SSL UFE KRBT H CU i & 8 1 .

A FH G i 4 I R LA HE
* trustpoint HIE % Zil /& crypto ca trustpoint name fir4 H L E 1 CA 54T S 2 FR .
* interface [1J{ELLA 0 2 T L EL IR 4% 1) nameif 44 7
o MBRASAT st 2 MBS | A5 AT AURAE A ssl trust-point 45 H .
o« AT REANEE LR 22— ssl trust-point 45 H, R LME & — MR e 4 H .
s WL F—EESRESHT2ZM4%H.
s —AMEE T domain B FIEAT AT T 2AME D R THER T D
* &A™ domain-name B G847 —> sdl trust-point.

* WEARAER A DL Jn s LU R

error:0B080074:x509 certificate routines:X509 check private key:key values
mismatch@x509 cmp.c:339

s M R EDBIE S RS TG B IR . o AT HR AT o
* UEAS L LUR e £
 WARIER domain REEFIMILES, WIEIEZIE. (s

tr ust-pointnamedomaindomain-name iy 4 )

o RS RIS AT R ST %R, WZERE vpnlb-ip AE 5. (sdl trust-point name interface
vpnlb-ip #ir4)

« NWEORCEMAET . (sd trust-point name interface iy %)
« REEDOSCHEMERIE T . (sdl trust-point name)
* ASA I H% 4 BAEMIET.
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e ipsec EnE

ST f5e% 5 TLS Fif 1 DHE-RSA 2508 — A% FH 1% DH £ .

ssl dh-group [groupl4 | groupl5]

hostname (config) # ssl dh-group groupl4

groupl4 Fl 15 SSH 7 HLE DH B 14 (2048 AiB%, 224 AL Z 514 .
414 5 Java 7 A . AR Java 8 Hfe. 4 14 f54 FIPS. BRIAMEA ssl dh-group groupl4.

S8 5 EH 5 TLS Frffi ) ECDHE-ECDSA 255t fii FH (R .

ssl ecdh-group [groupl9 | group20 | group2l]

hostname (config) # ssl ecdh-group group20

group19 JREEFRLEHE 19 (256 {7 EC) o group20 JKEEFHLEHE 20 (384 £ EC) o group2l JCHET
BCEH#E 21 (521 47 EC) .

ERIMEA ssl ecdh-group group19.

ECDSA #1 DHE 18 2 A7 e w564

T—S Mt 4

& AEHI LA R 4ok & F TLS/DTLS BLE -
o WA EERINK TLS/DTLS fiiAs, W% Ashow run ssl .
o W ALEBRIAM TLS/DTLS A<, W% Ashow run ssl all .

3545 IPsec fF B &

LEIBATRAAL T 8.0.4 JI ) ASA BAF M 4% 1, TPSec &1 FFE, Wil i%BFE LA IPsec LAN [i]
B RV W) TCP B AW ES . WIRIZBRIEKE, XU E S FHmEE. WIS ER 2 A A
KF, MIRMSIER AN . R, A, JUH M PIXGER 240 ASA MBI P, LLACGTERRAL
FAMIHAR TCP N, s fER S5 S AN K E BB M OGN g, RGO, KT
Wk, (FARTHEIE R, W2 CSCsj40681 F1 CSCsid7630. )

FFSE IPsec BEIE LR D RE W] DA OIZ — . o HTBEDIRENS, ASA SR B MK ILIRZS (TCP) BEIE i
e BEZEFN, PR R B, JF HAAERREIE BN

\}

IR 2R EE MY A T IE AT IPsec LAN [0 P35 Fl IPsec TEFE MBI . ‘&A% HE IPSec 5%
AnyConnect/SSL VPN iz F£ 15 1] %1

= VPN S5
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PATR 7 ) S 7 7 28 TPsec B& T i D RE A TAF 7 5.

2 Mikins

ASA BXB g pi] ASARTP
{
== )
B S sgra s C
I & Ta = B
. & iiﬁ
A O

FEMEZRGI, BXB A RTP ML 0t 2 4 Bi ek, 202 42K LAN [A] BRIk . BXB M4
(¥ PC IEZE %2 4xp%1E, XL RTP M2 AOHR 55 4 00T FTP A, 7Rt 5tt, BRfE PC X2
MRS aIF ML G, TR ], Bl RS REBRIE S BRI 2 s B, FTP
A e M. R s EAR i, IR BOPT S RIS SR EHOIT a6 . Rim, i s Hl
T HESEIPsec BRI, — HERIEAE N G AR, Bl ket el B pgis, o2 aiid s
TR ZIRER P Lidsx CREFEED .

m=

DR #8745 0 W] R 18 25 57 MBS TE W2 N TR B it R DL, 2 Ul W AT R 8 TPsec FHE it F Zh BEIN K15
ULy SRJE VIR XD REN IR O . A7 SOX PR DL T 46 [, 15210 B . 7Rt -

* YilE B-C & FEE ARSI ESP Hidh .

* JiE A-D 2T T FTP &%) TCP Il it i i B-C 5 XHREIE. it ik i ki ]
T & TCP/FTP FEKPRAE B WIRSE B R REL, fEfemnl it , Bk A i
REFE.

A

AR N R L, RN R R DR

T2 H %4 IPsec BB 2

LAN %] LAN F%i Z350, s A-D FfE B-C DLKJE T e T RS S B whER . BE)S,
BRI A, JRE B-C #LEg, JF HAEW Ak RS IE SR . 2% TCP/FTP it A-D B #kE.
AR 38 FTP Az b 2 H 58 1B s RGP PIRES R B O MIBR, RSB KB A% I8 1) FTP %4
W, LRI E A-D. B 5 R EID7 LI s PR OLS — BLAAAE, B K3 FTP AL RN 3
M) TCP B, JRRIH 5. IABUAT A

B RREE IPsec [FER S

70 JA R4 IPsec BEE R DhRERITE L R, — HLBRE R MBI I By bl gl Hodls S ak Sl i,
J5 ASA AR AT LAV )i A-D HHHPIRSE B .

TEJA HZ I BERITE LR, ASA S AR iZi e . XEWE, Wi B-C & LB E E N, HiE
A-D RIS . ASA R B RIPKEIRAS (TCP) PRl B Fra AR B8 E37, IF H 2040 k%
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fEm cu mE e psec iEnE ]

B EEE. XA GBI g, OV ERRE R AN, ASA 2 Z SR A-D _ERIA
(¥ e A M B o

ARZEFFBEIE TCP ik, ILHAKEE TCP BN BEATHT B . (HiE, WA kg e i AE ] T, )
RS REAERS T, AR Tahaim ATk (B, TRk B AEAR TCPRST) WM 1.

{£F CLI B E 54 IPsec [F B =
K

F54E IPsec BT 2 SMUEHERR

XHHFEE TPsec BETE I BEAT 78 1 LA T R FERR I, show asp table AT show conn iy & #2047 Hi .

¥4 IPsec R EREVREREERMA?

FAE R RS A O JH FHRIhEE, W E R show asp table v 4 A 15 1% b5 B VPN 15,
show asp table vpn-context iy 4% B&iE 7 5 e FPIR ST 2 B 5t s “+PRESERVE” Frik,
WL FRBIFTR ChIrEFEN, BN THAARED -

hostname (config) # show asp table vpn-context

VPN CTX=0x0005FF54, Ptr=0x6DE62DA0, DECR+ESP+PRESERVE, UP, pk=0000000000, rk=0000000000,
gc=0

VPN CTX=0x0005B234, Ptr=0x6DE635E0, ENCR+ESP+PRESERVE, UP, pk=0000000000, rk=0000000000,
gc=0

hostname (config) # show asp table vpn-context detail

VPN CTX = 0x0005FF54
Peer IP = ASA Private
Pointer = 0x6DE62DA0
State = UP

Flags = DECR+ESP+PRESERVE
SA = 0x001659BF
SPI = 0xB326496C
Group =0

Pkts =0

Bad Pkts = 0

Bad SPI =0

Spoof =0

Bad Crypto = 0

Rekey Pkt = 0

Rekey Call = 0

VPN CTX = 0x0005B234
Peer IP = ASA Private
Pointer = 0x6DE635EQ
State = UP

Flags = ENCR+ESP+PRESERVE
SA = 0x0017988D
SPI = 0x9AA50F43
Group =0

= VPN S5
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Pkts

Bad Pkts =
Bad SPI =
Spoof
Bad Crypto
Rekey Pkt 0

Rekey Call 0

hostname (config) #

Configuration and Restrictions

This configuration option is subject to the same CLI configuration restrictions as other
sysopt VPN CLI.

I oo oo

0

IR LAN [R)/M 258 A ACRRIE 2257, JF A Al IN Z AT, T REA7AEVF 2 A7 BB i
XL AN PR BRI A A SR R AR, (EE AR R T B A s e B 5. AR X
s, WEEH] show conn T4, AIRAR RGBT CHE T s b A0 s H P A i H G, a3 TR AR
E

asa2 (config) # show conn detail

9 in use, 14 most used

Flags: - awaiting inside ACK to SYN, a - awaiting outside ACK to SYN,

- initial SYN from outside, C - CTIQBE media, D - DNS, d - dump,

- outside back connection, F - outside FIN, f - inside FIN,

- group, g - MGCP, H - H.323, h - H.225.0, I - inbound data,

- incomplete, J - GTP, j - GTP data, K - GTP t3-response

- Skinny media, M - SMTP data, m - SIP media, n - GUP

outbound data, P - inside back connection, p - Phone-proxy TFTP connection,
- SQL*Net data, R - outside acknowledged FIN,

- UDP SUNRPC, r - inside acknowledged FIN, S - awaiting inside SYN,
- awaiting outside SYN, T - SIP, t - SIP transient, U - up,

- VPN orphan, W - WAAS,

- inspected by service module

PAF 759 s AFAE IRSLIR FE I show conn i@ (s Bl i, IOZIR LA V ARE &R

X< W O HF QMW >
I

hostname# show conn

16 in use, 19 most used

TCP out 192.168.110.251:7393 in 192.168.150.252:21 idle 0:00:00 bytes 1048 flags UOVB
TCP out 192.168.110.251:21137 in 192.168.150.252:21 idle bytes 1048 flags UIOB

TR RS WA 2 N BA LR 3L, K vpn_orphan 3£ i 42 show conn state fiv4, 41
PLR /sl s

hostname# show conn state vpn_orphan
14 in use, 19 most used
TCP out 192.168.110.251:7393 in 192.168.150.252:5013 idle 0:00:00 bytes 2841019 flags UOVB
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ammmmaTanmn [

1% A& TR gt TR R HERR

KT mEGFE

T 1) A LA 2320 o T B A7 R T S I AR G ), AR A DN B SR N 2 1 A
B RGBT R I AL LGB IS RN S5 1S R e ASA NS IRAFSTE I 2 PRI UG
)& (V). %}T- SSL 1 IPsec, #iAn] LA H LU R {5 &

« XFF SSL: 451f SSL A Y. H 1 IP Mok A .
* XtT IPsec: IPsec AR E E .

/NIRRT 2000 NN @24 H o ASA SEILAHR — AN #ELS crypto i, FFAESEIOINE i
SRIGPEENSE W o IS A7 RS SO AR AL S B I I i SR R R4 H &R 5. SRAA A H RSB TFAf
I 50 P i iy A EAT Wb I

INEAFRAAT IR R e SORSOPER 3RS 5T BT debug menu ctm 103 iy fif i — i3k 1
A

Bl

ASA# debug menu ctm 103 crypto eng0 arch 4.bin
[Nitrox V Archive Header v1.0 Info]
ASA Image Version: PIX (9.20) #0: Tue Mar 29 16:20:30 GMT 2022

SE SSL microcode: CNN5x-MC-SE-SSL-0011
AE microcode: CNN5x-MC-AE-MAIN-0002
Crypto Engine 0

Crash type: SE Ring Timeout

Core Soft Resets: 11

Timeout Ring (SE): 12
Timeout Entry: 642

SE TIMEOUT:

Core SE 6 Touts: 2
Core SE 8 Touts: 2
Core SE 12 Touts: 4
Core SE 32 Touts: 2
Core SE 37 Touts: 1
[Timeout Session Info]
Active: TRUE

Sync: FALSE

Callback: TRUE

Saved Callback: FALSE
Commands in progress: 1
Engine : hardware
Device : n5 (Nitrox V)
Session : ssl
Priority: normal

NP VPN context handle : 0x00000000
Flag : O

veid @ 0

Block size : 2050
async cb ring index: 0
tls offload rsa: FALSE
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Session context:

SSL Version : dtlsl.2
SSL Context Type : handshake
Encryption Mode : gcm
Auth Algorithm : null
Hash Algorithm : none
Key Size : 32

SSL V : dtlsl.2

Source IP : 82.1.2.2
Source Port : 51915
Dest IP : 82.29.155.32
Dest Port : 443

FE BB, S R A SR TN ER L BN R GBI 45 H D M SSL 23 i 5

N A SRR E

LU L% Nitrox VIR s o ) 35 46 T SCRFIN A7 14 -
* Cisco Firepower 3105, 3110. 3120. 3130. 3140
* Cisco Firepower 4112, 4115, 4125, 4145

* Cisco Firepower 9300 SM-40. SM-48 Fl1 SM-56

£ A SSL T4

rl LUt SSL i ias ke & SSL B IE E B H 5. A %Mo d T PRSP UE . HARIRS A
VEANR AT T35 Bt A7

debug sd state My A HEHELL N E B
o FUAORIE TP i R B S R A R 11
* 1T SSL &R A R I
o FT-B0 UE AR 35 0 e K iR

1§ Fi] show counter st 2 K& F SSL i1 545 MIRAS9.20.1 J14h, B £ 1) SSLiH 2% ) F Tk,
it :

+ CNT_SSL_NP_CP_EVENT NULL
+ CNT_SSL_NP_CP_EVENT ENQUEUE_ERR
« CNT_SSL_NP_CP_EVENT RELEASE

« CNT_SSL_NP_SNP_FLOW_HNDSHK_FAIL
* CNT_SSL_NP_HDL_LOCK_RELEASE

« CNT_SSL_NP_VERIFY_PADDING

* CNT_SSL_ NP MAX PAD LEN EXCEEDED
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safms s asP 258 [

« CNT_SSL_NP NO CIPHERS COMPATIBLE

* CNT_SSL_NP_CIPHER_LIC_NOT_GOOD

Sn{AT A B 1% B ASP R 5% B

PERRAR 9.19.1 K E A RA T, WHRAAAE R AT ASP I B, WG A0 T 37 A sh i %« AERRAS 9.20.1
NS A, #0T LU ] debug menu asp 100 <encrypt_rule id> fir 4 A ASP 2 H I 4523 1) in
I, T R R 5hik % . 1] show asp tableclassify domain encrypt #ir4 254k encrypt_rule id.

AET

o TR I AE CPU MERE P = i, I SECRGA T e BATE B R
TAC [ HERR 2 1 A debug 4.

* ANSBAUER AN A . W R AR G I B (K LU 2 i AP e M ER D08 46K 2 A

* fir4 ID ZEC i ASP £ 5B ID 564 L.

T

E R R E T, 43 ik 2] Ox7f039846aaaa I, iteas il F3r, 1A~ ) B i 5 )
Ox7f039846bbbb. & FJ LA i o H 40 U5 d (P RN o A5 RN (1) i R o E 250 9999, 1y R 47 K I
Fdr 5Ok 0,

1. 1#H show asp table classify domain encrypt fir 4255 ASP KL,

ASAv (config) # show asp table classify domain encrypt

out 1d=0x7£039846aaaa, priority=70, domain=encrypt, deny=false

hits=9999, user data=0Oxaaaa, cs_id=0x7£f03941866e0, reverse, flags=0x0, protocol=0
src ip/id=1.0.0.0, mask=255.0.0.0, port=0, tag=any

dst ip/id=2.0.0.0, mask=255.0.0.0, port=0, tag=any

src nsg_id=none, dst nsg_id=none

dscp=0x0, input ifc=any, output ifc=outside

out 1d=0x7£039846bbbb, priority=70, domain=encrypt, deny=false //this is a good rule
hits=0, user data=0xbbbb, cs id=0x7£03941866e0, reverse, flags=0x0, protocol=0
src ip/id=1.0.0.0, mask=255.0.0.0, port=0, tag=any

dst ip/id=2.0.0.0, mask=255.0.0.0, port=0, tag=any

src nsg id=none, dst nsg id=none

dscp=0x0, input ifc=any, output ifc=outside

2. {1} debug menu asp 100 <encrypt_rule_id> fir4> A ASP 2 HH I g 55 7 (49 s 0 )

ASAv (config) # debug menu asp 100 id=0x7£039846aaaa
Encrypt rule 0x7£0398469510 was successfully deleted.

3. il show asp table classify domain encrypt iy 2 K4 1UF ASA & 15 CUMI R {55 1) ASP AL,
ASAv (config) # show asp table classify domain encrypt

out 1d=0x7£039846bbbb, priority=70, domain=encrypt, deny=false //now this rule has hits
hits=10, user_data=0xbbbb, cs 1d=0x7f03941866e0, reverse, flags=0x0, protocol=0
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src ip/id=1.0.0.0, mask=255.0.0.0, port=0, tag=any
dst ip/id=2.0.0.0, mask=255.0.0.0, port=0, tag=any
src nsg_id=none, dst nsg_id=none

dscp=0x0, input_ ifc=any, output ifc=outside

M ASA FFx WebVPN Fc &

1/ no webvpn F1 clear configurewebvpn iy &0, ANMERERIL WebVPN BL'E . £ {RF http_in fl
http_out 144k AR HE R 45 5 oH {5 B

FEIN ASA HiE R WebVPN Bl &, 1EHATLL FEEZ —:
* #0543 ] no compression all i 425 H] I 45 45115 & .

* fifi ff] clear compression all fir & iE R IE4E S0 v Bt Has .
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