B KhEE.

IPsec 0 ISAKMP

o 4 p%iE . IPsec M1 ISAKMP , %5 1 i
* IPsec VPN 150, 556 L

* IPsec VPN #EN] , 257 7T

s Nl E ISAKMP , %57 01

o Wl'E IPsec , &5 18 1L

« B IPsec VPN, 5 38 1T

IPsec 0 ISAKMP

A A T T R LG F 4% (VPN [ LI R B 3L 284S (TPsec) LA K B I W 2 4 e B RN a8 4 4 B
P AISAKMP) Frifk.

fErBNBEAE, AT DA ] LI Y 45 22 3E TCP/IP M 25 AE LR ] 55 Ak & T M 2% 2 IRl G 2o i e . d
TATERAIR A —ANBEIE .

ASA ] ISAKMP F1 IPSec B&IE bR #ER £ 7 A PLEETE . ISAKMP Al IPSec #5615 AN #4F -
* PR BERE 24
o AVA U3 1)
o AP IE €T
o A
o Jina R iR A
o B BE T KB AL
o A DAy 8 T 4% iy 3 A8 BN S8 R 3l A
ASA W RIWEX ) BEE 4o T LA G P S W SC e, A e, QUBRalE, SRJA K%

BEIE 5, BEEMEEIF AR Bl A Hir. et WA BBt s, R5
AL AL M 2% LI B H bz
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. IPsec {4

IPsec #i{it

IPsec %1 ISAKMP |

ASA 2% IPsec T LAN [i] VPN %42, FF4200% IPsec H T2/ i B LAN VPN B2 IET. 7
IPsec RiBH, XFEEPRZ AN EREY] ) % S i s A 2 A 06, X FIXpANERR Y, ASA S HF
SRR . T IRATESE VPN ATMEbRvE, ASA o m] LU HABAE R 35 0 S A 5 S ], (B,
FRAIAS SRR I X 2544

RN BEE PR, PSSR S i BE S S E . I BRI A HE ) 4 4 OCHK (SA).
XS R ALFE AN B BN B, 7B IKE SA): 25 /N E, A BRAZEE N I e (IPsec
SA).

LAN [fi] VPN T ZE4ZA [l R B (KN 4% . 7E [Psec LAN [A] 34, ASA A /R 7 8RN 7 .
7E IPsec % i 2l LAN &9, ASA HAEHEmN . K Tr &3 SA; Wy &85, iy,
PEHA LB, T X —DIFRAR A C & 1) SA ZH0IAT . A IER, AN SRR & SA.

T & IPsec B%i&

IPsec P& /& ASA TEXTEEARZ ML) SA B . SA H5 & 1E H U i W SUR 53 I 4 e o 45
WAL P A . TPSec SAFRTHI T F i R S bttt SA LI IR, (EEIE W O ST OB AN
D .

P TR SA K E . B4 SA BFELL N A%
* IKEv1 #44E 80 IKEvV2 $21%
e
* ACL
* PFiEAH
* Tigy v e

ISAKMP 70 IKE #fi4

ISAKMP J& AP & TR 52 W RIS TPsec 242Kk (SA) MM RIPM. B3R TR E SA JBPEM
R AHESE o b2 2RI ELAE L5 0 SR R A SA A SAE sl R SA . ISAKMP 4 13 i 73 4 A
BrBe: BrBC1 A B 2. BBl SIS —AeRRiE, LR RS BE)S I ISAKMP P pai e . BB 2 Gl
DRI HHs 1R FEIE -

IKE fii ] ISAKMP Jg EAL (¥ IPsec ¥ & SA. IKE il FH 56t 0t S5 A3 47 5 3 Bk (10 00 5 55 4
ASA SCH R IHIUERN VPN % /7 344948 1 IKEv], 332 #F 4 AnyConnect VPN %5 /7348 ] IKEv2.,
FLE ISAKMP Wi 453K, 1014 IKE kg, i BUR 2%

* IKEv1 XS54 DA 5 K S BAE R A A FHUET5 I RSA 2844 sl i3t 2% 4] (PSK).

s E IS, TR EEE I OREAAA .

* BB S 0 RIS (HMAC) Uik, TR AR5 10 S48, DL ORI R AE A el A R
KBS
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=T e zxizdmuzns [

* Diffie-Hellman #£, JH T#fi’€ encryption-key-determination 52 )55 5 . ASA LAV IR AN

YIRS
* KT IKEv2, AR AR O BEHL R £ (PRF) AR D0 IRAE TKBv2 BEIE N 25 B 22K (15§ N AN 1K
lbes ALK R

o FESHNEEF I, ASA R Z 0% % P N R FR

FIFH IKEv] 5, BN SEURE —ME. X T IKEv2, %ALY AN SIS IC & 2 N s fl 5
PIIGUE R I DL Je 2 AN e HEVE TR o ASA KE% I 22 4 M N vy B (000 0 8 e A T HE I A FH A%
JP SRR AT O . R IX AR, 80T LUK IS AR USORALIE T SUVFI L, 1 JC 754506
IKEvl —FERIEREA RVTFINA G-

ASA AZCHF IKEV2 2 %4 KHK (SA). ASA MHTMUEZ BN —A SA LI A IPsec it . Witk
FEATA FoAth SA R IPsec Jii s, JUZIR 5K H T von-overlap-conflict MY EFF. £~ IPsec SA
ARk BT SR Z TR b IE, ] fesk B AR FRBEIE .

T # IKEv1 53R 5250 IKEv2 1233

IKEv1 H #4208 IKEv2 #2302 8 X ASA Wil fR4r £t (1) 2 iR SE M4l . {E IPsec SA TR

W AR A ZTURR UL P AN G SR FE IO AL AR a1 . AR IS ASA N FH VT HC R 3 4B sl 13Uk 1z
XML R ACL T B () SA.

FIH IKEv] #4eds, 0] LU A SEOR E M. 0T IKEV2 #8307 LIy AN & 2 A
TN G Oy U0 AE 2RI DL Je 2 AN Se B VE SV . ASA K44 IR 22 A I s B KU 5 e B BE T HE T, 9F
A AZI P 5 % AR BEA T i o A IXRRHERS, 80T LUK I AR SO R BTG R4S, e
% IKEvl —FEE — RIEFA RV A .

USRS S U T-0 L SA B a2 X, ASA B IRIE . AR5 R, 153 IER
LA, 39 T,

\)

AR RS R N R A R W BME—JTER, ASA K E S SO EE W S 1A

XF IKEv2 % 3 S5 in 25 B B

M 9.14(1) RRATTAS, ASA TKEv2 SCHF 20 0 S5 A Wy - 24 BEaE Hh (e AR G AT, TKEV2 22k
BRI R R IE . 22 W LS ] 10 SRS ARk SR e B s i o TKEv2 b (R
ZRER SRR A, Fele A 2 06 SR N 2% B ¥ IKEv] iEF8 1

IKEv2 X SRR XA b s wiesph o DRI, 0 00 a8 st BB & T 2 AR, 48 P [R) 10 7 V4%
528 R L BRI ) AR i 3K

IKEv2 K2 51T A

IKEV2 K502k (flhn Peerl) MI2xilio WHRXTEEA 1 ik 5 ¥k SA_INIT &A%, N4 ki%k
IR TEAL . MR E KL T 2 /.
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B 7 kew s xsmmznng

2 Peerl KAHFEIT, SA INIT W ESH K IXF] Peer2. UNH: Peer2 WICIEV I, NITE 2 234G Kk
5 Peer3 HI4xifio

FENN S WSS IR AR DR R ) P A R AR, IKEV2 23 PO Peerl A0l 4x 18, HLE S AR DX
SEARHENL SA. IR TiZAT N
. 1: ki—ﬁl}lt

- SA_INIT — >
Peer 1
—_— (Retrans SA_INIT 5 times) —> 2000

e EEE—— - _— | — SA INIT request —>
<— (_ SA_INIT response

Host 1 Initiator Peer 2 Host 2
(19216820 ) (1111 ) AUTH request > 3.3.33 192.168.3.0
<«— ( AUTH response _

\)

AR O IKE SA THFFAE R, MR ORISR SR S B R — XA, IF B8 di Sl vy i) 1
XPEFAEENT SA. FEGUE WK 0L T H 2 Fahfilk, LMER S T — N SEAT IKE SA.

IKEv2 Moz /51T H

I FAE I W b o TKE SA (M N 7 W& BLE T 2 N5, AR Z4R IKE SA B, #5244 n
2 WS PR Y T B 6 AR [ M b SR BOAIE & AR T IKE SA [l .

B, G S WS A A RS S AR CRAEM R 7)) JE 53— NG, W2 A Peerl TP Hihik
HLIKESA. [FIFE, s sk A (F M A yiG sl 5548 CRHAEM R 77D 50 —ANKFEEAK, )42 I\ Peer2
IP Huhik & i IKE SA.

\}

AR IKEV2 20 A5 AR M A N7 DI AS SRR S5 4438 1T o

hnE ARG 5B el A B A F R E S

XTI W T AT AT S R oo R R S AR RS B %, JF HLBRIE IR R AU PR 35— A0 244
TFife R TR A PN X SR G e fi
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Ikev2 5 sz tkesenl ]

R 1: SA ZHIHI & W EH TR Tk

SA ZHTHY &M MHEERSIEBH;
eIEIEE

XA TGV VT ) et

551 BB AL &

5 2 B B BURIC L &

A DPD ik T

SO IR UERY B R PR g AN LT &

BB RUE R 2
T SR TGV G ) 85 B BT R HE

R 2: SA Z SIS W EAR R 5145

SA RIS MHERRTI BB
EIBIEE

H TSR BUANDLIG, 2B BB R HE

FHT AR R DY AR R R A AN UL I L

TN W A8 24 o

HA V¥t i

BRI % IKEv2 SA i

Tk ipsec sa i

IKEv2 SA i BE

IKEv2 % 3o S5 4 i o T

IKEv1 £A IKEv2 143

AR RIN T WS T I G T TKE RO 2 AR A4, WIFERS BN — SRR /T, KAEPT A IRAT)
BSOS AT SA 2l

W, a0 SN IO T AR (i PRI P2) , WIS{d ] IKEv2 9 P1 R RIS, {FH]
IKEv1 [i] P1 A&iek%iE, {1H] IKEv2 [ P2 Aidhsia, LLHSEHE,
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. IPsec VPN B9i%F 7]

IPsec %1 ISAKMP |

= AT

HATZ A RIS W 22 R s AT HA F igWa N7 i (FEE . 2428 — S W LIk RN, &
MR B WIN T B

AL TT A RS B WA N 7 B % AOREIE o U R P BE s A A b, 4 B % S 250l Peerl TP Sk it
SLBEIE, ANV R B EIF Peer2 TP MR N A5 BRS U147
AR

FLAT 22 AN SRR IR I S vl LS S AR £ rh QIR R A b X Wi 5 B IR . RS B e
TikviE, ERFABE T BN T B

RHD TV RS B W Y e 24 (I REIE . WA TG0 In) Peerl, FSAZERE RN i S 8h 2 T —
/™ Peer2.

DN ER

WREE T IKEV2 2 XTI # s, WA SRR A AR .

ZIEFRN
FEZ A ST, 20T AR s TR

Wik

I R BETE N R, T R X i A DU 1) A B — 2 A
* debug crypto ikev2 platform 255
* debug crypto ikev2 protocol 255
* debug crypto ike-common 255

PAUR 7= B2 € 1 IKEV2 26 AR &, B T SR e

Sep 13 10:08:58 [IKE COMMON DEBUG]Failed to initiate ikev2 SA with peer 192.168.2.2,
initiate to next peer 192.168.2.3 configured in the multiple peer list of the crypto map.

IPsec VPN B915F 7]

)

AR SLDhREAE M T E N A .

i ] TKEV2 (1] IPsec ZEF2 i 1] VPN 5% AnyConnect Plus B¢ Apex VA iE, A B, i IKEv]
(¥ IPsec ZLFEVj ] VPN FI§ A IKEv1 58 IKEv2 1) IPsec %fi s (8] VPN A4 FH &l VR ik B B 1 Atk
VPN VR, A RS A MEH, WS SR ASA RAIThHEVF AT

. IPsec #1 ISAKMP
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| 1Psec #n ISAKMP

ipsec veN 7 ]

IPsec VPN &N

TE =N

TG S S, ER R ST, WREVT M VPN 5% AnyConnect Apex VA E. R
ASA KA AnyConnect Apex VFHJIE, {H'E S Apex VIR UERIHREAE, I ansksd 1 & BN AT
) AnyConnect =28}t~ Secure Client 2k & H T JEFF VPN B 1 Secure Client Fl =1 4% 2 i VY
i o

B A AR AE

A FE S F B KB o ANSZREIE BB KR

BB EEFEIEN
o ANAE T /46 1 bR B TE v 32 ) TPsec VPN 22
o RAREEAL I, ESP RSS90 2500 J3, LLRT IR R I SETA

HAoEm

ENCE IKE B, RZi2 34 RADIUS UDP ¥ [1 1645 Fil 1646. Z4:H & 713903 Hic % T T
B, Horhim 5 ool 27910 F 28166, 1% B8 AT A fi 1 A2 4 B T PAT %46t

fic & ISAKMP

BcE IKEv1 FA IKEv2 TR R

IKEvI I IKEV2 % 48 552 FF 20 A IKE 520, AN AR IR LS At IR RE SRk 55145
BE AN SSRGS i

5 IKE Wi AR s At U (100 S5 40K 20 AT S A8 S FEX S50k, AR IR I R S5 ACRs 24k
B ANULECIT, TR SERRHL A E Ry (DLSESm i) o Rz SR P A skig & B
5B A SRS T LEXS, R AN LRSI .

ok E AR SRR PEAS S B S A R NS < 1809 5 2 S UE AN Diffie-Hellman S80I, R WIAF
FEDCRCI . 5T IKEv], SRS SRR SN I At € — AN Jal Y], HAE AR T s T ke 75 ki
(S b Ay RO . A A AR ), ASA CRHE BRI ARy . 6T IKEv2, &5k
I AN T R A A Y], TR AEAS AT A B, AT AT DAAE BRSO AR b e B I A i A .
RATFAE P HZ VLA, IKE K Za g, JfF HAVS S SA.

IR, RN SEOER RN, & A LR RIREAT B . BRIAER B 2 42400 2
LU SR Z B 242K IR DO NS HUR I SRR T B AR, WA RIS %S KL
{H.
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B == ke fn ke %

EBIHEREA ISAKMP iy A S S5 S PE/e A e ME AR IR T SRS I HL ke 35 SIS AE IKE DS
ISR

PR LU IKE 500, AR PR R a2 i WA R E AU A cryptoikevl | ikev2 policy i
FERAER R IKE Sl il B

i
hostname (config) # crypto ikevl policy 1

B ASA JiC B %A ERIA IKEv] B IKEv2 551K .

P®2 e nEEE. BIMEA AES-128.
encryption [aes| aes-192 | aes-256]

IR

hostname (config-ikevl-policy) #
encryption aes

HIB3 fRE k. BOAE N SHA-1.
hash[shal]

TP

hostname (config-ikevl-policy) #
hash sha

IR A F5E SRR k. BRIAGCE N T 25 .
authentication[pre-shared]rsa-sig]

i

hostname (config-ikevl-policy)# authentication rsa-sig

S8 5 {5 Diffie-Hellman FEFRIRAT . ERIME 4 14,
group [14]

T

hostname (config-ikevl-policy) #
group 14

HIE6 75 SA Edn A ERIAMEN 86400 F5 (24 /M)

lifetime seconds
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TP

e gagxcerinE [

MRV A dr R E O 4 /N (14400 #5) -

hostname (config-ikevl-policy)# lifetime 14400

PR I IKE SENg O AE , 55 9 TSt IKEv1 M IKEv2 S 87 A LR R 2 A B
USRS BAT TS R SRS SRR E A, WIPRE NI BR AL

IKE SEB% R F0{E
XiEF aX 15 BA
authentication rsa-sig WA A H RSA 242 LR | $5 52 ASA H T-#E37 834> TPSec X 454K G 43 1) 5 43 Bk 77
R AT %o
preshare (Bt |FiILssi P S B AN BEAE 19 1 0 R 2% AR A e 3- A T4 e, (R AE
N NI 28 TR TR 25 5 W
encryption aes (BRiL) 1 FH 128 A7 2551 AES | 38 ARAP P A IPSec X &6E4K 2 1AL 4 I ES s (160 % Bk o % 51
.
BRINEL K 128 fra% .
hash sha (ERIA) SHA-1 (HMAC Z844) | $52 o5 s e vk i sy 50ik . e nl DU (R B 4o
KA FE R LT, I HAEE R T AR A
group — ‘ 87 Diffie-Hellman #FFRRAT, A IPsec X S5 AA S TEAAH
14 CRRIAD | 4114 (2048 {1 HABRZARRTHIOR LT, A8 bR Rk IR A S
H.
Diffie-Hellman #4588/, HHATHrEK 1) CPU B[] 5t
/b, Diffie-Hellman B2 58K, )22 4Pl .
RIS DH 4 14
lifetime BHUE 120 %5 2147483647 5 T2 SA A EI . BRIME R 86400 FPik 24 /NI .
(86400=" A B IR, ISAKMP B (ZESERIFEAE B B
) Ao AR, AR ARG, ASA 1E 5 4E IPSec SA 1
Xz aX 5% AR
integrity sha C(ERIN) SHA-1 (HMAC &) | $552 F TR B se 38 s Sk o e ml DU AR B 62
KA FE VIR RIS, IF HAEE R R e
sha256 SHA 2, 256 fi i3 Y HA 256 AL B 22 Ay 59 SHA 2.
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KT aX 1 BA
sha384 SHA 2, 384 fi#i3e T HAT 384 AL B e ALY % SHA 2.
sha512 SHA 2, 512 AL e BB 512 M E 2 e H: SHA 2.
null &€ AES-GCM Jy s S0vEmy, A5 3 5 Al L%+ null £E 4
IKEv2 535,
encryption aes (ERIA) AES Fa 2 RPN TPSec X 45 44 2[RI 1 B0 1) 6k in 2 5
S
BRI 128 A7 AES.
aesoes 192065256 UM B AR SC R K E ) 128, 192, 256 £ )25 4] .
asprasprimp P 1] T IKEv2 H11%35 (1) RN B RRE SRR 1284 1920 256 A7 1% EH .
AES-GCM HykiE 10
policy_index Vi I IKEv2 g 1155k
prf sha (ERILD SHA-1 (HMAC k) | R thBENLEREL (PRF), B Az sl 8 oy 25 10 5k
sha256 SHA 2, 256 fi g ¥ HAT 256 AL 2 AUy % SHA 2.
sha384 SHA 2, 384 fiius Yae B 384 M E A2 B H SHA 2.
shas12 SHA 2, 512 fifi%E Fa o BAT 512 A7) e 4 B9 5k SHA 2.
priority F MR i A SR HA TPsec V3 ThAE 48 AES-GCM
1 ECDH ¥ & 4 Suite B SCHFH—#84) .
group ‘ }& € Diffie-Hellman FEAR IREF, PEAN IPsec X2 RS 1E A
1419202124 |21 14 (2048 fiL) HAERRARRRT IO LT, A bR WU kIR A S
iR
Diffie-Hellman #4588y, AT FrEK ¥ CPU B[]t
/>, Diffie-Hellman #f&w 5k, Wz PEilke .
BRINE N (DH) 41 14
lifetime BUE 120 % 2147483647 a5 SA A M. ERIME N 86400 FPak 24 /. HH

(86400 = BRI\
E)

e Ay RS, ISAKMP Wi CEESERRRERE ) i
4, {HRE, ARy RS, ASA WCE G 4E IPSec SA [

. IPsec #1 ISAKMP



| 1Psec #n ISAKMP
womzEn s ke [

ENER¥EO LB F IKE

TR 2 1l VPN BRI 42 1 B A IKE . Il 2 AMTE A 34 1 . 28 H IKEv] 8 IKEv2, 4
Y:”tﬁf el 2 s SRR A4 R B U T erypto [ikevl | ikev2] enable interface-name T4

(KR

hostname (config) # crypto ikevl enable outside

& s ZE A IKEv1 FRER AR

BB 1 IKEv Bl DU A R AR o X AR A (R R IR 55, (R AR A =X A
XFEEARZ AV EAT O B A #e, A4 Btk =45 s AN RE B AT =i B A, A H ST /N 4T
Blo B B, (HORA N IEAE bR iR . Ik, SR E - 224 SA Z AT LA
bR G B RO T B AR .

)

ER B T R VPN 2 il P s G 4y B IE i L3 ) ASA [RBRIE . (HAE, EA
AT LIS L THE PRSI (& ASA 5% RSA) 47 k¥

LN 1 BT BCIKEY] Bhis o AR, 335 76 55 S ol 2 A S M A U fir %

hostname (config) # crypto map <map-name> seq-num set ikevl phasel-mode aggressive <group-name>

SRR, 5 7R PP S el S N A DU R dr

hostname (config) # crypto ikevl am-disable

WREE] T AR, SRR A e, A U 4 (1 no 2. Bl

hostname (config)# no crypto ikevl am-disable

it & IKEv1 #0 IKEv2 ISAKMP 3§ Z5{K#Y ID 75
fE IKEv] 5 IKEV2 ISAKMP BEE W01, RP5 08U TERF UL 5 56y, S8 L BL F R0 i

EER TN APIRFS
Address i HIAS 4 ISAKMP A5 U5 EL K LI P kil
Automatic PRI € ISAKMP P -
(BRI * WL 1P Huhik
o USRS UE I E T AT 2 HE 44 R
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B nvaup_seLecToRs @40

Hostname i FH A ISAKMP Friflf5 RS EHL e e GBI o Iba RS B4
A o

Key D FesE RN ST T AR RS I T2
key_id_string

ASA A HE AR R LI BE 11D TS VPN 3 el tnit, 23BN LAN [/ IKEv] 3£
Ak, e TS S S AT S A BALE

LSO bR I, AR S A SR N BL R A
cryptoisakmp identity {address| hostname | key-id id-string | auto}

Bltn, LA a5 bR iRy vk BN EN LA

hostname (config) # crypto isakmp identity hostname

INVALID_SELECTORS i& *[1

WIHE IPsec RAAERA SA FWCEI NS BHRAL, (HAZE O IRS5 7 B S % SA RS A 2, U
IPsec RN EFZEAR . SR a 1% H E 4 H QS 4907 H /) . SPIL IPsec MR £idf
(VRN H AR ZEAE AR L T A, DRk ARG SA 4 HIRIE R . RA AR IKE
%1 INVALID SELECTORS Jf &% F|%Ki%T7 (IPsec 2544 , 22 B3 A d 40 b R i i ik ¢
R ORERIIRT

ASA BfF CTM HE a0 F AT~ LA &8 H & bS04 T B il 5%

$ASA-4-751027: IKEv2 Received INVALID SELECTORS Notification from peer: <peer IP>. Peer
received a packet (SPI=<spi>) from <local IP>. The decapsulated inner packet didn't match
the negotiated policy in the SA. Packet destination <pkt daddr>, port <pkt dest port>,
source <pkt saddr>, port <pkt src port>, protocol <pkt prot>

BB DY IIAE AT DU e A AR SA S 5% SA IR B E BT AN VT HC 0 N 3t Bt A Ik [ o 254 g 3%
IKEv2 il %, Witk igH, IKEv2 W57 B s ML A RS SA & 5 FP AR RE— 4l ANTE B o IKEV2 1l
FITE TKEV2 {5 BAS #e b A1 B0 54K

Bl &+ 735 IKEv2 = 24A
ST DUAE AR H FZ AR T 3 A0 i & PN IS8 7 hex,  BCE +/~N3EHIH) IKEv2 TiIL =947,

ikev2 local-authentication pre-shared-key [ O | 8 | hex ] <string>
ikev2 remote-authentication pre-shared-key [ O | 8 | hex ] <string>

J& FEEE A 4 1% IKE i@ FN

ER B A LS B ZE I AE IKEv2 IPsec VPN 9% F e 31 55 120849 () 97 e 364 A DG I () N ot 8 £
IS [ X6 AR 326 TKE G 0 . BRIAIS o0 R 2R A8l . 8 LL N CLI iy 4 i3 H 52 46 % ASDM
USRI 7 44 LI 2 32% TIKE INVALID _SELECTORS 3B %01

. IPsec #1 ISAKMP



| 1Psec #n ISAKMP
i & IKEv2 53 F 1T .

[no] crypto ikev2 notify invalid-selector s

PATUEB S RN, SE 1 CN g 4, I B AR R RS S PATIRAL . R R
“service-type” JEVE, WIFZHTSCHTIAAT AR

fc & IKEv2 59 i In
1E ASA I, TR I ERZEH] IKEv2 43 Jv, Wl AR 0 IKEvV2 i 4073 )7 I 1 MTU - Cle KA% B 5
R, AT LA B G BU T dir & BCE ko vy
[no] crypto ikev2 fragmentation [mtu <mtu-size>] | [preferred-method [ietf | cisco]]

PIANEOCN, ST IKEV2 28 7%, 1Pv4 ) MTU 24 576, IPv6 ) MTU & 1280, BEIETiEN
IETF 43t RFC-7383.

FEZIEUU MBSO, $5E [mtu <mtu-size>]:
o I MTU {8 N A 45 TP (IPv4/IPv6) $13k + UDP 313k K/
o WA R BRAGE,  IPv4 (IERIA MTU Jy 576, 1Pv6 [IERIN MTU 2y 1280,
o —HAgE, XS IPv4 F1 IPv6 A AR MTU.
* HRGEHEAT 68 A 1500 Z A,
A\
AR EMCE MTU I, Ba5207% /8 ESP P8 . i T In& IS in 2] MTU 1) ESP J14S, k)R hes

FEINE JG . an R3] “ Bl KK (packet too big) 4k, IEMALRES & MTU K/NFRC B AL T
MTU.

AR LN SZRR 3 B iz — W E b TKEV2 [preferred-method [ietf | cisco]] (853 B 5 ik
* J& T IETF RFC-7383 FrifEf¥) IKEv2 43 1 s
o PSSR T T R II SR A R TN, RGO A ey ik
 fEFHITTVEIN, RGUKAES I GHRAT NG, RS IKEv2 43 Fr i SR At fr 4.

« BRI .

o WARBEITFIER AR (B4 Secure Client) $EfEIME— ik, BH AR EEAAHSRE T HhiS
WA SCRFATE LT, AR GoRe A 5 1

* AN, RGURAEINE G AT P o MU R S UAENC R BT 70 Fr 20, ToiEXH
AT iR B AL

o BTN R 5 5 DL TR

fir4 show running-config crypto ikev2 4 i 7= M FT L&, show cryptoikev2 sadetail #7443 v H
T SA I PrsEift) MTU.
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B A sphmirngi

FiaZ /i
o REEEAS MTU K31, FHETIEE MTU CLAFS M4 K .

o WWECE S A RECE, K N %A B S T AL S 4 SA. BERLI) SA ANAZ B . 25T 4
JFriF, FEIREwTE,

* 2 AT LA 100 S0 e

il

o TR IKEV2 70 Jv, AT BA T B4
no crypto ikev2 fragmentation
TISTBRONERAE, IEAT DL A4
crypto ikev2 fragmentation
EE

crypto ikev2 fragmentation mtu 576
preferred-method ietf

ZER MTU {HSE SO 600, 15 HAT BL T #84F

crypto ikev2 fragmentation mtu 600

LW BN MTU M, AT EL R H#5A4E:

no crypto ikev2 fragmentation mtu 576

TR RO <A T L F SR
crypto ikev2 fragmentation preferred-method cisco
BRI OTIEWE N “IETF” , AT L M ERAE:
no crypto ikev2 fragmentation preferred-method cisco

%

crypto ikev2 fragmentation preferred-method ietf

3

AAA B )55 UEFAIZ Y

aaa authentication http console LOCAL
aaa authorization http console radius

I P NI P 221360, W ARG 2 AT AAA S B it. I —H 4, X radius kg%
AT HABSZAL . W AR F service-type JE@ T, WY SO R BEAT AL HE .
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Rz NATLT 8 1psec [}

J& 42 B NAT-T &Y IPsec

NAT-T VT IPsec X4 AIM it NAT B84 d vk . Hoy v 248 FH i 11 4500 % IPsec it &35 24 7E UDP
R, MM A NAT % &34t 115 B . NAT-T < A ZiM T A NAT %4, (H G EDER A
15 1PSec Vite .

)

¥ T Secure Client[f PR, #5008 H NAT-T, A fgil: Secure Clientf# [ IKEv2 Iha: v ik$:, B

5 i ANAE NAT-T 345 G T, sk tidE A

ASA ] [A] 5} 32 #5FRUE IPsec. IPsec over TCP. NAT-T Fll IPsecover UDP, HARE T+ 5 HAZ #HeHdhs 1
a7

LA 99 M s Ji I 1 A5 SR T AR D2

1T BRIThRE BRI E ERBIThEE
JET 1 R 28 A NAT-T I H% FmAr T NAT J5i, |48 NAT-T
Jl

IF Han %A NAT, W {# FH A TPsec (ESP)

I 2 I TS Psec over UDP | 3T H. 2 i T NAT J51f, |18 IPsec over UDP
)

I B ¥%H NAT, 1) i | TPsec over UDP

I 3 R NAT-T R I B AT NAT J5TH, |87 NAT-T

IPsec over UDP #f . )ii H W

J HUn %A NAT, W) f# K] IPsec over UDP

)

iE®  IPsec over TCP Jo FIRS, ‘el tise T o HAthidE B ik

MIE A NAT-T i),  ASA BAERTA A H IPsec ) 0 BB F i 11 4500,

ASA SZHFAE LAN [R5 ] /9 24 5l iz B2 77 ] B 26 iz AT ((EANBE[R] I AEIX PR FR Y 28 This A1) 1—
NAT/PAT ¥ % J5 5 24> Psec MR (EIRAGHEE, TCREVS In) B TE K U i 2R MG, [_ljjﬁﬁﬁﬁ
SEARER ook F AR A H 1P Hbtik, B NAT & kbdk . dbah, fE s in) B TE 7 & 25 2R i
(1) J R B35 AT T30 4 FH R LAN [RIBE I ZAH (R i 2 Bk (Ul 2 NAT 3% (1) TP Hihib) o axXFp—3%
P2 SEE NAT W45 TH ) LAN )R FE D ) YA X 48 R 2 AN A 2 ) Bl 1 I

BB ) NAT-T, 5 0 3 o b o T AT B o 25 B
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. J& H IPsec with IKEv1 over TCP

FE1 WAL Fard, 7 ASA L4 )53 ] TPsec over NAT-T:
crypto isakmp nat-traver sal natkeepalive

Fr natkeepalive Z AU I IE H2 10 42 3600 70 BRINME A 20 72,
il
B N CUE fir 2K 5 H NAT-T R H A iy Ji R B8 A — /N
hostname (config) # crypto isakmp nat-traversal 3600

P2 WAL N4k IPsec 43 F S 32 BN 28 B 1«

hostname (config) # crypto ipsec fragmentation before-encryption

VR I SR VFU TR AN SCFF TP 73 7 [ NAT 4o IXANFEMSCRE TP 70 Fr i) NAT B 03817 .

/2 F IPsec with IKEv1 over TCP

IPsec over TCP¥ IKEv1 Al IPSec Bhisl[AII 35 25758 TCP g tu i, IS FFRINT %7k NAT 5 PAT %
RN KA 2 AbEE . BROIAE L N S5 e IhRe. X ThsiE BSP 8¢ IKEv1 7EHHevk T4, 8
AAEAE O AT 5 KBS RS 0~ A e TAE R34 5E, TPsec/IKEv1 over TCP fifi£3 BB VPN % 7 ity ]
LRSI EE BT

\}

AR ILDIREANRE SR TARRL AR JARIC A& AT

IPsec over TCP 7] 5t fe vy i) % P e & A H o 48] LRI AE ASA S #1045 o b A H TPsec
over TCP. 'B7E ASA & RaH, M)A H IKEVI L. EAEH T LAN [RIER.

ASA TJ[R] I S FFFRYE IPsec. IPsec over TCP. NAT il [J7 Fll IPsec over UDP, EARE kT 5 HAT ekl
W% P . IPsec over TCP J8 B0 T Ar e FoAth e 4% vk,

0T LA 95 5E I8 22 104N 115 1 TPsec over TCP. 2 A4 N\ — > L3 11, 45141 11 80 (HTTP)
5o 1 443 (HTTPS), RSB —4%E, FRn5i&m DO SO AT A0, 4
B, U IOV ) B e A R VA P ASA . SRR RIS, 14 HTTP/HTTPS 45 # #5rid
BN [ (1w 11

BRiluii F 2 10000,
TS INIAE R P i LA S ASA LC'E TCP Uit 1. %5 P il it B A 20 8 /b —AME Sk ASA BB I 1.
HAE ASA |2 IKEv1 42 )5 i3 ] IPsec over TCP, i £t Huf 5tER Z 5 Sl FHUT UL R4
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Hwen BEirsars [

cryptoikevl ipsec-over-tcp [port port 1...port0]
AR 1 45 F )3 F IPsec over TCP:

hostname (config) # crypto ikevl ipsec-over-tcp port 45

77 IKEv1 BC & IEF 4B ITAC

BEIELLE S P R AAT AR o ES4LUERE SeVEAEHT Pl T AT DN sl k& DN AT
L BETE 44T LR .

\}

ER AFPALVCEAGET T IKEv] A1 IKEV2 LAN (A8 . TKEv2 Z6RE; 4 S e b 41 ) webvpn J
P L AE certificate-group-map H webvpn it BRI T AL & )R 4Lk # .

TR X L8 7 B I P B BRTEALILAC, A0 B s SCURRC A IR, SRR )

JI 5 1) T 2 DT
FAIAUFPU, 1514 1] usethecrypto cacertificatemap fiy4 . @ X%iE4, %1 tunnel-group
iR

TR LN EUE AL T RC AN, 45 2 WAL R ML A7 (OU) P B ILRCAL,  sldR s b A k15 1
AEFHERINAL o w] A I A AR R A3 ik

I BERCEIETUE I ISAKMP 23U [7) (5% 108 21 SR 38407 11 S5 e ARTRE D) b 0F 1 i 4% H S5 BE i 41 ¢
06, IHAE RS a2 T S0 RN tunnel-group-map 74 .

tunnel-group-map enable {rules| ou | ike-id | peer ip}

tunnel-group-map [rule-index] enable policy

policy 08 1 AUEAS IR IE 21 44 PRI 5 o Policy w] U LA 3Ll

ike-id - 15 7 T S T2 MR B U i e ff o B 4 R oK OU B TE 4.
ML FHE 1) ISAKMP 23 TERARPE B B 1 ISAKMP 1D 1 P 25 it 5 2] B 1

.,
ou - F8 7~ U I VEAR S ) A FR o s B 4, el P 58U RT 43 44 Bk (DN)
thOU A

peer-ip - Fi5 73 A R TCVA AR JU I 27 R 52 B 4 BRI oK B OU (i F#AE 4 51
ike-id J7vk, UL 0T AE4A TP Mk

rules - fi7 MR Af b i & TG B (RIE TS SR SR HE, A5 2E T-UE5 (1) ISAKMP 2%
TS B BETE AL

rule index (A3%) & cryptocacertificatemap iy &8 & NS4 A REA 1 3165535,
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. BCE IPsec

TR T
s BT A ORI a4, BRE RECR IR ME— ), I HANZ XGRS R 5] .
« N BEBER 255 74T .

« BT Z A RCSs A 4l. i, BB RIS gl s, AR ELE X
VZIR a1 E S B= T b a7 vt e 45 RER I S R WS R e S S & 95 A UM A

o RIS, AT BLESRORE T o PO 2 R A BRI A 2 AT VLG HITAT 45 BORILECPT A 4%
PRERTZEMIE . o, WREAER ] 7 Reg s B IE A 2 BTk A ILRe — A4, i
AB AR — N ZRIDLIC — AN A ESE R T2 AR Bis 5

PR 2 $i55E NC EORRE P LN A H] AR BRI 4

HAE7E M tunnel-group-map [rule-index] default-group tunnel-group-name , A rule-index &MU
ok, It H. tunnel-group name 20 H T LA IFEE 4

w51
LR 78] J3 ARSI B 1 ISAKMP ID N 7905 35 F-UE 15 i ISAKMP £ 17 i 21 % 168 21

hostname (config) # tunnel-group-map enable ike-id

PR 78]t PR B0 SR () TP Mo 2 THIEF 1) ISAKMP 2 15 LT 314 1

hostname (config) # tunnel-group-map enable peer-ip

P 78] Jet AR A5 F 25 7T 23 B 44 % (DN) Hh I ZH 2507 (OU) Wi L TR -5 11 ISAKMP 2%
Tﬁ:

hostname (config) # tunnel-group-map enable ou

PLR 78 J5 FH R 4 05 e 0 D) RS 35 F3E 35 (1) ISAKMIP 43 i :

hostname (config) # tunnel-group-map enable rules

fic & IPsec

AT IPsec S5 VPN ML E ASA FF AT IR .
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exmzng |

RE X7 2 Bl &
INEE WL e XA IPsec SA HHH i 1) IPSec Sl . JLALHGLUTR A 2%
* fifiiE IPSec EHE SLVFAIR I I EHE G ) ACL.
o SRR
* IPSec JitE A MINE . CHOCTEMFE R, IES ISP N T4, 5527 . D
* % 11 A IKEv1 #HEe IKEv2 3238, P2l 5 0 45k e A v B AT UL«

IR SR G AN B AN AT R R AR (I R o AEAIEESE NI I, 2
S R B DA 3 i [ A 555 A AT 5t a2 A SRR B S I s s -

crypto map map-name seg-num match addr ess access-list-name

i [ access-list-name Fi 7€ ACL ID, RIS HZ H 241 AN FRFI) T4 ef ml %y,

Je

Rom A Ao RS (R 7 R R] LS AR AR S O BC B R AR IR ACL 1D

TS AGRSER N B i, 100 D0 WS SRR N B W o AERL R 7R B, mymap 2 %] AR ERA N n
25 BP0 0 B WIS R TR 22

crypto map mymap 10 match address 101

R R RS 5 (seq-nuim) K AR E) A4 PR K IN A W AR B2 T o 23 RO 00 WA 1) > 538
PR A A — N I WL A rh Az in 25 WS AR T LA I B WS DL SE % e i), DLSE il
FERCRE I WU SR IR 36 1 2205, ASA K 2 OSSR A o (0 WS VP At 12 4% V) B A 1P
e, S /NI B TG .

[no] crypto map map_namemap_index set pfs[group14|groupl5|groupl6 | groupl9|group20 | group21
]

T8 5E T TN 238 WLsst 5 4 ) Wi A% 25 (PFS) ) ECDH 4. B 1158 g 25 i St e B 40 14 FI4H 24 300 (fifi
I IKEv1 RIS o

[no] crypto map map_name seg-num set rever se-route [dynamic]

FR I I et 4% A AT 3% 382 0 T s i i i N (RRI). WUR R HR 2 A, W) RRI B & I 58
B A A, TERCE O bR 2 AR EEAAE . A, N RRI B AL E T OAFTERS B
AR H bR, DU 5SS st S B3 )F 228 RRIBS 1. ASA W] [ S i 2 4t n 21 % rh 22
o, JEm AR OSPF [ % H 194 4 B0 S % ph 4 151X 26 28 o W SR AT Y5/ H 4% (0.0.0.0/0.0.0.0)
FeE AR L%, 5205 B RRI, 75 4 52 ma 4 FH 2R A B Hh K i

\}

AR T RRIAEHIREE M2, DO WUREIERE “ART” M ARG 4, T84 RRUKAGEAEH] .

W FRE NS, WHESINE ST IPsec 2242k (SA) I A% RRI HEEMIER IPsec SA J& M BR i Hi
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B =umzms

ANBEARE T 5 1 2 WS A [ F) 4 R C B Bh A I B Wt s e Z JRER, - B o — AN o 3 WSt S e
FIFRBAL A

\}

IR A RRIDGEH T2 T IKEv2 F s A a8 i i

[no] crypto map name priority set validate-icmp-errors
af
[noJcrypto dynamic-map hame priority set validate-icmp-errors
i E S A5 0N BB A D03 WS BAIEAR A ) ICMP 5583 B
[no] crypto map <name> <priority> set df-bit [clear-df | copy-df | set-df}
il
[no] crypto map dynamic-map <name> <priority> set df-bit [clear-df | copy-df | set-df]
h TN BB AN EE W IE BT AN v (DF) Siiig (224 gD .
* clear-df—Ignores the DF bit.
* copy-df — {&¥F DF £ .
* set-df — BEF{EH] DF {7,

[no] crypto map <name> <priority> set tfc-packets [burst <length | auto] [payload-size <bytes | auto>
[timeout <seconds | auto>

o

[no] crypto dynamic-map <name> <priority> set tfc-packets[bur st <length | auto] [payload-size <bytes
| auto> [timeout <seconds | auto>

BHE 0] DA IRAT B A BRI R X TPsec 22 4z o2 Bk A R R 0L PE (TRC) i . 1A 20FE f7
TFC Z 1 ¥ & IKEv2 IPsec $2i.

)

AR RN RE SR G T BTk VPN S G

GBS I U ¥ ACL AL 45 KA HIH] ACL ZFRINATH ACE, WILL Ny 2 iEVERTR:

access-list access-list-name {deny | per mit} ip source source-netmask destination destination-netmask
FEAIEEEE —AN ACE I3 Z00%H ACL. LA R Ay 120K G @t sl s I ACL:

access-list access-list-name {deny | per mit} ip source source-netmask destination destination-netmask

LELL R, ASA %M 10.0.0.0 T M3 1] 10.1.1.0 T (1K1 T4 Vi 5 N FH 45 BC 45 Jn % i 5 1) TPSec {4
P

access-list 101 permit ip 10.0.0.0 255.255.255.0 10.1.1.0 255.255.255.0

. IPsec #1 ISAKMP
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exmzng |

D PC Kbl 60 1R s RS 45 T T SA PR I 22 i . AR ASA RGP, e Al A n
SRS i 5 (10 S G0l 16 B4R 8 0 SRR R I A SRR AR BT . ASA 23 250 SR S s
IEE W VLR, R UCRC ARG, ) SR UE BC N & W 4R 7 (AR B A NS WA, T kg R 2 0k
FEARLER SRR

FAEPA IS EA I SA, EN LI — DA INE W . R, s 2 15 LA
A

o DN WRE A5 B I NS ACL (W1, Bif% ACL) o 1 SN S (R0 25 A4 FH 5 245 o e
I, ) ASA B 2L S A I N ACL A g IPsece

o BEAN I WS BRI — AN AR (BRI (R 6 S5 A FH sh A IS Wit ) o

o I WL ZR DA AN L] e B A e
— AN BRI A . WERAFAE DL AT SO, WAE ASA | gk e 82 B 2 AN In s
HILSFT «

o SRR LR 5 X6 S5 AR A BEAS ) R Bk A

o TEALEDE AN (1) TPSec 2245 N H AN R A ()3 1
Blan, AN B I I — AN FR I TR Z [ E ) ACL, R 54— AN IKEv1 # bRk,

IKEv2 $#&1. B18 5 —AME A ACL AR iR S5 M- 2 T & e s i, R A 3 AN )
VPN Z 31 e 4 AR B2 13

WERE R AN O 2 A I W, 1 RN 4% H 48 8 — AN JLAE I i 22 AL e 401
FF*5 (seq-num)s.

A~ ACE 5% —A> permit 8¢ deny 5 f). RN T35 (1) ACL H permit Al deny ACE 1)
REIR S X

AN BRI Ad 5 2R fRRFTRE
VLPC ACE P permit 151 | 45 1% U35 W hy R b J0 % (1) ACE X i b AT k20 73 #r, i
OE SR Iy BCEEAZ NS A 1) TR E 1 e A B TK BV 2 S 330+ (1 2080 (0 e vP Al

B B E . X B E S AR s R R AT RS
Z 5, ASA KN BN IPsec B . X T HBE, XERE
KB A TR 5 . B IR R

VLHC ACE L5 deny TEA A | PP INT4% JROEAE VAl 0 1025 S b o 3 1) ACE 6 it A kAT 1E— 2573

ZAF Fr, TN — A Bey CRAR R SRR — N s ke |
[f) ACE 2RS4 TP

TCVEVCE I B A rh AT 52 | B e B A, iy A HgE AT n s

WX permit ACE

W deny 1)1 ACE I ygf AT 2 IPSec RIS SE (P, B bhidURE) o I, 15
A4 deny 1)K EAS R AZ L BRI ACL ) permit 15 A1) EAT VFA% ¥ sl it
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B v amzmstRe

XFF NI A, AR EE AN ESP SPI #iC R S8, w AR & MHEHR A, &
R BB AR L ) P TSR S S Mt £ SA SCHR Y ACL i) permit ACE #E4T LA A SR N i Sk T8
FEABIL, ZERER LR . WA IR S AR, e aiea 2 itz it .

FELEBAR IS N sl S B IR A R I, 2 e sy s P AR i, DA e BLIERT B 2 SA
DFeayas

)

ER DRI NS AE D BISC B, 1 7E permit ACE Z i\ deny ACE. ASA 7553 %I U 1]

B P HERL ) ACE ARt 28 4 .

LAN (8] 0 % BR 5% 7= 151

PURLAN [F] P4 25 75 s G B 22 ek AL B A1 C I H B2 eVl B ARk B P — A BHUF A
DA TN 55— A EHVE A HARM BT it . EE, PN ENL A3 i &k 5 BT
(RIRBURHCH, BT LAIX U 30 d EEROR ] sl O b FEA gt s SO St T A e B DRI, ARG 280
KE TN A3 MRS

A 1y C.1
. L]
e & Bo F——r oo

L
B

!
|

A3
Human Resources B A ok

FJ
%
!

Internet

143514

P R SR PR AT LA U T R A 0 T P B s D (BAR M ko 5 B T R A RS TP MLk Y
il

TN R R e A, BEGIE A IR, TR A N A3 R, S
TREMZ A AL EHURGE, WU B R

Crypto Map Seqg No 1

deny packets from A.3 to B
deny packets from A.3 to C
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permit
permit
Crypto Map
permit
permit

wan immanstne ]

packets from A to B
packets from A to C
Seqg_No_2

packets from A.3 to B
packets from A.3 to C

QI ACL 25, RGN B Bl MR, RS VL RC I Bl G T P 255K 1K) TPsec

YR ACL ¥ JHBN deny ACE BASERHIRAEN ACL MEAT IRV A8, T2 06D WL HE o 10 f o ACL
ARSATIPA . BT O R I W 5 R IR ) IPsec WG, DRI A4S T LUK deny ACE ¥
SRS FIT VPR HEIR, IR PSRRI 5 5 AW 1 permit iF5
FOULAE LB (R BB GOR M e A R SVMES N ACL I35 s FL A I e 4 A VA4 551

SRIOI A

LR WA B R S E ACE BRI ZRIER ACL. REAMT 5 1R85 SOE LR

T | IR R A B
TS| (HZERIEED MBS ACE VLG IR B W o

Fiér—> ACE fliid B . &M RS IR R S I h A
ACEVLFERIAN R E e RS 1 DO FARR AR St B IR U5
HARIIZ 5.

MEHE LS ACE VLR B Sk UL in 2 WLt 26 A BT permit
ACE I, A5 Y

ﬂf/ HUE [ B WA AR P KR I R

IPsec #1 ISAKMP .
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IPsec %1 ISAKMP |

2: I ARG & R YR Bk ACL

Crypto Map 1
Dy )
A3B | =
Deny
A3C
Permit
AB \
F"ermlt
Apply IPSec assigned to Crypto Map 1
Crypto Map 2
;HT. '
erm J
AeE | o
Permit
A3C —
Apply IPSec Route as clear text E
assigned to "
Crypto Map 2

TR A VMG A EHLA3 AW, HBS5HEA permit ACE UTEL, AR5 23843 Fd 55 n 2 st ¢
(1) IPSec 4%, (H NEHE S H deny ACE ULHT, ASA K Z0E N 25w s vh 4311 ACE, SRJ51%

R —ANname CRARR B TS gee) GRE T iral . INILEAREI, iRz
A PR B EHLAS PEFRE, B 55— NI E WL H ¥ deny ACE IT_E@E, RGN —
AN WS AR AP B L . M e A B S %N B L R 1) permit ACE UURCHS, B4 8 H SCIBI)
IPSec 224 CHE I FUSE BB D o

KT SERORBI N ) ASA BCE, FRA T BLG N E M 7 e ASA B 1 C. {H7E, K ASA 7EF
s N b i s ) 23 2085 deny ACE,  Jit LAFRATT W] LA deny A.3 B il deny A.3 C ACE ¥4 3055
1%, It HIR W20 =gt 2 i2Essiis. Nilk, WHBELE ASAB I C L& 205 ACL.
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NREIR RGP = ASA

LAN 8] /in 25 Bk = 451 .

(A. BAIC) BE ) In=mess () ACL:

LEIgEA LEiIgEB LZEig&EC
T R 55 ACE 125X Rk St ACE 125 Tz R 5 ACE 125
Fr Fr Fr
= = =
1 deny A3 B 1 permit B A 1 permit C A
deny A.3C
permit A B
permit A C permit B C permit C B
2 permit A.3 B
permit A.3 C
AT R R MW 55 2055 1P bt
A B.1 A
1921&.3.1 192.&12.1 192.13.201.1
- B
:? 192.‘?;‘_3 3.2 ‘F 1 QE.E'I 22 a— & 1921 g!fEU'I 2
e — — —
192.168.3.3 — B.2 — C3 —
Human Resources 192.188.12.3 192.168.201 .3
| = | A =

192.168.3.0/26

|

o

C
192.168.201.0/27

143514

MR EIRKIE S ACE R ORI R 45 A RS2 PPA R T AT TPsec i (L #R3RAS IE AN TPsec 10 E.
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B 2= 0806 e =49

REBE ARk ACE #3X E 3 ACE
FF
=l
A 1 deny A.3 B deny 192.168.3.3 255.255.255.192 192.168.12.0 255.255.255.248
deny A.3C deny 192.168.3.3 255.255.255.192 192.168.201.0 255.255.255.224
permit AB |permit 192.168.3.0 255.255.255.192 192.168.12.0 255.255.255.248
permit A C permit 192.168.3.0 255.255.255.192 192.168.201.0 255.255.255.224
2 permit A.3 B | permit 192.168.3.3 255.255.255.192 192.168.12.0 255.255.255.248
permit A.3 C | permit 192.168.3.3 255.255.255.192 192.168.201.0 255.255.255.224
B ANEG permit B A permit 192.168.12.0 255.255.255.248 192.168.3.0 255.255.255.192
permit B C permit 192.168.12.0 255.255.255.248 192.168.201.0 255.255.255.224
C N permit C A permit 192.168.201.0 255.255.255.224 192.168.3.0 255.255.255.192
permit CB  |permit 192.168.201.0 255.255.255.224 192.168.12.0 255.255.255.248

Tem] LN Y7 8] W0 246 v Bz RO, JE A T 0B ACL KA ) 2 4 BEE 73 43 32 ASA fRA AN
T

)

AR OBUAEDL N, ASA ANSCREH 0UHL S H Tk N L DA R ) TPsec it o IX RSB & 1) 2 R4S
U-turn, hub-and-spoke #! hairpinning. {HJZ, #0] AR AVFREAT IR M2 K ACE, MM IPsec Bt
EONSCRF U-turn . B0, ZAEZAW S B F3CHF U-tumn i, WS “permit BB” ACE
WINE ACLI1 f. SZFs ACE U1 R FizR: permit 192.168.12.0 255.255.255.248 192.168.12.0
255.255.255.248

i B Y TAEAZTE (PKI) %57

I B AP R B (PK), B3 514 0] DAAE AR sl A 2 0 1 $ Suite B ECDSA 532

FHia Z |l

0 G o s wie b e & 4 F RSA 5% ECDSA 54T M3 T S I0AIE, 780 b b s 4 . ARG 148
A LAGEASAT AR AE PR E I B 5 e

T AEA X R IEFE Suite B ECDSA &1k
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smznsaATEO [

cryptokey generate[rsa[general-keys|label <name> | modules[512 | 768 | 1024 | 2048 | 4096] | noconfirm
| usage-keys] | ecdsa [label <name> | elliptic-curve [256 | 384 | 521] | noconfirm]]

HIB2 E I HIN N LR Suite B ECDSA £72::

crypto key zeroize [rsa | ecdsa] [default | label <name> | noconfirm]

IR N A0
S0 TPSec it B 203 RN 32 D A3 BC I8 el 48 . ASA FE TR #2 O _L #8372 # IPsec.  1a)3% 143 iL
iR i S BB i 2 ASA $2 FEZ N 5 WL B VP BT A I B AR R B SA P v U IRIE FH F 22 1R SRS

R W 23 o 2 42 FOR KA AR ABAT N Ecti S5 4, 00 SA Kol PR 2 A e Kt e« 1B ot
(R WS T 3 B 4 1% 4 1 2 R 8 AT I i 4K 5 s WS O B TR (/)20 o b4k, Sl R A
NN R0 A5 AR E R 7 C 0 85 S A 2 R T BILAT S 2

£ A4z O ACL

BRI OL N, ASA fLUF IPSec 20 8eid $: 11 ACL. WS 20432 11 ACL N H T IPsec Wi, 1540 H
no % 3{/1 sysopt connection per mit-vpn fir4 .

SAL R U GR5E (25 iy ACL 4 AL VPB4 4 IPSec Fidi 0 ilit VPN B%i . Psec %f M IPSec F%i
FIE B BT G AR, IR IR S B R ACL #5252 PEA

ACL 52 SCEARY I TP i de . Biltun, #8nT LAAIE ACL LURES PN T M ki &5 EHLZ AT 1P i
. (X4 ACL 2K HF access-group a4 ACL. {Hj&, H T access-group iz &), ACL fff
SELEHE b3 e B BH R RLe i . )

TE RS I3 WLl 2 AT, ACL A58 T IPseco RN ARSI ACL, Wi R A 0 53—
A~ ACL 1) permit VUEC,  J1hn s i o fff o . F 1 e 58k 0 1) TPSec J& 1k

7345 IPsec A WG ) ACL A PUAS T E D fg -
o JEFE Psec K5 ORY M Bl (fo?F = (R
© JAERATHESL SA G UL T EAT IO Bt A% 14 i & ISAKMP 37 o
s WEBENEU R, DMERLUE 1T B SR AN IPsec RY IR -

o ZEARTTSR EOFEAR I IKE PhRS I, 05 S A5 52 4 T+ IPSec SA 15K .  (WMEiAUER T
ipsec-isakmp cryptomap 45 H . D XAERLLVF Y ipsec-isakmp crypto map it &4 H SCHEH]
B, A Gemh ORAE ) B SR 2

\)

ER WMBR ACL P ME—JTER, ASA HREINER SCIB KN e o

W AAE A B2 AN WU Y15 ) ACL, 15444 cryptomap inter face iy 2 B BT V1G4 12 4T I
SA H¥li e . ARTVEANE R, WS crypto map T4 .
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B =sz0ac

TR AEA H6 SR b s SRS In a8 WS TR AR 2 N8 ACL, AT BB AE e FE ) 5544 e X
—AN CBUL” N ACLo N WS I N S7 R R R 0 00 SLA R G X A . IRBE A DR AN XS
SR E R AL BE TPsec.

\}

IR GRS I L XA ACL Fil—A IPSec X264k, WIRATAT—ANG R, a8 Wi #5 A 52 4%
I H ASA K-35 AR 5 2 11 10 56 380 28 e S DC IS PRAE A B A show conf iy 2 (- AEAN o 5 ke
PR IE SRR o BB A A EHE R I WL, TSR IZ I s, A s b4 H, RE TN
e,

n# ACL A FFEE R ESNELH .

FATHE A ZAL ] any SCHE /RN ACL R E B H brtuiik, OGS ig 2, Bdl1sm et
WANEALH] permit any any iy &1 A), O ESHATEL F At

o DRYBITA SR, B K AT L PR RN v R S SR DT AT S AR
* BRI P A A S

FEXFIEILT, ASA K B3 Z FE8D IPSec LRI HYITA A uli i 1 o

T PR SCELLRY IR LE B . 0 2RKE any SCHE T permit 6y, BWSEAEILATIONN &1 deny i
AR IR AR BRI, S IHREEEA permit T4,

“

B 'E T nosysopt connection permit-vpn i, REESNEE D A VA GRA deny ip any any
access-list) , RGN VR R i AR 2% BB E .
WA P AR ZEAT AT no sysopt permit iy 4 45 G A 1 B RUT )P 513 (ACL) SKedz hild i i i)
B FE VT ] VPN X SZ R4 W4 BT 107 I, G2 g T 4 il o
FEIXAEOUT, 0 A Y7 ) R iy, AN H ACL, IR v AT SSH I 3 ‘e 4 b 4
T I PN S R 28 ) LRI R M ACTL IE A B, (EL2 TRV BEL L 38 ) P 58482 PR i EL TR O oo
ssh Fil http fiv 4 B A7 HE ACL s A e 2. ef)ifiid, IEZ5M VPN 2153 17 34 1) SSH. Telnet
8L ICMP Jiitt, MM ssh. telnet Flicmp fiv 4, X S8 030 40 V%A N A< Hh TP b

ANVE R NTIE S SR, ASA HORH IR 7 IO 45 456 F ) ACL PPAS LR . 42 IR LUR 2B B0 IPsec
SR L

52
LB GIEH T Ipsec [ ACL.

SIR2 KPR B A 2 AN [R] AN s ISR 44 PR K00 85 R A
FIR3 K IKEv] S ol IKEV2 S i3UB BUINE W, AT 1) Bedii it i ] TPsec.
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g psecsA = wAH [l

YR A IR A PR 0 S AR A2 AR B 11, LUOIN RS IR B AR 2R 4 o

Gt

LEA TR, BB ASA A FRIAMERED, Wm BN 10.2.2.2 I, IPsec fR-4 ¥ N T &
Ml 10.0.0.1 FFAHL 10.2.2.2 Z A HIHE .

IF’Sﬂcpg-a-rs\

Internet |

Firewall A T Firewall B

IPSec Access List at "outside® interface:
access-iet 101 permit ip host 10.0.0.1 host 10.2.2.2

IPSac Access List at outside’ interface:
access-list 111 permit ip host 10.2.2.2 host 10.0.0.1

Traffic exchanged batasen hostz 10.0.0.1 and 10.2.22 is protectad batwean
Security Appliance Firewall A "outside® and Security Appliance Firewall B ‘outside®

ASA A VA TR 10.0.0.1 B EHL 10.2.2.2 R E, W FFR:
* J5 = FH1 10.0.0.1

el

* Hibr=F#H102.22

ASA A BIPAE M TN 10.2.2.2 B|EHL 10.0.0.1 IFRE, W1 FFR:
o Y5 =FH10.2.2.2

* Hir =FE#HL10.0.0.1

512 VAL B AL UL AL IR 55— 4% permit 15 A & IPsec SA [HITE[H

B4 IPsec SA 4 v JE HA

PIRE BT IPsec SA I, S RT LUSE B ASA i FH A0 4 Sy A= iy F SR . S8R T LU R 58 D s I i) 7 7 I e 4
ey A i JE A

IPSec SA fi FHIRAE L3 4H] . S 4H e SA FIZLRGHS 70 S H — i I st BR HT4H . A4S SA
HWRA AR A Ay R A e E . SAAE BN ES RZ JE R, AR JE A TT
YR B SA. BRIAAE Ay 2 28,800 F (J\U/NEF) AT 4,608,000 T-775 (— AN/ AR R 10

JRFETD
G B A R Ay A, ASA KB EFEREIE . COBAEBE S ST SA PR Hh S R
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P SR RS A A T A o B (O HL ASA TESRAEHTETN SA, B2k BUAT SA A8 T ) 4 J) A i
FAMEAR N B A8 A AR TR o 00 SR A R R SR IN e A AOS S5 AR B3R 2 i 4 30
(ELRIAS U PC 5 14 A i o SUMEDE 2 AR N LA AT SA 1R A i 430

WA AE B I SA I A A A B 2 AU P — AN SA, HIRAEILA SA RN O vk & Ut
SA. MIAT SA T4 by FH AT KL 5% 2 15% I, SR s — AN B SA.

)

AR IRATER AR R ) IKEV2 BRI AL — S e AN R ) 22 A QIR N s, DUGRE S JE07 L B o R

4 VPN (% H

. IPsec #1 ISAKMP

BRATEOL T, 42508 (A8 0 R A FRET X M ESP B AT AL ilid IPsec B A ik 1144
AT A

FERLE R 2 b, b S O T AR A N A, (EASHE TPsec BRIE ) IE W A2 4TI, ML BEIE
(Ko 8ot B T REJCVAIERRS th, HOCVRSIA I H .

SRS OL, 0T IPsec A B B0 0 2 50dis (0 s th A 4R D) g

FHIa Z Al
NG I SO A P B AR PERE SN, BOATOL R AE I ThRE . I REAAE 7 2R

X IPsec A 0 00 3 ] #4c icdfa el e il A FR D) BE
[no] [crypto] ipsec inner-routing-lookup

TR
Ui AEME B 5 DOE M Tk VTI BEIE .

ot

ciscoasa (config) # crypto ipsec inner-routing-lookup
ciscoasa (config)# show run crypto ipsec

crypto ipsec ikev2 ipsec-proposal GCM

protocol esp encryption aes-gcm

protocol esp integrity null

crypto ipsec inner-routing-lookup
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P

mgsmzns ]

B FHASINE AR 5%

S P A I B RS G R A TPSec BL &, THHAT AT 8R!

LA ACL PLE BRI &, WALl T dr 4
access-list access-list-name {deny | per mit} ip source source-netmask destination destination-netmask

H:A accesslist-name 185 ACL ID, Bl—/NgKoh 241 N5 7 457 B ol 4% . destination-netmask
F1 source-netmask 15 5 TPv4 M & M b AT 1R HES . LEAEI, permit ST BAE S AL TR & 4 F K B
HIL =S IR

il
hostname (config) # access-1list 101 permit ip 10.0.0.0 255.255.255.0 10.1.1.0 255.255.255.0
BN e AT R4 i 1 IKEv] #edE, i A CL R a4
crypto ipsec ikevl transform-set transform-set-name encryption [authentication]
Encryption & & 1 F WA & 7 v R4 TPsec 4 it -
* esp-aes — fiff 47 128 L% EH11 AES.
* esp-aes-192 — i 147 192 £ %51 AES.
* esp-aes-256 — i {17 256 A% 1) AES. \

* esp-null — A%,

Authentication fi5 & {5 RN N J5 1A/ 37 IPsec HidiE i -
* esp-sha-hmac — 1 [ SHA/HMAC-160 1E 4 71 53%
* esp-none — AT HMAC &3 56iF

il
TEARBI, mysetl Al myset2 PA K aes_set f& 5 HAR 1 44 FK

hostname (config) # crypto ipsec ikevl transform-set mysetl esp-aes esp-sha-hmac
hostname (config) #
hostname (config) # crypto ipsec ikevl transform-set aes_set esp-md5-hmac esp-aes-256

S [R5 SCAnAT PR A S TKEv2 3230, A LU R 4

crypto ipsec ikev2 ipsec-proposal [proposal tag]

proposal tag f& IKEv2 IPsec A FK, EI—A 1 & 64 MEFF R

QIR SR HEN ipsec PRIXHC BRI, FEMBLE N W LU SR E 2 /IS M se S8 .

i
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hostname (config) # crypto ipsec ikev2 ipsec-proposal secure

FEABIH, secure R AAFR. F A BRI S

hostname (config-ipsec-proposal) # protocol esp encryption aes

-

iy 4 Tk P2 H] AES-GCM 1%L ) AES-GMAC Hvk:

[no] protocol esp encryption [ aes| aes-192 | aes-256 | aes-gcm| aes-gcm-192 | aes-gcm-256| null]

U R FE SHA-2 slnull, A ZIE FEAR IV AN 5324 A TPsec e 44 0L 1 R4 AES-GCM/GMAC
T A N S5, W25 % null S 88 5%

[no] protocol esp integrity [sha-1 | sha-256 | sha-384 | sha-512 | null]

3 E% AES-GCM/GMAC e & Ay I 53k, WA Zik 8 null 5380570 v LLKE SHA-256 ] T-5¢
TN PRF DLEEST IKEv2 BEiE, (H & ] LUK H + ESP 23R

(AP3) & HR B nT LR H B AR f KA i s (PMTU) 240 IF 1 E0K PMTU {8 58 0k SR (R 1 1)
[ET] 8
[no] crypto ipsec security-association pmtu-aging reset-interval
SRR W, A A SR e 1 SR AT BAR il ] 2P 3R
a) Rt ACL ) P 21002 A -
crypto map map-name seg-num match address access-list-name

I WUR RS RV BN 4 H B4 HAERIAS RIS (seq-num), (R FH AR [R] (10 WSt 44
Fro fiiHH] access-list-name fi /& ACL ID, R 241 ANFAF 745 i s HL . 7ELL T 741
T, mymap 2 ISR FR . BEBET SRS 00 10, RS TS — A s R 2 A
FHIRES . P, gl

A5l
FEA TR, 2854 101 1) ACL K20 BC 4 in & Wb mymap .

crypto map mymap 10 match address 101

b) FE A LA HE R 52 TPSec TRy IR (R0 465 42
crypto map map_name sequence numberset peer ip_addressl [ip_address?] [...]

5l

crypto map mymap 10 set peer 192.168.1.100

ASA WH SA, HAK AR BCHT IP Mtk A 192.168.1.100.

iR
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d)

sgmsmzng |

M 9.14(1) FFhf, ASA SCHF IKEV2 %3 B o i) 2 A5, 188 2 n] LA 1 rhads i 10 X
EN

i 5 N B5 W A VPIIRL IKEv] #EHdE a IKEV2 $210 . H B0 S 20 6 471 H 20 A e i 4 R iy
Rsedimmtise) o o LMER L F AN 22—, TEIE M i 2 e 11 AN diaide
W

crypto map map-name seg-num set ikevl transfor m-set transform-set-namel [ transform-set-name2,
-+-transform-set-namell]

%
crypto map map-name seg-num set ikev2 ipsec-proposal proposal-namel [proposal-name2, -++
proposal-namell]

Proposal-namel 1 proposal-namell 55 H T IKEv2 [— A2 Z A IPsec $2IL AR AFN s me
WA H SRR 2 11 A

EUE

7E IKEv] ARSI, i ACL 101 ILECIHT, SA wLMEH mysetl CB—R%E4%) B myset2
GRS BRI T AN A 4 550 SR (R S UL

crypto map mymap 10 set ikevl transform-set mysetl myset2

CRI3E) AT IKBv2, W72 K ESP I M1 43 50 M ] 1Bl fmode. It Boifli i J5 4R 1P %%
L RN 7 © N H] ESPe
crypto map map-name seg-num set ikev2 mode [transport | tunnel | transport-require]

« BREREI - CERIA) Phe O B s BRI RECRE ESP I A5 4 B0 ik A 4 A Jit
B IP H A (IPHRCRANEHED T Bt 28 s sl AN H ik . BEA 4R 1P B ik s
RN, A E 1P Hs b i 4k
AR AR VR I 28 55 W9 248 152 2% P A TPsec AREH . At A2 UL, B AR QR EHLBAT s . i
H 25 I Rl B PR i TPsec BEIE #4 e o A iEs H 2 2 i 4 TP SO T4 HL A A 21 H A
ARG
BEIE A LA AT A S i R G R AT 3R AT IPsec DL FEIER A T LABS (3
WO AIHRERERLN, Mo N Ren e BRIE A, 10 Gk g T R T A (1 B i T
IEVEMTE AR, Bl BRTE 2 50— R TCVEAf E

o AEHIAR - B BEACR AL R, HT IR SR AN SRR IN (AR BB B AR AL
R, AUINE 1P A, R4S TP 4R IRFAE
PRI A B B B LG I LA 7 0 AR VE A IE I 4% 1 0 e B Bl 0 i e ¢
PERTE bR AR, W LU TP 1S Hh 045 S E Fp ) R 2% b PR R AR BE (4512
QoS> o AR, = 4 RIS BINEE, IZAt B 10 s A

o AL - BRBIACR N AUERRE, A SRRl BB E R

Hor, tunnel 3R BRI, transpor t: R i R AL, I SR A AN S, AT L]
B FIBFER; transport-requir eds Rk = A S it AL H R .
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%%&%@ﬁﬁﬁ%%ﬁﬁ%ﬂwmo
i, BB A B
o WSRO Ty PR A i i N A BRI R T B, At AH (DR & IE AR
o WAy AN A AR i W Ny DA A i Y, i N AN 2 (AR SR E AR
o WAy PN A AR I W N O A s B, R N R A0k AT IE R BRI
o [AIRE, SR Ty o e s B AC i N Jy D BETE AR LK, NS REAOE “RATIEFRRRIL o

CRIE) DnSRAREAT o A A oYL, T 0 I RS 2 SA Az A 1.

crypto map map-name seg-numset security-association lifetime { secondsnumber | kilobytes {number
| unlimited}}

Map-name & 72 I3 WU AE I 2 K . Seg-num Fi 78 18 70 FL 45 0 2 WL 4% H 75 o 3807 LTI
() B A i A A v P A PR R AU, AR a5 () A= i JR SCEE 13 5 0W) VPN, AN IE
T #2 15 M) VPN,

A5

BER AR 5 WL mymap 10 (RIS A= B 46 5 48 2700 5 (45 081D o FETFia A= B 3
AL

crypto map mymap 10 set security-association lifetime seconds 2700

CATE) H5 58 40 0 I 25 W s SR I SA I IPsec BEsR 58 4> [ AR 25,  BAE MG 25 AR BRI 1) i
KK PFS:

crypto map map_name seg-numset pfs[groupl4 | groupl5 | groupl6|groupl9 |group20 | group21]
il

PR B SR AE Ry s it mymap 10 B8 SA IFH ML PFS. ASA 7858 SA 74 ] 2048 fif
Diffie-Hellman ZZ 5 E0RT .

crypto map mymap 10 set pfs groupl4

Cr ) AR I n 28 i 8 4% B AT A 3 482 3 FH O 1) i FHAE N (RRI)

crypto map map_name seg-num set rever se-route [dynamic]

R AR E AN, W RRIZERC & I 5S4, RN & 5 O oyl b 2 i R e AN AR
ASA 1] F AR A A B8 & A, IR A OSPF % FH X 2% BX0 F 14 1 # 15 1X 4k
B anEBATAYE/ H FR (0.0.0.0/0.0.0.0) $85& 2RI L%, 218 RRI, 75 W< 5
BRI O

W R e BhA, AR IhEE ST IPsec %242 Bk (SA) I 6% RRI 76 I B3 IPsec SA Jo I 4% 11
R

ENA RRIAGEH T2 T IKEv2 A5 N 25w
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eigasmzns [

i

crypto map mymap 10 set reverse-route dynamic

YR 6 R I ST SR N T PEAL IPSec Ui AOFE 1 :
crypto map map-name inter face interface-name

Map-name 5 52 I WUHE K 4K . Interface-name fi i ZEIL i H sk 25 H] ISAKMP IKEv1 HrE [
AN

P
FEARGI . ASA F2 I WS mymap PEAGIEE AN U, i HOZ A5 il 2R

crypto map mymap interface outside

B 22 BN 7SN E AR 5t

BN INEE WS AR T EAT AT S B I W o AW ATV — S SRR, e SR S ek AE
JE R TPsec BT 45 RANASIRI,  LAVCHCN S5 AR o U SR G ARAE I A 0 8 R v Al e o) S5 AT
1P Huhit, ASA K51 h AN s MEX SR B AT REIE . IX PR D0 A A T LR R R 25 A

* HA B A H] 1P bl s 2544
LAN [HJFIZ ALV i) %) 45 A4S il LAASEH] DHCP SRICA HT 1P itk ASA JUSHT b E J5 BB 1E
* A% I 1P Mk frer 2544
T SRZCRE VT ) B PR 0] A5 A4 i HAT Sk 2 LR % FH TP kbG8, LAN [AIF%IE 2 AT Tl 1)
LHIMZAE, TR E A, 2R ] T4 57 IPsec SA.

A A L B A N LS P B Y, S AT REAN AT Bh AR A3 B ) TP Mkl G DHCP s LA /575D , 1
HAETTREA i HoAh & P ity )& FH TP bkl B eI UM 43iL) o VPN %7 il 1 A 1A 1P
Hbs X EE P i B A A WU R SCHE TPsec AT ltur, Skt IKE W a5 U a] m) JRE VPN 2
Uiy o3 P TP Mk, AR5 i 1% 1P Mtk SR P i IPSec SA.

)

AR AU LR transform-set 4.

A INE W T LA TPSec A 'E, FRATEEBCAE F-AE B & BEME TG A 52 X S5 1) 19X 285 o A FH s 2
SR . X TR VPN &0 (Banigsh D RIEREBh A/ BC I 1P shhk (8% th 28, S0 3 &
T WSS

Je

Ron AESASINE WU ok any SCHE T HI T permit 25 HIN, GG IR permit 45 H AL S RO R T g
WA AR R, RIS AN FE K deny 25 HAfiA ACL Hh o 2R ZAT 1~ M Hk
itk LK IPsec AN ARA AL AT HAR IR AT deny 45 H .
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B ozasnznsg

SN I WS 5 TR R R I B (P R S5 AP RS SA . ASA ANFEAT FH 2l 25 2 Wit S [ s R ) 4%
R CER . A NS MR, a0 iR VLS ACL F A9 permit 4% H I H. M ANAEAERS N )
SA, N ASA ¥EFFZiiE .

o s A o] LA IR B A B AT o B AR N WS BRIV A 0 2 e S A A 5 R e A 0 n 2 e (R
AN ZAA RTINS , DMEASAS TP LA m . JAAEHM S B4 H AL
W, B SRS A NS WU

LiEp SN W SRR, BhAS 02 WS SR AR B HAT A R S A WU A AR IR T AT Bh A N2 sy . 3has
75 4 DX 43 B A N e SR v (R B A I 2 Wy o i AR IC B B A I WL, W54 permit ACL, b
% ACL A1 IPSec X SEARMIE PRI . ), ASA HKH2S2 0 & AL LT B A B s b i

A\
AR O TR B A IR B B A N A W AR LB ASA B TRV, WA L FORTEBR UL 1

LR RN IE N BRIEALIR IR, 5 ACL IR MBS AN WS o e & L FE V) il BEE OCHR 1) ACL
I, U ANOPR IR IE S . CAEREIE R 5 AP B i 6 PR N 222 o

T A SR A R Bl 4 H o B80T BLAE /NI s A vh [ I 60 25 i S A 8 2
S IEES

FE1 (W[iE) ¥ ACL /L 3 AN Wb
crypto dynamic-map dynamic-map-name dynamic-seg-num match address access-list-name
SSCKE B AR RIS N (R4 IR LE 7 . Dynamic-map-name 55 51 FH EL A 207745 I3 WL s 4
H 145 Dynamic-seq-num $& & 15 3l 25 I35 Wi 4% H XN R 745
Bl
EAZREIF, ACL 101 A BLL A N Wt dynl. WUl TS24 10,

crypto dynamic-map dynl 10 match address 101

$HIB 2 f5E MBI WL VL IKEv] B E 80 IKEV2 $4i0. fli %y 40 IKEv] #4858 IKEv2 $2
W AL A 751 H 2 AN AR s i (e m i) -

crypto dynamic-map dynamic-map-name dynamic-seg-num set ikev1 transfor m-set transform-set-namel,
(transform-set-name2, ---transform-set-name9;

crypto dynamic-map dynamic-map-name dynamic-seg-num set ikev2 ipsec-proposal proposal-namel
[proposal-name2, -+ proposal-namell]

Dynamic-map-name 5 i€ 5 | 1 T 21125 1185 S (17 0 2% e 46 H IR 44 FK « - Dynamic-seq-num 4552 5 3))
AN WL 4% H O B 175 . transformeset-name & 4 {6 i 518 2T L # B2 1 44 FK - proposal-name
A IKEV2 $i3 5 — A [Psec S 44 FR.

i
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$IE5

agssmzng |

7E IKEv] ARG, JiES ACL 101 UCHCHS, SA v RLHH] mysetl (55— 4c2) i myset2 (55
ARG, HARIGR T WA AR 0 AR 1) A AR UL

crypto dynamic-map dyn 10 set ikevl transform-set mysetl myset2

CAre) AP R AR o5 4 R F ML, T8 W shaA s W 5 H$a 52 SA Azvi Ji 39

crypto dynamic-map dynamic-map-name dynamic-seg-num set security-association lifetime { seconds
number | kilobytes {number | unlimited}}

Dynamic-map-name Fi 72 5 | FH CL AT 3125 I 5 10 0 2 i i 4% H 148K . Dynamic-seg-num 35 52 5 3))
AN Wi 4 5 X5 N 5 Wﬂuﬁﬂfuﬂﬁﬂ&%&mEﬁiﬂz%‘%&ﬁﬂﬁ/\i T, (HE, PriEirdidE
I A i A WIANGE T A ) VPN, A& T F2 15 ) VPN,

w5l
SR BIRE B 2 I WS dyn 10 (I 0HIS A= d JE 46 R 48 2700 B0 (45 208D o FEF IS R] 0 A o 530 AR
B,

crypto dynamic-map dynl 10 set security-association lifetime seconds 2700

(ALY 385870 M e Eh 2 0 25 W5 SK 5T 1 SA IS IPsec BEsK PFS, BN 1% 7E M AR 20 (1375 3k
Hi5k PFS:

crypto dynamic-map dynamic-map-name dynamic-seg-numset
pfsigroupl4groupl5groupl6|groupl9|group20|group2l]

Dynamic-map-name 15 & 51 HI CA7 B A s s 1) s 4¢ H K 447K .- Dynamic-seq-num 4552 5 3))
A R 4 HOG Y

B UE
crypto dynamic-map dynl 10 set pfs groupl4

K Bl AN W AV 0 3 i A s Wi Ak v
VB DR 5 | T Sl A5 IR SR 0 0 35 TR S 1 Bk Jn s WS R P DL SE R AR 46 H O )
crypto map map-name seg-numipsec-isakmp dynamic dynamic-map-name

Map-name 5 5& I3 WA 4 7k . Dynamic-map-name $i5 12 5 | I &A1 2785 I3 Wi 11 in 2 s 4% H
IO

TP

crypto map mymap 200 ipsec-isakmp dynamic dynl

IPsec #1 ISAKMP .
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B =eusans

TE{ ﬁll\\lﬂj JlTLl'é-_t

T UG AT s g AN IKEVI XS5, DR CAR . SECE X T34 8] VPN AER A . IKEv2
ASCFF LTI RE

WA ARFEEARRI, ASA K5 T DRI WU SR SR B IE . B kit 2 O
LR R RIR A4, I HAZ SEAARE BRI 30 2844 iﬁiﬂﬁ%%%ASAﬁ LKE A SR
(RIRfEEAK, FLRIPN R RO b BRI ASARFAREE S TR — DX AEAR B o 22 55 03 WS SHR (1 B A 6T
SEAHROIGI, ASA HFIRIRIR A1 ZE — X AEAA

=12 |Psec VPN

&=E IPsec Fit &
{5 T LA B S S TR A A%, LT A% TPSec LB LS .

RIATEE IPSec L BEEH®

show running-configuration crypto BAINERCE, BHG IPsec. INEWLGS. 3)
%\jJLIJ‘ W F ISAKMP

show running-config crypto ipsec BIR5EEEN] TPsec L & o

show running-config crypto isakmp BN SEHE R ISAKMP Bl .

show running-config crypto map b 7R SEHE IR N % WL O

show running-config crypto dynamic-map YRR DA NS W

show all crypto map WORITHBCE S, AR B UME IR LR &

show crypto ikev2 sa detail e et s B WoR Suite B HASCFE.

show crypto ipsec sa TEHUR S 2 I SR U W7 Suite B HVESCRR
F1 ESPv3 IPsec #irth

show ipsec stats TR SR I ST R K IPsec T R4
(15 o TFC Hdi 0, LA A3 A RO I3 ICMP
B R4 R ESPY3 4iitfn B

EHRNRELZLBENEY

T LU HE ASA (A PTHE S 1R E AT &b )m, AR Eh. BOAKE UL S48 IkThae
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e En ma s ten

i reload fir & FEHTH 51 ASA. W E'E T reload-wait iy4, MHJ LUE ] reload quick iy 4 i
reload-wait 1'% . reload Fl reload-wait iy 421G FH T4 EXEC B, XA 2 HEA S isakmp

IS

SR AR T A I a2 1l AT LG ASA #1508 R S Dh g, 1B Sl 2 i S U N T BL R
S 1A 55
crypto isakmp reload-wait

i

hostname (config) # crypto isakmp reload-wait

T 3 5 A () 3 SR & R

TR VT I B LAN (8] 23 1 T RE T2 L8l N 2R, . ASA SRR R 3. S il s ORI | il
I R N ) B B D)W

ASA T DL ANA K 045K (78 LAN [MIECE B VPN 27 0D 23 iR R TT o 50380 A4 fr ) 45
B e R NZ R AT, JRR I B R H S e di i b . BOAS UL T 248 Thag .

ks ) i AN A A AL LR I
© DA AVERM 2%
* IBAT 4.0 BOE SRR BAT IR VPN B e T ReED

=

i

HI T 1PSec X SEAA W ITIE AN, 1575 A5 a2 17 58U A eryptoisakmp disconnect-notify

o

> T

AR 2RI

A LU T U A AERA S I SA PR R R A AR W R R LR AR, TS BRI
SA DU O Sl B R @ e . i ASA IEZEALPE TPSec W&, 1 H G M T B ST R
PR3 SA B e . X T R MBE 4, B ASA IEEAREE /5 TPSec WM, IR PATIE A
SA E 4 FE IR I [] o

RN TR LAAE R Sl 2 A SR S AN ] BL BR AT ED BT 4R 4L TPsec SA (T4

R 4 EBRFIEF VAL IPSec SARIHS

clear configure crypto TR 28l A4S IPsec SSRGS, Bhasinssme
5 A ISAKMP.
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clear configure crypto catrustpoint MR EE4E 5,

clear configure crypto dynamic-map MBS A Bhas s st o A4S TN BRRE a2 A 2 WLy
R o

clear configure crypto map TR A I 2 W) o B8 T ) SR 5 Tl S 1) O e
Fo

clear configure crypto isakmp W55 384~ ISAKMP B & .

clear configure crypto isakmp policy BT ISAKMP 55 0& 8l 4 02 S5 .

clear cryptoisakmp sa B2/~ ISAKMP SA $di 2

BRI Z MRS B E

clear configurecrypto #ir & G35 i FH T IR AL E TR NS E, XUl S AT Psec, N3 WL
B INEW . CA G Fra e, iF WU FLE A ISAKMP.

WEE, WA SHN cear configurecrypto it 4, WPEHIIER A IS BCE , AT IR .
HREMGEE, ES 0 (CiscoSecureFirewall ASA &% ir42%) 1] clear configurecryptofir% .
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