7R B& B B B

ARG E ASA USCRFEE TSRS 1Rt (PBR). LU #4321 TSN R #% t1 . PBR #ENIAN
PBR L .

© KT, 551 0T

o JET SR (1% AEN 28 3 0L

s BEARIE, BB S

o MCESRMS B, 2 6

o JET S [k R Bl 58 10 5T

o SRMSALES s Sl B 19 5T

X T RI&A B

PGt i LA H b o0 BERR I, IR e A T HAR TP MUk EAT B o (HUZ, FEJE T F AR ih
ARG T R E TR IR B B RO IRHERS o A TSRS (R et (PBR), T AR TR H AR 45 1)
ZFATE i -l PBR, TR T, P . FARMhE. FARde L PRSI L 4l
RS AR

LT SR 1) % 1 <
* T A2 s iR 55 iR (QoS).
* M EERHT 98  ARSAR IR A A% LU Rty 98« el A (RS e A 00 A AL L ARt AR BRI 4
o SeVFEIBI T2 E 7 b S At 4 U W R SCIK) W) 234 PR e et U B 48 AL P PR

LT SR P L 30 I A 9 238 T G R B EAT 7 RRbRd, ARG AEREA M 2% P ] PBR VYA A o B 4

B AR IC IR, SRS QoSo IXHFE, AT LUK A A IR Bl (i th AR M 2%, AR HARA
RINIRATEL; JF BAERKE 2 AR P48 TOER, X — T iR H .

AT AERE T REGRIESER

s — KA EANRNE 2 WA WA : &2 mi . (RIEIR. BN SR INEERE, 1% —42
A9 IR . ARG SRR o A FAL St PISUINT S v 7 o e I i 8 o 12 B % 1) o R/
BAEIR (ff ] EIGRP 8¢ OSPF) $FME AT SEHL I Fa b5 20 SRAG G 2 CHRAS 423 5% B Kk
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IR . I PBR, AT LU i 56K IR R BE RS R B U S B s R i, T e AUy 5/ v
TEIR R AL AT A i

LM H B o 5 B )
(5155 177 (6] 4% PR AR U 2% FH

FEMCHFN T, SR BN BRI 2% RV B9 255 PO PTG B A L ISP-1, K [ TR Y 45 FO 7 ] TG
I IEISP-20 PRI, T SO AR i rh SO 0 484 B 03 S ) A5 Tr) A BRI RBURR G oy, T R s

et ISP1
HE Mfw ;Wf s
_ i
I:_i. , "__'_.I__ﬁh L
N, — e
Mgt Mfw 4
—— P -~
. ISP2
Eng M/w

=
aR
S
gl

T A A P T SRS P e PO B, IR 2 A L 3 AT LA 90 296 300 5 0T 5 ol I 55 2531 ) o 4 O
17328, RGO Ed. B SCEINBUAFHERN (Ui R PR AEMIZ8 A% 0 i S 2L IR 35 400 o
VBB TCHAE T M EAZ O RS WAN $2 EDW S AT W 7028, I RERE S TH I 45 P g .

Use TOS or Precedence bits
for prioritization and gueuing

( —e
-

Set TOS or

Source Nfw Precedence hits

Set TOS or

Precedence bits Destination MNfw

B T1 24

AT LB R AR Ah s RS 5 ) IR (b AR B 00 8 5 17 DAy 16 R ) PAY S8 A vt ity 9 ) ey B A
BB, PR B 98 R A R LA IEACE AR ] T B R, W R PTR.
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ISDM
v’ . W
{ WEr W Meeeeesscevrers @ L .
I\'\-\._ \-\‘
.|.
L]
b
¢ Frame
| Relay e
By, nnmnnn -

e R R L
% ECMP 8 iR AL sh & 0 3L = oh s, 2845 BT G AT 8 m] DL S it 5% s SRR 4 9 E R AiE A
AR 8 RiIRE
B, AE R ZEV ) F3E TR 0 3 s i 2 R Fh P, B B O3 T DUTC B 3 T SRS A 6 i sk i N
JIEPE M 2% 2 ISP B iE AN TRE M 2% 2 ISP2 Mt k4T i =,

SL & PBR

ASA i1l ACL RILECH R, AR e AT B A FopAam s, B e 1 AT ILACH) ACL
(3 EHRIR SRR DR AR A AR R, KR R S ORI ORI, fE ik o B3k
Xt BITAT A AU RN ] PBR.

\)

AR (EORELMHTICE AT, T OREES SR N VR PR R AR R 1T ) ISP R I, DA G itk A
XK EIEAMT N, JEHGRAEAH] NAT VPN I

BT SR B B s B

B X IEHE

DU B KRR 52 5085 o ANSCHRFE W Bl K AR

BHIEREH

HI T ASA S TR EAR I A T th P RAS AR D EE 0 B TSRS 1h s IR A i 1 6 v e 5

FEREAE D B B IR i b o J8 T A IR R B A Ja SRR 1A it B e S DL O R gt
1T

| wmnggm i



g |
B zrsmemaen

7R X 46y H B% R &8 2 A B9 PBR 3R A%

WS TS o — PN IO RE; B2 U, EAS N TR NIER S — N e, JRAEsb ik
POERE RSO O 0. iR, A N B R TIA ES:, WALk PBR, o34 B
FH NAT, I NAT &80 40,

PBR kEE A& THIHR 2

\}

AR WINERE TR H AR Z 8] R 58 el BHR T (K

FEVS TG (4 P94 1A I — M Bt R @ BT ) VPN SRS IR, PBRORS I T3 3 /7 St (e st UL
BCHIAMERFL 1. A, PBR 20K N2 ) i A& BB % 1 AR — k. (HAZ, PBR AN R
ARG A B 1 ST IR R LR 7 R (R e (R, LS VPN 2 s IR [l i CR
T, VPN B il ) 4 8 A R i B 5T AU A B 1 L RAT S R AR Y
IR A %
22

© SCRFAERE.

s TEAEREIE ST, WHESEEhAR M, CJGH ip-verify-reverse #12, JAEXIFRME T Re S # L 57
R, #EEH] ip-verify-reverse B4

IPv6 X33
S IPv6

B AE AT
PAUR S AR #E G B A M A2 R M U«
© PB4 TR
o EIE RN GERC B AR M . EACE BRI, WAk T i O T B A
* FEBEW B W RGN B EASCRF AR I
* FEIE TR DA SR BahEFESRMY C(auto auto4 AT auto6) -
© JoiE N LU 2 DG B B A A
* BVI
*

* DVTI
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wizke i

Ho At AE
o JITAE TRA 155 PR SR DR 110 P R A1 0 e R P K 4 00 FH
o VH )AL VT TEC SR M 1) 2 (1) % pR WS FH T 25 TS5 (1) % 1 - match policy-list X T- BGP.

o BRI ) AR K (URPF) S M40 4% H1 6 1M AN /& PBR % o it 55 Sl 06 41 422 11 b e i 1) 60 4 1
IP il JA A uRPF i, @i PBR 764 0 B s @R g £ 58, RO e IBRa R e % h 4
H. K, fiiH PBR I, i#6fi{#25H uRPF.

03

\N
HA
B5
R
Y

AN (D ERE) SRR, WIWEIRNTE (RTT). #1830, FHE A (MOS) FIfEA
PO EAL, XEFRbR 29 T4 52 4% 1 PBR IR & (K5 1845

Pl _ERFRFR2 ] ICMP B0 B 8 AR 1 1 BRIA 9 5% Bl Fi5 52 R ) 454K

BRI SRR 25
X HEARICEE AT, AT LR VI 2%
o F% VAR A (R R I 18] Dy 30 Do ah ) B I 1) &7 BRI~ A (1 R A<

o BRI P ST IR KR I 9] 24 30 B o (I i 1) s v S S B AL B~ 3B W PBR
LU foc 2 % H AR (K0

« ICMP P32 11 1 42 S 4 W00 [ g bsf B Sy — 0o H [R) o B 1) 6 7R & 326 ICMIP ping FEOAR .
« HTTP ({5 H W P8I0 I BE g 10 Fbo  Bbla) R i (0] 2678 A2 0% HTTP ping WA . 42 48
HTTP ping 1555 30 MEASK T 34845

\}

AR N RENC B UG AT T IR 5 PR W R I (]

7E PBR H, LR SR 0 RRCE MRl SR TR . I E O
7.2, PBR#EET IP AER AR M RS A 1 L2 LI PE R 3R FR (RTT. #18). Z4H MOS) . PBR
Sl bR i e R B I R A GO o BRSP4 s W 1H) PBR JE 4 Heds b5 O 5 o)
ZUEFEE . PBR 2 MBS AR S P 550l 12 b A R Sz MR i e L (W BB Fe A (e, I SE BT B i 1%

AAFEHE D EWE T RTT, $#18). Z0s MOS A2 H, el it SN ahasiaiir. el
PERTERSTRbR- 1% DA (R P BB A ) AR

T2 B2 T F s A e s R e B M s 2570 . PBR S L [ Fe VP I e B AR R e BT T (0 b . 5
e e F SR TR oy, 265 6 UL
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AT DABC B AR AR, DURREE 2% IR 55 2 AT 2 T SR O i o EEAE B0 NSG RIS DL 18 AT R A i
P, PTLUSALE O > 45 IO FR e BRI R TS0 M B TSR 1 1

P /£ ASDM h, KUk HE BCE > R&RE > #ORE > #O.
P2 NEO MuyIR PR O,

$IE3 {F AT MKIRSE e B4R RS 4 (NSG). EkFEZ A NSG, iH# 1 Ctrl B i iy
] NSG.

pi - s iy | RN | D9 VS E
FHIES il Apply.
HIR6 TMIFRIACE, TEM RINBIMEARSS LA S IEAE Pk PE NSG, X5 il MRk, SR 50 RZF .

e & RESE IR

5 LS B — N A K B SR R AL BRI R A1 S LUK permit BY deny Ff). FEAS
route-map 5 fJ #4015 match Fl set fir 2. match fir & s B0 Ftls LN HT UL HC Ao set T & KR
TR B B R 4R

o FEI% HH LSS [R] B O E A IPv4 AT IPv6 match/set T A I 8AEA# ] T 55 IPv4 A1 IPv6 Jit B IERC AT 58—
ACL IF, AR ¥ H b 1P WA A set #24F

© MEAT PR LECE Y set FAER, RGUKIBEAN VP ITA LI BB A R0 T ik
Tio AF CRCE 1 2 AR I LR AN HEAT S 38

* Verify-availability ZEIIASCRF 24 Sop
UK

PR o bRk Vs R 5114 -
access-list name standard {permit | deny} {any4 | host ip_address|ip_address mask}
access-list name extended {permit | deny} protocol source_and_destination_arguments

i

ciscoasa(config)# access-list testacl extended permit ip
10.1.1.0 255.255.255.0 10.2.2.0 255.255.255.0
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mEzmann [

W RATIbRAHE ACL, WAEE T HARHBMEREATULAC . G I ACL, IR T, HAReRpy & 24T
VEAC.

XFT9 R ACL, WJLLIRE IPv4, IPv6. S0 15 K el SR TrustSec 24, #38 n] LU HE P 45 Ik 55 %
%o AREHIEL, WS ASA 5%,

B U 4 H

route-map name {permit | deny} [sequence number]

T

ciscoasa(config)# route-map testmap permit 12

P WU 2% H 42752 AT {3 sequence_number S EThRURINT, A5 0] ASA KA FH S 26 ey iS5
4 H Y .

Ak, ACL & E4E H O permit £ deny 54 X T-B% BB 5 ACL 2 [ 1] Permit/Permit VLHT, 4k
SEPAT SN T B F AL B, XFF Permit/Deny UURC, S M6 H WS f A T 45 RO EAG 25 JLAd % b 2
R EE AT Permit/Deny, I 5@ 3. XF T Deny/Deny VLT, 4k 25 5 7 4% th Ab#E

pE
P SR R W AN permit B deny #4F HAVE FPA1 5, WERBOE #4E0 permit, 2415 N
10,

V71 5102 5 SCEER T A DL PC 4 F -

match ip address access-list_name [access-list_name...]

i

ciscoasa (config-route-map) # match ip address testacl

pE s
BRI IR B RA L EAL AT ARSI . ASFERE B AT IR RE SN VLS ACL #'E05 PBR.

LA LE A2 set #1E:

© WH T Bkl
set {ip | ipv6} next-hop ipv4_or_ipv6_address

BATDIRCE Z AT B IP Huhil, ARG O N RHL R U X EA AT VAl BRI 241
FIBR R Bk 1P Muhk. PTECEN BRSO FIESX, FNAS N set #AF

© WHEBAT — Bkl

set {ip | ipv6} default next-hop ipv4_or_ipv6_address

QTR DEPC AL ) OE B R ARG, ) ASA AR e 1 — Bk TP Mk R .
BRI Rk IPv4 ik

set ip next-hop recursiveip_address
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B =sswann

3

3

pEt i

YELE T 2 set HAERT, ASA KR LU R T R EATT: set ip next-hop verify-availability; setip
next-hop; setip next-hoprecursive; setinterface; set adaptive-interfacecost; setip default next-hop;
set default interface.

gmagn |

set ip next-hop F1 set ip default next-hop #f %K nf 76 ELE N 7 P42 —Bk. W RATH] setip
next-hop recursive, NI F—BkiiEATFE R B, UL EASTE T —Bthhl E3ATi8 A
), T AR AR B 2 A P P 2 R B AR A e B th 4k HAE A B N — Bk

WO UIE % FH R ()R — IPv4 Bkt A5 mT H

set ip next-hop verify-availability next-hop-address sequence_number track object

T8 AT DABC B SLA 43 BR B0 SORIGUE T — BRI T Uy [l Pk o ISR 2N Bk a] %, WA H]
ANRI ) 215 FHAS [F] (R ER R X SR E 21 set ip next-hop verify-availability T4 .

WCE A R R

set interface interface_name

%

set interface nullO

Uiy 4 P B S H A R VLR I H . e DIC S 2 MR, XA o0 N R 48 e U
XPENTHEATVRG, BB AR O 2455 5E nullO,  VSHCE dh WU 0 T T 25 55
XAl R e (EAEEIA) B EbR, DR .

AR 2 11 PR A T B o A 1 -

set adaptive-interface cost interface list

Y R AR S B 1R D A b e . WA VR A AT R, U2 - R TG, Sl
BAEH DO ERAT S et o WA, WEERE A B AR AR 1. 3% DAk
TRAPRASI, A a8k, i

set adaptive-interface cost outputl output2

RN B null0:

set default interface nullO

R IEH B AW RN, ASA KB R UR nullo, JF HAZim i e 5.

15 1P 3k i B A3 B (DF) {7 {R -

set ip df {0[1}

T8 A B B 2 23 I 5 A KL (DSCP) B IP ARG (R TP WA T 732K
set {ip | ipv6} dscp new_dscp

i T 10 3 N2 1 A
interface interface id

i
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ciscoasa(config)# interface GigabitEthernet0/0

T ERAE B HH I 4 set adaptive-interface cost /RS, b L BE TT4RY

policy-route cost value

{EWT L2 1-65535, ERIME R 0, ZnT LUE A i & A K no FROAEAT & . Bfd, fLrediim.
fltm, 1 MEgE T 2.

2L NG - T AT, I % i i A A set adaptive-inter face cost iy A, Y TR B AR L
AR USA AR e 4 0 (B e 1A TR HPRES) Z IR TIEIR 89T . n R AAN ],
DS FH R AS A5 v 1) 2 AR kg A S I 0 1 ) 46

fltm, AR 2 A WAN B EBEE A R R sA, 0T A S i i se ik BRI LR itk Re .
fHE, ISR —4 WAN BERE 107 95 = 10— 4% WAN BERE, WU RT DL 58450 i 9 5 B8 110 A 1 Ky
1, Rty SRR BB BN 2, DU DA S e X B 8 O PAT I P 4 S S AU R B

TERT LA R 42 1 R0 A5 R 1 M P S8 A LACAE RO HE s«
policy-route path-monitoring{I1Pv4 | IPv6 | auto | auto4 | auto6}
Horp,

* auto - ¥ ICMP Rl A& 25 22 1) TPvaA BRI G (CUURAEAE - 5 A B IPv4 AR o B, K%
B DR IPve BRI (5 H3) IPve MDD

* ipv4 - K ICMP SRR L FIHR E (K045 IPv4 ikl CR—Bk IP) DABEAT Hid.
* ipv6 - K ICMP #RI A IE B 45 2 A SF TPv4 Ml CR—Bk 1P) DAL TR
* B#14-15 ICMP FRIIAR 1% 342 1) IPv4 BRIA KOG,
* BE16-15 ICMP #0141 3145 H I BRIA IPve MC.

T

ciscoasa(config-if)# policy-route ?

interface mode commands/options:

cost set interface cost
path-monitoring Keyword for path monitoring
route-map Keyword for route-map

ciscoasa(config-if)# policy-route path-monitoring ?
interface mode commands/options:

A.B.C.D peer-ipv4
X:X:X:X::X peer-ipvé
auto Use remote peer IPv4/6 based on config
auto4 Use only IPv4 address based on config
auto6 Use only IPv6 address based on config

ciscoasa(config-if)# policy-route path-monitoring auto
EERE O LA E, 15 dear path-monitoring iy 4

T

clear path-montoring outsidel
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Sy 3 T Ve AU A SRS TR o
policy-route route-map route_map_nhame

TP

ciscoasa (config-if)# policy-route route-map testmap

SR IUAT (¥ S s R s ph ey, U A e iy 4 1) no JE ZCEI AT

T

ciscoasa(config-if)# no policy-route route-map testmap

BT R E& RV IS F 7= 151

LA B 73 s e h SR BC B s A1) T SRS F) B e LS AT PBR A RE 7 o

I FR R 5 e B 7 451

FEVLRoRBl, i T AR E BRI, PR B e R o Se v P 41524 10:

ciscoasa(config) # route-map testmap

FELLR7RBl, AR E LR A& AF, ek ULy “any” -

ciscoasa(config)# route-map testmap permit 10
ciscoasa (config-route-map) # set ip next-hop 1.1.1.10

FEARGI, Y5 <acl> ULHC T UL AR A0 4 0BT SRR B R Ao

ciscoasa(config) # route-map testmap permit 10
ciscoasa (config-route-map) # match ip address <acl>
ciscoasa(config-route-map)# set interface outside

FEATRBI, T RECE S DB —BeAE, Bkt <acl> VLRI U5 AR AR 48 T 518 5 df £
FBUN dscp TBL AR E I AT A

ciscoasa(config) # route-map testmap permit 10
ciscoasa(config-route-map) # match ip address <acl>
set ip df 1

set ip precedence afll

FELLR7RBil, 5 <acl 1> VLECHIBTAT it ARAEHT R — Bk 1.1.1.10 BEATH A, 5 <acl 2> ULECIIBTAY
PEEAE T B2 L LI0BHT# A&, P B At “match” 0TI AN ZREIILEL “any” .
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ciscoasa(config) # route-map testmap permit 10
ciscoasa (config-route-map) # match ip address <acl_1>
ciscoasa (config-route-map) # set ip next-hop 1.1.1.10

ciscoasa(config) # route-map testmap permit 20
ciscoasa (config-route-map) # match ip address <acl_2>

ciscoasa(config-route-map)# set ip next-hop 2.1.1.10
ciscoasa(config)# route-map testmap permit 30
ciscoasa (config-route-map)# set interface NullO

TELL R R, 2 e PR 45 RO 2 (i) 36 B R 44 permit F1 acl #524F permit K45 H set #R4F (ii)
2% LS 454 deny A1 acl #4F permit H4 8k 22 150 2% 2 4k (i) 2% FH U $4F permit/deny F1 acl #4F
deny W AREEALTE T — MU 4 H o WA R AN B 4% H rT IS, AN 2 [R108 2035 38 2% 1
k.

ciscoasa(config)# route-map testmap permit 10
ciscoasa (config-route-map) # match ip address permit acl 1 deny acl 2
ciscoasa(config-route-map)# set ip next-hop 1.1.1.10

ciscoasa(config)# route-map testmap deny 20
ciscoasa (config-route-map) # match ip address permit acl 3 deny acl 4
ciscoasa(config-route-map)# set ip next-hop 2.1.1.10

ciscoasa(config)# route-map testmap permit 30
ciscoasa (config-route-map) # match ip address deny acl 5
ciscoasa(config-route-map)# set interface outside

FELL R 7RG, ECE T 24 set #RAFIN, A B0 JLREAT VAl o A2 set A5 (X B A7 46 33
WOVEA HIGVER I, A% B Ja 4k set #:4F . SEHEREREAf R 5 Se 2l nl TV fe s FLER RS B i)
Tk AU S P e HER R AT ) R Bk, K

ciscoasa(config) # route-map testmap permit 10
ciscoasa (config-route-map) # match ip address acl 1

ciscoasa(config-route-map) # set ip next-hop verify-availability 1.1.1.10 1 track 1
ciscoasa(config-route-map set ip next-hop verify-availability 1.1.1.11 2 track 2
ciscoasa(config-route-map set ip next-hop verify-availability 1.1.1.12 3 track 3
ciscoasa(config-route-map set ip next-hop 2.1.1.10 2.1.1.11 2.1.1.12

ciscoasa (config-route-map
ciscoasa (config-route-map
ciscoasa (config-route-map
ciscoasa (config-route-map

set interface outside-1 outside-2
set ip default next-hop 4.1.1.10 4.1.1.11

(
(
(
(
(
(
(
(
(
( set default interface NullO

)
) #
) #
) #
)# set ip next-hop recursive 3.1.1.10
) #
) #
) #

PBR B & 7 1l
AL TS5 PBR 7 04 S5
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152.168.6.6

172.16.7.7

B, wEEERD,

ciscoasa
ciscoasa
ciscoasa
ciscoasa

config)# interface GigabitEthernet0/0
config-if)# no shutdown

config-if)# nameif inside

config-if)# ip address 10.1.1.1 255.255.255.0

config)# interface GigabitEthernet0/1
config-if) # no shutdown

config-if) # nameif outside-1

config-if)# ip address 192.168.6.5 255.255.255.0

ciscoasa
ciscoasa
ciscoasa
ciscoasa

config)# interface GigabitEthernet0/2
config-if) # no shutdown

config-if) # nameif outside-2

config-if)# ip address 172.16.7.6 255.255.255.0

ciscoasa
ciscoasa
ciscoasa
ciscoasa

WRIa s AT LR E U5 SR IL R &

ciscoasa (config)# access-list acl-1 permit ip 10.1.0.0 255
ciscoasa (config)# access-list acl-2 permit ip 10.2.0.0 255

.255.0.0
.255.0.0

AT 2N V7 i 5T E N UL HL AT, IR E T AT I — R FURA,  DUHORECE ik b e

Ui

ciscoasa(config)# route-map equal-access permit 10
ciscoasa (config-route-map) # match ip address acl-1
ciscoasa (config-route-map)# set ip next-hop 192.168.6.6

ciscoasa(config)# route-map equal-access permit 20
ciscoasa (config-route-map) # match ip address acl-2

ciscoasa(config-route-map) # set ip next-hop 172.16.7.7

ciscoasa(config)# route-map equal-access permit 30
ciscoasa (config-route-map) # set ip interface NullO

BUAE, Do g A UE R R .

ciscoasa(config)# interface GigabitEthernet0/0
ciscoasa(config-if)# policy-route route-map equal-access

| Rl



| #masem
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BRAS R L E .

ciscoasa (config)# show policy-route
Interface Route map
GigabitEthernet0/0 equal-access

(E R E X B WAN B35 0 B EE X

ST PR 43 SRR 99 284 FH 33t £ 1] VPNCEE A3 SEHURE B Bl s o SRS, BT JEAS Hb It i 40 o
) B 2w 2, AR R ) 21 IR S5 BRI (RIS T ) o

BB E A AE A O IE O, G R0 S R B FH T B AR %5 (491 40 Google 8 2R 5% Gmail)
W) TG 75 S U ) /2 ) X 485 P Tn) EL TGP

2T S W 1 2% e, A8 RT RACSCR A2 ST LA S AN T B2 28 ) 19X 68 e 45 T o i e EL TR R 7 1)
RIS, RAEE M IR EA S RIE R AT dty, Fot RN BR A 2w M4 AR &5 i 2. Bk
L 7 A e A Y 2 M e R A I

CLR 7 S o] Dy DR 18 L LI vy i), e N Sz 1 5 AN [ 1) L J6 P e 459
LR, MEPIREE L 11 (VT 45 2 Al 0 45 ()30 2 () VPNIEFE o 781 38 7 An) s R AR a2 SaaS W H
P wre S W 5] L PN T s /A

Y

—
= | SaaS
% . Applications

Internet

e B vii1

— il /
inside y outside2 . ____/
192.168.1.1 Vti2 I, =<

FHia Z |l

Pe7R BB S AL I AEAME . Clin ) ) 210 b SO RS E 3 11 (VT 5& SCT 3k s8] VPN,
LORE ) SEH UL B v ) AR 2y, IR HUEISATIER o B B VT D 1 DA B AE [ 21 24 7] 45,
T L1 6 o B A1 42 10 P00 2 7 1) TLDER I

TR RS CE RSO LRCE DNS %% 915 H T DNS f##T. i show dnstrusted-sour cedetail
2 B R I TR LL R 25 o Gn SREEERR I 1 I 45 2%, 1548 H no dnstrusted-sour ce iy & 75 ik
55 2 5 IR T
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fE AR X #0 WAN i 12 EEE R

SRR HCE LR 55X BRI AL LUE SO i IR

PLR 7l B 0 5 BLE X Office365 H11 WebEx, $X )5 8% SaaS_Applications % % 41 LLAL &I S840 %
TR G A, ASRe ELAEAE Vs i 464 B Al X 4

object network-service office365
domain outlook.office365.com tcp eg 443
domain onlineapps.live.com tcp eq 443
domain skype.live.com tcp eq 443

object network-service webex
domain webex.com tcp eqg 443

object-group network-service SaaS Applications

network-service-member office365
network-service-member webex

$E2 G ACL LUK AT k& .
PLR 7491 DG HE AN PN 3585 99 2% 5] SaaS W % % 41 1)L i o

access-list DIA traffic extended permit ip 192.168.1.0 255.255.255.0
object-group-network-service SaaS Applications

H®3 (Afik. ) EE W OB ORIFRY .

¥ outputl Al output2 £z I L E HAE R 1217, N A7 N policy-route cost iy 2. WIHHRELE RS &
U AE P EE WAL BEORES 2 ANt ) WAN SERIEAT B, WD BRI P R, (H, W
T/ ECE, WL ZBCE T, i —ANEEE, BRARBERR ST .
DU 250 =/ s &
interface G0/0

nameif outsidel

policy-route cost 1
interface GO/1

nameif outside2
policy-route cost 1

LU A2 output] A& IEFEM, 1 output2 {XAE outputl ¢ P IRHE H (K741

interface GO0/0
nameif outsidel
policy-route cost 1
interface GO/1

nameif outside2
policy-route cost 2

SRR A QU WU DAVLACY FE ACL JFHI N 5] 3o A
LUR RG] ACL DERCHE R, AR5 A H] FE N T PR E [ 2 H R
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route-map mymap 10
match ip address DIA traffic
set adaptive-interface cost outsidel outside2

SRS AR ERCERL TR At 1, LUKE SaaS Wil AR BISMHRIE .
LA 739107 5% RS R0 81 A 804 11, O LR ELIBC A 5 1) J P i SRS (1 36 11

interface G1/0
nameif inside
policy-route route-map mymap

IE7EE AR T RS RY R

FRATTHG AT w0 K 8 5 AN [ ) DG 5 46 PR A T SRS PR B 1, DR B0 A LA T A S e ik A 2 T
XS o

VLAN 391 VLAN 291
25.1.161 45.1.1.61
0/1.1 0/0.1

Loopbackl 15.1.1.100/32
Loopback2 15.1.1.101/32

10.1.1.100 10.1.1.60

VLAN 391 VLAN 291
25.1.1.60 45.1.1.62

0/0 0/0 0/1.1 0/0.1

0/1.2 0/0.2
35.1.1.60 55.1.1.62
V0LAN 392 V0LAN 292

0/1.2 0/0.2
35.1.1.61 55.1.1.61
VLAN 392 VLAN 292
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He, BATH—TNEEDIW MITE R&EFREARE. XH, A, B. CflD{FE ASA &%,
H1 A1 H2 {%3& 10S B %8 .

ASA-A:

ciscoasa(config)# interface GigabitEthernet0/0
ciscoasa(config-if) # nameif inside

ciscoasa(config-if)# security-level 100
ciscoasa(config-if)# ip address 10.1.1.60 255.255.255.0
ciscoasa(config)# interface GigabitEthernet0/1
ciscoasa(config-if)# no shut

ciscoasa(config)# interface GigabitEthernet0/1.1
ciscoasa(config-if)# vlan 391

ciscoasa(config-if)# nameif outside
ciscoasa(config-if)# security-level O
ciscoasa(config-if)# ip address 25.1.1.60 255.255.255.0

ciscoasa(config)# interface GigabitEthernet0/1.2
ciscoasa(config-if)# vlan 392

ciscoasa(config-if)# nameif dmz

ciscoasa(config-if)# security-level 50
ciscoasa(config-if)# ip address 35.1.1.60 255.255.255.0

ASA-B:

ciscoasa(config)# interface GigabitEthernet0/0
ciscoasa(config-if)# no shut

ciscoasa (config)# interface GigabitEthernet0/0.1
ciscoasa(config-if)# vlan 291

ciscoasa(config-if)# nameif outside
ciscoasa(config-if)# security-level 0
ciscoasa(config-if)# ip address 45.1.1.61 255.255.255.0

ciscoasa(config)# interface GigabitEthernet0/1
ciscoasa(config-if)# no shut

ciscoasa(config)# interface GigabitEthernet0/1.1
ciscoasa(config-if)# vlan 391

ciscoasa(config-if)# nameif inside

ciscoasa(config-if)# security-level 100
ciscoasa(config-if)# ip address 25.1.1.61 255.255.255.0

ASA-C:

ciscoasa(config)# interface GigabitEthernet0/0
ciscoasa(config-if)# no shut

ciscoasa (config)# interface GigabitEthernet0/0.2
ciscoasa(config-if)# vlan 292

ciscoasa(config-if)# nameif outside
ciscoasa(config-if)# security-level 0O
ciscoasa(config-if)# ip address 55.1.1.61 255.255.255.0

ciscoasa(config)# interface GigabitEthernet0/1
ciscoasa(config-if)# no shut

ciscoasa (config)# interface GigabitEthernet0/1.2
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vlan 392

nameif inside

security-level O

ip address 35.1.1.61 255.255.255.0

ciscoasa(config-if
ciscoasa(config-if
ciscoasa(config-if
ciscoasa(config-if

) #
) #
) #
) #

ASA-D:

ciscoasa(config)# interface GigabitEthernet0/0
ciscoasa(config-if)# no shut

ciscoasa(config) #interface GigabitEthernet0/0.1
ciscoasa(config-if)# vlan 291

ciscoasa(config-if)# nameif inside-1
ciscoasa(config-if)# security-level 100
ciscoasa(config-if)# ip address 45.1.1.62 255.255.255.0

ciscoasa(config)# interface GigabitEthernet0/0.2
ciscoasa(config-if)# vlan 292

ciscoasa(config-if)# nameif inside-2
ciscoasa(config-if)# security-level 100
ciscoasa(config-if)# ip address 55.1.1.62 255.255.255.0
ciscoasa(config)# interface GigabitEthernet0/1
ciscoasa(config-if)# nameif outside
(
(

ciscoasa (config-if)# security-level 0
ciscoasa(config-if)# ip address 65.1.1.60 255.255.255.0

HI:

ciscoasa(config) # interface Loopbackl
ciscoasa(config-if)# ip address 15.1.1.100 255.255.255.255

ciscoasa(config-if)# interface Loopback2
ciscoasa(config-if)# ip address 15.1.1.101 255.255.255.255

ciscoasa(config)# ip route 0.0.0.0 0.0.0.0 10.1.1.60

H2:

ciscoasa(config)# interface GigabitEthernet0/1
ciscoasa(config-if)# ip address 65.1.1.100 255.255.255.0

ciscoasa(config-if)# ip route 15.1.1.0 255.255.255.0 65.1.1.60

TA A ASA-A FHCE PBR LUK I [ HI i
ASA-A:

ciscoasa(config-if)# access-list pbracl 1 extended permit ip host 15.1.1.100 any
ciscoasa(config-if)# route-map testmap permit 10
ciscoasa(config-if)# match ip address pbracl 1

ciscoasa(config-if)# set ip next-hop 25.1.1.61

ciscoasa(config)# interface GigabitEthernet0/0
ciscoasa(config-if)# policy-route route-map testmap
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ciscoasa(config-if)# debug policy-route

H1: ping 65.1.1.100 repeat 1 source loopback]

pbr: policy based route lookup called for 15.1.1.100/44397 to 65.1.1.100/0 proto 1 sub proto
8 received on interface inside

pbr: First matching rule from ACL(2)

pbr: route map testmap, sequence 10, permit; proceed with policy routing

pbr: evaluating next-hop 25.1.1.61

pbr: policy based routing applied; egress_ifc = outside : next hop = 25.1.1.61

Kol B A0 5% ER RS o 1R Bkt B U

MECE TN BRI, R AR AR T AT AR, DO E BT E R B SR, IR
XN I o BEAL RS TABI A R (LR H Ei) .

in 255.255.255.255 255.255.255.255 identity

in 10.1.1.60 255.255.255.255 identity
in 25.1.1.60 255.255.255.255 identity
in 35.1.1.60 255.255.255.255 identity
in 10.127.46.17 255.255.255.255 identity
in 10.1.1.0 255.255.255.0 inside
in 25.1.1.0 255.255.255.0 outside
in 35.1.1.0 255.255.255.0 dmz

FEROR, FATK ASA-A FCE B EHE LN H1 loopback2 % H %] ASA-A dmz #2114k

ciscoasa(config)# access-list pbracl 2 extended permit ip host 15.1.1.101 any

ciscoasa(config)# route-map testmap permit 20
ciscoasa(config-route-map)# match ip address pbracl
ciscoasa(config-route-map)# set ip next-hop 35.1.1.61

ciscoasa(config)# show run route-map
|
route-map testmap permit 10
match ip address pbracl_ 1
set ip next-hop 25.1.1.61
|
route-map testmap permit 20
match ip address pbracl 2
set ip next-hop 35.1.1.61

H1: ping 65.1.1.100 repeat 1 source loopback?2
PR P

pbr: policy based route lookup called for 15.1.1.101/1234 to 65.1.1.100/1234 proto 6 sub_proto
0 received on interface inside

pbr: First matching rule from ACL(3)

pbr: route map testmap, sequence 20, permit; proceed with policy routing

pbr: evaluating next-hop 35.1.1.61

pbr: policy based routing applied; egress ifc = dmz : next hop = 35.1.1.61

M B R P BT (R 1 2% H AR Bl
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in 255.255.255.255 255.255.255.255 identity
in 10.1.1.60 255.255.255.255 identity
in 25.1.1.60 255.255.255.255 identity
in 35.1.1.60 255.255.255.255 identity
in 10.127.46.17 255.255.255.255 identity
in 10.1.1.0 255.255.255.0 inside
in 25.1.1.0 255.255.255.0 outside
in 35.1.1.0 255.255.255.0 dmz
Ak A o )
ﬁ%mn ;_iﬂﬂn EE E"]U_J EE]E%
F 1: BREHMST B g R
THEE AR FEERA hEEER
WL HTTP 25 7 s idb AT R AR 4% 9.20(1) PBR UL AT LUAE AT W Al 4k B () HTTP %% ) s b A T 45
e TR R br (RTT. $£18). ZEMMOS) , 1A
ST HARIP EI4RFR. T HTTP AR I 42 0] LU
W 2% R 55 AN SR AEFE 1 EREAT I .
PBR "R A I b 9.18(1) PBR A8 HIHRFRACH & e R it i)l itk A2 (R ED .
PR A A5 23 E 9T n) PBROIE SN H AR FR O B0 32 I e 1 .
PBR 2> M A I P2 Hitle e v R 32 A28 5 1 K BB i
{8, IR AT,
W AE a4 clear path-monitoring. policy-route.
show path-monitoring
BET SN 1 % FH 9.4(1) BT SRIE B T (PBR) A2 —FiHLA], BTz, T
DS ACL, B A 45 5E QoS IHFE M AR/ T s 11
BT HR A EE 3 AN 4 2RI A A, ACL /] LI
TR R G AR R T 2T ) AN R R R R A
QoS, AR B (RMAK AL S w9 i A A H
AR 0] 53 A8 B AT i, IF r BRI IE
Pl AP HC A 20 2P0 1o WY s SR IR W) TR I 5 ) %2
PRI =
GINT LA R4 set ip next-hop verify-availability. set
ip next-hop. setip next-hop recursive, set interface, set
ip default next-hop. set default interface. setipdf. setip
dscp. policy-routeroute-map. show policy-route #1 debug
policy-route
hy Sms Y g ph R A TPve SCHF 9.5(1) S L Y BAE ST TPv6 Hidil o
SINT LU Rfr4: setipv6 next-hop. set default ipv6-next
hop. set ipv6 dscp
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ThiE AR TalA  |meEe
SN L R Ot VXLAN S 9.5(1) LRSI BLAE VNI 351 2 1 S0 0 1
RAEHAER 4
54 63195 KB R TrustSee BEBE A0 T84 th | 9.5(1) A5 BLSEIR FE5  JB R TrustSec, A5 -2 60K
S )i 0 B4 £ S 0P 5 49K BB TrustSee ACL.
RIEBUEM %
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