H lu\lﬂi

AT G TIE S R GUH SR TR .

s kRTHEWSH, FH1L
o HEdsg e, 55 8 ut
o PeE H &S, 210 00
s mfEHE, 250
« Hiidsontl , 5526 1t
« HEdThaeysadsk , 227 0

XTHFEIER

RGHE ﬂ%mh%ﬁm%%ﬁﬁﬁﬁﬁkﬁ% H i A*Tﬁ?%%%ﬁ%ﬁ& Fefd Bads
B rh R ARG H ARG AT B T H S AR mﬂu%Tu EIERIE R UNIX AR R
ZHERS. REHE %%%xﬁéﬁ%iﬁﬁﬁlﬁ¢ &%ﬁ%ﬁimglﬁﬂ@ﬁg LLX
PG sk HAE W H AR A2 R A I . H S W MO HE B Sz A b B A7 D

,fA%%E%ﬁ&ﬁ%ﬂA%ﬁ%ﬁﬁﬂﬂ%ﬁ%%%Mo‘L HdxIEE, AT LAAAT LR £
=
o FiE Nod R R g8 H AR .
o AR R g8 H A& R E RGO .
O RGHEHERRIER W —ANEREAMIE, .
* WIRZEIX
s —AEEARGHE RS
* ASDM
* SNMP E #u
o i€ 1 TR

- G

| A&icE I
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* Telnet FI1 SSH <xif.

« LB (Bildn, 4%/ RGO B0 B0 BUEAE BAR S H S E .
© TR RTINS AR GE H s AL Y FH T A R A

o FHHAE N H AR G b DX I W AR BREC A 7 B RRZRPIX L KGR ih X A AL B FTP IS5
s BHRE N B ORAT B A B INAT

s FATE . TENEN . SReE E SGH BRI IE RS H R .

HEX TR HFIER

AN RS A O HEICRRCEI AR A QR E . ARG RBI RGeS 5, R)aE
SO AR 5, R BEFE 1P &R 5 T ARG R .

BN R EEEREIITE R T LR ARG HEHE (Wl ED DU AR B 5
AT R . TCIRAE RGP T 2 [ L H AR S sk A A R H % A5 S
FTLLKS ASA L E N AE BRI R P S 5 SRR, AT B X 70 A& B S R 48 H S IR 55 a A 19 373

Ko PEDIREAT B TR E MRLETE SR A BG5BT EOR A RS, IR T RG2S 18 (171 S H
B 1D system, Y545 B 5t A0 SR B SR (1 A4 AR A O % ID.

Ib\l‘ﬁ Ih\/\jzﬁ

PRy Aot 28 48 H 9 S o B vh AR R4 S SR 2 ) — 201«
* ASA ARG SR VFIIES: . X EUTH R B E 2 42 SR AT A7 8 (i o
* ASA LASRIEIR ARG . XL R R R L SR 3 )2 1 B2 PR YRR I 4
* M ACE 4% H ALK I RE Won /2 ASA BRI Bt
* IDS 52 BT DU s B R AR B
* M 503 56 UE A iy 4 -0 $E 146 2 4 SRONGS B ECF) i T R
o i AR I DU B B R RS ST W R, DL AR A T R4 S i R MR A
o DB DU SR Sk s RN A P UR 3 11 5

o M BERE 3 AT T BR RE SR L BT T NAT B PAT 34, i S0 M) 25 Py 31 70 A
B RSk, XA B

HEHEBR

ARG HEH S ST

[<PRI>] [Timestamp] [Device-ID] : %ASA-Level-Message number: Message text

TR
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et 1

<PRI> Rl EmHH&EIES EMBLEM J&, M SRERGHEN BT, HE
idsk EMBLEM 5 UDP 375, {HY5 TCP A%

B ) 3% R0 BT B AN ] o 5 P ISR H S0 S S, T R A b e
REC 5424 13X, ARG HEMN BT I RBE S UL UTC Wonial, i RFC
5424 FRUEFTIR

Device-ID T3 P S i 8 sk device-id 3TN i B A A bR IRAF AT R o SR, )
7 EMBLEM #% Ak R4 H G W B P A S BoR k4% 1D,

ASA  ASA FrA: Ol B R G H G B A . (HIR% N asa.

253 0 2 7. 2l &G H G BT RRE DR B - BUr o, s,

Message_number | F - FARiR B S8 H &0 S 0 ME— /S A 8w 5

Message_text F TR LR SCAZR B o RS H S R IX — 300 A7 I 2 TP Mk, 35 11
SEH4,

WA E RIS 24 H &1 E#80 357E Cisco Secure Firewall ASA &4 &4 H & 38/,
EMBLEM Z % HE# LI T RFC 3164 F1 REC 5424 FruEt gt ip BRMR e 4. Wik, 228
EMBLEM K|, #%H &N ESAE<PR>FZE TN &,

BT HEE S EMBLEM. H &0 3% 0 (0 8k rfc5424 fi% £ ID RS HEN B sil. 57 Z<PRI>
TERENES ¢ ) (<166>) .

<166>2018-06-27T12:17:46Z: $ASA-6-110002: Failed to locate egress interface for protocol
from src interface :src IP/src port to dest IP/dest port

AT H A& IE Sk I [k rfc5424 M ID HIRSEH S Sl mHREGETAGEN B 5 ().

2018-06-27T12:17:46Z asa : $ASA-6-110002: Failed to locate egress interface for protocol

from src interface :src IP/src port to dest IP/dest port

R ARG H G S EEGON . AT LY R EAEGON e B E SO, SE A MAE ASDM H S
AR AT . ERCE RS H SN EOE R, WIKKEHF TR > HEm > &% B &L
+, BEAHSESE ST ARG TR ENaeIRE.

® 1. REREHB™ERS

RS FEE MR 152 AR

0 R 2 REATTH .

1 iR it LS AR It o
2 FE JEEE DL

3 Eix BRI DL

%z B


https://www.cisco.com/c/en/us/td/docs/security/asa/syslog/b_syslog.html
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S FEE RS 15t AR

4 1] DL

S 10 IEFAHTE KA DL

6 (Ef=8E3 HEMES%,

7 it AL
P R, A SR IR 1 H . e H 8400 T fg
RAEMKZHE, IR IERE .

\)

ER ASA R ASERGTE ML M % (emergencies) 11 4 H & E .

ARG HEHBRTIE

ZRg HEH

AT DL AR RS H G R, DMEACK LS R S H G BAOX SR E Mt HAR. #ldn, f&aT
e ASABCE R ITAT R HETH B AOXE M HAR,  MEROIX LR G H S S i 8 ik 2
FoAt i H AR

FLAT T, 8T ORI LN 2P AR 4t H T R 1r) 2t H A
* AGHEHE D 5
* RGEH G B EEGON
* R HEHEIR BT IRexO

M QR ANE BB H RSN AT AR E T B AR A g SOX 5. o, W LUK ASABCE
e MNRFE I B IOE BRI 4 1 HbS, AVEH BSR4

SES

AJ DUE R R 8 H G B

o FRACIEAN A R G HEN B R AL E . {FH logging class T4

QISR e BRI S8R . T logging list 4.
R H G SRR R G H BN SR, S TR R ks shie. B, RIP
KFER RIP M H .

FrERTHIEREHEHELZEH ARG HENE ID S AHR R =450 #la, B DU
611 LM AL HEHE ID #5 vpne (VPN 2 )754) MR, 5 VPN &) i B BEFE L) R4t
H &S EJEEM 611101 £ 611323,

| EESEES



(EESEES
zgasEex

BEAh, K2 ISAKMP Z 48 H G S A AT 28 FITRE SRR T B URUOR B o 3K 2850 G A 18 T I i
BT ARG H G R ARERTESCA . W RAEA KRS H G BN SRR, WA B2 5E 1) heading =

value 205 .
G HTZE U T
Group = groupname, Username = user, IP = IP_address

o EBEIE AL, P4k A AR B FEEk AAA RS 2510 H 1 44, 1P kil R e F37 1a) 25 st
B2 JEXAERIG A TP bk,

R SR LA A S D Y

R2ZEZZRATHBEMXEMEE DS

£ EX AZAZHEIDS

auth H P G4 50 F 109, 113

- AEEIES 106

i NP 415

— R 00 5% 9 B T 338

bridge 75 B B KRG 110, 220

ca PKI iE F UK AL 717

citrix Citrix Client 723

- FETY 747

- i 323

config Ry 111. 112, 208. 308

csd 24 BT 724

cts Cisco TrustSec 776

dap BN A7 In) S 734

eap, eapoudp T Mg EAFZ B EAP By 333, 334

EAPoUDP

eigrp EIGRP % i1 336

HL 1 R A R A A B 719

- R 735

ha AR 75 101, 102, 103, 104. 105, 210,
311, 709

| %z B
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| BEEEETEES

£ EX REAEKHESIDS

- ST B DI 1 B K H 746

ids N E2 sl RN 400, 733

- IKEv2 T HAY 750, 751, 752

ip IP AL 209. 215, 313, 317. 408

ipaa TP Huhik 53 i 735

ips MNZRA R GE 400, 401. 420

- IPv6 325

- Al 444

mdm-proxy MDM 4t 802

nac REN I 731, 732

nacpolicy NAC 550% 731

nacsettings BCE NAC W&, LAV NAC g | 732

- NAT 4 PAT 305

- W28 To 2 HN AL 713

np W 2 Ab 3 2 319

- NP SSL 725

ospf OSPF i 1 318, 409. 503. 613

- RN 742

- HLIG AR 337

rip RIP i H 107. 312

m DR B 321

- Smart Call Home 120

session M4 106, 108. 201. 202. 204. 302.
303. 304, 305. 314. 405. 406.
407, 500, 502, 607. 608. 609.
616, 620 703. 710

snmp SNMP 212

| EESEES
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gevisenx [

%3 EX REAFHESIDS

- ScanSafe 775

ssl SSL HEF: 725

sve SSL VPN % J' it 722

sys System 199, 211, 214, 216+ 306. 307,
315. 414, 604. 605, 606, 610.
612. 614, 615, 701. 711, 741

- JE A 733

tag-switching MRZSHRIC AT 779

transactional-rule-engine-tre | 25 4% Hj | o | 2% 780

UC-IMS UC-IMS 339

vm VLAN 5} 730

vpdn PPTP I L2TP £:if 213, 403. 603

vpn IKE F1 IPsec 316+ 320, 402, 404. 501. 602.
702, 713, 714, 715

vpne VPN & J i 611

vpnfo VPN s 55 720

vpnlb VPN 471 8% 2y i 718

- VXLAN 778

webfo WebVPN #if 15 721

webvpn WebVPN F1 Secure Client 716

BEXHRYIFR

Rg I A€ AR EAI,  DIOREIRLE R 48 H AR RAE WA H ARSIt 76 82 R
GEH S EART, WTRME ] LU E R BT A e RS H S B 4L

o PEE PR
* HEID
s R HEME ID yu[

< THEE

A&icE I



EESE

o, r LU S ST B At
o P EIEGN 1A 2 ARG H S S, R HIE R — A B AN L.
s P ESE (Bl ha) RIECHIFTA RS H WS, RIS RILORAE 2 A SR X
HESR AT LIS 2N BIERE A E. E, AUEHDE & 4% H RIS I %41 Bk s 5 fF. T LLgY

RO S ARSI B SRR . R B AR AN AR R — R, T RGeS —
Ko

i
R H W EOE RS ] T A0k A MR (K — A S TR SRR & ASA B
UrZ RVF\G B WM ERAZGHENE; R)n, KL logging & SCRFEFE BRI KL 7B
Frp QLRI (A BN B %% 1D, ARG H SR SS A B ID bril R GE H S A s . & mT LMEH] logging
device-id fir &k A2 A A R EAN R B2 4% ID IR S8 HARTH R, LMW BE B2 2ok AR R A A
AR B

=+ SA
E :c,\lﬂi/ﬁ)”s']
AT FAEAERE B H &0 35 2 17 Y5 [ 1 7R DA B 1

IPv6 Y
o WEEIPv6. T LME] TCP 8 UDP K% &E % HE.

s FORECEN TRERGHERZ O LR M, SZRFIPve, JF LT BUEM AR E & N 2IE RS H G
M55 4% o

« NSRRI IPv6 AT 2 A6 5%

Hth N
* R HEME A LIUEAT— 40 syslogd MRS 25727 Windows 34t T — R4 HE MRS
o, VBN ILEAE R G AL 77

* RGHEMRESARFE TR kK% RG] syslog-ng HEAEIEIT . 1520 AN E ST, 5140 SecureWorks
(1] scwx.conf SCAF o MRS B AR . ATH ST TR R, 2 syslog-ng HEFEHE
I

* BiE ARG HERH D410

o WARFRE ACE BEE D R A BT ), B RO AT B AR AR, PR B itk
BRAfE DR Or Do Bl i B B 1D o

o TSRS A A BT el (A I T RCE O H S ML, A B O iz 1, A% 8
HRAH .

| EESEES
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DI, SR B AL R 2O RS H S TR & A B A, N0 B R T B ) 1A
B, RIGEHE NP E &%

interface <management-interface>
management-only ----- >Do not include management-access

logging host <management-interface> <syslog-server-ip>

© WEE M ASAERIM R, WBEEE H & B br. WRa A H &L sRm AR E HE il
i H bR, WASASARMGHE, AR IR 2R AT & A B . R E R
AR HE A B bre. B, o2 ARG H SRS aSHEE 0l Hix, s RaH
BIRSSEAB T2

ASCRHE S B Rl TCP Ak R4 H & .

TR TCP 1R AN, RESTITE KRG H GRS 2N 4 Mg, DN A E
Ko MREAEH RS HERS BN K EBRSWBEEN B, I HLAIFRER TR RHZAR 55 m ki K
K, ESH UDP.

ANBERE P AN A (R 971 2 BRI BE 45 AN ] (4 2R ¢ H 5 5545 Al ) o
T2 W URE 16 M ARG H SRS A A, EZWESHAT, RECVEERNS 54 MRS 2.

NAZ ] LAIE IS ASAFIIE R G H GRS 28« DB Z R &I E hIE 4] DUNILRIE R4 H & RS 28
180 EIG ICMP ANAlATH B, I8 R G H G K ERE— RSS2 . 15 AR C6 T ™ B 2251
JAFHEICS. B kARG H GRS E T, i5H R4 H & 313001, 313004 F1 313005 HI2E
%o

T 248 HE M) UDP EHHCS M F & F ¥ CPU $s AR S (1) R 48 H G IR 55 d Hos: Al
Ko FEAEMTINZ, UDP R4 H G EHE K EERARSE T CPU SR IELL CR B RS H S s 2 Hoe
IR IXEPUIAT . W, 42JR UDPIERZ NN EH] T1X2ea1h, BOAME R 2 208,
R PRIC I AL 1E, T LA s, BN EN T UDP &8, AU REEH

—+
/Ry o

B e SO B AR S V5 ) 51 Ry R AHTTEC I, T 2R H e S ™ s g 3 v 22
(R 7 Wi FRAS ARV R FIFEH &, 6T logging list fir4, BRiAH &I B
MVEA 60 MERIAT A EREF I HWM%%%E%H s g ) S U A R
PRI, B DA B o H A d SR L AN

PL R A2k 17 show running-configlogging iy & (AN 2 Ui Il Z1 & iy AR A K i, ROA HEH &Rl %
TR 20 ) SOk R

ciscoasa# show running-config logging
logging enable

logging timestamp

logging list test message 106100
logging buffered test

PLF 22K H show running-config logging i 4 168 217 in) 41 2 iy BFE A 4 i -

ciscoasa# show running-config logging

A&icE I
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logging enable
logging timestamp
logging buffered debugging

FEMIE UL, ViR PIRICEAT S, JFa B s&dar b4, W s gps.

ciscoasa(config) # access-list global line 1 extended

permit icmp any host 4.2.2.2 log debugging interval 1 (hitcnt=7) 0xf36b5386
ciscoasa(config) # access-list global line 2 extended

permit tcp host 10.1.1.2 any eq www log informational interval 1 (hitcnt=18) Oxe7e7c3b8
ciscoasa(config) # access-list global line 3 extended

permit ip any any (hitcnt=543) 0x25£9e609

2 ASA TR TCP AIE ARG H SN, ARG HEMRS ERIR NN, 75 RL 7Pk A s,

% TCP H sk FHLCHI, HEHRRAM “ 8 %7 (Connected) H Bl “ A3 (Not

connected) 7 2 K2 6 43l H & Id SO TCP A D@ ERAS ;s 7R |7, H &g sk il i

7;2135@0 FERCIIND, 5 HAT show loghtt, #irih&# TCP H& sk BEALE RN Ci%EH:. TCP
WIEX MG, TCP HEW R EHVRERK EH o KGR

o NFR G H B NRSS AR IR 55 25 UE T 1Y) Extended Key Usage 7Bt Uit & “ServAuth” o it
R A X R A2 ZAE BT, BB LUE PR T B AR T

Z'Kdr’f” Qnﬁﬂﬁ@ﬂﬁ EI ;uﬂ%o

oK

R‘Fﬂg H/u‘bai; lﬁ?ﬂ'ﬁ*uiﬁ‘ E%Z(

JAH H &R
logging enable

TP

ciscoasa(config)# logging enable

.EIlE%
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A& B R

T R G H G B A S 00 AR TS B AR BE R b, R E DA N R R G H B
BIALE, QRN HEZ X — Al Z MM RGH GRS % ASDM. SNMP & #it FE4
G, 5 E KMk ER Telnet 11 SSH 23145 .

R T A F T R iR 1 ERCE RS HGE RN, BUEFEASCH G (SEF RS HEID 302015,

302014, 106023 F1304001) , HHASRERGHEMRS 2. T H0 AR M b 2R 5 8 B 1 %
H, BMEEFRGHEMNE . P, EMEGEE K80 2 AUE FE T )

BRFAZTHEHRERZZIIDARFATRS

AR AN AR Gt H s ik 55 o 1 0 T AR A2 TR B AP A, AR ORAT H AT sl Ja e S AT Ak
o By, mTRARE AL SR R R G H T I BT IR, A H S SR ICEE I He  fk
A BB SCAF DLHEAT SRS, B A S T3t s IR AS BR R G A5 6L

TR RS H B B IORRIIME RS H E M E, HHATLL T PR

¥ ASA FCE M n) R G H SRS # KL R
ALK ASA it b ) TPv4 5% IPv6 R 45 H GRS 2% K I & .
logging host interface_name syslog_ip [tcp[/port] | udp [/port] [format emblem]]

T

ciscoasa(config)# logging host dmzl 192.168.1.5 udp/1026
ciscoasa(config)# logging host dmzl 2002::1:1 udp/2020

format emblem < 7o R 40 H & R4s 28 5 FI EMBLEM #% 38 H &0 (X UDP) . interface_name
SR EVT N RGE H GRS 2B (0 1 . sydog ipBHEEC RS H SRS 2510 TP kit . top[/port]
orudp[/udp] R F--SHUH R € ASA NAf ] TCP 5t UDP ¥ R4 H&EM B RKIEFI R4 H GRS 2.

ATLIAS ASA FUE 5 UDP o TCP (IR #) MR B 8RS A6 IR 28 ik
FsEbL WERIAHISUY UDP,

e

8RS TCP, MIZE ASA RILH G B R A MNE, T2 45N, A5 2L ASA IURTER:
A VR AN% 1E  TCP R0 G s S I0ER:, B0 3 5.

R E UDP, MLt RAEHERS LT IIBAT, ASAASHRS: RVFHNER . KXW MMRE R
U {E R 1025 & 65535, BRiA UDP 35 124 514. BRI\ UDP i 112k 1470,

T NI e 2 4 H B B IE B R G H E RS 2%

logging trap {severity level | message list}

TP
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ciscoasa(config)# logging trap errors

AR BSOS (1 27 s FR. Bilhn, WSRO BCE Y 3, I ASA S Ik EE
PEGON A 3 2 F 1 INRG HEH R TLIR bR IREERIE B RS H S RSS20 R g H &R B €
SCH RS

(AJi%) AEHIAE TCP &M R G H RS54 G PN BB e it D fig
logging per mit-hostdown
il

ciscoasa(config)# logging permit-hostdown

WK ASA BCHE s R HEH B RIEREET TCP MRS HEMSH, I AP EM— RS H
SR S5 AR S A A RS s, W2 BHIE 2 ASA HIBNERL . &0 R H SRS &, HHERIIAH
E{wi): B RRRAVERTE . a4, ARG HS RS S Likiatr, Wbl eirnisdz.

CAJa) K H IR B A BB A K2 8 UNIX R IER 20 LAAMAIME .
logging facility 45
il

ciscoasa (config)# logging facility 21

WA logging host iy 4 145 secure JBE 7 H e A H & id k. tb4h, @ rLIEEHA
reference-identity.

logging host interface_name syslog_ip [tcp/port | udp/port] [format emblem] [secur e[r eference-identity
reference _identity_name]]

o

* logging host interface_name syslog_ip ¥ i€ &4t H & M55 23 BT AE 108 1 DL R 40 H B IR SS 23 1) TP
Hodk .

* [tep/port | udp/port] $i75E REE H 55 & 9 SRHUR 48 H ST B i ks 11 (TCP 2 UDP)
top KR E ASA NAT T TCP 5 R4t HAGH BRI R G HiE R ds . udp KEE 7R E ASA
AL AT UDP K R4 H S B A B R S H Bk s

* format emblem JCHE N R4 HEMRS43 8 H EMBLEM #3 H &l %

HEER



| B&ies

% EMBLEM 18X B R4 H S H BE MBI R K B SRS == .

* secure Kt PR € Sk H & ﬁ%immL%FNMHmﬁ%sanm A HE I RA LR
UDP; R 23 H sb s, 2 R AR

* [reference-identity reference_identity_name] J& 1+ 56 i IC & (1) 5 | ARG 53 FDAIE 15 1) RFC 6125
FIAAR R A . ARSI PON BRI TEANE B, 1EZ WEE 5 PRI

i

ciscoasa(config) # logging host inside 10.0.0.1 TCP/1500 secure reference-identity
syslogServer

1% EMBLEM XA FE HEEHEE KRB R5 HEBRS 28

LUK EMBLEM MU R 48 H AT B ARSI R ST H SRS 4%, THHATEL T 8R:

fd FH % 11 514 385 UDP % EMBLEM #3248 H AT B AGX B R S8 H S k554 -
logging host interface_name ip_address{tcp [/port] | udp [/ port]] [format emblem]

Tl

ciscoasa(config)# logging host interface 1 127.0.0.1 udp format emblem
ciscoasa(config)# logging host interface 1 2001::1 udp format emblem

AT AR IPv4 B IPv6 24 H SRS 25 .

format emblem KRBT 724 H B RS54 )3 H EMBLEM 4% X H &% 18;?2 ({XF{ UDP) . interface_name
SR EVT M ARG H SRS ws Il ()42 0 . ip_address S5 & 2248 H GRS 244 TP Hidik . tep[/port]
orudp[/udp] %%‘%%%ﬂﬁiﬁiﬂ'ﬁ% ASA NAF ] TCP 5, UDP ¥ £ 4: H ik /ﬁ HARIEFN RS HE RS-

FTLLKS ASA BCE N H] UDP 88 TCP (HANFHIE P ) R Bdls A B R 4 HS IR G5 a5 . IAUR
fE s MIERIA B UDP.

AT LA L4 logging host fir & s A HEBE R 46 L At LI BUAIR 4588 . A SRIR B A s 2 AR
GEA IR 42, WA T T B 0 SRS 34 1 R 3o v ) T 7%

w

o0 LR TCP, IIFE ASA KT H MR A48 A s, T2 AN, 45 &ML ASA BTS2
FAE RS A A RSs Be R OB VPR, WA 3 8 LM RG T EN RS RS
BIG E1T)

WERARE UDP, WG R4 H A IR as )t 15 nTIE AT, ASAMISAREL VRIS . XA DA 2K
Ui A 1025 £ 65535, £RIA UDP i1 24 514. BRIA UDP 3ifi 24 1470,

a4

A&icE I
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B 5 emBLEm 3t 0 R B A B 4 BN Bt ) B AR

AN HAE R ASA it TCP Rk R4GHE.

% EMBLEM 1% 30 pI R 4 B SH B B H A B iR

2O EMBLEM R AR 48 H G BA S bt H AR, 35 ATELU T DB

# EMBLEM &% U 2280 H b B R R4 H RS #s 2 AN H bR, 9040 Telnet 5%, SSH 2315
logging emblem

P

ciscoasa(config) # logging emblem

BAGHESHERZZERNAETEZ DX

$IR2

-

1885 LR oK IR A 2R 45 H A0 il BRI 2 78 2 IS I At 7 B A 8 H S 22 ph X o B BB n 321
YIRHIAKE. MEMNXEWHN (BEER, (P XEATHD , BRIEASARLE M 522 P X R A7
B HANATE, AL S B 278 55 IH W R

FR ARG H SR AL B H AR X, AT EL PR

T2 IR 2R Gt I AR S R AR 31 78 224 i I A7 A 7 5 A0 N 7 S g2 X
logging buffered {severity level | message list}
il

ciscoasa (config)# logging buffered critical
ciscoasa (config)# logging buffered level 2
ciscoasa(config)# logging buffered notif-list

BB MBI SRR . HZerh DX N (WAt B, A2 XHATINGD , BRAEASARE A ¥ 58
G ORAE BN HARLL B, 5 WA AR F T I 2 5 TH R . BOE R H B X, A
clear logging buffer 174> .

S AR H S IX RN . BRIAZE X K/ R 4 KB.
logging buffer-size 77

HiLE
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TP

ciscoasa(config)# logging buffer-size 16384

PR

2R H AR SR G X R/, b DX AT H AR B, I8 B BC L A0 R/ B B (R 22 o

X

PR3 L F AR

.

HeBr SRR B H SRR X, TR 83 H S h XN B R A7 B N RN A7
logging flash-bufferwrap

R

ciscoasa(config)# logging flash-bufferwrap

P
R DO/ NERL 2 MBS %A 2 R IEAE A TR AR, HAS RS .

Roprif SR BN B H GG X, IR e B H S0P X N R OR A7 2 FTP 5545 -
logging ftp-bufferwrap

R

ciscoasa(config)# logging ftp-bufferwrap

B IX A AR BILAAL BN, ASA e G- HAT T AR I Ta) ks 3C R 44 Pk iy H &30

LOG-YYYY-MM-DD-HHMMSS . TXT

P YYYY Z4E, MM R A, DD A HM, HHMMSS R (LN 0 RTED by #pr) .
PRI H R 2P X N1 FTP IRS545% .
logging ftp-server server pathusername password

R

ciscoasa(config)# logging ftp-server 10.1.1.1 /syslogs logsupervisor 1luvMylOgs

server ZHJ45 € SR FTP IS5 2% (1 IP k. path Z:%dis e B/E H BORAE H R 22 P X £ df 1) FTP
W55 as I H kg A BEERARAIRT T FTP AR H k. username Z- 4452 il H S id %k 21 FTP ik 55 4%
TR 4. password ZEdi7s BT 2 1 44 1 &0 .

H 2T H B2 XA AR AE B B A A7
logging savelog [savefile]

IR
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ciscoasa(config)# logging savelog latest-logfile.txt

EYA AT HEMARAGFE
LSO HAA RN IR, THRATELUT DR

T fi7E v T ORAE H RSSO B KN R I A
logging flash-maximume-allocation kbytes

i

ciscoasa(config)# logging flash-maximum-allocation 1200

BRUAEDL R, ASA ALy H BB 5% 50 MB [N EEINAE. At ASA FF0RA7 H B 15
/NN ERINAE N 3 MB. flash-maximum-allocation {15 KPR 4 2 GB.

BSRARAT BN AR IN A K H 3 S0 S B0 T WA I A I T RC B /N R, U ASA 2B fi L 14
HESCHE, DI ORER A7 B H &SSO F IR /N A A SRR T o A R BAT S BRI SO, o SR AN
B BT TH SO m] T AR SR TR, T ASA KGR A7 T H ST

FER2 FRE LA I ASA HTORAF H G STIF I B/ AL B IR A7
logging flash-minimum-free kbytes

Tl

ciscoasa(config)# logging flash-minimum-free 4000

174G B EEBRIEGEMEE R
SRR SR L RIS FUMB A, AT LA 25 3R

SRR AR NREIRLE R G H T B AR B S
logging mail {severity level | message list}

Tl

| EESEES
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ciscoasa(config)# logging mail high-priority

L WEPEAERT, ARG H G BB E SRR AT PR, ORI T A A A By

o EmYEY A (I critical . alert Al emergency) [ &R 4E H G A .
W 2 FRE AR R G H AR SR A% 0 IS4 b b Iy SR (R B A

logging from-address email_address

il
ciscoasa(config)# logging from-address xxx-00l@example.com
PR3 FREAK R GE H & B A% SIS Sty 1k Iy A0 Ry ff S sl o

logging recipient-address e-mail_address[severity level]

i

ciscoasa(config)# logging recipient-address admin@example.com

TR A SREAER R H G B AIL BN M E L 2L AT 1) SMTP kg5 ds . S mT LLER A ik 55 2 Al B e 5%

artihil, DAROR H S BIRSS AKA W 5, ] BURHE 11 5 IR 55 4 550K,

AU E T+ H A&

WK R WRARIRRAHE D, ASA KRS BER 38, WEREAEMIEEI&H, WatER

et R

smtp-server [primary-interface] primary-smpt-server-ip-address [[backup-interface
1backup-smpt-server-ip-address]

-

ciscoasa(config)# smtp-server 10.1.1.24 10.1.1.34

ciscoasa(config)# smtp-server 10.1.1.24

ciscoasa(config)# smtp-server management 10.1.1.24 outside 10.1.1.34
ciscoasa(config)# smtp-server management 10.1.1.24

EEREGZHEEE A2 ASDM
I RS HEWNEKILET ASDM, iHPATU S8

o
i

P 5 R R 48 H R B R I%F] ASDM.
logging asdm {severity_level | message list}
EUE
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ciscoasa(config)# logging asdm 2

ASA N EERE R IEE] ASDM M 2 48 H A& BT — AP IX, JREN S I AR AEE R X
ASDM HEZE X EANFET W HEZ X 22X . Y ASDM HGE G X Tk, ASA Kkr
R RS HEN B LAEZ M X A8 R 40 H &M S H 25 R MBS R 1 R 4 H &N B R AT R
40 H &7 B H 23 ) ASDM I BRIA B . 235 ASDM H B2 vh X AR BE 1 & 48 H v B AL
AT DLBE 202 ph X IR KN

i€ A ASDM HEZzmt X rh R B I R 58 H T 2
logging asdm-buffer-size num_of_msgs

T

ciscoasa(config)# logging asdm-buffer-size 200

i\ clear logging asdm iy 4 LAVE %% ASDM. H &G X (1 i Y 25

LI E H AL A, AT BA R PR

T ASA R AR 48 HEWH RUAGR 2 CRCE A ) H AR 2 B el BLAETERAA b OR B ) R 4t AT B
logging queue message_count

Tl

ciscoasa(config) # logging queue 300

ASA FEW A7 AT GE P, X Lebn] LAy BT 76 AR 4t H Al iH 855 fr A% 31 CORC L (1 5 H H AR
A LG pi A7 At Pl IO BEIRC T 2 40 H S B A K BERI TR E R4t HAB IR S A0 . 2R
BRI/ 512 20 RGEH RS R o BAFIR/MLSZ B A A7 mT FIPE I R A 2B 0 &2 8192 4411
Ko BARRAEGQTTE . WER H SR ASIBCE ) 0, TIBASI I KT BE B R/ 8192 263 L.

B &R HEHRRERIEH im0

LR ARG H AN B AOE B G G o, WAL N DR

| EESEES
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srgasuexzs snweiss

5 € N ARFIR L 2R g8 H T B AL B I 6 i
logging console { severity level | message list}
il

ciscoasa(config)# logging console errors

1% &4 HiRiH 2 &£ %] SNMP AR 55
R FHE) SNMP Fi 45 B FL i, AT BL R B3R,

Ja H SNMP H il s 45 e R MLy B % 21 SNMP JIl4s 25

logging history [ rate-limit number interval | level level | logging list | level ]

I RAEH logging rate-limit Ay 4ok &% B 4 /ER RG], NZar2 e T ka2 Y rate-limit o5
Fo
w5l

ciscoasa(config)# logging history errors

ciscoasa(config)# logging history rate-limit 15 15 level critical

% &% HEEE %1%3 Telnet 3 SSH =1
B R 5 H G R K% 3 Telnet 2 SSH 231, AT LA F 38

LB FRE VR R 48 H &V B K% 3 Telnet B¢ SSH 21
logging monitor {severity level | message list}

IR

| %z B
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ciscoasa(config)# logging monitor 6

N
5
N

JE AR 1T 2 1 ) H S K

terminal monitor

IR

ciscoasa(config)# terminal monitor

WV RY R G TG s, T A @4 . % terminal no monitor iy4- LA ] 5124 i 233
M H &l k.

EEE_ % nen I‘ TR

ERGHERETRSEBIHAF 2

FEZRGEH G AT s BRSSO IS I TE RO /7 4o FEERINE DL, AR ™ 44 Fo kel
BARNEARTNN, R BB G AV S AR P A, AEE R RS H S
THEF R )47 ST ar. T Resy BRI B7s MTCROH 7 40 00 8 5 ) AT e

R

ST BRI 4

no logging hide username

T2 EOHCCBH T 44

logging hide username

ERGHEHBPES HEAFEE
LRGBS PRI, AT L 25 5

8 € 2 G0 H AT BN AL H AR B SR TR
logging timestamp
B UE

| EESEES
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ciscoasa(config)# logging timestamp
LOG-2008-10-24-081856.TXT

FONRSE H EH S A I ER H R, 5% no logging timestamp i 4>

*;kﬁ %éﬁ E IL,‘I‘ [[EX3

LEIRE N ARG H M S, WHHATEL N PR,

FHLIE ASA AR E ARG HEH R .
no logging message syslog_id
il

ciscoasa(config)# no logging message 113019

TEBAH O ARG HEME, Wi logging message syslog_id 1iv4 ({4401, logging message

113019) . TEFHHITE O R HEH W H KL, HRA clear configurelogging disabled

i

B ARG HEERTEEER A

LSRG H S SR EEGON, AT LR DR

7€ 28 H &M B G0 .
logging message syslog_id level severity level

T

ciscoasa(config)# logging message 113019 level 5

PO R G W B E G0N A O LR, i\ nologging messagesysiog_idlevelseverity |evel
4 (41 nologging message 113019 level 5) . Z2K A7 CUE S R 40 H &3 8 )™ 2 4 ) =
JFBEE, I clear configurelogging level 4.

%z B
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EERRELBEIERFATHER

{EH CL RN & B AR H o FIEEAE R E 2R HEN R .
no logging message syslog-id standby

IR

ciscoasa(config)# no logging message 403503 standby

U B e i R G H ST R, DU DR R A s R R s DL T, WSE 68 & F ASA I R Gt H G
BURFEFR 2. 8] logging standby 4 HU i BEL 1 PART BH 1E 78 25 Be 86 AR a2 280 H BT B
R

23 A H ASA R R R AN, ILEHE LR HR (Bl RSEHERS S SNMP
LW FTP IRS-2%) LI ERfs. (B, ERAEMEEBN, AEUHmE, &M ASA &/ERCE
ZHE, AFE WA U AR R S A

FIFEMBLEM X AZHEHEREZZEID

FAEAF EMBLEM # ARS8 H G B A5 B5% 1D, IHHATEL R IR

¥ ASA it B N 7EE EMBLEM MU ARG HAEW B P& W& ID. HAEN RGH G2 — R %
% 1D,

logging device-id {cluster-id | context-name| hosthame | ipaddressinterface_name [system] | string text}

IR

ciscoasa(config)# logging device-id hostname
ciscoasa (config)# logging device-id context-name

context-name X 7~ ¥5 /R N FE R & ID AT =AM (MGEH T2 ai) « R EZHE R
PR N BN S0 H Bl sk b4 1D, WY R PAT 5 0 119 B H 1324 ID system, ¥T-
BB SR 9 S B B S A FRAE N B4 ID.

ER

7E ASA HETET, AR F piri bz O 4 il B e TP Mk,

cluster-id JCBEF i & LA BN ASA W% 1A SR E I ME— B FR1E N 1 % ID.  hostname AT
TRE N TIE 34 ID 1) ASA () B4 . ipaddressinterface name i /B HUn 48 & MoK € M

| EESEES
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interface_name 4% 1 1P Mtk H/E ¥ 4% ID. Wi A ipaddress JCHE,  WIJGIE AIIEAN R 11 R IE R
GEHEME, W& ID #E T E R ASA #:100 1P Hihl . 7EAEREE T, system B PR R
ID O BRSSP Mk OGRS ROE I IT A 74t H & B gt e A — 3 i % ID.
string text BT/ S HOM R 8 BOKG text T4F B FE R A ID. FAF T DML & 218 16 D757,

ANBEAR I 25 A% B BL AT 74 -
& (59)
RN E IR
< OUEED
s < (UM
*> (KT
* 2 (Ja*5)

WRJHH, WAE EMBLEM %340 &2 40 H & EART SNMP [ERF A2 BoR ik & ID.

BB EXEHYIR

AT T LT A e Pk X
SEIES
« e

* HEID

TR RS B H Ik BAr (B, SNMP 45 #8) 1B & XFHFIR, iHHITUL NS R:

e M AP BORAAE R H S S DX KT B I 25 i, i ofg ™ sEVE GO BEE N 3, U ASA
SRIEFEEMYON N 3. 2 M1 IMRGHEHE.

logging list name {level level [class message class] | message start_id[-end_id]}

T

ciscoasa(config)# logging list list-notif level 3

WE4 B HREFIZE IR levellevel el TS 400 TR ™ TES . class message_class 4 7/
Hou R g 1 B . messagestart_id [-end_idl] SR/ SO E A R G0 H R B G S 5
.
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pE 3

WA GO I A FRAE ) R4 H R B VIR AR, 2510 A FRELEE emergencies. alert.
critical. error. warning. notification. informational Al debugging. [FI¥f, TEZ)LEFA;5)K L2 FH
SRAE P IX PR (R A AN AF o BN, 20 U AF “err” TR FHAEFIR A TR

CRIIED [ R A s N 38 2 AR FR A6 1

logging list name {level level [class message class] | message start_id[-end_id]}
il

ciscoasa(config)# logging list list-notif message 104024-105999
ciscoasa(config)# logging list list-notif level critical
ciscoasa(config)# logging list list-notif level warning class ha

WNS BB A, FE eI RS R AR A AT BN BN R A S AT i
N4 B, wLSAESI RS R H BN BRI

* HAME D J& T 104024 %2 105999,

* T RS HEN B A critical B SR E LA (emergency. alert 5Y critical) o

* T ha KRS HEN B EA warning 808 = 1™ HAPEJ U (emergency. alert. critical. error
&Y, warning)

R
R ARG G R LU AR 4E, W adsk. i R4 G B2 L 2 A&, Wiz
WHEAGEFE K.

B & HEICRIIE=S
B R FTA A% B EH B RBE TR B

-

TR M PTAT R G H ST B AOX SR E it H AR, AT B PR

B andRE I H AR ar & ARG . B, W SRARE M EEPE GO0 T (K RN A% A A H A gE
X, JFHEEG 3 1K ha 280 RN 2 N H S X, S e B ARG

logging class message class {buffered | console | history | mail | monitor |trap} [severity level]

T

ciscoasa(config)# logging class ha buffered alerts

HiLE



I HEiCHE
mazgAsEeemEx ]

buffered. history. mail. monitor 1 trap JCBE 4558 R S 0 R 48 H &N B AL R B
Fro history e85 5 SNMP H &id 5. monitor ¢85 3 1] Telnet 1 SSH 50 5%. trap 47
ARG HERS#HE ﬁi AT HER A Hbr. BEIRCRNFEEZAHbE, 1§
AN H AR —ASHr

PR R4t H ,wiél u_.\ﬂ:_ﬁkl_z

UK
TEFRE A B KR M RG] (1 22 7)) N THEEBURAEE CRE B
logging rate-limit {unlimited | {num [interval]}} message syslog_id | level severity level
-
ciscoasa(config)# logging rate-limit 1000 600 level 6
AR PR 25 e AL BT CRCE B B AR B . 20 H ARl iR BRI B EOAME, T
clearrunnmg configloggingrate-limit iy 4. ZLHE H Kl HA 1A, %A clear configurelogging
rate-limit 7% .
A 49 @ ==
&ﬁkﬁEﬂn&

HZH LT i ok s H B il R
* show logging
Iar % WoRn RGEHEHE, AR EEZON.

N

iR s AEE A RN RS HENBECN 1000, XEERINKE . WHEAET
BRARGHEEBECY 2000,

* R /E$AT clear logging countersall ir4Jm, it 7525 o show
logging ) =ML IE VT 4ias .

* show logging message

i o EE A G0 CAB ) AR G H ST O AR HT 0 2 4 HAE T B 13

| %z B
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* show logging message message 1D

i 4 B g R S8 H BT B YRS

* show logging queue
P4 Bon H S ABIMIBA A e 5 &L
* show running-config logging rate-limit
Wi 4 Yl 2 H R s R BRI
s B E > BFAIE > F

VL% S VF
BHELR,

LSRN

> 1J7 9]

H&igxmR 1Al
DL R 78] S 7 T k7 (1) 9% show logging i

ciscoasa(config) # show logging
Syslog logging: enabled
Facility: 16
Timestamp logging: disabled
Standby logging: disabled

Deny Conn when Queue Full: disabled
Console logging: disabled

Monitor logging: disabled

Buffer logging: disabled

Trap logging: level errors, facility 1

Logging to infrastructure 10.1.2.3
History logging: disabled
Device ID: 'inside' interface IP addre
Mail logging: disabled
ASDM logging: disabled

ciscoasa
Syslog logging:
Facility: 20
Timestamp logging: disabled
Hide Username logging: enabled
Standby logging: disabled
Debug-trace logging: enabled
Console logging: disabled
Monitor logging: disabled
Buffer logging: level debugging, 33027
Trap logging: level debugging, facilit
Logging to inside 2001:164:5:1::12
Permit-hostdown logging: disabled
History logging: disabled
Device ID: disabled
Mail logging: disabled
ASDM logging: disabled

(config) # show logging
enabled

LUR 7Rl s e [ il 5 T RSt H

| EESEES

RAER R G /SHERI D) K H &0 S i Sz & & #s i
HIEEER I A R B & (Show Log).

EESE

1§

/)fgjjtl:j’i EI DN o —[Hs

e E/] H uﬂ%%% o

6, 3607 messages logged

ss “10.1.1.1”7

2 messages logged
y 20, 325464 messages logged
3
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ciscoasa(config)# show logging message 403503
syslog 403503: -level errors (enabled)

ciscoasa(config)# logging message 403503 level 1
ciscoasa(config) # show logging message 403503
syslog 403503: -level errors, current-level alerts (enabled)

ciscoasa(config)# no logging message 403503
ciscoasa(config) # show logging message 403503
syslog 403503: -level errors, current-level alerts (disabled)

ciscoasa(config) # logging message 403503
ciscoasa(config)# show logging message 403503
syslog 403503: -level errors, current-level alerts (enabled)

ciscoasa(config) # no logging message 403503 level 3
ciscoasa(config)# show logging message 403503
syslog 403503: -level errors (enabled)

HEICRIIgER L1k

® 3 HFIERIERLIER

Ihiae AR FarA it BA

Hdidsg 7.0(1) T R H AR AE ASA BIZ% H G C A5 R, HESEE AL H &

R PR 7.0(4) BRI A= e R 40 H B B % .
5INT LA Fr4: logging rate-limit.

BidRIR 7.2(1) B B A Ay A T M4 (HEWR . FEANE R D) 1R/

SETH R H e %13 .
FINTLLUF#r4: logging list.

A H B 8.0(2) foe 5 H e sk BN RN A SSL/TLS. X AEFTIE I HML A TCP )
LR IR TTA B RL
BT LU R4 logging host.

H &l R 8.0(4) = IRINT 0 H A& AE ST B ipaa FHEIRI SRR

8.1(1
M B T LA R4 logging class.

A&icE I
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EESE

Ihiae AR FEERA AR
HidREMELAH |8.2(1) I 70 H RS B dap AR SR

ARG B T LA R4 logging class.
VNI T R R CARAE I H 10k 0T IX. (ASDM., 3. FTP FIINAE) 13K
o
SINT LU R4 : clear logging queue bufferwrap.

RN 8.3(1) NIRRTy I RS
BT LR 44 logging ftp server .

H&EAES 8.3(1) HERBF &R TV 1P bR H AR 1P Hihk .

S5 ] ] oM R

F_

8.3(2)

Yk 250 H S RSS2 E M AE ] TCP HARS H GRS 2 AN A I, ASA ¥
BHIEZAE R G H G BB RE, HAHZ RS 2 FH A il AR (Bl
VPN, B KSR R e ACBE RS o UbAh, IhREC G, thfgdt ASA L
() H A S BN it i BB s e AR BE R SIS B 5 K

NI AR UE EALA+ 178N 1 0eZhfe . BRARESR, A5 WA ok Ak
ARG H T BN Ve . BARVFIER, 1i54kEET logging

per mit-hostdown iy % .
SINTUFRGHENE: 414005, 414006, 414007 F1 414008,

Beg T LU F a4 show logging.

ARG H &N B s

8.4(1)

4 R A& BN T SR
o WA 5 B A R 2 A SCR T4 R
* QIR EE X pE S
* X EREAT S

”:E’/ \éﬁlzl {H/EL‘A\

HRVFAME R, W25 ASDM L E R .

VLT RE S5 T ASA WA HARAE

& il

9.0(1)

VRN T X AEREEREE T 7E ASA 5580 Fi1 5585-X AR R 48 H B W ALK 3 3

B T LA 4 logging device-id.

fE# s EIERSH

N

9.4(1)

VNI T O T W o A A T v ) A T T B BEL A s o8 JR 4 A R S
Fr.
5INT LU 44 : logging message syslog-id standby .

LARRGH G M GIER
112% 5 4

9.6(2)

TLS %7 vty Ab FEIAE SCRFET 6 RFC 6125 55 6 715 Hp o SR RSS 4% 5 473 50 UF (¥ 0
Wo SRR A0 2 R G H G R S5 a1 TLS AT PKI Gk ] w47 .
R AR RUCVE S E 1 5 AR RAHILIS, AN T

Whnsiisek 7 LI R4 [no] crypto careference-identity. logging host.
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Ihiae AR FEERA 15t AR
ARG H G & S0 1Pve | 9.7(1) BUAE, HnT U] IPve Mok e & R 48 H G MRSs %%, miidid TCP Fl UDP
Hiuhl: Wk RIEFEW RS H &,
B T LU F a4 logging host
Had g 9.12(1) VNN T 4F BFD. BGP. #z11. IPv6. 41k, %4142, PBR. ¥, SLA
K H &I B SR
Bk 7 LU R4 : logging class.
ARG HE IR R SCRF |9-18(2) ILAE AT LA IR Bl I T R H &
BB fr4 . interface loopback. logging host
SNMP Z%; H & (fid %= fR |9-20(1) WK B RS R R BRI, A AL AT LUk IR 2] SNMP Jlik 25 2% 1)

il

FRG0 H G Bk R R
B T4 logging history rate-limit
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