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snmp-server enable traps cpu threshold rising i
4T 2 F CPU threshold rising & %1 4% i o
cpmCPURisingThresholdPeriod %} % 155 HoAt %) 4 —

cufwClusterStateChanged

status

snmp-server enabletraps cluster-state 1y 4 H T

mteHotOID. mteHotValue.
ifHCInOctets. ifHCOutOctets.
ifHighSpeed. entPhysicalName

(CISCO-UNIFIED-FIREWALL-MIB) Je BB B ek
entConfigChange - snmp-server enabletraps entity config-change
(ENTITY-MIB) fru-insert fru-remove iy 4 1 15 JH st 4l .
pE 3
DB AR EIER T2zt AaU 2RI
AL I T
linkDown ifindex. ifAdminStatus. 2 FTHBE RS 5C A KB
ifOperStatu:
(IF-MIB) L perstatus snmp-server enabletraps snmp linkdown 4
T 5 FH R FH K 26 B 1 A T
linkUp ifindex. ifAdminStatus. T EE RS T 5 B BIF
ifOperStatu
(IF-MIB) Hoperstats snmp-server enable traps snmp linkup 41T
Jit F RN FH 3K 26 B B (4 i
mteTriggerFired mteHotTrigger- snmp-server enabletraps memory-threshold fiy 4
(DISMAN-EVENT-MIB) mteHotTargetName. TR A7 BB S . mteHotOID ¥ & 4
mteHotContextName. cempMemPoolHCUsed. cempMemPoolName F/!
mteHotOID. mteHotValue. cempMemPoolHCUsed % % 5 HAthx G —fe ki
cempMemPoolName.
cempMemPoolHCUsed
mteTriggerFired mteHotTrigger snmp-server enabletrapsinterface-threshold 4>
(DISMAN-EVENT-MIB) mteHotTargetName- T JH F 4 {3 %0, entPhysicalName X %K
mteHotContextName. HH A%k RIE.

natPacketDiscard

(NAT-MIB)

ifIndex

snmp-server enabletrapsnat packet-discard 4>
HITJ5 H) NAT #dfa 6 25 A . Sl a2 3
I 5 o Bt it geR BRG], I HE7E TP Hodi fu A
WS 23 [ AN BT FH T3 NAT Z 58I o0 F 2R
ifindex AL L1 1D,

oo




| snmp
gnxanzs [

FEBHF0 MIB 2 F/R Varbind %13 15t AR
ospfNbrStateChange ospfRouterld, ospfNbrIpAddr, | snmp-server enabletraps peer-flap fir 4 F-1 1 Hi
ospfNbrAddressLessIndex, S B B A

ospfNbrRtrld, ospfNbrState
TR

Xt ASAS5585 A5, SNMP 5| % LU Bk 1 H
netsnmp 5.8 Ji%, FEPARMELLIT OID:

* ospflfStateChange 1.3.6.1.2.1.14.16.2.16
* ospfVirtlfStateChange 1.3.6.1.2.1.14.16.2.1

* ospfVirtNbrStateChange 1.3.6.1.2.1.14.16.2.3

warmStart - SNMP QI & K JH I H 1) warmStart BB
(SNMPv2-MIB) AAHIAE SNMP BLE S UG FR A shi, T

SNMP EHLEC BRI EHET SNMP
FoE, X2 BB P

snmp-server enabletrapssnmp warmstart iy 4 H

TR FIAIAE AT L8 B A4 Hr o

EORBFNRA
ek SNMP RS LB LI 05,
A - IR RS (R S IR T

« VB - AR OREN R PR I SE T B BRI BRSBTS ORI I A B 2
THEE . BRI RE A 2 A 5 HOCHL VLAN 2 1. VLAN 4% R AZEG0HE
o

N

B T EREEZAEHSCHH VLAN S DR 0, EA &, ifinOctets OID
Fll ifOutoctets OID ] SNMP 114525 2 5124 BLF: L1 (P SR U s v s AH UL
fic.

* VLAN % 1] - SNMP 14 /] iflnOctets F1 ifOutOctets 38 45 11Z & o
TR R s SNMP RS E BT i ZE R . Rl 1 B sk show inter face iy 4 FiT show traffic

mAMEYHESZEMBE T ERBTHESR. R~H 2 B R-4F show interface #iy4H1 show traffic i
A5 VLAN & O R S5 B BRI S5 BLEL T4 showtr affic iy & s il H

| e
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w1

w52

ciscoasa# show interface GigabitEthernet3/2
interface GigabitEthernet3/2

description fullt-mgmt

nameif mgmt

security-level 10

ip address 10.7.14.201 255.255.255.0
management-only

ciscoasa# show traffic
(Condensed output)

Physical Statistics
GigabitEthernet3/2:

received (in 121.760 secs)
36 packets 3428 bytes
0 pkts/sec 28 bytes/sec

Logical Statistics

mgmt :

received (in 117.780 secs)
36 packets 2780 bytes
0 pkts/sec 23 bytes/sec

DA 749 S 7 A B VRN B 117 SNMIP 4 HH 4e 117 L« ifInOctets #1011~ show
traffic dy-&4 o o B STTHE B, (HARGL T2 gerHE R .

B ) iflndex:

IF MIB::ifDescr.6 = Adaptive Security Appliance ‘mgmt’ interface

XN FYFE: O il f5 B ifinOctets:

IF-MIB: :ifInOctets.6 = Counter32:3246

ciscoasa# show interface GigabitEthernet0/0
interface GigabitEthernet0/0.100

vlan 100

nameif inside

security-level 100

ip address 10.7.1.101 255.255.255.0 standby

ciscoasa# show traffic

inside

received (in 9921.450 secs)
1977 packets 126528 bytes

0 pkts/sec 12 bytes/sec
transmitted (in 9921.450 secs)
1978 packets 126556 bytes
0 pkts/sec 12 bytes/sec

VLAN P11 iflndex:

IF-MIB::ifDescr.9 = Adaptive Security Appli
IF-MIB: :ifInOctets.9 = Counter32: 126318

SNMP = 3 hR#itid

grde X it

SNMP 55 3 W2 L2 1 AREER 2¢ fRPECH 122 158 Th A . SNMP 55 1 KOR1ER 2¢ LA SO U7
SNMP Il 45 25 F1 SNMP A3 2 [0 A& 5t . SNMP 55 3 Ji ) 22 2 WU Ve thgs in 7 5 43 50 1 A A
W, BbAh, BERRASTE R EE T 2 A s (USMY) A TR U T 2 A 28 (VACMY) 846l %6f
SNMP I MIB X % 175 )« ASA (S REAIEE SNMP 1R 7, LLECK 224> SNMP T8 {75 ) 4%
A4 A 0 E R0 2% T 5 1 L

HHHATECE, SR UE R AL I A JC R A i e ol . e RN TR o, e AR
vyt h

oo
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TN |

* NoAuthPriv - TLH - AUE HICKRL, WA RXH SN 22w E
* AuthNoPriv - B G K iFETLRRAL, BWEE WS SHAT S8,
* AuthPriv - 5 G0 5E G B, BEEH S ST S8R,

SNMP 2H
SNMP 4152 T LR L I N2 K77 il P Sems . RE7S SNMP A ICE A 2 o, 5 SNMP ALK
Hko SNMP AL ] 670 SNMP A1) % 4L AL X854 7€ SNMP AL 1] AT 1 5
P IGUERIBEFASAY . £ SNMP 4144 B/ 22 AR R 00 20—

SNMP F A

SNMP H " A HRE M 4. HPTEMA. S irsns. s sy, LUACEAE S 50 E
MG . B IIE Bk E 4% SHA-1. SHA-224. SHA-256 HMAC F1 SHA-384. fin& Hikik
Ik 3DES Fl AES (7 128, 192 1256 kil D o QIR P, 0L S SNMP 41AH CEk .
G, PR akRaZ 41 2 i

\)

AR FCE SNMP v3 KR, S OR S AR AR K B AR T BN TN S I

SNMP E#]

SNMP T H1J& SNMP 3l Z1FN BT A28 21 1) TP Hahik . ZERC & SNMP 28 3 it EAL A H kg 1P il 26
MBCEF 4, OB XS CRCE I . SNMP H b IP kAT H bR S84 FRAE ASA _Fis
ZME— . BEAS SNMP EHLHBERA NS HOCHH - 44 . ZEH6C SNMP FABIE, 157573 I snmp-server
host v % 5, Hifrts NMS EH A FRUERCE A 5 ASA IR UEAH UL AL .

\}

FR O OEZAETLLRIN 8192 & M. HiE, Hrpi 128 & H T M4k,

ASA FnE7} 10S B2 BRI E M E R
ASA 11y SNMP 55 3 Wit St /5 AR 75 T AN ] T X8R} 10S i) SNMP 2 3 i Sk i
o AHLG BRI RE S 9 ID Y AR E . AHLS 9 1D JZAE ASA Ji B sl G g 1% S A B
o ASCRPAE TR U7 4, 330 MIB 3 S A2 B
« ZEFPR LA R MIB: USM. VACM. FRAMEWORK A1 TARGET .
o TR IS FH IEA 1 22 ARt P R AL
o TRAZRZ TE A I IR P 2R AL
* {ii ] snmp - server host iy &I ASA FEIU LA fo 4 X SNMP i &

| e
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B swe gz nass

SNMP %%t H & iH R 1Rk

SNMP A= B 5 R 212nnn (IREH R85 H AW R . R 8 H G B m TR € 2 0 _ B4R E EHLE Y] SNMP
ik, SNMP [#BF. SNMP {58 F15K H ASA 5 ASASM F] SNMP Hi 3 (PR A

ARAGHEH BN FEE, SRS HSH .

\}

ER W SNMP R4 H G U R E R (£ 4000 45/F8) , I SNMP 481145 I8

MARSHE=TTH

A% SNMP SCFFIfE S, 1S LA T URL:
http://www.cisco.com/en/US/tech/tk648/tk362/tk605/tsd_technology support_sub-protocol home.html

A5 A 5 =77 T H AL T SNMP %5 3 ik MIB g 5., &ML URL:

http://www.cisco.com/en/US/docs/security/asa/asa83/snmp/snmpv3_tools.html

SNMP &£
AT AT SNMP 22 i 257 3 AL

W PR AL FEFNES R

* Kt SNMPv3 H TAEBF BB L R I, W SRAE W LR ST F0 5 VA T P B8 T AL % B0 B 4 W e 2 5
Wet%, WISNMPv3 RS S HI BB %o 250K SNMPV3 I F B8 I 2 s i/ 3 F B 4%
DA FH P S B0 e et s B8, W] AR B s B 7 (SNMPv3 H 2 Fgl & 6k
PEAETERE BE 4 L ANTIC B 2 OB F 0 40 ) o BT BN, AR R A T e
%\ snmp-server user usernamegroup-namev3 iy 4, B LI AR N % 7B 3K priv-password
EIGURI auth-password 126 52 42 21 H dis /46 FH 4

IPv6 M (FrE ASAEIS)

n] LB 1Pve L5k AC'E SNMP, LUME 1Pve EHLRERS AT SNMP i), HMIZAT IPve B 3 7%
B SNMP iili%l. SNMP AREEFAAH ) MIB CLiEATH 5%, LASCERE IPve J-ik.

IPv6 Firepower 2100 S

Firepower 2100 1217 % A FXOSINIKJZH#AE RS, H RN SCRFR & CBRIAD FIFE8i; S0
4 Firepower 2100 1% & A% & 5T G A2

GRS NI, L FXOS HHECE IPv6 & FE 1P Mulik. LU R /Rl & IPv6 5 F 82 LAY S«

Firepower-chassis# scope fabric-interconnect a
Firepower-chassis /fabric-interconnect # scope ipvé6-config

oo


http://www.cisco.com/en/US/tech/tk648/tk362/tk605/tsd_technology_support_sub-protocol_home.html
http://www.cisco.com/en/US/docs/security/asa/asa83/snmp/snmpv3_tools.html
asa-920-general-config_chapter2.pdf#nameddest=unique_60

| snmp
snwp e [

Firepower-chassis /fabric-interconnect/ipvé6-config # show ipvé6-if
Management IPv6 Interface:
IPv6 Address Prefix IPv6 Gateway

2001::8998 64 2001::1

Firepower-chassis /fabric-interconnect/ipvé-config # set out-of-band ipv6 2001::8999
ipvée-prefix 64 ipvée-gw 2001::1

Firepower-chassis /fabric-interconnect/ipvé6-config* # commit-buffer
Firepower-chassis /fabric-interconnect/ipv6-config #

H At AE
* FEBCR A T IBAT R GA S R H IR I -

o X} T 645 R ) Firepower 2100,  JGi%k%8 #i EtherChannel (% 7182 1, 3 HANS A o 2 11
FIBERE . SR E %A FXOS W a ] SNMP, NS F b Ihfie. S NANSZ 52 m ,

XTGBT B Firepower 2100, ANSCHRFFLAN 3 & D1 ASA FEBF: 725 JF} Firepower
2100 FXOS MIB Z#45H .

XTI AT 1) Firepower 2100, JoiyZEFe Wil AR5 R P45, HH HAE ASA HHAE N IX EETf
g BARERE. K, 5 7E FXOS BRELAR S PE 2% L E SNMP DU HIHLAG & FL IP 1T A& ASA

DXLz u
I ZIHA Cisco Works for Windows B Ath 575 SNMP MIB-IT A5 E ¥ W25 4 g 2 SNMP
B2 B sl 5 MIB .

* SNMP A7 fRil i VPN BEIE T HE 15 0] (management-access 4 ) - X T3&T VPN 1)
SNMP, FRATAIAEFR A1 F e H SNMP. %8 T0 75 i FH AR BE UG 10 ThAE R nf 26 R [l 382 11 F A
SNMP. FA[RI#Z 3EH + SSH.

ANSEFIETRLE D7 28], (H & VACM MIB 1] 45 W DLA 2 BRI 150
* ENTITY-MIB 7E 3 B Serh AT . 78 AR5 B St b 2O TF-MIB $iAT 8 ) .

* ENTITY-MIB X} Firepower 930041 H . #Hx, i H CISCO-FIREPOWER-EQUIPMENT-MIB
H1 CISCO-FIREPOWER-SM-MIB.

TR b, MEEH] snmpwalk % b 94% 0 (ifDescr) IFAE #351 E 55 K 42281k . ASA A#
FH—Fh Sk 2 SNMP 2r 1) ifindex 3o >4 ASA JABINT, F2 10K 3% ASA 132 L & I n 2 i)
Il P25 N 2 ifindex FH . ASINE] ASA UHTE: TS BN A ifindex R W 51 B HE T
N, MIBRECE M AL, AT AR R EEHT A B N U

7t snmpwalk iy 4 FF 4L OID I}, snmpwalk T HA##) 7 HFf 52 OID N T 28 B If R
HAH. Kk, EEAFERES NG miE, EIRE ssmpwalk iy 2 H$¢4E OID,

o % T AIP SSM B¢ AIP SSC A4 SNMP 45 3 o
o NI H: SNMP iR .
* AN E: ARP 5 B,

o AN HE SNMP SET %o

| e


https://www.cisco.com/c/en/us/td/docs/security/firepower/2100/mib/b_FXOS_2100_MIBRef/about_cisco_fxos_mib_files.html
https://www.cisco.com/c/en/us/td/docs/security/firepower/2100/mib/b_FXOS_2100_MIBRef/about_cisco_fxos_mib_files.html
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{i ] NET-SNMP % 5.4.2.1 i, {305 AES128 TN Bk A . A AES256 5% AES192 I
B SRR o

WAR G5 R FESNMP A T A —BUIRZS, W2 IUAT BC B2 AT

* X T SNMP 5 3 i, 2% L PP TICE : 41, H . EbL
* XIT Firepower 2100, il it 44 5 BE 4% 1L & SNMPv3 ), Jirf5 SNMPv3 2 #80] LLES i

o RMEEAIRAE AR E h AT .

* X} T Cisco Secure Firewall £, snmpwalk i &M E B 5t 561 FXOS mib.

FEMIBRALZ AT, b 20 DRIN R S5 i 2L SCIR B TAT L
FEMER 7 21, 25T DR AR IC B9 1% 1 ) 44 SRIBR IR M L

iR AR e A OR P RC BN B TR e AL, JF HAn RS2 4L 2 g0 34T 1585, )
WA BEMFPARAT LA 54 «

o AL R o
WAl 2280
s W TR AL .

ANSZREEN g F e AR R % MIB %% 4R H P Uil o
B i SR AR BE R BEZE BRIAH Read/Notify View F1 3R

LE5 PRG54 1 connection-limit-reached BB . T4 LB RE, 8 DA 204E Uik B 42 R 1 89 H
PR E 20— SNMP k4528 EHLo

o I AT LA 4000 & T, (B2, Hop{X 128 &0l TRl .

SCRFIEShAS W H AR S ECR 128,
T LU M 28000 G LR 7R A8 0 LA A 50 E L
T LCk AN P G BRI

* & LIAEA Y host-group fir & R E AR 5. yd)a > EHLA TR € M E 2 A H K

IS A PRS2

U AR ML B Tl AL B N, R Ge e Al e 10 LA P SR E I E R
BE ML

o EHUEREUAER T H T8 17 6 & 156 e 1741 .
* SNMP KIE I BRI BR B 1472 775,
* ASA SCRFREAMG 5L SNMP 45 2% B BF B HLECAN 32 Bl .- show snmip-server host iy 2 i Hi X i

INIEAERE ) ASA TGS TN, AR ASBCE K E L.
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HREHERR IR
o BHIRZRBCK B NMS A AN ZPR 0 SNMP JEFE, 1B AL R 72

ciscoasa(config)# show process | grep snmp

LR A SNMP (RS H S H E IR B R 7E ASA #5Hl 6 b, T A LR i 4

ciscoasa(config)# logging list snmp message 212001-212015
ciscoasa(config)# logging console snmp

LR SNMP JEFL IEAEAOR MR IR 6, 1SR LU T i 2

ciscoasa(config) # clear snmp-server statistics
ciscoasa(config) # show snmp-server statistics

LT SNMPv2-MIB (1] SNMP 4.
BRI SNMP £l (Ll ik ASA JFF5 M SNMP ERE, TEHIALL Fir 4

3

ciscoasa(config)# clear asp drop
ciscoasa(config) # show asp drop

.

U 2R NMS Joi i SR 5 sl RIERRALBER B ASA A NBAFF, VA8 20 G $eff o 1)
B, TR i

ciscoasa (config
ciscoasa (config
ciscoasa (config
ciscoasa (config

access-list snmp permit udp any eq snmptrap any
access-list snmp permit udp any any eq snmp
capture snmp type raw-data access-list snmp interface mgmt

) #
) #
) #
) # copy /pcap capture:snmp tftp://192.0.2.5/exampledir/snmp.pcap

© WUR ASA AHETUIIAT, TR AT LU R BRI < 1 2% 40 Fh AL B (1045 5L -
* X NMS BCE, BRI, ME R
R I O
T
5% 1D 2247
O VR A
* RIELF
show block
show interface
show process
show cpu

show vm

| e
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- EEER

o WS R AR AR, IR B LA R, TR (R SO AT show tech-support i 4 1 4 k1% 2
HE TAC,

W RA RV SNMP il T ASA 821, 0] Gl 75 Z48 A icmp per mit iy & VK HiZfE SNMP
RS 25 1 ICMP it .

W A H snmp-server enable oid Bt E T 5%, 7EHAAT SNMP @ JFRIERS, ASA K2
MEMPOOL_DMA il MEMPOOL_Global SHARED jthH () A 77455 Bl . X A it 4 3305 SNMPA]
KEJCPUMHFE FE AL, SELEAR LM, 11538 % ff F nosnmp-server enableoid iy & #8115 4% )5
L MAR DG OID. ZEFIRY, A f7 OID iR M| 0 715 .

MIRAE—ANE K P SNMPGET % K i OID #7481 ASP EFTHEU N, FFEEE 1 ASP
EFH s, XS SEHE SR CPU bR Rt, BT G e 2 08 2 1 | - Kss, Jf
FERAS T E A A SNMPGET SRIRHUX LEAE, LA/ %F CPU IS0 .

MIEZ N 5 ASA I ZAMG Heh L S SNMP I, 154046 w4 5 14 1] SNMPBULKGET 1 A
J& snmpwalk, DUEW/D 56 RIERECR . SRR TS S, 55 nT 8 4 SNMP ZER
R

Wk SNMP SRECH MY B (40 SNMPBULKGET) Wi SNMP 48 #i, ASA 45— 5 % & A
93 F (DF) A7, A7 EESRAEAS W 285 5 478 28 /0 SCRF PP G 1 B K AR S PR, (MTU) ASA. WRTEM
&P FRCE TR MTU, AR A T A8 23 A& =k 20 1 1A EL I 42 1l JE s (ICMIP) %4
Pl B2, BT DFALCBEE, itk ASA ANZEEAKGEH w2, A FE ASA S

Mo

BRI ) B, AT LB B ASA FERIEAS IR AR TR MTU, 4§ 2 AN SREGE KA &
SNMPBULKGET, B{# 7%/ SNMPBULKGET i3k H (it A/ o

* AREZHEEAFRRAE R, S LN URL:
htp:/Avwwicisco.com/c/enfus/support/docs/security/asa-5500-x-seties-next-generation-firewalls/ 116423-troubleshoot-asa-snmp html

fic & SNMP

AT B e & SNMP.
UK

L1 )3 H SNMP AR SNMP JIlR55 45
S22 BE SNMP [EEE.
$£IE3 FlE SNMP 5 1 MUAIES 2¢ iRZ Bl SNMP 2 3 RS,

oo


http://www.cisco.com/c/en/us/support/docs/security/asa-5500-x-series-next-generation-firewalls/116423-troubleshoot-asa-snmp.html

| snmp
rarm snmp k2 smp R 2

J=2 F SNMP {X327%0 SNMP Bk 5523

Y558 FH SNMP AAHEFIT SNMP RSS2, iHHATUL T 5%

71: ASA L3 ] SNMP ARHAT SNMP il g5 4% BRAEOL T, SNMP fikssds i H .
snmp-server enable

T

ciscoasa(config)# snmp-server enable

i & SNMP B Fi
TE¥E € SNMP A A= Bl 48 g B3 DA S el L 82 91 K2 3 NMS,  IEPHUTLL R AP
A\

AR P SNMP 8RS HIG P, SNMP SERE il e il AR M 2 i 2 B8, SRS
e WURBEILAGIEIR . RIEEMTREGE, ATLLEREHA ] SNMP ARS8 HSEPE. B,
T Ak 5 B AR 28 H S BB G0 .

B ABERE . BEBEHE S 2T A B BE A% 2 NMS.

snmp-server enabletraps[all | syslog| snmp [authentication | linkup | linkdown | coldstart | war mstart]
| config | entity [config-change| fru-insert | fru-remove| fan-failure| cpu-temperature| chassis-fan-failure
| power-supply] | chassis-temperature | power-supply-presence | power-supply-temperature
|1-bypass-status] | ikev2 [start | stop] | cluster-state | failover-state | peer-flap | ipsec [start | stop] |
remote-access [session-threshold-exceeded] | connection-limit-reached | cpu threshold rising |
interface-threshold | memory-threshold | nat [packet-discard]

TP

ciscoasa (config) # snmp-server enable traps snmp authentication
linkup linkdown coldstart warmstart

M A T OB R G H S B N B S BINMS . BRI & O 5 FH BT SNMP ke, s
Bilfr7s . AR HE, 5 H no snmp-server enable traps snmp fiv %

e
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R b 2 AR E BABEE A, WIERIAY syslog FalF. BRIATELL T, <3 /5 syslog k. BRIA
SNMP [ [F Bt 4 H R M BFAREL R H -

575 B[] I L & logging history fiv4 il the snmp-server enabletrapssyslog fir4 4 e W\ &4t H & MIB
A b B o

PR SNMP FEBIFIIER R T, 54871 clear configure snmp-server 4. ERINTE UL F S22 Tt
HAB BRI

AR B S rh ] A B
* connection-limit-reached
* entity

* memory-threshold

DGR I B 50O RGN serh W ELE B I O A B B B -
* interface-threshold

PR BT, AT Fefb f BF A B S A SR AT

config KBk i ciscoConfigManEvent 8 %151 ccmCLIRunningConfigChanged JB %1, i Hifd B i
Je a3 AL X EESE K o

WA CPU A I KT Biriic B P P e B B 8, R St 27K cpu threshold rising [ -

HOH RGN R AAAE RS RGN 80% N, RETo W B 5t b 2L ik memory-threshold F& B -
XTI A S, SR E R S S WAFIL BLE RS NAF T 80% I 2 it f Bk«

FELCPAREANE H T RS Y S A 2 AR BRI OGS A s IR L BB T TR IR A . ol
* Firepower 1000 R %1 AXZFFLLF SEARF4PE: chassistemperature. config-change Fl

cpu-temperature.

TR
SNMP A W48 o AR I8

i E CPU EFAXHE

HRCE CPU MR B, AT LR D BR:

ey CPU BRI 1 M 42 0T B 1
snmp cpu threshold rising threshold_value monitoring_period

oo



| snmp

mayeznmE [

Tl

ciscoasa(config)# snmp cpu threshold rising 75% 30 minutes

FEE BR BAEAD CPU 8 TS W A Ta], 548 T b a2 10 no 1. K Ad & snmp cpu threshold
rising fir4, e B AR 00 (R BRI R B 70%, s S B 28 0 P RN R 8 3E 95%. BRI W 2 10
BN 1 05,

155 CPU B 0 Uh ZARFFAE 95%, JoVARLE . 1 CPU BIE A SUREIE A 10% 2] 94%. Wi
WA UETE L 1 3] 60 434k,

BeEYEEOMME

LR EY B L BE, THRAT LU DR

fic & SNMP 4342 111 118
snmp interface threshold threshold value

i

ciscoasa(config)# snmp interface threshold 75%

TR SNMP )bz L B, WA by 210 no B BIE 2 X0 2 1 56 R AR 1 4 Ee
HRBETE L 30% 3] 99%. ERIAEN 70%.

snmp interface threshold iy &\ 7E & B St T

PR A IS DUAE SRRTRI 2 BN 2 B A%, R G S rh A BT 1 R B A P Sk ik . L)
BB LTk SR (A A O o

B E SNMP k7K 1 Sk 2¢ BI S48

LNCE SNMP 28 1 JRELERS 2¢ FRINSHL, WHHATEL R AP ER:

LB F5E SNMP AN FECE, $5m NIL AL RGP EE T, JFRAIAT LLEH: S ASA [ NMS 5 SNMP 4

BRESHI A FCAN 1P bk .

e
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B s snmp i 1 stk 2c 054

FTIE4

{interface hostname | ip_address} [| ] [community-string] [ {|H /44 }] [% 1] snmp-server host
trappollcommunity versionl 2cudp-port

i

ciscoasa(config)# snmp-server host mgmt 10.7.14.90 version 2c
ciscoasa(config)# snmp-server host corp 172.18.154.159 community public

ciscoasa(config)# snmp-server host mgmt 12:ab:56:ce::11 version 2c

trap JCBET A NMS BRI ARG, poll SSBE -]k NMS BRI UG TER (B o BRIA
FEULT, SNMP FEBEC . BRIMESL T, UDP % 162, FHX Z45F & ASA 5 NMS 2 jalfrdt
T B AN KON, KERZ 2R . ARV AR BRIAEX
FAFH A publice ASA # IS PR 58 A2 NI SNMP 35 K GG 8. Biltun,  Bn] DU R AL X 74
SRR E A, ARJE AT R A R L ASA MBS . ASA f FHIS E MR 8, IF BAS R,
B TR D AR R s SR A Y o (EE, D1 S SNIMIP A 458 Tl e A B L AN R 12 W 1, R
T ASA BUFAEIX EAF B B AT BEATAC U . AEAE DI AR R AR5 B, WA &4 (il CLILL
ASDM. CSM %) (U inZ . W SCE AT W I RFLX FRF RG24 H ASA B &
BN BRI SOE .

KT T MEBERIESR (B [SNMPRRAS . version (X S VR A BT A 5 iR 45 258 15

FAEYN N snmp-server host fiv & Ja R MCEBE, 1EH DR ASA _EBCE 1 FEIEAN R 1) FEUE K AL B NMS
Mal:u) D

WENAES SNMP 25 1 RRERE 2¢ WAC G A H B AE X 455 R
snmp-server community community-string

i

ciscoasa(config) # snmp-server community onceuponatime

a4

TN AT IR IR AT (L, @, #, 8, %, N, &, *,\) fEAEIC AR5 R . 0%, AR A R G i 1)
RE LR B TR IR 74T W e REUEAPGTR . B, [ORHEE () BURBNH SUPARE, ANAEAEX T
R e AE T

BEE SNMP JI 55 307 B 5K R A S

snmp-server [contact | location] text

T

ciscoasa(config)# snmp-server location building 42
ciscoasa(config) # snmp-server contact EmployeeA

text ZHFE IR N B ASA REEHRAMIA TR MIRX KNG, RE AT 127 PR Wad
B, HZANERCRAE A

PEE SNMP i 3K 40T Wr it 1 o

oo
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mE snp 23 tnss [

snmp-server listen-port Iport

T

ciscoasa(config)# snmp-server lport 192

lport 25U 52 A A0 SR 1 o BRIV G 14 161. snmp-server listen-port iy 4 {74 B 5
R, ERGEE SRR . a0 A Er A A b e B RC E snmp-server listen-port 74, & 4¢
EATPIND S ) S8

The UDP port port is in use by another feature. SNMP requests to the device
will fail until the snmp-server listen-port command is configured to use a different port.

WH SNMP RS Fraiem (&5 60 Fb—) , ERmw O el H, g e T, NeskH AR
4 H & %ASA-1-212001.

B.E SNMP 55 3 hREY S

UK

LACE SNMP 25 3 JRINSHL, HHATEL RV ER:

$E1 {5 EN LS SNMP %5 3 JRECS 1% FH 103 SNMP 4.

snmp-server group group-name v3 [auth | noauth | priv]

T

ciscoasa (config)# snmp-server group testgroupl v3 auth

M B X PR, REEe AN AT 5 D2 SR MU IE I & AR AN AN — DN RIRES 1
B2 A, — R 2 BRI e AR . auth S5 n] 3 B (08 43 56 1F . noauth ok 7%
TR AT EE A S AIE BN 35 . priv e 7T B A s R A A . auth B priv ¢y
AFAEBRNE

AAXHEE SNMP 55 3 fiBC A5 1 1K) SNMP 4 e E08T I /™ o

snmp-server user usernamegroup_nameva3 [enginel D enginel D] [encrypted] [auth {sha| sha224 | sha256
| sha384} auth_password [priv {3des| aes {128 | 192 | 256} } priv_password]]

i

ciscoasa(config)# snmp-server user testuserl testgroupl v3 auth md5 testpassword
aes 128 mypassword

ciscoasa (config) # snmp-server user testuserl public v3 encrypted auth md5
00:11:22:33:44:55:66:77:88:99:AA:BB:CC:DD:EE:FF

e
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username ZHUEJE T SNMP AAH I EHL EH P 8RR H BN 32 N7 ARl
Bk AMARAIEARE. . CRRIZ 0 (W8 @ UM M- GEFFF) .
group-name ZHUEH P ITEIMA R B FR. v3 KRB AT SNMP 5 3 i it it
encrypted. privAl auth JC8#E7 . enginel D JCBE & nI L, wIFR @ TACHUAL F 7 190 5 0 50 1
nEE {5 S K ASA 1 enginelD. enginelD Z A48 72 H A ASA enginelD.
encrypted JCHE T F i IS S B RS o Ina E Z00 2 LR BER
o WAUE NSRS
o WL E I /b 8 NERF, % 80 AT
o WAL B BRI DU 5T ~ 1 @A% &0+ N <>/
s AMIWUELURFS: § CGEuufis) 2 (n5) 8= (85) .
o WAL 2D S AR AT
o MM E L 2 E LB BUR BT BT R B, AR 123457 A DU IR TR, AR
“ZYXW” AE AT WA G T AR GREFART 4 2 6
FF) 5 DU LA A 2 R
Pk o3
FEAL IR I 38 B0 gk A R BN T B TR, RGN H B I S i s il - R v . i,
abed& 121 K B AUAG A R, {H abed&125 23,

auth SR8 2 NAE T 105 486 1iF 4250 ( (sha. sha224. sha256 B sha384) . priv o445 & i
FRA . AFALE auth B priv SCHETF BRI S 1 BRI .

XTI, ATUARE 3des il aes KHE Y. ML FT LAFR & AL HI ¥ AES I ST As: 128, 192
8 256, auth-password ZH45 € L iy ikl J7 %5 . priv-password 2244 i€ %5 FH ;36 o

WIS, WGV R, AT E o ] DU e A SO A A AL 2. AN
BRI O FH P SRR I Sy AIE 590 (SHA. SHA-224. SHA-256 5{ SHA-384) AULHL. 4]
PECE Bon et G Eal B AR (i, JREhECE SO I, 3628 o A AL 5 40 50 UE R B AL
LM ARACARE R, (ZFE ARG o B NENKEN 1 AN FRECE 2R (B2, B T2
JRER, FRATTE A FH 22D 8 SR A4

¥4 SNMPv3 HI T A sl il S 4 RS I, a0 AR 6 BT TV B8 VA TN 1) B A A o5 sl O 4 g s i s 14
£, M SNMPv3 H A I ZNR % 20K SNMPV3 P ST I B 45 il = e e, DA
W SRR R s B, W DUEBAE R & LI (SNMPv3 7 FIALE TCVEAE 4R AL
Pt A NECE G 2 TR B o EORTECE RN, JriE R el 3 & B Ausername
group-namefii 4, BH AR R/ T B 4% L% A priv-password & JiUFlauth-password i 10 (s 7
A . snmp-server user v3

WA/ A LA encrypted SCBEFHIA T, RGURK 2R —4RTIRH R, L A11E SNMPvV3
M P AN A AT I B ARG 7R R I RIS BRI SNMPv3 H P 4 fin 4.

fun, A o Y IR i & (R 2 B B A

ciscoasa(config)# snmp-server user defe abc v3 encrypted auth sha

oo
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c0:e7:08:50:47:eb:2e:e4:3f:a3:bc:45:£6:dd:c3:46:25:a0:22:9a

priv aes 256 cf:ad:85:5b:e9:14:26:ae:8£:92:51:12:91:16:a3:ed:de:91:6b:£f7:
£6:86:c£:18:c0:£0:47:d6:94:e5:da:01

ERROR: This command cannot be replicated because it contains localized keys.

B, e B R S L IHERC & A7 AE snmp-server user i 2 DL F A2 808D -

ciscoasa (cfg-cluster) #

Detected Cluster Master.

Beginning configuration replication from Master.

WARNING: existing snmp-server user CLI will not be cleared.

FeE SNMP AT o Frm ML ACRE FEBF I 11 . #f e v] LLERE 2] ASA 1) NMS B SNMP 5 2
PR 42 TR TP Hbdk

snmp-server host interface {hostname | ip_address} [trap| poll] [community community-string] [ver sion
{1] 2c| 3 username} ] [udp-port port]

TP

ciscoasa(config)# snmp-server host mgmt 10.7.14.90 version 3 testuserl
ciscoasa (config)# snmp-server host mgmt 10.7.26.5 version 3 testuser?2
ciscoasa(config)# snmp-server host mgmt 12:ab:56:ce::11 version 3 testuser3

trap JCBE I NMS BREACERICERE . poll JC8E Tk NMS BRGSO G R (Beif)) o BRIA
UL, SNMP FEBEC . BRI T, UDP 314 162, #HX 455 i: ASA 5 NMS 2 jal [t
I B AR KNG L, B2 RN E . ARV BRI X R
H o publice ASA i LS B 32 14 N[ SNMP 5 K2 A 2. Bilin, %n] DU A AL X2 7 H ok
e A, ARG R R IR E ASA A NMS. ASA {8 E M7 8, 3 HAS R8T
FED AT R R SRAE .. AEAE N2 AL X A7 R S, WA & 48 (Flln CLI. ASDM. CSM
) AU INE B WSCEM AT W N AL R R AR ASA AR SN 1 — B2 1
g

JEE AR E T T FABERIE R (B ISNMPRRAS . version (X Se VR FH BT Fi A 5 1R 4% 2830 45

7E ASA Lt E SNMP 55 3 iR LN, F P a4 1% B Rk,

LLEAS I snmp-server host i Ja FRREARE, 5 OR 18 ASA B G ¥ SEUEA ] (1 FEUE K C B NMS
R

BCE SNMP I 5% A B mpe 5 A5 B
snmp-server [contact | location] text

IR

ciscoasa(config)# snmp-server location building 42
ciscoasa(config) # snmp-server contact EmployeeA

text ZHFTE IR N B ASA ARG T RMIA TR MIRX KNG, mE W8 127 7. W id
M, AHZAERORGE —DH

HIBG UEE SNMP 15K (AT 1 .

e
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snmp-server listen-port Iport

T

ciscoasa(config)# snmp-server lport 192

lport Z5Ue 52 A A0 SR 1 o BRI 14 161. snmp-server listen-port iy 4 {74 F 1 5
R, ERGE SRR . a0 A Er A A b s B RS ¥ snmp-server listen-port 74, & 4¢
EATPIND S ) S8

The UDP port port is in use by another feature. SNMP requests to the device
will fail until the snmp-server listen-port command is configured to use a different port.

WH SNMP RS FrEie ) (5 60 Fb—) , BERm O el H, g e T, NeskH &R
4t H & %ASA-1-212001.

CEH A A AR H P SNMP HI 413, IEHAT BL R AP BR:

il & SNMP 314 .

snmp-server user-list list_name username user_name

IR

ciscoasa(config)# snmp-server user-list engineering username userl

listname Z43 & T IR A RR, KEZRT LU 33 N74F. usernameuser_name JCHE 7/ 2 K00
feE e A& al LARCE ] . 4] snmp-server user username T Bl B A0 R T
DAEAEHI /2 SNMP 2 3 iS00 i dn & A T . HI P IR 2 A, IF Hfgs A4
ol TP ik FE ORI

R PS5 MR &K

TR B R AN B R T AL R R R AR SR, 1 BT LR D R

oo
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wizsume I

K FH P F R AN P B0 ) 2155 P 238 X B AT DR IR

snmp-server host-group net_obj_name [trap| poll] [community community-string] [version {1|2c| 3
{username | user-list list_name}] [udp-port port]

ﬂ‘ﬁu:

ciscoasa(config)# snmp-server host-group inside netl trap community public version 1
ciscoasa(config)# snmp-server host-group inside netl trap community public version 2c
ciscoasa (config)# snmp-server host-group inside netl trap version 3 userl
ciscoasa(config)# snmp-server host-group inside netl trap version 3 user-list engineering

net_obj_name Z #4752 1 ) BT 7 415 2 SRR 1 2006 S A4 TR

trap SCHE AR E HBEAIERERE, I HA VRt EAL CReif)) o BRAEOL R, SNMP BBk 1A
HPIRZS

poll SRHE 4R SaVF S BN CReifl) , (EANBERIE BT

community S EFEE K 0 NMS (iR T5 ZAEBOIAZA/F 8, 50 2R ik i% 2 NMS (1 B B i 75 22
BN FR o BRI OB 7 T SNMP 55 1 ARERSS 2¢ . community-string 2545 & 251
TR R, ST R B A R IX e 75 NMS R ig sk k. X A5 2 L

32 NEFF.

version JCEE K SNMP Tl A1RAS B E I IRA 1. 2¢ 88 3 U T RS MBI 2GRk (HED . BRiA
JRAA 1o

username 2545 & I AEAE ] SNMP [lA 3 B 7 4 FK o

user-list list_name JCHE /S 400 H 2 H P SR 4 FR

udp-port port JCHE /2O ¥ e 26 250K SNMP Pl i 2B DA 1 E 1) NMS LI 15 1% NMS
FHLIK) UDP % 5. BRI\ UDP i H 2k 162

542 SNMP

WS LRI SNMP [Fr 4
* show running-config snmp-server [default]
Uiy A 1T R AT AT SNMP 45 85t B 45 5 -
* show running-config snmp-server group
a4 ml o~ SNMP 4t & 1 E .
* show running-config snmp-server host

B2 AT 2Rt SNMP T $4 1) A 326 3328 1 S HILFR 7 JE R T80 60 PO TG T VR

e



| EE

* show running-config snmp-server host-group

M4 n] s SNMP EHLAHACE .

* show running-config snmp-server user

a2 SNMP ETH PN E X E .

* show running-config snmp-server user-list
A B SNMP H P 31 R
* show snmp-server engineid

B4 n) g R BTG & 1 SNMP 544 (1) ID.

* show snmp-server group

P T2 7s CRCE A SNMP AL FK. Wk Al EAL P4 i, IIERIATE DL N e 2>
BIRPIANEANI A . AT NIRRT

* show snmp-server statistics

4] B R CUEC E ) SNMP R4S 234 1E .

snmp-server statistics fiv4

* show snmp-server user

ey n] g R CUlC 1 AR AE

5

PAF 75 i i i e] (.78 SNMIP iRk 55 a4 vt &L«

ciscoasa(config)# show snmp-server statistics
0 SNMP packets input

0

O O O O O o o o

0

Bad SNMP version errors

Unknown community name

Illegal operation for community name supplied
Encoding errors

Number of requested variables

Number of altered variables

Get-request PDUs

Get-next PDUs

Get-bulk PDUs

Set-request PDUs (Not supported)

0 SNMP packets output

0

O O O O o

Too big errors (Maximum packet size 512)
No such name errors

Bad values errors

General errors

Response PDUs

Trap PDUs

PATR 7 B 58 W 0] St 7 SNMIP IR 95 43 AT G .«

ciscoasa(config) # show running-config snmp-server

oo

LT SNMP U8 8 %

SNMP |

, A clear
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no snmp-server location
no snmp-server contact
snmp-server enable traps snmp authentication linkup linkdown coldstart

SNMP =45
TARAE T AT HAE TS SNMP A B2 2% s

SNMP 2 1 hE#0 %8 2¢ bl

R T ASA T M IEE T E ML 192.0.2.5 HE0 SNMP iR, (B AN A 4EA] R ML R IEAR (]
SNMP #4t H iR

ciscoasa(config

( snmp-server host 192.0.2.5
ciscoasa(config

(

(

#

# snmp-server location building 42

# snmp-server contact EmployeeA

# snmp-server community ohwhatakeyisthee

ciscoasa (config

ciscoasa(config

)
)
)
)

SNMP % 3 hfy

PHIES T ASA QT4 SNMP A 3 22 eI SNMP 355K, 3% 205K BIEA W R e 1
Fee 4 S ML

ciscoasa(config) # snmp-server group v3 vpn-group priv
ciscoasa(config) # snmp-server user admin vpn group v3 auth sha letmein priv 3des ciscol23
ciscoasa(config)# snmp-server host mgmt 10.0.0.1 version 3 priv admin

SNMP 847 183K

%= 7: SNMP Hy[77 S£iB 5%

TIRE &R FRZA | AR
SNMP 55 1 RIS 2¢ hie 7.0C1) | I W SCHE DX 45 B /E SNMP RS 2% 55 SNMP AR B ) A4 Bcdfs e 2

i ASA W25 I 2 K S AEAE B

SNMP % 3 X 8.2(1) | Aydp e A A M52 3CRF 2R SNMP 2 3 hitd fit 3DES 5 AES fi
RIS EE . EAHFH USM,  MERRAR R VFBCE A 4URENLLL R S 56 3F
FRAE . BEAN, BRRRASIE SR VFRHCFERT MIB X % 0E47 05 i, JF A5
HoAth MIB 32,

SIANEEH T L Fir4: show snmp-server engineid. show snmp-server
group. Show Snmp-Server user. SNMp-Server group. SNMp-Server user
snmp-server host.

| e
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SNMP |

TIREAFR

(TS

152 AR

ELYIES

8.3(1)

SCHRFRRG N o

B2 T LR fir4d: snmp-server community £ snmp-server host.

SNMP [ BfF1 MIB

8.4(1)

SCRFLUT HiAth I8 7. connection-limit-reached. cpu threshold rising.
entity cpu-temperature. entity fan-failure. entity power-supply. ikev2
stop | start. interface-threshold. memory-threshold. nat
packet-discard. warmstart.

entPhysicalTable R 5 (& /&% U FRUEFIAHSCALIFRI S H .

HHFLL N HoAls MIB: CISCO-ENTITY-SENSOR-EXT-MIB.
CISCO-ENTITY-FRU-CONTROL-MIB. CISCO-PROCESS-MIB.
CISCO-ENHANCED-MEMPOOL-MIB,
CISCO-LAL7MODULE-RESOURCE-LIMIT-MIB. DISMAN-EVENT-MIB.
DISMAN-EXPRESSION-MIB. ENTITY-SENSOR-MIB. NAT-MIB.

SCRFLL NI BEBE: ceSensorExtThresholdNotification.
clrResourceLimitReached. cpmCPURisingThreshold. mteTriggerFired.
natPacketDiscard. warmStart.

SIANBEM T L Fr4: snmp cpu threshold rising. snmp interface
threshold. snmp-server enabletraps.

[F-MIB ifAlias OID 37

8.2(5)/
8.4(2)

ASA ILZESZ#E ifAlias OID. WU IF-MIB I, ifAlias OID ¥ & N
2 1 I W R .

ASA g5 1EL (ASASM)

8.5(1)

ASASM SZHF 8.4(1) AL P MIB RIfaARE, (H LU I0H Bk
8.5(1) AN SCHF 1K) MIB:

* CISCO-ENTITY-SENSOR-EXT-MIB ({¥ 37} entPhySensorTable £
NHRSD .

* ENTITY-SENSOR-MIB ({37 #F entPhySensorTable 41 H1 % %)
* DISMAN-EXPRESSION-MIB ({X 37 #F expExpressionTable.
expObjectTable Fl expValueTable 41 R4 %)
8.5(1) AN SCHF I A -

* ceSensorExtThresholdNotification
(CISCO-ENTITY-SENSOR-EXT-MIB). BLFEBF A T Hi b . X
Ji AT CPU L g4k

* InterfacesBandwidthUtilization.

oo
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snwp e ies ]

ThEE AR RRA | iERA

SNMP [l 8.6(1) | % HF ASA 5512-X. 5515-X. 5525-X. 5545-X 1 5555-X (LA T HAth 5%
HBE5: entity power-supply-presence. entity power-supply-failure. entity
chassis-temperature. entity chassis-fan-failure. entity
power-supply-temperature.

BT LA Fair4: snmp-server enable traps.

VPN X MIB 9.0(1) | &St 5 7 LA () CISCO-IPSEC-FLOW-MONITOR-MIB.my MIB k57
R — AN T Rg.
t.oh ASASM Jii HHILAR MIB:

* ALTIGA-GLOBAL-REG.my

* ALTIGA-LBSSF-STATS-MIB.my

* ALTIGA-MIB.my

* ALTIGA-SSL-STATS-MIB.my

* CISCO-IPSEC-FLOW-MONITOR-MIB.my

* CISCO-REMOTE-ACCESS-MONITOR-MIB.my

Cisco TrustSec MIB 9.0(1) | &N T X LA MIB (132 #F: CISCO-TRUSTSEC-SXP-MIB.

SNMP OID 9.1(1) | Sl I FLANHT ) SNMP 4 EAE R 5 255 OID Sk HF ASA 5512-X.
5515-X. 5525-X. 5545-X Fl 5555-X.

NAT MIB 9.12) | %7 cnatAddrBindNumberOfEntries fll cnatAddrBindSessionCount OID
K FF xlate_count 1 max_xlate_count 4k H, #14T ;oi/F#i ] show xlate
count iy & HEATHE

SNMP FHL. EHAFIH 5% 9.1(5) |4 Z v LAV N 4000 5 EHL. SCRFIMTESNE ) H AR 0 128, & nI LUK
SE W 480 B ULFR R EEARN IR EHLAL A L. BT LA S5 —
& EHLRIE
FINBEM T LA Fird: snmp-server host-group.  snmp-server user-list.
show running-config snmp-server . clear configure snmp-server .

SNMP 3 5K/ 9.2(1) | SNMP I B /MBI KK 1472 775

SNMP OID #1 MIB 9.2(1) | ASA BL{ESZHF cpmCPUTotalSminRev OID.

ASA Virtual SAE A= A 2] SNMP sysObjectID OID F
entPhysicalVendorType OID H.

CISCO-PRODUCTS-MIB #! CISCO-ENTITY-VENDORTYPE-OID-MIB
OV B R SZFR BT ASA Virtual “F 5.

OV I T W 4% VPN 2 nl e 48 F 5 08T SNMP MIB.

e
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SNMP |

TIREAFR

(TS

15t AR

SNMP OID #1 MIB

9.3(1)

£ 4 ASASM ¥§iI CISCO-REMOTE-ACCESS-MONITOR-MIB (OID
1.3.6.1.4.1.9.9.392) 37§,

SNMP MIB F[g

9.3(2)

CISCO-PRODUCTS-MIB FiI CISCO-ENTITY-VENDORTYPE-OID-MIB
WO H, LLISCEE ASA 5506-X.

ASA 5506-X TAE A58 iias in 2 SNMP sysObjectID OID Al
entPhysical VendorType OID &,

ASA BLESZ FF CISCO-CONFIG-MAN-MIB, ‘B BE 5T L T #15
o TIRC AR ER 4.
© FEISATHCE R AR T B AT NMS.
o PRERS b RO R A AT I B AR G (R I )3
© PRERAT A I HARTE S, B, SOliELNE BTG YR

BT A N4 snmp-server enabletraps.

SNMP MIB F B

9.4(1)

ASA 5506W-X. ASA 5506H-X. ASA 5508-X Al ASA 5516-X C\1F N ¥
7 AN I 2] SNMP sysObjectID OID 5 entPhysical Vendor Type OID & H1 .

AN S SNMP JIR 45 2% B BIF T 1 50
ﬁ FE%J

7 19.4(1)

ASA S FREAMG FSZ R IR 1) SNMP AR5 2% FaBF E A%, show
snmp-server host i &% AU R IEAEAE W) ASA (RS AL, DAL
Be B =ML

Bk T LU R4 : show snmp-server host.

RN T T ISA 3000 [F152 8

94(1225)

WAL, SNMP SZHFISA 3000 /i & 51 . AN L1 G ¥ 00 138 OID,
snmp-server enabletraps entity iy CUE SO U FE BT AR &
|1-bypass-status, IXAFH SCHRFREFF 55 RS L

BT LU R4 snmp-server enable traps entity .

1F CISCO-ENHANCED-MEMPOOL-MIB
H 3 £F cempMemPoolTable

9.6(1)

IAE 3 CISCO-ENHANCED-MEMPOOL-MIB [f] cempMemPoolTable..
X ANNAE, BT R LA SRR H .
CISCO-ENHANCED-MEMPOOL-MIB 1 [1] 64 71140 2%, I H 3 FHR S
RAM #il 4GB )V & LN AT .

HobFH At B 8] B0 (PTP) 32 4% E2E i W]
I e =0 MIB

9.7(1)

AR S HE 5 E2E 3 W Bl 6] B (1) MIB.
R
N3 FF SNMP get. bulkget. getnext Fll walk £/ .

oo
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snwp e ies ]

INREBFR R | iR
H: T IPv6 (] SNMP 9.9(2) | ASA ILESZHREET 1Pv6 ) SNMP, HIEIE T IPv6 5 SNMP JIR %421

i, ARVFEIL IPv6e AT E W FIRERE, LU SZREIAT MIB i H IPve
Tk AN T LLUR E K SNMP IPv6 MIB X%, 41 RFC 8096 H1 ik .

* ipv6InterfaceTable (OID: 1.3.6.1.2.1.4.30) -

15 B

RN IPV6 B I

* ipAddressPrefixTable (OID:1.3.6.1.2.1.4.32) - 41,5 f L SEAR SR KN ) e

EEEIE &

* ipAddressTable (OID: 1.3.6.1.2.1.4.34) - £, 5 524445 UM 5L -1k

= H

H/Ghvo

* ipNetToPhysicalTable (OID: 1.3.6.1.2.1.4.35) - £07 )\ 1P Mk 214y

Huhk RIS o

B aAE a4 snmp-server host

iR

snmp-server host-group 4 A3 £ IPv6.

SCRFAE SNMP i A% A1 1 )R AR
A A AN EUT AP ST B 45 2R

9.10(1)

VIS CPU BRI T, S mT USRS HTAZE T L SNMP 7 % #4F:

WCEE AR T A A7 A 2 A A7 e v Bt (1 A

B ME T4 snmp-server enable oid

SCRFALE SNMP 5 A% 38 4E 18] i3 H AAE
A WA EH NG THE B 458

9.12(1)

i, CPU S A BE 5, 4480 LU I RIZE Tl ok SNMP a7 A% #4F

e R AR T A A7 A 2 A A7 e ot (10 A

HAE AT v 4>
SNMPv3 & 4 5iE 9.14(1) | BitE, &0 LIf FH SHA-256 HMAC Z&3iF FH 7 S 43 .
PB4 snmp-server user
XFT0.14 (1) +H i st ik,  |9.14(1) | ASA F 5 H 2RI =2 SNMP % 7 uity 5 | = 550
ASAANTTE H X AR I ZESNMP 2 b
51 R .
W Lk A A] VPN #3E4T SNMP 4611 9.14(2) | 6 T3 3k sk A fA] VPN BT 224> SNMP 5616, 54440042 11 1P Hulilfu,
B AE 0 w7 i) 22 TR A S VPN L 840
REEDOE 9.15(1) | X}FAEH 64 Mt Ee 2 &4, 3 CISCO-MEMORY-POOL-MIB OID

CISCO-MEMORY-POOL-MIB OID [ 3%
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