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FEASAVFANIERCE S, BOAELL T, REAEPT B LR EERVF e, SO REAETR Bl LR
BREVFAT . %M B E BB A, (HIEE VA T I bm&?%ﬁMu,Aﬁ&%
BERGA U RVFATIE . XLV AT UERE SR A5 A AR B S E S ARV P E, RS VPRt 2
GATAER R Vet b, AR A e % A P e s AT o A8 ANV TSR AR % LUy ot
TR B

o St — R G B AR S IR SS BT RN IERR VAT IE .

o o - HAAR e MRS st SR VP riE . BUATSOL T, JEMTVFAREa s 2 MR, JFA
RET PSRN b RS BEAE AO TRV AT (RN B2l et RS SRl e (B L R TR 1k
TREERVFAHET RS R Bl

o IAEEERER A 6 /) Cisco Secure Firewall 4200, ﬁEtHﬁFTIE@,% 2GR RN H 6 6%
o PR EEVF AT IR Dk R SIS 12 M5t & E%I%Jm%i%;ﬁﬁkﬁaa~/\@/* 20
TS VFATE. Rtk G BARREF T uE s 32 M 5t BTG R4 250,
R & VIR B 2 VT 250 ME 5t 32 /\f m?’fﬁﬁ@%halﬂ Wo PR, ST DUAE
# ERCE R 2 32 MR B G Bl veA i O E A R AT 32 M S

o AEEERETP A 3 4 Cisco Secure Firewall 4200 ﬁﬁ:LH—TLE’EH%Z MER A E 3 8%
% DAL I eV AT E R R L HE 6 MG 5. BAEE R & RN E ML 250 A4
TSV Bk, RBAIIRFEV nIER S 256 MG, BT — & B r & Wiy
250, WPERAJGVFTE 2 foVF 250 M5t 256 M solE it 7UepREl ik, EAmr el
TR R % ERCE % 250 ME st &G e A&l o i S S oA 250 ME . 76
PEAFOU T, HRERE e 45 1 SoV/F R SN 244 M 5.

* SRNE (3DES) - WA AR RENK ) RARAF IR A AL, (5 Cisco LA SVFREMEI BRI, &
A LTS a0 S VEa uEas I B K o A PR e A A SR UL VE e, O HL i TR RIE
Re, Mak&BEHE.

WAL FE ORI, OB AP e A AR AT IR A I VF AT IR . IR 2 A7 IOV P UE G
YRR BBV AT ém%ﬁ%m%ﬁﬁﬁﬁm%E%MA%ﬁE,E%ﬁﬂﬁﬂ&%ﬁﬂw
BB AR BB OZ VP TR B, W SR P AT AT RV R AE, U080 5% O VF R UE R
TR IURZ . PREE BOVF TR 2800 0 30K, WW%bT%m@@LF%&T%Aﬂ%*
TR TOIE R T EERF PRV W IE A Dh BEREAT LB S O S IERAEAS A2 . O BB S BERR 35 10k
B BRI LGSR, HEIVF ARG RN 1k AEXS VR AN IR SR T Se B AR B 2 iy, et gt
ATHCE S WA G BB AR, AT AN B P ER 42 B AT I BB & IR
JEHSE, ST B AEAR SRR B & L OB SR SV AT

W SeEmer e
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asav & AsA 2657 E

KAVFAIE T B
X RAVFATIETEY A 20 OB B 2 i by R LA SR S VR AT IE S

ASAv B ASA S BHIF AT IE

BRI ETE 3 E AR FAA HE bR
F 3 145 T B R] AR 4 ek iV vl SE R ) PR SV T IR o BRAT TR ISR S F SR TR 2 i FH 4 ) IR 55
X G BEREATVRRT, ot IR VF A AN UC LA 1) 8, A5 FH 5 n 2V Rk i b I AR A s o B e
B ]
SR RE AR B AT EAT A VE AT IE
IS M TR, RS A BN AFAAAER P FI BRI VETIE . X T8 ASA L& s H i
T IE N (3DES/AES) ThREVFFE, ES T3,
TEASAVFRAIIERCE Y, HEREEfl & ERCE R REVI T . XN B S W 28 %, (HELVFnTE
AMERACE: eV TRAORE, RAREIR S A SURVFHE . XSVl IR SR & A 4R
BB SLE MR OE, HERA VP TIF S S SR Bt by DU SRR I v 48 b 45 i
WA o S AFTIE S AN 2 LR 77 AT 3L
o A - RUAT IR A IR 25 i SR LR VR TR, JF FL i TR eI UEIC 2R, B W R T LA I A
HEVF TR
o FEiFE - ARG RS M IRSS A E SR B AR T E VAT R .
* SR (3DES) - WAL B GeIk 7 AR RN % AL, ] Cisco TUfiE RVFEAT RN, &
AT LT B s i 2V v IR I B S K o U 8 T B SRV TE, 9 H i TR
B, WeB&B e,

KAVFAIET B
TR AVERETE , A Z0(E FC B AR A B b A 65 B SN S VF T E IR T

Firepower 4100/9300 £ ASA £ 8#1F A iE

BRI EIE 3R B A AN A AR

EERE TN B A S AN TG EATATVE AT UE o A Y s 28 N HAh v e VF ATk, 41 Firepower 4100/9300 HLAH
IS WAZBUE A 380V T UF AR ML SR AP A 1 R RSCRT A i o Bl B A AN 7 AR A A

N EA I, X TAFE AT, RGe Baha s vk, AR, AR HL
R IR EAT AR R RN VFRTE . X145 ASA BCE A K W] IE 28 0% (3DES/AES) LhEVFrI L, iF
Zd R 3

FEASAVFANIERCE H, HAEAER TR ERCE R GEVFT . XM E S BRI B, (EILVFAlHiE
AMEANZICE; EV T AR, RAEHIR S A SURVFIIE . XEEVF IRk R &> gk
FEBAE SCE ISRV IE, R A VFIE S S AP B s b, DUEERRERIEAS W e 438 2
BERG AL o AN VFATIESRIRE 42 LUR 75 QA T4 2

o FEA - AR WSS AT SR IERIVE R UE, JF HL TV RIS, PSR e n] LU AR
HEVFATIIE .

ik gaesiry



VFALE: EaEarisa |

o Ao - AT IR PR SS 45T SR VP ANIE. BRSO, JEmbVF riE RS 10 M, JFH
RET AR e B BEAE AOFERVF AT A fEIN bzl et BRI SRl e (8 L R TR 1k
TREERVFAHET RS R -

« SEFEFH 6 A Firepower 9300 Bt FEREVFRIEETS 10 ME S M1 6 Bies, XAl
UEAHINZ FTA 60 M5, & ffﬁu%iﬁ%MH*4@QZWNfamﬁTﬁ (A1,
RA RV IR RS 80 M5t /\iﬁkkﬁﬁq:l*NE%JjJZSO, PRI 2 5 5 VR T IE
% VT 250 MG 5L SOATE/JE\/XﬁitHJﬁH‘E%J PRI, BRI DAFER I & EICE A % 80
AN S B G HOE ORI B R A 80 M .

« B 3 & Firepower 4112 Wo JERVFATIEELRS 10 ME 5 XT3 G, XEVFm]

UEAR AN Z R0 30 AME Ft. SRRl as FAAMICE — MU 250 MESOVERTIE . AL,
RAMERVFTIE S 280 M St. T —H®AIFABRHIY 250, WA G RIVEATIE
% SOV 250 Mt 280 AME S T LRGPk, O] DAESE I S LAl E 2
250 Mt BEG B A% TE I TG B AT IR AT 250 AN Be. FEURTESL R, AR R =
WA SR TR & R 220 M 5¢s

* IBHE R - A AR VPN T o BEVFRTUIEZ e AT BB, R 6 e MRS58 R 3L A 2l
VFAJHE.

* BN (3DES) - X T 2.3.0 Hiif Cisco Software Manager A5 ; sl A (1) Gk 7 R 3R 15 0%
TEFZRL, {2 Cisco TVE SLVFEAT BRI , 180T LA Sk i 0 2 VF n] uE s in 2 ik = o
VPRI R S TR, 5 65 s MRS i Sk H 3 v mTiE

RS FE TIPS, OB I A AR A ISR A I VF IR . e 2 T A7 IV P UEME 27
DRI BCARVF AT . 2 [H AP B A1 0 B e s BB A )G, e ﬁmﬁﬁu%ﬁTﬂ
BB AR B AR IOZ VP UE /T, W SRR A AT T PRIV R, U9 38 5% ROV R UE v
?éﬁﬁﬁﬂﬁﬁoﬁ%%ﬁﬂﬁ%ﬁﬁ%%mi,@m%bfﬁzﬁ%ﬁﬁmﬁ?#ﬁﬂﬁﬁ,
TR JCTZNS 7 BRI VE ATIE A DD REMEATIC B SO A5 WA A2 5. B i e B 12 /DI
R RS K, HEIVFIES N 1o FERTVF AP IETE SR T 5o M (R Ab B8 2 T, I3k o ok
ITHCHE S WAL G BB AR, AT IOFE MG B P ER B s AT I BB & IR
JEHIE, ST BAEAR SRR B & L OB SR S AT

K A VF A IET B8
PR AVFAJIETR RS, 207 IE B AR R 2 i A LA B SR m] IR I H

AR AT B ATIR S
B R IR B AR R TR R

Firepower 4100/9300
TENCE ASA VFRTFERLZ BT, 1% 7F Firepower 4100/9300 HLAH e B 25 BE B A LF i] BEfl i .

W SeEmer e



| WALE: Beem A

xawrmirmgness i

PTEHEMES
* FORAK BB AL R U7 1) . HTTP AQRE D] ) slAS i ik 5525 U7 7] b AR REBRAH 4 B S o
* BC'E DNS Jledsas, DU B RENS A AT R RE B A H A BE 28 1 44 Pk
© WE BRI B R R IY Firepower 2100, |, #7E FXOS H i & I i
o FERDRHE RERCIAE B As LIRS

https://software.cisco.com/#module/SmartLicensing

R BGEARAIK U Rl R DABCERT K o Tl R R BRI B, T UM A 26
R TR

K AVFAET BB AR SR 14

o RSBV BERCIE BEAS LA K

https://software.cisco.com/#module/SmartLicensing
WERGEBAIKS, U sl R DABCE IR o Tl R R g, T DOV B —

ANEMR o BT ASA iy S B IR R B R eV AT IR g5 s AEAT R AVF AT IE TR, (HA RESK
PR RS SH] T8 BRAE R K AV ATIE o

o BRATVF AT BIBN AR AV R IE TR S RF o S8 AZRERAAE AR AVF T UE TR B A IE 24 PR ek 0 RS

R P ARIRAFHEAE, U TC TR SN TR A VR AT E

* WRERF IR K AVFRTIE. GEZ I SRS (WVFRTE PID , 56 75 50 o QRS h8cf 1E

BIVE A E, TS AR A ASA EAR B VFvTIERT, KA F BRI DL N AR RN R
AIUETCIELR R, DR R AEAR AT R ) FR 4R LR K AVFRTIIE:  1-Firepower 4100 ASA PERM
UNIV (KA o

* RAVFANEEAE A W I ThRE, RN (3DES/AES) VFAlHIE (U REIK S F7 & 545 .

Secure Client Jj REH 2R P51 5 W S5 (R e KA IR, BRI T80 S () Secure Client VR IE
T BB BER Secure Client (1521 Secure Client Advantage. Secure Client Premierfl {2
Secure Client VPN VFA[IE , 55 8 T1) o

* ASA Virtual: Azure BN ISFE AN LR K AVF T UETIE .

B R VR AT E N

o NZFEFR BRI AT . 4T ASA Virtual AU RARAE, R A I PAK AT ) ASA Virtual,

VU AR 22252 K0 3 R e 2, R R AE B Lo WG ASA Virtual F4%,  WERE K S 30
Y.

© XFTRAVFAETE , R A4S F e 2 2 BNRIENRZVFTIE . JRAN IEAGR PHZVFANIE, i%7F

AR R A CAE RS, HICHGR B T3 .
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https://software.cisco.com/#module/SmartLicensing
http://www.cisco.com/web/ordering/smart-software-manager/index.html
https://software.cisco.com/#module/SmartLicensing
https://software.cisco.com/smartaccounts/setup#accountcreation-account

VFALE: EaEarisa |
B =oossrmmsiigs

o T AR S R ST BAT A L A DACE IOTES, PIIEAERE ASA 551%™ AL,
TCVEAE ] HTTPS .. b Z506) IUBHE fy 9 548 ] HTTP.

BREM T AT RIEOA IR E

Smart Transport
BRUAEOL N, T #5245 #4044 ] Smart Transport MEAT 4 B3V AT UFEAE, JHEA LA URL:

https://smartreceiver.cisco.com/licservice/license

o 15 £ v LLIE B2 8] www.smartreceiver.cisco.como U1 URL ANa[ V5], 5% ] callhome {425
.,

X} T Firepower 4100/9300, 5250 HLAR 0 It F A& g A Vi nT UESEA

ASA Virtual

* {EHEE ASA Virtualltf, B BB D fe R A R0 o S JERE 00T X TR AVERT
ETE, AT BB IS A A FR AV IETI R I, X4 K ARC B R -

N

A% Essentials Vi Al iE LROUARAEVFATUE, CLIANAEH] “ArdE” Rifi.

license smart
feature tier standard
throughput level {100M | 1G | 2G | 10G | 20G}

ASA Virtual: i & & e 515 7]

ARATAEWAT N ASA Virtual o & 8 e80T .

ASA Virtual: BCEE IS eI AT

FEF B ASA Virtual B, 0T DLFIUECE W & RS — N MR, DAL ) 8 BE AR A B2y M T )
FRGERAMFR] . WS TR E T S HTTP AREEAR 4528 « VPRl IESZAL, B ASA Virtual (45040,
FASARAE Day0 BB LA ID AR, iERIT TS .

)

AR TRE AR RE K ASA Virtual I FIACE T HTTP AQBR AR 5543 MIVF AT UES AL . S0 W] REAE ¥ &
ASA Virtuallif /£ Day0 g & & THM- M, RR IR, AT 2 A R e S

B L Eaeiebir
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ASA Virtual: BB &S GEREFIF AT .

o
i

P CERMRERAEEE) b, BN A n 21 o B ek F 4 Sk — AN O Sl A W
a) miiiEE (Inventory).
17858

Cisco Software Central > Smart Software Licensing

Smart Software Licensing

Alerts Convert to Smart Licensing

b) 7EEM (General) kI I, sili#TE Sk (New Token).
B 25

Product Instance Registration Tokens

The registration tokens below can be used to register new product instances t

Token Expiration Date Uses

OWFINTZiYTgtY2Ew... 2024-May-18 17:41:53 (in 30 days) 0of 10

c) 7r Create Registration Token Xfi&HEH, A LLF#'E, X5 mitdi Create Token:
* 15 AR
* Expire After - JARHE BUXIN E] R 30 K.
* RAERRE
* Allow export-controlled functionaility on the productsregistered with thistoken - J§ HH S H &
FPERR S

ik gaesiry


https://software.cisco.com/#module/SmartLicensing

VFALE: EaEarisa |

B savina. mESRSEGREET

B 3: SIEiE ML

Create Registration Token b

This will create a token that is used to register product instances, so that they can use licenses from this virtual account.Once it's
created, go to the Smart Licensing configuration for your products and enter the token, to register them with this virtual account.

Virtual Account:

Description: ‘ Description

* Expire After: ‘ 365 Days

Between 1 - 365, 30 days recommended

Max. Number of Uses: ‘

The token will be expired when either the expiration or the maximum uses is reached

Allow export-controlled functionality on the products registered with this token @

Create Token Cancel

RGURE A WA I BN I3

d) sl A A O AR Sk BB R AFT T Token XFEAE, ] EUM AR ID S B3I . 45 2%
W ASA I, UEHERLF AR, DAAEIZRE Y Ja I
B 4EESH

General Licenses Product Instances Event Log

Virtual Account
Description:

Default Virtual Account: No

Product Instance Registration Tokens

The registration tokens below can be used to register new product instances to this virtual account.

New Token...
Token Expiration Date Uses Export-Controlled
OWFINTZiYTgtY2Ew. 2024-May-18 17:41:53 (in 30 days) 0 of 10 Allowed
5: EHIShE
Token @ X

MM3Z]IhYTIZGQ40S00Yjk2L TazMGItMThmZTUy Yjky

NMVHLTE1MDISMTI1 %0AMTMxMzh8YzdQdmazMiAZY
mFJN2dYQjIEQWRhOEdscDU4cWISNFNWRUtsa2wz%
NAMDANSTNSAANANA

Press cfrl + ¢ fo copy selected text to clipboard.

P2 (k)
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| miE: Beemuire
ASA Virtual: BB &S GEREFIF AT .

W3 (n[ik) 7E ASA Virtual |-, F53 Smart Transport [ HTTP f{# URL.
license smart

transport proxy proxy_server_ip port port
P ] Smart Call Home 1 AN Smart Transport, &2 0% 5, % 28 1.

AR
o R HFAE FHTTPACHE,

* o E PRS- 48 URL I, 52045 € thille

T

ciscoasa(config)# license smart
ciscoasa(config-smart-1lic)# transport proxy 10.1.1.1 port 10101

i

ciscoasa(config)# license smart
ciscoasa(config-smart-1lic)# transport proxy proxy.esl.cisco.com port 80

T4 Tl F VU AN
a) HEAVFRIUER RERC E R
license smart

5

ciscoasa(config)# license smart
ciscoasa (config-smart-lic)#

b) WEIHEZ:
featuretier standard

HAHE GEA) JETH, (AT EERE PRI R o JERERC AT UE CARTAR R B UERROA AT E
{E CLI HARR Ry “FRUERR” »

o) WHEEMEIN, LMEHE AN R EE TR I VFaliE
FHILE R {100M | 1G | 2G | 10G | 20G}
WS DL G P ARG R
* 100M—ASAV5
* IG—ASAVI10
* 2G—ASAV30
* 10G—ASAV50

* 20G—ASAv100

| ik gaesiry
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B savina. mESRSEGREET

d)

i

ciscoasa(config-smart-1lic)# throughput level 2G

IR H VR ] IE R R AR o DAY F B

exit

fEid st LUR 7 0B VR el E R RE AL BB SN2 BT, SO A SRR IR iz Cexit B
end) , B AT HE N LA AT AT Ay 4 .

i

ciscoasa (config-smart-1lic)# exit
ciscoasa (config) #

FB|S  (Wk) A/ Smart Call Home M ANZERIN Smart Transport K55 8 B VF I IR 55 4 2E 4T 1815

N F A 2] Smart Call Home [ AN /& Smart Transport, 5588 L N0, W, WAEFERIAT
Smart Transport.

a)

b)

K AL 2SR ¥ & 24 Smart Call Home.
license smart

transport type callhome
P B ARG — /N 444 License 1) Smart Call Home BC & SCfF, Johfa e T8 RERHE7 BEA% 1) URL.

call-home
profile License
destination address http
https://tools.cisco.com/its/service/oddce/services/DDCEService

oRIE

ciscoasa(config)# license smart
ciscoasa (config-smart-lic) #transport type callhome

(Afi%) &5 HTTP 183 URL.
call-home
http-proxy ip_address port port
P
AN SCFRFALERHTTPACHE .

i

ciscoasa (config) # call-home
ciscoasa(cfg-call-home) # http-proxy 10.1.1.1 port 443

B L Eaeiebir



| WALE: Beem A

ASA Virtual: BB &S GEREFIF AT .

FIB6 H5 ASA Virtual V28 RESAEE FESS .

license smart register idtoken id_token [force]

ASA Virtual 2212 0] 8 58 CPHE BRI T3 SO0 CUC B VR T ESAUEA TR AL

M ASA Virtualftf, B BEHAFE L A4k ASA Virtual R BEF AT FE 4% 2 18] {3 A5 M & 1D IE.
‘BIESH ASA Virtual Z3 B EAH N R ERAK o HEEOUT, R — kSl (H2, Wi ID
EFS R T A A 1) A SR T B, R S5 AT e AT S EENE I ASA Virtual

‘n)ide SR OCHE ] LA CVEIME A] B S R R B AR AN R A 1) ASA Virtual o 140, 41 AERE
A P EAMNER T ASA Virtual, i##H force.

TP

ciscoasa# license smart register idtoken YJE3Njc5MzYtMGQzMiOOOTA4
LWJIhODItNzBhMGQ5NGR1YjUxLTEOMTQS5NDAY$0A0ODQzNz18NXk2bzV3SDEOZkgwQk
dYRmZINTNCNG1vRnBHUFpjcmO2WTB4TU4wSs0AC2NnMD0%$3D%S0A

BV ERE .
show license statusikshow running-config license

IR R R AT AR AR R, VSR AU T IC . T DNS g% as LUK AT ) [ 9% & FA TE A %
S

Tl

asavl# show license status
Smart Licensing is ENABLED

Utility:
Status: DISABLED

Data Privacy:
Sending Hostname: yes
Callhome hostname privacy: DISABLED
Smart Licensing hostname privacy: DISABLED
Version privacy: DISABLED

Transport:
Type: Callhome

Registration:
Status: REGISTERING - REGISTRATION IN PROGRESS
Export-Controlled Functionality: NOT ALLOWED
Initial Registration: FAILED on Aug 31 2023 19:38:45 UTC
Failure reason: Communication message send error
Next Registration Attempt: Aug 31 2023 19:56:56 UTC

License Authorization:
Status: EVAL EXPIRED on Feb 25 2023 16:39:25 UTC

Export Authorization Key:
Features Authorized:

<none>

Miscellaneus:

ik gaesiry



B Asavinal TR EREEREEES

ASA Virtual:

o
i

S %
5

B

N -

Custom Id: <empty>

TP

ciscoasa(config)# show running-config license
license smart

feature tier standard

throughput level 1G

transport proxy proxy.esl.cisco.com port 80

AVFAIEC E A B eI T2

LR PP T A5 P A i RE SR PR 1) ASA Virtual o

FHIa Z Bl

VFATIE:

gaemeira |

* M Cisco.com N RE M BE2S AL OVA S, HH7E VMwareESXi AR 55 4% [ 22 3 FIRHC & I S

o ARELHEE, WS IR BRI E BLE A HE ™ i T

© 5 7.0 b, ASHB AR BRI BRSPS N T Smart Transport o A1 SRGAT I IR RRCAS, 1542

AR LE ASA Virtual )5 ] Smart Call Home.

s KA E TR T 20T, 1 FEINE CA BT . E MM & 18 P, HAESKR

W 22 v g o 1

crypto catrustpool import url http://lwww.cisco.com/security/pki/trs/ios core.p7b

FE BT B AR AL L35 SRVE 2 b

(n[i%) {F ASA Virtual 12, & Smart Transport 455 HTTP 1CH! URL.

license smart

transport proxy proxy_server_ip port port

FEAf 1] Smart Call Home 1 AM# ] Smart Transport, &S 0% 7, % 32 Ui,

P 23
AZFFAUEFHTTPACEE,

TP

ciscoasa(config)# license smart

ciscoasa(config-smart-1lic)# transport proxy 10.1.1.1 port 10101

PR3 ST UE RS URL LU 218 e 40 B g AN .

B L Eaeiebir


https://software.cisco.com/download/release.html?mdfid=286285506&softwareid=286285517&os=Linux
https://www.cisco.com/c/en/us/products/collateral/cloud-systems-management/smart-software-manager-satellite/datasheet-c78-734539.html

| miE: Beemuire
Asavimal: »mEEsesenreEs [

license smart

transport url https://on-Prem_ip_address/SmartTransport
2AJH] Smart Call Home [fij A8 H Smart Transport, i&Z A5 7, 58 32 1,

i

ciscoasa(config)# license smart
ciscoasa (config-smart-lic)# transport url https://10.1.5.5/SmartTransport

R4 (b

IB6 S Al UE AL .
a) BEAVFRTIERT RERC B A
license smart

-

ciscoasa(config)# license smart
ciscoasa (config-smart-1lic)#

b) WE IR
featuretier standard

FURTRRME CHEAS) ST, PSR B ML ok FL P o SRRV T LL WG bR U T F
7 CLI 5y “#RAERE” .

o) WEGMHEIN, VM E N RS BESTE R IV ATk
FILELE {100M | 1G | 2G | 10G | 20G}
S LA Rk A nE G R
* 100M—ASAVS5
* 1IG—ASAVI0
* 2G—ASAV30
* 10G—ASAV50

* 20G—ASAv100
=l

ciscoasa(config-smart-lic)# throughput level 2G

d) B VR AT E R RERL QLN T B

exit

| ik gaesiry
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B Asavinal TR EREEREEES

FEERE DR 75 2R VP e RERC B2 0T, ek AN AR WIIE iz (exit 2
end) , B A AL REIE A SLARBL G A 2

i

ciscoasa (config-smart-lic)# exit
ciscoasa (confiqg) #

W1 (AiE) ffH Smart Call Home 1M A2 ERIA Smart Transport K 5 2 GEVF ] k5548 AT

i A48 5 F4d ) Smart Call Home 1fij AN /& Smart Transport, 15588 LA NP, G0, N Al FERIA K
Smart Transport.

a)

b)

c)

WAL 52 B % & o Smart Call Home.
license smart

transport type callhome
e & ALFE— 444 License i) Smart Call Home B & 3CfF, JLrdiasE T8 GRS BEAR 1) URL.

call-home
profile License
destination address http
https://tools.cisco.com/its/service/oddce/services/DDCEService

i

ciscoasa(config)# license smart
ciscoasa (config-smart-lic) #transport type callhome

(AT1E) F&E HTTP f{2E URL.
call-home
http-proxy ip_address port port
P
ASCFFIERHTTPACHE

51

ciscoasa(config) # call-home
ciscoasa(cfg-call-home)# http-proxy 10.1.1.1 port 443

BRI E RS54 URL DU I8 GR R4 B AR AS Hh -
call-home
profile License

destination address http
https://on-Prem _ip_address/Transportgateway/ser vices/DeviceRequestHandl er

i

B L Eaeiebir
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$IES

ASAVirtual: A A B A GEAHF 1R 58 .

ciscoasa(config)# call-home

ciscoasa(cfg-call-home)# profile License
ciscoasa(cfg-call-home-profile) #destination address http
https://10.1.5.5/Transportgateway/services/DeviceRequestHandler

LRSS 1 2 i SR IW& R ASA:

license smart register idtoken id_token

ASA [r) AR HU R REAF B LA TR, IF OB E W n IR . W R Ik P fe e, WUV e Sk 1 22
PR IE 4 N 58 N % (3DES/AES) VFATHIE

M ASA Virtuallth, #AERFE FEAR 4 A ASA Virtual FIE A8 FE 2 A b 5 28 2 18] 30 15 40K
IDIE . EIL2F ASA Virtual 75 B AN RERAK - o B AEOLT, MRS — kel . (HE,
TR XD S H T G 3E A i) A B DR 2, U S T RE T S EDFIE ASA Virtual..

-

ciscoasa# license smart register idtoken YJjE3Njc5MzYtMGQzMiOOOTA4

LWJIhODItNzBhMGQ5NGR1YjUXLTEOMTQ5NDAY$0A0DQzNz18NXk2bzV3SDEOZkgwQk
dYRmZINTNCNG1vRnBHUFpjcmO2WTB4TU4wS0AC2NNMDO%$3D%0A

KA VF IR S
show license status

T 2R R R A AR A RN, TR AR I E T DNS RS A5 LU AT il JIR 55 45 A IR A
He

IR

asavl# show license status
Smart Licensing is ENABLED

Utility:
Status: DISABLED

Data Privacy:
Sending Hostname: yes
Callhome hostname privacy: DISABLED
Smart Licensing hostname privacy: DISABLED
Version privacy: DISABLED

Transport:
Type: Callhome

Registration:
Status: REGISTERING - REGISTRATION IN PROGRESS
Export-Controlled Functionality: NOT ALLOWED
Initial Registration: FAILED on Aug 31 2023 19:38:45 UTC
Failure reason: Communication message send error
Next Registration Attempt: Aug 31 2023 19:56:56 UTC

License Authorization:
Status: EVAL EXPIRED on Feb 25 2023 16:39:25 UTC

Export Authorization Key:
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B Asavirual. RESFREF (MSLA) B 8 LEE T

ASA Virtual:

Features Authorized:
<none>

Miscellaneus:
Custom Id: <empty>

AL & SCFHF2F (MSLA) & ge 3k 45 a]

T L RS VR RIS (MSLA) s R4 n] 48] DA al I A 456 FH I ) R At 2, AN 2 i
ATUEVT SR AV RTUESCAS — R ME R F o 7ESEFHFR) P TR, ASA Virtual 23 BB R 5247 (15
SYBIAIRE ) RERERF TR S . ASA Virtual 2 GEACELAEPUA /NI ) B BE R B 38 R ALV T IE
G OUARSE (BERRH RUM 2D o AR5, (IS OUIR &K i e BT 9 Ik 55 4% A S IR
VFAINF,  Smart Call Home A2 FHAE VAT B AR . 1 R SO A8 FH A se A% it ik HTTP/HTTPS
BRI,

FiaZ |l

T LU A R AR A B 23 N Cisco.com R 4R BERIHE BELAS A OVA 30, JFAE VMware
ESXi [l 5% as B2 BB E MM ATREZAE L, THS IR REPIH S BLEs A A 2™ i T

TERRE A A CURPERE A BEAS) T, BRI £ V38 0 21 HE v 1 r 4uh bk p 3 sk — Ny
LI HIZ A L.
a) miiliiEE (Inventory).

[ 6:F &2

Cisco Software Central > Smart Software Licensing

Smart Software Licensing

Alerts Convert to Smart Licensing

b) 7EEM (General) LTI K L, Hdi#E < (New Token).

B L Eaeiebir


https://software.cisco.com/download/release.html?mdfid=286285506&softwareid=286285517&os=Linux
https://www.cisco.com/c/en/us/products/collateral/cloud-systems-management/smart-software-manager-satellite/datasheet-c78-734539.html
https://software.cisco.com/#module/SmartLicensing

| e masnury

AsA Virtual: EEAREF (MsLA) Baeatir ]

7 HE S

Product Instance Registration Tokens

The registration tokens below can be used to register new product instances t

Token Expiration Date Uses

OWFINTZiYTgtY2Ew... 2024-May-18 17:41:53 (in 30 days) 0 of 10

c) 7r Create Registration Token XJifHEH, A LLF#E, $X)5 it Create Token:
* 15 R
* Expire After - RUBHEUGZIN ]2 30 K.
* Allow export-controlled functionaility on the productsregistered with thistoken - j5 ] 5 H &
MPEARE
& 8t ML S

[
Create Registration Token @

This will create a token that is used to register product instances, so that they can use licenses from this virtual account.Once it's
created, go to the Smart Licensing configuration for your products and enter the token, to register them with this virtual account.

Virtual Account:
Description: Description
* Expire After: 365 Days

Between 1 - 365, 30 days recommended

Max. Number of Uses:

The token will be expired when either the expiration or the maximum uses is reached

Allow export-controlled functionality on the products registered with this token €&

Create Token Cancel

L

RGURE A WA I BB I3

d) s BT O R 35 Sk TR T AT OT Token XTRAE, R LA HCRE 4 b 1D SHIBIBIGR . 2 20E
W ASA I, USHER LT AR, AR I T 1

ik gaesiry



VFALE: EaEarisa |

B Asavirual. RES: AR (MSLA) & a8 HE T

B9 EETHE

General Licenses Product Instances Event Log

Virtual Account
Description:

Default Virtual Account: No

Product Instance Registration Tokens

The registration tokens below can be used to register new product instances to this virtual account.

New Token...
Token Expiration Date Uses Export-Controlled
OWFINTZiYTgtY2Ew. 2024-May-18 17:41:53 (in 30 days) 0 of 10 Allowed
B 10: E5) S h&
Token 0 X

MM3Z]IhYTIZGQ40S00Yjk2L TazMGItMThmZTUy Yjky

NMVHLTE1MDISMTI1 %0AMTMxMzh8YzdQdmazMiAZY
mFJN2dYQjIEQWRhOEdscDU4cWISNFNWRUtsa2wz%
NAMDANSTNSAANANA

Press cfrl + ¢ fo copy selected text to clipboard.

$I1E 2 7F ASA Virtual b, BCERREAT] S350
a) BEAVFRIUER RERC B .
license smart

i

ciscoasa(config)# license smart
ciscoasa (config-smart-1lic) #

b) Ji HIE REAL T
transport type smart
SRR PR AT 75 248 ] Smart Transport 1 A& Smart Call Home.

i

ciscoasa(config-smart-lic)# transport type smart

B L Eaeiebir
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©)

d)

e)

2)

AsA Virtual: EEAREF (MsLA) Baeatir ]

CRIEE) 4577 B BB PGS T A ML S 221K URL. &3, 48] LUK VRl BRI AR 5 45
NI H Fr.
transport url {transport_url | utility utility url | default }

WARRVCE URL, EKE[RIN 0 Be A% 4 MVE R AR HI S D0 & A ) default, R
https://smartreceiver.cisco.com/licservice/license.

i

ciscoasa (config-smart-lic)# transport url http://server99.cisco.com/SmartTransport
ciscoasa(config-smart-lic)# transport url utility
http://server-utility.cisco.com/SmartTransport

CAl3e) WA &8 Al HTTP ARBESEAT ELICM Uy i), TR G E A EE b
transport proxy proxy-url port proxy-port-number

R
AZFFAAEHTTPACHE,

-

ciscoasa(config-smart-lic)# transport proxy 10.1.1.1 port 443

FEVF RV JE P BBV ) 2% K ML 42 B BRI AR 5
privacy {all | hosthame| version}

i
ciscoasa(config-smart-lic)# privacy all

WHE IR
featuretier standard

HARHE GEA) ZrTH, (HEFEERE ORI R . FERERCZF AT IE RLRTAR A b v RO AT e,
7E CLI H5F A “HRRAERR” -

BCE AR, DMERE I Be T BEESE K I VF AT IE -
FILEBL I (100M | 1G | 2G | 10G | 20G}
WS LU R /A aE oG R

* 100M—ASAV5

* 1IG—ASAvI0

* 2G—ASAV30

* 10G—ASAV50

* 20G—ASAv100
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i

ciscoasa(config-smart-1lic)# throughput level 2G

h) (A% RN,
feature strong-encryption

DR SR I RERA T BB BRIN 25 R, WA ZEUEVFRTE. R0, SRS RENK ™ RARAT
SRINEE AL, {H Cisco CLASE SCVFRAE ISR INES 50T AT SIKe s s Vi v In 2 R gk
ST E R e ZER SR ML VFAE, JF B FYPaliEsR S, WG s i e

i

ciscoasa(config-smart-lic)# feature strong-encryption

i) B HVFATIER AR ARt LN Y B
exit
FEI I DA T 7 2RI L VR AT E A IR B AT, SR A Sk WIB B Cexit 5
end) , B AEEHE N LA AT AT Ay 4 .

i

ciscoasa (config-smart-1lic)# exit
ciscoasa (confiqg) #

PR3 BB LNV,
a) HEASEZHR PR B,
utility
il

ciscoasa(config-smart-lic)# utility
ciscoasa (config-smart-lic-util) #

b) AUEME—E P AR AR IR & e SRR P VR A A DU S T B .
custom-id custom-identifier

A5
ciscoasa(config-smart-lic-util)# custom-id MyCustomID

c) QUEME— 7 BCESCIE . AR S S AR SRR PP VF AT A DL
customer-info {city | country | id | name| postalcode | state |street} value

-

B L Eaeiebir
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AsA Virtual: EEAREF (MsLA) Baeatir ]

ciscoasa(config-smart-lic-util
ciscoasa (config-smart-lic-util customer-info country MyCountry
ciscoasa (config-smart-lic-util customer-info id MyID

( )# customer-info city MyCity
( ) #
( ) #
ciscoasa(config-smart-lic-util) # customer-info name MyName
( ) #
(c ) #
( ) #

ciscoasa (config-smart-lic-util customer-info postalcode MyPostalCode
ciscoasa (config-smart-lic-util customer-info state MyState
ciscoasa (config-smart-lic-util customer-info street MyStreet

d) SRRV

mode standard

i

ciscoasa(config-smart-lic-util) # mode standard

HFAEAESS 1 D iE SR A4 AT ASA:

license smart register idtoken id_token

-

ciscoasa# license smart register idtoken YJjE3Njc5MzYtMGQzMiOOOTA4
LWJIhODItNzBhMGQ5NGR1YjUxLTEOMTQS5NDAY$0A0ODQzNz18NXk2bzV3SDEOZkgwQk
dYRmZINTNCNG1vRnBHUFpjcmO2WTB4TU4wSs0Ac2NnMD0%$3D%S0A

AV IR S

show license status

WS B R A B AR A RN, TR A THCE T DNS Mg # LA S n] v n Hik 25 7 1 1 i i
o

w5l

asavl# show license status
Smart Licensing is ENABLED

Utility:
Status: ENABLED
Utility report:
Last success: May 14 2018 21:37:25 UTC
Last attempt: SUCCEEDED on May 14 2018 21:37:24 UTC
Next attempt: May 15 2018 01:37:24 UTC

Customer Information:
Id: MyID
Name: MyName
Street: MyStreet
City: MyCity
State: MyState
Country: MyCountry
Postal Code: MyPostalCode

Data Privacy:

Sending Hostname: no
Callhome hostname privacy: DISABLED
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Smart Licensing hostname privacy: ENABLED
Version privacy: ENABLED

Transport:
Type: Smart
Registration URL: http://server99.cisco.com/SmartTransport
Utility URL: http://server-utility.cisco.com/SmartTransport

Registration:
Status: REGISTERED
Export-Controlled Functionality: Allowed
Initial Registration: SUCCEEDED on May 14 2018 21:37:20 UTC
Last Renewal Attempt: None
Next Renewal Attempt: Sep 13 2018 13:34:40 UTC
Registration Expires: May 14 2019 21:29:20 UTC

License Authorization:
Status: AUTHORIZED on May 14 2018 21:37:22 UTC
Last Communication Attempt: NOT STARTED
Failure reason: Device in Thirdparty Utility Mode
Next Communication Attempt: None
Communication Deadline: Aug 12 2018 21:37:24 UTC

ASA Virtual: .8 7k A iF AT IET R

TR LN ASA Virtual ) Bt — MR AVFANIE. A AR5 1] ASA Virtual I, B7E SR 2
I A 2 O VEAT IR, iR VR AT HIE .

UK

HIE1 228 ASA Virtual FK ASTE , 4540 7T
$IB2 (k) RIL ASA Virtual K AVFAIE , 55 42 T1

% %< ASA Virtual 7k A1F AT IE

T ek s 0] HLEE I ASA Virtual, #80] DA R 3 68 A BEZS 1 SR AK AVFATIE . 5% ASA Virtual
TRAVF AT IET A (R VE4I M5 B, 1S M ASA Virtual K AVFRTUETRE , 45 3 7L,

\)

Pk 23 o N TIKAVFRTUETH Y, 205 ASA VirtualZ BB M4 a3 . W R A IE I8 A% 4 n]
UE, ZFAESRE O HPIRZ, HIGTRIB IR T80 ASA Virtual. 15Z: 5 (A1) IRiE ASA
Virtual 7K AVFATHE , 26 42 TT.

o WRAEZHGR AV UE S ERICE. (Blinfi ] writeerase) , U LTSI ANHF AT Z 401 license
smart reservation iy HUHT A K AVFAIIERUE (WPER 1 JoR) 5 BANTR BE58 i e 1) 34

B L Eaeiebir |
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235 ASA Virtual kA AE I}

FHia Z |l
SR AVEFATIE,  DMEILAE R e AT BEAS TRl H o JFARPT A MK A ME A K A VR AT IR T
B BB ML REZ AT, TR CIRAF Cisco fitifE.

* {£ ASA Virtual A2 Ji7, RLAUERKIKAVFAIIE; BEANRELE 25 0K Be & 3 1A] 22 K AVFATIE.

T (LB ASAvS) 1 DRAM 4 2GB (9.13 K miA H AR 2 KD 1, VRl ASAvS K AV AT
ko

license smart set_plr5

$I8 2 {F ASA Virtual CLI %, J5 FH/K AVFATIE TS -

license smart reservation

IR

ciscoasa (config)# license smart reservation
ciscoasa (config)#

SRR RV AT, A 410 no JE .
TR T BLE fir 2>
license smart

feature tier standard
throughput level {100M | 1G | 2G | 10G | 20G}

PR3 TR RS S i A BOVE AT IEA A«
license smart reservation request univer sal

T

ciscoasa# license smart reservation request universal

Enter this request code in the Cisco Smart Software Manager portal:
ABP:ASAv, S:9AUSET6UQHD{A8ug5/1jRDaSp3w8uGlfeQ{53C13E

ciscoasa#

WS S N A7 B vCPU, WA ZIGE R 2§V al i, FE FEE A S GO R rT e o 17 SR I AT e 4 250
B2 i N AE AT vCPU AHULHD . 5 5% ASA Virtual 7K AVF A IETRE (1K) vCPU F1 PN A7 SV ] SFRE () 7
{5 EL, S ASA Virtual KAV UETRE , 45 3 71,

WA O ASA Virtual IS, EERINURERE R, nfPATE S vCPU Al DRAM W& PAULHLD
B SR, fOIX (Y, 2 ASA Virtual PRIEANT148M . BAEFELHIA S, E4H show
vm 74 .

R E AL A A, WS BoR F RS, RIAEZEFH NS ot k. o SR AR SR AR AL F N
FRERME ELgS, JE HAEIUN IR, EA:

| ik gaesiry



VFALE: EaEarisa |

B %) 5% ASA Virtual KA ATiE

Nil

8

license smart reservation cancel

WIERAE K AVFRTUETI R, BT A A A B SR 29GSR OB 2 A R i N RE AR5 B2
W) DA 58 R FE A BE %V T IE N T ASA Virtual, 485 0] IR IRE EELE [FRZVFAIE. 1555
(A% #RIE ASA Virtual K AVFAIE , 55 42 1,

Pila) “RBEAEE PSS 57 (Smart Software Manager Inventory) 5t %, i AT IE (Licenses) I
K

https://software.cisco.com/#SmartLicensing-Inventory

Licenses XL o B 8 AR AR SR (O B AT A VERTIE. Rl AK ) o

M IFRIIETRE (License Reservation), #AJ57E 7 B1EK X3 (Reservation Request Code) ‘7B H i
)\ ASA Virtual £8i4

A T BB 1 AT E (Reserve License).

B REBATE B L R B o S TT LUK BOZ BB By FE I RIS AR . AR eI B
VFAMIEIL 2 A TR

%A F 2 License Reservation $241, DS 0K 7 AR RAIAT K AVFRTUETR « 7EX PR O
N, AN A FH K VT AT E PR I R N (B BEVE T IE A 2

M ASA Virtual CLI H3247 LA F iy 2 I 5 NS -

license smart reservation install code

i

ciscoasa# license smart reservation install AAu3431rGRS00Ig5HQ12vpzg{MEYCIQCBwS
INFO: ASAv platform license state is Licensed.
ciscoasa#

ASA Virtual IL7E5E 23RV AT o

IBAT I AT AR IS AT IR IRAF B A S C R, 8 A E R R T R RAT AT

write memory

(A[3%) 1R ASA Virtual 7k A 15 A]iE

R

WMRIEA LR AV UE (0, 18245 FH ASA Virtual B¢ SO S5 G0 6453 & 75 20V n e
WZBUE Y R A 12V ATIE LE SR IE 2 B RE AT B A o WURIEAMZ T AT 2D BRER AT, W%V liE

UV BREFUSIR I BB RO T IU A7

$IE1 J\ ASA Virtual CLI & RIS

license smart reservation return

B L Eaeiebir


https://software.cisco.com/#SmartLicensing-Inventory

| miE: Beemuire

Ni

1E
v

%3

(aTitt) i55% ASA Virtual X A TiE ]

TP

ciscoasa# license smart reservation return
Enter this return code in the Cisco Smart Software Manager portal:
Au3431rGRS00Ig5HQ12vpcg{uXiTRfVrp7M/zDpirLwYCagq8oSv60yZJuFDVBS2Q1iQ=

ASA Virtual &3 BV ARV ] HF AR Ry “PPRA5 7 RS RS T XA E AR, 5 R
M. R, W RAE KRBT A AV ATE (license smart reservation request universal), o5 g
ASA Virtual #4525 5 GE LW IT AL I 5 4 vCPU/RAMD , MIRKE G 5 37 s A S o A A K 1%
A0 BLSE BRI o

5 ASA Virtual il FH AR AT (UDI),  DUETER REAR A4 BE4s HH FR Btk ASA Virtual SE4 :

show license udi

T

ciscoasa# show license udi
UDI: PID:ASAv,SN:9AHV3KJBEKE
ciscoasa#

D7 IR B B BRI “T 8 (Inventory) B, #RJ5 i =@ 3Ll (Product I nstances) i3
https://software.cisco.com/#SmartLicensing-Inventory

Product I nstances %I 1d UDI B8 I S48 1] 177 o

HEVEREDGH VT () ASA Virtual, KIKIEREIRIE > MR, AJGAETRBIRERS FE A ASA
Virtual,

TRAVE T UE B3 3 21 ] 3t
i B = s S2 45 (Remove Product I nstance).
SRR AV IR TR, AT LU #R 4
a) BAERIKAVFUETRE, HHAT DL HEAE:
no license smart reservation
b) A LR Ay A0V e O v
show license features
ﬁﬁé%iﬁthﬁiiﬁ No active entitlemento
BT A A IS AT B AR AT 2 A Bh s, 8 e 5 e R T R

write memory
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VFALE: EaEarisa |
B ) mossim AsA Vinual (B @A)

(A[1%) BUGE:EAF ASA Virtual (5 #1F0zA#)

%t ASA Virtual BUB VM2 MK 2 Rl ASA Virtual. 2S5 ASA Virtual H1 R TG 0] IERFAL
FHE S . 0] A5 S HUY MR J9 57 11 ASA Virtual BB TAE . 80, 0T DR BE AR (R4 1 28 )
% ASA Virtual.

)

ER W RO ASA Virtual, WIZETEIINZ ASA Virtual 5, B 2174 3% FRAPIR A

U H A ASA Virtual:
license smart deregister

SRJG ASA Virtual 2 T 5 NEL

(AIE) 4% ASA Virtual ID SEB ST AMIER CERFZARH)

BOATEOLT, IDUEASEE6 AN BB ERT, VFATUERBURE 30 KBRS U5 ) LI (R I 1e) A B
BUHAER RECHE A B P AT TARMTVE ] S AR A, W] REZE X LI H FBh ST M -

S W ID AE 1

licensesmart renew id

S 2 FH A IR AL
license smart renew auth

Firepower 4100/9300: fic & & 5e X {415 7]

UERE Pl T R RE P B A . AR RERCP A BEERIONUAR . BUKAVFRIIETIR ; 1§25 (FXOS
BCEFER) » DURARIERCE D AT 5t B Je/EASA CLIMM IS EVFH] ; 152 [JFXOSHC &
Fi F LATINE B VP AT U

T RAVFAETR, VERUERT IR DRE: HA 82 2t soNas B i Ve IER b2 . (H2,
Hk ASA “HNE” W DMEHXLEThRE, BT EAE ASA ERATET.

B L Eaeiebir


https://www.cisco.com/c/en/us/support/security/firepower-9000-series/products-installation-and-configuration-guides-list.html
https://www.cisco.com/c/en/us/support/security/firepower-9000-series/products-installation-and-configuration-guides-list.html
https://www.cisco.com/c/en/us/support/security/firepower-9000-series/products-installation-and-configuration-guides-list.html
https://www.cisco.com/c/en/us/support/security/firepower-9000-series/products-installation-and-configuration-guides-list.html

| WALE: Beem A

Ni

B

Firepower 4100/9300: B¢ & %5 A8 4% ¢4 1% 7] .

FHia Z |l

ST ASA HERE, BT EVI IR TECE . BE B KBENUAT A BRES , He s S W i
FIG, W, BT U ASA CLI AT 7 o

423 Firepower 4100/9300 HLAH CLI (il &H 8L SSHD , AR5 & ihi%EH: £ ASA:
connect module #f console connect asa
w5l

Firepower> connect module 1 console
Firepower-modulel> connect asa

asa>

NUGER ] ASA FEHIG I, B BHIZIEN ASA, AFHEFHAA connect asa.

KT ASA B, AR BT I P o0 AT VR A RO E A LA RO B . G, PR Io AL T A
1, P, B e RO BB

fE ASA CLIH, NSRBI BOAHIL T, BRARFEME MR N BE 1R %, A5
HIEE s, (HARGES A I fir & -enabl el $e7s 1 B iU A o

enable configure terminal

T

asa> enable

Password:

The enable password is not set. Please set it now.
Enter Password: ****x*x

Repeat Password: ****x*xx*

asa# configure terminal

asa (config) #

BT ASA SR, WURTEE, EHAL R & R T
show cluster info

Tl

asa(config)# show cluster info
Cluster stbu: On
This is "unit-1-1" in state SLAVE

ID : O
Version : 9.5(2)
Serial No.: P3000000025
CCL IP : 127.2.1.1
CCL MAC : 000b.fcf8.cl192
Last join : 17:08:59 UTC Sep 26 2015
Last leave: N/A
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Other members in the cluster:

Unit "unit-1-2" in state SLAVE
ID : 1
Version : 9.5(2)
Serial No.: P3000000001
CCL IP : 127.2.1.2
CCL MAC : 000b.fcf8.cl62
Last join : 19:13:11 UTC Sep 23 2015
Last leave: N/A

Unit "unit-1-3" in state MASTER
ID : 2
Version : 9.5(2)
Serial No.: JABO815R0OJY
CCL IP : 127.2.1.3
CCL MAC : 000f.f775.541e
Last join : 19:13:20 UTC Sep 23 2015
Last leave: N/A

WL A B 2 A R 4, IR U ATE R, IFEERRIEMII & . AR &R, &0
T

SR BV R REC B AR
license smart

i

ciscoasa(config)# license smart
ciscoasa (config-smart-1lic)#

PR WHIEZ:
featuretier standard
SbREIZ AT H o BV A IR S A T BEVF TR A TSR 45 A SR IRIMK P ot 20 SR 88 1R R0 VT PIIE
TR, o B AT A D e VF AT IE B ZEVF AT HIE BT D) e
PG TR LT DRE ) — el Filr
* J&75 1 (GTP/GPRS. Diameter F1 SCTP #ilf)
featurecarrier
© AR
feature context <1-248>
X FIRAVERUETR , R80T LA € e K 5t E (248).
* 1% (3DES/AES)
feature strong-encryption

Ui A N RE BRIy BRSO, WA RV RTIE . AR, IR R BEIK AR 3R
ORI, fH Cisco T E SEVFREAE AT s, S mT AT gloHs ol s Y al ks i 21 5 i Mk
Jre HA BB T EE R IC Ve, JF H il P HER S, ME G HEE.

i
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ciscoasa(config-smart-lic)# feature carrier
ciscoasa(config-smart-lic)# feature context 50

$£1B7 R E ASA HIEG, AR ~ Bl alE B Telnet T Hi\ quit LB A 35| %8 CLI.

Hith 452 EEEE‘? REER IR Al

AHEA AT Ay BE B RERAT VR
* Firepower 1010
* Firepower 1100
* Firepower 2100
* Cisco Secure Firewall 3100
* Cisco Secure Firewall 4200

DL F ik
» JCMROR: RO BERERR VR 5 47 50

SR ITBL AL BGHIEN ASAV. CHEMURAMNL) o 51 61 TTR (i) 42 ASAV ID BE 55k
VERTEREAL AR . 35 61 3L,

FCARBIY O VF ) e B AR BE A PSS L 58 53 T

St TLL CATE) BUBIEAL ASAV CREMLRIAME) 55 61 Sial (ATik) 4:4) ASAv ID UF5s%
VERERZRL GRS o 5 61 5.

FUABARAY . FCERAVFRIUETE , 55 57 00

.

.

HAAET, BB S M A Al

VR IE T A RE BRI H A PR 1Y) ASAL

B 1 7E Cisco Smart Software Manager W', A BLK 1 £ V5 20 11 K FOAK 7 33 Sk 5 S v 2 Ft
a) MiiiEE (Inventory),

| ik gaesiry
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B =een. mssmmendsy

Cisco Software Central > Smart Software Licensing

Smart Software Licensing

Alerts Convert to Smart Licensing

b) 1t General LU -, xitdi New Token.

Product Instance Registration Tokens

The registration tokens below can be used to register new product instances t

Token Expiration Date Uses

OWFINTZiYTgtY2Ew... 2024-May-18 17:41:53 (in 30 days) 0 of 10

c) £ CreateRegistration Token XFiGHEH, AL N #'E, 4R)5 st Create Token:

Create Registration Token ®

This will create a token that is used to register product instances, so that they can use licenses from this virtual account.Once it's
created, go to the Smart Licensing configuration for your products and enter the token, to register them with this virtual account.

Virtual Account:
Description: Description

* Expire After: 365 Days

Between 1 - 365, 30 days recommended

Max. Number of Uses:

The token will be expired when either the expiration or the maximum uses is reached

Allow export-controlled functionality on the products registered with this token @

Create Token Cancel

* 1jLAA
* ExpireAfter - ARHEBLZIN RN 30 K.
* RAFERRE

* Allow export-controlled functionaility on the productsregistered with thistoken - j5 1 S &
FUPERR & o

RGURE A A I B I3

d) s RAT O R 35 Sk R T AT OT Token XTRAE, R LA HURE 4 h 1D BRI BIBIIGRR . 245 20E
WEASAI, USHES L A, DAFEIZRE R Ja 1 1 A
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General Licenses Product Instances Event Log

Virtual Account
Description:

Default Virtual Account: No

Product Instance Registration Tokens

The registration tokens below can be used to register new product instances to this virtual account.

New Token...
Token Expiration Date Uses Export-Controlled
OWFINTZiYTgtY2Ew. 2024-May-18 17:41:53 (in 30 days) 0 of 10 Allowed

E 12: S5 hg

Token 0 X

MM3Z]IhYTIZGQ40S00Yjk2L TazMGItMThmZTUy Yjky
NMVHLTE1MDISMTI1 %0AMTMxMzh8YzdQdmazMiAZY
mFJN2dYQjIEQWRhOEdscDU4cWISNFNWRUtsa2wz%
NAMDANSTNSAANANA

Press cirl + ¢ to copy selected text to clipboard.

P2 (W[iE) 7 ASA I, 4 Smart Transport $5 & HTTP /8#E URL.
license smart
transport proxy proxy_server_ip port port
P ] Smart Call Home 1M A~ /& Smart Transport, 5S4, 5551 .

ERE
o RZFFAUERHTTPACEL,

* BCEACHRSS %% URL I, 52048 5E Whisle

T

ciscoasa(config)# license smart
ciscoasa (config-smart-1lic)# transport proxy 10.1.1.1 port 10101

i

ciscoasa(config)# license smart
ciscoasa(config-smart-lic)# transport proxy proxy.esl.cisco.com port 80

$IE3 fF ASA FifsSKYFATIEZAL
a) HEAVFAIUER e B
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b)

<)

d)

license smart

i

ciscoasa(config)# license smart
ciscoasa (config-smart-1lic) #

(Firepower 1000/2100) %&'&E Thfig)z:

featuretier standard

HAAWE GEAR) BEnTH, (AT EERE RIS s 2Vl & LA D REVF nT UE AT 42
At o FERBRRVE AT UE ARTRR A BRAERR VA IE, A CLI ARy “ARUERR” - Cisco Secure Firewall
R S Al VPG 240 T HIRES, EvkZEH

CAl) IR i sk 2l Sralir.
feature context number

BRI F, ASA S5 2 58 10 A L0, IRULISBII R0 L R S8R 7 AR 22 3R L
T BRI TR T

* Firepower 1120 - 5 Fi 5%

* Firepower 1140 - 10 Ff{i =
* Firepower 1150 - 25 Bl 5t
* Firepower 2110 - 25 F{if 5
* Firepower 2120 - 25 Ffi 5
* Firepower 2130 - 30 Fi & 5

* Firepower 2140 - 40 Fili 5
* Cisco Secure Firewall 3100 - 100 i 5
* Cisco Secure Firewall 4200 - 250 P 5

#an, *JF Firepower 1150 M5, ZA# & AH - 25 Pl 5, 6 AT REEGA 23; IWEH SR
I 2 A

il
ciscoasa(config-smart-lic)# feature context 18
("[i%) (Firepower 1010) i 3R 38 5 8 22 A V7 nf ik LU H S 46 %

feature security-plus

i

ciscoasa (config-smart-lic)# feature security-plus

B L Eaeiebir
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(Afik)  CGZFREEAY) 55K Diameter. GTP/GPRS. SCTP Al 13z & P F al ik .
featurecarrier

i

ciscoasa (config-smart-1lic)# feature carrier

T FHBEIE . wRRE I, ERE AR 4
feature strong-encryption

R IR T B BRI 4 R, DR A BT E . AT, AUSRABSRO R R 3R
SANBRL, A1 Cisco CUISE Fu VPR MR HRANAR 1650 BT A0 8 8V U VS L8 0
AR B T BRI VFRTE, O i TUFTUESR 2, 7 A A

iR

RS A, BRSNS VAT B R B . Ik, BRIEASAI ™ rh LT 1%
VFITE, 7RSO PR AL o TGP B 4 BRI R A BT E, AT R A
PR, I HR AT (TP AL

-

ciscoasa(config-smart-lic)# feature strong-encryption

WA (niE) {1 Smart Call Home 1A /& 2RI\ Smart Transport K5 %8 REVT ] 4545 AT

L A A 52 8 ] Smart Call Home 11 AN /& Smart Transport, i 58 A N B8, 500,  SAFFERIA Y
Smart Transport.

)

b)

P AL Y B 4 Smart Call Homes
license smart

transport type callhome
e B AL HE— 440 License [1) Smart Call Home FC& SCfF, HrbdRE T8 a4 HH BEAS (1) URL.

call-home
profile License
destination address http
https://tools.cisco.com/its/service/oddce/services/DDCEService

i

ciscoasa(config)# license smart
ciscoasa(config-smart-lic) #transport type callhome

(n[i&) 48 HTTP 1CH! URL.
call-home
http-proxy ip_address port port

iR
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AZFFUEHTTPACEE,
w15

ciscoasa (config) # call-home
ciscoasa(cfg-call-home)# http-proxy 10.1.1.1 port 443

PES UHIEAES 1 Db SRR ASA:
license smart register idtoken id_token

i

ciscoasa# license smart register idtoken YJE3NjcSMzYtMGQzMi0O0OTA4
LWJhODItNzBhMGQ5NGR1YJjUXLTEOMTQS5NDAY$0AODQzNZz18NXk2bzV3SDEOZkgwQk
dYRmZINTNCNG1vRnBHUFpjcmO2WTB4TU4wS 0Ac2NnMDO%$3D%0A

ASA [ BE T BE ARV,  FF AL B MV R R R SR, U AR R B BRI
2N FH N (3DES/AES) ¥F [ iIE. i ] show license summary 5% show running-config license fiy 4>
R AV AT RS R S B -

Tl

ciscoasa# show license summary
Smart Licensing is ENABLED

Registration:
Status: REGISTERED
Smart Account: Bizl
Virtual Account: IT
Export-Controlled Functionality: Allowed
Last Renewal Attempt: None
Next Renewal Attempt: Mar 19 20:26:29 2018 UTC

License Authorization:
Status: AUTHORIZED
Last Communication Attempt: SUCCEEDED
Next Communication Attempt: Oct 23 01:41:26 2017 UTC

License Usage:

License Entitlement tag Count Status
regid.2014-08.com.ci... (FP1010-ASA-Std) 1 AUTHORIZED
il

ciscoasa(config)# show running-config license
license smart

feature tier standard

throughput level 1G

transport proxy proxy.esl.cisco.com port 80
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Hith#E2. A rEc B E e EIEER

R PP A P A i 3 RS PR 1) ASAL

FHiaZ |l

sipen. surnrsseesnrees [

* M Cisco.com | BERAFE BLES AL OVA 30, FTEAE VMwareESXi IR 45 %% L & B FNC & Ik 3L
e ARELZAER, ESH R RS BLAS AT 5 T

o 16 7.0 JR, ARHBRY BRER AT BEAS Th NN T Smart Transport o WA A IHARCA, 5141

MW ASA )5 Smart Call Home.

 FERF B E TR L AT, U R EONE CA R, SRl 2 A3 3L (HAER

W 2% b AT fiE e il 3

crypto catrustpool import url http://lwww.cisco.com/security/pki/trs/ios core.p7b

UK

TR AR RENAHE PR A R S5 &5 B SRIE N

HIE2 (n]ik) 7F ASA I, by Smart Transport 455 HTTP {CF URL.

license smart

transport proxy proxy_server_ip port port

FAfi | Smart Call Home fij /N /& Smart Transport, 152 (LB 8 7, 2 55 .

ERR
AT FFNIFFHTTPACEE,

Tl

ciscoasa(config)# license smart

ciscoasa(config-smart-1lic)# transport proxy 10.1.1.1 port 10101

HIE3 T ESOF T UEIRSS 2% URL LURS 318 BEAH 3 PR 28 A

license smart

transport url https://on-Prem_ip_address/SmartTransport

FAfi ] Smart Call Home 1M A /& Smart Transport, i5ZRPEPE 7, 4555 .

TP

ciscoasa(config)# license smart

ciscoasa(config-smart-1lic)# transport url https://10.1.5.5/SmartTransport

$E4 (k)

ik gaesiry


https://software.cisco.com/download/release.html?mdfid=286285506&softwareid=286285517&os=Linux
https://www.cisco.com/c/en/us/products/collateral/cloud-systems-management/smart-software-manager-satellite/datasheet-c78-734539.html

VFATE: Saemuira |

B sewn sraREseenrees

SIES

PIR6 7E ASA i RVF AT UERAL

a)

b)

<)

d)

HEAVF R UE R RERC E A
license smart

51

ciscoasa(config)# license smart
ciscoasa (config-smart-lic)#

(Firepower 1000/2100) & IR
featuretier standard

HARHE GEA) BT, (HEFHEARE T BILEH; EVral il 2as A D) eV nl ik rarde
%ﬁ: FERBRRVF 0T UE CARTRR M bR ERRVF AT UE, 75 CLIHAIRR N “Fr#ERR” o Cisco Secure Firewall
TR FEql VPR & AT R APRE, ToikZEA.

(k) (R AY) sk 224t S TiE.

feature context number

BROATEIUT, ASA SCFF 2 80 10 M5, IR N3 SRR S5 80 5 S B il 2 2 AMBA
e R MR RS Pk T 25

* Firepower 1120 - 5 F 5
* Firepower 1140 - 10 Fi 5%

* Firepower 1150 - 25 F 5%

* Firepower 2110 - 25 Ffii 5%
* Firepower 2120 - 25 P 5
* Firepower 2130 - 30 Fff £t
* Firepower 2140 - 40 Fli % 5
* Cisco Secure Firewall 3100 - 100 F /5 5%

* Cisco Secure Firewall 4200 - 250 Fi {5 5

#lhn, XFT Firepower 1150 11 &, LA KAE - 25 Fifisr, WM REURA 235 BLAER 53R
WE 2 M.

-

ciscoasa (config-smart-lic)# feature context 18

(A3&)  (Firepower 1010) 1% 3K 14 5 41 22 4 VP ] ik LA JE H B i 4%

feature security-plus

W SeEmer e
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i

ciscoasa(config-smart-lic)# feature security-plus

(A1) CGZFERREAY) 155K Diameter. GTP/GPRS. SCTP kil [f13a 8 Fg VF ik
featurecarrier

51

ciscoasa (config-smart-lic)# feature carrier

AT A A R s hns i, IBARE AL 2.

feature strong-encryption

T SRS N BE B PR B N % AR, U TR BV TR . AR, S R A REIK R R A
SEINE AL, fH Cisco TUffiE SEVFRE T 9N, ] LLT-SIRs s s Vi nl e in 2 & 1k
G BB T EESRIEVFRNIE, I H il TV IER &, WE s e.

Pk o

WA AL AT S, B A SN VFATIE (RS m T ) o« B, BRARERIK T T B
VFATIE, AR AR R A G e A a8 & N AN 2 VR TTE, DRI T RE A
faimk T ANERE, JF B AR 44k

i

ciscoasa(config-smart-lic)# feature strong-encryption

WD (i) ffH Smart Call Home 1M A2 2RI\ Smart Transport >k 5 2 REVF 1] k5548 A THHAF
1 A48 5 F4d ) Smart Call Home 1fij AN /& Smart Transport, 15568 LA F AR, G0, N Al ERIA K

Smart Transport.

a)

b)

WA 2 R % & o Smart Call Home.
license smart

transport type callhome
Fe B AL G —M 444 License i) Smart Call Home FC & 301, FLrPHRE 18 BEFIHA BRI URL.

call-home
profile License
destination address http
https://tools.cisco.com/its/service/oddce/services/DDCEService

i

ciscoasa(config)# license smart
ciscoasa (config-smart-lic) #transport type callhome

(A[#E) 87 HTTP {83 URL.

ik gaesiry
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call-home

http-proxy ip_address port port
P

ANSCRFINUEJHTTPACER

RE

ciscoasa (config) # call-home
ciscoasa(cfg-call-home)# http-proxy 10.1.1.1 port 443

c) HVFANIENRSS %% URL DLRE B8 BRI /H S BEAS A HE «
call-home
profile License

destination address http
https://on-Prem _ip_address/Transpor tgateway/ser vices/DeviceRequestHandler

51

ciscoasa(config) # call-home

ciscoasa(cfg-call-home)# profile License
ciscoasa(cfg-call-home-profile) #destination address http
https://10.1.5.5/Transportgateway/services/DeviceRequestHandler

SR8 ML 1 DRI BN ASA:
license smart register idtoken id_token

Tl

ciscoasa# license smart register idtoken YJE3Njc5MzYtMGQzMiOOOTA4
LWJIhODItNzBhMGQ5NGR1YjUxLTEOMTQS5NDAY$0A0ODQzNz18NXk2bzV3SDEOZkgwQk
dYRmZ1INTNCNG1vRnBHUFpjcmO2WTB4TU4wSs0ACc2NnMD0%$3D%S0A

ASA [ A BERAFE B A IR S5 2 it I HOE I B MVl UE B2 i A Ik P v, U REAK
PR AR 0 22 N 9N 2% (3DES/AES) VFRTiiF. i show license summary iy &£ £ 1VF iR A FI
fERE DL

5l

ciscoasa# show license summary
Smart Licensing is ENABLED

Registration:
Status: REGISTERED
Smart Account: Bizl
Virtual Account: IT
Export-Controlled Functionality: Allowed
Last Renewal Attempt: None
Next Renewal Attempt: Mar 19 20:26:29 2018 UTC

License Authorization:

B L Eaeiebir



| miE: Beemuire
HAtE8: BRE kA AERE

Status: AUTHORIZED
Last Communication Attempt: SUCCEEDED
Next Communication Attempt: Oct 23 01:41:26 2017 UTC

License Usage:
License Entitlement tag Count Status

regid.2014-08.com.ci... (FP1010-ASA-Std) 1 AUTHORIZED

HAIERL. BRGNS

AT LY 73— AR AVFTTIE . AR AAERE T ASA I TR 9]V AT HIE .

FIE1 223 1000/2100/3100/42007K AVFAIE , 55 57 HL,
L2 (i) RIE KAVEAIE, 260 T,

2 2= 1000/2100/3100/4200 7k /A iF 0] iF

X IRIE TR IR ASA, T LL) B BER AT PSS SRAK AVFATIE . K AVFATIE /R F BT 2 sé
FAT B 20 2 A 500 At VFATIE

)

AR X TURAVFUETIRY, EaAE s I ASA Z BB [ZVFATE. WRANIES R ERZ VAT, VP el ik
SORFFCAT PR, BICEIRPIHTHI ASA. WSk (n[iE) IRk RAVFAE , 3 60 T,

FHia Z |l

WA SR AVERTAIE,  DME AR RE A F A BEaS i ol Ao JFARPTAT K S L AE A8 IR AVF AT IE TR
FERS S B IR DI REZ T, WS i IR CAR1G S RHILE .

$IB1 7F ASACLL ¥, J8 KAV UETRE

license smart reservation

TP

ciscoasa (config)# license smart reservation
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B = 1000210031008200% A& 7 FTSE

Nil

8

ciscoasa (config)#

T SR B RE R A B2 Hh R N PRIV IR AR
license smart reservation request univer sal

IR

ciscoasa# license smart reservation request universal

Enter this request code in the Cisco Smart Software Manager portal:
BB-ZFPR-2140:JAD200802RR-AzKmHcc71-2A

ciscoasa#

WURFFr A A, WS WoRE—ARS,  BPAEZESR In40E o2 k. SR v Rk AR IS H N
FRER A E B, I HA IO s R, WA
license smart reservation cancel

WHRAE K AVFRTUETIRE, W BT A A AL B SR S B G o W R 2 A R i N RE AR B2
A0 ¢ I RE P A BERF 2V rTUE N T ASA, AR5l DI 75 ZLE [MZ VFnfiE. &0 (i)
IR K AFAE , 55 60 T,

il R BERAEE FL A 57 (Smart Software Manager Inventory) bt %, i1 AT IE (Licenses) I
R

https://software.cisco.com/#SmartLicensing-Inventory

Licenses i1 7= 5 S ik ARSI FT A B VF e R AIK A .

M ATETREE, JREAEHE P BE ASA RS, i Reserve License.

BRI PR LU o SRT DR O A ks LR A BTG . MO A e B s
VPATIEEL C AR T HPIRZS

WARIEBATE 2 License Reservation 1%L, WIS (R ) R T K AVFRIET o AEX B 50
s B NER R AV T UE T B O e A N R REVE AT Ay

7E ASA IR :
license smart reservation install code

T

ciscoasa# license smart reservation install AAu3431rGRS00Ig5HQ12vpzg{MEYCIQCBwWS
ciscoasa#

7E ASA ARV nJIERZAL

iR

BRI AV ATIE SRV se el T R VFa e, (HE 5 24T T ASA B & IFZAL, LU ASA FiE
e UAER e,

a) HEAVFUER el B

license smart

B L Eaeiebir
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b)

<)

d)

e)

23 1000/2100/3100182005k A 35 71E ]

i

ciscoasa(config)# license smart
ciscoasa (config-smart-1lic) #

(Firepower 1000/2100) ¥ & IhhE)Z

featuretier standard

R GEA) EaTH, EEFEARE TS IEH; 22 LI gE v nT ik I ar e
S o FEAB IR AT UE ARTFR N BRAERRCF AT AE,  E CLI T FR N “Ar#ERR” - Cisco Secure Firewall
R () Feml VP IEAR AT FIRAS, TEikEEH

CAIE)  CCRRRAY) Bi5sk 22 4 s aliE .
feature context number

BAASUL T, ASA SCRF2 B 10 A5, DRI AR o O R S I S 9 o Rl 2 BR A P i 58
o R IOCEOR O TS A

* Firepower 1120 - 5 Fi 5%
* Firepower 1140 - 10 Ff 5

* Firepower 1150 - 25 i 5t

* Firepower 2110 - 25 i 5t
* Firepower 2120 - 25 Fi i 5
* Firepower 2130 - 30 Fii i 5

* Firepower 2140 - 40 i 5
* Cisco Secure Firewall 3100 - 100 i =%
* Cisco Secure Firewall 4200 - 250 {5 5%

@4, T Firepower 1150 1M &, 25 ME - 25 il 5, MRS 23; ER S
WHE 2 A7 .

i

ciscoasa (config-smart-1lic)# feature context 18

(n3E)  (Firepower 1010) 1% 3K 145 41 22 A0 il ik LA H B i 4%

feature security-plus

-

ciscoasa (config-smart-lic)# feature security-plus

(ATk)  (Z#EpEAY) isK Diameter. GTP/GPRS. SCTP #: [¥)3& 5 B 40T iiF »
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featurecarrier

i

ciscoasa (config-smart-1lic)# feature carrier

f)  CArEe) AR . W ARWCR RN R, EARE WA MG
feature strong-encryption
T SRS N BE A PSS D et AN SV RTIE . AR, S R A RENIK ) R IRAS
SRINEE AL, fH Cisco UUAfiE FCVFRE I s, 45T LTSl il s v rlEvds in 3 85 a0k o
S E BT S SR VFRNIE, JF Bl TVFIER &, e R E .
pEk e
WAL, B BRI 2 VF AT IE CRie 2B a2 o B, BRARErK - h B
VFATUE, AR HIK R A G i T A s 35 & BRI AN 2L VERT R, IR PT RE 2 A
ik NS R, IF BB AR AL

5

ciscoasa(config-smart-lic)# feature strong-encryption

(A[E) IRiE K AVFA[IE

WRATHTREIRAVFAUE (i, BIEFEEEH ASA) |, 25U LU N R 3%V vl ik E 2R 6 45
BRI B . WA T D B, WHZVFT IR R DR AEADIRZS, JF BRI R
I FeAt 5

7E ASA A RIS :
license smart reservation return

i

ciscoasa# license smart reservation return
Enter this return code in the Cisco Smart Software Manager portal:
Au3431rGRS00Ig5HQ12vpcg{uXiTRfVrp7M/zDpirLlwYCaq8oSv60yZJuFDVBS2Q1iQ=

ASA KL RIS R R VPR FEHEN “PPRAG” RAS . R E TR B IR A G AR, EEImA LGS 15
TR, SR AEE SR K A ATHIE (license smart reservation request universal), TG 5 s
AR o DR IR IZ AR DLIE BORIE o A R VPAL B L 3, W ASA et Nk IR ZS . A AN G HLIR
SMTEAEE, ESH AGHIRE . 25 83 1.

HIR2 A ASA JBH BAAMREF (UDD), DUEER G AEE FEas 3k 2k ASA 524
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show license udi

T

ciscoasa# show license udi
UDI: PID:FPR-2140,SN:JAD200802RR
ciscoasa#

IR 3 Ui R BEAR I “VE . (Inventory) bR, ARG AU FEERSEH (Product Instances) i3 -
https://software.cisco.com/#SmartLicensing-Inventory

Product | nstances 13 8 i UDI 7R BT $-45VF 7] 177 i o

LB 4 RBNEAELUE VT ASA, IKIKIEPHRIE> MIBR, RJG7ET7HEH BN ASA RIS, fitf Remove
Product I nstance.

TR AV AT UE R 34 2 A it o

(A[i&) BUEEM ASAv CEHFAZAHE)
HGHTE N ASA K NS IKIIR IR ASA. RETMER ASA LTI VR UESEBUNIESS o 5 nT e 2
IO VE N A BERETRVF PTUE LLR] T80 00 ASA. 80, TTLCKE ASA MR BRI PGS TP N R . AR P
EHIF A Rt
* Firepower 1000/2100

* /3100/4200

U ASA:

license smart deregister

(AIE) 429 ASAV ID IEFH BT AIIER N (B AFZAR )
BREBL T, IDAE 1545 60 F ELENTERT, VE BB 30 R ATRR. I S ) F I O AT
SR A R R BT T VR S, WY B 3 S (5 ST 00 A

UK

S B ID E1:

ik gaesiry
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B s zewim

licensesmart renew id

P2 FOHVF A UERRAL

license smart renew auth

BNNEIS B AT IE

ARSI AT T ASAv Fl Firepower 4100/9300 HUAH ASA 2 A (K17 nl 2 AL .

ASA Virtual

fi# 1] throughput level i 471 ASA BCE T E AR /K, CORHflE AR BE PP B Hi IV )
WEe TS M LA A O VF AT IE R R

* 100M—ASAv5
* IG—ASAVI0
* 2G—ASAV30
* 10G—ASAvV50
* 20G—ASAv100
At YOI E T 35K Secure Client Al TLS ACHE S i, (HAL, IR ASA Virtual P4 A7 it 5
PR BRI R S bR i A, PR I o i, 7 R A O R 2 R (M N AE
ASA Virtual [} NAEHRE T 5 R R BT KBS IERENT VLAN, AN A B O HUE -
TR EIR ASA Virtual R4 CRVFRT I I6E

WAE 15 BF

HFAERR AR

et =g Al LLEH throughput level fix 475 ASA PC & s B Ak 5K o
LN S S T B VR AT
100M: ASAv5
1G: ASAvV10
2G: ASAv30
10G: ASAvV50
20G: ASAv100

B A 3EIF ATE

(Y SRS ube Ja
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AsAVirual JJjj

VFATIIE

152 AR

B KEERHL IR

Bii K B3 82 1 ASA Virtual P A7 R 5E
2 GB % 7.9 GB: 100,000

8 GB % 15.9 GB: 500,000

16 GB % 31.9 GB: 2,000,000

32 GB % 64 GB: 4,000,000

A

Total TLS Proxy Sessions

TLS AQCHL2 1 v i 5 200 R ASA Virtual N A7IRGE o
100M 7t & + AL 947 500
1G #rit i + A AE: 500
2G fril &
*2GB % 7.9 GB Wf£: 500
* 8 GB+ W A7: 1000

10G #Fit &
*2GB % 7.9 GB A f£: 500
* 8 GB % 15.9 GB P 17: 1000
* 16 GB LA EXAE: 10,000

20G FF &
*2GB % 7.9 GB W 17: 500
* 8 GB % 15.9 GB 4 4%: 1000
* 16 GB % 31.9 GB W A%: 10,000

* 32 GB+ W A¥: 20,000

VPN 15[ iE
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1 AJIE 15 BB
Secure Client X 4544 ARG ] Secure Client X &5 44 th 5 i B 2%

FT ASA Virtual INAERE o

Al 1% Secure Client Advantage 5%
Secure Client Premier VFAJiE, %
%

100M ¥ & + fEAT 47 50
1G ik + (RN A7: 250
2G it
«2GB % 7.9GB W ff: 250
* 8GB+ M ff: 750

10G F i
*2GB £ 7.9GB W 1f: 250
* 8GB % 15.9GB W f#: 750
* 16 GB L LA fF: 10,000
20G Frith i
*2GB £ 7.9GB I ff: 250
* 8GB % 15.9GB W f#: 750
16 GB % 31.9 GB: 10,000
* 32 GB+ A {f: 20,000
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AsAVirual JJjj

VFATE 15t A

oAt VPN 4544 <t
Hofth VPN AR R 0 F ASA Virtual P AFYUE .

100M #x 4 + B A 7E: 50
1G k& + EEAAE: 250
2G it

*2GB % 7.9 GB W fF: 250

* 8 GB+ AF: 750

10G it &
*2GB % 7.9 GB A ff: 250
* 8 GB % 15.9 GB P f£: 750
* 16 GB LA EAF: 10,000

20G frit &
*2GB % 7.9 GB A ff: 250
* 8GB 4 159 GB Wf7: 750
* 16 GB % 31.9 GB: 10,000

* 32 GB+ N A7: 20,000
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VAT IE 15t AR
VPN WS AR E CRFETAR | iR
D) VPN XS54 St Ak g0 A ASA Virtual A7 HE
100M #x 4 + B A 7E: 50
1G k& + EEAAE: 250
2G it
*2GB % 7.9 GB W fF: 250
* 8 GB+ W fr: 750
10G #¥ht i
*2GB % 7.9 GB Wf£: 250
* 8 GB % 15.9 GB W ##: 750
* 16 GB LA E47: 10,000
20G A
*2GB % 7.9 GB Wf£: 250
* 8 GB % 15.9 GB Wff: 750
* 16 GB % 31.9 GB: 10,000
* 32 GB+ W 47: 20,000
& FA i ATHE
ks %Al (DES) Bak (3DES/AES), HU Tk 7 (1) 5 b & R v
bR F /A
AN ASFF
SR A

K VLAN #=

VLAN i ASA Virtual A fF#5E
2GB % 7.9GB - 50

8 GB % 15.9 GB - 200

16 GB % 31.9 GB - 1024

32 GB % 64 GB - 1024
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Firepower 1010 ]

Firepower 1010

N IR Firepower 1010 SR VF A (R Th it

VFATIE it 15 AT HIE

B K 3EF ATE

B W 2 B s RS ANFF

IR BT KBRS 100,000

ST RS, BARARSCFF SCTP KM, {03 ACL [ty SCTP

ARSI -

TLS AR 23 15 S 4,000

VPN ¥ A]3E

Secure Client X} 244 ARIRAFVFH] nJ'i% Secure Client Advantage.
Secure Client Premier. =%, 1R
Secure Client VPN VF AT iE, 1%
%: 75

Hoflh VPN 2544 75

VPN W SRS E CafEfAE |75

ity

i A1 AIE

n BLhit (DES) (3% (3DES/AES),  HU#k Tk ™ i3 H A FAE i

Hhsg 24y (GRS . VPN AR | 250 Ak

I

AN AN

it AN

B K VLAN $kt 60

Firepower 1100 3 %)

N IR Firepower 1100 & 51 CL 3R 7] (I IhfE

VAT IE £l 1 ALE

B A3V AT IE
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VFATE: Saemuira |

VFATE

LA 15 ATIE

{7 W 2 L i 2

A

%
IR BT KB K

Firepower 1120: 200,000
Firepower 1140: 400,000
Firepower 1150: 600,000

m

]

iz

A BARASEF SCTP eIl L,

’{j(u_n h%)ﬂﬂ :

{H 3 F#4# ] ACL ) SCTP

TLS AR L35 S 4

Firepower 1120: 4,000
Firepower 1140: 8,000
Firepower 1150: 8,000

VPN 15[ iE

Secure Client %} 2544

RG]

pid
411:3

nJi% Secure Client Advantage.
Secure Client Premier. 5, {¥ i
Secure Client VPN ¥ 1J3E, 1%
ER

Firepower 1120: 150
Firepower 1140: 400
Firepower 1150: 800

Hifth VPN 4544

Firepower 1120: 150
Firepower 1140: 400
Firepower 1150: 800

VPN &5k a3 (f
)

EEAEEES

Firepower 1120: 150
Firepower 1140: 400
Firepower 1150: 800

& A ¥ RTE
n B4l (DES) 25 (3DES/AES), MUK 7 1) 5 2 B e
L7 R - WEVFANE, R

Firepower 1120: 5
Firepower 1140: 10
Firepower 1150: 25
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Firepower 2100 7/ .

VFAIE LA 15 ATIE
g i AN
K VLAN #iit 1024
Firepower 2100 3 %)
2R IR Firepower 2100 R4 23R VFr] R ThRE .
VFATIE L8 1 ATHE
B A3 AT IE
AR P 2 e D ANSCHF o
FE R B KRR Firepower 2110: 1,000,000
Firepower 2120: 1,500,000
Firepower 2130: 2,000,000
Firepower 2140: 3,000,000
EH ANSZRF . BARASORF SCTP Krfllwss, (325 H] ACL ) SCTP
AR -
TLS FCB 2 1E S 2K Firepower 2110: 4,000
Firepower 2120: 8,000
Firepower 2130: 8,000
Firepower 2140: 10,000
VPN ¥ AJHE
Secure Client X %544 KRIRIFVFA] Al 1% Secure Client Advantage.

Secure Client Premier. % 1Y [E
Secure Client VPN ¥FA[iF,
%

Firepower 2110: 1,500
Firepower 2120: 3,500
Firepower 2130: 7,500
Firepower 2140: 10,000

ik gaesiry



VFRE: Beemeira |
. Cisco Secure Firewall 3100 2%

VFAIE LA 15 ATIE
HoAth VPN RF254K % Firepower 2110: 1,500
Firepower 2120: 3,500
Firepower 2130: 7,500
Firepower 2140: 10,000
VPN XSS CRFET8 | Firepower 2110: 1,500
Ly Firepower 2120: 3,500
Firepower 2130: 7,500
Firepower 2140: 10,000
18 F 7 AT E
n JLhih (DES) 84 (3DES/AES), MUy Tk i 5t A vk 1
Za it 2 AEVFAE, 8%
Firepower 2110: 25
Firepower 2120: 25
Firepower 2130: 30
Firepower 2140: 40
i ANSLHF o
£ K VLAN #& 1024

Cisco Secure Firewall 3100 2%

"N 7R Cisco Secure Firewall 3100 &1 L3RV Al [ ZhEE .

VFATHE it 15 AT IE

B A&V AT IE

i) 2 B R ANSCHF o

IR By kB % Cisco Secure Firewall 3105: 2,000,000

Cisco Secure Firewall 3110: 2,000,000
Cisco Secure Firewall 3120: 4,000,000
Cisco Secure Firewall 3130: 6,000,000
Cisco Secure Firewall 3140: 10,000,000
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Cisco Secure Firewall 3100 %% .

VAT IE it 15 AT HIE
ekl el AT VAT E: G
TLSARHEE & 1% R Cisco Secure Firewall 3105: 10,000

Cisco Secure Firewall 3110: 10,000
Cisco Secure Firewall 3120: 15,000
Cisco Secure Firewall 3130: 15,000
Cisco Secure Firewall 3140: 15,000

VPN AT

Secure Client %454 HRAIRTFVF ] Al 1% Secure Client Advantage.
Secure Client Premier. % Y[R
Secure Client VPN ¥FrJiiF,
%,

Cisco Secure Firewall 3105; 3000
Cisco Secure Firewall 3110:; 3000
Cisco Secure Firewall 3120: 7000

Cisco Secure Firewall 3130:
15,000

Cisco Secure Firewall 3140:
20,000

oAl VPN %2444 Cisco Secure Firewall 3105: 3000
Cisco Secure Firewall 3110: 3000
Cisco Secure Firewall 3120: 7000
Cisco Secure Firewall 3130: 15,000
Cisco Secure Firewall 3140: 20,000

VPN W54k s (fudgprfgk | Cisco Secure Firewall 3105: 3000
) Cisco Secure Firewall 3110: 3000
Cisco Secure Firewall 3120: 7000
Cisco Secure Firewall 3130: 15,000
Cisco Secure Firewall 3140: 20,000

18 A 1F AT E

e H:ili (DES) 5k (3DES/AES), HUu T 7 (1) 5 H A JE v
et 2 AEVFRIUE, #%: 100
ST JA H
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B Firepower 4100

YFATIE ELAH i ATE
5K VLAN ¥ 5 1024
Firepower 4100
N % 7 Firepower 4100 CL3RYF AT LI AE o
YFATE ELAt 1 ATE
By K31 AT HE
R ) 4 e v AIHE
I b7 K i Firepower 4112: 10,000,000

Firepower 4115: 15,000,000
Firepower 4125: 25,000,000
Firepower 4145: 40,000,000

e el ATV 5
TLSARHL 21 S 2L 15,000

VPN AT

!

Secure Client X454 RIPFAFVF] nJ' % Secure Client Advantage.

Secure Client Premier 5 1Y i
Secure Client VPN 7] IF :

Firepower 4112: 10,000
Firepower 4115: 15,000
Firepower 4125: 20,000
Firepower 4145: 20,000

==

Al VPN %2544k Firepower 4112: 10,000
Firepower 4115: 15,000
Firepower 4125: 20,000
Firepower 4145: 20,000

VPN WA CELAEFTA | Firepower 4112: 10,000
ey Firepower 4115: 15,000
Firepower 4125: 20,000
Firepower 4145: 20,000

188 FH 1 AT E
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Cisco Secure Firewall 4200 %% .

Y ATE EA FAIE

nE SEit (DES) sk (3DES/AES), MUK ™ (1 5t A5 R 1
LA R 10 AEVFRTIE: % 250
EiE Ji H

I K VLAN % 1024

Cisco Secure Firewall 4200 % %]

N E7R Cisco Secure Firewall 4200 251 L3RV Al [RIThRE .

VFANIE it 15 AT HIE

B A EVF AT IE

(TSN SURY) £ AN

AR A TR BLE Al Cisco Secure Firewall 4215: 40,000,000

Cisco Secure Firewall 4225: 80,000,000
Cisco Secure Firewall 4245: 80,000,000

S s TR VFATIE: & 7

TLSARH & 1F B 15,000

VPN ¥ A[E

Secure Client X 25 {4 RIAFVFAT H['% Secure Client Advantage.
Secure Client Premier. 5 X i
Secure Client VPN ¥FA[F, %
%.
Cisco Secure Firewall 4215:
20,000
Cisco Secure Firewall 4225:
25,000
Cisco Secure Firewall 4245;
30,000

oA VPN % &5 A% Cisco Secure Firewall 4215: 20,000
Cisco Secure Firewall 4225: 25,000
Cisco Secure Firewall 4245: 30,000
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VFALE: EaEarisa |

VFATE £l 1 ALE
VPN &4k Bt (B34 | Cisco Secure Firewall 4215: 20,000
) Cisco Secure Firewall 4225: 25,000
Cisco Secure Firewall 4245: 30,000
B AIFRTIE
ks JEAil (DES) Bia (3DES/AES), Tk /- i) 3 S v 1
TN 10 ALIEVFATIE, % 250
e Ja
% K VLAN & 1024
Firepower 9300
N B R Firepower 9300 Lk VF A R Zhfit o
VF AT HE EAl FATE
B A 35 AT E
(Y SRS oe ANLHF.
It R Bli KBS Firepower 9300 SM-56: 60,000,000
Firepower 9300 SM-48: 60,000,000
Firepower 9300 SM-40: 55,000,000
Carrier ZH ALEVFRIE: 8E
TLS A& 15 S5 15,000
VPN ¥ A] ik
Secure Client %2544 ARGV AT Al 1% Secure Client Advantage.
Secure Client Premier. 5§ 1% i
Secure Client VPN ¥FrJiF: &%
20,000 4>
HiAls VPN 25445 20,000
VPN X &R (R3¢ {20,000
)
i AV RE
I Fhifh (DES) 8ka# (3DES/AES), Bk Tk F i 5 A e i
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VFRTE Eat Y AlE

LA S 10 AEVFRIE: 5% 250
e JA H

K VLAN % 1024

B2 S8)FAE PID

AP MR R L B I, VR TR Y 1% A 2 1 A R B VR T ek . (HUE,
AR F QA INVERT I, R A SR R 2% AR R ) B3R R 28D (Search All) 7Bt

13 FFHEE R

= v SearchAll.. Q

f Catalog Estimates Deals & Quotes Orders Subscriptions & Services Software

Mg Rk £ = S FRAR %% (Products & Services).

4 5R
e All Results
T Orders 6
[E® Invoices 2
&, Software Subsc... 1
© Products & Ser... 1
ASA Virtual PID

ASA Virtual st EERRE MARFIZAMERTPID:
* ASAvS5 V] iF—L-ASAV5S-K9=
* ASAV10 YA IE—L-ASAV10S-K9=
* ASAv30 ¥Fr[ iIF—L-ASAV30S-K9=
* ASAV50 YA IE—L-ASAV50S-K9=
* ASAv100 ¥ H[iF—L-ASAV100S-1Y=
* ASAV100 VF ] iiF—L-ASAV100S-3Y=

* ASAv100 ¥FH[iF—L-ASAV100S-5Y=
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VFALE: EaEarisa |
B s z2eaiTizen

\)

B ASAv 100 JEEETHOTAVFERTIE, VErT IR 1 4. 3 &8 5 4E.

ASA Virtual 5k AVFR[IEFEE PID:

KAV AUE AR A o] I Th g, (453802 (3DES/AES) VFnliE C Rk ) 774 445D o Secure
Client D et 2R 451 6 W S8 1) e R0 Ja T, BRI T 46508 2 1) Secure Client ¥ 7] UE & 77 B AL
i Secure Client (i#Z:[5iSecure Client Advantage. Secure Client Premierfll f fl{ Secure Client VPN
VFATHE , 25 8 51

* ASAvS5 V1] iF—L-ASAV5SR-K9=

* ASAv10 VF A iF—L-ASAV10SR-K9=
* ASAv30 ¥FA[ IF—L-ASAV30SR-K9=
* ASAV50 YA IF—L-ASAV50SR-K9=

* ASAV100 ¥F ] iF—L-ASAV100SR-K9=

Firepower 1010 PID
Firepower 1010 % gE5R & 32 27 % MARFIZA M AR PID:
* JLAihi — L-FPR1000-ASA=. Required.
o WA 24y — L-FPR1010-SEC-PL=. R 22 VP [k J3 H T #be 4 5%
* SR JN%5 (3DES/AES)—L-FPRIK-ENC-K9=. {X 24K J" AR 3RS BUAL T 50 Jin 2 i o 22 o

Firepower 1010 7k AVFAJIEFIEE PID:

IRAVF IR AR T A T Zhae, BRGS0 3DES/AES) VPl iE (A& Mk P #5541 - Secure
Client Dy e B S M 65 0 2 i e K8 A F - HAREGR T80 21 Secure Client V] UE A2 75 HATAL
{1 Secure Client (iZ[5{Secure Client Advantage. Secure Client Premierfll {¥ i} Secure Client VPN
VFiE , 25 8 51

* L-FPR1K-ASA-BPU=

Firepower 1100 PID
Firepower 1100 & 824K 1 & 12 28 ¥ MARFAZ AR PID:
 FLfli — L-FPR1000-ASA=. Required.

* 5[5 — L-FPRIK-ASASC-5=, &5V UE&E 2N, nf L2 AN FEnfiE,
* 10 15t —L-FPR1K-ASASC-10=. 3tV a2t 2, w2 AN EnliE,

* JE /0% (3DES/AES)—L-FPRIK-ENC-K9=, X 241l J" AR SR EZ AL FH 9t i 235 I 7 22

Firepower 1100 7k AVFFIIETEE PID:
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KAV UERAE AT ol IS fE, G548 N3 (3DES/AES) VFr il CUn 4 ik /1 7545 4 14F) - Secure
Client V) REH 2 41 5 0 K 1 B R 3 Y, BARE R T 1808 3211 Secure Client V5 1] I /& 5 H AL
{# H Secure Client (i%Z [ Secure Client Advantage. Secure Client Premierfll {¢[R Secure Client VPN
VFAE , %5 8 T

* L-FPR1K-ASA-BPU=

Firepower 2100 PID
Firepower 2100 & sE N4 B 1225 & MR FAZ HE AR PID:
* JLAfAR — L-FPR2100-ASA=. Required.
* 515t — L-FPR2K-ASASC-5=. 1R VFn k2 BN, nIriysE 2 AN VFalir.
* 10 1§ 5 — L-FPR2K-ASASC-10=. &5 VFAl U2 RIS 2 AN VFaTiiE.

* 5 H1%5 (3DES/AES)—L-FPR2K-ENC-K 9=, ¥ 24K /" AR A2 A AE FH o o 285 e e 2

Firepower 2100 7k A AJIEFR EE PID:

KAV UERLEE T ol IS RE, G558 N2 (3DES/AES) Vi riE CAn S A& ik /' 7545 414D« Secure
Client L e B 23 MH - 65 0 2 R dpe K8 A F - ARG T80 211 Secure Client VT 1] UE A2 75 HATAL
i Secure Client (i5Z [ Secure Client Advantage. Secure Client Premierfll {¥ R Secure Client VPN
VFAHE , 25 8 51

* L-FPR2K-ASA-BPU=

Cisco Secure Firewall 3100 PID
Secure Firepower 3100 & e E IR AR & MMAIA AR PID:
e i R E R KR
* 5 5t—L-FPR3K-ASASC-5=, ff3ti/Frl ks SN, w2 NPTk,
* 10 15t —L-FPR3K-ASASC-10=. &5t VF k2 RN, Wl SL 2 AN VEATHE.
* &% 7 (Diameter, GTP/GPRS, M3UA, SCTP) — L-FPR3K-ASA-CAR=

* WN%% (3DES/AES)—L-FPR3K-ENC-K9=. 1V 4K ;" R SRFZ RS FH 558 Jin 23 i 75 2

Firepower 3100 5k A1FFIIEFRE PID:

IKAVERTUEALHE A v HIThE, (L4658 N5 (3DES/AES) VFRJiiE Cl A& ik J1 754 4 4F) « Secure
Client D et 2451 6 W 38 1) e KBRS Y, BRI T 46508 32 () Secure Client V57T 1IE & 77 B AL
i Secure Client (i%Z:[5iSecure Client Advantage. Secure Client Premierfl f{ [l Secure Client VPN
VFATHE , 25 8 51

* L-FPR3K-ASA-BPU=
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Firepower 4100 PID

Firepower 4100 & GEFR 14 & 12 3% B MARFAA AR PID:
* JLAfAR — L-FPR4100-ASA=. Required.
* 10 155t — L-FPR4K-ASASC-10=, 18 St VF o iF & S0, nlil % 2 /NP nlHE.
* 230 35t — L-FPR4K-ASASC-230=. 1§ S VFA 2 RN, A2 A VEATE,
* 250 5t — L-FPR4AK-ASASC-250=. 1 S VFAIUE& SN, A2 A VFATE,
« 12T (Diameter, GTP/GPRS, M3UA, SCTP) — L-FPR4K-ASA-CAR=

* /N2 (3DES/AES)—L-FPR4K-ENC-K9=, X 24l J" AR SR EZ AL FH 3t i 35 ) 7 22

Firepower 4100 7k AVFRIIETEE PID:

AKAVFAEAE A o] I ThARE, (463802 (3DES/AES) VFnliiE C R ik ' fF& 445D o Secure
Client Dy e th 23 i1 & W 3K 1) s R B0 A H - FUARHGR T4 3K (1) Secure Client V5 1] 1E & 157 HATHL
] Secure Client ({52 [iiSecure Client Advantage. Secure Client Premierfl! {{[# Secure Client VPN
VFRIIE , 25 8 70D

* L-FPR4K-ASA-BPU =

Cisco Secure Firewall 4200 PID
Secure Firepower 4200 & gE 4 E IR R & MMAIA AR PID:
< SEtl—HE .
* 5 i 5% —L-FPR4200-ASASC-5=. &3 VFrl k=2 2N, w2 ANVEriE,
* 10 {5 5 —L-FPR4200-ASASC-10=, {5t VFrluks2 RN, Al 2 MFATHE,
* J&7 7 (Diameter, GTP/GPRS, M3UA, SCTP)—L-FPR4200-ASA-CAR=
* 5IN% (3DES/AES)—L-FPR4200-ENC-K9=. 1 4l /' AR SR FZ AL F 5 o 5 1) 75 22

Firepower 4200 7k A1 AJIEFREE PID:

TR AVE AR BT E vl HIhRE, ARG5E 1% (3DES/AES) VF Al Can Rk P 275 & 41F) - Secure
Client V) REB 2 i1 5 0 I i B KGR 3 Y, BARE R T 1808 3121 Secure Client VF W] HIE & 5 HATHL
1§ F] Secure Client (i 2[5 Secure Client Advantage. Secure Client Premierfll {¢[R Secure Client VPN
VFAHE , 25 8 51

* L-FPR4200-ASA-BPU=

Firepower 9300 PID
Firepower 9300 & sE X4 E 1225 & MR FAZ HE AR PID:
* JEfili - L-FOK-ASA =. Required.
* 10 5t — L-F9K-ASA-SC-10=. 15 VFAUEE SN, A L2 AMVEATIE.
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* 12’8 1 (Diameter, GTP/GPRS, M3UA, SCTP) — L-FOK-ASA-CAR=

* SN2 (3DES/AES)—L-FIK-ASA-ENCR-K9=. ¥ 41K /' R SREZA A 9t in 25 1 75 32

Firepower 9300 7k AIFFIIETEE PID:

KAV UERLER T o] I IhRE, A F548 N2 (3DES/AES) VT iE CUn S ik 7 75454 14F) - Secure
Client D e B S M H - 15 00 2 1 e K8 Ja F - ARG T80 21 Secure Client VAT E A2 75 HAAAL
i [l Secure Client (i%Z:[5iSecure Client Advantage. Secure Client Premierfll { fl{ Secure Client VPN
VFAE , 810 .

* L-FPR9K-ASA-BPU =

I|Ik459%E0 &6 £/ :
il Ay Sty B e |
sl DUIS F i rTFDhRE . RSHFNIED, LA HRRTE S .

EEFIESAIEYIFAE
WIF ARV TE, S F s
* show license features

LR 7R~ B ASA FEAl VFATHE:

ciscoasa# show license features
Serial Number: JAD254312UA
Export Compliant: YES

License mode: Smart Licensing

Licensed features for this platform:

Maximum Physical Interfaces : Unlimited
Maximum VLANSs : 512
Inside Hosts : Unlimited
Failover : Active/Active
Encryption-DES : Enabled
Encryption-3DES-AES : Enabled
Security Contexts H

Carrier : Disabled
AnyConnect Premium Peers : 150
AnyConnect Essentials : Disabled
Other VPN Peers : 150

Total VPN Peers : 150
AnyConnect for Mobile : Enabled
AnyConnect for Cisco VPN Phone : Enabled
Advanced Endpoint Assessment : Enabled
Shared License : Disabled
Total TLS Proxy Sessions : 320
Cluster : Disabled
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BEEERIFINIERES
HZ I LL R i 2 R A VT UER A
* show license all

SRR VFTIORA . A AEUBIA, UDL 5B BIAIREIRA . 4R SRS, #L
AR VFRTHEF3 (5 BRI (0% R RS AE S5

PLUR /-4 37~ ASA Virtual 71 3iE :

ciscoasa# show license all
Smart Licensing Status

Smart Licensing is ENABLED

Registration:
Status: REGISTERED
Smart Account: ASA
Virtual Account: ASAv Internal Users
Export-Controlled Functionality: Not Allowed
Initial Registration: SUCCEEDED on Sep 21 20:26:29 2015 UTC
Last Renewal Attempt: None
Next Renewal Attempt: Mar 19 20:26:28 2016 UTC
Registration Expires: Sep 20 20:23:25 2016 UTC

License Authorization:
Status: AUTHORIZED on Sep 21 21:17:35 2015 UTC
Last Communication Attempt: SUCCEEDED on Sep 21 21:17:35 2015 UTC
Next Communication Attempt: Sep 24 00:44:10 2015 UTC
Communication Deadline: Dec 20 21:14:33 2015 UTIC

License Usage

regid.2014-08.com.cisco.ASAv-STD-1G,1.0 4fd3bdbd-29%ae-4cce-ad82-45ad3db1070c
(ASAV-STD-1G) :
Description: This entitlement tag was created via Alpha Extension application
Count: 1
Version: 1.0
Status: AUTHORIZED

Product Information

UDI: PID:ASAv,SN:9AHV3KJIBEKE

Agent Version

Smart Agent for Licensing: 1.6 reservation/36

show license status
N BEVF R IRIRAS .
LA 73591 it P L RV T 1) ASA Virtual (PR s

ciscoasa# show license status

Smart Licensing is ENABLED
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Registration:
Status: REGISTERED
Smart Account: ASA
Virtual Account: ASAv Internal Users
Export-Controlled Functionality: Not Allowed
Initial Registration: SUCCEEDED on Sep 21 20:26:29 2015 UTC
Last Renewal Attempt: None
Next Renewal Attempt: Mar 19 20:26:28 2016 UTC
Registration Expires: Sep 20 20:23:25 2016 UTC

License Authorization:
Status: AUTHORIZED on Sep 23 01:41:26 2015 UTC
Last Communication Attempt: SUCCEEDED on Sep 23 01:41:26 2015 UTC
Next Communication Attempt: Oct 23 01:41:26 2015 UTC
Communication Deadline: Dec 22 01:38:25 2015 UTC

LATR 78] Sl s A TR AVF PTUETIT ) ASA Virtual FPRZ:

ciscoasa# show license status

Smart Licensing is ENABLED
License Reservation is ENABLED

Registration:
Status: REGISTERED - UNIVERSAL LICENSE RESERVATION
Export-Controlled Functionality: Allowed
Initial Registration: SUCCEEDED on Jan 28 16:42:45 2016 UTC

License Authorization:
Status: AUTHORIZED - RESERVED on Jan 28 16:42:45 2016 UTC

Licensing HA configuration error:
No Reservation Ha config error

show license summary
TR REVF AT IEIR AL 1% Bl 4 2
LR 7 ) 7 A P A BE SR AFVFRT 1) ASA Virtual 1475 22«

ciscoasa# show license summary
Smart Licensing is ENABLED

Registration:
Status: REGISTERED
Smart Account: ASA
Virtual Account: ASAv Internal Users
Export-Controlled Functionality: Not Allowed
Last Renewal Attempt: None
Next Renewal Attempt: Mar 19 20:26:29 2016 UTC

License Authorization:
Status: AUTHORIZED
Last Communication Attempt: SUCCEEDED
Next Communication Attempt: Oct 23 01:41:26 2015 UTC

License Usage:
License Entitlement tag Count Status
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regid.2014-08.com.ci... (ASAv-STD-1G) 1 AUTHORIZED
PLR 78t 7 A FH K AP RTUETT 1) ASA Virtual 14 %L

ciscoasa# show license summary
Smart Licensing is ENABLED
Registration:
Status: REGISTERED - UNIVERSAL LICENSE RESERVATION

Export-Controlled Functionality: Allowed

License Authorization:
Status: AUTHORIZED - RESERVED

show license usage
SR REVF R UEAE FH RS o
PLR 7R 78 ASA Virtual (AL 5 B«

ciscoasa# show license usage

License Authorization:
Status: AUTHORIZED on Sep 23 01:41:26 2015 UTC

regid.2014-08.com.cisco.ASAV-STD-1G, 1.0 4fd3bdbd-29%ae-4cce-ad82-45ad3db1070c
(ASAV-STD-1G) :
Description: This entitlement tag was created via Alpha Extension application
Count: 1

Version: 1.0
Status: AUTHORIZED

&% UDI

AW AR RS (UDD), 525 LA R4
show license udi

PLUF 7~ 0 2 7~ ASAv [ UDI:

ciscoasa# show license udi
UDI: PID:ASAv,SN:9AHV3KJBEKE
ciscoasa#

K& R AT
WS LA TR 4
* debug license agent {error | trace| debug| all}
M RARRET HF
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* debug license level
FIFFA M )R BB ATVF m 4 PR Rl

VN P Par oo s ——
EHRHERREE
AR A RS VA U AT 5 48 B A B B
REEMFNSRE

XTI, ST DAEEE I . BRASOUR, B RAA RN 30 K. B R B o
VEMP AT B I, TR AL ID DARARA M . A R B R Cad ), R LB i

\)

£ Firepower 4100/9300 HLAH - BT M2 AN P A2 76 ASA AR B & FIHHTHCE .

FEFRE A AR B B LT B IX SR A B, B o 1 R RER A E R B AR REA TR . A4
RN A I, A RE AR B o O e 2 AR RE ST Bt 2 ) PRI A5 AU IDAIE-F5 o BeAiE 5 209
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