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YT 2G5, AN ST S R S8 AT T IR I4T45 . Hi A\ changeto context name iy 4 UL 5 L4
B R

GEWBEL WG 0 $5 2 N NVE:
interfaceid

nve-only

IR

ciscoasa(config)# interface gigabitethernet 1/1
ciscoasa(config-if)# nve-only

AT DI e AL L TP kb, FERS R, s B BRI O AN STV I VXLAN 9
EAE BB R, XM T a2 R iR .

e B R4 O BOR TPv4 FI/EY TPv6 itk .

ASA Virtual SERERS I BE R A LI TPv6.

-

(i O
ciscoasa(config) # interface gigabitethernet 1/1
ciscoasa(config-if)# nameif outside
ciscoasa(config-if)# ip address 10.1.1.1 255.255.255.0
ciscoasa(config-if)# ipv6 address 2001:0DB8:BA98::3210/64
il

GEWIREAD

ciscoasa(config)# interface gigabitethernet 1/1
ciscoasa(config-if)# nve-only

ciscoasa(config-if)# nameif outside

ciscoasa(config-if)# ip address 10.1.1.1 255.255.255.0
ciscoasa(config-if)# ipv6é address 2001:0DB8:BA98::3210/64

¥8 %€ NVE 5L/

nvel
HREFRE—1 NVE 541, HPID K 1,
7F1§|J

ciscoasa (config)# nve 1
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ciscoasa(cfg-nve) #

55 VXLAN $%,
encapsulation vxlan

IR

ciscoasa(cfg-nve)# encapsulation vxlan

Fo o IBAEE 2 A0 M IR 1 A K
sour ce-inter face interface-name

IR

ciscoasa(cfg-nve)# source-interface outside

i VTEP #2111 MTU /b 1554 A~ 7745 (IPv4) 5 1574 745 (IPv6), I ASA £ HE% MTU #5
B 1554 ANF5 88 1574 715

ZAE S XTI SR ATk D FahE e XA VTEP 1P Hdik:
peer ip ip_address
il
IPv4 X254

ciscoasa(cfg-nve)# peer ip 10.1.1.2

w5l
IPv6 S 2544

ciscoasa(cfg-nve)# peer ip 2001:0DB8:BA98::1234

WG e AR IP Mok, WCTRAE AR AL R I AE 25 5P A SC R a3, DRI HREIE B T8
BoE . HAEh VTEP 52— MRk,

CAJiges AXPREAIE A ST A7 RIBEY VNI 6 5 2 BRA AR 4.
default-mcast-group mcast_ip

il

IPv4 21

ciscoasa(cfg-nve)# default-mcast-group 236.0.0.100

i
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IPv6 41

ciscoasa(cfg-nve)# default-mcast-group ff0e::100

UREEAS VNILEZ FURBCEALFRAL, WA AL RS > VNUE DO 2L, W40 A 5
B

BoE VNI 0

Nil

8

N VNI 20, KI5 VTEP V58 LFESCES, JFlc B AR B L 23,

X T- Azure 1) ASA Virtual, &0 ABCE # 0 VXLAN 8: 00, 0] AECE AR PR VXLAN $
H, DML Azure GWLB FCA T o B QPR 2 S e — S FF SRR 5

A VNI B2

interface vni vni_num

IR

ciscoasa(config)# interface vni 1

5 ID & 5 1 F1 10000 2 8] FEH . It 1D A PO ER4E AR IRET .

(Regular VXLAN) #5/€ VXLAN M £ ID:
segment-id id

IR

ciscoasa(config-if)# segment-id 1000

5 ID B 1 F1 16777215 Z )38, MEL ID T VXLAN Fric.

(Azure GWLB 1) T ECHAREE VXLAND et AR BB A 1 8 T 75 1 S 4
a) Ja FAREE A At o
proxy paired

i

ciscoasa(config-if)# proxy paired

b) BCE A .
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internal-port port_number
Jrp port_number /i1 1024 1 65535 2 [,

i

ciscoasa(config-if)# internal-port 2000

c) WEWNHME ID,

internal-segment-id id_number

L id_number A~ 1 Fil 16777215 211,

il

ciscoasa(config-if)# internal-segment-id 101
d) BCE AN

external-port port_number

Frb port_number /- 1024 F1 65535 2 ]

il

ciscoasa(config-if)# external-port 2001
e) WHEAIMEMEL ID.

external-segment-id id_number

Horbrid_number /T 1 A1 16777215 Z 11l

RE

ciscoasa(config-if)# external-segment-id 102
f) SRS R .

same-secur ity-traffic per mit intra-interface

i

ciscoasa(config) # same-security-traffic permit intra-interface

BIRA GEWBUT T2 758 LOR IR 1 OG22 (1) I M 4«
bridge-group %

Tl

ciscoasa(config-if)# bridge-group 1
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S B R 1S BVI B DR 008 1 B F It VR4 .
S5ULEE 11 5 VTEP Y 11 H 60

vtep-nve 1
Y oE ARRNGER
nameif vni_interface_name

il

ciscoasa(config-if)# nameif vxlanl000

name 2 KL % 00 48 NERFINSCAT AT, JF BAR G KNG o AR —NHHE A sk a2 )
SR EZHA no X, B Zdr&2 S BUMER BT A 51T HIZ AR 62

(H ) 2) M TPv4 F1/8E TPv6 Hbdil:
ip address {ip_address [mask] [standby ip_address] | dhcp [setroute] | pppoe [setroute]}
{| ipv6-address / prefix-length [ipv6-address]} ipv6 addressautoconfigstandby

-

ciscoasa(config-if)# ip address 192.168.1.1 255.255.255.0 standby 192.168.1.2
ciscoasa(config-if)# ipv6 address 2001:0DB8::BA98:0:3210/48

WEZEEN:
security-level 2%

TP

ciscoasa(config-if)# security-level 50

Hob number 0 (A% F) 100 (Ferr) 2 0] 385

CHRAE B0 BB A4
mcast-group multicast_ip

=l
IPv4 41

ciscoasa(config-if)# mcast-group 236.0.0.100

w5l
IPv6 4:

ciscoasa(config-if) # mcast-group ffOe::101
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TRIAME LR, VTEP Y545 O30 R 4 UDP i 11 4789 (K] VXLAN Vite. 015 /4848 AEkr i O,

CIRYS U RER: X E i

FiaZ |l

ST 2G5, E A RE AT R P e AT 4% . BEMZIS SIS R G AT A, i\ changeto

system 4.

%H VXLAN UDP i [ ;
vxlan ¥ 0%

i

ciscoasa(config) # vxlan port 5678

At & Geneve 3=

UK

F4 ASA Virtual fit & Geneve #2111, iHHATLL N DB

\}

FR A DIECE VXLAN 8 Geneve. £ ¢ VXLAN 205 E, HSMEE VXLAN 811, %10 7,

$I21 4 Geneve it & VTEP W%, % 17 bl
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1 Geneve Bt & VTEP JE$EO

A~ ASA Virtual B 45 0] AL E — VTEP J5#% 10 . VTEP & X M4 B HIL &t (NVE).

(Alik) HYase D45 WALEE NVE.
interfaceid

nve-only

i

ciscoasa(config)# interface gigabitethernet 1/1
ciscoasa(config-if)# nve-only

DR BEE PR3 O _ AN A 1) VXLAN B A s LR B, IXFE ki & e nl ik .
T B 5 O 42 B TPv4 Hudik .

TP

ciscoasa (config)# interface gigabitethernet 1/1
ciscoasa(config-if) # nameif outside
ciscoasa(config-if)# ip address 10.1.1.1 255.255.255.0

$55E NVE SZ451):
nvel
HAesge 1 NVE 521, g 1D 4 1.

TP

ciscoasa (config)# nve 1
ciscoasa (cfg-nve) #

185 Geneve 313,
encapsulation geneve
W Geneve ¥ 1 AWS 75 ZAL ] 55 11 6081 .

TP

ciscoasa(cfg-nve)# encapsulation geneve

¥ IEAEE 2 AU IR 1 24 K
sour ce-inter face interface-name

TP
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ciscoasa(cfg-nve)# source-interface outside

G RIEE T MTU ZbF 1806 ~F75, ASA £ HBK MTU 5 2 1806

/1 Geneve Bid & VNI £

et

IS VNI 200, $H5 VTEP P58z ARG, JFRd S AR D S5,

AU VNI B2

interface vni vni_num

i

ciscoasa(config)# interface vni 1

¥ 1D BCE A 1R 10000 Z [A] A K. 1t 1D A A FB L RS AAT .
IRz 10 5 VTEP Y542 A DG :

vtep-nve 1

HE 4

nameif vni_interface_name

TP

ciscoasa(config-if) # nameif genevel(00

N

T Ho

VXLAN 0 |

name s K % O 48 NPT SCARFAF R, T HARK KNG o AR A8 {2 T8 i A\ e iy 7T
AR HHIA no I, BUA %A &2 S EMERITAT 5 -IZ A AR 6y 2

SYTE TPv4 F1/SX TPv6 Huhil:
ip address {ip_address [mask] [standby ip_address]}

{| ipv6-address / prefix-length [ipv6-address]} ipv6 addressautoconfigstandby

Geneve [ SCFFHRAS TP Hulik.

IR

ciscoasa(config-if)# ip address 192.168.1.1 255.255.255.0 standby 192.168.1.2

ciscoasa(config-if)# ipv6 address 2001:0DB8::BA98:0:3210/48
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srmxagpemserinns ]

SIS WE L 2P

Nil

B

security-level 255

2o 0 (Bfit) #1100 Chesn) A4

il

ciscoasa(config-if)# security-level 50
6 )i I AR

proxy single-arm

il

ciscoasa (config-if)# proxy single-arm
7 SCVFRERREH AR

same-security-traffic permit intra-interface

RtIR

ciscoasa (config)# same-security-traffic permit intra-interface

SVFM X S BRI I T IR R E

AWS B¢ Azure W 67 35350 7 s BOR & ST IS AR DUR B BEAT IERI N 2 o AWS WG T34 T s L4
UL B R BN BRI R84
HASK ASA Virtual B AW SSH. Telents HTTP 8§ HTTPS &4 R 2

SSH &

XT SSH,  fuVFak A WSS B i 4310 SSHo R S 3T 8 1 221K 55 ASA Virtual J#AZIERE, 1M
ASA Virtual [ sR3R 7R B N 12 AR DL AJE W] o

\}

AR SSH SR AATE 1 0BG . O Tl I, SR M S a8 i 4 b IC B K i is AR
R oA=L

Gt

! Allow SSH connections from GWLB network: 10.0.1.0/24
ssh 10.0.1.0 255.255.255.0 outside

VXLAN #£00 .
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Telnet 1E3&

ST Telnet, VK H M 657 3BT 2511 Telnet. W ¢ A1 23545 284 248 5 ASA Virtual 2573435,
1M ASA Virtual )8 S 32~ B 12 AR L UE B

)

AR BTOVLIE N Telnet MER B RAR 2 0NN L, BRI T se AN .

ot

! Allow Telnet connections from GWLB network: 10.0.1.0/24
telnet 10.0.1.0 255.255.255.0 outside

HTTP(S) EiBE
TR LK ASA TIC BN 7R W R A7 B i 5 EAT HTTP(S) %%
TP

! Identify health probe HTTP traffic from GWLB nw 10.0.1.0/24 to ASAv interface 10.2.2.2
access-list gwlb extended permit tcp 10.0.1.0 255.255.255.0 host 10.2.2.2 eqg www

! Enable HTTP authentication

aaa authentication http console LOCAL

! Require authentication for the health probe traffic

aaa authentication match gwlb outside LOCAL

! Use an HTTP login page on the ASA

aaa authentication listener http outside port www

15 FA S ¥ A5 R 87542 O NAT &9 HTTP(S) EE (4] .

AL ASA Virtual BCE RIS AT IRGURL 25 55 1) B0 HTTP(S) IR5-#% . 4T HTTP(S) iz17
ARV ET, HTTP(S) IR S5 %8 2545 1T 200 31 399 705 il N (RPIR ASACHD Sk [0l 42 W e e by i o . el 1
ASA Virtual S [ IS BEERE (OB A7 AR PR, PR 28 ] DU B IS 1 IR GO 7 20 B 30 B 45 2%

SRR AL MR (R AR T NAT AR VFROB AN 1 (g 11 80) PRI RS 7 5 1) ) oAt 1P Hudk. 491
U, Bk e R T 2 1 HTTP S0 Ay ASA Virtual #MiB8E L Hbx, Al ARGk
H H¥rl HTTP R4 231 ASA Virtual #M58: 1. ASA Virtual Fifi J5 235 50t 6% A 2 m i i1 H Fx b
htHﬁ?W“%AmfAMme%%%D SRJ5 ASA Virtual 234 1 B 57 K [5] /4 5C 57 8 3 i s
TA8 T B FOF M S B A A 1 9% 31 HTTP IR 452 PRI 370 52 10 s i) 0 0] o

A5l

! Permit HTTP traffic from GWLB nw 10.0.1.0/24 to HTTP server 10.2.2.3
access-list gwlb-health extended permit tcp 10.0.1.0 255.255.255.0 host 10.2.2.3 eg www
access—-group gwlb-health in interface outside

! Create network objects
object network gwlb-subnet
subnet 10.0.1.0 255.255.255.0
object-group network gwlb
network-object object gwlb-subnet
object-group network http-server
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network-object host 10.2.2.3
object service http80
service tcp destination eq www

! For HTTP, translate src GWLB IP to outside IP; translate dest of outside IP to HTTP Server
1P

nat (outside,outside) source static gwlb interface destination static interface http-server
service http80 http80

157 VXLAN ?;I:I

ZILL T a4, LABHE VTEP A VNI #% 1,
* show nve[id] [summary]

It A 78 NVE #0250, IRESAGTHE R, s o CEErD fPIRES, &Sz 0m
IP #hhil, UKt NVE FIE VXLAN VTEP ] VNI, L5t NVE £ A SCHR2544& VTEP
IP Hbdik. fHH] summary 3E30, v 4108~ NVE 820 FPIRAS. NVE #0)5 VNI %0, DL
KRB VTEP $ .

HZ LR PRI show nve 1 fr &4 :

ciscoasa# show nve 1

ciscoasa(config-if)# show nve

nve 1, source-interface "inside" is up

IP address 15.1.2.1, subnet mask 255.255.255.0
Encapsulation: vxlan

Encapsulated traffic statistics:

6701004 packets input, 3196266002 bytes
6700897 packets output, 3437418084 bytes

1 packets dropped

Number of configured static peer VTEPs: 0
Number of discovered peer VTEPs: 1

Discovered peer VTEPs:

IP address 15.1.2.3

Number of VNIs attached to nve 1: 2

VNIs attached:

vni 2: segment-id 5002, mcast-group 239.1.2.3
vni 1: segment-id 5001, mcast-group 239.1.2.3

IHZ I LU B f) show nve 1 summary iy 2%t :

ciscoasa# show nve 1 summary

nve 1, source-interface "inside" is up
Encapsulation: vxlan

Number of configured static peer VTEPs: 0
Number of discovered peer VTEPs: 1
Default multicast group: 239.1.2.3

Number of VNIs attached to nve 1: 2

show interface vni id [summary]

a4 Bon VNLEZ OS5, REMG ISR, D (ol s, BESIHE
KK NVE #2110, summary &I S~ VNI 5 1135,

VXLAN #£00
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2 LL R Pz if) show interface vni 1 iy A%t

ciscoasa# show interface vni 1

Interface vnil "vni-inside", is up, line protocol is up
VTEP-NVE 1

Segment-id 5001

Tag-switching: disabled

MTU: 1500

MAC: aaaa.bbbb.1234

IP address 192.168.0.1, subnet mask 255.255.255.0
Multicast group 239.1.3.3

Traffic Statistics for "vni-inside":

235 packets input, 23606 bytes

524 packets output, 32364 bytes

14 packets dropped

1 minute input rate 0 pkts/sec, 0 bytes/sec
minute output rate 0 pkts/sec, 2 bytes/sec
minute drop rate, 0 pkts/sec

minute input rate 0 pkts/sec, 0 bytes/sec
minute output rate 0 pkts/sec, 0 bytes/sec
minute drop rate, 0 pkts/sec

(G2 BN, BN Ca I e

%2 [ LU T Ji7 6 show interface vni 1 summary fir 4%t :

ciscoasa# show interface vni 1 summary

Interface vnil "vni-inside", is up, line protocol is up
VTEP-NVE 1

Segment-id 5001

Tag-switching: disabled

MTU: 1500

MAC: aaaa.bbbb.1234

IP address 192.168.0.1, subnet mask 255.255.255.0
Multicast group not configured

show vni vlan-mapping

I W7 VNI B BL ID A VLAN $2 H s BERE O 22 [] (e o i & AAEIE W 7 KSR R
AR ROGTER BEUR, VXLAN Hl VLAN 2 [AIff U ) g4 8o id 2 1.

w2 LL R Bz if) show vni vian-mapping i 2 it -

ciscoasa# show vni vlan-mapping

vnil: segment-id: 6000, interface: 'g0110', wvlan 10, interface: 'g01l11l', vlan 11

vni2: segment id: 5000, interface: 'g01100', vlan 1, interface: 'glll', vlan 3, interface:
'gll2', vlan 4

show arp vtep-mapping

I 4 AT s VNI 3 1 EZ2 A7 1) By a1 ) B 1) TP Mtk Ae A2 VTEP IP Hihildh W fK) MAC i
k.,

2 4 LA BTz it show arp viep-mapping fir &4 i«

ciscoasa# show arp vtep-mapping

vni-outside 192.168.1.4 0012.0100.0003 577 15.1.2.3
vni-inside 192.168.0.4 0014.0100.0003 577 15.1.2.3
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* show mac-address-table vtep-mapping

U 2446 R VTEP 1P Hihb7E VNI 210 F &

vxan 0w [l

N 2 R KRR (MAC HlE%R) .

W2 LL 7R ) show mac-address-table vtep-mapping fir 4 i i1 -

ciscoasa# show mac-address-table vtep-mapping

VXLAN 3z 7~

1% A VXLAN [ < 7= 131

interface mac address type Age (min) bridge-group VTEP
vni-outside 00££.9200.0000 dynamic 5 1 10.9.1.3
vni-inside 0041.9£00.0000 dynamic 5 1 10.9.1.3
W2 LU FT/R 1) VXLAN AC &Rl
VM3

Tra nspa&es rﬁ:'tl G100
"o, iNsidevm100

il vxlanGoog 10.10.10.1/24

. 10.10.10.0/24

- 10.20.20.0/24

'~ 2~ JanB000
-------- 02 yandoo0_ 102020 1724
_______ 013 vxlani0000 | SESESE ———
g‘_ﬂﬂ 5 insidevm200
[n] [5]
s Gor2
insidepe Vi

TS ILLL A SRR 6 B -

PCs
j_mmznnm

* GigabitEthernet 0/0 |- [FJ4MiB4z [ HI/E VTEP Y211, Jf HIEH2I5 3 2 M4,
* GigabitEthernet 0/1.100 _E[{] insidevm100 VLAN 1~ FIE#E 851 VM3 FTAEM 10.10.10.0/24 #%4

M VM3 5 VM1 CREEIR; WELA 10.10.10.0/24 IP Huhk) i

6000.

TWASI, ASAfH VXLAN %8

* GigabitEthernet 0/1.200 _I[{] insidevm200 VLAN 1§ LR 5] VM2 FTZE 10.20.20.0/24 %%

M VM2 5 VM4 CREIR; WEEA 10.20.20.0/24 TP Huhk) i

8000.

TWASI, ASAfFH VXLAN #r%8
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* GigabitEthernet 0/2 ] insidepc #2 TR PC FTEM 10.30.30.0/24 M4, 4iXst PC H &
TlA—M%% (43 HA 10.30.30.0/24 IP Huhl) (I FE VTEP JG1fi) VM/PC CRE7R) BTG
I, ASA i VXLAN #5125 10000.

ASABLE

firewall transparent

vxlan port 8427

|

interface gigabitethernet0/0
nve-only
nameif outside
ip address 192.168.1.30 255.255.255.0
no shutdown

|

nve 1
encapsulation vxlan
source-interface outside

|

interface wvnil
segment-id 6000
nameif vxlan6000
security-level 0
bridge-group 1
vtep-nve 1
mcast-group 235.0.0.100

|

interface vni2
segment-id 8000
nameif vx1an8000
security-level 0
bridge-group 2
vtep-nve 1
mcast-group 236.0.0.100

|

interface vni3
segment-id 10000
nameif vx1anl0000
security-level 0
bridge-group 3
vtep-nve 1
mcast-group 236.0.0.100

|

interface gigabitethernet0/1.100
nameif insidevml100
security-level 100
bridge-group 1

|

interface gigabitethernet0/1.200
nameif insidevm200
security-level 100
bridge-group 2

|

interface gigabitethernet0/2
nameif insidepc
security-level 100
bridge-group 3

|

interface bvi 1
ip address 10.10.10.1 255.255.255.0
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interface bvi 2

ip address 10.20.20.1 255.255.255.0
|

interface bvi 3
ip address 10.30.30.1 255.255.255.0

%iF
o XFT VNI 20 vnil F1vni2, {E3RGEFE o8 MR 5 VLAN FR%5,
* VNI # [ vni2 1 vni3 BT 41 Z 6300 ARP (9[E—414% 1P M. RS RTFIHIL=,

« ASA BT I BVI FIMARLIEC &, B VXLAN REFESAE VXLAN LRI D« XA
R 2 ZMEE (10.10.10.0/24. 10.20.20.0/24 F1 10.30.30.0/24) , ASA 784 M.

o FEMIMFAL R SOV 24 VNI B2 AN M2 (VLAN 8382 11) . VXLAN ME ID 5
VLAN ID (5B 10) 2 [ R oemt, B H A MAC HuhERER R H bR if# D e .

* VTEP ¥4 [ 23E B B KB R,  ld RS & A ) nve-only FTfe s 26 3 J2 810, VTEP Y%
FUASE BVI s B2 11, (HJE B TP bk, JF AAEF B HEE.

VXLAN & 7= {51

192.168.1.10/24 192.168.1.20/24

Virtual Server 1

Virtual Server 2

interface vni2, nameif vxlans000 ! interface vnil, nameif vlanG000
10.20.20.1/24 | +10.10.10.1/24
L GO

192.168.1.30/24 i o1y sige

T2 WEL N A s 1 1 B -
* VM1 (10.10.10.10) 3 i IR 5545 1 FEATFESY, VM2 (10.20.20.20) i ik fE UL IR 2525 2 EATHE4

s VM1 [FERIN MK AE ASA, A RIS 2 1 7T H—4 pod L, {H VM1 X IFAHIRE .
VM1 FEEE BRI 5 1P #idik 2k 10.10.10.1. [FRE, VM2 HANGE LB 5 1P Huhilhy
10.20.20.1,

* REAUIRSS4% 1 A1 2 L RSCRF VTEP (RSB A5 FE el OB S A1 R 7 R Blsl 3 R R4 CR
s ANEEMRE DL, ASA RIREAUUIR 55 8% ) _EATRERR AL HAT AN M 25 Hudik ) 5 ASA BEATIE

fro

VXLAN #£00
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© VMU 5 Aok 3d ok SRR LI $ R 7 (1 VTEP BT E 3¢, Il VXLAN Bgis A% 2 A
ZES

o M VML OB EEE LR VM2 I, RIS, e ERA M IC 10.10.10.1 BT RIE. &
FUIRS2% 1 4008 10.10.10.1 A2 AMhl, Ht VTEP 2t VXLAN 25800, HH A
%E ASA [ VTEP,

* 7E ASA I, XPEUR BT RE . EMREE AR TSR VXLAN W ID. 2RJ5, ASA 25T
VXLAN B 1D ¥4 A # i s58vE AN B %S M [ VNI £ 1T (vnil). ASA RG-S HAT I Ar e, Jfil
I VNI 4 10 vni2 &35 W 5 G RT Al vni2 4L H B S H VXLAN B 8000 #3147 &
B, Ffi it VTEP Ri%FI5ME .

w2, REAUMRSS A 2 If) VTEP Sl e Bt . it B, IR s e i 2] vm2.,

ASAECE

interface gigabitethernet0/0
nameif outside
ip address 192.168.1.30 255.255.255.0
no shutdown
|
nve 1
encapsulation vxlan
source-interface outside
default-mcast-group 235.0.0.100
|
interface wvnil
segment-id 6000
nameif vxlan6000
security-level O
vtep-nve 1
ip address 10.20.20.1 255.255.255.0
|
interface wvni2
segment-id 8000
nameif vx1lan8000
security-level O
vtep-nve 1
ip address 10.10.10.1 255.255.255.0

VXLAN #ZE OB F i85

R 1 UXLAN 2O B SEiE R

INREBFR A |hEEER
VXLAN VTEP IPv6 37 F 920(1) | BpAE, A LLh VXLAN VTEP #2245 5€ IPv6 Hitik.  ASA Virtual #8142 i i

%88 Geneve F A KR IPv6.
B AE M4 default-mcast-group. mcast-group. peer ip
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vxan zommeies ||

INEEAFR A |ThEEER
ASA Virtual 1T Azure [ 5¢ 472534 | 919(1) | £ 7] LLEE Azure 24 ASA Virtual Bt & it 4 G PR 2L VXLAN O, DEs
i 4% 1) SO AR VXLAN Azure W R B I M4 (GWLB) B H . ASA Virtual 185k ) H o A2

] VXLAN MW BAEFAAS NIC b5 AN LRI P 3432 1 o

BEAAE T4 :  external-port. external-segment-id. internal-port.
internal-segment-id. proxy paired

AWS PGt 35 T 4 0 AWS
ASA Virtual /Y] Geneve X

9.17(1)

WINT Geneve 3353 FF, LS EF ASAV30. ASAVS0 Fll ASAVI0O0 56 fi#k 3
1l 45 P PR AR B

B E G4 IR geneve. I nve. B vxlan. #HEE. HIEER
IFsg geneve. RIFHE, Eiraspdrop. BRIFIK. BREO. ERnve

VXLAN 7 Ff

9.4(1)

N7 VXLAN 3CFF, G35 VXLAN FziE & (VTEP) 3CFF. B4~ ASA i
At Bl X —/> VTEP JH#: 1,

SINT LA Fs4: debugvxlan. default-mcast-group. encapsulation vxlan.
ingpect vxlan. interfacevni. mcast-group. nve. nve-only. peer ip.
segment-id. show arp vtep-mapping. show interfacevni. show
mac-address-table vtep-mapping. show nve. show vni vlan-mapping-
source-interface. vtep-nve. vxlan port
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