E=TE 7 o]

REAHUTE R Telnet. SSH A1 HTTPS (fifi l ASDM) ila] ASA HEAT RS EH, W xt f ) ik
AT B A BOAE RN AL LA K G 4] 1) 8 6 SRR e o

o W EE PR, 51 0

s NARGEH NN E AAA, 23 1

o WU, 2 42 0

o BRI HIT Al , S 45T

it B & I8 A2 17 (9]

AFNENT A ASDM. Telnet B¢ SSH Br & ASA Vi, DA IAMAE BB, )08 S AEE .
. & SSH i)

SSH AN

o BEjjla] ASA B2 LLEEAT SSH Vilal, JRICTE ALVF ML IP Huhik (K37l H00 . % 3 A R4 Bl
& SSH.

o BT HEN ASA BFETEE 3R O BAAh, ANSCREX AL E: O34T SSH vl . 140, WS SSH E#L
PrFAME#EE O L, mu/\ﬁéﬁ%%mﬁbnlzﬁemktﬁi PUERE . R e A2l I VPN 34482
(X ASA SSH thidl# 325 o iHS M E VPN bzl L& #yrm , 5 17 1.

* ASA RFFAME R/ IR Z A 5 Nk SSH 88, T E T R REZ 0 100 NiER:., H
&, HTECE M RESBC IEAE T ORI, DRI N — R AE —ANSSHA T TR ok, LA
R AE AN H BT T e

o BRIANTEWL T, ASA{#H CiscoSSHHER, ©iT . Br LIl ) 44 ASASSH #iH . CiscoSSH
BERE
* FIPS & ¥tk
o SEMHEERT, BLHE R E SRR IR AL X 1 B B

| g ]
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R, ORISSHHEA S HF:
* 8 VPNl SSHIE R R JiAb R 1 CEF L) n))
* EDDSAZH T
* FIPSHA T IFIRSAZE PIX)

WA BRI e, WINAE T ASA SSH MR .
* ZEH] ASA copy T4 5 SCP [l d54 A SCAF B SCP IR 5 s SIS0, AT L R34
© ({UFR CiscoSSH Hifk) i [i] ssh dv 47 ASA [k SCP I d5-4% 1 /=LA HI SSH Vil .
* i FH| crypto key generate iy &4 AT (LGEH T ASA) &
« ANTESZHE SSH BRA 4. Al SSH LA J pix 5% asa I /' 44 Fl 8 s 2 i JE T PR 42 ASA. 22
f§if] SSH, #0471 ] aaa authenticationsshconsoleL OCAL i &L E AAA S5 1E; 4RJ51E

TN username iy 2 € UAHL A o IR EATH AAA RS w5 i0 AS 2A g b B 3R T S 56
UE,  FE A Hb B > B0 UIF I Ok & F i

« IS HF SSH A 2.

TENCE X ASA 1 SSH Vi), i i FH SSH A 45w I 2 SCVFI TP Motk o %5 FH P 3T S B0 AE, 18
] DU PA R v

o [ FHAS HO B PE R AAA RSS20 FH J2 44 Fnss i,
o i A HO B P (1 P 44 R A SR
* X.509v3 AEH HPAIRE BUET) BLUECK B A HB S R Bk AAA HR S5 25 TR AL

BROANTEHLR, éf 23R, X.509 UE Pk o LS G IAE ik CHAREL T SSH %/ i S (1) 5
), EASTER SRR AR R G UE V. Wi X509 FIAH G4y UEBI A L), ASA
B AR G I . IR T, AT PASE R ik,

J2 P SSH iR %28
J3 H SSH IRSS 25 3145 5 V&R TP Huhik, 04 ] DAL S HoAh SSH RS 251

FHIa Z |l
s FEZ RSN, WA SRPATE AR . ENRAE VIR BT R, WA

changeto context name.

HIE1 (") 1] ASA SSH HEAL AN ERIA CiscoSSH HERk .
no ssh stack ciscossh

B z=niE
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sRssiEss |

PR A F] CiscoSSH HEAL, i 1#i ] ssh stack ciscossh.

TR S N IR BT W P i 2. ZENRRIE DIk 2 50 E, WA changeto
system .

e ASA NILFESZ REAS Mk B 9 IR R TP bk, DLAC T /e BATTH SSH 4% .
ssh source |P_address mask source_interface
* source_interface - F7 @ AT Tl 44 2 Lo XFTIMFAL, i4a e MR i 82 1. % T4 VPN
FHYIN GEZ BCE VPN BRE FE R, 5517 1) , ERE& A0 BVI .
5 Telnet AN, %8 A] DAAESAR 22 A2 900 (4 EAEH SSH.

TP

ciscoasa(config)# ssh 192.168.3.0 255.255.255.0 inside

(nfik) WETE ASA Wi SSH &1 2/, 21 il 25 W I R SE I ] .
ssh timeout 441

il
ciscoasa(config)# ssh timeout 30
BCE I IR, JEFEh 1260 438, BRINMEA 5 708 fERZEEILT, BOAFREEN A1 HS R, W
B0 A B2 58 T ARSI TR e R i I ]
(AJig)  AEib—Fh el 2 MG B E TV
ssh authentication method {[publickey] [x509-certificate] [password]}

BRONHOLT, RG24, X509 AE BE A L S 50AE Tk CHARE T SSH % 7 it SCFE I 5
), BASTER—aiE P AR A B AR IGAE TR . W X509 FIA S I IF R T, ASA
B AR G IGAILE

AW IEAKE B 515 w2 v 7RI AN 23 5 M0 23 1) 7 5 R«
AR
BRI B IR, T
ciscoasa(config)# ssh authentication method publickey x509-certificate
(nfiE)  J3H %245 (SCP) IRk%5 45
ssh scopy enable
SCP 45 289 A1 H ok SRR /b H S IR e % P s Vg o) ASA ST A
SCP fil 55 28 A SR I Bl BC A -
(i) WCHE SSH %55 i e Hik:
ssh cipher encryption {all | fips| high | low | medium | custom colon-delimited list of encryption_ciphers}

g ]
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il
ciscoasa (config)# ssh cipher encryption custom 3des-cbc:aesl28-cbc:aesl92-cbc
ERE R medium. B LA H BP0 T 1e XA, M2 A 200 B eIk 22 4 44

.

o all P FR e T %0 :  3des-cbe aes128-cbe aes192-cbe aes256-cbe aes128-ctr
aes128-gem@openssh.com chacha20-poly1305@openssh.com aes192-ctr aes256-ctr

* custom KEEFHRE FE SCEM IR E 74 5, DLE 570k,
* fips KA F R E AT A FIPS % 9: aes256-cbe aes256-cbe
* high REEFFE BN S RE 2.  aes256-cbe aes128-gecm@openssh.com aes256-ctr

* low KEEFIEEM. TRIEME . 3des-cbe aes128-cbe aes192-cbe aes256-cbe aes128-ctr
aes192-ctr aes256-ctr

* medium FKEEFHE T PN E R (BRIAKE): 3des-cbe aes128-cbe aes192-cbe aes256-cbe
aes128-ctr aes192-ctr aes256-ctr
LT (WiE) ALE SSH B s i vk
(11T E 5 25 Bafrlist_of integrity ciphers} ssh cipher integrityallfipshighlowmediumcustom

i

ciscoasa(config)# ssh cipher integrity custom hmac-shal-96:hmac-md5

B A high.

o all JEE 45w il T %% : hmac-shal hmac-shal-96 (Deprecated) hmac-md5 (Deprecated)
hmac-md5-96 (Deprecated) hmac-sha2-256

* custom KEEFIRE H o SCEM IR E 74 H, DUE 570k
* fips KB 7 & N FIPS ()% f%: hmac-shal hmac-sha2-256
* high JCHEF-HR € 5 8% :  hmac-sha2-256

* low FEFIREMK. PR ETRZ %Y. hmac-shal hmac-shal-96 hmac-md5 hmac-md5-96
hmac-sha2-256

» medium OB FFR E R E 2 % : hmac-shal hmac-shal-96 (Deprecated) hmac-sha2-256

$IE8 (i) (Admin context only) - % 'E Diffie-Hellman (DH) %4547 #pH 2 :

ssh key-exchange group {curve25519-sha256 | dh-groupl14-shal | dh-groupl4-sha256 |
ecdh-sha2-nistp256}

T

B z=niE
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ciscoasa(config)# ssh key-exchange group dh-groupl4-shal

#Rik A dh-groupl4-sha256
DH % PHAC 3R UL TC 1% I ATAT — 7 B s i 3L 23 . B i A4 EHLE R A A, DS

I

BEENLE I RAIE. B PIASHTT VAR A U5 8 B i I0iE . A7 %M1 DH P15 807 i i AR A
K S RFC 4253, SR BEAES PRI St P BB s PIac#,  EpLpT A st .

w51
PLUR 7RG R 5 ASA [ SCP 2 ifi. MAMBENL LRI F i AT SCP U (L. i, 7E
Linux FHALLF 4

scp -V -pw password [path/]source filename
username@asa._address: {diskO|disk1}:/[path/]dest_filename

v RN, WEORERIRE -pw, W3R i A\ 5.

BC & SSH 177 ja] 1 BR
A6 L 44 1 PSR SSH. 4 3 i«
T4 2 B

c AEZ G FEREUT, W SRPAT A P EAR T . ARG EV B RAE, WA
changeto context name.

UK

ST A5 SSH RN (GEHA T3 ASA) .
XFF- ASA Virtual, 2S{ESRE G H sl %45
a) RPN

crypto key generate {eddsa edwar ds-curve ed25519 | ecdsa elliptic-curve size |r sa modulus size}
il

ciscoasa(config)# crypto key generate ecdsa elliptic-curve 521

* eddsa edwar ds-curve ed25519-% 4 K /N 425647 . AN FFCiscoSSHHYERE
* size- LA b BT R R /N 4256, 38485521, ecdsa dliptic-curve
o size- K/ (LA N HAAL) 42048, 307284096, rsamodulus

| g ]
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SSHAT HH ¥ % BH ik <Default- type -Key>. 15 7) 45 ¢ label J8E s A AEBRNE T 45211
B IONEOK, AR PR T G A e . SSHE% LR 7243 % #]: EdDSA, ECDSA,
AR5 4 RSA. 1#i ] show crypto key mypubkey {eddsa | ecdsa | rsa} fir 4 & %4 .

b)  CH[EE) WRGEASAEAE FERIA S H)Y (EdDSA, ECDSAFIRSA) , i BAE i 2 5%t .
ssh key-exchange hostkey {rsa| eddsa| ecdsa}

URIEFERSA, WA ZUAE 204888 K 9. 0 T SCBUTHGRANE, ARG HTER D B I
A SRRV E Y]

5

ciscoasa(config) # ssh key-exchange hostkey ecdsa

P2 K PIRAF BUR AL AE
write memory

TP

ciscoasa(config)# write memory

PRI (EARMEIE DI RTHI T SSH UG R I o W2 LT & LA INAM T 48 (HERD .
user name hame passwor d password privilege level

TR A, ATEMEH A S8 P 5 0 IR sl 1 5 I iE . A SCRFER] AAA iR S5 a5 30T A 3L
LR E/L AT

Tl

ciscoasa(config)# username admin password Far$capel999 privilege 15

BOAFOLT, R0 0 2 AT 0 M1 15 Z I, b 15 BRA AR

IR 4 SSH Vil Ji FHAHLEL AAA JIRSS 2% 5 4y ik o
aaa authentication ssh console {LOCAL | server_group [LOCALT}

X H ssh authentication fir & (I 7 44, B & AZ A AP 5 U0 IE.  ASA B A
B EIAT API R RIGIE. My DO BAT B A 440 W SR SRVEAHL ] ) AT A0
UEERE RS, U5 S P i 4 0 U P B A 1 B 3 56 11 DA SRV B U 1)

T

ciscoasa(config)# aaa authentication ssh console LOCAL

ANFERTEELE SSH
WL B L B 4 ) i

B z=niE
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noswgrarsssh [l

FHia Z |l

s R FBGUN, AN RPIT R T E AR . ENARGEE VR 2SR, A
changeto context name.

32

HIE1 A SSH 35 % (AGE T T4FE ASA)
T ASA Virtual, SAEHERE G Hsh @ 5T

a) RPN
crypto key generate {eddsa edwar ds-curve ed25519 | ecdsa elliptic-curve size [rsa modulus size}

5

ciscoasa(config)# crypto key generate ecdsa elliptic-curve 521

* eddsa edwar ds-curve ed25519- %4 K /N 25647 . ASSZEFCiscoSSHHEFL
* size- LA N B0 I K/ 256, 38415521, ecdsa liptic-curve
e size- K/ CLI N EAAT) 2048, 3072854096, rsamodulus
SSHA H 1112 £ FK h<Default- type -Key>. 1527)$8 ¢ label JC8EY; Al HAEEIA X . FRem

B /NBOR A 3 B0 BT e (R I TR Bk .- SSHA%Z LA NP 241K8%54H]: EdDSA, ECDSA,
SRJ5 4 RSA. 1fifi] show crypto key mypubkey {eddsa | ecdsa | rsa} fiv 2 & & %4,

b)  CH[EE) WAL BRI ST (EdDSA, ECDSAFIRSA) , i BAE i 2 5%t .
ssh key-exchange hostkey {rsa | eddsa| ecdsa}

WAL FERSA, WA ZUAE FH2048 8T K. h T SCBUTHGRANE, DAL HTER D By I
A SRR E .

-

ciscoasa(config)# ssh key-exchange hostkey ecdsa

TR 2 P RAT BURAPENATH
write memory

TP

ciscoasa(config)# write memory

SR 3 A A QU T T SSH V7 R I AT

user name name [password password] privilege level

g ]



gipia |

B »2xzsnams ssH

TP

ciscoasa(config)# username admin password Far$capel999 privilege 15

BRUAEOUR, FEAUONA 25 BT 0 F 15 Z (a0, Horb 15 BAT AT ReAle 5 2o il i
A s BB G 3 B UE T AN 2 25 B B0 (ssh authentication), #51] fg 75 ZEAME ] 205 61 2 H
F1o A EAE username iy & P E 2B S0 B UIE DL S RS, U0 SR AE BERE R B L AAA S
e, R R AT — Rl Sk lCE SSH T I AR , 25 5 U GEE: IE2)MEH username iy 4
nopassword £, ; nopassword G SV AT %, AL ITCE . Al SSH Ui AR , 25
501

SO P AE A S 0 S0 DL RS Sy 560E,  FRE ASA BN A
username % ¥x attributes

ssh authentication {pkf | publickey key}

i

ciscoasa(config)# username admin attributes
ciscoasa (config-username) # ssh authentication pkf

Enter an SSH public key formatted file.

End with the word "quit" on a line by itself:

---- BEGIN SSH2 PUBLIC KEY ----

Comment: "256-bit ED25519, converted by dean@dwinchester-mac from "
AAAAC3NzaCllZDIINTESAAAAIDMIeTNfEONuH0094p1MKX80fW20216g4trnf7gwiie5Q
---- END SSH2 PUBLIC KEY ----

quit

INFO: Import of an SSH public key formatted file SUCCEEDED.

I username,  #E0T LU FH A EH S 0 B0 e A/ BL AR By B8 o S5 nT DAASE FHATAr] 1) A= il
ssh-rsa. ssh-ed25519 X ecdsa-sha2-nistp UG % 8] CANFFIETD) 11 SSH 282 ek A (i ssh keygen)
BN RVXT . 75 ASA EHI AN AR AR5, SSH & sl FAEH (LA TG 85 ) (1) 1
2 HHR ASA.

I pkf %8, RIS REORI PKF #6035, B 4096 £i7. toas X T -k Kam ek A
Base64 #2028 80 . Biltur, AT LAEH ssh keygen ZE il 4096 17 F3 5, AR e K JL 56 Ay
PKF, JHAH] pkf SCHEAAE N R EE: 0T LUK pkf LIS W5 — A H, {5 PKF %
AR B EHI R % H AR5 . B2t write standby i &4 BEIFR 20 PKF %41,

ST, B Base64 4 i 1A 5. publickey %8 n] LUE AR if 2F Ji% ssh-rsa. ssh-ed25519 &,
ecdsa-sha2-nistp JRUHZH CAIET) 1 SSH B4 2L i/ (4 ssh keygen) 2B 8% o

A5l
DA R 79l gz anAer 4 FH PKF A 2R3 BHEA T 4 2 S0 1IE «
ciscoasa (config)# crypto key generate rsa modulus 4096

ciscoasa(config)# write memory
ciscoasa (config)# username exampleuserl password examplepasswordl privilege 15

B z=niE
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ciscoasa(config)# username exampleuserl attributes
ciscoasa(config-username)# ssh authentication pkf

Enter an SSH public key formatted file.

End with the word "quit" on a line by itself:

---- BEGIN SSH2 PUBLIC KEY ----

Comment: "4096-bit RSA, converted by xxx@xxx from OpenSSH"
AAAAB3NzaClyc2EAAAADAQABAAACAQDNUvkgza371B/Q/f1pLAvIBbyAd5PICIXh/U4LO
hleR/gqgIROjpnFaS7Az8/+sjHmg0gXC5TXkzWihvRZbhe fyPhPHCi0hIt40UF2ZbXESA/8
jUT4ehXIUETFrChffBBtbD4d9FkV8A2gwiCDIBXEM260cbZCSTx9QC/ /wt6E/ zRecdoqi JG
P4ECEdDaM+561+yf73NUig0O7wYkgcrzjmIlrZRDLVcegtj809gD3MgsV+PkJIGSGigzZwnyIl
Qb fYxXHUOWLAWxhUbA/x0jJuzl5TOMa7KLs2u+RtrpQgeTGTf£ITh60+xKh93gwTgzazTK4
CQlkuMrRdNRzza0byLeYPtS1v6Lv6F6dGtwlgrX5a+w/tV/aw9WUg/rapekkKloz3tsPTDe
P866AFzU+Z7pVR1389iNuNJHQS7IUA2mOcciIuCM2we/tVgMPYJ1l+xgKAkuHDkB1MS418b
Wzyd+4EUMDGGZVeO+corKTLWFOlwIUieRkrUaCzjComGYZdzrQT2mXBcSKONW1SCBpCHsk
/r5uTGnKpCNWEL7vd/sRCHYHKsxJsXR15C/5z2gHmMCTAaGOUIgORj034+61+70PCtYXebxM
Wwml9e3eH2PudZd+rjldedfr2/IrislEBRIWGLOR/N+xsvwVVM1QgwluL4r99ChbZFINghY
NRxCQOY/7K77II==

—---- END SSH2 PUBLIC KEY ----

quit

INFO: Import of an SSH public key formatted file SUCCEEDED.
ciscoasa(config) #

PUR 7/ ¥4E Linux 8¢ Macintosh 248 228 SSH Al — ML=, IR H S ASA:
1. 7EHHEHL EAE AL 4096 A7 RSA AFHFIFAEH:

jcrichton-mac:~ john$ ssh-keygen -b 4096

Generating public/private rsa key pair.

Enter file in which to save the key (/Users/john/.ssh/id rsa):
/Users/john/.ssh/id rsa already exists.

Overwrite (y/n)? y

Enter passphrase (empty for no passphrase): pa$$phrase

Enter same passphrase again: pa$$phrase

Your identification has been saved in /Users/john/.ssh/id rsa.
Your public key has been saved in /Users/john/.ssh/id rsa.pub.
The key fingerprint is:
c0:0a:a2:3c:99:fc:00:62:fl:ee:fa:£f8:ef:70:cl:£f9 john@jcrichton-mac
The key's randomart image is:

+--[ RSA 4096]----+
(.

I o . \
| +. o |
[Bo+..... |
|.B ..+ S |
I = o \
| + . E |
| oo \
| ooooo |
Fom - +

2. PR N PKF A%

jcrichton-mac:~ john$ ed .ssh

jcrichton-mac:.ssh john$ ssh-keygen -e -f id_rsa.pub

---- BEGIN SSH2 PUBLIC KEY ----

Comment: "4096-bit RSA, converted by john@jcrichton-mac from OpenSSH"
AAAAB3NzaClyc2EAAAADAQABAAACAQDNUvkgza371B/Q/fl1jpLAvIBbyAd5PICIXh/U4LO
hleR/qgIROjpnDaS7Az8/+sjHmg0gXC5TXkzWihvRZbhe fyPhPHCiOhIt40UF2ZbXESA/ 8
JUT4ehXIUE7FrChf fBBtbD4d9FkV8A2gwZCDIBXEM2 60CchZCSTx9QC/ /wt 6E/zRcdoqidG
pP4ECEdDaM+561+yf73NUigO7wYkgcrzjmI1lrZRDLVcgtj8Q9gD3MgsV+PkJIGSGigZwnyIl

| g ]
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Qb fYxXHU9WLAWxhUbA/x0jJuz1l5TOMa7KLs2u+RtrpQgeTGTf£Ih60+xKh93gwTgzaZTK4
CQlkuMrRdNRzzalObyLeYPtS1veLv6F6dGtwlgrX5a+w/tV/aw9WUg/rapekKloz3tsPTDe
P866AFzU+Z7pVR13891NuNJHQS7IUA2mOcciIuCM2we/tVgMPYJ1l+xgKAkuHDkB1MS418b
Wzyd+4EUMDGGZVeO+corKTLWFOlwIUieRkrUaCzjComGYZdzrQT2mXBcSKQONW1SCBpCHsk
/r5uTGnKpCNWEL7vd/sRCHyHKsxjsXR15C/5zgHmCTAaGOuIgqORj034+61+70PCtYXebxM
Wwml9e3eH2PudZd+rjldedfr2/IrislEBRIWGLOR/N+xsvwVVM1QqwluL4r99CbZFONghY
NRxCQOY/7K77IQ==

---- END SSH2 PUBLIC KEY ----

jcrichton-mac:.ssh john$

3. R PR R BTG R .

4. fE ASDM f, KVGEEBE > REEIE > HP/AAA > BARMP, A4, R
Ja miidRiE. Sl Public Key Using PKF FEB S GRS 21 & E A

5. KUEH A T LUR L SSH JEHE] ASA. X T80, i NG B I 4R 2 1
SSH # )& .

jcrichton-mac:.ssh john$ ssh test@10.86.118.5

The authenticity of host '10.86.118.5 (10.86.118.5)' can't be established.
RSA key fingerprint is 39:ca:ed:a8:75:5b:cc:8e:e2:1d:96:2b:93:b5:69:94.
Are you sure you want to continue connecting (yes/no)? yes

ARG BoR LR XHEHE,  DLAtE A D2

P Enter your password for the S5H key "id_rsa".

.

Password:
Show password

Remember password in my keychain

204010

I, 20tk BBl F A

Warning: Permanently added '10.86.118.5' (RSA) to the list of known hosts.
Identity added: /Users/john/.ssh/id rsa (/Users/john/.ssh/id rsa)

Type help or '?' for a list of available commands.

asa>

77 X509 iEF 7 el L & SSH
i H X.509v3 UET 5 43 56 UE R AL
Fi&Z 8

s FEZ N FRGUT, AN RHITER T SRR . ENRSGEE VIS 2R REE, A
changeto context name.
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UK

L1

IR 2

s xs09EsmamEssH i

BB . SN E & e .

Je HME AT L LABGUE SSH %% ) i o

crypto catrustpoint trustpoint_name

validation-usage ssh-client [ipsec-client] [ssl-client] [ssl-server]

L ] LT T A AT 5B IPsec % 3. SSL % P 3 Ml SSL RS54 (AN SRR € T IR LA RAL)

TP

ciscoasa(config)# crypto ca trustpoint lets-encrypt CA
ciscoasa (config-ca-trustpoint)# validation-usage ssh-client ipsec-client ssl-client ssl-server

55 UR A IE A5 0 44 UG BC T ) s 0 B2 RIR 4525 «

* AAA RZ4% - B0 ASA NN AAA IRG44l, 1551 AAA RS A TS w4l o

o AHBUEPE - S AR A KB s I bk .
QR S A T S Sy G UE,  w AR E T S S . R T B AL S IR, T n) LS
I SRS ;e FEIXFMEOCR, W E T %W, RESZEEN,

P AP AR A2 IR 2% 2% 3% [0 () Je 2 T AT o A D 0 FH P BB RSB e, T 5 ) A8 145 B R
54 CLI Il ASDM Vjin) , 5527 1L

Tl

ciscoasa(config)# username dwinchester attributes
ciscoasa(config-username) # service-type admin

Hi5E -+ SSH AT £
ssh trustpoint sign trustpoint_name

Tl

ciscoasa(config)# ssh trustpoint sign ?
configure mode commands/options:
Available configured trustpoints:
_SmartCallHome ServerCA
lets-encrypt CA
ciscoasa(config)# ssh trustpoint sign lets-encrypt CA
7€ X ASA MEHIRAEH 44177 .
ssh username-from-certificate { [cn] [upn]}
FREIRI . iy TPIEI AU PE T 2 Y -

* cn- {# fflcommon-name.

g ]


asa-920-general-config_chapter25.pdf#nameddest=unique_1113
asa-920-general-config_chapter37.pdf#nameddest=unique_1414
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* upn- {{i FH user-principle-name.

i
ciscoasa(config)# ssh username-from-certificate cn
IR 6 Al AHEE R AAA TIR55-4s ) - F2 AL

aaa authorization exec ssh-x509server-groupL OCAL auto-enable

* auto-enable JCHE 7 FeVF HAT 08 BEBUR PR {78 B 63 B S ) H 83 NEFAL EXEC #5.

ciscoasa(config)# aaa authorization exec ssh-x509 LOCAL auto-enable

T
LR 79 J A FH AR 3t et P2 52 A SSHE X509 B 43 B i«

ciscoasa(config)# crypto ca trustpoint lets-encrypt CA

ciscoasa (config-ca-trustpoint) # validation-usage ssh-client ipsec-client ssl-client ssl-server
ciscoasa(config-ca-trustpoint) # exit

ciscoasa(config)# username dwinchester attributes

ciscoasa (config-username) # service-type admin

ciscoasa(config-username) # exit

ciscoasa(config)# aaa authorization exec ssh-x509 LOCAL auto-enable

ciscoasa(config)# ssh trustpoint sign lets-encrypt CA

ciscoasa(config)# ssh username-from-certificate cn upn

fic & Telnet 17|
TR VAT Telnet £33 ASA [R5 0 TP Hihl, SHATUL N8, 35S0 LU

o Wi IA] ASA B2 HHT Telnet Ui i), AT ZE ALV ENL 1P suhb vy im0, 48 H AR P A
S E Telnet 7]

o BT HEN ASA Tz O LIAN, AN REG HAt Bz O HEAT Telnet Vil 040, 4 Telnet &
WAL FANBE 0, R ﬁékiﬁ%ﬁﬂ%*ﬁ% D ) Telnet 4% . LML FA I — {51 ZhJ2: il iE VPN
. WESANCE VPN Rl FAE BTN, 58 17 T

o BRARAEA VPN BRIE (1) Telnet, 7 WIJEIEAEH] Telnet s ) S M8 2 4400 (H 1H
* B RARIAIRZ 5 DNIFK Telnet 4%, FERTA N SH |2 700 100 Mgk .

FHia Z |l

c X ST, HEGRPITE NP RATE . ENRGNCE VS SICE, HmA
changeto context name.

B z=niE
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EEMAF ASDM & WTTPS i, ez [

o BELAH ] Telnet 1j 1] ASA CLI, % Nl password fiy &% B )& %0 . i ] Telnet Ry 70
FREIZEG.,

UK

TR UUN ASA A7 T3 #1521 TP Ml
telnet source IP_address mask source_interface

* source_interface - ¥RE AL Ty A IHE . XS T 4L, it fa e WAL A 82 0 . X1 VPN
EHLYTE GES0 CE VPN BEE i, 517 1), iR Em AN BVI D,

WER R AN, HEE O 290000 100, &inl G E Telnet LAVS 1A 1%4% 1 o
il
ciscoasa(config)# telnet 192.168.1.2 255.255.255.255 inside
PR 2 WHE ASA 5 Telnet XU IER 1T, %451l n] DLFFEE 25 R 2 K I [A]
telnet timeout )%

i

ciscoasa(config)# telnet timeout 30

BRI I H], G 1 3] 1440 380 BRINMER 5 2080, fERZEAEDCT, BRUAFFEEI [0 KL,
I3 0 A L 5€ FSCBIT A Ri SHT0 A dgo H  fe  F FT

Gt

RV R WML — & R D R 192.168.1.2 I EHLTT 0] ASA:
ciscoasa(config)# telnet 192.168.1.2 255.255.255.255 inside

N R AT R YF 192.168.3.0 IR K ETE FH S AE N EBE 1D V7R ASA:

ciscoasa(config)# telnet 192.168.3.0. 255.255.255.255 inside

i & FHF ASDM B4 HTTPS 5/0). Hih %X Aifm

WAL ASDM 5% CSM 25 30Alh HTTPS % )3, WIF5 5255/ HTTPS fR45-#%, FE % ASA 1)
HTTPS 4, HTTPS i T ) BRAFCE 10— 550k . WIERCE HTTPS Vi, WHAAFLL
B 5L FHE:

| g ]
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B ==5T asom e HrTes 0. EfpE i

o BEUjiA] ASA $21 LAHEAT HTTPS Vi), JRJIGTHE SRVF ML IP Huhk vy i M) #8875 e AR 43
BC'E HTTPS. {H)E, Wi &N E HTTP g [ LAY HTTP iE8: H ) F 2 i 2 HTTPS, W20 5
FH OV HTTP H95 ) B0 750, %3 O GiiWr HTTP & 1.

o [T HEN ASARTETZE 4 D LAAN,  ASSRent it bz AT A s i) o 5 2, ﬁnﬁ%**f@a‘z)ﬂu‘z
TAMREE D b, TR R R R A e R B S . D) F e — {1 A S 3B I VPN
Z NS VPN bl Y5 R o, 5517 1

o FERRE ST, 2T UAT 54 ASDM Jfk&ih. fEZ s, MME RS 5 MER
ASDM 41, TEFTA I 5 2 504 200 4~ ASDM 541

ASDM 2RI A HTTPS 34— M T R&AFAE) o i DT E e (X
BTSN AL o B, ZREFEEURGREIY 200 4~ ASDM 2if#7rs HTTPS £ ifi 4
BRI 400

o ASA RVFAEHE S el A ME e G el B k£ o 6 N JF & dE ASDM HTTPS £,
B s i % SUUF 100 4~ HTTPS & ik

o U ARAE R4 0BRSS H SSL (webvpn > /A 4% 1) FIHTTPS Vjin), W H] LA https:/fip_address
7 1] Secure Client , M https://ip_address/adminij ol si [ 443. HWIHE S T aaa B4 16 E http
EEIE, WALl ASDM i )45 5 Hft i 11 .

FHia Z |l

s X FHEUT, ARG RPITE M DB RAT . ENRSERE V2 SCE, HA
changeto context name.

TR VUN ASA A7 145 € e 1 AR il sl 5~ Rl HTTPS 411 1P Hbdik.
http source IP_address mask source interface

* source_interface - BT v A IR o 6T WIMFAL, 1546 & MAFAL R R 4% 1 . %X VPN
FRYR GFZH IS VPN BRIE LRV, 5517 50, EREm AN BVI .

IR

ciscoasa(config)# http 192.168.1.2 255.255.255.255 inside

HIB2 i HTTPS JIR% %%
http server enable [port]

T

ciscoasa(config)# http server enable 444

B z=niE
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BEMAT ASDM & HTTPS i5a). 2z i ]

BB OOCR, ik 443, WnH T o S, 40K HAA R ASDM Vil URL FR . i, dn St
Uit 5 B 444, I NLL T URL:

https://10.1.1.1:444
FOVFFE T RN W28 10 HTTPS % P ii i) ASA B/ HTTPS k4. BRINEHL R, 814 ASDM. CSM
F REST API.

http server basic-auth-client user_agent
* user_agent - /£ HTTP i#3K () HTTP i Skt dia 2 2 ) o BT P ARBR 07 o o AT DAFR 8 S8 3 A 4T
H A A s A A L P P AR S TT SR DGR o U P S5 R 1 A R AR
r et W, CERAFRX I KNS,
i, curl KEDCAZ LT P ACEL T4 o

curl/7.19.7 (x86_64-redhat-linux-gnu) libcurl/7.19.7 NSS/3.19.1 Basic
ECC z1lib/1.2.3 1libidn/1.18 libssh2/1.4.2

curl FFANVEEC LA T ACEE 745 £ 2

abcd curl/7.19.7 (x86_64-redhat-linux-gnu) libcurl/7.19.7 NSS/3.19.1
Basic ECC zlib/1.2.3 l1libidn/1.18 libssh2/1.4.2

CURL K ADLEC AR AR 775 s -
curl/7.19.7 (x86_64-redhat-linux-gnu) libcurl/7.19.7 NSS/3.19.1 Basic
ECC z1lib/1.2.3 1libidn/1.18 libssh2/1.4.2

T AR A S AR i P AT . P2 LR i (B0, python . curl Al wget) ANSCHF
P51 K Phit (CSRF) JE TR S 50 tiE, Pk, S5 2 R v 282 i Al 1] ASA FEACE £}
WAE ik, HT22%I8, BRI R SRV % ) i

T

ciscoasa(config)# http server basic-auth-client curl

CAIEE) BB IERA S U -
http server idle-timeout434f
http server session-timeout /)4
http connection idle-timeout )

* http server idle-timeout 7341 - %' ASDM IEHE IS RN, JaFE R 1-1440 4081, BRIMEH 20
3Bl e ASA W TR BB (IS 18] Bt 9 Ab T3 PRARZS 1) ASDM 4%

* http server session-timeout /41 - 5 ASDM 2 il 1N, Yo 1-1440 4380, ML ER
W TEEAPIRA . ASA ST B & I (] B ASDM 2314

* http connection idle-timeoutseconds - ¥ & i 5 HTTPS #%#% ({13 ASDM. WebVPN HlHAh %
F) B R, JE R 10-86400 7. I BRINAE TAAHIRAS . ASA 23 Wi T 7615 & IR I (]
BN AL T IRARASHIIERE .. W [F R ¥ E http server idle-timeout AT http connection idle-timeout
4, W http connection idle-timeout {5547 .

g ]



gipia |
B 5 Asom s % ik SSLVPN FRE HTTP B2

Tl

ciscoasa(config)# http server idle-timeout 30
ciscoasa(config)# http server session-timeout 120

Gt

PLF 7~ S 7= ] i3 FH HTTPS A4 # A 42 1 _Edbhl hy 192.168.1.2 [ =LV 7] ASDME:

ciscoasa(config)# http server enable
ciscoasa(config)# http 192.168.1.2 255.255.255.255 inside

PUR 7”0 B o~ anfal i 192.168.3.0/24 WI2% L1 BT Aa A mf LT ) N #65E E_L[¥) ASDM:

ciscoasa (config)# http 192.168.3.0 255.255.255.0 inside

77 ASDM if5 8] s o % Fin SSLVPN BL & HTTP = E[4)

T ZB A F HTTPS 4 24l ASDM 8k G % /7 ity SSL VPN [¥) ASA. 4 T 5 fEd WL, nJ LUK HTTP
EILEYHEE M 2 HTTPS. i, @ik 8¢ 7] HTTP, %A http://10.1.8.4/admin/ 5%
https://10.1.8.4/admin/ 34 7] i [A{F-1% HTTPS Huhik[¥) ASDM Jii 8l Ui [f

fas ] LAFE S 5] IPv4 Al IPV6 i .

FHia Z |l

WH, BTN IP #bEA U7 ON. {HJE, X HTTP EE ), #aZiE i foiE HTTP 15
B FRIN) s A, % L AT HTTP i .

JA ] HTTP &5 A«

http redirect interface_name [port]

Tl

ciscoasa(config)# http redirect outside 88

port & H2 F N ) HTTP RER 5 H . BRIAE Y 80.

B z=niE
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5E veN it tEEisE

FRE VPN B2l b A0 R A

Wi VPN BB E— AN 0 B2b, (EUR B F Em Rk Uy ) AN [R] iO32 EOR P HE ASA, A 00K 1% 1
PR BEDT e . ltan, T SR AAREREE 133N ASA, Tl IRl Ld H ASDM. SSH. SNMP
o\ Telnet LRI LT, B, S MAMEEE COHEAR, ATLL Ping &R .

)

AR WORAE CiscoSSH MRk CERINBEED , W) SSH ASZRRILIIfE.

\}

R SNMP A IhAE. S T-3T VPN (K SNMP, FeAi 185 AEER A1 0 EJE FH SNMP. 153 B A

PR 0] D RE BN AT AE PR [nl422 1 _EAF ] SNMP. FR[94% 1438 FH T SSH.

B T HEN ASA N PTZe 8 L LAAh, ANSCREXT AR ER LVHEAT VPN 5] ., R VPN 5 47 T
HREE B, R A ) AN T AR E R . AT ASA BT BSR4 1 EJS A VPN, IR
A AT, DUEREA LA 2 L.

T DL KA VPN BEE 7T DASE IS BT i) . IPsec 2% i IPsec b A5 A [ 1] 52 VPN F1 Secure
Client SSL VPN %% i
Fri&Z 8l

o FHE HBE O TR

o Mg P BT R, JOF FLACE B0y NAT IF, 0200k NAT it & % th & ik i, 3 6P E4i1s 1,
W2 ASA B ki CLI L& 5 7 AR IRCAS T NAT 7R 122 — i “NAT Fl VPN &
Yilal” F4y o

FaE M — N TE N ASA IR ] (A5 BERE 11 (1) 44 75
management-access management_interface
XJT Easy VPN Hluli fifalfiE, wJLUREdr 44 BVI (R AU

i

ciscoasa(config) # management-access inside

g ]
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B = Firepower 2100 T 45t KR 1 E R BT FXOS ORI IS

7£ Firepower 2100 - & 20 &R O L AL E X FX0S RUE TR 9]

EFEREE, R N EHE 32 114 P Firepower 2100 _E /Y FXOS, W] LAEC & SSH. HTTPS 1 SNMP
Vi) o RGP PR A, (H B T /1 GX 25 ) FXOS AN 2D AL Fahar g b,

W Th e AR AT . s U Thfe, WAAT DLAARSEAl A BE 1/1 AT A ). HE, ARRELE
A FH I Th 8 B VP B0 I FXOS (P E 11 AT FEvs ). HeTh e 5 Z0 15 Bor il & 4 & 1) ASA
Bdade i CGRRO , I B BRI 42 (BRI $82—> FXOS B C.

ASA AP LV BEAT FXOS Vi) s b R Of B DUHE R —42 10 B ASA . 2% ASA ¥
MR RS FXOS I, BB RN SCH AEARE H x4 4 FXOS i (A2 BB FXOS
) HTTPS i 1) o Hdlntl Hos P Hodik (BRI ASA 10 1P #hhl) BapiEdoh Wbk, ft FXOS

. JEHMECRFEAAR . O TIRFIAE, ASA A B dr 2k e iEf g OB 0. 98U
EERN I ASA B TP HudikINE, 48 T FXOS H /1448 5k ASA /4 FUEHT T ASA &3y

i) 6

BB LLEE ASA Bl 1 L) F FXOS & #ifi s Ja5h , 1XJE SNMP [aBFakiE4T NTP F1 DNS ARk%s
PRAEFTTEI . BN, KA ASA AN A H FXOS & B & A8, LLIEIT DNS FI NTP %%
PR OXEUHAT R RE ARV S T L J5 10D o
FiaZ wi

o A PR — 1 e

o NEFE ASA VBB,

o N H ML VPN BEIEIER S ASA Bz 1, WARREE BV W) FXOS. 1E24 SSH [ Fh7z il
Jivk, WTLAIEIS VPN ZE3E3] ASA, 17 ASACLI, X J51# 1] connect fxos 417 in) FXOS CLI.
VEVER, SSH. HTTPS M1 SNMPv3 CL4z5/ml LUINEE, [ H %5 3 B 122 1 /2 224511

* fOR FXOS M C o B R e A 1) ASA Bl 1 CBRIMED » ARICEMSCHTEZE R,
WS (AT .

Jet F FXOS Tz Fe s £
fxos {https|ssh|snmp} permit {ipv4_address netmask | ipv6_address/prefix_length} interface name

i

ciscoasa(config)# fxos https permit 192.168.1.0 255.255.155.0 inside
ciscoasa (config)# fxos https permit 2001:DB8::34/64 inside
ciscoasa (config)# fxos ssh permit 192.168.1.0 255.255.155.0 inside

( ) #

ciscoasa(config fxos ssh permit 2001:DB8::34/64 inside

CAJag) SR S5 R BRI 3  o
fxos {https| ssh | snmp} port port

B z=niE
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muazsian [

ES 5 LA BRAE
* HTTPS BRildig [ - 3443
* SNMP 2Rl T - 3061

* SSH ERikui 1 - 3022
w15l

ciscoasa(config) # fxos https port 6666
ciscoasa (config)# fxos ssh port 7777

FVF FXOS A ASA 45 11 5 8l Bz .
ip-client interface_name
BROATEOL T, AN E FAR T8 PR

i

ciscoasa(config)# ip-client outside
ciscoasa (config) # ip-client services

TEEEE /1 B3R Py K B IAR S B (CBRIATE O T WA hitps://192.168.45.45, 1)/ 444 admin,
% Admin123) .

i FE&®E (Platform Settings) ki, AJ5/HH SSH. HTTPS 5t SNMP.
ERINIEUL R, SSH A HTTPS 4T i FIPIR A
¥EARE (Platform Settings) LI+ L35 18513 (AccessList) it &k AL VFE A BRHbE . BRATE

WK, SSH F1 HTTPS H A VFEHE 1/1 192.168.45.0 M4 . EFHIE AYFLE ASA LI FXOS 2 &1g
(FXOS Remote M anagement) Fitt & H 45 5 (AT (] sk

Bz H & B AT

P R I B BT DR AL TR EXEC BT s ie B R i) ik SN RS, 21
Rt A\RTP EXEC #850 BRIAEOL T, S IE AN . BEBE AL Rl 100 & g 1R RFREFR
0], A% KA o

TR BB TR R/ G S I ] (0-60, LLr8A #AL) .
console timeout number

Tl

g ]
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B ecvcuErny

ciscoasa(config)# console timeout 0

BN A 0, BARSTEASIER

HENX CLI 1254
TR PR FRR IS BaX TR, af DUKAK T ifE B 2 MEIRIN B 57— & ASA. P4
K, WRWE ASA BAMIEMENL, N sheedesa .

FEZ NG ARE, SnT AR SR B AR G AT 22 ) B P S I B 5 T R AP 7T o AR RIS S,
AT B BIBCA SR AT, B4 R 544K

BTG OLR, $RfT B7s ASA TN . FEZ SRR, SRt Bonts st k. 78 CLITRZRTY

AL R LRI -

cluster-unit SRR TR SRR G A — AN ME AR
context XA SR R Al 5o 44 7K.

domain BRI .

hostname BIRTENA .

priority BN R e S pri (EED Bisec (Hlil) .

state R R A IR A B

X HBERERS , 2T state 6B BLRLL R 1A
- act - DU IHBEEERS, Btk IECEAEIL R

> stby - CUAMMIEERS, B RAEMGESTE, JF LA T &M, HibEeg
FAARE SR -

* actNoFailover - A i s ts, W& B L.

* stbyNoFailover - Ko Flifw 7%, W RIEAdmE. Xnf
FREMLIRE % EAFAE BB DA b 8 b i o A=

i
Hp

~AE

XETEERE, 2 B AR R

WA LL R A4S 3 E X CLI 2R 1
prompt {[hostname] [context] [domain] [slot] [state] [priority] [cluster-unit]}
ENGE

B z=niE
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ciscoasa(config)# prompt hostname context slot state priority
ciscoasa/admin/pri/act (config) #

B N SCBRE (KI WU R E SRR 75 S TR Y (B Te s AR () 0 B@D

Bo & B RiElE
T DL B P S ASA T 7 0632 BTSSP HE AP EXEC B2 B4 S0

S|

MTvo

FiaZ |l
© WA R, BN ERE LRI ) TEZEH] “X0W” 8“3 7 Sl
NENMEEAEIBITE R H o LA MBI ) AR B U7 ) B0 TE A T -

You have logged in to a secure device.
If you are not authorized to access this device,
log out immediately or risk possible criminal consequences.

* FEASIIREIE S, WERATRA RS DL, ATRESY KM A ASA 1Y Telnet 5 SSH 23 i :
o BAT AN AR GE A A7 AT DR AR BRI I 6L

o B2 BB IR SN & AR TCP B A 4R,

o A OCHEIE T B OUEN], 1525 RFC 2196,

ININAE LR =AM ) 2 — S WORIRENE R P B GER (message-of-the-day (motd)), 71:H] /%
SKIN (login),  BAKAEH] P U5 )AL EXEC I (exec).

banner {exec|login | motd} text
il

ciscoasa (config) # banner motd Only authorized access is allowed to $(hostname).

MHA P EE T ASA B, RS E 6 E7R message-of-the-day #IlE, 485 TR login BB <5 . £
FURIE 5 ASA 5, RYUK IR exec Ml

WA IN—AT LA L, ii¥sbanner fir & TAERET Z 1T .
XA SO

© RV E M, (BT CLI I ToVEH A R4 .

* Bk T RAM RIAA7 R AR KBRS, LAl R A«

| g ]
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B zzemssmw

o SIS 4T H $(hostname) FiT $(domain), H LAFIATRIN ASA i EHLA Bl 4 .

* WEARAE ARSI E P P E R, P DU AR S E A $(system) AT R ORAE N S Al T %R
i SCAS

il
PLR 781 32 7R WA 5 I message-of-the-day A8 11 :
ciscoasa(config) # banner motd Only authorized access is allowed to $(hostname).

ciscoasa (config) # banner motd Contact me at admin@example.com for any issues.

g BB IES IR AR
A LLYE ASA FEET R B KR ASDM. SSH I Telnet <> i %t . Wi iA Bl A E, WA 4
HAb2si%, ARG HENEE . MEN IERSS e, WE PR EE AL E JGEBL R H & 451

\}

IR A SECUF, WK ASDM S iEEE ek 5, WG B i

\)

AR WCOREIE N B B TE (SSHAE) IR M S BB IR IR, LKA T B A

FiaZ |l

2B SEAXT, EEBRPITEH T REARET . BENREDHREERACE, 5 changeto
contextZ Fx i o

UK

T AL R 2
guota management-session [ssh | telnet | http | user] number
* ssh- B KSSHA AL (A TIAISZ D o« BRIME R 5.
* telnet- ¥ B fix KTelnet 22348, /T 15200 BRIMEN 5.
* http-% & KHTTPS (ASDM) & 1&%, MNF1RISZ0H. BRIAEN 5.
* user-W BRI B RS TEEL A T IS 2l BRIAME N 5.

B z=niE
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nzgeeanE A

* number-BEE AN T0 BRI A1100002 (8] (F 418 B AR FAT A HARSCEE 4 AN, bS50
BWENT1ENSZ AT E. BRAAMEA 15,

Tl

ciscoasa(config)# quota management-session ssh 3
ciscoasa(config) # quota management-session telnet 1
(config) # quota management-session http 4

( )

ciscoasa(config) # quota management-session user 2

ciscoasa

N
8
N

EA G HTEAEAE 218

show quota management-session [ssh | telnet | http | user]

Tl

ciscoasa (config) #show quota management-session

#Sessions ConnectionType Username
1 SSH cisco
2 TELNET cisco
1 SSH ciscol

ARG EESEE AAA

Y SHIZ P IO PSERL WS AL = R 7L AT NI 215 2,0 NI RO 2 T8

it B B TR G IE

Hic & B CLI F1 ASDM 5 1) [¥] 54 3 Bl

KT EHIIE
QR E 5% ASA BT 75 A H S 4 56k .

T SSH B4 18 4F
B LU R AT N T RAEAT S B A0 TE 5 4 f 15 00 F0E4T SSH 7 1) «
© LB RIAER - 7E B I IEmES K, SSH An .

. Eﬁ}%‘iﬁ-ﬁu%}%ﬁﬁﬁfﬁ%iﬁ, THHITE AAA JR S5 3 SAS T P 50 e vh B e I P 42

ﬁ%“%ﬂ%fﬁ%ﬁ, ASA U FrAHEE . a0 BACE SSH A B KL, W ASA st

ﬁfﬁﬁﬂﬁ%ﬁ%)’fb AT P A R g S, T WA B SSH B BIE . R E N
J1EXEC .

| g ]
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. % T Telnet 54 I81E

% F Telnet S48 F
B RAEAEH G 0 5 AEFAE R S A 3 0E R 0 N A Telnet Vi), 1E S LL FATH:
o THIAF - WRAN Telnet 3 FIAFEAT S0 563F, SN 4, BN AZH NG R0 (ff
f password Ay & WE ) o WEBINEN, KEELTEE 4, 4l Telnet E#F] ASA.
Tkt NH P EXEC B,

o A7 SO IGAIE - W S T Telnet BHAIGAE, iEHIALE AAA HRSS 2% ol A b 7 $i0dis 2E Hb Br o Ui
PRy, K3 N P EXEC #E,

XF ASDM 14 3 iE

A RAEAE S AP G AE AN T S B0 E A5 58 R ASDM Vi), TS B LA AT o f38 T LARE Bk
PO BRAE, MAE RN AAA FREKAE.

© TESRHAE - BRI OLR, W U1 1 7 44 LGB I enable passwor d iy 10 2L 1) i %5 A5

(BRI A2 Eok ASDM. BRI A s, ANZEOREEAS FPIREs ES I BEE L
Yoy W RO B A Telnet %05, I IRIECLIMTA A M 20, RASTOREHESHN, Bk
ASDMIN AN IR IAT AT o enable i, WERAEE X BERE A A4 ME . A2 H
M=), W ASDM Kek A i By 72 e 75 3 VL G o

WP HIAE - XFRAAAS . R Brf LB SR B4 G RIEH. AP HE P 2%
i, ASA ZAR¥E PKI 4T A SHIE B TIALE

* AAA SGUYE6AE - 3 1 ASDM (HTTPS) SHAKUERS, T E 4N AAA RS 28 oAb B ;- #cds f28 v
TE T P A4 RN o AN e T 23 FH P 46 R0 % 08 5 5% ASDM.

© AAA GO IRAEINUE B S0 I0AE - XBRHAAS . BB J5H ASDM (HTTPS) 43Kkl , 5
BTN AAA IR SS 28 5AS 7 48k e vb e SCIRH P 44 At an SR P 44 R i e e 5 4y
BUFSEANFK, RGBT TN ol kP sz AIEBIRERH 4.

KT BITHHEIE
THZ B LU N TN TRRAEAT S A3 AEANTE S 3 B0 UE AR B0 1 V5 1) #p AT 42 1 15 i 1 «

o LG EAE - i FEA K AT V5 0] 3 AT G035 E,  WIAE AN 7 44 B0 80K 3k N P
EXEC #=,

© SHPRIE - WSRO HRAT VT A T BRI, T HAALE AAA IR 554 SAS HiL T R I e SR
. gt A EXEC B8,

%F Enable B4 1&E

TR 5 R 3 N EXEC B2, 1% enable v 4. i A0 TAE 7 I T2 75 5 FH 5 43 5
k-

* No Authentication - 1A E enable S 43 4600F, fEHi enable iy &I 4\ &40 8 H %08 Gt
enablepasswordfir 2% E) , ZHEEIRINE A B EHIN enablefi &1, R SFLREE K
L. HZ, WHRAMLEH enable G K1E, AEHIN enable fr 45, WIANFE LU & H - S0
S, XA RIGE, War SR A TREM 4, W enable S50 .

B z=niE
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MEHIRERSE ASA w2z [

* Authentication - 21 it & enable F47 46 1F, ASA SHREHING AAA RS A A H ] 7 3
FE e LRI P GRS, M T ar A sb D aeR A F L, RO P A AERf R F P el DU
N SRR

15 A Hb 208 2 1) enable 43 5641E, o] L] login 4>, KARE enablediv4-. login fr &R
RH P 4, (EATEERCE T E S 5.

A\

T+ ==

iE

il

TR A AT LA 1) CLI{H A AN 75 B3 HE e AR A EXEC B2 1) P V8 I 20 A s 85t e o, ) 7 2% .
AT ETLmAAUEIL T, S IR A 2 8 & (2 & BRAED , W P aT L

7& CLI A A 2 U5 R EXEC 58 (LA 4) o 8, &nl DAE] AAA RS 45 1M
AR AR HEYS PEREAT S IOAE, SO T A P e BN 1 2%, DABR A login fy 4, IXFERLAT
DAz sl o] LA R 40 F 565 U 1) A EXEC 55X

MEHIRIERFZE] ASA BISTE

A5 TR ASA A 4 K N TIZ4T: 40, Catalyst 6500 _E ) ASASM 5§ Firepower 4100/9300
LI ASA. X ENUERAE RLH] ASA (216, A LARCE #3471 Telnet B3 S0, FHAKE T
T, 5N, connect asaFirepower 2100 751 S AL T ¥ FXOS Hr i &4 FH FR AT 4%

ST, TEAERGEE PECEATT AAA T B, WURAEE B O 5 PG Telnet 58
FAT S IRE, T SR BAIE ol ] T IR il AR OUR, ARV G S AAA JIRSS S mA LT
FOER

it & A F CLI 1 ASDMij5 (5] &Y 5 44 38 JiF

FrIaZ |
* it ‘% Telnet. SSH &{ HTTP Vil .
o SFTAMBE I RALE, ERCE AAA RS AL, X T AHL G MIGAE, 37 1 A HEE RS I
* HTTP & G 0 UF A SCEE AAA IR%5- #5411 SDI Hridlo

* HIhHEAS LR ] ssh authentication iy 4 A 77 4 3647 SSH A LB B R IGIF. ASA [&
A A A B AT A LS S I . IhREOCEM P A2 S S W SR VR AR
HEAT A 30 S0 0 AE B A0 FH 250, 488 7 B FH bR e S Qe B AN M B 4 B0 AIE, DA AR VP AT 3
5 1]

X P HEAT A B 1) 1R S0 B0 E
aaa authentication {telnet | ssh | http | serial} console {LOCAL | server_group [LOCAL]}

IR

g ]
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B = enable 535E 4 EXEC 10

ciscoasa (config)# aaa authentication ssh console radius_1l LOCAL
ciscoasa (config)# aaa authentication http console radius_1 LOCAL
ciscoasa(config)# aaa authentication serial console LOCAL

telnet SCHE 71 Telnet V5 i) . ssh SCEE 7Pl SSH Uy ] ([ 515, /A FL B4 5 43 5641 B a0 A FH A 1
B o http B 40 ASDM Vi, serial B3 llF 0 & um Ui X P 68N 19
Firepower 2100, IICHET-£ 52mifd ] connect asa iy 4 M FXOS 5 1] (1) g #1455 65

WIRALTH AAA JR55 FRHAT SR IRAE, PTLLKE ASA BCE AN TE AAA JIRSS 38 AN n] FH I A A £t
JEAE AR T VA . fiR e g5 a4 G ER LOCAL (X473 RN o A P AT 5 AAA
H 55 e AR RV ER P A4 R b, D ASA SRR A AN g AL TRl VA AR T 75 . B0, AT BAR
BN LOCAL, LUK AU 4 HIAE 20 S i Jr i (AMEIRLRD .

B & Enable {438 iE (4354 EXEC &)
] DU P4 N enable iy 4 i SR AT THEAT 5 4 B IE o

FiaZ /i
1% " T Enable F40504F , 5 24 Ui,

MEPE LA NI — 300 F P BEAT 5y B -
© WEAE] AAA JIRSSE BAR B P P BEAT SR IAIE, TSR BL T dr
aaa authentication enable console {L OCAL | server_group [LOCAL]}

51

ciscoasa(config) # aaa authentication enable console LOCAL

ARG S AN A RV Y .

WERAE T AAA RS ALBEAT SARIAE, TLLRS ASA B E N 7E AAA JIR S5 s ANl HTIRAE T A
HAR AR DR k. R RS AR A4 G IR LOCAL (X4 K/NG) o e A A e v A
M5 AAA RS AARIR RO P 2 A8, A ASA SRR 245 AT AT R VL AT AT 457

o, BT LOCAL,  BURS A 178 A 2 20 B B0 e 5 3% CAMERTRlR) .
B DA P T R B s, TR L R A

login

51

ciscoasa# login

B z=niE
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EAgmEmzs cu i Asom s [

ASA UM 4 RS . (EVETSIR . ASA H5IH 1B T A HR HE SR B
.

FHP R AR B B 4% R i 8 5ok U5 T R A EXEC 3, IR R AR IR Ge il
AEIH 2o W ARV P A8 S5 Vi R A EXEC B (AR AT a4 ik I BSR4 5
B2 GBI 21150 WERRCEAM Ay BB WA R BRI 2 B2 2B IR O BEAR 22531

£ A E B AU H CLI F0 ASDM 177 [d]

ASA AERE AT DAAEAE BT A RE YT 1) 7 HEAT SR AR RO ARG TN A 230 F P A G K DX 23wl i
TCREV ) VPN AR 2615 1) ] 7 7 51 ASA IR A

45 2% SSH X.509 IFBFZAL, 1ES 0 o X509 WFH V5 R E SSH, 25 10 i,

Fi&Z wiI
RADIUS T LDAP (BLETHY) AP

M P LDAP #H47 S RUEN, a5 A LDAP J& P b HAR M 1) ASA J& 1 A HAIb s a2 $24L
. BCE LA 0 F 15 Z M IEFIRANL A Cisco VSA CVPN3000-Privilege-Level. X5, {4
|dap map-attributes iy 2 LDAP J& Wi 2] Cisco VAS CVPN3000-Privilege-Levelo

* RADIUS IETF service-type J& £ ) RADIUS S 473 56 UF A A =K 11 45 R AE U7 M B2 32 0 S P 3T
RIENS, AT RN Tl B 0 A 0 R4S

FEV7 042520 A & 3% RADIUS Cisco VSA privilege-level J& 1k (Vendor ID 3076, sub-ID 220) I, %
JEPE TR m L AR -

TACACS+ FiF
1] “service=shell” i KFZA, HR4525 LA PASS B FAIL 1E ki py .
A A

R e R A E servicetype ir . BRAEDL T, service-type #& admin, SUVFX] aaa
authenticationconsole iy 2 fi & AT ik & BEAT 5E 4 1] o

EERNES
WSRNR, TSR AAA RS 2N 000 . ASA AL FH X SO {8 i Aff 22 45 P07 ) (19 2 5 o

SRR A RADIUS/LDAP (BR5t |TACACS+ 1% AR EIE R
B B
Se4Viin) - R4V inlaaa Service-Type 6 (& |PASS, #5451 |admin

authenticationconsole iy 4 i it & IR IR 55 | L), Privilege-Level

1

g ]
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gipia |

EIBR 5 RADIUS/LDAP (BR&t |TACACS+ 1% A HhE R E R
B B
Vi) - R VFAE I E aaa Service-Type 7 (NAS |PASS, 2 Jj 2 Jx | nas-prompt

authenticationconsole fiy4- i 5 7] CLI &,
ASDM. {HJE, il Haaa
authenticationenableconsole fir 4 it & enable
G HAE, W CLIFH oAt enable iy 4
Vil EXEC FAUE .

=),
Privilege-Level 2 %
3

Framed (2) A1 Login
() MRj 55288 4% 7 —J7
EW G

el

No Access - R4 # 5 0]. H -~ JoikEAT B
aaa authenticationconsole iy 4 15 & 1 4F
RS CORELEE serial Rt~ ;. ARFEATY
) o ZEREVH (IPsec fISSL) FH F {/hm] %
SLI AT ) 2 T AT S B E T 2 B2 i
i HAt AR 45285 (Voice. FAX 45) #%[F
—Ji Ak E .

Service-Type 5 (i}
pip)

FAIL

remote-access

HoAth AE

o PATEEH G VT IR A S AR BT

o LD AUR VTN LS AAA B0 TEA Re A H b D) g .

HIE R IAIE , 25 25 T,
o WERGAE AR SO 0AE, WZAE A FH LT RE 2 BT AL & AAA R4S a5 4.
* HTTP #ZBUAAE 5N i p e X 52 3 8F

UK

$IE1 Ky Telnet F1 SSH J5 F 4 HRIZAL

aaa authorization exec {authentication-server | LOCAL } [auto-enable]

15 2 [ S T T CLI AT ASDM ]

auto-enable B 7 FLVF AT AL WS REBUBCIR V6 B 53 A5 55k N F 3t N EXEC 2

Tl

ciscoasa(config)# aaa authentication ssh console RADIUS
ciscoasa(config)# aaa authorization exec authentication-server auto-enable

4 HTTPS (ASDM) Jii JT 4 FEFZAN -

aaa authorization http console {authentication-server | LOCAL}

Tl

EIRiF ]
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ciscoasa(config)# aaa authentication http console RADIUS
ciscoasa(config)# aaa authorization http console authentication-server

Gt

LUR 7~ @i 52 S LDAP JEVERLGT . FEARGI 2 A enk R i (E7Elid LDAP #E4T
S I AIE 1) FH P F F P A s B s S B0 /URT 28 7] 43 1) 2L IETF-RADIUS service-type Al

privilege-level.

ciscoasa(config)# ldap attribute-map admin-control
ciscoasa (config-ldap-attribute-map) # map-name title IETF-RADIUS-Service-Type
ciscoasa(config-ldap-attribute-map) # map-name company

PUR7- il 18] LDAP AAA IR452% N LDAP J& s .

ciscoasa(config)# aaa-server ldap-server (dmzl) host 10.20.30.1
ciscoasa (config-aaa-server-host)# ldap attribute-map admin-control

ﬁﬂ%g#ﬁ?]ﬁnn AR, AT LAOE G ASAFCE mr AL AEH AR e nT gt A a4 . BRI
BUT, FIAT LAY R P EXEC #8a,  AU  fidse R I i 4o i\ enable fp &I (a7
ﬁﬂﬁiﬂﬁiﬁﬁﬁﬁﬁﬂﬁu)\ login ay 4R , A LB AR EXEC AU IF0s M a4 CEFSS & ar

2 .

AT PR A SR BOTVE L
S|
* TACACS+ JIR 55 2 A B 25 5]

KF SR

AT LA -y AR B, D AR AU 7 o] U A i &
I EHNWSRNGE

] A P i SRk

o RHBURZA - 75 ASA FRCE Gy ARG . AH . RADIUS 5 LDAP (14K LDAP J& Pk
WS 2 RADIUS J& ) F P i) CLI Uj M ZET S SRR, ASA 2 iz P 48 e th A H 5 4
J. RADIUS 5% LDAP Jx45#% & X ARG 0T LA [ 43 Be (A BR 2R3 B LA 25 3 ) i
Lo THTERL A M B YOS IEAH 7 EXEC Bl (el 0 80 1) o« H P %

| g ]
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[ |
s
H
i
i
=
S
4>

S

1] enable fiy & FHXHEAT 5 43 56 UEA BERE ANFF B EXBC LK (A &g 2 88w , Bifi i
login fir & &% ((XRAHEE D -

N

AR ] IR PR AR P, LA CLL KA enable £ 4y
ARG OL T, A G 2B A enablefir &I, BT EHIAN RS
JAHER, ASA S ATEFRESN 15, KI5, Bl LSRN 65 5
A0, LMEERIA enablen (2 8 15) I, ASA M&EFHEHH no FRAEE
FHA i 2 524, A5 WA F X 282531

* TACACS+ Eﬁ%ﬁﬁﬂ PR 2K - 7 TACACS+ k552 b, FCE P 8L EUEAT CLI U i 1) 5 43 3 1E
Ja i UAEH a4 F P HE CLL SRR iy 2 #88F TACACS+ Hi 4528 HEAT 50 AIE

ME S AAA BCEAH AL, AR S A SRR E
P iy A, A3 IIC B AR At S . EC B BENS SEIUN AN R 2 G B AT AN [F) ) i 4%

B

A A S IS, B BN R X SR I E 1 44 SR VE K i AR I S 1 T BEAT BT
25t BAEFTIG SR AT REARATCIARC By R A WA PR B3 ANRINE 22 4 55 2 TRV iy 2 S ALAT
REA P2, A n] RESn At i A3k

N

R RGHUTEIIARLE AAA frd: KL, A BHRE RGHUT 2 AR .

i S HLBRZR 7
BOATEIL T, 2 RN Air 220 0 LR, A AT HuAt A 420 K 15 BB .
* show checksum
* show curpriv
* enable
* help
* show history
* login
* logout
* pager
* show pager

* clear pager

B z=niE
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* quit
* show version
G E R S 2K T 15 g, SRR “configure” v &8 2 [A—2), 5 U
JrkTeE R NBCE R
BLE A iy SR

A Ik A H A A AT LUK 16 MALRZL A (0 5] 15) 22— liird . BRAEN T, S ard a0
0 L 15 AR . B mT DUKEAREA FH P e SCYER e BUSRGRA, RS FH mT DU N 43 1 A PR 2% 3] 5 A
TR L. ASA SCFREAEAMEIEZE . RADIUS 45 255k LDAP 45 2% (%% LDAP J& Ik
Wit 3 RADIUS J& 1) e U P BBR 203

T K2 IR 20«
privilege [show | clear | cmd] level level [mode {enable| cmd}] command command

TP

ciscoasa(config)# privilege show level 5 command filter

X EEFUE I BRI AR iy LA AT 4
iy & R IR .

* show | clear | emd - IX LU AT 7 ol HI DO fir & B s s TR BRI BB BB . A &1
P B 2O R 3 B0 B e, s i ARE i fir & B3 O showsl clear R4
R no B WERAME b — ARy, WS dn & M 1 .

* levellevel - /T 0 Fll 15 Z (Al 2% 51 .

* mode {enable | configure} - 4RI w4 AT LAFE A P EXEC #EUERi A EXEC FE2R BL A I
BN, I Hizxdr SRR N AT A R AR, AT B3 i) AR IR SR 1AL
B 22«

- enable - 1f & 1 " EXEC BRI AL EXEC #3t
« configure - 552 FL &AL, A LUEF configure terminal w4 HEAT 15 1]

« commandcommand - ¥ E L E K4, B HEENCE LS AR . Blhn, T LA B T aaa
WA, (AT DL L E aaa authentication 741 aaa authorization iy 41125 5 »

FIR2 (k) NS RBUAH AAA AT . WREAT I 2, T ASA ANSZFRFA s 122 1 ™ B PR 4
A, IR B A HABSR AL BROABCE 15 2.

aaa authorization exec authentication-server [auto-enable]

| g ]
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TP

ciscoasa(config)# aaa authorization exec authentication-server

Uiy &3 5 A BB 52 P AT BB CLI AT ASDM D7), 5 27 Lo

FYR3 A AL A iy S BLR G -

aaa authorization command LOCAL

T

ciscoasa(config)# aaa authorization command LOCAL

FEBEE AT S BIRZONIN,  BRARE Bty & R ACE @y 234, A WA AT A 234

il

filter iy & HALLFEA:
* filter (X7=24 configure i&15)
* show running-config filter

* clear configurefilter

T IO RER B 223 93] i AR 03], el i 2w e 304 i A T st B IR — BRG] . DA
R s A 4 e BRI

ciscoasa(config) # privilege show level 5 command filter
ciscoasa(config)# privilege clear level 10 command filter
ciscoasa(config)# privilege cmd level 10 command filter

B, LNl s W P filter iy & B A R Z00 -

ciscoasa(config)# privilege level 5 command filter

show privilege 7443 & W 7= 1 JE 2

LA 74 57 mode SSHE I . 2 W P EXEC BT enable iy 4, 1 v] 5 i &
X FR 7 ] ) enable password iy 4 ) SR 5% i R RCBR 2531 -

ciscoasa(config)# privilege cmd level 0 mode enable command enable
ciscoasa(config)# privilege cmd level 15 mode cmd command enable
ciscoasa(config)# privilege show level 15 mode cmd command enable

PL R 7R 2o 4 configure S8 B nir 4> mode i 4

ciscoasa(config)# privilege show level 5 mode cmd command configure

B z=niE
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ciscoasa(config)# privilege clear level 15 mode cmd command configure
ciscoasa(config)# privilege cmd level 15 mode cmd command configure
ciscoasa(config)# privilege cmd level 15 mode enable command configure

\)

AR MiRJE 4T T configureterminal fiy4 .

7£ Commands TACACS+ RS LB E M S

] LAAE RN 45 i) F IR GG %% (ACS) TACACS+ RS54 b, 4 s AN F ok A e & J6
FICE AR 6T =7 TACACS+ 452, TSI IRSS 4 SCRY T fA < ir S 3B R HE 41
A

S LU R R RN 4 ACS 3.1 FRA RS E Ay A i i 2 S U & F 150 = 7 R4S 4%
o ASA B RFRAUR fr A A Fean A k%, RIS E TACACS+ R4 s oK Al & oAb 5e

2

N

AR R4 ACS WHEIE 4N “pix-shell” (AR, 52 ¥ M T
ASA i A

o A M AN AL T A BN SR o S8, T AR ILRTTHECE. per mit 5Y
deny.

W, NS S F show running-configur ation aaa-server fiv4>, i i) v 2 FBLA N show
running-configuration, X5 /EZ 7B permit aaa-server .

JHRLIE T Permit Unmatched Args E3EHE, 1T LL AR R IHAFE L 1 BT A fr 2 S50

B, el LMY E show x4, A RVFITA show 4. BT v, XFEE ST
T 2 A AE (RFEGES S , HER CLI FMEHEN GESHTED .

1: R BRXHS

shou ¥ Permit Unmatched Args

AddiCommand Remowe Command

114412

| g ]
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gipia |
BLREGS

o X TERAHIER S, MG RASH, MO ARVEAILECKIZE, #ii enable sl help (i

3

ZUTED .
B2 firatRianse

[ Permit Unmatohed Args

114411

Add Command | Remowe Command |

AR SR, U AN S BT AE R TECE. deny

W, s R enable, {HAS 4 enablepassword, 14 i TEBP I enable, S TE
WHi A deny password. ffiff:iZ - Permit Unmatched Args S 1EHE, XEE(TAE 7o VF S A8 T 1)
enable GEZILNED o

3B

[V Pemit Unmatohed Args

deny pasanard

Add Command I Femowe Command |

114410

© MIETEMAAT TS AT A, ASA SR AT LAy S RN ASSC, AR BR N 1) 2 B 42 A

B z=niE

AN EFERI%F] TACACS+ IRS5 25 .

Bihn, WA shlog, HE4 ASA K384 show logging i &% %] TACACS+ k45 #%. 2
&, WEREH shlogmess, A4 ASA 4 show logging mess fiy 4 & 1% %) TACACS+ 45 2%,
AN KIS 2 1Y) show logging message fiv 4« %8 n ARC & [F]— NS 5001 2 Fhpitid DUE o
45 S TIED .
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m& TacAcs+ a5 iEi ]

4IEERS

[T Permit Unmatehed Args

permit logging
permit logging message
permit logging mess

Add Command | Remowve Command |

114414

o BB AVEITA P AT B R ZEA A 4
* show checksum
* show curpriv
* enable
* help
* show history
* login
* logout
* pager
* show pager
* clear pager
* quit

* show version

BcE TACACS+ i R

W B H TACACS+ 24240, B A CLI LA n %, ASASH¥ar S FH 7 44 k1% %) TACACS+
AR 45 28 LA 5 i 2 72 7 O AR AL o

155 TACACS+ #8432 /i, 4 LL TACACS+ IRZS2% g LI P2 B4 B3k ASA, FEHfifR
1 BAG B fr S PEROCR A S0 B ASA. I, #R N A% LASRTS B iy 242 A0 B O3 T P 40 %
XKoo BN, ATRESEAMIE .

e TSI T BT 20, B2 RAACE . DR SRS R e, W] Ll &
ASA SKIKE i .

g ]
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B rvurEmpRETEEs

ORI T TACACS+ R 5E A e Bl . B ] SR i # 75 2218 B 58 20 1) TACACS+
R4 28 REFEETURTIE ASA FERNE. Fln, E TACACS+ R 23 haFs—AN 58001
BRI 2SS — NS0 2 BRI RS 45 BOE AT LUE A H Ay PR AL & 4 7 TACACS+ fiR%s
BT H I (4 [RE T

UNEEAE F TACACS+ R4S 23l & ay 28, iEMAT LU R AR

HIANLL R 4

aaa authorization command tacacs+_server_group [LOCAL]

i

ciscoasa (config)# aaa authorization command tacacs+_ server group [LOCAL]

10 LUEE ASA iR 'B N E TACACS+ IR 25 28 AN a] FH s A F A st B A Mg (1R D7 vdce s s A,
HHERS AR A4 G LOCAL (LOCAL X773 K/NE) o AEAHE s 72 4l FH 55 TACACSH IRk
- BARRICH 2 R, R ASASORTFAN S48 AT R 5 VR AT Fe s o 1 PR AE AR Hh 25 s
i A A R0 I

A E R E A P B & A R R

A A Kl 7 G T CLLL 20 ASDM s 1) 149 5 3 BRI, T LA C 252 ) SRS oK SESR ] J FE4R E I
(A1 J B A0 i I S R b, A9 L AT S 50 e N A 8

S TR NG T A M B JE O B P, T ANIE AT DA A i e ) HoAt e 28 A (49
AT M%7 1) VPN 3 AAA RE) , WAEH TIET AAA IR 2FAT S8 .

BC B A S IS, M RS CH AR N E LA P i) B, S SR N R i, i
AT SR HB A A A AC o B SF w4 N FH 18 FH user nametii 4> LA )z change-passwor d iy 2> 58 i 251
FrigZ /i

o fiff FHAS H K008 22 0 CLI 5% ASDM 7 Al iL & AAA S 456k

o FEARHEGE B R e P 44

(AT3) BB ] P S 2 A2 Ja 218 (LR AL
password-policy lifetime X

B z=niE
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N

g

waspzmrRrrsrnen [

TP

ciscoasa (config) # password-policy lifetime 180

PR
Pl & v K A2 il T8 2 M e «

HREH 0 2 65536 Ko BRIMEHN 0K, RREEASTI,

EHRRIWZAER, BalrFENHR. AENIIN)E, AU RS WD
JaviE, AT AN R

* B AL P ] username fir & BT U Y

o GBI R 6 v S SO A
(ATIR) BB 5 IH B AREL, B i v o 20 5 e i e /N A AT
passwor d-policy minimum-changes value

i

ciscoasa (config) # password-policy minimum-changes 2

AT 0 A1 64 D75 210 . BRIMEN 0.

FATUCKC AL E TR, WRE S B B A AN 22 I35 ) P AT ] 75 R B A A e B T
(A3 BB MR .

passwor d-policy minimum-length {i

i

ciscoasa(config)# password-policy minimum-length 8

HRAEN 3 F 64 NFERF2 0] IR /NEEK R 8 N FAF.
(Ae) BB B IHA 5 /N KRS A4
passwor d-policy minimum-upper case {i

T

ciscoasa(config)# password-policy minimum-uppercase 3

ARAE R 0 F 64 NFAFZ 18] BRIMAA 0, Fon o /L.
(ATIE) BB IEA (NN G T AT EL
password-policy minimum-lower case {&

T

g ]
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B rvurEmpRETEEs

N

g

ciscoasa(config) # password-policy minimum-lowercase 6

ARAE N 0 F 64 DTHFLN] . BRMEN 0, Fos o/ M.

(ATIE) VB M AT () e N7 A B
passwor d-policy minimum-numeric value

i

ciscoasa (config) # password-policy minimum-numeric 1

ARAE R 0 F 64 NP2 18] BRIMAA 0, Fon o /L.

(ATIE) VB R I EAT () fe /MRF IR T4 B

password-policy minimum-special {f

-

ciscoasa (config) # password-policy minimum-special 2

ARUER 0 F 64 NFFFZI FRRFRARU N FR: 1 @ #. 8. % A & % “ (7 R
7 BRMER 0, FoRToi M.

A 1 A

passwor d-policy reuse-interval {H

EUE

ciscoasa(config)# password-policy reuse-interval 5

AT DESIE S 2 A S (2 2 7 A2 HTR ) AHUCEC R 200 . 2 1 25 i 4 H
passwor d-history iy 4 LU % TE X AFEAE RN - 2 FRIBCE s ea S H P AT E o
IR RSP VAR INIWIDE I TE

passwor d-policy username-check

(i) BeE 25 252048 FH change-password fiy & 8 BC# S, i A2 ik P 4l username fiy 4
e R

passwor d-policy authenticate enable

T

ciscoasa (config) # password-policy authenticate enable

BRIABEE A P w] DA A Ao B e i
USRI REIF 2 username fir & S B0 5, R BLLU AR RIE -

B z=niE
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B E

gxzn ]

ERROR: Changing your own password is prohibited

AT clear configure username fir &M% A MK . WS FEML, RV & BoR U
i/%?‘ﬁ/%\!

ERROR: You cannot delete all usernames because you are not allowed to delete yourself

T SR AE S SR P G T A RO, T L (A 3 T I T R B . 0 SRS D
SR SR, WK LB A S TR . A SRR A P 0 SR S Bk, DB T DA P e 7 ikt
nAE R ST ik

W E S A TS, AT T IR

BNCL R dr s
change-passwor d [old-password old_password [new-password new_password]]

i

ciscoasa# change-password old-password jOhncrlchton new-password a3rynsun

W RAE M A N IH S5 R R B 2565, ASA RN .

FERMEFERAEICR

BOATFOL R, B D AL SR /A7 90 Ko T AR Ubhfie, thn] SEClFpELin i), % 365 K.

FHia Z |l
o BRI LAUL BRI AP AEEREA ST, AR B AR B L A SRS il k.
s FEFDPIMBIE, ASe Ok g I sl A

o MIRH—PPERZ Fh CLIASH 75 (SSH. ASDM. HATEHIEG) BHAH AAA S IIER, Ik
DhRERIE ] T A H B0 b ek ) AAA JIRSS 2310 1 44 o ASDM B S AN ARATEAE ) b

N

g ]
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PR BCE R AL RN ] -

aaa authentication login-history duration X

IR

ciscoasa(config)# aaa authentication login-history duration 365

ALK days ¥ B4 1 31365 2 10 BRIAME N 90, EAAH G s sids%, %A noaaaauthentication
login-history.

I, AR B B SRS ek, Witk SSH 7R -

cugel@l10.86.194.108's password:

The privilege level for user cugel is 15. The privilege level at the previous login was
2.

User cugel logged in to ciscoasa at 21:04:10 UTC Dec 14 2016

Last login: 21:01:44 UTC Dec 14 2016 from ciscoasa console

Successful logins over the last 90 days: 6

Authentication failures since the last login: O

Type help or '?' for a list of available commands.

ciscoasa>

e SRe T RIS
show aaa login-history [user #75x]

T

ciscoasa (config) # show aaa login-history

Login history for user: turjan

Logins in last 1 days: 1

Last successful login: 16:44:32 UTC Jul 23 2018 from console

Failures since last login: O

Last failed login: None

Privilege level: 14

Privilege level changed from 11 to 14 at: 14:07:30 UTC Aug 21 2018

= =S LAV LIRS

£ CLI H¥i A show & Z AMIAEM fir &I, o] LRSI B 50X 2] TACACS+ icik e ds 4% . ]
DATRC B A HI 8 s by 4N enable fir &I Bl & i 2 d ik o

XFarAdmk, Hagfl A TACACS+ fR%54%
L C B A PR 0] AT enable Ay A0k, AT LR 5%

B z=niE
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$IR2

Ll |

MALLT A
aaa accounting {serial | telnet | ssh | enable} console server-tag

TP

ciscoasa(config)# aaa accounting telnet console group 1

AR RS 20 P02 RADIUS 1 TACACS+.
JE AT A IEk . A TACACSH IR45 2% S Frn &idik.
aaa accounting command [privilege level] server-tag

TP

ciscoasa(config)# aaa accounting command privilege 15 group 1

privilege level < 7S HO LB ARBUIR 2], 1M server-tag Z50E ASA MB i 10k B R X 31K
TACACS+ I 55 #0124 FR

MENE R E

FEFLEAEHLN, ARAT I i 2 A CLI SRS IERT, W e BiE iR i ASA CLI. MW, )4
ASA WIFWRE 5l (HAZ, WG CARAFRCE, WA Re e .

R TR WBIUE S LT R R

& 1. CLI B 3EF o SRWBEIF =

ThEE PIEF M 15t AR R BR fRRFE: BiE
AL CLI BRI IE | RAEAMEAEE | WERAMEE P8 | SO F SR aaadr | A 2 1 MAZHDLE %
HRCE AP RS, | 2. ASA. BEATLUNARGIAT S
I LACTEA AT H [ S AON i SR I
S

g ]



WG

gipia |

IhkE IE Y 1% BR R B R EH: BHE
TACACS+ & #% | RS- K MG | R MESETIEVIN, |1 BRIFEEZEEM AAA | L WHR T ASA ERIMEE
754 Ui, BB | W TG E sk B G TR o T AN T A T TGV U 1)
| EEFIRTE. | MBS S . R55 2%, EAEH 2 TE
TA\CACSJFCLI%% 2. REASHA R E AN EF ASA. Hsn]
%U_E 1&73‘/25 ﬁtﬁ u/JkIA uy\gé‘ﬁ /#H_'I‘H‘JEE&
» 45 S P oaal
RADIUS CLI 5 it o ) ot SOt BT E M2
BF e WE.
2. BEA A R ok ]
B, XFEEMAS
TEHR 55 5% 5 AT ) A 8
5E o
TACACS+ &2 | UL AL | A AR (2R | 1B R TACACS+ igs#s - | Al FH &8 MAS Heb L5 %
754 BRI Sk | e RBUH P ICERSN [Tk . AmmmﬂUM%%ﬁ
MMEENRASS |62 WA Vi 1) TACACS+ Eﬂ%a&ﬁ TSP e LI
{\yy‘i T E‘& u ’@TU»mﬁH HI ?Tﬁl’
H&%%Eﬁ*ﬂﬁﬁﬂ:ﬁﬁkiﬂﬂ@a ﬂ IS TACACSS K
B ASA, TIBEI Uiy PR
JFEE ZIF aaa frd o °
A b iy A FAL T LARAT R | B4R, (HEBE | B S A aaa fiy | & 06 NAZHHLE
BRI 8 | JaRIUH P AR | 2. A%‘WMHMﬁgﬂﬁﬁ
Ko AT 4o V) B 5 Ay 155 5 I o G 7 2%
B
A 35930 A2 37 1)
I & i o)

THZ Y LA A& R M B Ui )«

* show runni

ng-config all privilege all

a4 WoR BT A 2 FIRUR 20 »

*¥F show running-config all privilegeall
PATF 2 s i B At s 481«

il

i<

ciscoasa(config)# show running-config all privilege all
privilege show level 15 command aaa

privilege clear level 15 command aaa

privilege configure level 15 command aaa

show level 15 command aaa-server

clear level 15 command aaa-server

configure level 15 command aaa-server

show level 15 command access-group

clear level 15 command access—-group

configure level 15 command access-group

privilege
privilege
privilege
privilege
privilege
privilege

B z=niE

ASA 4 W 2 B CLI dir &)

HE B PR 25
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privilege show level 15 command access-list
privilege clear level 15 command access-list
privilege configure level 15 command access-list
privilege show level 15 command activation-key
privilege configure level 15 command activation-key

* show running-config privilege level %%
A4 SRR ERRZ N 2. level ZHENT 0 A1 15 Z A fF 350
DL 74 57 10 AR (1) i 2 40 B«

ciscoasa(config)# show running-config all privilege level 10
privilege show level 10 command aaa

« show running-config privilege command ir%
bt 4 B o i & IR R 2 ) o

LL R 74 {5 7~ accesslist 7y 4 1) i 22 i :

ciscoasa(config)# show running-config all privilege command access-list
privilege show level 15 command access-list

privilege clear level 15 command access-list

privilege configure level 15 command access-list

* show curpriv
b T o g .
LA 2 show curpriv 4 [f% H 7 -

ciscoasa# show curpriv
Username: admin

Current privilege level: 15
Current Mode/s: P_PRIV

N2 o~ show curpriv iy 4 (K4

K 2: show curpriv %4 115 BB

FH 152 AR

F P14 (Username) H P44, R DB P S0 65k, WA FR A2 enable_1 (7 EXEC) 8Y
enable 15 (ffA EXEC)

Current privilege level | ¢ 55 A 0 £ 15, BRIEGHEC E A Gy SO s BBR 059 4 i i 2
75)[_1”/\ Hb'fjﬁi)ﬂ 0 ﬁ%n 15 2&0

&
|
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B z=niE

gipia |

FEL i3t BF
Current Modes Al s ) A R

* P_UNPR - ] J" EXEC #izt (0 2481 1 2%)
* P_PRIV - ¥4 EXEC £ (2 243 15 40

* P_CONF - Jit B,

show gquota management-session [ssh | telnet | http | username user]
P T Bos BT e =1k

LR 42 show quota management-session i 4 (114 H 7451 -

ciscoasa (config) #show quota management-session

#Sessions ConnectionType Username
1 SSH cisco
2 TELNET cisco
1 SSH ciscol

show aaa login-history [user % FK]
iy A HI T SR B P I8 S ) sl 3k
PL 4 show aaa login-history 4 ()% Hi 7Rl .

ciscoasa(config)# show aaa login-history

Login history for user: turjan

Logins in last 1 days: 1

Last successful login: 16:44:32 UTC Jul 23 2018 from console

Failures since last login: O

Last failed login: None

Privilege level: 14

Privilege level changed from 11 to 14 at: 14:07:30 UTC Aug 21 2018
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BT EIBY R EIEE

R ERIFEIMALILR

ThEEZ TR FaRA  |itAR

SSH X.509 1iF- 15 & 3 56k 9.20(4) PLLE, fEnl LU X.509v3 AE- 5% SSH 7 3EH T 5 4 K 3iE (RFC
6187).
Pt

Ak FXOS fRA K Firepower 4100/9300 #4352 £5 i I g .

R

THEPIRAS K] ASDM 7.20(4) ANELFEXS ILIHREI SZRE. M Cisco.com
IR ASDM 7.20(4) LISRIGIhRESZ R, W R 25 75 4T hie
A, GGG A FRE SCA asdm.bin.

PS4 aaa authorization exec ssh-x509. ssh
authentication method. ssh trustpoint sign. ssh
username-from-certificate, validation-usage ssh-client

CiscoSSH HEFRILAE A BRI B 9.19(1) PUAEBRANAE F JERE SSH HERE .
WG ) fir4-: ssh stack ciscossh

FR[A4 1 30 FF SSH Al Telnet 9.18(2) REBUAE T LS IR B8 10 T AR DR
* SSH

* Telnet

BT 64 interface loopback. ssh. telnet

| g ]



gipia |
B =mianmsias

T RE A FR FEREA | tHR

JERL SSH HER: 9.17(1) ASA i [TIE4T SSH HERGHEAT SSH 2. BILAE, ) LI R4 ] 5%
T OpenSSH ] CiscoSSH itk . BRINHERLRL N ASAHERL . JUR}
SSHZ#¥:

* FIPS &3tk
o SEMHEERT, BLFE R B BRI IR AL X 1 5 B

VLR, CiscoSSH HEMR AT RFLL T 188
* i VPNIE IS SSHIE#: 2| At Bz 1 CRFEE U [
* EADSA Z435%f

* FIPSEE N IRSAZ XS

R T EIX TR, N4k ASA SSHHER:

CiscoSSH HEF& 1] SCP LI REMS A 424k : EAEH ASA copy i 244 3¢
42 131 SCP il 45 4% 5 SCP Iz 45 2% = il SC#F, 420 H sshiiy
A1E ASA I SCP %% 1 M/=ENLH F SSH Vs I ALBE .

B G M) fir 4 ;. ssh stack ciscossh

AT B e B 9.17(1) ASA ] DU G 3 SR R IO 21 ] e B IR B e e k. eThig
ANTE FHFRRG 2 15 . sk, H P B e eieE, |
B G AERUILIK  . IAE, FPREAE 10 20 Bl S st PRaRe e
BALEIE 2 14 clear aaalocal user lockout #ir4. AFRZLHIH 15
{0 FH P ULt A2 B e 1 L R R

/MU 4. aaalocal authentication attemptsmax-fail . show
aaa local user

SSH #i1 Telnet % it B (i 4/ 9.17(1) AHF P YAl SSH X Telnet %538 ASA I, RG AL A1
MU, R R R SUCEI . RGUE RPN T 1 OG5
{2, Wk ASA FHINE, WRSEASER P, BMEZERE
SRRt

TR, AT AH P s A R SS (Bn VPND Azl
FHHE SSH BY, Telnet & = 3 0] 56 50187 404 o

B 4 show aaalocal user

B z=niE
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INREBFR TERA  |iERR
SSH 2 4=k Btk 9.16 (1) SSH HAE 37 3 DLF 224 gk«

o EHLEPIRE A - cryptokey generate {eddsa | ecdsa}. [ T RSA,
TATTIERG I T % EdDSA Fl ECDSA EHVE AN S RE. e
AL, ASA 222 X% LU RINFPfiH]: EdDSA. ECDSA, %A
JE & RSA. WiRA# ] ssh key-exchangehostkey rsa i 44 ASA
A CHCE A AT RSA 4, WA Z0AE B 2048 A7 50 5 v A7 1) 25
He h TRBTHISANE, DA BRON BN PIRCE N,
ASAA AT AV NIRSA TN BH . RSASCHPREAE S s hioA o
MBS o

o WA PSS - ssh key-exchange group {ecdh-sha2-nistp256 |
curve25519-sha256}

* %53 -ssh cipher encryption
chacha20-poly1305@openssh.com

o ANFESZHFE SSH A 1 - U ssh version #ir4.

TS 4 cryptokey generateeddsa.  crypto key zeroize
eddsa. show crypto key mypubkey. ssh cipher encryption
chacha20-poly1305@openssh.com. ssh key-exchange group
{ecdh-sha2-nistp256 | curve25519-sha256} . ssh key-exchange
hostkey. ssh version

SNMP {5 2 j a 9.14(2) FERCE ML VPN BEE 157 B U7 RN, 76 08 SR v 1n) 41 2 rh Al 75
AR I TP Huhik,  AF Al sk 2SR VPN 31T 24> SNMP 481
1] VPN L& 11— 457

HTTPS “ N I 1 9.14(1) BiAE, AL ASA FIITAT HTTPS R B 25 N, A
ASDM. WebVPN FIH A% 3. LA, AEH] http server
idle-timeout i 4 FLAE 1 B ASDM 25 R I o 41 5 ] I 4 5 W AN
I, B AT .

B /AE I fr 4 http connection idle-timeout

SSH Jin ‘s S5 R BLAE % e AR 2 4 | 9-13(1) SSH N B A BLAEAZ T0E X AE (Bt b A sl 22 ) 124k

M v B B AR I 1) 1 Mtz s B BAR T 51 o TR R, BT D4 AR AR 2 i
B, X MR A B 3R IS T i e A k%
i,
Br/E U dr 4. ssh cipher encryption

AN PR AE A AT 5 b B B SSH AT ki | 9.12(2) T ZAE Admin 15 5% P %EE SSH B A s BT HABS 5ok gk &

X R E.

PS4 ssh key-exchange

| g ]
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TIREAFR

L RA

PUAE 85 N 5 22504 enable i

enable BN A2, B, WS 24807E ASA Fik NFFRL EXEC
Wi, RS TR SO — N 2D 3N FERFIE, A
it 08 4% . no enable password fir 44 Ja A3 3

76 CLI H, #nf LUME T enable fiv4+ login fiv4 P RCBR 4% ) 1
782 2L ) o SSH X Telnet 1% (414 i3 Ji aaaauthorization
exec auto-enable) ik NFA EXEC Bk, iR 714,
IEER DI B,

{HJEAE 5 ASDMINE,  TUJAA X I8 SO i () sk . BRI VL R
7E ASDM i, f&IE Tl H 7 44 Fil enable %5 AL H AT 6 5% .

Br/E 4 : enable password

AT B B 1 B

9.12(1)

A, fEnT DARCE RS ATEEL A P SRR Y
PR TR B A . DAY, S BERCE R &l s, e
Ml 543l T B e, E2N ST, WA KHTTPS
SR E R S, WITCERCE iR Ak, R GG E AN
% quotamanagement-session iy %, % BELE I S E PR T Ik
B e, BRI ECh 15, R CK I E N 0 (IR
WD BORT 16 ME, fETHZLR &R, MAES BEHECh 15.

FrME M4 quota management-session. show quota
management-session

7 SRR 800 B 50

9.12(1)

e, 32T U7 IR AUR (aaa authentication enable console) 1 7t
VFH B TR EXEC V71 (aaa authorization exec auto-enable)
Jois AR R CAr R UT A RO OSSR RAET L, ASA
)RR S LRSI

BB 4. show aaalogin-history

SSH M5 22 4k

9.12(1)

HZ LT SSH 224 itk

* ¥ Diffie-Hellman 41 14 SHA256 S5 4/148 4. ¥ B IR AE Ky 2R
WM. JeHTERAE A4 1 SHAL

* SCFF HMAC-SHA256 SE VLI o BRI ILAE 2 i & At
g2l (¥ hmac-sha2-256) o SGRUERIME AN R

BB 4 : ssh cipher integrity . ssh key-exchange group
dh-group14-sha256

RTINS 21 HTTPS 2 ) i Uy
i) ASA

9.12(1)

AT DL AVEIE TR S 28 1 HTTPS %% /i iJ7 ] ASA (¥ HTTPS
MR BRAEAT, 4 ASDM. CSM i1 REST API.

B s fr 4 http server basic-auth-client

B z=niE
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ThEEZA TR TaRA  |ithR

RSA PPN SCHF 3072 A7 58] 9.92) TEHAE T LUK B B 3072
PB4 crypto key generate rsa modulus

WA RESUML (BVI) L/ VPN & EE D) |9-9(2) AR, n%AE BVI _EJE T VPN management-access, A LL7E 1%
BVI L3 & BARS: (B4 telnet. http Al ssh) . %} FdF VPN 4
BRYG ), AR AL R R 1 B AR SR B IX Y R 45 .
B4 https. telnet. ssh. management-access

L7 SSH A 1 9.9(1) SSH A 1 B3, ARRAFRAT. BUARE S SSHvI Al v2

1Y SSH v2,
BriAE M4 ssh version

X FH SSH 23 8H 5 43 56 UE 16 FH - Fn LA
SRR FH 4 S EA T SRR B AR B AIE

9.6(3)/9.8(1)

7E 9.6(2) LARTIIRCASH, #&7E 3 H SSH A & 43 5 iiE (ssh
authentication) I, 7] LAAN 06 WA G T A ] 7 5080 2 () AAA
SSH G4 ¥1iF (aaa authentication ssh console LOCAL). 7E 9.6(2)
i, ASA ESRIIHG S H AAA SSH S I6GAIE. (EILRRASHT, R F
T EE WIS ) AAA SSH S BE; 4% 4 ICE ssh
authentication fir& i, BRUE LT 23 4458 T S8 B 43 5010 11 11
R A S B iE . tbAh, 7R B S AAA SSH S B ERT,
PEAC B OOE T HA %S P 4, JF Bl DU AT AAA i
22825 (44N aaa authentication ssh consoleradius 1) . i1,
FACH] PRl DU A S AR (AR E S A L S Ab A
WU AT AL £ fi F %5 A% Al RADIUS .

REBATAT A 2.

e /Tl W TueS 9.8(1) BRNTE LT, B ok I il sk ¥ R AF 90 X T LIZEHT D fg, o m)
BECRFEEINR], % 365 K. A4 —FhaZ Mg B % (SSH.
ASDM. Telnet £5) J3 A AAA SAIAERT, HIfeA &R T
AHHARE PE P 44
5INT LU Fr4: aaaauthentication login-history. show aaa
login-history

A AT A DL A AR S — 1 9.8(1) PAE, wIDAZAR ST A S s (2 74 BRI DAZE AT

FH P 42 DG TR ) 2 R P 25 s S s <2 i ISR S DA INT Wik TN
SINT LU Fr4: password-history. password-policy
reuse-interval. password-policy username-check

ASDM [f] ASA SSL &5 # i CUtHE | 9-6(2) X TR T SRR ASDM F P, S BAE T LA SRAE 13

5 UEA S UL .
BT A N4 http authentication-certificate match

g ]
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gipia |

Ihiae AR TFakA |t

SSH A8H & 3 B ik 5k 9.6(2) TER R, 47555 T SSH A4 & 4 i iE (ssh authentication)
I, AT DAAN 6 5 F T A ] - 50 21K AAA SSH S 5 iiE (aaa
authentication ssh console LOCAL). I EIIIECIEHE, b
Wt e ) AAA SSH 5 OBtk . S48 1 H] A8 H) & i AN 2 AR
AR AT DL AR s AT B 05 (1 HH - 4
Bk T LL M4 ssh authentication. username.

ASDM & FHZ AL 9.4(1) PLLERT LA HTTP Vi 1) 5 Telnet A1 SSH 1 [ it &5 B FZ AL o
5INT LA x4 aaaauthorization http console

UEBECE ) ASDM H 44 9.4(1) 4 J5 H ASDM AIE1 S 43 %A (http authentication-certificate) i,
A LABCE ASDM MUEBH-IH - 21077 20 38 w] DAAE I8 s 4
JNIN i FH P 44 P 78 D e
GINT LA R4 http username-from-certificate

SO IR — IR PR 0 By B I 9.2(1) A RSP ARORR 1) B 53 mT LAIE I N 1 U S 4 BF AR TE — Uk

NEA EXEC 5%, aaa authorization exec 74N T
auto-enable 10

B T LA R fir4: aaaauthorization exec.

*F IPV6 (] HTTP € [n) S FF

9.1(7)/9.6(1)

WAE, 76 ASDM $: Nl Jo % ' SSL VPN Ji Fl HTTP 552 ) 2
HTTPS K}, 7% 2 ARSI & 5 1) 31 IPve ik,

] LA ip 243 0 T DjRg:  http redirect

FTHC . SSH N3 A g B B 1

APABP3OAN

F P T AEFRAT SSH I 8 B e B 0 50, JFn] L & HMAC
I AR A S AT W R . ARSI, 18] ey S A AR 1S
SN RE BEAN S o IEVER, A T AR EL T AT
nas st . BRAEOUR, ASA S LT i AT S —Fpaays.
3des-cbc aes128-cbc aes192-cbe aes256-cbe aes128-ctr aes192-ctr
aes256-ctro WIHLERE WIS —Fh 8% (3des-cbe), NWIPERE S miE
18 T~ 128-cbe &5 H RN B filan, B M E S, 5

ssh cipher encryption custom aes128-cbc.

FINT LA F#r4: sshcipher encryption, ssh cipher integrity.

SSH (1) AES-CTR i 9.12) ASA F1H] SSH AR 25 %% S it B AE S FF AES-CTR #E N .
etk SSHEE T A= il a5 4 1) b 9.1(2) LRI ]IS 3] 60 4341 5 sl i ik # 1 GB )5, SSH &R

A
FINTLLFr4: show ssh sessionsdetail

B z=niE
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TIREAFR

L RA

XTAE 2 SR ASASM, S FF
MAEHHLIFEAT Telnet FRERIIEHI & S 4y
I

HIR MG SREUT A LIE R = ASASM K ER £ RGEPITH
(8], (E AT AR B DG S5t G P B M DR M A IR S T

P A SRR N, SCRPE P O A i 5
U

8.4(4.1).
9.1(2)

{5 A OB R P T CLI S ASDM 510 SHAMOIERS , T L
PR LS SIS 1T 1 o8 2 T B B A
I S R 0 7 K

5INT LA Ffir4: change-password. password-policy lifetime.
passwor d-policy minimum changes. password-policy
minimume-length. password-policy minimum-lower case.
passwor d-policy minimum-uppercase. password-policy
minimum-numeric. password-policy minimum-special .
passwor d-policy authenticate enable. clear configure
password-policy. show running-config password-policy.

SZFF SSH A8 5 47 36 3F

8.4(4.1)
9.1(2)

Xt F-5 ASA ) SSH 4%, #sn] LI THANH P R A S 1 56

UE. M8 0] LUFR E 81301 (PKF) #2011 % 4 0k Base64 %64, PKF
B L AL 4096 7. X T i il K 58 ASA A FHAEH]

Base64 #30 (BRK: 2048 £7) [1)%%, i1l PKF # 2.

SINT LN

IAE 9.1(2) I B m A o S PKF 38 .

ssh authentication.

TR T SSH 54 He i)
Diffie-Hellman 2H 14

8.4(4.1).
9.12)

OS2 ¥ Diffie-Hellman 2H 14 #H47 SSH 2525 #e. LLWE, H3Z
B 1,

SINT LU Fir4: ssh key-exchange.

SR P T BRSO

8.4(4.1).
9.1(2)

AT LY E 3R &% ASDM. SSH I Telnet <% 15 NEE .

SINT LU Ffir4: quotamanagement-session. show running-config
guota management-session. show quota management-session.

PeE T SSH &4, ANF 7 SSH Bk
INH 4.

8.4(2)

M 8.4(2) TFHh, YEICHETHAE T pix BY asa H )7 44 FIVE 3% 85 i3t 1ok
SSH &5 ASA. U [f] SSH, WAZi# i aaaauthentication ssh
console LOCAL fii4 (CLI) B¢ “BiE \> W& EH \> H J/AAA \>
AAA Vi) \> G EGAIE (ASDM)” KL E AAA B4M56IE; AR50
A username 774 (CLI) BUAK IERE “PlE > 458 \> H
JUAAANS KT (ASDM)” SR UASHUR o SR AT ] AAA
M 25 2 T AN e A PR AT SR B0 E,  E UK A Hh B3 B0 UF T
HAEH .

g ]
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THRERFR FaRA | LR
BT A 7.0(1) FINT IR

FINT LT 4

show running-configall privilegeall. show running-configprivilege
level. show running-config privilege command. telnet. telnet
timeout. ssh. sshtimeout. http. http server enable. asdmimage
disk. banner. consoletimeout. icmp. ipv6icmp. management
access. aaa authentication console. aaa authentication enable
console, aaa authentication telnet | ssh console. service-type.
login. privilege. aaa authentication exec authentication-server .
aaa authentication command LOCAL . aaaaccounting serial | telnet
| ssh | enable console. show curpriv. aaa accounting command

privilege.

B z=niE
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