FiF AAA &Y Kerberos R %%

AR 8 g i id 5 AAA A 1K) Kerberos IR 5525

W24 7 ) AT VPN P U7 i) 3547 S 30AIE
* HT AAA ) Kerberos IR G2 uEN) , %51 70
e BB T AAA 11 Kerberos IRZ578 , 510
o In¥H T AAA [f] Kerberos 45548 , 455 1L
* T AAA ] Kerberos IR 25 T Sid % , 2 6 7L

FiF AAA &Y Kerberos AR % 25 /M|
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HH

# 0] LIAE ] Kerberos IR 4528 %) & PIE$E

AR ATELA 2 200 DRSS as4l, AEZBLUN MG ST A 8 Mg a4l

o FERREACN RN DT IR 2 16 DRSS &, AR RN RN LT LAY 8 MRS & I Bk
I, WEHERCE I MR — DRSS AT, — KV MRS &, BRI A YA 1k

fic & T AAA #Y Kerberos AR 55 28

LAR R AU OB Kerberos IR S5 e 4l. RJm, AT ARG B4 B D 1) BVPNIR A X 264 .

fii & Kerberos AAA BR%%524H

W R EAL ] Kerberos IR S5 BEAT SR IGIE,  WA200 F SE A1 22> —> Kerberos g5 #4341, I N4

A A e RS s o

aaa-server server_group_name protocol kerberos

L1 () Kerberos AAA k5578 HIF N aaa-server-group FC E AT

FIF AAA 1 Kerberos R %38 .



FAF AAA 4 Kerberos AR %88 I
. B & Kerberos AAA AR %5 2840

TP

ciscoasa (config) # aaa-server watchdog protocol kerberos

P2 (k. D REAEZWT RS, S MATaa AAA RS AR AAA F155 5 KBCR K4
LN IN /o=

max-failed-attempts i 5

TP

ciscoasa (config-aaa-server-group) # max-failed-attempts 2

number ZEFERAT /T 1 2 5 2200 BRIAMER 3.

WA AR E (O A B ) BCE T [RER U7V, JF HAUF (0 i AT IR S5 28 &1 JC 1L i v,

e ILm N TR, WS BZ A TEm N, FE SRR vk RS A A ATE10 08 CBRIMED
WARFEFRIC I TEI N, DL IR By Hofth AAA T SRAN S 2RI R A% IR S5 2 21, i 7 R IR
J7i% e EEH BRI R I N AR, 15 25— 2 reactivation-mode fiT 4.

WMRRA LRI, W) ASA ¥ 4R H i b k445 o
PR3 (Aik. ) 45 T EFEEE 4 b s IR 55 25 1 U5k GRS SEms) .
reactivation-mode {depletion [ deadtime minutes] | timed}

P

ciscoasa (config-aaa-server-group) # reactivation-mode depletion deadtime 20

depletion JBE T AAELL (1 BT AT IR 5525 A AL T RS BARES S5 4 2 BFr s i i 55 & . 124580 BR
UNCE
deadtimeminutes <8 2 Hort T4 € WS AL Hh i) dee e — IR 5% 2 2 Bt e S087 IR F B A IR 55 4 i

LRl T, YEREA T 0 1) 1440 CRAZMBPON FRLD 2 1) o AN E B[Rl A E G eI, R0 1]
WA G SRR AR 20, E BRI 20 BRIAE N 10 208

timed B AT AE 30 A0 5L 18] i T B B e e 55 4%

HEA (k. ) JH Kerberos 4143 & 1.0 (KDC) %l
validate-kdc
i

ciscoasa (config-aaa-server-group)# validate-kdc

SERE ORI, A2 A Kerberos #9173 0 (KDC) 3 H I 1RSI T KR KDC,
—I LAB X O KDC,  MTAR 5 50 1 Kerberos il 55 & %0 H 2 FEAEZEAT S 4 B0 IE -

H R A% keytab SCHHIME R, 1ES M BUE Kerberos 543 K HOIGAE , 55 4 T,

. FF AAA 1] Kerberos AR %38



| F3F AAA & Kerberos AR 55 3%
% Kerberos A 5525 %10 £ Kerberos AR 5525 4H .

aN ]l
PL R 7RG 44 4 watchdogs [ Kerberos HR 42541, WINIARS 2%, IR0k & &N
EXAMPLE.COM.,

hostname (config) # aaa-server watchdogs protocol kerberos

hostname (config-aaa-server-group) # aaa-server watchdogs host 192.168.3.4
hostname (config-aaa-server-host) # kerberos-realm EXAMPLE.COM

hostname (config-aaa-server-host) # exit

hostname (config) #

1% Kerberos AR 552570 Z! Kerberos AR 55254H

TE{# ] Kerberos JR45-282H 2 7Y, Wi F /05— Kerberos IR 4523 INEZ 4
pUE i

HIE1 ¥ Kerberos Ak %5258 N 2] Kerberos 4544 .

aaa-server server_group [(interface_name)] host server_ip

i

ciscoasa(config-aaa-server—-group) # aaa-server servergroupl outside host 10.10.1.1

MR ER O, W) ASA BT H AR D .
3 n] LT TPv4 55 IPve itk

LB 2 72 5 RS 4 HIE R 2 I
timeout

e MRS #s BN TR (1-300 2D 5 BRIMELH 10 72 XFFRA AAA 355, ASA ¥ HiliE 824K
(T retry-interval iy 24 WMIRG) , HEABE . W IES R M5 H A ] AAA TR
#5240 P max-failed-attempts iy % EARE M B, WK 2157 AAA RS 48, JF HASA ¥ IFHI Y —6&
AAA JIRSA (R CEE) RIEENK.

il
ciscoasa (config-aaa-server-host)# timeout 15

WIE3 faw mIAN b, B RGO E K 2 BTSRRI IR
retry-interval f»

AT LR E 1-10 72 BRIAE N 10 #5.

i

FIF AAA 1 Kerberos R %38 .



FAF AAA 4 Kerberos AR %88 I

. B & Kerberos %40 43 & A /LIS E

ciscoasa(config-aaa-server-host)# retry-interval 6

a5 5ERIA Kerberos 3 [1 (TCP / 88) AN[Al (IR 285 11, ASA 713 11 F I 2 Kerberos 4548,
server-port port_number

IR

ciscoasa(config-aaa-server-host)# server-port 8888

it B Kerberos 43
kerberosrealm ##5

Kerberos 49U 44 FRAUE FHECA RS 58, B o[ 64 MFERT. AP 511 Kerberos 45381
Active Directory 45 %% 32471 Microsoft Windows set USERDNSDOMAIN iy 2 ()% Hi VC L« 5 A
ToRfH, EXAMPLE.COM /& Kerberos 47384 :

C:\>set USERDNSDOMAIN
USERDNSDOMAIN=EXAMPLE .COM

UK ASA B AE SRR AN F58, AR 20K ING SO RS S 4 (U T RS 5
.

i

ciscoasa (config-asa-server-group) # kerberos-realm EXAMPLE.COM

Gt

hostname (config) # aaa-server watchdogs protocol kerberos

hostname (config-aaa-server-group) # aaa-server watchdogs host 192.168.3.4
ciscoasa(config-aaa-server-host)# timeout 9
ciscoasa(config-aaa-server-host)# retry 7
ciscoasa(config-aaa-server-host)# kerberos-realm EXAMPLE.COM
ciscoasa(config-aaa-server-host)# exit

ciscoasa (config) #

fii & Kerberos % $H 4 & #1036 F

7] LABC & Kerberos AAA IR 55 #5241 LI 21 i I IR 45 28 EAT SR B0 UE o B8RS B0 TE, AT
Kerberos %417y K0y (KDC) T s 408 otk i 564F KDC, af LARY (EBhi & D% KDC, M
AR BUt 7 1) Kerberos k45 s 0t H 2 S UEREAT B 43 56 E

LA H KDC 8 Ry, AE3RBUERUER T5HIE (TGT) S IEH G, REE SRR gk 3
HI/ASA_hostname (1R 55 550E. SR)5, RIS KDC 3 BHRIER [ 11 IR 45 S5 0E, B AR 1
MKDC LRI AL ASA FIE YIRS R KDC S 3 uE R, TR 55 S B A AN 2 (51T
HH P AL 5 3 3o«

. FF AAA 1] Kerberos AR %38



| FF AAA # Kerberos AR % 28

U3 T AAA & Kerberos FE5 % I}

LR 20 SR B W o 5€ B KDC 5 3 31k«

FHIa Z |l

ANGEKF KDC % 1iF 55 Kerberos 21 ZER (KCD) &5 G H . Wik k44414 T KCD, N validate-kdc

(#£ KDC . ) 7 Microsoft Active Directory 15 ASA G ik = (2] “Fia>HF> BB T
B > Active Directory I RFTEND . #ila1, W ASA 54 BR e84 (FQDN) 4
asahost.example.com, 1 GIH 44 asahost [ 7 o

(fE KDC . ) ffiH FQDN FIH ik 724 ASA Gl F LIRSS F R LR (SPN):

C:> setspn -A HOST/asahost.example.com asahost
(fEKDC ko ) iy ASA QUSRI iR W, @i 147D -

C:\Users\Administrator> ktpass /out new.keytab +rndPass
/princ host/asahost@EXAMPLE .COM

/mapuser asahost@example.com

/ptype KRB5_NT_SRV_HST

/mapop set

(fF ASA L. ) fliHH aaakerberosimport-keytab it 2 keytab (FEA]H 4 new.keytab) T A |
ASA.

ciscoasa(config) # aaa kerberos import-keytab ftp://ftpserver.example.com/new.keytab
ftp://ftpserver.example.com/new.keytab imported successfully

({E ASA L. ) ¥ validate-kdc fir 275 % Kerberos AAA R4 241 L E . keytab SCAHY AL & ik
i A IR 25 2 4LEH

ciscoasa (config) # aaa-server svrgrpl protocol kerberos
ciscoasa(config-aaa-server—-group) # validate-kdc

W=¥=F T+ AAA BY Kerberos AR 5% =5

S T] DI BLR iy 4ok W 2 FiE 42 55 Kerberos A 1K) {5 B
* show aaa-server
R AAA RSB 451HE . 1 clear aaa-server statistics v s RS 240 1115 ..

* show running-config aaa-server

FIF AAA 1 Kerberos R %38 .



B 57 aan i Kerberos FRS B 212

FAF AAA 4 Kerberos AR %88 I

SR N RGHCE I AAA RS % . 8T clear configureaaa-server T4 1] M4 AAA RS 2elic & .

* show aaa kerberos [username /7]
BN Kerberos S2iF k458 H 7 4 1R 2241
* clear aaa kerberostickets [username /"]

15 R FTH Kerberos SEUE S, 2 F* 4 HOZEAIE

* show aaa kerberos keytab
. 7R75 % Kerberos keytab S/ 15 B .

* clear aaa kerberoskeytab

15 B Kerberos keytab ({4

FiF AAA 1Y Kerberos R %%

FRRY N SRIE K

Ihae AR FEERA Wt RA

Kerberos k55 2% 7.0(1) T AAANKerberos k55 2% .
FJINT LR 4
aaa-server protocol. max-failed-attempts.
reactivation-mode. aaa-server host. kerberosrealm.
server-port. clear aaa-server statistics. clear configure
aaa-server. show aaa-server. show running-config
aaa-server. timeout.

M TAAA [ 1Pv6 ik 9.7(1) BUAE T LK TPv4 B TPv6 Ml F T AAA R4S %5.

RN AAA RS #R4LRIR 25 a5 i B0 B R [ 9-13(1) AT DAL E 2 AAA RS avdl. fERs s, ]

HBIEINT o

PIBCE 200 AAA RS5884 CRr—ANPRSGIH100) o« 7EZ 1
FRAR, BaTLIECE 8 CRT—ANBRBI4AS)

Beht, EZERBET, BTG E 8 MRS (h
AN ERE 4 ARG o A SEGIRRAL IR
il 16, PREFAAE

Be T L N2 LA X Se B PR . asa-server . aaa-server
host.

. FF AAA 1] Kerberos AR %38



| FF AAA # Kerberos AR % 28

FAT AAA 1 Kerberos Fi g s5tmics [

IhEE AR T ahA ERA

Kerberos %443 & 0> (KDC) F 4 ¥6:11F « 9.8 (4) KJi |#n] LM Kerberos #8143 & H.0y (KDC) T A keytab S 14,
GERRAR9.14 | IF H R L AT LLIGAIE Kerberos R4 2 v A 2 WU, SR )5 F-fd
(D RIS EH 7 54y . 58 KDC Bk, &2

Kerberos KDC 1% & host/ASA_hostname JI} 45 == 1k 44 #x
(SPN), #RJ5 5% SPN ff) keytab, #RJ5, #25%50# keytab
I AL#] ASA, FFHCE Kerberos AAA fIf 45 240 LLKHIE KDC.
W T LA Ffir4: aaakerberosimport-keytab. clear aaa

kerberoskeytab. show aaa kerberoskeytab.
validate-kdc.

FIF AAA 1 Kerberos R %38 .
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