T #CAPWAP AP PMTU & I

X F MYCAPWAP#%

=M EBRPMTURE
CAPWAP PMTU & I 4 &

10S AP1T A
AP A B E&

BTRES

COS AP{TH

i

AT EIOS® XEMCOS LAICAPWAP#E A [RBE B R K& 2 ST (PMTU) R IMHLHI, BB #HIR
oE

W ERNEE

Izt RRICAPWAPE: A K(AP)BEEWANEM B T LANZHIZR(WLC) RS , RE R L RE TR
VPN, GREFMTUK T#rAE1500F T EMIMERE , LBESEEPMTURE,

RINEREERATYT EEHRRIEDIUERE RS (EAP-TLS)N B HRIE, HTFEAP-TLS3# ARIE
F  BAOHWBREMTULSE NS BRXE

ERBIRA7.9.3 L BIRFIE B L. B HEEE NI REXT.
CAPWAPEHI E¥E (thEAR )

CAPWAP#24
BHEBLEXBEEHE , flMMAER, BEERRMNRFERES, XEHEFEADTLSHTR
¥, HARBEMTUPMTU)IMEIENETEL S , LBARATSE, EXHEFEEHES.,

CAPWAP#Z :

IEBEEERHEENE S RRE , BEEARSHEEBREZDTLSKRY . S2HEE LREPMTUNSE
i, ERHPMTUEREBESREFEHENSABBEEA)N , NTTEEE - inBEERN T EYE
Moo



Examples

- BEBIESMAERMEEL, EEEH AR B R /RFEREE,
- BIEY  EEAR(AP) ML /218 M2 5125 (WLC) iz 8 12 % Y £ 5 5 i hol

£ FRAKPHCAPWAPHIES
10S AP ( =4 )
RIEHPMTUBIRE I K/ : 1499F T =LA XM+ CAPWAP PMTU

o LUAM=14F%

« CAPWAP PMTU = 1485% 5
- SNERIP = 20
- UDP = 25=%%
- DTLS = 1440F %

AP-COS ( =4l )
KEHPMTUSRIES A/ : 14835 =5 AM+ CAPWAP PMTU

o LUAM=14F%

« CAPWAP PMTU = 1469F
- NERIP = 20
- UDP = 25%%
- DTLS = 1424=% 5

=M ERPMTURZE

AT ABARN=MERTBPMTUME : {518 576, 1538 1005 FIEHE 1485, KEIETFENF AL
BRI 5

- 10S AP#£576/1005/1485{E * FaIE LA MR L.
- WS E=LUAM (14)+ PMTU(576/1005/1485)= 590, 1019, 1499F% ( &BEAN ) .
- AP-COS?E576/1005/1485(E F @ $E LA MRk
- MER=PMTU (EBERAN ), XEHFETELE LHIOS APERBFET/NMA4FT

o

CAPWAP PMTU . I #1. 41
I0OS APYTH

AP BT B



ECAPWAPIIAHAE , AP&ERADFI R ENERK1485FTTHICAPWAP PMTU, BEESMWUE
& R,

« MPRBMNUHICMPREEDERENE , WAPFEIREIS76F T UMRESTEEMA , REBEEER
RUNE=14 5| 2RPMTU,

HIEIHIR (RO

BIEIRS 106 2FE —M49F TR (DFE ) » REXPMIBHNENRTBESLEET
TEROERTELER, REEHEIICMP'EEDR .

17 B7:41:47.427848 8.892187 10.201.166.185 19.281.234.34 CAPHAP-Cont— 264 Set CAPWAP-Contrel - Discovery Request[Malformed Packet]
B2 87:42:45.435367 58.9875.. 19.201.166.185 18.2081.234.34 DTLSv1.@ 117 Set Client Hello
92 B7:42:45. 437784 8.882417 10.201.166.185 18.281.234.34 DTLSv1.@ 137 Set Client Hello
98 87:42:45.667215 8.229431 18.201.166.185 18.281.234.34 DTLSv1.@ 59@ Set Certificate (Fragment)
99 87 :42:45.667268 9.808045 10.201.166.185 18.281.234.34 DTLSv1.@ 59@ Set Certificate (Fragment)
18 87:42:45.667293 9.808633 10.2081.166.185 18.281.234.34 DTLSv1.@ 178 Set Certificate (Reassembled)
191 B87:42:45.667316 9.808023 10.201.166.185 18.281.234.34 DTLSv1. @ 329 Set Client Key Exchange
182 87:42:45.667347 9.808631 10.201.166.185 18.281.234.34 DTLSv1.@ 329 Set Certificate Verify
183 B87:42:45.667372 9.898025 10.201.166.185 18.281.224.34 DTLSv1.@ 68 Set Change Cipher Spec
184 87:42:45.667394 9.898022 10.201.166.185 18.281.234.34 DTLSv1.@ 123 Set Encrypted Handshake Message
186 87:42:45,674895 9.887501 18.281.166.185 18.281.224.34 DTLSv1.@ 1499 Set Application Data
8 ) 28 6.161 18.2 35 ICMP Destination unreachable (Fragmentation needed)

8 261 T | 35 CMF
112 87:42:50.671019 4,995731 10.201.166.185 10.201.234.34 DTLSv1.@ 411 Set Application Data

114 87:42:58. 718532 8.847513 19.201.166.185 18.201.234.34 DTLSv1.@ 539 Set Application Data
115 #7:42:50.718571 .8080839 10.201.166.185 18.201.234.34 DTLSv1.@ 539 Set Application Data

3t BRI APL: 3181 (“debug capwap client path-mtu”)E 7R , APE &2k T1485FF | REZHE5H
BATER, WMREEWEE , EQRES — M EKER/PWMABREED , EAEBESMHLETMA
BB , BIT&BENEIRSE, B AETRR , ERER/NMEUFEAPIAWLC:

*Jul 11 18:27:15.000: CAPWAP_PATHMTU: CAPWAP_DTLS_SETUP: MTU = 1485

*Jul 11 18:27:15.000: CAPWAP_PATHMTU: Setting default MTU: MTU discovery can start with 576

*Jul 11 18:27:15.235: %CAPWAP-5-DTLSREQSUCC: DTLS connection created sucessfully peer_ip: 10.201.234.34
*Jul 11 18:27:15.235: CAPWAP_PATHMTU: Sending Join Request Path MTU payload, Length 1376, MTU 576

*Jul 11 18:27:15.235: %CAPWAP-5-SENDJOIN: sending Join Request to 10.201.234.34

*Jul 11 18:27:20.235: %CAPWAP-5-SENDJOIN: sending Join Request to 10.201.234.34
*Jul 11 18:27:21.479: %CAPWAP-5-JOINEDCONTROLLER: AP has joined controller c9800-CL

N 8 1t it iz#showcapwap & Fimwreb |, & & EI576FTTHICAPWAP AP MTU:

3702-AP#show capwap client rcb
AdminState : ADMIN_ENABLED
Primary SwVer : 17.9.3.50

MwarName : c9800-CL
MwarApMgrIp : 10.201.234.34

OperationState : JOIN
CAPWAP Path MTU : 576

BITIRASB R

EAPRINIATLZLANIZEIRS 2 /5. BAFIEEZTHPMTULINE | 300E , B UEEZ



APFTHIRBE KIS —NCAPWAPEEE ( HHPHIDFUEN T —IMREPMTUER X/ ) RiHEE
= HPMTUE,

EARREIFR , APEIR T1005F T EH, HTFIOSMPMTUZERFHEBRUARN K EHEAEIEK LR
10191MNET, MREWLCIHA , APFRPMTUEFH N1005FT, BN, EFEFI0WHBRER,

L XERESTER

ol

I RBEREER1005 PMTURAPTE AL 2 (52 IR 2#26871#269), 17E3
TR KD | XREAAWLCEERRMHPMTUITEE .

266 B8:36:86.777257 21.8865.. 19.201.166.185 18.281.234.34 DTLSv1.@ 123 Set Application Data
267 88:36:86.778667 0.000810 19.201.234.34 10.201.166.185 DTLSv1.®@ 139 Set Application Data
268 88:36:12.689324 5.911257 10.201.166.185 19.201.234.34 DTLSv1.@ 1019 Set Application Data
269 088:36:12.690257 6.808933 18.201.234.34 16.261.166.185 DTLSv1.@ 987 Set Application Data
278 88:36:12.700439 6.010182 10.201.166.185 18.201.234.34 DTLSv1.@ 155 Set Application Data
M AR:3R:17.781447 A ARTAA3 1a_281_234 34 18281 166185 Tl Svl @ 139 Set Annliration Data

LAk |, #ERIAIAPL B Debug(debug capwap client pmtu)E RAPRK #1005 F T PMTU H E AP
PMTUEME,

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: PMTU Timer Expired: Trying to send higher MTU packet 576
*Jul 11 18:28:39.911: CAPWAP_PATHMTU: PMTU Timer:Sending Path MTU packet of size 1005

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: MTU = 1005 for current MTU path discovery

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: Ap Path MTU payload with MTU 1005 sent 888

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: Stopping the message timeout timer

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: Setting MTU to : 1005, it was 576

*Jul 11 18:28:39.911: CAPWAP_PATHMTU: Updating MTU to DPAA

*Jul 11 18:28:39.915: CAPWAP_PATHMTU: Sending MTU update to WLC

*Jul 11 18:28:39.915: CAPWAP_PATHMTU: MTU = 1005 for current MTU path discovery

*Jul 11 18:28:39.915: CAPWAP_PATHMTU: Ap Path MTU payload with MTU 1005 sent 21

W RIGTE B AT E#showdT ( BB capwap&E fFiwreb ) |, &L I1005F T BICAPWAP AP MTU |, BA
T Rshowlii i :

3702-AP#show capwap client rcb
AdminState : ADMIN_ENABLED
Primary SwVer : 17.9.3.50

Name : 3702-AP

MwarName : c9800-CL
MwarApMgrIp : 10.201.234.34
OperationState : UP

CAPWAP Path MTU : 1005

0WE , APBARZEBE T -1 ESMNE1485FT , BR , YAPLA FEITRAR , APKEIICMP
unreachable, ICMP unreachableE —4T—E{E , APFEFERZEXRITEBSHPMTU , BFRFT
o

*Jul 11 18:29:45.911: CAPWAP_PATHMTU: PMTU Timer:Sending Path MTU packet of size 1485
*Jul 11 18:29:45.911: CAPWAP_PATHMTU: MTU = 1485 for current MTU path discovery
*Jul 11 18:29:45.911: CAPWAP_PATHMTU: Ap Path MTU payload with MTU 1485 sent 1368



*Jul 11 18:29:45.911: CAPWAP_PATHMTU: Received ICMP Dst unreachable

*Jul 11 18:29:45.911: CAPWAP_PATHMTU: Src port:5246 Dst Port:60542, SrcAddr:10.201.166.185 Dst Addr:10.
*Jul 11 18:29:45.911: CAPWAP_PATHMTU: Calculated MTU 1293, last_icmp_mtu 1300

*Jul 11 18:29:48.911: CAPWAP_PATHMTU: Path MTU message could not reach WLC, Removing it from the Reliab

R AP Bl 3R

EEICMPATAHIEIRE281 , ABAPE R BT ER/BIEEHES288 L1300FTTHICMP T — B
{E #1289 L Y e R7 SR PMTU:

i 281 - 9 <l 6. 161
282 B8:36:45,.695098 3.002898 10,201.166.185

26 23. 10. 201 10.201.234.34 OTLSv1.8 1499 Set Application Data
38 9.0 B. 28 19.201.166.185 ICHP ot,Se inatio

18.281.234.34 CAPWAP -Data 92 Set CAPWAP-Data Keep-Alive[Malforsed Packet]

(:1] Dest on unre;

283 BB:36:45.695533 8.988435 18.201.166.185 19.201.234.34 DTLSv1.8 139 Set #Application Data
284 BE:36:45,695785 9.900252 16,201.234 .34 18.291.166.185 CAPWAP-Data 92 Set CAPHAP-Data Keep .'-l!i\rl'[M\\lf'ﬂr-nN! Packet]
285 B8:36:45.695931 9.080146 19.2081.234.34 19.291.166.185 DTLSv1.8 123 Set #Application Data
286 BB:36:45.696416 9.900485 18, 201.166.185 19.201.234.34 DTLSv1. 8 155 Set Application Data
287 B8:36:45.696981 9.088565 18.201.234.34 18.291.166.185 DTLSv1.8 139 Set #Application Data
288 BE:36:48. 695568 2.998587 10.201.166.185 18.281.234.34 DTLSv1. 8 1387 Set Application Data
283 BB:36:48. 696456 ©.000888 10.201.234.34 18.281.166.185 DTLSv1.8 1275 Set Application Data
298 BE:36:48. Te6641 9.910185 18.2081.166.185 19.201.234.34 DTLSv1.8 155 Set Application Data
291 BE;:36:48.787636 ©.000995 10.201.234.34 18.201.166.185 DTLSv1.8 139 Set Application Data
2
COS AP1TH

AP-COS AP A IIHLEIEEEZR. BIIMAPIIATFF 1A,
AP0 A B ER

EMAR , APERE-—NEERXNENMAER , HEFED,
MEREWN , ELBRZRHABESFEY,

MBMREKEWER , EFREZ—NEBE1005ZTHMATER, MERI , ELEHPMTUHSEE
(Bl BRETE ). WR1005FTHDFIR MATERXEHZE , SNBRERIKS7T6HER.

LA 2AP4: 5By debug capwap client pmtu:

Jul 11 19:06:10 kernel: [*07/11/2023 19:06:10.7065] AP_PATH_MTU_PAYLOAD_msg_enc_cb: request pmtu 1485,
Jul 11 19:06:10 kernel: [*07/11/2023 19:06:10.7066] Sending Join request to 10.201.234.34 through port
Jul 11 19:06:10 kernel: [*07/11/2023 19:06:10.7066] Sending Join Request Path MTU payload, Length 1376

Jul 11 19:06:15 kernel: [*07/11/2023 19:06:15.3235] AP_PATH_MTU_PAYLOAD_msg_enc_cb: request pmtu 1485,
Jul 11 19:06:15 kernel: [*07/11/2023 19:06:15.3235] Sending Join request to 10.201.234.34 through port
Jul 11 19:06:15 kernel: [*07/11/2023 19:06:15.3235] Sending Join Request Path MTU payload, Length 1376
Jul 11 19:06:15 kernel: [*07/11/2023 19:06:15.3245] chatter: chkcapwapicmpneedfrag :: CheckCapwapICMPNe

Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.0794] AP_PATH_MTU_PAYLOAD_msg_enc_cb: request pmtu 1005,
Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.0794] Sending Join request to 10.201.234.34 through port
Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.0794] Sending Join Request Path MTU payload, Length 896
Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.0831] Join Response from 10.201.234.34, packet size 917
Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.0832] AC accepted previous sent request with result code:
Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.0832] Received wlcType 0, timer 30

Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.5280] WLC confirms PMTU 1005, updating MTU now.

Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.5702] PMTU: Set capwap_init_mtu to TRUE and dcb's mtu to
Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.5816] CAPWAP State: Image Data

Jul 11 19:06:20 kernel: [*07/11/2023 19:06:20.5822] AP image version 17.9.3.50 backup 17.6.5.22, Contro



HFEE , BEAKRNN1483FT , HpmtufE , SRBERAMIRL , XEAP-COSTIH —H, BN ELLEEREIRS

1168 LA TR -

1135

89:13:33, 358475

1136 09:13:33,359044
1151 ©89:13:38. 172586
1153 B9:13:42,995529
1154 89:13:42. 906900

1155
1156

09:13:42. 997727
089:13:42, 999330
©89:13:42. 909963
©89:13:42. 909998
89:13:42. 910832

1168 89:13:42. 918068
1161 B9:13:42, 910087
1162 89:13:42. 928659
1163 ©9:13:42. 942614

89:13:43. 552554
89:13:43. 554847
©89:13:48. 216965
[ 7294
89:13:52. 9727,
©9:13:52. 975783
89:13:53. 939451
89:13:53. 939497
89:13:53. 939526
89:13:53, 939555
89:13:53, 41676

B.08876E 18.291.166. 187
2.88856% 18.201.234.34
4,813542 Cisco_93:84:80
4,732943 10.201.166.187
9.881371 18.2901.234.34
0.800827 10.201.166.187
0.802283 10.201.234.34
0.800833 19.291.234.34
0.800827 19.201.234.34
2.088842 18.201.234.34
0.020828 19.201.234.34
©.0080027 10.201.234.34
©8.818572 18.291.166.187
©9.813955 19.201.166.187
0.689940 16.201.166.187
9.801493 18.281.234_34
4.662918 10.201.166.187
0. 98¢ 9 18.201.166.161
4.755492 18.291.166.187
©.802997 10.201.234.34
B.963668 18.291.166.187
2.800846 18.291.166.187
8.888829 18.2981.166.187
2.888e29 18.291.166.187
2.982121 18.2081.234.34

19.291.234.34
18.201.166.187
Cisco_93:B4:88
19.201.234,34
18.201.166.187
10.201.234.34
19.201.166.187
18.201.166.187
18.201.166.187
18.201.166.187
18.201.166.187
19.201.166.187
18.201.234.34
16.201.234.34
16.201.234.34
18.281.166.187
10.201.234.34

16.291.234.34
16.261.166.187
18.281.234.34
18.281.234.34
18.281.234.34
18.281.234.34
18.201.166.187

BITIRASB R

CAPWAP-Control
CAPWAP-Contral

WLCCP

DTLSv1. 2
DTLSw1. 2
DTLSw1. 2
DTLSv1. 2
DTLSw1.2
DTLSw1.2
DTLSwl. 2
DTLSw1.2
DTLSv1.2
DTLSwl.2
DTLSw1.2
DTLSw1.2
DTLSw1.2
DTLSv1.2

DTLSw1. 2
DTLSw1. 2
DTLSwW1.2
DTLEW1. 2
DTLSwl. 2
DTLSW1.2
DTLSv1. 2

298 Set CAPWAP -Control - Discovery Request[Malformed Packet]

143 Set CAPWAP-Control - Discovery Response

290 Set U, func=UI; SNAP, OUL @xB@d896 (Cisco Systems, Inc), PID BxBB8E8
272 Set Client Hello

94 Set Hello Verify Request

292 Set Client Hello

558 Set Server Hello, Certificate[Reassembly error, protocol DTLS: Hew fi
558 Set Certificate[Reasseably error, protocol DTLS: Hew fragment overla
558 Set Certificate[Reassembly error, protocol DTLS: Mew fragment overla
558 Set Certificate[Reassembly error, protocol DTLS: Hew fragment overla)
558 Set Certificate[Reassembly error, protocol DTLS: New fragment overla)
121 Set Certificate Request[Reassembly error, protocel DTLS: Mew fragmen
598 Set Certificate[Reassembly error, protocol DTLS: New fragment overla)
5598 Set Certificate[Reassembly error, protocol DTLS: Mew fragment overlaj
453 Set Client Key Exchange[Reassembly error, protocol DTLS: Mew fragmen
11 Set Change Cipher Spec, Encrypted Handshake Message
1483 Set Application Data

1 unreachable (Fragmentation needed)
Application Data
Application Data

1893 Set
1098 Set

955 Set Application Data
955 Set Application Data
955 Set Application Data
527 Sat Application Data
379 Set Application Data

EAPKEIRUNRS G, EALZHEMIOWBHPMTU , KIXZHEDFREM T — MERBENCAPWAPKIE .

X AP 51817 (debug capwap client pmtu)

Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:
Jul 11 19:08:

15 kernel: [*07/11/2023
15 kernel: [*07/11/2023
15 kernel: [*07/11/2023
15 kernel: [*07/11/2023
15 kernel: [*07/11/2023
15 kernel: [*07/11/2023
15 kernel: [*07/11/2023
15 kernel: [*07/11/2023
15 kernel: [*07/11/2023
15 kernel: [*07/11/2023
17 kernel: [*07/11/2023
43 kernel: [*07/11/2023
43 kernel: [*07/11/2023
43 kernel: [*07/11/2023
43 kernel: [*07/11/2023
43 kernel: [*07/11/2023
43 kernel: [*07/11/2023
43 kernel: [*07/11/2023
43 kernel: [*07/11/2023
43 kernel: [*07/11/2023
43 kernel: [*07/11/2023
46 kernel: [*07/11/2023

19:
19:
19:
19:
19:
19:
19:
19:
19:
19:
19:

19:
19:
19:
19:
19:
19:
19:
19:
19:
19:
19:

UTRENNAPHIR, BEEBEERS1427H1448:

08:
08:
08:
08:
08:
08:
08:
08:
08:
08:
08:

08:
08:
08:
08:
08:
08:
08:
08:
08:
08:
08:

15.
15.
15.
.1341]
.1343]
.1343]
15.
15.
15.
15.
.98501]

15
15
15

17

43,
43.
43.
43.
43.
43.
43.
43,
43,
43.
46.

1341]
1341]
1341]

1351]
1351]
1351]
1351]

6435]
6435]
64361
6436]
6437]
6438]
6446]
6446]
6446]
6447]
4945]

wtpEncodePathMTUPayload: Total Packet Size:
wtpEncodePathMTUPayload: Capwap Size 1is 137
[ENCJAP_PATH_MTU_PAYLOAD: pmtu 1485, Ten 13
capwap_build_and_send_pmtu_packet: packet T
Ap Path MTU payload sent, Tength 1368

WTP Event Request: AP Path MTU payload sent
pmtu icmp pkt(ICMP_NEED_FRAG) from click re
chatter: chkcapwapicmpneedfrag :: CheckCapw.
PMTU data: dcb->mtu 1005, pmtu_overhead:118:
PMTU: Last try for next hop MTU failed
wtpCleanupPMTUPacket: PMTU: Found matching

wtpEncodePathMTUPayload: Total Packet Size:
wtpEncodePathMTUPayload: Capwap Size is 137
[ENC]JAP_PATH_MTU_PAYLOAD: pmtu 1485, len 13
capwap_build-and-send_pmtu_packet: packet T
Ap Path MTU payload sent, Tength 1368

WTP Event Request: AP Path MTU payload sent
pmtu icmp pkt(ICMP_NEED_FRAG) from click re
chatter: chkcapwapicmpneedfrag :: CheckCapw
PMTU data: dcb->mtu 1005, pmtu_overhead:118
PMTU: Last try for next hop MTU failed
wtpCleanupPMTUPacket: PMTU: Found matching



1424 89:15:13.511489 0. eaaasT Cisr_a:93;84:66 Cisco:%;&dréﬂ WLCCP 671 Set U, func=UI; SNAP, OUI @xBB6@ee (Officially Xer
1425 89:15:19. BBS660 6.294171 108.201.166.187 18.201.234.34 DTLSv1.2 1483 Set Application Data

09:15: 184 ©9.000444 10.2081.166.161

16.201.166.187

127 610 & 78 Not set,Set needed)
1428 89:15:19. 886515 2.809411 10,201.234.34 19.201.166.187 CAPWAP-Data 189 Set CAPWAP-Data Keep-Alive[Malformed Packet]
1433 89:15:21.462377 1.655862 Cisco_93:84:68 Cisco_93:84:6@ WLCCP 122 Set U, func=UI; SNAP, OUI ©xB@600@ (Officially Xer
1434 89:15:21.462413 8.889836 Cisco_93:84:60 Cisco_93:84:608 WLCCP 122 Set U, func=UI; SNAP, OUI @xepeoee (0fficially Xer
1435 89:15:21.858913 ©.388500 Cisco 93:84:60 Cisco_93:84:6@ WLCCP 122 Set U, func=UI; SNAP, OUI ©x@@600e (Officially Xer
1438 89:15:32.161352 1@.3104.. 18.201.166.187 18.201.234.34 DTLSv1.2 187 Set Application Data
1439 ©9:15:32.162837 0.888685 16.201.234.34 16.201.166.187 DTLSv1.2 114 Set Application Data
1449 89:15:33. 665648 1.583611 10.201.166.187 18.201.234.34 DTLSv1.2 571 Set Application Data
1441 89:15:33. 666353 0.888785 18.201.234.34 18.2081.166.187 DTLSv1.2 99 Set Application Data
1443 89:15:37.533517 3.867164 Cisco_93:84:60 Cisco_93:84:60 WLCCP 122 Set U, func=UI; SNAP, OUI ©x200000 (0fficially Xer
1444 89:15:38.122776 9.589259 Cisco_93:84:60 Cisco_93:84:6@ WLCCP 122 Set U, func=UI; SNAP, OUI ©xB@600@ (Officially Xer
1445 89:15:38.171399 ©.848623 Cisco_93:84:60 Cisco_93:84:608 WLCCP 298 Set U, func=UI; SNAP, OUI @xBB4996 (Cisco Systems,
1447 99:15:40. 684943 2,513544 Cisco 93:84:60 Cisco 93:84:60 WLCCP 122 Set U, func=UI; SNAP, OUI @xe@oeoe (Officially Xer

18.291.234.34 DTLSv1.2 1483 Set Application Data
83113 315 16.201.16 87 78 Not set,Set

1451 89:15: 31 18.201.166.187 CAPWAP-Data 189 Set
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