
Cisco Business Switches opnieuw opstarten met 
fatale fout van DNSC-proces

Getroffen producten

Model Firmwareversie Bug-ID

SG350/SG550 2.4.0.91, 2.4.0.92, 
2.4.0.94 CSCvk43809

Catalyst 1200/1300 4.1.7.24 CSCws68844

CBS 250/350 3.5.3.2 CSCws68935

Probleemomschrijving

In de Catalyst 1200/1300-switches en de CBS 250/350-serie switches wordt het toestel 
opnieuw opgestart met een fatale fout van het Domain Name System Client (DNSC)-
proces.

Hieronder ziet u een voorbeeld van een logboekvermelding van de fout:

https://bst.cloudapps.cisco.com/bugsearch/bug/CSCvk43809
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCws68844
https://bst.cloudapps.cisco.com/bugsearch/bug/CSCws68935


Tijdelijke oplossing

Het probleem lijkt te wijten aan het onvermogen van de switch om bepaalde DNS-
responsindelingen te verwerken en is geïsoleerd voor weinig DNS-servers. Om de 
switch te stabiliseren, worden de volgende workaround (s) voorgesteld:

● Probeer een alternatieve DNS-server (bijvoorbeeld: Cisco OpenDNS-servers)
● Opzoekfunctionaliteit voor DNS-namen verwijderen
● Gebruik statische naam-naar-adres-toewijzingen:

● Gebruik in CLI de opdracht "ip host"
● Navigeer in de webgebruikersinterface (UI) naar Algemene IP-configuratie > DNS > 
Hosttoewijzing



Over deze vertaling
Cisco heeft dit document vertaald via een combinatie van machine- en menselijke
technologie om onze gebruikers wereldwijd ondersteuningscontent te bieden in hun eigen
taal. Houd er rekening mee dat zelfs de beste machinevertaling niet net zo nauwkeurig is als
die van een professionele vertaler. Cisco Systems, Inc. is niet aansprakelijk voor de
nauwkeurigheid van deze vertalingen en raadt aan altijd het oorspronkelijke Engelstalige
document (link) te raadplegen.


