Migratie van AnyConnect-roamingbeveiliging van
de ene overkoepelende organisatie naar de
andere configureren
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Inleiding

In dit document wordt beschreven hoe u de migratie van AnyConnect Roaming Security van de
ene overkoepelende organisatie naar de andere kunt configureren.

Overzicht

Consolidatie van meerdere overkoepelende organisaties naar één overkoepelende organisatie
met ondersteuning voor meerdere AD-domeinen omvat geen migratie van de AnyConnect-
beveiligingsmodule voor roaming. In dit artikel worden de stappen beschreven voor het handmatig
migreren van de AnyConnect-module voor roamingbeveiliging van de ene overkoepelende
organisatie naar de andere.

gebruiksaanwijzing

1. Download het AnyConnect Umbrella Roaming Security Module Profile-bestand (Orglnfo.json)
van de Umbrella org van de bestemming volgens onderstaande schermafbeelding.



Download Roaming Client

The roaming client protects laptops and desktops, on and off the network. Before
installing the roaming client, read through the documentation and prerequisites.

4 For your internal domains to resolve, you must add them to the internal domains
list. It's important to add them before you deploy!

Cisco Umbrella Roaming Client

Download Windows Client
Supported Versions: Windows Vista, 7, 8, 10

Download Mac OS X Client
Supported Versions: OS X 10.9+

AnyConnect Umbrella Roaming Security Module

Cisco AnyConnect can be configured to enable an Umbrella Roaming Security
module which provides similar functionality to the roaming client. There are many
deployment options, and each requires the customized profile downloaded below.
For full documentation, read here.

Download Module Profile

The Umbrella module requires AnyConnect for Windows or macOS, version
4.3 MR1 minimum. 4.3 MR4+ is recommended.

The AnyConnect 4.x client download can be found here (requires contract).

360029116211

2. Voor de bronorganisatie moet u deze stappen uitvoeren op elk systeem waarop de
AnyConnect-beveiligingsmodule voor roaming wordt uitgevoerd.

» Voor Windows-systemen:

- Stop de Roaming Client-service als lockdown niet is geselecteerd op het moment van
installatie. Dit kan worden gedaan door het uitvoeren van de opdracht 'net stop
acumbrellaagent' op de opdrachtprompt. U kunt ook vanuit de GUI services.msc
starten en uitvoeren als beheerder als u nog niet bent ingesteld op admin. Zoek



vervolgens "Cisco AnyConnect Umbrella Roaming Security Agent" in de lijst en klik op
de knop Stoppen.

- Verwijder de volledige map C:\ProgramData\Cisco\Cisco AnyConnect Secure Mobility
Client\Umbrella\data

- Verwijder het bestand C:\ProgramData\Cisco\Cisco AnyConnect Secure Mobility
Client\Umbrella\OrglInfo.json

- Plaats de Orglnfo.json die u hebt gedownload van de bestemmingsmap naar de map
C:\ProgramData\Cisco\Cisco AnyConnect Secure Mobility Client\Umbrella

* Voor MacOS:

- Verwijder /opt/cisco/anyconnect/umbrella/Orglnfo.json en de volledige map
/opt/cisco/anyconnect/umbrella/data

- Plaats de Orglnfo.json die u hebt gedownload van de bestemmingsorganisatie in
/opt/cisco/anyconnect/umbrella of maak verbinding met de VPN-verbinding door het
nieuwe Orglnfo.json Umbrella Roaming Profile uit te drukken

- Start het volledige AnyConnect-programma opnieuw op door de processen te doden of
start de computer opnieuw op



Over deze vertaling

Cisco heeft dit document vertaald via een combinatie van machine- en menselijke
technologie om onze gebruikers wereldwijd ondersteuningscontent te bieden in hun eigen
taal. Houd er rekening mee dat zelfs de beste machinevertaling niet net zo nauwkeurig is als
die van een professionele vertaler. Cisco Systems, Inc. is niet aansprakelijk voor de
nauwkeurigheid van deze vertalingen en raadt aan altijd het oorspronkelijke Engelstalige
document (link) te raadplegen.



