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Inleiding

In dit document wordt beschreven hoe alarmmeldingen van Cisco SDWAN-Manager via een 
webhook naar het Cisco Webex Teams-kanaal kunnen worden verzonden.

Voorwaarden

Vereisten

Webhook-URL-eindpunt maken

Maak de inkomende webhook voor Cisco Webex van https://apphub.webex.com om Cisco 
SDWAN-Manager-alarmmeldingen te configureren om naar het Cisco Webex Teams-kanaal te 
worden verzonden.

1: Klik op de link.

https://apphub.webex.com/applications/incoming-webhooks-cisco-systems-38054-23307-75252


2: Maak een Webhook-naam en een nieuwe ruimte (bijvoorbeeld: Webhook Notification) in 
Webex. Selecteer vervolgens de ruimte Webhook Notification in het vervolgkeuzemenu en klik op 
ADD.

3: Webhook URL-eindpunt wordt gemaakt.



Gebruikte componenten

Dit document is gebaseerd op deze software- en hardwareversies.

Cisco Catalyst SD-WAN Manager versie 20.15.3.1•

Configureren

1. In het menu Cisco SD-WAN Manager. Navigeer naar Monitor > Logboeken > Alarmen > 
Alarmmeldingen > Alarmmeldingen toevoegen.

Melding: De naam voor de melding is gemaakt.•
Type alarm: 

Objecttype: Apparaten selecteren.○

Objectlijst: selecteer ALLE of afzonderlijke apparaten.○

Ernst: Alles.○

Typen: Alles of Selecteren welke nodig zijn.○

•

Leveringsmethode: 
Selecteer WebHook.○

•

Kies een kanaal voor Webhook:
Selecteer Cisco Webex in de vervolgkeuzelijst. ○

•

WebHook URL: URL kopiëren van Inkomende Webhooks APP.•



Drempelwaarde webhook: 4•
Klik op Meldingen toevoegen wanneer u klaar bent.•



Verifiëren

Controleer of de alarmmelding is doorgestuurd naar het Cisco Webex Teams-kanaal 
(Kanaalnaam: "Webhook Notification").

•



Problemen oplossen

Als er een probleem is met de webhook-integratie, controleert u de logs. Meld u aan bij de Cisco 
SDWAN-Manager-shell, ga naar de directory cd /var/log/nms en controleer het bestand vmanage-
server.log.

Werkvoorbeeld: 

Als u een 204 statuscode ontvangt, betekent dit dat de webhook succesvol is geleverd en 
verwerkt.

•

 

vmanage_1# vsh 
vmanage_1:~$ cd /var/log/nms 
vmanage_1:/var/log/nms$ tail -f  vmanage-server.log | grep webhook 



[] [vmanage_1] [NotificationsConsumer] (pool-53-thread-9) || Response status code after sending webhook: 204 
[] [vmanage_1] [NotificationsConsumer] (pool-53-thread-11) || Response status code after sending webhook: 204 
[] [vmanage_1] [NotificationsConsumer] (pool-53-thread-10) || Response status code after sending webhook: 204 
[] [vmanage_1] [NotificationsConsumer] (pool-53-thread-12) || Response status code after sending webhook: 204 

 

Niet werkend voorbeeld:

Als u een 404-responscode ontvangt, betekent dit dat de URL van het eindpunt niet correct 
is.

•

 

vmanage_1:/var/log/nms$ tail -f  vmanage-server.log | grep webhook 
[] [vmanage_1] [NotificationsConsumer] (pool-53-thread-13) || Response status code after sending webhook: 404 
[] [vmanage_1] [NotificationsConsumer] (pool-53-thread-14) || Response status code after sending webhook: 404 
[] [vmanage_1] [NotificationsConsumer] (pool-53-thread-15) || Response status code after sending webhook: 404 
[] [vmanage_1] [NotificationsConsumer] (pool-53-thread-1) || Response status code after sending webhook: 404

 

Gerelateerde informatie

Technische ondersteuning en documentatie – Cisco Systems

https://www.cisco.com/c/nl_nl/support/index.html


Over deze vertaling
Cisco heeft dit document vertaald via een combinatie van machine- en menselijke
technologie om onze gebruikers wereldwijd ondersteuningscontent te bieden in hun eigen
taal. Houd er rekening mee dat zelfs de beste machinevertaling niet net zo nauwkeurig is als
die van een professionele vertaler. Cisco Systems, Inc. is niet aansprakelijk voor de
nauwkeurigheid van deze vertalingen en raadt aan altijd het oorspronkelijke Engelstalige
document (link) te raadplegen.


