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lisp Z1EE 22 25 ClHa

show lisp instance-id <L3 instance id> ipv4 server(AP7} 1Z3E! of| k| AQ|X|IMH SETAPIP F
A& E At oF &)

show lisp instance-id <L2 instance id> O|H MH{(AP 2tC|22t O|H! mac-address, WLCO| 2
3 SSE AP 2L X AP7F HAZAE ol x| A2[x|0] 2|8 OIS mac2 EAlSHOF &)

0f| K| A2[X|

D ClHI AMA B

lisp 74 ZpQl 2F ClHa
show access-tunnel 2 2f

show lisp instance < L2 instance id> ethernet database wic access-points(AP £ macZ2 047|0]|
E AlsioF &)

WLC

show fabric ap summary

WLC LISP C|HHZ

ZSHE AT EQof FX M™ wed MA| A r0 lisp-agent-api ClH{
Z3E AT EQ0{ F™ wwned MA| & r0 lisp-agent-db C|HT A7
EZSHE AT EQ0 =X wed MA| &M r0 lisp-agent-fsm C|H{1 M7
ZSE AT EQ0o £ ™ wed MA| &M r0 lisp-agent-internal debug
ZHE AT EQo1 FH M wed MA| &M r0 lisp-agent-lib CIHH
Z31E AT EQ0{ FX M wned MA| 274 r0 lisp-agent-lispmsg C|EHH1
Z3E AT EQ01 FXM M wed MA| M r0 lisp-agent-shim C|H{
EE AT EQof FX ™ wed MA| #H r0 lisp-agent-transport C|EH 1
ESHE AZEQo{ =M M wed MMA| 4 r0 lisp-agent-ha C|H

Z2HE Az EQ o] F£X M wned MA| #4 r0 ewlc-infra-evq C|H{1

show ip tunnel fabric

ZCl0|¢E 2EE



| Client Join

Fabric WLC
Client SGT/VNID and RLOC
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5. AP= L2 VNI Y2 & At&3t0{ VXLANOI A 2 &3t ehL|ct.
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7. 22t0|ME 7} DHCPERE IP FAE sAIFLICH

8. DHCP AFE(LWEE 1H& ARP)2 I 2! AIX|7t CPoi| 22I0|ME EID S8 E2|HE L
ct.

lisp ZHEE EClQl 25 ClH
debug ip dhcp snooping THZ!/0[H E
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1. 2CI0|ME7} FE29| AP2E 2 (A Qx| 7t 2Q). WLCE AP0 ol ¥ &2 gt& Lt
2. WLC= 2EI0|HE HE(SGT, RLOC)E AtE5t0{ APLS| MY E|0|E22 YOl|o|EgfLCt.

3. WLC7I M2Z2 RLOC HEZE] ofX| 2& AtE3l0{ CP2| L2 MAC & =2 d|0|EgfLICt

« VXLAN E{22 7I2|7|E Z 2= Eo|E0 22I0|HE MACE F7t8t7| £I8 W= 2! o K|
FE2(roam-to switch).
- 2M Z22to|HEE 28l HElE Fabric Edge FE1(roam-from A2 X|).

5. 22| ol|X|= EEHEE +4lst™H CP H|O|E0f /= L3 &=(IP)S UCIo|ERLICH

6. M= 2| of x| 22| VLAN QIE{H| 0| A (Anycast GW)7} S 5t2 2 Roam &|0jo4 2Q]L|CH.

HE 2|3 Ccto|o{1=H

Fabric WLC
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HE23 clojo{23Y

Cisco DNAO{AM WLC ZAM gl = 2 H|X{Y

WLC &7}
1CHH. WLCE F7t8 Q%2 o|S&tLICt M HE/E5S 78 4 JaLct

Design(A7l) > Network Hierarchy(LIE{3 HE)Z 0|&835t0{ AZ/52 YU=5t7LE o|O|X|o] &
AE CHE M B2 ddg = JU&Lich
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ool W Z2ut o 0fE X H I
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7t A= EHEE' ZZuto| MEfEH Eof FIHED HHY
BalofC

WLC GUI B0l M Configuration(Z1I|284/0| M) > Wireless(F
U)E O|SFLICH

M) > Fabric(Z{2 2l) > Profiles(Z 2 I}

Edit Fabric Profile

Configuration~ > Wi
A Modifying the profile may result in loss of connectivity

General Control Pl

Fabric Profile Ng

s2-demo_Globa.

Profile Name*

Description

L2 VNID

67, Configuration(Z4Z| 12/|0]4d) > Tags & Profiles(El1 2! = 2 Z) > Policy( )2 0|5
C}. A = 2 Zlof| o2 E e 2 = 2 Ee &elghL|C}.

Edit Policy Profile

Configuration = » Tags & Profiles~ » Palicy

SGT Tag

s2-demo_Global_F_d3r

s2-demo_Global_F_d3r

8189

2-65519

ilt in boss of connectivity for cf

ents associated wi

o

L

ith this Policy profile.

A Disabling a Policy or configuring it in 'Enabled’ state, will resu
Admin Y Associated @ T
Status Palicy Tags Policy Profile Namt
[ default-policy-profil General Access Policies QOS and AVC Mobility Advanced
) % - LFb. WLAN Timeout Fabric Profile ¥ 52-demo_Global_x » | @
[v] » POLICY_PROFILE
Session Timeout (sec) 1800 i) Link-Local Bridging
(] PP-voice
1 10 » Idle Timeout (sec) 300 gwgllirg? Service default-mdns-ser ... ,r.“c:.;
Idie Theeshold (Gytes) o Hotspot Server -
Aol e HEE Z2 0
|:|._C> S SFO|StH |__| |_—_|.
[ — B B
2! Ci |M IHE 2] ZAm|ae ol &0
WLC % Cisco DNAOIAM = 2] 74m|Teo|M & ol

WLC CLIo|AM:



WLC1# show tech
WLC1# show tech wireless
ZEE Zd¢e #4:
B E lisp
Z27|ole Elolg 7|24
270|H &g wLC
172.16.201.202
20l HE =
!
WM Al THA|2-2 Z WLC
AFOIE AFOIE _uci
A4 I - Cisco DNA-Center0i| A T2 A E HH
authentication-key 7 <7|>
CB1-S1#sh lisp Al
VRFO| CHEH MM 722k, & AH: 9, d7: 5
1|o{ 2 Ell Up/Down In/Out
172.16.201.202:4342 Up 3d07h 14/14

WLC #4d:

FM mE2| Mo BH 7|2 Mo BH
ip A 172.16.2.2 7| 0 47aa5a
WLC1# show fabric map-server summary

MS-IP @47 AFEH

172.16.1.2 UP
WLC1# show wireless fabric 2 2F

=2 A

ok

PSR



default-control-plane 172.16.2.2 47aa5a Up

WLC GUI0|M Configuration(Z1I| 224 0|A) > Wireless(F41) > Fabric(Z{E2 22 2 0|55t =
2] & Ei7t Enabled(& &&HE)QIX| = IgLICEH

Configuration(Z1Z| 22| 0| M) > Wireless(F41) > Access Points(HM A ZRIE)Z O|SELICH S5
ol M StLto| APE MEHEFLICH THEZ| MEf7 EEStEIRI= K] & elgrLICt

Cisco DNAO{| A Provision(Z 2 H|X{'gl) > Fabric Sites(I{=2 2! AlO|E)Z 0|5 5l04 I{=2 2| AIO|E 7}
A= K| EHUerL|ct T HE 2] AtO|E oM Fabric Infrastructure(THE 2! QI L2} > Fabric(THE 2
)22 0|§5t0{ WLC7t THEZ|o 2 & M3t r|o] J=X| & lgfLch.

1EtA|. SSID7t THE 2|QIX| & QlgtL|Ct WLC GUINIAM Configuration(Z1Z| 22| 0|M) > Tags &
Profiles(Ef1 X Z2E) > Policy(&d2)Z O|SELICH H2E MEHSI T Advanced(1=)E O|SE
EolgtLct.

2CEHH|. ZE2tO[AETt IP learn & EHO| HZ 2 U=X| E IELICH WLC GUINI A Monitoring(2 L|E
) > Wireless(F M) > Clients(22t0|HE)2 O|S g LICt. 22to|HE HEfE = elgfLct

3CHA|. H& 0| DHCP7t 2Bt X| = el Lct.
AT ECHZI0| AP - 0| X| = E 7tol 2EZHZE TeEtE|l= 42, SEI0|¢E dZE8 fIHAP 2
(client-trace)& = & ELICt. DHCP M 0| M E|R=X| & QlgrL|Ct DHCP A|eto| 26t K| et

H o|X| =0 27 2 MetLICH DHCP7F MELIX| efo™H AP X171 Ule L.

5EtA|. ol x| == ZEO|M EPCE +El5t0{ DHCP AM miZ!E &g 4 /&LICH DHCP AM
mjZlo| EAIZ|X| f2B AP EX|7F = AULICH

SSID7} HECEIHAEE|X| ot

184 AP M & X7t Ch2 EIA=X] 2 QI LICE.

>0
-
ok

A= K| #QlgLch.

2CHH|. WLANO| 74%{ /11 EEEFHAE SSID7} A5 E|

3CHAl AP7F IE2IZ AI25tE A AP ZI|18o|Me & QIgtLIC} Configuration(Z4I|124/0|4A
) > Wireless(F41) > Access Points(2MA ZQIE)Z 0|56t & APE AMEHSI T General(YEH B
0{| A Fabric Status Enabled(IHELE] &fE & /4J5t) L RLOC HEE & + U&LICh
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4EtA|. Configuration(Z1L| 224 0|M) > Wireless(F41) > Fabric(I{E2!) > Control Plane(Z1E &
ehe 2 o|SELICH ZHEE E8Ql0] IP FAE FME|0f J=X| =elgLct

5E+A|. Configuration(Z1I| 224 0|4A) > Tags & Profiles(Ei1 & ZZ E!) > Policy(H2)Z 0|S &L
C}. Mg MestT Advanced(T2)E OIS B LICH Tj=2| =2 urlo| B AJshE|o] Ql=X| 2ol
L|C}.

I.

1I°I' L

6CHA|. Cisco DNAE 0[S 5104 Create SSID(SSID ‘4d) &! Provision WLC(WLC Z2H|X{d)e| &t
HE CtA| =88t L|Ct Cisco DNAE WLCO{ SSIDE CHA| & AlHoF & L|Ct.
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