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TOEARAY FOHE

Cisco CatalystIW9167E Heavy Duty 7 7 Z AR A > M, &EWMRDOT 7 v F 74 —LTI v 3
YOVT A ANRT I =g N EWT A v L AR AR L 9, 10S XE
Cupertino 17.93 Y7 b7 =7 U U —ZLIFE, Cisco Catalyst Wi-Fi (CAPWAP ) E— RE721%
Cisco Ultra-Reliable Wireless Backhaul (Cisco URWB) E&— K CTOENMENAHETY, TWI167EH
T 7R ARA Y ML, BIEE— K% Wi-Fi 2°5 Cisco URWB (2, F723ZDOMICER T H%
MEZ 2 CVET,

Cisco I0S XE Dublin 17.11.1 A, "—2 7 V—77 U v (WGB) & =/N—%,L WGB
(uUWGB) . Cisco CatalystIW9167E Heavy Duty 7 7 Z AR A > N THHR— F SN TWET,

ZDORF= AL MTHEL IWIGTEH 7 7 & AR A o MMZ[EA D CAPWAP £ — R & WGBUWGB
FT— ROBEICHOWTIHHLET,

CAPWAP £— R TIE, 77 £ ARA > MIKROE— R TEERRETT,
e X — )L
* FlexConnect
Ty
* FlexConnect + 7" U » &
s A=T 7y

* Monitor
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B wotsien cor x—Sonz

cP A R

IW9167EH TD A * — D A

V7 MU =T A A=VE IWIGTEH D[R U/N—T 4 v a » LDORR L 7+ NV HITRfF S E
ED

AP 2’ L T\ 5 E— R (CAPWAP, Cisco URWB, F7-1% WGBAWGB) (25U T, &E#Ejic
BT HAA—VERIRTZMLERHY £3, ROKRIZ, BEE—ROY T N =T A A—T%
RLET,

RK1:IWIETEHD ) 7 Lo 7 A A—2

IW9167EH E— F VIO T A A=

CAPWAP aplg6a-k9w8-xxx.tar

Cisco URWB Unified Industrial Wireless 4 A —3°
ap1g6j -k9cl-xxx.tar

WGB/uWGB

IW9167EH N FEIT L TWB A A —T & HRIF 5121, showversion =2~ REFEH L ET,

« KOBNZART X H 1T, show version D /1iZ Cisco AP Software, (aplgéa) & s XiLi=i
A1, AP 23 CAPWAP &— R%& 7R — h 3 %5 CAPWAP 1 A — aplg6a-kOws-xxx.tar %
FIFLTWD L HERLET,

Cisco AP Software, (aplg6a), C9167, RELEASE SOFTWARE
Technical Support: http://www.cisco.com/techsupport

Copyright (c) 1986-2022 by Cisco Systems, Inc.
Compiled Fri Jul 29 01:56:00 PDT 2022

ROM: Bootstrap program is U-Boot boot loader
BOOTLDR: U-Boot boot loader Version 2022010100

APFC58.9A16.E648 uptime is 0 days, 1 hours, 03 minutes
Last reload time : Mon Sep 19 02:23:13 UTC 2022
Last reload reason : Image Upgrade

cisco IW9167EH-B ARMv8 Processor rev 4 (v8l) with 1757076/1006864K bytes of memory.

¢ WOBNZRT X H1Z, show version D /712 Cisco AP Software (aplg6j) & Fr Si=h&
IZ. AP 2 Cisco URWB E— R % 7213 Cisco WGB/uWGB % 78— k9% ap1g6j-k9cl-xxx.tar
A A=VEFEITLTWVWAZ L ZEKRLET,
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B BA A —CEBRLTEDT 5100 AP 0iE [

Cisco AP Software, (aplg6j), C9167, RELEASE SOFTWARE
Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2022 by Cisco Systems, Inc.
Compiled Thu Aug 18 01:01:29 PDT 2022

ROM: Bootstrap program is U-Boot boot loader
BOOTLDR: U-Boot boot loader Version 2022010100

APFC58.9A16.E464 uptime is 1 days, 3 hours, 58 minutes
Last reload time : Wed Sep 7 11:17:00 UTC 2022

Last reload reason : reload command

cisco IW9167EH-B ARMv8 Processor rev 4 (v8l) with 1759128/1091316K bytes of memory.

BG4 A=V BIRLTEERT 570D AP DEETE

2T v 71 enable
BibE EXEC E— RAEADZLET, XRTU—FRE2AHNLET (FRINEHD) .

CAPWAP, URWB. F7-/XWGBAUWGBE— RTEENIT AL HIZT IV BARAS V FERET D
Wik, LN OFEIZHEVE T,

)

G¥)

TOREL T —FPEEICHBRSNET,

RpHE—RICUVER D & THHMEEORE~ORENL ) ¥y FRETSNES, T3

AT w72 configureboot mode {capwap | urwb | wgb}

AP ZCAPWAP, URWB, F721% WGBUWGB £— RIZFRE L F T, APIIEI N/ — FTHIEZEI L F

WGB/uWGB #H7R— b9 5 & 51217.9.x &, D IWI167EH
=T7wvI9L—br9 %

IW9167EH 73 Cisco 10S XE Cupertino 17.9.3 ¥ 7 + v = 7 ## CHifif S, CAPWAP £— KT
FHEL TV D4, WGBAUWGB E— K& ¥R — 3% X 912 AP % CiscolOS XE Dublin 17.11.1
T w77 L— RT 58481, £3 AP % Cisco URWB £— RIZYJ W Bz 2 0E N H D 9,
ZO%, 1711117 v 7L —RT&EFET,
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B WeBAWGEB 9 K— ¥ 5k 51 179X EEHO IWIETEH 7 v TF L— + T 5

ATvT1

ATy T2
ATvT3

RTv74

ATy TH

IW9167EH 7% CAPWAP E— R & Cisco URWB E— RO EH B TEITENTW AN EiHERT S
121, showversion =~ > R&EEHLE9,

« show version ® H} /] T Cisco AP Software (aplg6a) & #~ S 584 . AP i CAPWAP £—
RTIITSNTVET,

« show version @ H 71 Cisco AP Software (aplg6j) & Fx S 554, AP I Cisco URWB
E— RTETINTVET,

Cisco WGB/uWGB E— K&, CiscoURWB ¢RI UA A—T & HEF L EF, CAPWAP E— K
(aplgba) Taplgj f A—T % 1711117 v 77 L—RT+5Z LixT& £ A, archive
download =~ > RTIEIA A=V H A TNTF v 7 ENDHTD, £ A—TXATBR—F LR

e, Ty 77— REhiEEnEd,

FIE

CAPWAP E— R % Cisco URWB &— Rict) Y #x £,
Bl -

#configure boot mode urwb
Before image swapping device need factory reset. Are you sure to proceed? (Y/N):y
Converting to Cisco URWB Mode...
<rebooting..>

T 73 a7 A FH (Cisco/Cisco/Cisco) Tr 7 A LET,
Offline & — R TEIET S &L 91T Cisco URWB Z#ZFE L £7,

&1

#configure iotod-iw offline
Switching to IOTOD IW Offline mode...
Will switch from Provisioning Mode to IOTOD IW offline Mode, device need to reboot: Y/N? Y
<rebooting..>

CiscoURWB Ty NI—F 7 2RELET (IP/Ry b~ART/F—+ U=z A, RATL—X) ,
B -

Cisco-23.174.76#configure wireless passphrase unitl
Cisco-23.174.76#configure ap address ipv4 static 192.168.1.200 255.255.255.0 192.168.1.1
Cisco-23.174.76#write
Cisco-23.174.76#reload

<rebooting..>
G¥)
NAT V=R IA T arTER, FA—DLAY2Exy N —=ZIZHHRSN T LEEDO 2= v &R
W7 w77 L— RT28581%, B 327 L —X%E 0 Y THZ L2t L E£3, Cisco URWB Tit,
FTRTD/ — RIZFA LARAT L= ANRRESIVTWDEEIIMPLS Xy U — 27 3 HEIIZIER SN D -
B, AP MPLS OFREZATHR & TP — B ANIER ITHRAEE L 72 W RTREMED N B W £ 77,

1711117 v 77 L —RLET,
Bl -
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#archive download-sw /reload tftp://<TFTP_SERVER>/<aplg6j-FILENAME>
<rebooting..>

AT w6 AP % Cisco URWB E— F75 Cisco WGB/UWGB & — RIZHI Y #zx £,
1 -

#configure boot mode wgb
<rebooting..>

A > IR
BEEE
Cisco Catalyst IW9167E Heavy Duty 7 7 & AR A > kDT _XTOHR— MERIZOWTIL,

https://www.cisco.com/c/en/us/support/wireless/catalyst-iw9167-series/series.html Z S L TL 72X
U,

PAR— b =T TRESND FFa A2 MIMA T, BLFOTA ROZRPLEIZRY £7,

* IW9167EH /~— KT = 7 OFERNZ DWW TIL,  [Cisco Catalyst IW9167E Heavy Duty Series
Access Point Hardware Installation Guide] #Z&M L T 72 &0,

« AP OfREd K OMIARZ T~ THEE L 72U 2 ME. [Cisco Catalyst IW9167E Heavy Duty
Access Point Data Sheetl]] [ZFE#E S TWET,

s Cisco Catalyst 9800 ~' U —X U A ¥ L R a2 br—F DFREITDOVTIL,
https://www.cisco.com/c/en/us/support/wireless/catalyst-9800-series-wireless-controllers/
products-installation-and-configuration-guides-list html & 2 L T 7230,

« Cisco URWB E— FRREDFEMICHOWTIE, BET 2 R a2 A FEZRLTIZEN,
https://www.cisco.com/c/en/us/support/wireless/catalyst-iw9167-series/series.html

* Cisco IOS XE DFFMIZ OV TIE, BT D R = A FESRLTIE I,

http://www.cisco.com/c/en/us/products/ios-nx-os-software/ios-xe/index.html
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AP E— FDEETE

«-E RAA U DRANERORE (7 —)

« 802.11ax 1600ns 35 X X 3200ns D H — FRfg (10 =*—)
«GNSS DHHR— bk (12 X—2)

*RAPA—HV Ry h TAV—TFT=—r (123—)

ERFAALACODERNRBRHADEE

IW9167EH %, -E RAA L OBRNEEAZ Y R—FLTWET,

T 7 F T, BRNEBIZIES T, 5GEREITT v > R/ 100, 104, 108, 112, 116, 120,
124, 128, 132, 136, 140 AR — s LET, THHMEORE~DY &y M, BENERO
BRETT 74/ MV By &L, BRI FT,

show ap name <ap-name> config general | section Indoor =~ > K&l L T AP &— R % 8
TEET, ROPNIRT LT, 2= FHJH O [Enabled] 13, APAENE—RFTHLZ
LZER L, [Disabled] /X AP BNENE— R THDHZ LEZERLET,

#show ap name APFC58.9A15.C9A4 config general | inc Indoor
AP Indoor Mode : Disabled
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B e oEnEBoRE

Edit Radios 5 GHz Band x

Configure

Detail

General

AP Name

AP Mode
Admin Status
Mesh Backhaul

Mesh Designated
Downlink

Antenna Parameters

Antenna Type
Antenna Mode

Self-ldentifying Antenna
(SIA)
Radio Profile

Number of Antennas
Selected

Supported Antenna
Modes

Antenna Port Mapping

Antenna Gain (in .5 dBi
units)

APFC58.9A15.C9A4
Local
Disabled

Disabled

External

Omni

Not Present
roaming-radio-
profile (4

1

1x1, 2x2, 4x4

Download Core Dump to bootflash

RF Channel Assignment

Current Channel 100
Channel Width | 20 MHz v |
Assignment Method ‘ Custom . ‘
Channel Number ‘ 100 v ‘
100
Tx Power Level Assignmer 104
108
Current Tx Power Level 112
116
Assi Meth
ssignment Method 120
124
BSS Color
128
BSS Color Global v
Configuration -
BSS Color Global Admin Disabled &
Status
BSS Color Radio Disabled

Operational Status €@

BSS Color Radio Admin
Status

Current BSS Color

E

AP #BNE— RICERET HI2IE, VA VL ALAN 2> |k v—F )5 ap name<ap-name>indoor
avy REFERALET, Zoa~vr Rid, AP OFEEZG L £9, FEEEZRICAP RY A
YL ALAN 22 b —J2RERSNTZE, ST HEEFEZZ AP IZHIV Y THLERHY £

T, BNEBRENENZ > TV B5EEA.

S5GHEEREIZT v o kL 36, 40, 44, 48, 52, 56, 60,

64, 100, 104, 108, 112, 116, 120, 124, 128, 132, 136, 140 Z ¥ R— L £7,

\)

6=

ENER L2452, ap name<ap-name> noindoor 2~ > RZ& L £,
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RE

n ‘thetlis Cisco Catalyst 9800-L Wireless Controller
1752

Configuration= > Wireless > Access Points

ERAA

Welcome admin

A4 © ABSMHOC Q

NN DET N |

& Feedback | @

Edit AP x

General Interfaces  High Availability  Inventory
V' All Access Points
Advanced
Total APs : 5 Gountry Gode* R ®
LRI 8 Multiple Countries CN, FR, US
AP Name AP Model i Slots Status Up Time
" 43days0f  Statistics Timer 180
APBC41.0ECE.7FDO ok lusl. C9115AXE-H 2 Q mins 5 secs
e Tdays6hi  CAPWAP MTU 1485
APEBEB.349C.1368 & sl WP-WIFI6-B 2 [} mins 7 secs
¥ 20days22| AP Link Latency Disabled
JAPT oka lual IW9167EH-B 3 [} mins 47 sef
AP PMK Enabled
APFC58.9A15.C9A4 I, sl IW9167EH-E 3 [} Oekpl < Propagation
MOSABE  capabiliy
APFCS8.0AI6.E464 chalul  WWO167EH-B 3 [~) 43dav20
mins 33 se¢ Global mDNS
Gateway
Walk Me Through > 1 10 «
mDNS (m]
Services Learnt
6 GHz Radios
TCP Adjust MSS Option
5 GHz Radios
AP TCP MSS Enabled
Adjust
2.4 GHz Radios AP TCP MSS Size 1250
. AP IPv6 TCP MSS Enabled
Dual-Band Radios Adjust
AP IPv6 TCP MSS 1250
V' Country Size
AP Retransmit Confia Parameters
Click here for list of access point models and pro
Selected Co ‘ O Cancel
Regu__ .

ICap  Advanced  Support Bundle
VLAN Tag
VLAN Tag [w]

VLAN Tag State Disabled

AP Image Management

n Instruct the AP to start image predownload

B s e 22 10 swzp e mae

AP Crash Data

n Download AP crash data to bootflash

Hardware Reset

n Performs reset on the AP

n Reset CAPYWAP connaction to AP without reboot
Set to Factory Default

Clear Configuration on this AP and Reset to Factory
Defaults

O Clear All Config
O Clear Config except Static IP
O Clear Personal SSID Config

[] Update & Apply to Device

Edit Radios 5 GHz Band

Configure Detail

General

AP Name

AP Mode
Admin Status
Mesh Backhaul

Mesh Designated
Downlink

Antenna Parameters

Antenna Type

Antenna Mode

\}

APFC58.9A15.C9A4

Local

ENABLED

Disabled

Disabled

External

Omni

RF Channel Assignment

Current Channel 36

Channel Width 20 MHz v
Assignment Method Custom v
Channel Number 36 v

Tx Power Level Assignmer 40

44
Current Tx Power Level 48
52
Assi t Method
ssignment Methol 56
60
BSS Color
64

GE)

144 1 3BpAL ENET) o

F ¥ RN Y A M, UNII-2¢ 225 U-NII-1, U-NII-2a, U-NII-2ciZfmiRESNEd (Fr o xb
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AP E—FOBE |
B s02.11ax 1600ns & & U 32000s 0 — KRN

802.11ax 1600ns & & U 3200ns D 7 — FFEIfE

802.11ac 21X, 2> H— K (GI) A7+ 3> (EWGI (800ns) &4V GI (400ns) ) A%
HY FI, 802.11ax TiX, HrLWWAH— FREA 7 a VRN EASINTWET, 800ns, 1600ns,
3200ns O 3D Gl 03bH W £7, H— FRERZELST5H &, VTR EBIEILHEAAET 5
RECOMEAM ELET, B — NI, BEEEOEWBAERTOU > 7 OfEHEMEZ 1
&, BAMRE COY VAR T WA E, I N—HHE MR L ) LS D DITEL L E
7

WDFETIE., 802.11ax ZLIFTD 2 > DOREAEHIKE & tels LTV FE 9,

& 2:802.11ax D F— RREE & URTORERIED H— FREIRO LR

Capabilities 802.11n 802.11ac 802.11ax

WEiE (PHY) EANL—T > k #EAL—7"> K mhE (HE)
(HT) (VHT)

Guard Interval 800/400 ns 800/400 ns 800/1600/3200 ns

802.11ax K& H— FRIFRDEHTE

HE £— KON — KHEIZ. RF70 7 7 A VTCHRTETHLENDH Y £9,
F|i§

AT Za— b ar7 4 Xalb—vary B ReMAELET,
Device#configure terminal

&1

Device#conf t
Enter configuration commands, one per line. End with CNTL/Z.

RTYT2 RFIu 77 A NVEREL, RFTR 77 (b arT7 1 Falb—ar - FaeflaLET,
ap dotll {24ghz|5ghz} rf-profile <profile-name>
i
Device (config) #ap dotll 24ghz rf-profile 24G-RF-profile

RTYT3 RETu7 7 A NVOH— FREFEZHELET,

guard-interval (GUARD INTERVAL 1600NS | GUARD_ INTERVAL 3200NS | GUARD INTERVAL_400NS
| GUARD_INTERVAL_80ONS}

1 -

Device (config-rf-profile) #guard-interval GUARD_INTERVAL_1600NS
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ATv74

so211ax £81 77— ramonE ]

« GUARD_INTERVAL_1600NS : 1600 ns ® 77— FE[@% %€ (HE £— FDO&H)
« GUARD INTERVAL 3200NS : 3200 ns O % — REfE % 7% & (HE ©— KD &)
« GUARD INTERVAL 400NS : 400 ns O 57— NE% %€ (HT VHT €— K)

« GUARD_INTERVAL 800NS : 800 ns %' — R[HIgE % #% &

GE)
HE &— ROFR 727 — FREEEIZ, 800, 1600, 3K 83200ns TJ, 7 74/ FTlk, GI1X800ns T
j—o

ra—r\Lar7 4 ¥al—iary ET—REKTLET,
end

51

Device (config) #end

VAL A2 ba—J0ORELHERT DHIZIE, ROa~vr ReffHALET,

#show ap rf-profile name Demo-24G-RF-profile detail | inc Guard

Guard Interval : 1600ns

#show ap rf-profile name Demo-5G-RF-profile detail | inc Guard
Guard Interval : 3200ns

1

I.LREn 77 A VTGl EZEHETSH

ap dotll 24ghz rf-profile Demo-24G-RF-profile
shutdown

guard-interval GUARD INTERVAL 1600NS

no shutdown

ap dotll 5ghz rf-profile Demo-5G-RF-profile
shutdown

guard-interval GUARD INTERVAL 3200NS

no shutdown

2.RF 717 7 A /L% RF % 7 \ZB#EfTT 5

wireless tag rf Demo-Guard-Interval-RF-tag
24ghz-rf-policy Demo-24G-RF-profile
S5ghz-rf-policy Demo-5G-RF-profile

3.RF % 7% AP |\ZE#fTT 5

ap £c58.9al5.c83c
rf-tag Demo-Guard-Interval-RF-tag
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B ovssovs—+

AP E—FOHEE |

GNSS OHHR— k

Cisco 10S XE Dublin 17.11.1 LA, GNSS 1X IW9167EH TH AR — F ENE9, AP L. B EREE
WS NT=T A 2D GPS THFHAZBIF L, VA ¥ L A2 ha—F|2 GNSS fH#EZ 41 L
\iﬁqo

AP @ GNSS ff#HZ R RT HITIE, ROa~ 2 REEHLET,
ap# show gnssinfo.

AP O GPS fLEfE#HAZ R TT HICIL, kO=a~v FEHEHLET,
controller# show ap geolocation summary

controller# show ap name <Cisco AP> geolocation detail

RAPf —H Ry b TAV—F—>

RAP A —H Ry b TAV— Fx—UHRICL Y, BEFOA—H Xy N T U » U JHEED R
fbannEd, ZOEEICKY., 7V vV APIFA —F v MU U7 E EED L D5 S,
ToTV TN TR=NDIALT LAY 7 OFERNB Ty 7 SEST, A —Hxry FJ v
TIEENEAELTH, TV BARAS VIR TA YL ANRNy I R— LV EN L THEZ®RIRT S Z
LiIH 0 FEHEA,

WDOIZ, RAPA —H Ry hTAP—F=z—r AR YOflZRLTWET, RA¥ L K7
> O DC EIRN4 RAP Ik S E 7,

1:RAPA —H Ry b TAS—Fz—> k7RO

9800 WLC
Switch
& &
‘ DC Power‘ ‘ DC Power‘ ‘ DC Power‘
RAP1 RAP2 ‘ RAP3
ioagsl N o5
wired)  wired1 wired)  wired1 wired)  wired1
| | | | |

R HRK—bIVEDS

INRILS R SWAU3—TzA(4R
mGig POE A JJ7AR— K A0
SFP A1
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AP E— FDHRTE

RAP A —5 %y b F4o—Fz—> [

\)

GE) ZOHRETHR—FEHTUVWA SFP E¥ = —/LiZ. 1000BASE-T /&Ti/AME SFP (Cisco PID :
GLC-T-RGD) T,

COMRERRIET AL, IROHA RT A4 NP> TL &N,

e TFTA—F 2 —HNOTRTDOAPII. W—FAPE—ILDA YT a7 Y vIF—RNE
IZFlex+ 7'V v U — RTEWELCWET, PoEAT] (wired0) F"— IS L SFP (wiredl)
RN—=RNIT vV I R—=FE L THEHT LI EMRA[EET, PoE AJ) (wired0) R— F D
SRR I SFP (wiredl) LV &< 720 £,

¢« VLAN OFB @ ML, T_XTOFA V—F = —> RAP T TALERH Y F5,
« &£ /L— K AP T VLAN V' 7R— R ZHNZT DI, ROTFIEEZFEITLET,

« 7V v U — K AP O4E1E, ap namename-of-rap mesh vlan-trunking [native] vian-id
av REMEHA LT, S35 RAP Th7 7 VLAN R E L £7,

eFlex+ 7'V v AP DAL, k5T 5 Flex 7127 7 A L THXA T 47 VLANID %
RETDHLENLY F7,

RAP A —H % v b T4 V— F = — BEREIZ Cisco IOS XE Cupertino 17.9.3 T TIZH R — h &
NTWETR, ZOMREIZIILLTORIRERH Y £7,

e TTA=V APV Ry FAR—F (mGigh—bF) ET7 7V 7L THATILERS
DET, TOHA. SFPAR— 35 SFPAR— h~DEFII T AR— b Engnizd, £ b
T—7 DAN—TF v MIEEEL£T (SFP2AmGig AR — MR STV AHE, 2.5Gbps
£ 7213 5 Gbps DR SFP I TE £HA)

« BEfFD 3~ R persigtant-ssid # B L CTRAP A —H Ry h T4V — F=—HRE%x
Fz T 5%, MEVORFIZRY £,
CiscolOSXE # 7' U > 17.11.1 TlX, RAPA —H R v b T4 U — F=—HENLEINTE
D, ROBENYR—FENhET,

e AL ARANR= 7Y U —7 1 bz (WSTP) hello?NHEj/L— hAR— M Z PR —
2728, RAPIMEEDR— 27 o7V v 7 L CHERATEET, kO MRS
LT IEEN,
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B wsroms

WSTP DI E

AP E—FOEE |

B 2:WSTPIZ& % RAPA —H Xy b TAPO—Fz—D bRAOD

9800 WLC

Switch

-

Super Root RAP..

mGig| SFP

_jﬁ

s ZOWEEEFNIT D01

Z. BMEOEf =~ Krap-eth-dasychain M8 A S vk L7z,

TAFYVALAN A= 7Y Y —7 1 hajb (WSTP) X, YAaDRA vy axy NU—T%
N—T TV —DAN= 7 V) —Fa halL NRaPItmELET, Aviafry hT—2
. BELIEN—T 7V =i A= 7 Y ) —7a ha) bARa ISR ZEL
FT, K AR ICL ST, 747V A4 =Ry b LAN ~Of/Na A hSZARNEB L
F£9, WSTP Hello £ v&—1%, WSTP haRm POREICHEH S ET,
WSTP A —/3—/L— ~E, WSTP A= 7YV ) —7 1 f )L 2KOEEEHL LD [R—/3—|
N—hE L TEBIRENDHE—~DRAP TY, A—/V—)L— NI T4~ U LANIZEEER I 1L
F9, A= N—b— NI, £ =YXy "lL— R —=FTEr 2 A D WSTPSRHello A vt —
CEFEEL, 774~V LAN Z RAPIZT RARX A XL ET,

LRI Y 1) —R &EDELER

ORI, BHEOV V=L 1711 EVEIOV YV —RADT A o—F =— HEE HE L7 D

<

Jy—=x17.111 &£ Y &I 1J)1)y—x17.111

FRw Y EEE RO D FZE RO

RAP L, 74V —F =— kK
rervory Y7L T
mGig R — M & T 5 LEN
HYET,

RAP (X, AP T WSTP &A%
WCTBHZ L, TAY—
Fx=— hAR R Y TmGig A —
k& SFP AR— R DWT N E
Ty XV LTCHRTE
£,
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| ApE—FOHEE
RAP A —4 %y b FA O— Fr—20%E |

J)—Z 17111 & Y |l J1)—Z17.11.1
¥EEDH L AP 7277 A LD AvaFaTrANLD
Persistant-ssid rap-eth-dayschain
1
U‘/?f\ﬂ‘\olﬂ\‘/ _H‘/—K*‘}‘;d‘%%o 2 "j‘ﬂf“*f\ﬂ%%%

' Persistent-ssid 1% 17.11 TH 3| FEXHFH— F S TWAHT0, HVEETUHIOY J—
AMBITINET v 7T L= R LTS, 74 V—F ==V REPEBRLZ T 5 2 L1
HVEFA, 1277, Persistent-ssid i 17.11 TIIHERE S, # L\ rap-eth-dayschain
vy RRfER SN E T,

® daisychain-stp-redundancy # A 2Nc % = & T, IW6300 7 27 & ZHA o k TORHHK—
FEET, FEMIZ OV TIL,  [Cisco Catalyst IW6300 Heavy Duty Series and 6300 Series
Embedded Services Access Point Software Configuration Guidel] @™ [RAP Ethernet Daisy Chain
Redundancy for STP Ring Topology] £ 27 3 a > ZHML T 7Z& W,

RAP f —H %y b TAP—Fz—2DEKTE
OBV a T, RAPA TRy b TA 0~ F=2—VOREFIEICOWTHIALET,

TJ74—I)L FEF®DHEIZRAPA —H Ry b TAO—Fz—2U%FHHHRET S

OB a TR, T4V REHTOR®Y NT v FORNCT R TR T T HHLERH 5]
REIZOWTHBAL £,

FI&

ATy 71 BAMHL, #5iL T, AP OEREZ ANLET,

RAT9T2 mGig h—hEHEHLTHEAP A2y b —J 108 LET, SOV TE, ROKEZRL TLZE
AN

Cisco Catalyst IW9167E Heavy Duty 7 Y 2 RXRA > b Y —RX1711x A>T 4 FaL—a v HA K .


https://www.cisco.com/c/en/us/td/docs/wireless/outdoor_industrial/iw6300/software/config/guide/b_iw6300_scg.html
https://www.cisco.com/c/en/us/td/docs/wireless/outdoor_industrial/iw6300/software/config/guide/b_iw6300_scg.html
https://www.cisco.com/c/en/us/td/docs/wireless/outdoor_industrial/iw6300/software/config/guide/b_iw6300_scg.html#Cisco_Generic_Topic.dita_fb1f9836-c339-4a8c-a254-ab37f3a5676e
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AP E—FOEE |

B o rEBomzRAP A —HFy b FAO— F - EBHRET S

ATvT3

ATy T4

ATy T5

ATvT6

9800 WLC
>
Pl e
1000000,

Switch

P

RAP... mGig

e

Super Root

AP %27 ) v VE—RIZREL, APE—/LEZ/L— M APIZREL T,

Z OFETFIMEOFERZOUVNTIL,  https://www.cisco.com/c/en/us/td/docs/wireless/controller/9800/17-11/config-guide/
b wl 17 eleven cg/m mesh ewlc.html#task pnb bwy mlb ZZM L T 72 &1,

RAP f —H% XKy b T4 V= Fx— U ERELET,
) AvvaZuTrANEERL RPA—Y Ry b 7oA V= F=— A AT LET,
RAP A =% Ry h TA V= F=—rOaME (17 3—=2) 2ZRLTIZSW,

b) 7R T77ANETXTORAPIZT ¥ v T LET,
c) 1DODAP %, VAFXY LA b —F~DT 7 —ARKy T ERDHA—/—)L— M LTHRELE
j—o

A== b= R OFE (18 =) ZBMLTILEEW,
d) SFPR—b&ET v 7V & LTHMTHEIE, A= S——FAPTT I~V A —FF v kK-
FERELET,
T4 f—FFy F Ee FOBE (19°—) 2BBLTL XN,
A=FFy b7V oD T E2EHILT, A —HFy bR~ FERELET,
A—HFy b TV v Pr Tl —F 3y bR— FOBRE (195—) 2BBLTIES,
Q) A—¥Fy b7V v EAMICLET,

b) A—FE—FE VLANZGTe, R—F0LAR—F 1 DI TS —Y Ry bAR—FERELET, KN—
e R 7E—RNIIRETDHIEEHELET,

FAD—F 2—r "R TOEELZ R L1,
a) HAMAR—FZI/ L TRAP % 1 > o8k LE7,
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| ApE—FrOBE

Switch 9800 WLC

& &

RAP f —t 2y k T4 o—Fr—roanit ]

[oC Power |
Super Root RAP..
mGig mGig mGig SFP

G¥)

EFEORIZRENTWE LI, VATV LA b= 60RO F Y 7 ThDHRAP X, A—r3—

N—hE LTRETDBENRD D £,

b) FARYTDORAPR AL hr—JF I lHTEL I EaMRALET,

GE)
T4V FERAT, ZOFIEORAT v 76 20 IRL T ZEV, RHPOKR Y T2l XA —rS—/L— FZ
RELET,

RAP f —HXy b T4 O—Fz—2DEME

RAP A —H Ry b TA4V— F=— U HEREEZGIINZT DI
AT 50, GULDHRELET,

WROFNE, CLI N6 ZOREZ AT 2 H1EERLTVET,

#configure terminal

(config) #wireless profile mesh default-mesh-profile
(config-wireless-mesh-profile) #ethernet-bridging
(config-wireless-mesh-profile) #rap-ethernet-daisychain

WORIL, GULIND Z OMEREZ BN T B HEEZRLTWET,

. rap-eth-dayschain ==~ > K%
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AP E—FOHEE |

B x—~—r—roze

Edit Mesh Profile

General Advanced

Name* ‘ mesh_profile ‘ Backhaul amsdu
e | "
Description ‘ Enter Description ‘ Backhaul Client Access
Battery State for an AP

Range (Root AP to Mesh AP) ‘ 12000 ‘
3 Full sector DFS status

Multicast Mode | In-Qut v |
Daisychain STP Redundancy O

IDS (Rogue/Signature Detection) O

MAP Fast Ancestor Find (]

Convergence Method | Very Fast v
RAP Ethernet Daisy Chain
Background Scanning
Channel Change MNotification &)
LsC O

HREEMRTHI2E, OB TRTLIIC, VAL Aar ha—F 05 showwirelessprofile
mesh detailed =~ > R % 7213 show wireless mesh ethernet dasy-chain summary =1~ > K% i ff]
Li‘é—o

#show wireless profile mesh detailed <profile name>

RAP ethernet daisychain : ENABLED

#show wireless mesh ethernet daisy-chain summary
AP Name BVI MAC BGN Backhaul Ethernet STP Red
Super Root

AP XXXXX EthernetO Up Up NA
Enabled

FiE, OB T X HIZ, AP T show mesh config =2~ > RZEAH L £9°,

#show mesh config

RAP Ethernet Daisy Chain: Enabled
Daisy Chain Root: Disabled

A—/IN—I)L— FDEHTE

BRI E S D AL » FITHE T DI #ID RAP IE, A— 8—)L— h & LCRET HILENH
U F9, 2FV., TXTDO WSTPhello DEEFTL & 72D L HIZEHELE T, LD RAP I, hello
ZAZHICHD T hello ZBRLE L £,

TJA¥LAZAay ha—JF X AP D A —N—)L— " ERETXET,

cUA LA hr—F 55, apname<name> [no] mesh rap-eth-daisychain super-root =
~ VU REHEHLTA— "= — 2R ELET,

RIEZMERR T 2I121E, RO=a<» R LET,
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I543U 4 —4xy k Ki—roEE [

#show ap name <name> config general

RAP ethernet daisychain : Enabled
Super Root : Enabled

AP T, capwap ap mesh wstp super-root =~ > K& L TA—/X—/L— N EZFHE L F
j_o

RELCMRT DL, ROa~v REEHLET,

#show mesh config

RAP Ethernet Daisy Chain: Enabled
Daisy Chain Root: Enabled

IS4 A —HHy b R— L ORE

A—=R—=b—RNZ, T4~V A —HhFxy hAFR—FEFHLT, LERICAET DAL v FIZ
T D MERH Y £, IWIIGTEH DH, T 74V bDT T4~V A —HF v b H—Fh
A =Xy A= 0TT, 7T7A4~) A —H Ry b K= E2FHTRET DX, TA
YL Az hur—77) 5 ap name <name> mesh backhaul ethernet <0/1> =2~ > K& L %

R

REXAMERTHITIT, VAV L RAaryta—InbRkROavy RefERALET,

#show ap name <name> config general

AP Primary Ethernet port : 1
RAP ethernet daisychain : Enabled
Super Root : Disabled

F7703. AP TIRO =~ REFEHLET,

#show mesh config
RAP Ethernet Daisy Chain: Enabled
Daisy Chain Root: Enabled

AP Primary ethernet backhaul interface: 1

#show mesh adjacency parent
AdjInfo: Wired Backhaul: 1 [XX:XX:XX:XX:!XX:!XX]

41—y b ITYyooG&L—BRy bR— FDERTE
A—H3xy TG DEE (CL)
MAPDA —H% v bR — MIT 7 4/ S TEHZ/R>TWHET, BT HITiE, L— MAP

DL MAP TA—V Ry N TV v DU T HRETHLERSHY £, AP T/ —HFx v b
TV U T EENCT A, ROFNEIZENET,

FIE

ATFYT1 Fa— L ar 7 4 Xal— gy F— REBELET,

Device#configure terminal
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RFYT2 AvvaduaT s A NEERLET,

wireless profile mesh profile-name

1

(config) #wireless profile mesh rap-eth-daisy
AT w73 ethernet-bridging
11 -

(config-wireless-mesh-profile) #ethernet-bridging
VE— b OHFMRFE Y NU—7 ZFEICERE L9,

ATv 74 VLAN GIRELZ B LT, 7V v ¥V VLAN 23835 L 51 LET,
no ethernet-vlan-transparent

1 -

(config-wireless-mesh-profile) #no ethernet-vlan-transparent

ATFYTE Fa—Lar7 4 Fal—raryT—REKTLET,
end

51

(config-wireless-mesh-profile) #end

il
REZMERT DT, kOa~vr FeEHLET,

#show wireless profile mesh detailed rap-eth-daisy

Mesh Profile Name : rap-eth-daisy
Description

Bridge Group Name : unconfigured
Strict match BGN : DISABLED
Amsdu : ENABLED
Background Scan : DISABLED
Channel Change Notification : DISABLED
Backhaul client access : DISABLED
Ethernet Bridging : ENABLED
Ethernet Vlan Transparent : DISABLED
Daisy Chain SP Redundancy : DISABLED
Full Sector DFS : ENABLED

A=Yy FTY VDU TDHRE (GUD

UAY¥YLAarybe—7 GUINGLA—V Ry v TV v P 7 EFRET DHITIL.
TLET,
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| APE—FoE
14—y ri—romE o i

FIE

AT w71 [Configuration] > [Wireless] > [Mesh] > [Profiles] Z 3R L 9,

ATY T2 [Add] %27V v 7 LET,

ATv T3 [General] ¥ 7T, Ay a7/ ua77A/LOD[Name] Z AL ET,

AT 74 [Advanced] ¥ 7 C, [VLAN Transparent] &= v 7 /R v 7 A% 4712 LT, VLAN FEiftE & Bahic LE5,
AT w75 [Advanced] ¥ 7 C. [Ethernet Bridging] 7= v 7 Ry 7 A& A4 12 LT,

AT v 7F6 [ApplytoDevicel 27V v 7 LET,

Configuration ~ > Wireless~ > Mesh Edit Mesh Profile
General Advanced
Global Config Profiles —
Security
Method EAP -
Number of Profiles : 2
Name ~  Bridge Group Name .« g Authentication Method -
duplo-mesh Authorization Method -
default-mesh-profile duplo-mesh E{

Ethernet Bridging
1 10 w

VLAN Transparent

Ethernet Bridging

Bridge Group

Bridge Group Name duplo-mesh

Strict Match

A4 —H %y bR— FDERE (CLD

RAPA —H %y hDEH X UR—KF, 77EAE—FRE NG I7F— REHR—FLTW
¥4, A=V Fy bAR—FE—FERET DL, KOFIEIZENET,

cRDa< L REFHLT, 77 AEF—RFRERELET,

#ap name ap-name mesh ethernet 1 mode access Vlan-1D

kD FEFEHLT, P77 —FRERELET, FA1IC VLAN 72 R— h &2 H%)
2L, Ay a7a77A4/)LCVLAN T VAT Lo M2 ENCTIHLERH Y 1,

e %tid % RAP T K727 VLAN ##%E L £,

#ap name ap-name mesh vlan-trunking native Vlan-1D

« FTUIR—=FDXAT 47 VLAN ZREL £ 7,

#ap name ap-name mesh ethernet 1 mode trunk vlan native Vlan-1D

c NI U I R—FDFAVLANZHRELET, AviaFzhidn— T 7EAKRAL B
DA =YXy hAR—FTVLAN T 4V EZ ) 7 5FALET, Avia/arrA)L
T VLAN B8R N 72 > TV AT DOIRT 75 4 7 TF,
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B =0 rk—romE Gu

#ap name ap-name mesh ethernet 1 mode trunk allowed Vlan-1D

A —H 3y FR— FOBE (GUD

ATy T

ATvT2

ATvT3
ATvT4
ATvTH
ATvT6
ATwT1

JAXY LAy ba—FGUINGLA —Y Ry hAR— FE2RETDHITIE. WOFNEIZENET,

FIE

[Configuration] > [Wireless] > [Access Points] & 2R L ¥ 77,

Fy U= NOTRTOREFEH AP B —E R S5 [All Access Points] £ 27 = 23, kb9 5 Ak
fHfME L bICRTISINET,

RESNEZAYY2APEZ ) v LET,

[Edit AP] 7 ¢ & RUNEREINET,

[Mesh] % 7 Z 3R L £,

[Ethernet Port Configuration] £ 7 > 2 > @ [Port] K v X 7 U A b, HET HAR— MEBIRLET,
[Mode] Rty X YA RT, T/7E¥AEF—REHIEI T 75— RERIRLET,

[Native VLANID] 7 4 —/V RIZ, hT7 7 HR—bDFXAT 47 VLAN Z AT LET,

[Update and Apply to Device] 2 U v 7 LE T,

Edit AP

General Interfaces High Availability Inventory Mesh Advanced Support Bundle

General Ethernet Port Configuration

Block Child C] © Ethernet Bridging on the associated Mesh Profile should be
enabled to configure this section successfully

Daisy Chaining D

Daisy Chaining strict- [~y

RAP 8 Port | v
Mode trunk v

Preferred Parent MAC | 0000.0000.0000
Native VLAN ID* 2155

Role Root v
Allowed VLAN IDs

Remove PSK i

. Cisco Catalyst IW9167E Heavy Duty 7 7 £ RARA > b ) ) —X1111x 3> T4 F¥aL—>a > HS K



| ApE—FOH
Show 2<v > K& Debug o< > KR .

Show A <% > K& Debuga<w > K
s WTP 27 /Ny 7 F 521X, ROa~vy REHEHALET,

AP#debug mesh wstp
error Mesh wstp error debugs
events Mesh wstp events debugs
packets Mesh wstp packet debugs

* WSTP #iit 2R3 512id, kOoa~vwr REFEHLET,

AP#show mesh stats

WSTP stats:
Attach-Cnt Hello-TX Hello-Rx TCN-TX TCN-RX SR-Chg-Cnt ST-Roam-Cnt
0 58 58 0 0 0 0
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T—9TN—T T)yo

o MEEE (26 —)

o PRI & O FEE (26 X—)

«Day 0 [ZB1F 20 /17282 T — RO##E (28 <—)
*WGB D=z hua—IJ&E (29 <—)

cUWGB A A=V DT v 77 L—FK (30 <—Y)

* WGB O E (31 X—)

*uWGB D% E (42 X—)

« WGB & uWGB [ DOZE# (50 ~=2—2)

¢« LED XZ— (51 ~—72)

« HT HERIRORE (51 ~—)

MR~ R (52 =)

* Syslog (55 ~—%)

e AR IEF T (558—)

+ 802.11v e (58 ~X—2)

c HiBEREDRERE (59 ~—)

o« LA ¥ 2NAT (66 2—%)

e A —H Ry hAR—FDXRAT 47 VLAN (69 ~—7)
cMRBIET m T 7 AL (69 N—2)

* WGB/UWGB R8T 2 — X OFRE (74 _X—)

« -ROW PID Zff /] L T WGBAUWGB |[Z[E =2 — R&E Y H4 T3S (75 <—)
«-E RAAVEEETORNER (75 2—)

*WGB 2 —X VI /NT XA—=HDRE (76 X—)
*WGB & EDA v R— kL7 AR—K (77 =)
* WGB B L O uWGB OB EDHERE (77 ~<—)

+ SNMP #&6E (79 ~~—72)

*QoSACL B LN~ —F 7 (82 %—)

e Ry hF YT F ¥ WGB TD TCP # 7 (89 ~X—)
e AAA 22— —FBFEDOP R — K (96 ~<—)

o AR— F 7 RUAZEH (100 ~—2)
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D—s5L—F v |

*uWGB TOR— 7 FL2ZH (109 <—2)
* Cisco IW9167EH WGB TOHE 10 Mbps DA — R D H— k(117 <—)

TIRBARA LN (AP) E—RKOU—I 7 N—T77 1) v (WGB) I, £ —% %y hdF—§
TWGBAP ITHE SILAEMY TA T v h~DUA Y L 2 2124 LU E4, WGBIZA —H
X N AVE—T 2 A A LOFHR T TAT 2 FOMACT KL A% %3 L. Internet Access Point
Protocol (IAPP) * vt —I U 7 HMHLTA L 7T A T 27 F ¥ APFH TWLC IZHET 5
LT 1DODUAYLRET AL MR LTHBR Yy NU—2ICHERLET, WGBIZ/L—
AP ~DHE—DU A ¥ L AL L., — K APIZWGB 2 U A YL AT AT k&
LCHWET,

2 ==L WGB (uWGB) 1%, uWGB IZHEE SNTEHMRYZ AT M AaBlv A
APSNDTA T VAR NU—T 2GR TVATY VAL TTANTI I T EOROTA VLR
Tyl UTHRET D WGB BEREDOHiEE— R TY, VAV L AL VA —T =2 AD 1D
X, 77 BARA U N EOBRICERIILET, i MAC IX. AP & OBEAMIFIZEHR S
7,

3: WGB DI

Wired Clients

Switch WGB Access Root Access Switch Wireless
(Optional) Point Point Controller

— —
( > @

o

DHCP/ACS
ITFTP/FTP

357624

Cisco 10S XE Dublin 17.11.1 LA, WGB I Cisco Catalyst IW9167E Heavy Duty 7 7 & AR A
FTHR—FINTVET,

HIPRFIE & FFIFE IR

Z ZTlE., WGB 3 X uWGB E— ROFIRFHEICOW TR L E 7,

* WGB I Cisco Lightweight 7 7 £ AR A b EDAKRT Vv o— N TEE T, 2=—H/L
WGB X, ¥y — R X=F7 4 DT 7 BARA » h M T D 2 LR TEET,
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simsmesnss

e WPAl X =2V F 4 2#HT 2 CiscoMeraki VA VYLV A AL LT T TTANTIF ¥ T
IZ. uWGB X & @ SSID 1T & BHAT T B ER A

CHE LT 2Ty s AT, n— VIR SN RARA VR ORREIZIS U T HEIRIC
FIvT—FEN, APOAROBIOARIA VX —T =2 ATFEITHRET D 1T
TEXEHA,

c IRDOERER WGB ST A Z LIV R—F &N TWEHA,
e TA RV EALLT TR
* Web 725
LA Y¥3IDE—I T, WGBRBoay ha—F Gy ba—F 80 Itae—
SUTLEBT, BRI I9AT U RO WGB Xy NU— 7 1CBid A e, BB 94

TURDIPT RVARET o h— ay ba—JZ0ORFRrEN, Mo be—F123F
IRENFER AL

e hE—F)5 WGB L a— ROFRGEAfERT 2 & 3 XCDO WGB A 747 2 b
Dxr Y bHIBRSET,
« WOBEREIZ, WGB IZHER SV AMZ 74 7 > IR — SN THEFA,
*MAC 7 4 NZ YT
VU TAR

e TA KNV EZALT DB

* Adaptive 802.11r [AlIFIZFRE S 7= WLAN & D WGB DT Y v T—3 3 VI AR—h&Eh
FH A,

* WGB X, IPv4 AN > T DG AIZDIHIPV6 AR — M LET, 7272L, WGBH
I TAT U NDIPV6 8T 7 4 v I ~DREIHY THA,

*WGBODT v 7 Vo7 7TYvx—alPNETT5HE, WGBEH IPve 1IFEEE L S8 A,
T — g URRSIT AL, WGBIZIPv6 7 RLAZEETE£4, 7=72L. IPv6
ping (X WGB 726, HDHUVNNEWGB ~NIZITESNET A, VAV LV AEITERS 74
T2 R WGB BHELIPVE ~D SSH ITHERE L CTWEH A, B U ARERRIEDRMESR & L
T, IPV6 BT TIZHEINZR > TWT, IPv6 7 RLADE D Y THELTH-TH, IPv6 %
HEAZLET,

«uWGB E— Fit. ZHVEEKE~D SSH Bk A2 TR —F L TWER A,

«uWGB E— FiX. TFTP & SFTP bR —F L TWERA, Y7 72T T v 7L —F

IZ. WGB &— RO ETTAMLENRLY 3, GOV TIE, uWGB A A—T D7 v
7L —FK 30%—=Y) BRLTLIIEEN,

cUWGB IZIARA R IP Y —EZZYR—F L TWERA, E\ET TV 7I2LH A A=
DT v 7T L —FRLSSHE v a kbl e— MNEHAQRY, —HOBETR—F&
NWTWERE A,
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B oavocs0rmnt 20— FoRE

+ IW9167EH WGB/uWGB & — KOH4 . packet retries[N] drop =< > RIZIOSXE U U —
Z 17.11.1 THERE L £H A,

*DFS F ¥ > /bid, U U —217.13.1 LI IW9167EH WGBUWGB TH AR — k ST
ESE S

* IW9167EH WGBUUWGB DU A VYL AT v 7 U7 & LTHEHTE 5D, Dotl1Radio 0
B DotllRadio 1l f v H—T7 = A ADHTT,

e AT TANT I F v AP NIEDFS (ENHOEPEGRIN) F v U RV TEHEL TV D & &
12, 0T ¥ o FIVEHIENET S %5E. WGB XD T v o RVFEIE A H LT
AV TTANT I F v AP ~OFaEF L4,

WGB 2N 1E LW F v & /Ll © AP ICHERE L T D 2 & 2B 212k, VAP LA
= b — 7 T wirelessclient mac-addr ess <wghb-wirel ess-client-mac-address> deauthenticate
av Ly REFEHALT, WGB VA VL R7 547 bORIEXRMRHELET,

Day0 2B T 5B AH/INNRXT— FDERTE

WEla 7' A %12 WGBUWGB IZHR S R AT — REZRET HVENHD £, a2—HF—4 &
TSR NA T — RIFIR O —VIZHED BN H Y 97,

1
2.
3.

8.

=P —ZOEXIL1 ~32 XLFTT,
NRAT— RO X1 8 — 120 XFTI,

NAT— R, D7 &b 1 2OKILF, 1 DO/NLF, 1 20T, BLO1 >D4)
FMEGODHLEND D £7,

PNAT — RIZIFE T S B rT 33~ 126 D ASCIL10 o2 — R) &85 LN TX
TN, ROFBRXFIIFEHTEEHA, " (ZESIA/M 0 (—F=ESIH/) 2 G
)

NAT— RIZiE, 3 008EE LEZIBEOLTEEOHDH I LIXTEERA,
NAT—RIZIZ, ACXFE23MHEE L TEDDL EITTEERA,

Sy LR USRI, 4 I LT SRR S A T — RIS TR £
A/O

HLWRAT— RiZ, BIEONRAT— RE 4 UL FER2HZVERH Y 97,

e ziE, TN IO T A AFRITKRO LB T,

o« 21— —4 : Cisco
¢« /NA T — K : Cisco

o f X —T )R AT— K : Cisco

oA EREY, IROBHIRNAT — RE2 - THRELET,
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we ooy ro—5%% [

o —H—4 : demouser

¢ AT — K : DemoP@sswOrd

o« £ X —T)L/NA T — K : DemoE aP@ssw0rd

User Access Verification
Username: Cisco
Password: Cisco

3

S

First Login:

Please Reset Credentials

Current Password:Cisco

Current Enable Password:Cisco

New User Name:demouser

New Password:DemoP@sswOrd

Confirm New Password:DemoP@sswOrd

New Enable Password:DemoE*aP@sswOrd

Confirm New Enable Password:DemoE”aP@sswOrd

3
S

*04/18/2023 23:53:44.8926
*04/18/2023 23:53:44.9074
*04/18/2023 23:53:44.9074
*04/18/2023 23:53:44.9074

Credentials changed, please re-login

chpasswd: password for user changed

Management user configuration saved successfully

User Access Verification

Username:

demouser

Password: DemoP@sswOrd

APFC58.9A15.C808>enable
Password:DemoE*aP@sswOrd
APFC58.9A15.C808#

\)

6=

WGBDIa > +AO—7

EREOHITIE,
SNTWET,

FEUVA ML — a3 DEDICTRTONRAT— KR L—rF % A N THRR
EEIZIE, TAZX U A7 (¥) TREATWET,

=JL

aX B

WGBAZUA YL ARy NU—=Z 28T DHIZE, =2 ba—F DO WLANB L@ 2R
=77y A IVTREDREEZITINLERDH Y £7,

Cisco Client Extensions 47’3 3 %3 € L. WLAN T Aironet [E DV 7R — F 2R ET 5120,
WOTFNEEEITLET,

1

WLAN 27 4 X ab—ray B 7E— RERBLET, profilename 1355 E LTV 5
WLAN O 7' 7 7 A V44 TT,

#wlan profile-name

Cisco Client Extensions 4 7°v 3 > Z 5% & L. WLAN T AironetIE DR — FEREL F9,

#ccx aironet-iesupport
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A

Gx) ZORENVNE, WGBIXAPIZT Vv — M TEFEHA,

WLAN R Y v —7 a7 7 A VERETHI2IE, ROFEEZFEITLET,
1. VAYLARYIY—ar7s4¥alb—rvaryE—RefBLET,
#wireless profile policy profile-policy
2. VLANIZZ a7 7 AL RY T —%E0Y Y TES,
#vlan vlan-id

3. WGBVLANZ 547> FDOYR— 2B/ ELET,

#wgb vlan

uWGB 1 A —2 D7 v T L—F

uWGB E— Ri%., TFTP & SFTP 4 R— L TWEHA, Y7 b7 =TT v F L — &3
175121, ROFIEIZEVNET,

FIR

AT Y1 TFTP £721% SFTP ¥ —/3—% uWGB O 0 A — MMIHEki L £ 77,
AT T2 WA ¥ —7 A A% [Administratively Down] IRFEIZ L £ 7,
configure Dot11Radio <0|1> disable

51

#configure DotllRadio 0 disable
#configure DotllRadio 1 disable

AT v 73 uWGB % WGB E— RIZE#H L £,
configure Dot11Radio slot_id mode wgb ssid-profile ssid_profile_name

51

#configure DotllRadio 1 mode wgb ssid-profile a_uwgb_demo_ssid

This command will reboot with downloaded configs.
Are you sure you want continue? <confirm>

GE)
ssid_profile name (21%, = —F =N E L7ZBEFD SSID 72 7 7 A VEfRETE £7,

ATy T4 HEEER, WGBIZHIIIP 7 FLAZEID M TET,
configure ap addressipv4 static IPv4_address netmask Gateway |Pv4 _address

1 -
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ATy TH

ATvT6

ATy 71

WGB D% E .

#configure ap address ipv4 static 192.168.1.101 255.255.255.0 192.168.1.1

ICMP ping TENMEZfER L 7
ping server_IP

1 -

#ping 192.168.1.20
Sending 5, 100-byte ICMP Echos to 192.168.1.20, timeout is 2 seconds

PING 192.168.1.20

Success rate is 100 percent (5/5), round-trip min/avg/max = 0.858/0.932/1.001 ms
V7N TET T L—RLET,

archive download /reload <tftp | sftp | http>://server_ip/file_path

WGB % uWGB IZR L E 7,

configure Dot11Radio dot_id mode uwgb wired_client_mac_addr ssid-profile ssid_profile_name

&1

#configure DotllRadio 1 mode uwgb 00b4.9e00.a891 ssid-profile a_uwgb_demo_ssid

WGB D% E

— W72 WGB ORREICIE, IROFIENRE N ET,
1. SSID 7m 77 A )VafEl LET,
2. EREAL TV —27 7NV —7 L LTREL, SSID 717 7 A /L& HERITBEEA T £ T,
3. EE AT LET,
WGB 7 v 7V 7id, MOLHI S E8Ehtxa ) T4 XEFFR—FLTVET,
A—Tr GEkXaT)
« PSK

« Dotlx (LEAP. PEAP. FAST-EAP. TLS)
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6=

WGB T EAP-TLS t¥ = U 7 ¢ BB 2LAIL, IRONEFIZHE-S TEREL TS E X0,

1. TR A=Y =L/ XA T — R, NTP YV ——_ KA, BLXOEHGRIPT FLX&
ERELET,

2. NTARAMKRAY PEIEHRL, BIFAOFIETIERELZ A VA — M LET,
3. (FFvay) dotlx a7 A UNEFEZELET,

4. BEAP 7u 77 ANEEHRL, AV Yy R, T ARKRA L M, dotlx B 7 A U5HR (7
vay) vy U LET,

5. EAP 7u 7 7 A /L% SSID 71 7 7 A JWZHEOHT £,
6. SSID 7'u 7 7 A )VEEN D RIS, > FLET,

GE)

dotlx e 7' A UIFHRT a7 7 A, "TARNKRA L v TuaTZr A, FZIXEAP a7 7 AL
WCEFEZMZTH, ZBEITTITTADNIRY TXHA, BEEBEHT D120, EAP7u 771
V% SSID 7’07 7 A VICFENICTH ) —ET X v T THLERDH Y 7,

EAP 7’07 7 AL % SSID 70 7 7 A VT 9 —ET X v F T 5I21E, configure ssid-profile
<ssid_prof_name> ssid authentication eap profile <eap_prof _name> key-management <key type>
awy Rz LET,

Device#configure ssid-profile <ssid prof name> ssid <ssid name> authentication eap profile
<eap prof name> key-management <key type>

&IZ. Dotlx FAST-EAP O EMZ R L E7,

configure dotlx credential demo-cred username demouserl password DemOPass!@

configure eap-profile demo-eap-profile dotlx-credential demo-cred

configure eap-profile demo-eap-profile method fast

configure ssid-profile demo-FAST ssid demo-fast authentication eap profile demo-eap-profile
key-management wpaz2

configure dotllradio 0 mode wgb ssid-profile demo-FAST

configure dotllradio O enable

IFo®7 v a T, WGB DERTEIZOWTCFEHELLHHALET,

IP7 FLADEEE

IPvd7 FLAZEET 5

. Cisco Catalyst IW9167E Heavy Duty 7 7 £ RARA > b ) ) —X1111x 3> T4 F¥aL—>a > HS K

« DHCP i L T IPv4 7 R L 2R &5 ET HI2I%, configureap addressipv4d dhep =~ > K

2L ET,

Device#configure ap address ipv4 dhcp
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IPv6 7 F LA %%

o7 KLz ERET S I

« HH)IPV4 7 R L A &% E T 5121%. configureap addressipv4 staticipv4_addr netmask gateway
avr REFEALET, BETDHE, Ty 7V U IERM LU TAERA V¥ — 7 = A A%l
ALTT NS, ABEHETEET,

Devicefconfigure ap address ipv4 static ipv4 addr netmask gateway

RED IP REDHER
BIEDIP T L ARE A2 E T DHI2IL, showipinterfacebrief =~ F&EMHAL £,

Device#show ip interface brief

i S
FBUIPV6 7 R L A 3% ET 5 121%. configureap addressipv6 staticipve_addr prefixien [ gateway]

aw U REMHALET, ZOREICLY., TV o 78I LTAEBRA V2 —T = A A&
LTCAP ZEHTEET,

Device#configure ap address ipv6 static ipv6 addr prefixlen [gateway]

IPv6 BENEXEDHIE
AP T IPv6 H BIi% & & A 20 (2%, configureap addressipv6 auto-config enable =~ > K%
AL ET,

Device#configure ap address ipvé6 auto-config enable

Y

GE) « AP T IPv6 HEhFRE % 2024 5121k, configure ap addressipv6 auto-config disable =~

Y REfEHLET,

« IPv6 SLAAC Z A 2029 5121, configure ap addressipv6 auto-config enable =t~ > K & fif
ML ZET, SLAACIE WGB @ CoS IZIFEM ENRNWZ LITEEL T ZS, Zoav
¥ RTiX, SLAAC Ofi> Y 12 DHCPv6 M L CTIPv6 7 L AZFHE L £7°,

DHCP ZfERA L 7= IPv67 F L XDEETE

DHCP # il L TIPv6 7 R L A& ET 5 1Z1F, configureap addressipvé dhcp =2~ > R &
ﬁﬁ L/\ij—o

Device#configure ap address ipvé6 dhcp

WED IPEEDHER
BIEDIP 7 KL AREEMRT HI2I%, showipv6interfacebrief =~ > R&H L %9,

Device#show ipv6 interface brief
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DotIx O 7 1 VIGHZERELE Y,

Dotlx 1 7 A E#H &% E 7 5121E, configure dotlx credential profile-name username name
password pwd =2~ > K&l H L F9,

Device#configure dotlx credential profile-name username name password pwd

WGB EAP Dotlx 70 7 7 1 JLDFEER

WGB EAP Dotlx 7’1 7 7 A /L DIRAEAZ FoR T 5 1Z1E, show wgb eap dot1x credential profile =
v REERLES,

Device#show wgb eap dotlx credential profile

WGB BifRD 54 7 » + DEFBELAERR

WGB A#R7 747~ hORBGFEAfRERT 51213, clear wgb client {all | singlemac-addr} ==~ > R
ERHEALET,

Device#clear wgb client all

EAP O 74 IILDEKRTE

ATv T

ATy T2

EAP 7R 7 7 A VERET HIZIE, UTFORT v 7 EHFATLET,

1 Dotlx v 7oA UIERTT 7 7 A NEEAP 7077 A VT X v F LET,
2. EAP7u 7574 NV%ESSID 707 7 AT Xy F LET,

3. SSID 7m 7y A NERBHECT # v F LET,

FIE

configure eap-profile profile-name method {fast |leap |peap |tls} =~ R&MH LT, EAP 777 A /L%
HELET,

Device#configure eap-profile profile-name method { fast | leap | peap | tls}

GE)
EAP 7 7 7 A VR EEIRL F9,

* fast

* peap
o tls

configure eap-profile profile-name trustpoint {default | nametrustpoint-name} =2~ > K% ffH L T, TLS ®
CANZANRA L bETHyFLET, 7740 FTiE, WGBITRRGEIZHNHMICAEHEAHEH L E 7,

Device#configure eap-profile profile-name trustpoint { default | name trustpoint-name}
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ATvT3

wxD r52 kR roFnainE [

configur e eap-pr ofile profile-name dot 1x-credential profile-name =2~ > K& fl L T, Dotlx 1 7 A U H#~7
a7y ANETHEFLET,

Device#configure eap-profile profile-name dotlx-credential profile-name

(A7 ar) EAP Va7 7 A )V %&HIBRT 5I21E. configureeap-profileprofile-namedelete =~ > K & fifi
L/iﬁ—o

Device#configure eap-profile profile-name delete

ImRD TR MRS Y FOFEBERTE

ATy T

ATy T2

FIE

configure crypto pki trustpoint ca-server-name enrollment terminal =~ > R&FH LT, WGB Tk 7 X FKR
A FERAERR L £,

Device#configure crypto pki trustpoint ca-server-name enrollment terminal

configurecrypto pki trustpoint ca-server-nameauthenticate =~ > Kz LT, FT7 A hARA v hZFH#T
WREL £,

Device#configure crypto pki trustpoint ca-server-name authenticate
Enter the base 64 encoded CA certificate.
quit = A LT, GEEEKTLET,
G¥)
PHGEAEAZ T 25813, T A MRSV FOTRTOFERAE T = — %A VR —FLET,
1 -
Device#configure crypto pki trustpoint demotp authenticate

Enter the base 64 encoded CA certificate.
....And end with the word "quit" on a line by itself....

configure crypto pki trustpoint ca-server-name key-sizekey-length =~ > R&fH LT, WMEROV A X &2 5%
E Li—é‘o

Device#configure crypto pki trustpoint ca-server-name key-size key-length
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AT 74 configurecrypto pki trustpoint ca-server-name subject-name name [Optional] 2ltr-country-code state-name
locality org-name org-unitemail =~ > REZEH LT, 7Y/ MERELET,

Device#configure crypto pki trustpoint ca-server-name subject-name name [Optional] 2ltr-country-code
state-name locality org-name org-unit email

AT 75 configurecryptopkitrustpoint ca-server-nameenroll =~ > R&2if L C, FEH#E L FEAEE4 %R (CSR)
BERLET,

Device#configure crypto pki trustpoint ca-server-name enroll

CAV— =D CSRBNEMEAL T, TUOXNBLIEERELERLET,

AT 76 configurecrypto pki trustpoint ca-server-nameimport certificate =~ > R&fiH L T, B4 EiFHEE
WGB IZA v AR—MLET,

Device#configure crypto pki trustpoint ca-server-name import certificate
Enter the base 64 encoded CA certificate.
quit x A/ LT, GEAEEZK T LET,

Device#quit

ATy 71 (A7 ar) FTARKA L FEHIFRT SI21E, configurecrypto pki trustpoint trustpoint-name delete =
~ U REMEHLET,

Device#configure crypto pki trustpoint trustpoint-name delete

AT w78 showcryptopkitrustpoint =~ > FZEH LT, N7 A MRS FOMEEAFRRLET,

Device#show crypto pki trustpoint

RAT9T9 T ARNKA Y MHIER SN EONAEZFRT 5I21E, show crypto pki trustpoint certificate =~
YREMHLET,

Device#show crypto pki trustpoint trustpoint-name certificate

WGB D 5 R b7iRA > FBEIBHEDERTE
FI§

ATw 71 configurecrypto pki trustpoint ca-server-name enrollment url ca-server-url =~ > KZ#EH L T, $—s3—
URL #fi>TWGB ThT7 A MARA LV MaXEELET,

Device#configure crypto pki trustpoint ca-server-name enrollment url ca-server-url

AT w72 configurecrypto pki trustpoint ca-server-name authenticate =~ > RKZ#HL T, K7 A FARA > F&EFR
AELET,

Device#configure crypto pki trustpoint ca-server-name authenticate

Zoavy NiE, CAY¥—=26 CAGEHEZ BEHICTEL 7,
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ATvT3

ATy T4

ATy TH

ATvT6

ATy 17

ATvT8

ATvT9

ATv 710

WeB 0 52 rHq v ranaiogE ]

configure crypto pki trustpoint ca-server-name key-sizekey-length =~ > K2 L T, MEHO VA X%
HELET,

Device#configure crypto pki trustpoint ca-server-name key-size key-length

configurecrypto pki trustpoint ca-server-name subject-namename [Optional] 2ltr-country-code state-name
locality org-name org-unitemail =~ > F&EfH LT, 7 =7 MERELET,

Device#configure crypto pki trustpoint ca-server-name subject-name name [Optional] 2ltr-country-code
state-name locality org-name org-unit email

configure crypto pki trustpoint ca-server-name enroll =~> R&EH LT, T A RRA 2 MEBGEERL
TO

Device#configure crypto pki trustpoint ca-server-name enroll
CAY—N—DF T HNEBLFEFERAELERLET,

configure crypto pki trustpoint ca-server-name auto-enroll enable renew-percentage =~ > R&2fifH LT, BH
e AN LET,

Device#configure crypto pki trustpoint ca-server-name auto-enroll enable renew-percentage

GE)
H @5 6k % 2295 121%, configure crypto pki trustpoint ca-server-name auto-enroll disable =~ > K%
EHALET,

(A7 ar) FTARKRA Y MEHIERYT 521X, configure crypto pki trustpoint trustpoint-name delete
av s REALET,

Device#configure crypto pki trustpoint trustpoint-name delete

show crypto pki trustpoint =~ > R&HH LT, F 7 A MARA > FOBEZERRLET,

Device#show crypto pki trustpoint

FEED N7 A MARA > N OFEHEOFEM A 77 5 121X, show crypto pki trustpoint trustpoint-name
certificate 2~ > R&MHAH L £,

Device#show crypto pki trustpoint trustpoint-name certificate

Public Key Infrastructure (PKI) # A ~—1{§#H A &£ ~x9 5I121%, show cryptopkitimers =~ R&fEH L
N

show crypto pki timers

Device#show crypto pki timers
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ATV TN BEHEERELET,
configure crypto pki trustpoint ca-server-name enrollment tftp tftp-addr/filename =~ > FZfEH LT, F 7 A
RARA L FDCABEIVDY 47 v FAEHEZIS L ET,

Device#configure crypto pki trustpoint ca-server-name enrollment tftp tftp-addr/file-name

AT 72 configurecrypto pki trustpoint ca-server-nameauthenticate =~ > K&fiH L C, b7 A hAFRA > & TET
FFEL £,

Device#configure crypto pki trustpoint ca-server-name authenticate

o=y RTE, BBESN/ TFTP — "—00 5 CAFAEZRS L CHRIELET, 7 7 A B ENS
FNTWAEELE, WGBIZEEESNZ 7 7 A VA ca b W IHOTRIE 2L E T,

AT w73 configurecrypto pki trustpoint ca-server-name key-sizekey-length =~ > K& LT, MEROY A X &
ELET,
Device#configure crypto pki trustpoint ca-server-name key-size key-length

AT w74 configurecrypto pki trustpoint ca-server-name subject-name name [Optional] 2ltr-country-code state-name
locality org-name org-unitemail =~ > R&EFEHL T, Y7 =2 MERELET,

Device#configure crypto pki trustpoint ca-server-name subject-name name [Optional] 2ltr-country-code
state-name locality org-name org-unit email

AT v 75 configurecryptopki trustpoint ca-server-nameenroll =~ > K&l LT, fE# & EHEE4 2K (CSR)
AR LET,
Device#configure crypto pki trustpoint ca-server-name enroll
ZOawy R, GEABERDER S, ZOERNTFTP Y ——IZEEENET, EXRAENDL T 7
ANGITIE req E WS IEIR IS AL E T,

AT 76 configurecrypto pki trustpoint ca-server-nameimport certificate =~ > F&iH L T, B4 4 EiEHEL
WGB IZA > AR— kL ET,

Device#configure crypto pki trustpoint ca-server-name import certificate

oY —VEERIL TETP 2 LU CAFHEA 1 AR — F L., WGB IZ TFTP 2> b AGRE A 3FHE O BuS 238
HET, EXRAEND T 7 ALLIT ot WO IEREFAIMENE T,

AT w71 showcryptopkitrustpoint =~ > FZEH LT, FT7 A MRS hOMELEFRLET,

Device#show crypto pki trustpoint

ATV T8 FTA KA FAIERSNTGEEONE 2T 5I21E, show crypto pki trustpoint certificate =~
Y REHBHLET,

Device#show crypto pki trustpoint trustpoint-name certificate
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ssip oz

SSID D& 5E
SSID DX EIL. KD 2 DL THRERE S E 9,
1. SSID a7 7 A LDOEKR (39 =—)

2. V=0T N—TTV o TDWEA L H—T 2 A ZADFTE (40 X—)

SSID 70771 ILOERK
SSID 71 7 7 A V&R ET DT, ROWTNNOFEFET = b /L Z2# IR L £,
1 A—7
2. FapAH (PSK) #Bi
« PSK WPA2 #iiE
« PSK Dot11r 787

« PSK Dotl1w 723

3. Dotlx 23k

F—TBEEEFEAL-SSID TR 7 A IILDHTE

F—T VEEEEEA LT SSID 71 7 7 A )V EEET HIZIE, configure ssid-profile
ssid-profile-name ssid radio-serv-name authentication open =~ > F&fEH L 9,

Device#configure ssid-profile ssid-profile-name ssid radio-serv-name authentication open

PSK:2sF#{ERAL=SSID 7O 77 A JLDEEE

PSK ZIEA R L CSSID 702 7 7 A W EZTTAICIE, WOFTIET 2 hatonThmg iR
WLFET,

« PSK WPA2 GRGlEZ il L 72 SSID 7’11 7 7 A /L DR

« PSK Dotllr Z3FEAHH L7~ SSID 7 7 7 L L DOHRTE

nb

* PSK Dotllw iRFEZ{#HEH L7 SSID 71 7 7 A4 L DR IE

PSKWPA2 Z2EE % fERA L 1= SSID TR 7 7 1 LDEETE

PSK WPA2 #8FEZ M LT SSID 7'1 7 7 A )L & 5% iE T S IZ1%. configure ssid-profile
ssid-profile-name ssid SSID_name authentication psk preshared-key key-management wpa2 ==~ >~
RZEERLET,

Device#configure ssid-profile ssid-profile-name ssid SSID name authentication psk
preshared-key key-management wpa?2
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PSKDot11r S2EEZ{ERAL/-SSID 7O 7 7 A4 LDRTE

PSK Dotl1r FBFEZ ] LT SSID 7’1 7 7 A LA ET 5 I2i%. configure ssid-profile
ssid-profile-name ssid SSID_name authentication psk preshared-key key-management dot1lr ==~ >~
RafEHLES,

Device#configure ssid-profile ssid-profile-name ssid SSID name authentication psk
preshared-key key-management dotllr

PSK Dot1Mw E25E#{ERAL=SSID 7O 7 7 1 JLDXTE

PSK Dotllw #FEZfEH LT SSID 7' 1 7 7 A )L Z5% E T £ I1Z1E, configure ssid-profile
ssid-profile-name ssid SSD_name authentication psk preshared-key key-management dot1lw =~ >~
RZEERLET,

Device#configure ssid-profile ssid-profile-name ssid SSID name authentication psk
preshared-key key-management dotllw

Dotix FREFZ{FAL-SSID JO 77 A ILDKRTE

Dotlx #sEZ i L TSSID 7' 1 7 7 A /LA 5%E T 5121, configuressid-profilessid-profile-name
ssid radio-serv-name authentication eap profile eap-profile-name key-management {dot1lr | wpa2

| dotllw {optional |[required}} =2~ F&EEHA L E T,

Device#configure ssid-profile ssid-profile-name ssid radio-serv-name authentication eap
profile eap-profile-name key-management { dotllr | wpa2 | dotllw { optional | required}}

Dot1x EAP-PEAP :25EIZ & % SSID 7O 7 7 A ILDERTE
LA FoBiL, Dotlx EAP-PEAP §RFFEZfEH L7=SSID 7’ 7 7 A L DR EZ /N L TWET,

Device#configure dotlx credential cl username wgbusr password ciscol23456
Device#configure eap-profile pl dotlx-credential cl

Device#configure eap-profile pl method peap

Device#configure ssid-profile iot-peap ssid iot-peap authentication eap profile pl
key-management wpa?2

D= —TIT)ySDEBAEA—T T4 ADEKTE

fEHTFRE/R 2 DDA L H—T = A AE, —FOERA L F—T = AT WGB £—
KEZRTETHEIC, O —HOMHA ¥ — 7:4x%w~ AP E— FIZERELET,

WDa~vy REALT, RSV H—T A A%V — AP L L Tv v BT LET,
# configure dot11radio radio-slot-id mode root-ap
Ll

# configure dotllradio 0 mode root-ap

N

CE) 7277 4772SSID £/2I1XEAP Va7 7 A AR EFE I NT-BE.
BN T s ANET VT 4 TICTHIE, Ta AN
BMERA A — T oA RACHEMEMT O MLERDH D FT,
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WGB/uWGB % f ¥ —DEETE .

ckDa<vwr REANLT, BHRA L2 —T 24 AZWGBSSID 2 77 A VB~ LT
Lij‘o

# configure dot11radio radio-slot-id mode wgb ssid-pr ofile ssid-profile-name

!l

# configure dotllradio 1 mode wgb ssid-profile psk_ssid
KDALY R ALT, BHRA =T = AR ELET,

# configure dot1lradio radio-dot-id{ enable| disable }

1

# configure dotllradio 0 disable

)

GE) 1 o0EHEEE-ITAT Y FOIII WGB £— R TOEHERTFAENET,

WGB/uWGB % 1 ¥ —MDE%E
S A ~—E CLLIE, WGB & uWGB TH@TY, ¥ A ~v—ZET DITE, ROa~vr Rz
AL ET,
kDAY REANLT, WGBT Vv Z—2a VIREDHA LT U hERELET,
# configure wgb association response timeout response-millisecs
77 4V MEIF 100 2 UB T, ARZREIPHIT 100 ~ 5000 X U BT,
kDAY R A LT, WGBRAEREDZ A LT U ha@ELET,
# configure wgb authentication response timeout response-millisecs
77 v MEi3 100 < VBT, AR #EMIE 100 ~ 5000 X VR TY,
DA REANJJLT, WGBEAP # A A7 7 MafRELE T,
# configure wgb eap timeout timeout-secs
77 /v MEIZ 3B TT, ARRHEMIE. 2 ~60FTT,
cKDATL FEAN LT, WGBTZ U w7 FA TV MEEDIA LT U M aRELET,
# configure wgb bridge client timeout timeout-secs

T 7 F IV NDEA LT D MENE 300 T, ARIREFHIZ 10 ~ 1000000 F T,
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=L ==

uWGB D:ExE
2= R—P L WGBIE, 7Ty U 7R MAC 7 RLAZFH LT RS o7 7 & A
A NEHEERATEET, 20D, ==L U—T T L—TF 7Y v Tou—)L%
1 ODERT FTAT v vOHEVHR—FLET,
WGB R EDIZE A ENuWGB IZHEH SNVET, ME—DiEWE, ROoa~r REMH L TR
TJIA T FOMACT RVAZRETHZ & TY,
configure dot11 <0|1> mode uwgb <uwgb_wired client_mac_address> ssid-pr ofile <ssid-profile>
&IZ. Dotlx FAST-EAP D& EFIZ R L ET,

configure dotlx credential demo-cred username demouserl password DemOPass!(@

configure eap-profile demo-eap-profile dotlx-credential demo-cred

configure eap-profile demo-eap-profile method fast

configure ssid-profile demo-FAST ssid demo-fast authentication eap profile demo-eap-profile
key-management wpa?2

configure dotllradio 0 mode uwgb fc58.220a.0704 ssid-profile demo-FAST

configure dotllradio O enable

IFo®7 v a T, uWGB DFEREIZOWTHE LA LET,
~ En,.—H
IP7 FLADERTE

P47 FLRAZEET S

« DHCP ZfiHH L TIPv4 7 R L 2 & iET 5 IZI%, configureap addressipv4d dhep =~ > K
ZREHLET,

Devicefconfigure ap address ipv4 dhcp

« B IPvA 7 R L A Z 3% 51213, configureap addressipv4 staticipv4_addr netmask gateway
aw  REHALET, FETHE, Ty 7)o 78k UTHRA V4 —T7 = A A%
HALTT N, ABEBETEET,

Device#configure ap address ipv4 static ipv4 addr netmask gateway

RED IP REDHER
BAEDIP 7 KL ARE A2 E LT DHI2IL, showipinterfacebrief =~ F&MHL £,

Device#show ip interface brief

IPv6 7 FLAZERET 5

FHOIPve 7 R L A& ET H1TI%, configureap addressipvé staticipvé_addr prefixien [ gateway]
avw U REFHLET, ZOFREICLY, T TV TR LTHERA VX —T oA A%
LTAP ZEHTEET,

Device#configure ap address ipv6 static ipv6 _addr prefixlen [gateway]
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Dotix 05« viEmERELET. [

IPvé BB EDH I

AP T IPv6 H BIiEX & 2 A 20T Zi%. configureap addressipv6 auto-configenable =~ > K%
FERL £,

Device#configure ap address ipvé6 auto-config enable

Y

GE) « AP T IPv6 HEERE % M2hi 3% 121%. configure ap address ipv6 auto-config disable =~

Dotix 0% 1

Y REfERLET,

« IPv6 SLAAC Z A 2029 5121k, configure ap addressipv6 auto-config enable =~ > K &
ML ZET, SLAACIZ WGB @ CoS IZIFEH ENRNWZ LITEEL T ZS, Zoaw
¥ RTiX, SLAAC OtV |2 DHCPv6 #fEM L TIPv6 7 KL AZFHE L £7°,

DHCP ZfERA L 7= IPv67 kL XDEETE

DHCP ZffH L CIPv6 7 KL A& ET 521X, configureap addressipvé dncp =~ > K& fif
MALET,

Device#configure ap address ipv6 dhcp

WED IPEEDORER
BAEDIP 7 KL AREEMRT HI2IL, showipv6interfacebrief =~ > KZ&H L 9,

Device#show ipv6 interface brief

ViEHRZERELET

Dotlx 1 7 A U AE#H &% E 7 5121E, configure dotlx credential profile-name username name
password pwd =2~ > RZ{H L F9,

Device#configure dotlx credential profile-name username name password pwd

WGBEAPDotlx 7O 7 7 A JLDFEER

WGB EAP Dotlx 7' 12 7 7 A JLOIREAR R T 5121, show wgb eap dot1x credential profile =
~REERLES,

Device#show wgb eap dotlx credential profile

EAP 7O 7 A IILDKRTE

EAP 707 7 A VEFRETHITIE, LFORT v 7 HFATLET,

1. Dotlx 27 A UIERT 277 A NEEAP 07 7 A VT X v F LET,
2. EAP 077 ANESSID 707 7 AT ZvF LET,

3. SSID Fm 7y A NEEHHEICT X T LET,
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AT 71 configureeap-profile profile-name method {fast |leap |peap |tIs} =~ KZEH LT, EAP7 a7 7 A L%
BELET.
Device#configure eap-profile profile-name method { fast | leap | peap | tls}
G
EAP 707 7 A VR AEIRL £7,

* fast

* peap
o tls

AT w72 configureeap-profile profile-name trustpoint {default | nametrustpoint-name} =~ > RZ&{#if L C, TLS ®
CANIFANRAL NETHyFLET, 7740 KTl WGBITRFEIZNEMICFEAEZMEH L E7,

Device#configure eap-profile profile-name trustpoint { default | name trustpoint-name}

AT w73 configure eap-profile profile-name dot 1x-credential profile-name =~ > R&f#H L C, Dotlx 1 7' A L fEH 7
07y ANET T LET,

Device#configure eap-profile profile-name dotlx-credential profile-name

ATy T4 (A7 ar) EAP 77 7 A L EHIRT 5I21%. configureeap-profile profile-namedelete =~ > K % {i
L/\i‘g—(]

Device#configure eap-profile profile-name delete

WHARD TR MRS 2 FOFENEFRELTE
1B

AT w71 configurecrypto pki trustpoint ca-server-name enrollment terminal =~ > K& LT, WGB T k7 A h7K
A v hEERL £,

Device#configure crypto pki trustpoint ca-server-name enrollment terminal

AT w72 configurecrypto pki trustpoint ca-server-nameauthenticate =~ > KZ2#H LT, N7 A FFRA > b & FTET
FAEL £,

Device#configure crypto pki trustpoint ca-server-name authenticate

Enter the base 64 encoded CA certificate.
quit # A LT, GEEEAR T LET,
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ATvT3

ATy T4

ATy TH

ATvT6

ATy 717

ATvT8

ATvT9

wxD r52 kR roFnainE [

GE)
PHGEAEZEN T 25613, FIA MRS FOTRTOFHEF =— %A U AR—FLET,

1

Device#configure crypto pki trustpoint demotp authenticate

Enter the base 64 encoded CA certificate.
....And end with the word "quit" on a line by itself....

configure crypto pki trustpoint ca-server-name key-sizekey-length =~ > RZ2EH LT, WEROV A X &5
ELET,

Device#configure crypto pki trustpoint ca-server-name key-size key-length

configure crypto pki trustpoint ca-server-name subject-namename [Optional] 2ltr-country-code state-name
locality org-name org-unitemail =~ > REFEHL T, Y7 V=7 MERELET,

Device#configure crypto pki trustpoint ca-server-name subject-name name [Optional] 2ltr-country-code
state-name locality org-name org-unit email

configurecrypto pki trustpoint ca-server-nameenroll =~ > K& L C, ML FEHEE4 K (CSR)
BAERLET,

Device#configure crypto pki trustpoint ca-server-name enroll

CA H— =D CSR &M H LT, T VX NEAMNEEHEEER L E7,

configure crypto pki trustpoint ca-server-nameimport certificate =~ > R&{HEH LT, B4 EFEHES
WGB 121 »AR—FLET,

Device#configure crypto pki trustpoint ca-server-name import certificate
Enter the base 64 encoded CA certificate.
quit Z AL T, GEEEZK T LET,

Device#quit

(A7 ar) FTAMKRA Y NEHIBRT 5121, configure crypto pki trustpoint trustpoint-name delete =
~ REERLES,

Device#configure crypto pki trustpoint trustpoint-name delete

show crypto pki trustpoint =~ > R&fH LT, h 7 A MRA > FOMEEZRRLET,

Device#show crypto pki trustpoint

N7 A RARA 2 SHIER S NIREAEONE 2 &3 5 121E. show crypto pki trustpoint certificate =~
Y REMEHLET,

Device#show crypto pki trustpoint trustpoint-name certificate
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WGB D FS X b7RA > FBEFIEIEZDRTE

&

ATv T2

ATy T3

ATvT4

ATy TH

ATvT6

ATy 17

ATvT8

FIE

configure crypto pki trustpoint ca-server-name enrollment url ca-server-url =~ > R&fiH LT, $—s3—
URL #ffio CWGB CThrT7 A hARA > b EBGFELET,

Device#configure crypto pki trustpoint ca-server-name enrollment url ca-server-url

configure crypto pki trustpoint ca-server-name authenticate =~ > RKZ#EH LT, N7 A FAFRA > F &R
AELET,

Device#configure crypto pki trustpoint ca-server-name authenticate

Zoawr Rt CAY— =08 CAFAEZ BEIMNICEE LE7,

configure crypto pki trustpoint ca-server-name key-sizekey-length =~ > RZ{Ef L T, FESEOY A X%
BELET,

Device#configure crypto pki trustpoint ca-server-name key-size key-length

configurecrypto pki trustpoint ca-server-name subject-namename [Optional] 2ltr-country-code state-name
locality org-name org-unitemail =~ > R&ZEHA LT, ¥ 7V =7 MERELET,

Device#configure crypto pki trustpoint ca-server-name subject-name name [Optional] 2ltr-country-code
state-name locality org-name org-unit email

configure crypto pki trustpoint ca-server-name enroll =~> R&HEM LT, T A RRA 2 MEBGERLF
‘d‘o

Device#configure crypto pki trustpoint ca-server-name enroll
CAY—N"—DF VI NELEGEHEZERLET,
configure crypto pki trustpoint ca-server-name auto-enroll enable renew-percentage =~ > R&fif LT, H
R AN LET,
Device#configure crypto pki trustpoint ca-server-name auto-enroll enable renew-percentage

GE)

H @5k 2 Wiz 95 121%. configure crypto pki trustpoint ca-server-name auto-enroll disable =~ > K%
BEHLET,

(A7 ar) FTARKRA Y NEHIBRT 5121, configure crypto pki trustpoint trustpoint-name delete
aw s RaALET,

Device#configure crypto pki trustpoint trustpoint-name delete

show crypto pki trustpoint @2~ > RZEHL T, N7 A MRS FOMELRRLET,

Device#show crypto pki trustpoint
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ATV FEDRNTAMKRA LV NOGEAEOFEMA R /RT HITIX, show crypto pki trustpoint trustpoint-name
certificate 2~ > R&EMHH L £,

Device#show crypto pki trustpoint trustpoint-name certificate

AT w710 Public Key Infrastructure (PKI) % A ~—1&# % F <3 %5121, show crypto pkitimers =~ > R&ffif L
\i—a—o

show crypto pki timers

Device#show crypto pki timers

TFIP Y —N\—ZFERA L -FETOIIRAZTDEFRETE
FIE

ATY TN BEIEERELET,

configurecrypto pki trustpoint ca-server-name enrollment tftp tftp-addr/filename =2~ > RZFFH L T, 7 &
FRALFDCABLIOYZ 747 FiEAFELZBIG L £,

Device#configure crypto pki trustpoint ca-server-name enrollment tftp tftp-addr/file-name

AT w72 configurecrypto pki trustpoint ca-server-nameauthenticate =~ > F& i LT, h 7 & haRA > hEFET
uAb‘niE Lij‘

Device#configure crypto pki trustpoint ca-server-name authenticate

ZPDa~xy RTCIE, $8E SN TFTP 34— =05 CAGEFHEA TS L CERIELE T, 7 7 A UBENE
FNTWABELEE, WGBIZEEESNZ 7 7 A NVAIZ ca L W OPRIE T 2L E T,

AT w73 configurecrypto pki trustpoint ca-server-name key-sizekey-length =~ > K& LT, WMEROY A X &
ELET,

Device#configure crypto pki trustpoint ca-server-name key-size key-length

AT w74 configurecrypto pki trustpoint ca-server-name subject-name name [Optional] 2ltr-country-code state-name
locality org-name org-unitemail =~ > R&EMFEHL T, 722 MERELET,

Device#fconfigure crypto pki trustpoint ca-server-name subject-name name [Optional] 2ltr-country-code
state-name locality org-name org-unit email

AT w75 configurecryptopki trustpoint ca-server-nameenroll =t~ > RZ2fiH LT, &L ZEHEE4 ERK (CSR)
AL ET,

Device#configure crypto pki trustpoint ca-server-name enroll

o<y RTIE, GEAEBERSAREN., ZOERNPTFTP Y —R—ICXEENFET, EXAEhb 77
A V4TI req kb\??ﬁ%ﬁ%#ﬁbﬂéﬂiﬁ“
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AT 76 configurecrypto pki trustpoint ca-server-nameimport certificate =~ > R&fiH L T, B4 EiEHEL
WGB (24 »AR—h LET,

Device#configure crypto pki trustpoint ca-server-name import certificate

oY —)VERRIL TETP 2 LU CREHEAR A AR — F L., WGB IZ TFTP 2> b AGRE A FHEO BUG 23
BET, EBXIAEND T 7 AL ot E WO IEREFAIMENRE T,

ATy F1 showcryptopki trustpoint =~ RZHL T, F 7 A MKRA v FOMEEZFRLET,

Device#show crypto pki trustpoint

AT9T8 MTARNKA L MAIHERSNIGEHEONEZFRT 5I21E, show crypto pki trustpoint certificate =~
Y REMHLET,

Device#show crypto pki trustpoint trustpoint-name certificate

SSID D& FE
SSID O EIL. KD 2 SOUELF THRERR S E T,
1. SSID 7u 7 7 A ILOAERL (39 ~<—3)

2. uWGB DI A 2 —T = A ZDHEE (50 ~—)

SSID 70T 7 A IILDER
SSID 7’1 7 7 A V&G ET DL, ROWTNNDOFEIET 1k 2L 28R L £,
1. A—7
2. FETLAHE (PSK) #F
« PSK WPA2 383
* PSK Dotl1r 7&7iE

« PSK Dotl1w #23E
3. Dotlx #2ilF

F—TURAEFERLI-SSID TO T 7 1 LDERTE

F—T7 U FGE A LT SSID 71 7 7 A VAR ET HIZIE, configure ssid-profile
ssid-profile-name ssid radio-serv-name authentication open =~ > R&HEH L £,

Device#configure ssid-profile ssid-profile-name ssid radio-serv-name authentication open
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PsKZiE =AML= ssID 7o o7 A L%z [

PSKSREEZEAL=SSID 7O 7 7 4 JLDKRTE

PSK ZBGEZFEH LCTSSID 7’0 7 7 A VAR ET HIZiE, IROFIET T F 2 /LD WT g S
WLET,

« PSK WPA2 #FFA i L7- SSID 7' 12 7 7 A L DFRIE
* PSK Dotllr ZFE&HH L7= SSID 7’2 7 7 £ L DR E

* PSK Dotllw #&FEAH L7z SSID 7'1 7 7 A /L DX IE

PSKWPA2 S25F (A L1=SSID 707 7 A JLDETE

PSK WPA2 #8FEA 1 L C SSID 7' 11 7 7 A /L A% ET 5 I21%. configure ssid-profile
ssid-profile-name ssid SSID_name authentication psk preshared-key key-management wpa2 ==~ >~
REfHLET,

Device#configure ssid-profile ssid-profile-name ssid SSID name authentication psk
preshared-key key-management wpa?2

PSK Dot11r F2FEZERAL7-SSID A7 7 1 JLDERE

PSK Dotllr i@FEAfEH LT SSID 7'v 7 7 A VA5 ET HIZiL, configure ssid-profile
ssid-profile-name ssid SSID_name authentication psk preshared-key key-management dot11lr ==~ >~
Rz H L E9,

Device#configure ssid-profile ssid-profile-name ssid SSID name authentication psk
preshared-key key-management dotllr

PSK Dot11w S2SF#{EAL1=SSID 7O 7 7 A JLDEE

PSK Dotllw #FEAAEH LT SSID 7' 1 7 7 A L Z§&ET H1Z1E, configure ssid-profile
ssid-profile-name ssid SSID_name authentication psk preshared-key key-management dot1lw ==~ >/
RZfRLET,

Device#configure ssid-profile ssid-profile-name ssid SSID name authentication psk
preshared-key key-management dotllw

Dotix EREFZ{EALT-SSID 7O 771 ILDHTE

Dotlx #@8aEZ i H L CSSID 7’17 7 7 A V& ET S IZ1E, configuressid-profilessid-profile-name
ssid radio-serv-name authentication eap profile eap-profile-name key-management {dot1lr |wpa2

| dotllw {optional |required}} ==~ RafEH L £,

Device#configure ssid-profile ssid-profile-name ssid radio-serv-name authentication eap
profile eap-profile-name key-management { dotllr | wpa2 | dotllw { optional | required}}

Dot1x EAP-PEAP F2ZEIZ & % SSID TR T 7 4 JLDEETE
LUF oL, Dotlx EAP-PEAP G8GEZ ] L 72 SSID 7' 7 7 A VDR EZ R L TWET,

Device#configure dotlx credential cl username wgbusr password ciscol23456
Device#configure eap-profile pl dotlx-credential cl

Device#configure eap-profile pl method peap

Device#configure ssid-profile iot-peap ssid iot-peap authentication eap profile pl
key-management wpa?2
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uWGB DEIRA 3 —T 24 ADMETE

fEAREE/R 2 DDOWIRA L H —T = ADD, —HFOERA L H—T 2 AT WGB E—
ERETDHENI, b9 —HOWERA 2 —T = f A% /N— K AP T— RIZRELET,

WKDa~<vy REANLT, BRA X —T 2 A% NL—FAP L L Tv v BT LET,
# configure dot11radio radio-slot-id mode root-ap
1

# configure dotllradio 0 mode root-ap

A

GE) T 7T 4772 SSID £/2IXEAP a7 7 A AR EH INT-HEE.
BN T s ANET VT 4 TIITHITE, ST AL
BIHRA A —T oA ACHEMEMTILERH D 77,

ckDa<vwry REANLT, BHRA L2 —T2A4 AZWGBSSID /2 77 A LB~ LT
Li—g—o

# configure dot11radio radio-slot-id mode uwgb uwgb-wired-client-mac-address ssid-profile
ssid-profile-name

KDALY REANLT, BEHEA X —T A AERELET,
# configure dot11radio radio-slot-id{ enable | disable }
1

# configure dotllradio 0 disable

N

GE) SSID7uZ77ANCT w7V I ERELIEE, BEET 7T 4
TNCT DT OO L L Gk 21T Z L2 RBEID L E
7,

)

CE) 1 o0EFHEE-ITA Aoy FOXZIZuWGB £721% WGB E— R TOEMER TR S E T,

WGB & uWGB fE D Z

WGB 225 uWGB ICEH T 51013, ROa~ > REFHLET,

#configure dot11radio <0]1> mode uwgb <WIRED_CLIENT_MAC> ssid-profile
<SS D_PROFILE_NAME>

UWGB 75 WGB IZZE# T A121%. koa<> REHALET, ZOLHBEITH L. AP N
EEhEhxd,
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LED /v 2 —

e <2 —> [

#configure DotllRadio 1 mode wgb ssid-profile <SSID PROFILE NAME>

This command will reboot with downloaded configs.
Are you sure you want continue? [confirm]

2 ODHF LV LED /X% — 73 IW9167EH WGB E— RIZEMENFE L7,
cWGB DT V3 x—3 g UNEBEESNTI-RIETIZ., 2T A LED I3REIS AR L E T,
* WGB &8l AP &L OB T NN T 5 & AT A LED i3IS LET,

HT R E HI|E D& E

WGBN 7 4 —/V REBEITHEMTIX., mAL—"y b (HT) £FG 51 MCS) %1
ALk — MIRZ FEICRETE ET,

KIZ, 802.11InHTm4.m5. L' — M CEET D LD ICRET 255D WGB DR ER 27~ L E T,
Config dot1lradio [1]2] 802.11ax disable
Config dot11radio [1]|2] 802.11ac disable
Config dot11radio [1]2] speed ht-mcs m4. mb5.
WGB Tit, Ly —Lb— hORELYHR— FSNET,
«802.11b/g DA, L H I —L— MIKO LI ITHESNET,

configure dotllradio 0 speed legacy-rate
1.0 Allow 1.0 Mb/s rate

11.0 Allow 11.0 Mb/s rate

12.0 Allow 12.0 Mb/s rate

18.0 Allow 18.0 Mb/s rate

2.0 Allow 2.0 Mb/s rate

24.0 Allow 24.0 Mb/s rate

36.0 Allow 36.0 Mb/s rate

48.0 Allow 48.0 Mb/s rate

5.5 Allow 5.5 Mb/s rate

54.0 Allow 54.0 Mb/s rate

6.0 Allow 6.0 Mb/s rate

9.0 Allow 9.0 Mb/s rate

basic-1.0 Require 1.0 Mb/s rate
basic-11.0 Require 11.0 Mb/s rate
basic-12.0 Require 12.0 Mb/s rate
basic-18.0 Require 18.0 Mb/s rate
basic-2.0 Require 2.0 Mb/s rate
basic-24.0 Require 24.0 Mb/s rate
basic-36.0 Require 36.0 Mb/s rate
basic-48.0 Require 48.0 Mb/s rate
basic-5.5 Require 5.5 Mb/s rate
basic-54.0 Require 54.0 Mb/s rate
basic-6.0 Require 6.0 Mb/s rate
basic-9.0 Require 9.0 Mb/s rate
default Set default legacy rates

«802.11a DA, LH Y —L— FMIKDO LI ITHREENE T,
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configure dotllradio [1]|2] speed legacy-rate
12.0 Allow 12.0 Mb/s rate

18.0 Allow 18.0 Mb/s rate
24.0 Allow 24.0 Mb/s rate
36.0 Allow 36.0 Mb/s rate
48.0 Allow 48.0 Mb/s rate
54.0 Allow 54.0 Mb/s rate

6.0 Allow 6.0 Mb/s rate
9.0 Allow 9.0 Mb/s rate

basic-12.0 Require 12.0 Mb/s rate
basic-18.0 Require 18.0 Mb/s rate
basic-24.0 Require 24.0 Mb/s rate
basic-36.0 Require 36.0 Mb/s rate
basic-48.0 Require 48.0 Mb/s rate
basic-54.0 Require 54.0 Mb/s rate

basic-6.0 Require 6.0 Mb/s rate
basic-9.0 Require 9.0 Mb/s rate
default Set default legacy rates

LHY—L— I, 80211 BT L —ALHE 7L —LTHEHENET, WGB LT —L—
MI. APDOL A —L— MZ—ET D, Dl tbinb 200 —sREHELTWDHL
ERHDFET, £ TRVEEICIE., L— FOR—FENFEKNTWGB 7 Y o —3 3 UBER
ENFET,

WGB Tx MCS L — h %4 5 121%. debugwgb dotllrate =~ RaEMHALET, Kz, Z
Davy ROHNOHZRLET,

MAC Tx-Pkts Rx-Pkts Rx-Rate(Mbps) RSSI Tx-Retries

B:F8:02:6E ) 0 HT-20,155,MCSS5, (52) HT-20,15S,MCS5,SGI(57)  -70 )
2:6E 330 HT-20,1SS,MCS5, (52) SS,MCS5,SGI(57) -71

332 3 5,5GI(57) -71 25

327 S,MCS5,SGI(57)  -71 18

330 ,1SS,MCS5,SGI(57)  -70 13

333 -20,1SS ,(52) =71 21

331 -20,1SS,MCS5,(52) -70 16

328 HT-20,1SS,MCS5, (52) -20,1SS,MCS5,SGI(57)  -70 24

HT-20,1SS ,(52) S,MCS5,SGI(57) -70 21

,1SS,MCS5,SGI(57)  -70 22

,1SS,MCS5,SGI(57)  -71 22

S,MCS5,SGI(57) -71 18

18! SGI(57) -71 17

HT-20,1SS,MCS5,SGI(57)  -70 16

2
2
>
2
2
2
2
7
3

BmEEmata~T b

debugwgb dotllrate =~ R ClL, rIvT— ST —% L — MIE#E LT3y 71
WMRFRINET, 77 BARAS U FEBETDHEESITWEB R T —F L— 2RI LT
THHEERTZEICRY, B, MERE. F2idn—I U TOMED T 7Ly 2 — ML
%iﬁ‘o

Device# debug wgb dotll rate

[*03/13/2023 18:00:08.7814] MAC Tx-Pkts Rx-Pkts

Tx-Rate (Mbps) Rx-Rate (Mbps) RSSI SNR Tx-Retries
[*03/13/2023 18:00:08.7814] FC:58:9A:17:C2:51 0 0
HE-20,2SS,MCS6,GI0.8 (154) HE-20,3SS,MCS4,GI0.8 (154) -30 62 0
[*03/13/2023 18:00:09.7818] FC:58:9A:17:C2:51 0 0
HE-20,2SS,MCS6,GI0.8 (154) HE-20,3SS,MCS4,GI0.8 (154) -30 62 0

Z OFITIX, FC:58:9A:17:C2:51 238 AP DM MAC T,
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show interfaces dot11Radio slot-idstatistics =~ > R Cld., VA VYL AEH A L X —T = A AD
FEMZARE AR RS NE T, EZEANT Y b, =T — FR(T. BEWE. T OO
R EOEHRNRAE SN E T, ZOMEHT. RS X —T o ADIRREDER, B ORMBED

FE, VA ¥ L AR DFEERISICEL D £,

Device# show interfaces dotllRadio 1 statistics

DotllRadio Statistics:

DOT11 Statistics

(Cumulative Total/Last 5 Seconds):

RECEIVER TRANSMITTER
Host Rx K Bytes: 965570/0 Host Tx K Bytes: 1611903/0
Unicasts Rx: 379274/0 Unicasts Tx: 2688665/0
Broadcasts Rx: 3166311/0 Broadcasts Tx: 0/0
Beacons Rx: 722130099/1631 Beacons Tx: 367240960/784
Probes Rx: 588627347/2224 Probes Tx: 78934926/80
Multicasts Rx: 3231513/0 Multicasts Tx: 53355/0
Mgmt Packets Rx: 764747086/1769 Mgmt Packets Tx: 446292853/864
Ctrl Frames Rx: 7316214/5 Ctrl Frames Tx: 0/0
RTS received: 0/0 RTS transmitted: 0/0
Duplicate frames: 0/0 CTS not received: 0/0
MIC errors: 0/0 WEP errors: 2279546/0
FCS errors: 0/0 Retries: 896973/0
Key Index errors: 0/0 Tx Failures: 8871/0
Tx Drops: 0/0
Rate Statistics for Radio::
[Legacy]:
6 Mbps:
Rx Packets: 159053/0 Tx Packets: 88650/0
Tx Retries: 2382/0
9 Mbps:
Rx Packets: 43/0 Tx Packets: 23/0
Tx Retries: 71/0
12 Mbps:
Rx Packets: 1/0 Tx Packets: 119/0
Tx Retries: 185/0
18 Mbps:
Rx Packets: 0/0 Tx Packets: 5/0
Tx Retries: 134/0
24 Mbps:
Rx Packets: 235/0 Tx Packets: 20993/0
Tx Retries: 5048/0
36 Mbps:
Rx Packets: 0/0 Tx Packets: 781/0
Tx Retries: 227/0
54 Mbps:
Rx Packets: 133/0 Tx Packets: 9347/0
Tx Retries: 1792/0
[SU]:
MO:
Rx Packets: 7/0 Tx Packets: 0/0
Tx Retries: 6/0
M1:
Rx Packets: 1615/0 Tx Packets: 35035/0
Tx Retries: 3751/0
M2:
Rx Packets: 15277/0 Tx Packets: 133738/0
Tx Retries: 22654/0
M3:
Rx Packets: 10232/0 Tx Packets: 1580/0
Tx Retries: 21271/0

M4 :
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Rx Packets: 218143/0 Tx Packets: 190408/0
Tx Retries: 36444/0

M5
Rx Packets: 399283/0 Tx Packets: 542491/0
Tx Retries: 164048/0

M6
Rx Packets: 3136519/0 Tx Packets: 821537/0
Tx Retries: 329003/0

M7
Rx Packets: 1171128/0 Tx Packets: 303414/0
Tx Retries: 154014/0

Beacons missed: 0-30s 31-60s 61-90s 90s+

2 0 0 0
show wgb dot1l uplink latency =~ > RTiX, 727 EAHRA 2 (AP) ~DYU—7 T )—TF7
Uw¥ (WGB) 7 v 7 7 B DBERGHAFERSNES, 7 L—L08 WGBS AP 121
W DD LIFHZRE L, A Y LAY 7 OMRE & ITER 72 B IE DI DUV TRk
MEIET 201 &K B ET,

AP# show wgb dotll uplink latency

Latency Group Total Packets Total Latency Excellent (0-8) Very Good(8-16) Good (16-32 ms)
Medium (32-64ms) Poor (64-256 ms) Very Poor (256+ ms)

AC_BK 0 0 0 0
0 0 0 0

AC_BE 1840 4243793 1809 10
14 7 0 0

AC VI 0 0 0 0
0 0 0 0

AC_VO 24 54134 24 0
0 0 0 0

show wgb dot11 uplink =<~ > R Tix, 727 ®ARA b (AP) ~DIT—7 T)N—TFT VY v
(WGB) 7 v 7'V v 72T aiEMnFE RSN ET, BET S SSID, BSSID, Fx > */L,
BEEIRE, T—F L — b, BiAEZA 7, BLOT v 7V U VGO AT —Z R 8D
FEAR TR ESNET, ZOEHIE, HEROMRE . AP ~D WGB DU A Y LAY T DR
WESLHET,

AP# show wgb dotll uplink

HE Rates: 1SS:M0-11 2SS:M0O-11

Additional info for client 8C:84:42:92:FF:CF
RSSI: -24

PS : Legacy (Awake)

Tx Rate: 278730 Kbps

Rx Rate: 410220 Kbps

VHT TXMAP: 65530

CCX Ver: 5
Rx Key-Index Errs: 0
mac intf TxData TxUC TxBytes TxFail TxDcrd TxCumRetries MultiRetries
MaxRetriesFail RxData RxBytes RxErr TxRt (Mbps) RxRt (Mbps)
LER PER stats ago
8C:84:42:92:FF:CF wbridgel 1341 1341 184032 0 0 543 96

0 317 33523
27272 0 1.370000
Per TID packet statistics for client 8C:84:42:92:FF:CF
Priority Rx Pkts Tx Pkts Rx(last 5 s) Tx (last 5 s)
0 35 1314 0 8
1 0 0 0 0

0 HE-40,2S8S,MCS6,GI0.8 (309) HE-40,2SS,MCS9,GI0.8 (458)

. Cisco Catalyst IW9167E Heavy Duty 7 7 £ RARA > b ) ) —X1111x 3> T4 F¥aL—>a > HS K



| 7—991—FJyve

Syslog .
2 0 0 0 0
3 0 0 0 0
4 0 0 0 0
5 0 0 0 0
6 182 24 1 0
7 3 3 0 0
Rate Statistics:
Rate-Index Rx-Pkts Tx-Pkts Tx-Retries
0 99 3 0
4 1 1 9
5 21 39 35
6 31 185 64
7 26 124 68
8 28 293 82
9 77 401 151
10 32 140 97
11 2 156 37

Syslog

Syslogld, RIFE X OO OT=DIA X T —F a7~k SN HATckET 57 e b
DO HT Y TT, Syslogld, A XV M AvE—VaFy T F XI5 LICLD%y FU—
I TNA ZADEER EFEEISITIAEH S TWET, Syslog & W9 HEEIL. 207w b=
BAERAZHETHAC, 2077 haLzB AT L5V AT A BTH6bH 0 £,

e 7’ haLH AT Syslogld, VAT LA XL hOBF LTI RIHEH S DR
SN 7m hancd,

e T UAR—R"Ta fhan: BIfE, Syslog ld7 —#{aETUDP E— RDAZHFR— KL

« TRy a7 OIUE  WGB Tdebug 2~ > RBFAMI /> T DEHE, T3y 7 a7n
IVAE Z4LT Syslog F—/"—IZEE SNV E T,

« T 753 FH : WGB )5 Syslog h—N—IZ2fF S vd m 7%, [kernel facility | (25738 S 41,
warning level | CRlékSVE T,

O . N ~ N
AR caAx>y
WGB 7  — /L FIEBDOSES . A Xy baXr 213G 72 EHR (WGB DIREEZ TN » F o

Rx/Tx 72 &) ZNELTHMNL, v 7ERELZRML T, Flu—I 77— BT 50ED
aATXAMERRLET,

probe, auth, assoc, EAP. dhcp. icmp, arp7e &, T XTOE NS > F & A 712%F L TWGB
RN—AT7 4V EEHRETEET, WGB h b —RAEHRE T T DI, ko=~
RZERALET,

#config wgb event trace {enabledisable}
WD AFEIEDA R NI A TR AR—FENTWET,
*Basicevent : WGB DAL~V DIFHRA v &=V DIFE AL Z =L ET,
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« Detail event : EEARA X2k EBIIOT RNy Z LNV A =% 8= LET,
« Traceevent : ANIZ72 > TWDIFA, wgb L —AA X hEfEELET,

sAllevent : FL—AA X b EFEIA RV PRV RV LET,

0y O7 4 —~<y MIROEFLY TH, [timestamp] module:level <event log string>

FLH 7RISR A LT 5B, RO show 2~ R&fH LT, eventlog A vt —T% AE Y
WCFHTH T TEET, Z0a~vr RTHE, WGB ¥ 7 bR RINET,

#show wgb event [basic|detail[tracelall]
iz, show wgb event all D H 1%~ L £7,

APCOF8.7FE5.F3CO#show wgb event all
[*08/16/2023 08:18:25.167578] UP EVT:4 R1 IFC:58:9A:17:B3:E7] parent rssi: -42 threshold:
-70
[*08/16/2023 08:18:25.329223] UP _EVT:
[*08/16/2023 08:18:25.329539] UP EVT:
[*08/16/2023 08:18:25.330002] UP_DRV:
[*08/16/2023 08:18:25.629405] UP_DRV:
[*08/16/2023 08:18:25.736718] UP_CFG:
[*08/16/2023 08:18:25.989936] UP_CFG:
[*08/16/2023 08:18:25.996692] UP_CFG:
[*08/16/2023 08:18:26.003904] UP_DRV:
[*08/16/2023 08:18:26.872086] UP EVT:
[*08/16/2023 08:18:26.872096] UP EVT:
[*08/16/2023 08:18:26.872100] SC MST:
[*08/16/2023 08:18:26.872104] UP EVT:
[*08/16/2023 08:18:26.872123] UP _EVT:
[*08/16/2023 08:18:26.872514] UP EVT:
[*08/16/2023 08:18:26.8727091 SC_MST:
[*08/16/2023 08:18:26.884054] UP EVT:

R1 State CONNECTED to SCAN START
R1 State SCAN START to STOPPED

R1 WGB UPLINK mode stopped

R1 Delete client FC:58:9A:17:B3:E7
R1 configured for standard: 7

R1 band 1 current power level: 1
R1 band 1 set tx power level: 1

R1 WGB uplink mode started

Reset aux scan

Pause aux scan on slot 2

R2 reset uplink scan state to idle
Aux bring down vap - scan

Aux bring up vap - serv

R1 State STOPPED to SCAN START

R1 Uplink Scan Started.

R1 CH event 149

SR O O O NN N T R e SN

\}

GE)

showwgbevent =~ > NiE, 2oV — /W ABRERREND E TR DN 5E503H 0 %
T, CutC A L CTH A Z T L TH, AEY ~Or 7 XU AT ELEE A,

WD clear 2~ Kk, AEUDWGB A X haEELET,

#clear wgb event [basic|detail|tracelall]

FTRTDOARY  al % WGB 77 v 2 |- FT DI, koa~y RE#EHLET,
#copy event-logging flash

N lr—=UT 7 AL, a7 LoV B 4 SDERIOw 77 7 A VTS IVE T,
Woa<wy REFHALT, /Xy hala)E— MM—N_—llRFTIHIEHLTETET,
#copy event-logging upload <tftp | sftp|scp>://A.B.C.D[/dir] [ /filenametar.gz]

Wiz, A X haZ % TFTP b — =R FT 50 &2 R L ET,

APCOF8.7FE5.F3CO#copy event-logging upload
tftp://192.168.100.100/tftpuser/evtlog-2023-05-31_11:45:49.tar.gz

Starting upload of WGB config

tftp://192.168.100.100/tftpuser/evtlog-2023-05-31 11:45:49.tar.gz ...
It may take a few seconds. If longer, please cancel command, check network and try again.
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FHAFHHHH A AR HF A AR HH AR H AR H A A A 4 100. 0%
Config upload completed.

\)

(¥)  —5. copy event-logging upload <tftp | sftp|scp>://A.B.C.D[/dir] [/filenametar.gz] =~ >/
RigglefisR—braSNFET, UIW U U —217.17.1 LIBETIZ, LA RO transfer 2~ > K%
LT, KV UENRZEE RG22 2 L2 MR L £,

A b 7“%141%16;(}“%%@“5 LIOIZWGBTY ®— h— =7 a hay A7 (TFTP
F 7215 SFTP) #RET DML, LLTFTDOHX A7 ZFHLEI,

- transfer upload mode(ftp |tftp} =~ FZEEH L T, m7HEEO 7w F a2 /L 2R L E
R

Device#transfer upload mode sftp

SFTP %9 %A%, transfer upload username username passwor d password % L
T, 2P —Z L RXRT—FERELET,

Device#transfer upload username Cisco password Ciscol23

transfer upload server-ip remote-server-ip #fliHH L T, VE— R — =D P T FL 2%
ELET,

Device#transfer upload server-ip 192.168.71.11

(A7 a>) transfer upload server-ip remote-server-ip path remote-server-path % L
T, VE—FM—N—D2AZFELET,

Device#transfer upload server-ip 192.168.71.11 path /upload/wgb

A

(B LRROBIREENT, 7 A0 Y B — %L XFEA
T,

transfer uploadstart =~ > R LT, /X haZZUEL, UE— Mh— —[T#A
ELET,
Device#transfer upload start
VE—M—NR—0REINDE, TARIUTOT — X ZWEL L OHERE L ET,
« TNNA AL, EENSEANELTaT 7y ANVENELET,
esyslog 77 A NVENEEL T, VAT LDAXR NET 7T 487 4 ZEERLET,

cWGB E7-1ZuWGB DE[TaA L 7 4 X2l —a VNBRIEDNAY I T v 7O DIC TG X
nEJ,

RO ) & MBI, RN R ORMEERET DI S ET,

e VAT AL A VU T U NEBMIT AT OIS, AR haX LU ST — A RNEEINE
j—o
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802.11v #4gE

802.11v X, VA YL ARy NU— 7 EHOEEL T,
e Iy NI = XM —I U T EHMI LTI 747 > b OB % faib L.
CTTAT U NTNRARIHA T AT D LTI IAT v FOAR D EE L,
EHTL—LALFIEOKEILY, VATV L AMREL N ESEET,
802.11v 1%, IEEE 802.11 7 7 X U @ Wi-Fi BEEHKICE ENTWET, *vy MU — 7 S4RM
n—I VTR EOHENEENTWET, ZOMEEIZEIY, XYy NYV—T A VT TFANTY
Fx¥ (VAX LRI va—FRE) WIIA4T 2 " eX0#EY T 78 AKRA L (AP)
BB CTX D720, BEENIR S, Xy b T —27 2IROEN M ELET,
802.11v DY R— kIZkB0—3 25 DHEELIR

T—27 Z—7F7Y ¥ (WGB) T802.11vDHR— FBEINT2 > TWHIEA . Bk
AP EHRIZ IS W THE 72 AP 2 WGB D EEBIMIGERIR TE 5 L H (2952 LT, e—I 7N
ik S EJ,

« WGB T, BIFNICEF SN Y A b bEEE R AP ~Ou— 3 v 7 ZFEMAIZBRLE T
%\iﬁ—o

s EHINCTF = 7T HZE T, WGBRE OO CIEEMRITHAP T — 2 3L, n—=3
VT HICERERIREERITZD L O £,

HEEAXS—EXty FBITERIL—LA

HEAY—r 2ty b (BSS) BITER T L—AIZiL., EBAPOF ¥ o RVIERPEENE T,
EB'E I NODOREINTZT v RVITHIRT 2 &, HEOT v o 2NV EMEATIRETO
07— 3 7 OB RIEISEAD L ET,

WLCZERALTAPDY 547 2 b EDEERMITEHERT D

TJA¥LALAN 2> hu—F (WLC) (%. AP DAL, ZEEEMmEFR T (RSS) . F—X
L— Fp EFOBERIZESNT, 7747 2 MOBEEMTEZMBETEET, EHERRA » MIK
DEBYTT,

« WLC I%. BSSBATEMER 7 L —2 % LT, 72 Ll - =BT RISV T 802.11v
K7 T AT v MBI TE £7,

« METRERMFINICZ FA4 T FERID AP & OFEHE T S TE 2o 72354, BT
FHRBRN AT I NE T,
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WHEIEED

EEERE—

worzosz [

ZDMDSEIER

BHLE X WLC T disassociation-imminent % E = H NI T E9, AT H &, BSSHITEH
ERTIL—LHNOF TS ar T 4=V KRBT IT 4 7220 £,

WLC T®? 802.11v i% E DFEMIZ DUV TIL,  [Cisco Catalyst 9800 Series Wireless Controller Software
Configuration Guide] #ZM L T 7E S0y,

= —
ax A&

MhEREE— NX, m—I 7 MREom Eae HAC, WGB ik 2 (5GHz) CTEAHFME—
RELIFNAY FAETZE— FOWTNNIRETEET, m—I U I2brEh D &, WGBIE,

EB'T—TNAEBB L CTHRERB AP 2B LE T, EEHT— 7T, 2.4 GHz DA ITER
O F7- TR 4, 5 GHz OB A TR 1 £/ 3B 4 2R L CEF SN ET,

« EEHFT— FORYE

« EEHEHE— RORE

« EEHET— OB 4

c fiBhELE N 47— RORE

o F o 7 VIR WGB 1T X A a— 3 v DO L

~
EEEHE— NI, VA VLA TIZERARAL Y FOEEE—FD 1 >TT,
o A OBEGE R 2 B3N L,

c VA YU AREZMEANICER L T, Xy MU —2MRE. T RET A ZZET S
T—ZaNEL,

c Fr XN R MRERMBREDEENT A—FORELWRIZLET,

Ay b2 OEERENERTEHT— FICRESNTWEEA, Ary b1 (5G) ORI
T w7V ELGRRENET, Ay b2 (5G) OESBEIX, Ty xR MIKES
WTCRRE &7z SSID ke iIC ERE L ET, 7 740 M TiE, Fr ozl 2 M2E, A
FIRAA NTHESE) FR=-FENTVDBTRTOSGF ¥ o FANEGENET, EHI A b
IXTFETHRET DI ENAHRET, 802.1lv nHFETHZ LT £,

o—I VIR ENS L, T AN L S TERET - NV THEMGPBEI L. T—T
WZETRTIUTERBEMIIA Xy 7SN E T, £O%., WGB IHBIR S 7= sl AP (2B EAf
TohE,
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B zzzmz—+

EEERE—

ke

I=990L—=FITuvT |

A0y 2 OWHENERFHET— NICRESNTWDIHA, Aay b1 (5G) ORI
W7y TV ELTGEBRENNET, Ary b2 (5G) SEIL, Fr oY & MIHESN
TRE ST SSID ZfkimcER LET, T 74/ b T, Froxn U A Max,  Gi
RAAL ANZHKSE) PR—FENTVETRTOSGTF ¥ rAngEhnEd, £&5Y A ME
FETHRTTHIED, 802.1vICk o CEHESER LB TEET,

BRI IR IND & TAAY AN Ko TERT — 7 NV THEMPBRRI L. T—7 L

Nze

ECRITIVUREREBEIIAT vy 7ENE T, FO%., WGB B DOFEM AP & OBEfTHT %

TWET,

EEHEHE—FORE
ERHEHET— FE2RET ST, configuredot11Radio 2 modescan only =t~ > K& H L %

‘@40

Device#configure dotllRadio 2 mode scan only

FroR)LY R COFEETE

F ¥ Y A MTTF ¥ V& FHTEINT SI21E, configure wgb mobile station interface
dot11Radio 1 scan <channel>add =~ > R&fEH L £,

Device#configure wgb mobile station interface dotllRadio 1 scan <channel> [add|delete]

\}

=)

Fx¥ RN R INLT ¥ oV FE)THIBRT 5121, configurewgb mobilestation interface
dot11Radio 1 scan <channel> delete =~ > R&fH L £,

EBET—ITINLEAX—DEKRTE

XA ~—%EET HI21%, configurewgb scan radio 2 timeout1500 =~ > &M H L £,
7 v N TIE, EET — VO AP =2 b U X 1200 X VB THBINIC M@énifo

Device#configure wgb scan radio 2 timeout 1500

\}

GE)

s EEEFITT D AP OFHAMRIZ 1 ~ 5000 T9,

s AP L, EET—T N5 RSSIER KR L EVVEMEZ RN L $9, 7272 L. RSSIEEH
ENRNZENHY, FERE LT =V IIRERTAEENH T,

EET—TILORER
EET =T N EMERT 512X, showwgbscan =~ > F&EMH L £,

Device#show wgb scan
Best AP expire time: 5000 ms
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EBEERE—

srgpE—romsis ]

************[ AP LiSt ]***************

BSSID RSSI CHANNEL Time
FC:58:9A:15:E2:4F 84 136 1531
FC:58:9A:15:DE:4F 37 136 41
***********[ Best AP ]****************
BSSID RSSI CHANNEL Time
FC:58:9A:15:DE:4F 37 136 41

D FEHR T 4

Cisco IOS-XE 17.15.1 U UV — A L W fijiL, M2 (5GHz) OAZEEFICHRETEE L,
Cisco IOS-XE 17.15.1 U VU — A LIk, 44 4 (IW9167E AP) ZEBHEHET— N CRETE F
K

MR 4 121X, ITOREZET T 08H 0 £9,
*24GHz B X5 GHz O EHI NG T — X 2B ETHDDOEET 7T 1,

*2.4GHz, 5GHz, B X6 GHzD AWEHILN T — X 25T 2T DDZET T )2
H,

N

GE)

HERRAE 2 & BERREE 4 O 7 AR EAREEEICER L CTHERINC 2 > TV DA, WGB I MG

4 ZERICHERA L, B2 I13FET 7T 4 70 £,

BRI ZERERET-—FELTHATSFAIR

« WGB O EEB L Ve —=3 7 T, 24GHz & 5 GHz O HFOFERHRIE D R— S
NHEHITn FE LI,

« EAMERI S — C AR L T T TR AT S0, T T T Y —REHKTE
iﬁ‘o

)

GE)

n— 3 2 PEREIR, BERREE 2 T WGB B EBTHEEE & R U L~V TZ R E T,

EBEEAE—FICOVWTOEBE 2 S BRI DOLE

EEDYHR—+ #IRHE 2 (5 GH) iR 4 (ERHBERE)
2.4 GHz FERFIES A

5 GHz % PIIIN

EAEHHE—F KFIE PPN

Ef NV RET7E—FR PIIIN FHesthia
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EFEBEDYR— 4B 2 (5GHz) HEARHL 4 (EREBEERE)
WBHEERT T F OEM: REIANL v IPDEANRN— | EEHEGEL. — 2 E

T4 ZFHATHICE, BN |BEOT T FEEH L E
T TR E T, R
ERBHUERB LY —ERERBMOERYY T
= BN AR H—E R B
2.4 GHz 1% 7T
5 GHz fxi% 77T 4
2.4 GHz %15 TYTF2
TrTT3
5GHz %18 TTF3
7T

BIGKIDEEERE—F~DHE

HEREE 4 2 EAHFHE— FTEMET 5 L 9 ITRE
#config wgb aux-radio scan
HERE 4 OEEFHE— FEHEHICT I

#config wgb aux-radio disable

ey ff‘?*ﬁz 4 %E%FH:E I" O)DQEO)EEDIC\

i, oa<wr REFEHRLET,

E. ROa~xr FeERLET,

AR 4 NEAFEME— N THD Z L 2MRT DIE, ROoa~vr FeERLET,

#show running-config

AP Name : APFC58.9A16.E538
AP Mode : WorkGroupBridge
CDP State : Enabled
Watchdog monitoring : Enabled

SSH State : Enabled

AP Username : cisco

Session Timeout : 300

WGB Trace : Disabled

Syslog Host : 0.0.0.0

Radio and WLAN-Profile Mapping

Radio ID Radio Mode SSID-Profile SSID
1 WGB wyj-open wyj-open
2 SCAN wyj-open wyj-open

Radio Configurations

Authentication
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HEEEN\Y

woEa Y 47— ronz [

Radio Id : 2
Admin state : ENABLED
Mode : SCAN - Handoff
Spatial Stream : AUTO
Guard Interval 800 ns
Dotll type : llax
11v BSS-Neighbor : Disabled
A-MPDU priority : 0x3f
A-MPDU subframe number : 255
RTS Protection : 2347 (default)
Rx-SOP Threshold : AUTO
Radio profile : NA
Radio Id : 4 (Aux Radio)
Admin state : ENABLED
Mode : SCAN

RD show 2~ RTERIND EERERE .

#show wgb scan

Aux Scanning Configure:
Radio Id: 1
Admin State: ENABLED
Mode: WGB
Radio Id: 2
Admin State: ENABLED
Mode: SCAN - Handoff

Radio Id: 4 (Aux Radio)

Admin State: ENABLED
Mode: SCAN
Best AP expire time: 5000 ms

Aux Scanning State: RUNNING

Aux Scanning Radio Results (Radio 4)
************[ AP LlSt] *khkkkkkkkkhkkkkkkk

BSSID RSSI CHANNEL Time
C8:84:A1:D9:B6:8E 35 149 2914
***********[ Best AP]****************
BSSID RSSI CHANNEL Time
C8:84:A1:D9:B6:8E 35 149 2914
Aux Serving Radio Results (Radiol)
************[ AP List]***************
BSSID RSSI CHANNEL Time
C8:84:A1:D0:A3:8E 18 36 4
***********[ Best AP]****************
BSSID RSSI CHANNEL Time
C8:84:A1:D0:A3:8E 18 36 5

FA 7 E— FDETE

A1y b2 DN AN RAT7E— RIZRESNTWDHEGE, MR 1 & B 2 O 5 23
Ty TV OFEMETRD ET, —HOBBENR T A YL AT v T BHERF LTV D[]
W2 b9~ HOERENT v o XV OEELZMELET, EEY A ML, FEICTRETLHI L
B 802 1IVIC K- THEHEEL L TEET,

HERREE 2 (THERREE 1 LR C MAC 7 RLAZILAE L, EAME, 7Y vz—var, BID
T—HpikEYR—MLET, EHOLOERES | [serving] ¥ 7213 [scanning] © —/L TEIET
TFET, eIV IDBHBEND E, TAIY AAZL > TERT —FX—A (NFDFE) »
FRER S AU, B 22 sl AP 238 IR L CHH S L SNV E T, B Or— L v T T 0 v
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B #oez o rroz—romE

E, =3I 0%iZAr Yy M EAr Yy F2OM TEIRIZEIY bV £, WGBIXFIZ,
[scanning] 2 —/L CHEIWE L TW A IR A A LT, SILWAP~DE—IF T VI o—g
VEFETLET, ZOREICEID, n—3 R Z 20 ~ 50 2 U BlcEETE £,

ROEXTIE, SEIERAD=ALTOR = THEREHE G F v o2V O5E) L

E 3

O—3 U BREER | BEOF Y URILRE | #EMEEOH WEEENY RA D
A (40+20)*3=180 X U |0+40 I U R 0V

TV I—a 30~80 XU 30~80 XU 20~50 2 U
At ~210 2 VR 70 ~ 120 2 VR 20~50 2 U

WGB A1 v b 2 OEFHEAZ B EET— FICHRET AL, koa<wr FeaRALET,

# configure dot11Radio 2 mode scan handoff

showrun 2=~ FEFEHL T, REEZMRALET,

#show run

Radio Id : 1

Admin state : ENABLED

Mode : WGB

Spatial Stream : 1

Guard Interval : 800 ns

Dotll type : 1ln

11lv BSS-Neighbor : Disabled

A-MPDU priority : 0x3f

A-MPDU subframe number : 12

RTS Protection : 2347 (default)

Rx-SOP Threshold : AUTO

Radio profile : Default

Encryption mode : AES128
Radio Id )

Admin state : ENABLED

Mode : SCAN - Handoff

Spatial Stream : 1

Guard Interval : 800 ns

Dotll type : 1ln

11lv BSS-Neighbor : Disabled

A-MPDU priority : 0x3f

A-MPDU subframe number : 12

RTS Protection : 2347 (default)

Rx-SOP Threshold : AUTO

Radio profile : Default
KRG OBIED 1 — /L EBEEDOR R A2 FRT 5121%, showwgb scan 2~ > RZHEH L
£

APFC58.9A15.C808#show wgb scan
Best AP expire time: 2500 ms

Aux Scanning Radio Results (slot 2)
************[ AP LlSt ]***************

BSSID RSSI CHANNEL Time
FC:58:9A:15:DE:4E 54 153 57
FC:58:9A:15:E2:4E 71 153 64
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***********[ Best AP ]****************

BSSID RSSI CHANNEL Time
FC:58:9A:15:DE:4E 54 153 57

Aux Serving Radio Results
************[ AP LlSt ]***************

BSSID RSSI CHANNEL Time
FC:58:9A:15:DE:4E 58 153 57
FC:58:9A:15:E2:4E 75 153 133

***********[ Best AP ]****************

BSSID RSSI CHANNEL Time
FC:58:9A:15:DE:4E 58 153 57

TaAT7ILEBREWGEB IZL50—S U JDemxHEk

Cisco I0OS-XE 17.15.1 U U — AL, T = 7 IOVIEBHEHER DT A 2D v — 2 > 7350 |k
LELE, BE—a 7 b—AaWNEE L TCRET D037y NOFRITRIEN LRICETH 2 &
T, B—I VIR ESNET, 2 OHOMBREIC LY, WGB ITEREBREZ/RIT L., L
A AP DEBERYEEWRTEXET, 2072 2L, y—ERDOX T B A LADERE
EhET,

A—I VT DNRELELBDHER

0= TOA Ry R TR EINET,

cLowRSSI: AP R EDT A YL AT NN, APMEGHOZETHESI L~V EZHIELET,
RSSIfEZfi-TCU A VY L ABERONEZHHI L, VS VYL ARy NU—FZDNT TV
va— b EEEbEITVET,

» Beacon miss-count : 7 7 A TV T NA ANT A YL AFy MU= ND AP )5 HRE T
ZETERPomE—ary 7L —2E R LET,

« Maximum packet retries : 7 7 A 7 2 M TN, APRFEGRILE ZFE LRWGEAIZ, T —F
7y M BRET LR EREFREL £,

T T IVERIERE
T o T VIERERERIZ 35 T TWI167E AP CHIBEZRRXE TR D L BV TT,
717 LR AP

2.4 GHz BERRH 0+ SRR 4 (RN BERRAK) | TWOL67E

5 GHz MERRFE 1 + e 2 GEEFHAE— 1)
5 GHz ME#-F% 1 + Rk 2 (MiBhEE N> M4
7E— RN)

5 GHz MEHRR 1 + ik 4 (5 4l B S )
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B o.oconar

L 1 ¥ 2NAT

11 (1:1) VAFP2NATIZXE Y, EEDORTY 7 IPT RLVREMIFOT 74 X—KFIPT
FLRA (Y RFEAL R) ICEID Y THENTEET, ZOBECLD, =0 RF AL AT
NIV oI Xy U= LBIETELH912720 F£9,

LAY 2NAT 1Z. RO 2 >OLEHF A HEFRF L E 9,

c TTANR=IMONRT Y v T SOV TRy NEH

e RXT U I MNETTANR— b ~DY Ty NEH
ta—vwrvir A —Tx4 X (HMI) uRy M EoOEERERMTIZ. £< 054,
TRTCOSVVNCRIL T 77— 7 =T N7 7T LhENET, TOME, HEOFT 4 ATHE

BWTAIPT RLANKELET, LA V2NATIEZ, EET AT ITAX—FIPT RLAZEE
ENTETNRAANNRT ) v I 3y NI =7 L@ETERLHITTHI LT, ZORMEEMILL

E3
Zone Level view of Machines s Lovel Do
Connecting all Machines
L3 Gateway for 10.0.0.x subnet
—
001

| Machines 4 B B o B
L e B N ~
;‘ iHMI i i ﬁHMI : i L'EIJI HMI i

RARIP7 KLAZEHDETEH

IO Y ATIEH, WGB ISz K7 747 8 (172.16.1.36) (X, ¥—Fv=A
WZHEfE S 7o —8— (192.168.150.56) LBfE T 24BN H D £9, LA ¥ 2NAT I, SMIl
F v hU—27 (192.168.150.36) LD K7 T4 T FOT RLAERNfIR Y hU—7
(172.16.1.56) FEDOH—_R—DT7 KL 2 &ML £3,

. Cisco Catalyst IW9167E Heavy Duty 7 7 £ RARA > b ) ) —X1111x 3> T4 F¥aL—>a > HS K



| 7—991—FJyve

w2 kp7 rLzzmrnzEs [

inside

192.168.150.56 GW 192.168.150.1 172.16.1.36

L 4 7 2 NAT D% EHI

LA ¥ 2NAT OFEHI7ZRRREB 2 LLFIR LEd, HAOo R0 TR SHAMAl 25k L.
O211% TAMAS BRI ZE R L £,

Device# show 12nat config

L2NAT Configuration are:

Status: enabled
Default Vlan: 0
The Number of L2nat Rules: 4

Dir Inside Outside Vlan
021 172.16.1.56 192.168.150.56 0
I20 172.16.1.36 192.168.150.36 0
I20 172.16.1.255 192.168.150.255 0
I20 172.16.1.1 192.168.150.1 0

L 4 47 2 NAT JL— LD
LA ¥ 2NAT L— LD Z L TFICR LET,

Device# show 12nat rule

Dir Inside Outside Vlan
021 172.16.1.56 192.168.150.56 0
120 172.16.1.36 192.168.150.36 0
120 172.16.1.255 192.168.150.255 0
I20 172.16.1.1 192.168.150.1 0

LAY 2NAT T > 1) D4
HWEDLAVY2NAT = b Y OB Z LI TSR LET,

Device# show l2nat entry

Direction Original Substitute Age Reversed
inside-to-outside 172.16.1.36@Q0 192.168.150. 36@0 -1 false
inside-to-outside 172.16.1.56@0 192.168.150. 56@0 -1 true
inside-to-outside 172.16.1.1@0 192.168.150. 1@0 -1 false
inside-to-outside 172.16.1.255Q0 192.168.150. 2550 -1 false
outside-to-inside 192.168.150.36Q0 172.16.1.36@0 -1 true
outside-to-inside 192.168.150.56Q0 172.16.1.56@0 -1 false
outside-to-inside 192.168.150.1@0 172.16.1.1@0 -1 true
outside-to-inside 192.168.150.255@0 172.16.1.255@0 -1 true

WGB H#RY 54 7 > LD
TV PRI LIZWGBEHMZ 74T hOFIEZLLFIRLET,
LA ¥ 2 NAT OAZMLET
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Device# show wgb bridge
***Client ip table entries***

mac vap port vlan_ id seen_ip confirm ago fast brg
B8:AE:ED:7E:46:EB 0 wired0 0 172.16.1.36 0.360000 true
24:16:1B:F8:05:0F 0 wbridgel 0 0.0.0.0 3420.560000 true
LA ¥ 2NAT OF b -

Device# show wgb bridge
***Client ip table entries***

mac vap port vlan id seen_ip confirm ago fast brg
B8:AE:ED:7E:46:EB 0 wiredO 0 192.168.150.36 0.440000 true
24:16:1B:F8:05:0F 0 wbridgel 0 0.0.0.0 3502.220000 true

)

GE) NATOHEMRZ 74T N CTEE N7 7 4 v 7 ORBENREAE L2854 1X. cear wgb client single
g REMBHLT, 2947 M7 nbw 2 2B TE 7,

LA 4 2NAT /4y R EHBEETOH]
LA ¥ 2NAT /N7 NEHRH OB Z LTI LET,

Device# show 12nat stats

Direction Original Substitute ARP IP ICMP UDP TCP
inside-to-outside 172.16.1.1Q@2660 192.168.150.1@2660 1 4 4 0 0
inside-to-outside 172.16.1.36Q@2660 192.168.150.36@2660 3 129 32 90 1
inside-to-outside 172.16.1.56Q@2660 192.168.150.56@2660 2 114 28 85 1
inside-to-outside 172.16.1.255@2660 192.168.150.2556@2660 O 0 0 0 0
outside-to-inside 192.168.150.10@2660 172.16.1.10@2660 1 4 4 0 0
outside-to-inside 192.168.150.360@2660 172.16.1.3602660 3 39 38 0 1
outside-to-inside 192.168.150.560@2660 172.16.1.560@2660 2 35 34 0 1
outside-to-inside 192.168.150.255@2660 172.16.1.255@2660 0 0 0 0 0

\)

GE) #EFHE2VEy DI, dear I2nat stats =~ > R&EFEHLET,

2y D=9 7 FLRAEEBOEEESI

ZDOUF VA TIE, VAV 2NAT IE, 172.16.1.024 7%~ FARNORMIT LA %
192.168.150.024 7 x> "NDOT KL AIZEH L, BEPIZRXY NT—T VT 4 v 7 AD
HrBEEHz 9, FA My MIZEFINETA,

inside

192.168.150.56 GW 192.168.150.1 172.16.1.36

ZOVFIVATHERATHavr Fidko EBY T,

Device# configure 12nat add inside from network 172.16.1.0 to 192.168.150.0 255.255.255.0
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4 =4y bR—rors 74 TvAN ]

A4A—Yxy fiRk— D RA T 14 7 VLAN

— 72T — 7 T N—T TV v (WGB) ERETIE, B—0OFMY 747 B WGBA —
Fv MNR— NMIEE#ERSNE T, TOD, A7 74T N T77 4 v 7%, WGB FH
VLAN & Al U VLAN BIZFET D MERH Y T, AR FA T N NTF7 74 7 % WGBHE
PLVLAN DAL O VLAN ICBRLE T D LE R H D551, A — Ry hAR— M TxXRA T 1 7 VLAN
EERELET,

| o

BE A—HFy M= LDFXAT 7 VLANID OFETIVR— FENFEHA, @WHOA —
Xy FAR—FBFECRAT 47 VLAN REZ LA L ET,

A

EE WGB 7 R— Xy X NEXUINEHT, B—DFMR Ny T2 747 FR WGB A —H
Xy M= MIBEHEER L TWDEE, A V7 7A N7 7Fx O i (DS) Mlor 747 v
Ny T 7T 47T 2 FOEHTWGBIZ ping & FITTE 70 &0 ) RIED AT 5 Al Hetk
NHY iﬁ‘o IE]JEE%E L TC. configure wgb ethport native-vlan enable ¥ )/ K& configure
wgb ethport native-vianid X 2~ RZBIMTHRELET (X 1X WGB EH VLAN L [F T
VLAN)

R & MeRB T 5 121E,. show wgb ethport config & 7213 show running-config =~ > K&l L %
ﬁ—o

BREIEO7A4)I)L

REBIE T 7 7 7 A VT, 1oT 77U r—3 a3 NSRRI R ZRKIERIE & Quality of Service (QoS) @
B A 729 & D ICIEEE802.11 * v U — 7 i b3 5% E T3, IEEE802.11 > RV —
0%, BIEZIS L QoS ZHERT HA D= A L& RMT 52 LT, 0T 7 U r—arndkE
BUIA R RBREE 2RI LET, ZHODOBEEZEMRT 2I12IE, LT OMRENEETY,

» Enhanced Distributed Channel Access (EDCA) : EDCA /XT A —# %, EFBLOET AR
MU =LY, BEOHBLZZTRPTWN T T4 v I DIAT VL AF v U RILT 7 A
BN 2T, —BE L7z QoS HRExFEH L £,

* Aggregated MAC Protocol Data Unit (AMPDU) : 2D A B =ANE, HEOT—4% 71—
LEMHBEPET I ODEreE L, ==~y FZHE L TOFERL2m ESEET,

« Ny NERAT (ERORIEIIFFEENT)  BRITA =X LE, Ry N —7 ORPUC
JEUT, 87y B EERINT y ROWTNEFREET L2 LICRY, EFRT—4
FlfE 2 =B L £,

INHOBREIL, VA P L ABRE CTORELE S B QoS Z ML T HI0TT NA ABLRT 7V
r—a rORMEESIICHR—RMNLET,
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B wcB o (optimized-Videol EDCA 701 7 7 £ L

ks
filt

WGB O [Optimized-Video] EDCA 001 7 7 4 JLDEXTE

BT A O — R — AT SN TARBIE T 1 7 7 A LV ERET DI, kO~ Rafl
MALET,

#configure dot11Radio <radio_slot_id> profile optimized-video {enable | disable}
RIEZ MR T DI1iE, Woa~r FeEHLET,

WGBl#show controllers dotllRadio 1
EDCA profile: optimized-video
EDCA in use

AC Type CwMin CwMax Aifs Txop ACM
ACBE L 4101100

ACBK L 610 11 00

AC VI L 3422940

ACVOL 2 31470

Packet parameters in use

wbridgel A-MPDU Priority 0: Enabled
wbridgel A-MPDU Priority 1: Enabled
wbridgel A-MPDU Priority 2: Enabled
wbridgel A-MPDU Priority 3: Enabled
wbridgel A-MPDU Priority 4: Disabled
wbridgel A-MPDU Priority 5: Disabled
wbridgel A-MPDU Priority 6: Disabled
wbridgel A-MPDU Priority 7: Disabled

wbridgel A-MPDU subframe number: 3
wbridgel Packet retries drop threshold: 16

WGB ) [Optimized-Automation] EDCA 7’0 7 7 1 JLDE&XE

HEMbD 22— — R SN RBE T 1 7 7 A V2R ET HI2IE, RO~ Rafl
MALET,

#configure dot11Radio <radio_slot_id> profile optimized-automation {enable | disable}
RELXMERT DI, WOa~v FEEHLET,

WGBl#show controllers dotllRadio 1
EDCA profile: optimized-automation
EDCA in use

AC Type CwMin CwMax Aifs Txop ACM
AC BE L 7 10 12 0 O

AC BK L 8 10 12 0 0
ACVIL77300
ACVOL 33100

wbridgel A-MPDU Priority 0: Enabled
wbridgel A-MPDU Priority 1: Enabled
wbridgel A-MPDU Priority 2: Enabled
wbridgel A-MPDU Priority 3: Enabled
wbridgel A-MPDU Priority 4: Disabled
wbridgel A-MPDU Priority 5: Disabled
wbridgel A-MPDU Priority 6: Disabled
wbridgel A-MPDU Priority 7: Disabled
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WGB O [customized-wmm] EDCA 707 7 4 JLDEETE .

wbridgel A-MPDU subframe number: 3
wbridgel Packet retries drop threshold: 16

WGB @) [customized-wmm] EDCA 70 7 7 1 JLDETFE

HAZ<wA RENTZ Wi-Fi vV TF AT 47 (WMM) 7277 A )LERETHITIL, kOoa<
v REFEAHLET,

#configure dot11Radio <radio_slot_id> profile customized-wmm {enable| disable}

NABRAAXASNIEWMM 7 07 7 A N T A= B ET HIIE, ROa~y FaffifLE
bd‘o

#configuredot11Radio {0|1|2} wmm {be|vi|vo| bk} {cwmin <cwmin_num> | cwmax <cwmax_num>
| aifs<aifs_num> | txoplimit <txoplimit_num>}

INT A —HDFH :
ebe : XA MTZTF— MILNT T 4y 7 F2— (CSOFBLUCSI) .
sbk: NI 7T R NI T 47 Fa— (CSIBLUVCS2) .
Vi: ETART T 4 v Fa— (CS4BLVCSS) .
vo: BER NI T4 v Fa— (CS6 BLNCST) o
caifs 1 PAET7 L— A A= <1l ~ 15> ()7 : A1y EEHE)
cewmin: AT g Y 4 RUKN, <0~ 15>2-1 (B 2wy RF#E)
ccwmax : I T a4 RUEK, <0~ 15>2%-1 (BAL : 2w NEREH)

« txoplimit : EEHESIFM, <0 ~ 255> DHH (AL : 32~ A 7 1 fh)

WGB TOIEEETA T 71 ILDKRTE

WGB TIREIET 1 7 7 A LR ET D2, ROa~xy FeffLET,

AP# configuredot11Radio <radio_slot_id> profile low-latency [ampdu <length>] [sifs-burst {enable
| disable}] [rts-cts {enable| disable}] [non-aggr <length>] [aggr <length>]

iot-low-latency 7' &2 7 7 A /LD EDCA DFfAl72 /3T A —F ZFKRm T 2I121L, RO a~ v Rafl
HALET,

#show controllers dotllRadio 1 | beg EDCA
EDCA config
L: Local C:Cell A:Adaptive EDCA params

AC Type CwMin CwMax Aifs Txop ACM

AC BE L 4 6 11 0 0
AC BK L 6 10 11 0
AC VI L 3 4 1 0 0
AC VO L 0 2 0 0o 1
AC BE c 4 10 11 0 0
AC BK c 6 10 11 0 0
AC VI c 3 4 2 94 0
AC_VO c 2 3 147 1
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B - ro—ScuzmmLEEDCA S A~ 08T

> +A—35 GUI ZfEA L1 EDCA /X5 A — 3 DEXTE
FIR

AT w71 [Configuration]>[Radio Configuration] > [Parameters] Z 3R L £9°, Z D X—T % H L T, 6GHz, 5GHz.
P LUV 24 GHz BHFIED 70—\ RT A= Z ZRIETEET,
GE)
AR Y NT— I BERPCR > TWDGEE, NIA—FEREELIIEETHZ LI TEETA, FfTT
% HEIZ, [Configuration] > [Radio Configurations] > [Network] ~X— 3 TR RU—27 A7 — X A& M5HIZ LT
<TEEW,

AT 72 [EDCA Parameters] ¥ 7 5 . C, [EDCA Profile] K2 v 7% 7> U A R EDCA 7' 7 7 A VAR L
%9, Enhanced Distributed Channel Access (EDCA; JEIERI/HCT ¥ RV 77 B R) NI A—HX, &S,
v A4, BILOZEOMO Quality-of-Service (QoS) ~ 7 7 4 v Z BB R IR T ¥ x L T 7 & A Z iRl
T5HEIICEREF SN TWET,

Configuration~ > Radio Configurations~ > Parameters

6 GHz Band 5 GHz Band 2.4 GHz Band

A 5 GHz Network is operational. Configuring EDCA Profile, DFS Channel Switch Announcem
will result in loss of connectivity of clients.

EDCA Parameters

EDCA Profile iot-low-latency v |

wmm-default

Client Load Based .
custom-voice

Configuration
optimized-video-voice
DFS (802.11h) optimized-voice
svp-voice
fastlane

A DTPC Support is enabled. Please dj iot-low-latency e
Power Cons

AT97T3 [Applyl 227 U 7 LET,
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EDCA /S5 A —20%E (74vLzavra—5c) [

EDCA/NT A —H2DEHETFE (74 L RXRa>kra—5CL)
FE

RATYT1 Ze—r v ar74Falb—vary - FefhlLET,
configure terminal
15'] .
Device# configure terminal
ATYT2 WXy U —7 ZHEHILET,
ap dot11 {5ghz | 24ghz | 6ghz} shutdown
1 -
Device (config) # ap dotll 5ghz shutdown
ATw 73 5GHz, 24GHz, 72136 GHz & v b U —7 @ iot-low-latency EDCA 712 7 7 A V& HZ L E7,
ap dot11 {5ghz | 24ghz | 6ghz} edca-parametersiot-low-latency
i -
Device (config) # ap dotll 5ghz edca-parameters iot-low-latency
ATy T4 BRIy N =7 BN LET,
no ap dot11 {5ghz | 24ghz | 6ghz} shutdown
11
Device (config) # no ap dotll 5ghz shutdown
AT w5 R EXEC £— RIZREY £7,
end
1 -
Device (config) # end
ATvT6 BUEOREL R LET,
show ap dot11 {5ghz | 24ghz | 6ghz} network
15'] .

Device (config)# show ap dotll 5ghz network
EDCA profile type check : lot-low-latency
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B Aveouozz

A-MPDU D& TE

T Ny b T2 T =L EERNRET DO TIERLS, FA—TIlEL LT rk
A TY, HBRHFIEIZIX, Aggregated MAC Protocol Data Unit (A-MPDU) & Aggregated MAC
Service Data Unit (A-MSDU) @ 2 fiE 3 H D £,

A-MPDU /XT A —X1%, #£HKIry vV A XeEFR L, £537 » MEO@EY) MR %2 E5%
LT, ZEM WLAN 27— a 37y M adbicE sk ca s X2 cLET,

24G. 5G. BLU6C g T a7 7 A L _"—ZAD A-MPDU % ETHI121E. kO~
RZEMFHLET,

WLC(config)# ap dot1l {5ghz | 24ghz | 6ghz} rf-profile <profile-name>

WLC(config-rf-profile)# [no] dot11n a-mpdu tx block-ack window-size <1-255>
Ja—VEREIR, WOa~y R L GRETE DHHRTn 7 74 LT,
WLC(config)#[no] ap dot11 {5ghz | 24ghz | 6ghz} dot11n a-mpdu tx block-ack window-size <1-255>
RI2HRF 707 7 A NVEBGRE % 71281 RT5I00E, ROa~y REERLET,
WLC(config)# wirelesstag rf <rf-tag-name>

WLC (config-wireless-rf-tag)# 5ghz-rf-policy <rf-profile-name>

\)

() RF 777 AL L~YLTRE ST a-mpdu tx block-ack window-size fEI%, 7 v —/3/L(Z§%
EESNTEICELE L £,

A-MPDU O R EOREME R AT DT, ROa~v REEHLET,
# show controllersdot11Radio <radio_slot_id>

AP# show controllers dotllRadio 1
Radio Aggregation Config:

TX A-MPDU Priority: 0x3f
TX A-MSDU Priority: 0x3f
TX A-MPDU Window: 0x7f

WGB/UWGB EfR/\S5 A — S DERTE

WGB HR 7 > T DERTE

WGB T T FOfGAHETHICIL, ROa~wy REFEHLET, 74 0T T
FFI151% 4 dBi T,

configure dotll <0|1|2> antenna gain <I-30>

WGB BT T FEFRET HIIE, kOoa<>y REEALET, 7 7 4/V b abed-antenna
‘(“jqo
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802.11ax 1600ns 35 & U 3200ns D 71— K FEfE .

configure dotll <0|1|2> antenna <a-antenna|ab-antenna|abcd-antenna>

802.11ax 1600ns $ & U 3200ns ) 7 — KEifE

802.11ax 1%, B H— R (GD) fE (800ns, 1600ns, I JLT83200ns) & HR— kL ET,
F 7 40 F T, GLIZ 800ns IR ESNTWET, LTV ZBOMEICHETS b TEE
j—O

RV GLIZ, —RANCESMRB T S E T,

#configure dotllradio <0|1|2> guard-interval
1600 Configure 1600 ns guard interval (only in HE mode)
3200 Configure 3200 ns guard interval (only in HE mode)
800 Configure 800 ns guard interval

HRAEZIARXREINT=-FEIEE
F 7 40 b TR, EREOEEE T AUTO0) L-ULICEESNL TV ET,
S OREEN 2 TR CTRET DI, kOa~r REFEHLET,

# configure DotllRadio <0|1]|2> txpower-level <0-8>

-ROW PID %{#i i L T WGB/uWGB [CEla— R%E|Y 4T
)

OIS, -ROW Bl KA A &2 LT, @YRE=— K2 WGBUWGB [ZH| ) 4T AHMERN
HYET, WGB X, HEIBRICHIGT DEEEBENERETHAALTT,

Eoa— FE28E 0 BTHITE, koa~<y FEfEHLET,

#configure countrycode
Supported ROW country codes:
GB VN

WORD Select one of above ROW country codes.

\}

CX)  ROW OE=— FRgE Sk, EZMOEICER T 25003, 9 THHHRORE
Uty hLTHE, HILWEa— FERET2LERH YD £7,

E AV EEETOERRNREER

IW9167EH %, -E KA AL &, -ROW RAALVHND GB ODERNEMAEZFR—FLTWET,

BEANRBDEE . TWI167EH 5G MR IL T v > /L 100, 104, 108, 112, 116, 120, 124,
128, 132, 136, 140 ZHR—F LT, BNERNENIZ/R> TWDHHE. 5G BRI T v
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B weso—s>si54—s08E

WGB O — =

Y HIV 36, 40, 44, 48, 52, 56, 60, 64, 100, 104, 108, 112, 116, 120, 124, 128, 132,
136, 140 ¥ R— KL ET,

BENE— RERET 5121, configurewirelessindoor-deployment enable =1~ > K& i L &
—é—o

BNT— FE2 L2 521X, configurewirelessindoor-deployment disable =~ > K& H L
w8

#configure wireless indoor-deployment
disable Disable indoor deployment
enable Enable indoor deployment

BNE— REIIENE— &R T 5I21E, show controllersDot11Radio [1|2] =~ > K& ff
HALET, ROBIUTRT EOIC, a~vr FEATIE, Bl 1ZBRNE—FBREDTHLHZ L%
BWwL, [-El FRNE—RNBEHSTHDZ t’ﬁ:i‘%bi?‘ CLIHiZiE, R —r&hb
Fx b FRINET,

#show controllers DotllRadio [1]2]

Radio Info Summary:

Radio: 5.0GHz

Carrier Set: (-Ei) ( GB )

Base radio MAC: FC:58:9A:15:B7:CO

Supported Channels:

36 40 44 48 52 56 60 64 100 104 108 112 116 120 124 128 132 136 140

#show controllers DotllRadio [1]2]

Radio Info Summary:

Radio: 5.0GHz

Carrier Set: (-E) ( GB )

Base radio MAC: FC:58:9A:15:B7:C0

Supported Channels:

100 104 108 112 116 120 124 128 132 136 140

-~ > O = _ 1 —

DINTG A —IDERTE
G 2 BT 5 L & WEOHEGERM L E B ME AR ET 212X, LTFoa~> REEHLE
T, T 740 MEIZ, BRI 20 7. L EVMED -70db T,

# configure wgb mobile period <time> <rssi-threshold>

B A AT 2 U —a U REBARET 212, ROoa~vr ReEHLES, 7740 ME
%10 T,

# config wgb beacon miss-count <count>

Bt A BT 2R v PERITEEZRET 212, Roa~vr FEERLET, 7
7 v MEIL 64 T,

# configure wgb packet retries <retry-count>

e —I VT RV ERET DI, KOoa~<wr ReFEHLET,

# configure wgb mobile station interface dotllRadio <slot id> scan <channel id> add

. Cisco Catalyst IW9167E Heavy Duty 7 7 £ RARA > b ) ) —X1111x 3> T4 F¥aL—>a > HS K



| 7—990—FIyue
weB zED 1 vk—kezozk—+

EFEANANTF ¥ X NVEHIRT 212F, koa~vr REEALET,

# configure wgb mobile station interface dotllRadio <slot id> scan <channel id> delete

FTRTCOF ¥ xNVEEETHITIE, ROa~xr ReERALET,

# configure wgb mobile station interface DotllRadio 1 scan all

EJ1,F*1 -~ 0____ O___-
WGB EDA Vih— rEIT U RAR— b
BEAFD WGB OB O E A —/"—I27 v 7 r— FLTh b, HizIZEH L7z WGBIZH
vrua—RLET,
REEZY— =TT v 7 u—RT52E, ROa~vy REEHLET,
#copy configuration upload <sftp:|tftp://> ip-address [directory] [file-name]

JBEHNOTRTO WGBIZH » FUVREEZZ U a— R 5123, ROa~vr FEEHLE
—éAO

#copy configuration download <sftp: |tftp://> ip-address [directory] [file-name]

copy configuration download =~ > R& 34745 &, EITRIZT 7 BARA » FOSEEE) L F
To A VAR — FINTERET, FEBRICADCRY 7,

WGB # & U uWGB D&% E DHERE

showrun =~> RZFH LT, AP 23 WGB E— R/ uWGB E— R 2R L E 3,

* WGB :
#show run
AP Name : APFC58.9A15.C808
AP Mode : WorkGroupBridge
CDP State : Enabled
Watchdog monitoring : Enabled
SSH State : Disabled
AP Username : admin
Session Timeout : 300

Radio and WLAN-Profile mapping:-

Radio ID Radio Mode SSID-Profile SSID
Authentication

1 WGB myssid demo
OPEN

Radio configurations:-

Radio Id : NA
Admin state : NA
Mode : NA

Radio Id 01
Admin state : DISABLED
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Mode

Dotll type
Radio Id

Admin state

Mode

uWGB :

#show run

AP Name

AP Mode

CDP State

Watchdog monitoring
SSH State

AP Username

Session Timeout

WGB
llax
NA
NA
NA

APFC58.9A15.C808
WorkGroupBridge
Enabled

Enabled
Disabled

admin

300

Radio and WLAN-Profile mapping:-

I=990L—=FITuvT |

Radio ID Radio Mode SSID-Profile
Authentication
1 UWGB myssid
OPEN
Radio configurations:-
Radio Id NA
Admin state NA
Mode NA
Radio Id 1
Admin state DISABLED
Mode UWGB
Uclient mac 0009.0001.0001
Current state WGB
UClient timeout 0 Sec
Dotll type llax
Radio Id NA
Admin state NA
Mode NA

show wgb dot11 associations =~ > K&fiH LT, WGB 5LV uWGB DR E & MR L £7,

* WGB :

#show wgb dotll associations

Uplink Radio ID : 1
Uplink Radio MAC

00:99:9A:15:B4:91

SSID Name : roam-m44-open
Parent AP Name : APFC58.9A15.C964
Parent AP MAC : 00:99:9A:15:DE:4C
Uplink State : CONNECTED

Auth Type : OPEN
Dotll type : llax
Channel : 100
Bandwidth : 20 MHz

Current Datarate (Tx/Rx) : 86/86 Mbps

Max Datarate : 143 Mbps

RSSI : 53

IP : 192.168.1.101/24
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SNMP #8E .

Default Gateway : 192.168.1.1
IPVG6 : ::/128

Assoc timeout : 100 Msec
Auth timeout : 100 Msec

Dhcp timeout : 60 Sec

uWGB :

#show wgb dotll associations
Uplink Radio ID : 1

Uplink Radio MAC : 00:09:00:01:00:01
SSID Name : roam-m44-open

Parent AP MAC : FC:58:9A:15:DE:4C
Uplink State : CONNECTED

Auth Type : OPEN

Uclient mac : 00:09:00:01:00:01
Current state : UWGB

Uclient timeout : 60 Sec

Dotll type : llax

Channel : 36

Bandwidth : 20 MHz

Current Datarate (Tx/Rx) : 77/0 Mbps
Max Datarate : 143 Mbps

RSSI : 60

IP : 0.0.0.0

IPV6 : ::/128

Assoc timeout : 100 Msec
Auth timeout : 100 Msec
Dhcp timeout : 60 Sec

SNMP 1 8E

WGB | ® Simple Network Management Protocol (SNMP) (&,
«SNMP 72 kL &M L72 WGB T /3 ADEL L EH 2RI L,
o FHAZHAD - D —)L (v —Txy, =— = . MIB) ZNE L.

e Xy NT—V DEFHDT AR FERTFTA—EZRELTR— M T HREEHE T,

WGB O SNMP 7 L — AU — 27|21, UTFTBEENn 1,

*SNMP~%—Y % : SNMPZEA L THxy NU—F7 T, ZADT 77 4 V7 ¢ ZHliHE XL
OERLES, BFIIEry hU—27& 2575 (NMS) & LTEASNET,

*SNMPT=— x> b : THA AT — X R LIS T 5, BEXRT A ARNDOY 7 K
T T 2R —FR

*SNMPMIB : SNMP ¥ 32—V ¥ IZL > THREFHITHRETE S, BHMRA 7V b
() DHES,

SNMP 7O+ X

WROENZ, SNMP 7' rtE 2% R LET, SNMPY R —V Y NTF—FZFRTLHE, =—V =
MIZOEREZZFELTH T ==V ML, 72—V EPINELET, 0D
B, ==Yz MESNMP I IEE T Y hav X —U R IZEGFLET,
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B yr—rxnzsvwwemB o710

4:SNMP 7O+ R

SNMP SNMP
. > >
Client Agent SRR

SNMP /A\—> 3 >

CiscolOS V7 h 7 =7 Tld, IRD/X— 3 0O SNMP B3R —FENTHET,

388145

«SNMPv2¢c: I 2=F 4 A U L Z2HSL SNMPV2 HOEEL 7 L— LT — 27 TF,
SNMPv2c I, SNMPv2p (SNMPv2 7 7 v 7)) O7 o ha )Wl 7 —% X A4 7R85
SINTZHDT, SNMPVl DA I 2 =F 4 RXR—ADEtX2 VT4 ETNVEFEHLET,

¢ SNMPv3 : SNMP /38— 3 >3, SNMPv3 1. ROEX 2 U T A MGEBIC L > T, 314 R
WX aT T 722U F4,

c AvE—UOREEM  NTy FPMEETICRISASN T RN L2 RIAEL £ T,
< FOAE : ARNRRE TN DDA v =TV THDHZ L2 HRILET,

cEH RNy FONBE AT T TMET D52 28D, FFfOR N DICFE S
NN E oz LET,

HR—rEh5SNMPMIB 77 1 /L

Management Information Base (MIB) (%, 7 /3 X LOEHAIER AT V=7 NeBleT — X
NR—=2ATT, BREHLMEINDL ZNODOERMEA 7V 7 MERELIZY GtA o720 35
ZET, Ry NT—I TR AR,V H—T = AT HERERMETCEET, ATV
MIMEEREE TR S, A7 Y =7 MBI FIC X o TS dar s va 7 v—71k
SNET, MIB~D7 7 EAE, SNMPZREDFy MU —7E# 7 0 a2l L TRt
nET,

MIB £ ¥ = —/Uid, IEEE802.11 VA Y L AT NA ZADT Vv m— a Y OFHRB LT —4
Ny NREORGE EEHIET 5% v b U — 7 FEEREZEMI L T

F 7Y =7 NigkBlF (OID) X, BEHMNSRERY NIU—IF A A EOMIBA 7 V=27 o —&
WZHEBILE T, OIDIZk > T, MIBEEEBND MIB 472 =7 FONENE RS, EEOE
PSRBT NSA ZADFR Yy NT—ZHNICHAMIBA T V=2 MIT 7 BATAHENRINET,

SNMP /X5 A —3 DERTE

Z Ot 73 TliE, WGB T Simple Network Management Protocol (SNMP) % 5%iEd 5 k%
BMBLET, Yy hU—ZEHZE U T, SNMPv2e £7213 SNMPV3 2 Hhic c& £9, FIE
WZiE, 23 2=FT A AN U7 ERFa—F—20ORE, Bt RS ARDOER, 7
A A0 SNMP BEREDOH LN EZENE T,

« SNMP #BE A B4+ 2 R1IC. CLI =~ > K configuresnmp enabled Z il L T, 4T
D SNMP /RT7 A—=FEZRELET,

. Cisco Catalyst IW9167E Heavy Duty 7 7 £ RARA > b ) ) —X1111x 3> T4 F¥aL—>a > HS K



| 7—991—FJyve

ATy T

ATy T2

ATvT3

ATy T4

ATy TH

ATvT6

ATy 717

ATvT8

ATvT9

snwp <5 x—a oz ]

o SNMP HEREZ N4 5 & . T D SNMP R ED BEHICHIBR S E T,

FIE

configure snmp v2c community-id length length =< > FZ#H LT, SNMPv2c 2 ==7 4 ID&E#ASJ L
F9 (SNMP v2c DH)

Device#configure snmp v2c community-id 50

configuresnmp version {v2c|v3} =2~ R&ZfH LT, SNMP 712 haLdO " —Y a3 VEEELET,

Device# configure snmp version v3

configure snmp auth-method {md5|sha} =~ > FZfEH LT, SNMPV3 @FE7' 2 F 2L AFfEEL £ T
(SNMP v3 O %)

Device# configure snmp auth-method md5

configure snmp v3 username length length =~ > RZEH L T, SNMPv3 =2 —H%—4£ % AJJLET (SNMP
v3 DH)

Device# configure snmp v3 username length 32

configure snmp v3 password length length =~ > K& LT, SNMPv3 2—H— /2T — RZ A LET
(SNMP v3 D F)

Device# configure snmp v3 password length 12

length DA Zh7246HHIL 8 ~ 64 L TT,

configure snmp encryption {des|aes|none} =~ > FA4fliH LT, SNMPV3 5 =5fb7'm havzf5E LET
(SNMP v3 D Z)

Device#configure snmp encryption des

5 fiElL des £721% aes T9, V3 EEE{L7 2 b a /L RMLELRWEEIL, nonexZ AJJLET,

configuresnmp secret lengthlength =~ > R &l L T, SNMPV3 5B/ A7 L—X% AJJLE£F (SNMP
V3 DH)

Device#configure snmp secret length 12

length DA 2h 72 HHIL 8 ~ 64 SLFTT,

configuresnmp enabled =~ > R LT, WGB T SNMP #&fEx=Hhic L £,

Device#configure snmp enabled
SNMP v2¢c % ETHHAITE, AT v 71, AT v 7 2BIPAT v 78 2V IRLET,
SNMPV3 X ET 2% aid, A7 v 7 2~8 %KL £7,

(F 73 =) configuresnmp disabled =~ > RZ{Ef LT, SNMP iR E &8I L £7,

Device# configure snmp disabled
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SNMP o) #E =2

I=990L—=FITuvT |

SNMP 2 E & 9 5 12i%, showsnmp =~ > REEH L 9,
SNMP version v3

Device# show snmp

SNMP: enabled

Version: v3

Community ID: test

Username: username

Password: password

Authentication method: SHA
Encryption: AES

Encryption Passphrase: passphrase
Engine ID: 0x8000000903c0£f87fe5£314

SNMP version v2c

Device# show snmp

SNMP: enabled

Version: v2c

Community ID: test

Username: username

Password: password

Authentication method: SHA
Encryption: AES

Encryption Passphrase: passphrase
Engine ID: 0x8000000903c0£f87fe5£314

QSACL DL LU~V —F 2

Quality of Service (QoS) ACL 3B I O~—F > 7%, 77 B AHI# U 2 b (ACL) /L—/b
ERERALTHRY NU—2 T T7 40w 7 %@L, T 74 >0 07 AEENAMAEZEID 24T
i—a‘o

« EETIE, ACLZMH LT, BEIXLERIFAIP T LA, Fr hargfA7 A—h
Fg, TOMD~Ny F—T 4 =)L R EDRT A—=RIZHESINT, VI T4 v T7n—%
BELET, ZORT T TE, BEIND N T T4 v I DEAT (FF, ©T4, T—
2 E) BRELET,

XUV EMERICFEITINE T, Ny MR BERIERL LV 2R TRE D QoS
& (DSCP. IPprecedence, CoS72 &) N&¥ /fHFEshEd, ZhbD~v—F 71X, X
NI = BRDOF2—A T RV T, 2= TREDQS K v—aRLFE
R

Cisco Unified Industrial Wireless ¥ 7 b7 =7 U U —R 17.14.1 LLFE, 2 DDOF MR — F B 05
RHNTy NS L, TNEI—T—REIESWTERDLT 7 AHH K7 A4 %2 —(C
Bl Y THZ LN TEET,
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| 7—990—FJuyo
IW—ILAR—=ZD +F T 1 v I HEE .

WGNI'WPEK@MWKM%T\4%#*?%547%&@DKP5%O< YL YR —
FLET, VoH— %;@@ﬁ@%@%%t#tw\W@Mi&&yl%%ﬁ . BIGERERIC
L TCT 7B AREF = —I128 0 B TET,

IW—ILR—=XAD S T4 v I 58
W= N_R=ZAD T 7 4w THHEIL. RO LD ey MU — 7 EBEMN T,

« WAL LV—VEMHEH LT, 802.1p. DSCP, 7’1 h a3/ & A F7p KOOI - THE
A —HF Ry Fy FESHEL,

P ENT Ny b E QoS AT HT-DIC U A ¥ L AU DB SENEN. F = —(2E 0 24T

<.
c HERY—EARL D mWELIAMICZR S K 9IC L, BEEZEO LTry FY—7MREx
il LET,

IL—ILERTEDEE
WDONTA—=ZEER LT, vy B I N— LV ERETEET,
e A —Hxy EFZ AT (Profinet 72 &)
s NTUAR—NEOR— FNEFF TR — N
« DSCP &
cEEITLIP T RUABLUGERIP T RLA

e u hary A7

Ny FDREEERIY ST

ERATy "3 =Ry bAR— MIEET 2 L. WGBIXER SN2 —LE2 RO X 5 (25
ALET,

cEHERF—EREIINT T 4 v s T a—DkEE
 FRTEF SNBSSy y P4y
e UAY L ARy NU—Z LOwU T 78 AT 2 —~D 4 hDOE|D YT

IL—ILR—ZDI v EVTDF A

NAB A RENTIN—NR—=AD3FE~y B TR LT, LFEFEITTEET,
* QoS AR U T — DN R 723
c BERT TV r—a v — B ADOELIAN AT
« R OB D N7 7 4 > 7 ORI A KR
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B osssvac k570 vonmEa

e Ry hU—I gL —Y—2 /7 ZAY = ZADA

QS HEUACL F5 T4 v nEAK

N7 74758, Xy N7 40—V RERIT, EDFATDORYy NI—T 8T T 4>
I EMDOZ A T BT DTt AT, QSNT T 4 TRBAICOHRIEILY £3,
SRS, T ZITBILEE A FAT L, 27 > PIZ QoS 7Lz EI ) Y TEF, QoS 7
JNZE-T, T2 QoS 77 va v NERII, kT HHIIF 2 —ilBl S vET,

 SHIIEE DO R PLAYDT 4 — /L RITEFEL TOET,

« /N7 B, Ethertype, DSCP, %7213 TCP/UDP R — MZHEAWCTH—E R T A2
=S, %7 7 ANTH LR E2ZT £,

« T—H T LIS O T DI N — L ORHTENTE IS, a2 br— LT L — TR
T HREPHESILET,

LAV2RET4—ILE

LAY 2A—% %y b7 L—ATIiL, Ethertype 7 4 —/LV K Q31 1) ICHHEERNEENF
T ZOT7 44—V FTE, @H, 7LV—2HNOWTEIULSNIZT —F DX A THRENE
T

LAVINET4—ILE

LA ¥ 31P /34w hTiX, Typeof Service (ToS) 7 4 —/L' K (8 B'w ) IZHMEBEHRNE EN
T, ZOT7 44— L RIZIFUTOEREENE T,

« IP precedence & (&iPH 0 ~ 7)

+ DSCP 1 (&GPH 0 ~ 63)

LAY ARET 4 —ILE

LA YA4TCPEZ A NE/ITZUDP 7 —4# 277 LTI, sourceport 7  —/L R 72| destination
port 7 4 — /L RRGREICER SNET, ZNHDOR—MESEFEH LT, 754 2 E7 7Y
a3V —ERHESNWT I T T v 7 2T EET,

H—ERISAAND LTI T4 v IDEYHT

VAT AIZLY | Ethertype, DSCP, 721X UDP/TCP A — K (F7oiIA— M) 12&ES0
T NI 4w BREDOY—EAI T AZEID A ToNET, AP —EA7 7 ANDS
Ty MI—BLEHRWEZITES, WGB X, ARKR— b0 ry FanBL, 2—%—
REILWESTRRD RTIANRNF2a—Zv v BT LET,
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D—HGN—TF Ty
I
S HEUACL +57 1 vonERR

DBIIETET 2T L—DRE

TR T — AT, NI T4 v IR — =B LT ERT I U U EANFRREN
3, INHDOH T EIT, EEHEDNLV—ILOFEIMEE ST L. EREE R T 5 DI D
ij‘o

SEIZBITAay rA—ILTL—2DEE
ayhba—LFL—0F, Ry NT—27 5N LT —Z Ok B2 E B L ORET H%E
AR LUET,

WO7va—F v — M, BEfFO7 17 7 A/, Ethertype, A~— Fafkhll1-. ¥ XUV DSCP fifi2
SNT, WGB A —H Ry hAR— EMHOR7 y RRSFEIL, QoS L—/LiZ~v vy BV 7 &
B EER L TCTOET,
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B os<oersinsrqnone

R5:WGBA—H%y hiR—bthED S 749 T7A—DTHO—Fr— b

Packets from WGB ether
port

Is QoS profile
existing

Legacy behaviour No

Yes

‘Any ether type
rule existing?

Hit the
ethertype rules,

Using the ethertype

Yes ’
mapping rule

IP/IPV4 packets No »{ User priority is 0

Any port-id rules
existing

dest port & src
port

Using the port-id

No rules configured, using the legacy mapping behaviour mapping rule

=<
)
@

NO
Using th tid
dest port Yes: izl
mapping rule
No
No
No Yes Using th.e porIHd
mapping rule
Y

Any DSCP rules
existing

>
L

Using the new DSCP
mapping table

QWS<TYELYTOT7A4ILDETE

LFOFIRIZEY, WGBQoS ¥ v BV VT aRET DI ODOKESFNL— NV EZERTEET,
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ATy T

ATy T2

ATvT3

ATvT4

0WSTyELITOTF7AILDEE .

FIE

config wgb qos-mapping profilenameenable =~ > K&EH LT, IEEESNZ QoS v v v 7 7rm 77 A
NERCLET,

Device# configure wgb gos-mapping demo-profile enable

config wgb qos-mapping profile-name add ethtype hex hex-number priority priority =~ > RZ{EH LT, £ —
P xy NEA TSy BT A— A EBILET,
Device# configure wgb gos-mapping demo-profile add ethtype hex 8892 priority 5

GE)
BEINTET a7 7 A VPFELREWGEA, Z0a~vr RiZkoTH LWZED T v 7 7 A ABER S,
~ v BT —ABEnET,

config wgb qos-mapping profile-name delete ethtype hex hex-number Z 32 &, 4 —W v M ¥ A 7k
DSNVT— L ZHIBRTE £,

GE)

RESNTZT B 7 7 AP LN E, a~xy FREEZRRLET, vy BV — L ZHIRT 5
LT Ty ANVINEILR DA, DT T 7 A VITAEICHIBRES N E T,

config wgb gos-mapping profile-name add [srcport number | dstport number | range start-number ending-number
] priority priority =7~ > R&ZMEHL T, A— b ID £7EFHICES vy B 70—V Z BN LET,
Device# config wgb gos-mapping voice-profile add dstport 5004 priority 6

G¥)
RESNETv 7 7 ANPEFEELRWEAE, Z0a~vr Rk THLWZED T v 7 7 A AHPMER S H,
vy B = A BEMSET,

config wgb gos-mapping profile-name delete [srcport number | range start-number ending-number [dstport number
| range start-number ending-number ]] ZfEHT %5 &, A— N ID/AGFHICE S W TL— L ZHIBRTE 7,

GE)

BEINTZT a7 7 A VPFELRWGES, a~vy RIFBEZ2ERRLET, v v 70— EHIBRT 5
LT Ty ANNEILR DA, DT 0T 7 A VTAEMICHIRES N E T,

config wgb qos-mapping profile-name add dscp number priority priority =~ > R Z&{#f L C, DSCP fHiZk—>
K=o B N—LEBMLET,

Device# configure wgb gos-mapping demo-profile add dscp 63 priority 4

G¥)
BESNETa 7 7 ANANGFEELZZWVWES,. Z0a<wy RIZkoTH LWED T a7 7 4 LRMER S 1.
v v BT — LN BENERET,

config wgb qos-mapping profile-name delete dscp number priority priority =~ > K& {92 &, DSCP fElZ
EAL v B I N— BB TE £,
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. Quality of Service ¥ v FDHEE

ATvT5

ATvT6

GE)
BEINTE-7Te 7 7 A ABGELRWES, avr NIIBEL2RRTLET, v v LI — L 2HIRT 5
LT Ty AINVINEITIRBGA. T a7 7 A VITHEBIIZHIBRS N E T,

DSCP~ v B 7 — L ZHlET5E, —EDSCP~y B 7DOF 7 4L MEIZY Y FENET,

config wgb gqos-mapping profile-namedisable =~ R H LT, EESNZ QoS v v B /T u 7 7 4
NN LET,
Device# configure wgb gos-mapping demo-profile disable

WNZTDHE, T 7 ANNT —LZRNAPLREINETN, WGBRERET 7 A MIZiFE £4, 7o
T ANBEFE LW A, BENERIN, il a7 7 A WITER SN EE A,

(A7 =) configwgb gos-mapping profile-namedelete =~ > KZfE/H L T, $58E S472 QoS v v B v
77ra 7y A NVEHIRLET,

Device# configure wgb gos-mapping demo-profile delete

BT dE, TR 77 A EITF—X X2 L WGB R EOE LU E T,

Quality of Service ¥ v T DR

Ay hr—L T L—rD QoS ¥y B URRIE AT HITiE. show wgb qos-mapping % FE{T
L\i‘é—O

Device# show wgb gos-mapping

Number of QoS Mapping Profiles: 2

Profile name : gosl

Profile status : active

Number of Rules: 8

Rules:

L4 srcport : 31000-31100, dstport : 6666-7777, priority : 7
L4 srcport : 23000, dstport : N/A, priority : 3

L4 srcport : N/A, dstport : 20000-20100, priority : 5
L4 srcport : N/A, dstport : 2222, priority : 2

L4 srcport : 12300-12500, dstport : N/A, priority : 6
IPv4/IPv6 dscp: 43, priority : 1

Ethernet type : 0x8892, priority : O

L4 srcport : 8888, dstport : 9999, priority : 4

Profile name : gos2

Profile status : inactive

Number of Rules: 8

Rules:

L4 srcport : 31000-31100, dstport : 6666-7777, priority : 2
L4 srcport : 23000, dstport : N/A, priority : 6

L4 srcport : N/A, dstport : 20000-20100, priority : 4
L4 srcport : N/A, dstport : 2222, priority : 7

L4 srcport : 12300-12500, dstport : N/A, priority : 3
IPv4/IPv6 dscp: 43, priority : 0O

Ethernet type : 0x8892, priority : 1

L4 srcport : 8888, dstport : 9999, priority : 5
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R’y rxrIFe weBcoTee 27

T—=H# 7L — 0 WGB QoS v v B VRRIE AR % 121X, show datapath gos-mapping rule
EIITLET,
Device# show datapath gos-mapping rule

Status: active

QoS Mapping entries
dscp mapping
Default dscp2dotlp Table Value:

[0]->0 [1]1->0 [2]->0 [3]1->0 [4]->0 [5]->0 [6]->0 [7]->0

[8]->1 [9]->1 [10]->1 [11]->1 [12]->1 [13]1->1 [14]->1 [15]->1
[16]->2 [17]->2 [18]->2 [19]1->2 [20]->2 [21]1->2 [22]->2 [23]1->2
[24]1->3 [25]->3 [26]->3 [27]->3 [28]->3 [29]->3 [30]->3 [31]->3
[32]->4 [33]->4 [34]->4 [35]->4 [36]->4 [37]->4 [38]->4 [39]->4
[40]->5 [41]->5 [42]->5 [43]->5 [44]->5 [45]->5 [46]->5 [47]1->5
[48]->6 [49]->6 [50]->6 [51]->6 [52]->6 [53]->6 [54]->6 [55]->6
[56]1->7 [57]1->7 [58]->7 [59]->7 [60]->7 [61]->7 [62]->7 [63]->7
active dscp2dotlp Table Value:

[0]->0 [1]->0 [2]->0 [3]->0 [4]->0 [5]->0 [6]->0 [7]1->0

[8]->1 [9]->1 [10]->1 [11]->1 [12]->1 [13]->1 [14]->1 [15]->1
[16]->7 [17]->2 [18]->2 [19]->2 [20]->2 [21]1->2 [22]->2 [23]1->2
[24]1->3 [25]->3 [26]->3 [27]->3 [28]->3 [29]->3 [30]->3 [31]->3
[32]1->4 [33]1->4 [34]1->4 [35]->4 [36]->4 [37]->4 [38]->4 [39]->4
[40]->5 [41]->5 [42]->5 [43]->5 [44]->5 [45]->5 [46]->5 [47]->5
[48]->6 [49]->6 [50]->6 [51]->6 [52]->6 [53]->6 [54]->6 [55]->6
[561->7 [571->7 [581->7 [59]->7 [60]->7 [61]1->7 [62]->T7 [63]->7

T =27 L —rD WGB QoS v v B UitEN AR T HITIX. show datapath qos-mapping
statistics 7~ > F&EITLE T,
Device# show datapath gos-mapping statistics

pkt stats per dscp-mapping rule
dscp up pkt_cnt
16 7 0

T—HX 7L —2® WGB QoS v v B> Uit A2 7V 79 HIZIL, clear datapath gos-mapping
gtatistics 2~ > R&EFATLET,

\}

GE) Toavwry NI, T2 T L= D= VTN N NER R VT LET,

INTY X ¥ TF¥ . WGB TOTCP AT

NTY bXx Y TF¥  TCPELTa—FT4) T+«
TCP X T a—=FT 4 VT 41F, Xy bU—=7 "oy b TFIA4HT,
XYy NT—=T A B =T oA RAEN L TEFEENTLTFy haX vy T F v L,
« BB LOEEXE DOy N7 — X 2 FRB LOMRE L,
*WGB TOABR Y NT—2 8T 7 ¢ v 7 OFEMR T &2 FREIC LE T,
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B rorxrize TPELTa—F4UF

'WGB CT?D TCP %> 7] MFE T, CatalystIW9167EH & WGB HHgA > 4 —7 = A A% L
TTCP ¥ T HHGNTT D HEZHONTHHALET,
TCPEYTa—FT4YT«DEK

WGB O TCP ¥ >, Xy FNU—J@EZERLTCrN I 7Ly a— 52 LT, WGBIZ
FOEFEBIIAT U FEUAVLARY hU—JBT7L—ARELL Y L—&nb koL
ij‘o

TCP ¥ T o2—7T 4 UT 41%
cWGBUER TCHx Y 7 F ¥ ENTAry b2 TAHXA LTERL,
CARL—=VIIAT Yy bEFY T T T D

Y

GE) TCPH L Ta—T 40T 4Tt Xy FORA ML —U~DF ¥ 7 F ¥ & WGB R ~DER
FEIBFICITO Z 2L CTEEHA,

N7y bxxTFXE-—F
WGB X7y b ¥ ¥ I F v 2—FT 4 VT 41d, LFTOE—RNEEWEEZYR—FLTVET,

* Default : WGB3 K TH % 7 F ¥ SNT/ Ty ba~y X =& TY T/H A LIFERL
EE®

e Verbose : WGB UK CTU T Z A LXry FEET LT (N X —{ff&T) HAL, &2
Ty hOT—2 (Vo7 X~y X—%55T) 2167 +—~ > FTHALET,

S
GE)  text2pcap & O HHMED 7= HIZIE Verbose /1% 7 +—~ > b LK
THERDH Y £,

FI7H N E— REFIZNEE— FTIE. WGB R ITHE K 1000
NRry vz ) EHITTEET,

sCapture : /N7 v N2 U TNVEA LATHATHOTIT/RLS, Z7A VAN L —VIZF v
Fx LET, ¥ 7T v INTNHARR T v hEFRRT 2I2E, showpeap =~ &
HLET,
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Ny h R TFY TP ELT1—F 1) T4 .

A

GE) &y bhxvy 7P Fv (PCAP) ZATH 7=, FEEIEETED PCAP
T A NVITHEHEINET,

HLWPCAP & v v a U EMEDDRIC, BIED PCAP 7 7 A V&
WY — R — |2zt LT, EEEENARVWESICLET,

PCAP 7 7 A VDY A XN 100 MB IZET 5 & . PCAP X HEHIZ
B L ET,

JOralL Ny b o TF iR

TI NN T ANEEIZNIDAZ LT 4 NVF EHio> T, WGB HHpAR— &I LT AP M5 oX
v hedxy Ty L, Y —NR—1ZT7 v T — R T&EET,

FTITHINVKNT 4 NZIZLDFY T F v TiE, IP, TCP, UDP72 D3 DO FFE/R 7 v ka3 Lo
oy b EXY7FvY LET,

HAZLT A NZIZLDF YT T ¥ TlE, ¥EDOMEDEERIGEZIIHED XA T DX v b
V=0T 0T 4 T 4 OERICEESTIHREO NNy hexy 7Ty LET,

SFEISIERTr b aAT AN ZEFRA LT, TR ITOEOONry haexy 7T+ TEE
T, T2 ziE, TANEFRICKDO LI REFEDO T FalirEnEd,

« Transmission Control Protocol (TCP) . Internet Control Message Protocol (ICMP) ., ICMPv6
«IP 7' | =/1 0x8892 % fi ] L 7= Profinet

« 7 KU Afigik 71 k2L (ARP)

A =Xy N IN—TERT 0 FaL (IGMP)

* User Datagram Protocol

« AR— K 67 £721F A — b 68 Z £ L 7= Dynamic Host Configuration Protocol (DHCP) . ¥ X
OR— b 546 £7213R— b 547 Zffi il L 72 DHCPv6

« TCP ;" — b 44818 % f# [ L 7= Common Industrial Protocol (CIP)
« W=} 53 2 Lz NAA »F—Lv A7 A (DNS)
o IR— k161 72 AR— b 162 #FEH L 7= Simple Network Management Protocol

\}

GE) ZHHITVARRMENTWA T hajbiE, PCAPHERED —ERIZ T E £H A,

NTFy b XY TFYDIT40ILERK

PCAP D7 4 VA XL, 1 DL EDOTY I 574 7 THERENET, 7V IT 4 7@, Efi
F L FIUCH S A F TR SN E T, Al FICIE, ARiFERIIESERETCEET,
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B wesoss sy e TFroEME

BT 3 HEDH D £,

« Type : Bl F DX A THFEELET, A F1TE A—F, AN Xy NT—7
[IAR— FOHFHZIFETE E7,

i - port 20

 Dir : FFEDFMITHEREIND Ty FOBZEZX ¥ 7 F X THLIEELET,
5l : src x.x.x.x and port ftp-data & 7= (% dst x.x.x.x and port ftp

* Proto : fFED T b I MZREL THF ¥ 7F v LET,
% : tep port 21

FFEA 7 AND, OR, BIXONOT 2 L T 4 V2 RAMAEDLESHZ LT, Lo AK
B CHEME 7 4 V2 BERRCTE £,

N\

GE) TangREFlT 5L &3, HADIEFZHM L, RESL Ty azfisoTKE 7NV —
T HZETIELLFRSND L OIZT 5 ENEETT,

WGB DEHE/ N7y X v TF v DEMIEL

FIE

AT YT PCAP Z#HCT HITIE, RONWTNNDOAT v a U E2BIRLET,
1. 74NV N7 4 H%EMiH LT PCAP :
Device#debug trafficwired [0]1] {ip|tcp|ludp} [verbose|capture]

0~1]: ABRA L H—T oA AFFHHRELET, BRI TOWARWESIX, T XTOHRS ¥ —
T2 A ANBNNTy Ny 7Ty LET,

IRDOFEIT, Default, Verbose, F5 I UF Capture E— KD PCAP Of AR L £7,

E—FK 51

Default : IP 7' &2 k Device#debug traffic wired 1 ip
. R APXXXX.XXXX.XXXX#reading from file /dev/click wired log, link-type EN10MB
)Ny A —N - -

(Ethernet)
ér;;]\%gdeﬁ7jf 1 08:35:50.529851 IP 209.165.200.213 > 209.165.200.1: ICMP echo request,
fF'Y L/357f id 13721, seq 1, length 64
o

2 08:35:50.534813 IP 209.165.200.1 > 209.165.200.213: ICMP echo reply, id
13721, seq 1, length 64
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WeB 0/ v b v TFroamit |

E—FK 51

Verbose : UDP 7' 1@ Device#debug traffic wired 1 udp verbose

R APXXXX.XXXX.XXXX#reading from file /dev/click wired log, link-type EN10MB

}\ 3/1//\/7‘) }\0) (Ethernet) B B

FEME MR A ¥y |1 08:25:59.696990 IP6 fe80::322c:712c:5787:£246.dhcpv6e-client >
f£f02::1:2.dhcpvb-server: dhcp6 solicit

5;471/2E7r0 0x0000: 3333 0001 0002 fcb58 9al6 e428 86dd 6001

0x0010: 7b%2 006d 1101 fe80 0000 0000 0000 322c

0x0020: 712c 5787 f246 f££02 0000 0000 0000 0000

0x0030: 0000 0001 0002 0222 0223 00e6d 00a6 010c

0x0040: d064 0008 0002 ffff 0006 00le 0034 0011

0x0050: 0015 0016 0017 0018 001f 0038 0040 0043

0x0060: 0052 0053 005e 005f 0060 0001 000a 0003

0x0070: 0001 fc58 9al6 e428 0014 0000 0027 0013

0x0080: 0006 4150 4643 3538 0439 4131 3604 4534

0x0090: 3238 0000 0300 0cOO 0000 0100 0000 0000

0x00a0: 0000 00

Capture : TCP Pas Device#debug traffic wired 1 tcp capture

- % Writing packets to "/pcap/APXXXX.XXXX.XXXX capture.pcap0"

T bTH%&%fPCAﬂ? APXXXX.XXXX.XXXX#reading from file /dev/click wired log, link-type EN10MB
7 7 A 2 EZJA | (Ethernet)

HET,

2. NAZ LT 4 NFEAMH LT- PCAP :
GE)
BEZTDHPCAP 7t AT —EIZ 1 2L LTSN, 74X TE, ""$2&[\><?2;~72ED
FAR—= RSN TN FEFBEH LN T ZE 0,
Device#tdebug trafficwired [0]1] filter expression [verbose| capture]

W DFIZ, Default, Verbose, I3 U8 Capture E— K PCAP Ofil %~ L E 7,

E—F 15|

Default : IP 7’1 K Device#debug traffic wired 0 filter icmp

. R APXXXX.XXXX.XXXX#reading from file /dev/click wired log, link-type EN10MB
)Ny B —N _ _

(Ethernet)
Ty }~%§ﬂfarjf 1 10:38:59.948729 IP 209.165.200.213 > 209.165.200.1: ICMP echo request, id|
9—_’\? Lij‘ 16204, seq 1, length 64
o

2 10:38:59.954308 IP 209.165.200.1 > 209.165.200.213: ICMP echo reply, id
16204, seq 1, length 64
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Verbose : UDP 7' & Device#debug traffic wired 1 filter icmp verbose
R APXXXX.XXXX.XXXX##reading from file /dev/click wired log, link-type EN10MB
}\ :lll//\b“y }\0) (Ethernet) - -
FEME A v 7 |17:13:30.706493 IP 209.165.200.213 > 209.165.200.1: ICMP echo request, id
986, seq 1, length 64
TrLET. 0x0000: fc58 9al7 afd4 f8ed 3b9d 7322 0800 4500
0x0010: 0054 57a0 4000 4001 889%e cOa8 6cc8 cOla8
0x0020: 6c51 0800 940c 03da 0001 7f£3d 5365 0000
0x0030: 0000 cea2 0000 0000 0000 1011 1213 1415
0x0040: 1617 1819 lalb 1cld lelf 2021 2223 2425
0x0050: 2627 2829 2a2b 2c2d 2e2f 3031 3233 3435
0x0060: 3637
17:13:30.710567 IP 209.165.200.1 > 209.165.200.213: ICMP echo reply, id 986,
seq 1, length 64
0x0000: f8e4 3b9d 7322 £c58 9al7 afd4 0800 4500
0x0010: 0054 9102 0000 4001 8f3c clOa8 6c51 cOa8
0x0020: 6cc8 0000 9cOc 03da 0001 7f£3d 5365 0000
0x0030: 0000 cea2 0000 0000 0000 1011 1213 1415
0x0040: 1617 1819 lalb 1cld lelf 2021 2223 2425
0x0050: 2627 2829 2a2b 2c2d 2e2f 3031 3233 3435
0x0060: 3637

Capnue: TCP /N Device#ddebug traffic wired 1 filter icmp capture

- % Writing packets to "/tmp/pcap/APXXXX.XXXX.XXXX capture.pcap0"

T bTH%&%fPCAﬂ? APXXXX.XXXX.XXXX#reading from file /dev/click wired log, link-type EN10MB
7 7 A 2 EZJA | (Ethernet)

HET,

7 4 B RO HOWNWTIZ, TCP X 7D PCAP 7 4 LV ZIZEHT D FF¥ a2 AL 2B L TLFE
v,

3. HARALT 4 )VHEMHH L= VLAN @ PCAP :

GE)

DI AL LT 4 NETIE, EFRAT AT VLAND b T 7 4 v 7 XX T F ¥ TEEHA, L X
I, BAX LT 4V H a3~ K #debug traffic wired Ofilter icmp TliX, 35 A7 4 7 VLAN DX 7
UUVZ7ICMP N7 7 4 v 7 k¥ 7F ¥ T A,

FEXAT AT VLAN TE I L) I b T T7 4 v 7%y T F v 351203, RO2ODF 7 arnd

Di‘é—o
e T4 WHARIZVLANEZNZ B Z LT, IERAT A TVLANDERZ FA T vORFE T 7 4>
TEXY TF v T b,

Device#debug traffic wired 0 filter "icmp or (vlan and icmp)"

1 12:27:40.833815 IP 209.165.200.102 > 209.165.200.1: ICMP echo request, id 27279, seq 1,
length 64

2 12:27:40.841331 IP 209.165.200.1 > 209.165.200.102: ICMP echo reply, id 27279, seq 1,
length 64

e T T FINNIP 74 NZEFEMRM LT, %14TF 47 VLAN & 3EXA T 4 7 VLAN Z &3 _TD IP
NoZT7 4w 0 XY T TF T 5,

Device#debug traffic wired 0 ip
1 12:27:40.833815 IP 209.165.200.102 > 209.165.200.1: ICMP echo request, id 27279, seq 1,
length 64
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ATy T2

iy rxvIFenmnt ]

2 12:27:40.841331 IP 209.165.200.1 > 209.165.200.102: ICMP echo reply, id 27279, seq 1,
length 64

M PCAP A N2 T 2121X, TWGB OFM AT v bFx v 7 F ¥ OS] 2L TIIZEWN,
Ny NEINE—AN—ICT vy T e — R 5%, ROa~vr REfEHLET,

GE)

Ry "7 v 7a—RT5E1IZ, PCAP 70t A& T L, "7y a7 7 A MBRFLET,
TFTP, SFTP, F7-1% SCP #— "—%fH LT, PCAP 7 7 A V&N —"—ZT v Fr— K LET,

Devicet#tcopy pcap APXXXX.XXXX.XXXX_capture.pcapO0 <tftp|sftp>://A.B.C.D[/dir][/filename]
copy pcap APXXXX.XXXX.XXXX_capture.pcap0 scp://username@A .B.C.D[:port]:/dir[/filename]

&1

Device#copy pcap APXXXX.XXXX.XXXX capture.pcap0 scp://iot@209.165.200.213:/capture/wgb sniffer.pcap
copy ""/pcap/APXXXX.XXXX.XXXX capture.pcap0"" to
"scp://iot@209.165.200.213:/capture/wgb_dhcp sniffer 0 46 29.pcap" (Y/N)Y

10t@209.165.200.213 password:

APXXXX.XXXX.XXXX capture.pcap0 0% 0 0.0KB/s --:-—- ETA

APXXXX.XXXX.XXXX capture.pcap0 100% 2530 916.5KB/s 00:00

BRNNT Yy v TF v DEDIE

ATy T

ATvT2

FIE

T 7 IV DT 4 )L H TPCAP #5023 % 121X. nodebugtrafficwired [0-3]{ip | tcp | udp}[verbose| capture]
avy REEHLET,

Device# no debug traffic wired 1 ip verbose

HAK KT 4 )V TPCAP Z 5023 5 121E. nodebugtraffic wired [0-3 Ifilter expression [verbose| capture]
av s REHEHLET,

Device# no debug traffic wired 0 filter "icmp or (vlan and icmp)" capture

G¥)

FY I F X T AEKTTH-0HICnodebug 2~ RE=ITundebugall 2~ REFEHTHZEHT
TETS

BRNTY by TF v DHER

« TNy T AT —H AR T HITIE, showdebug =2~ REMHALET,
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Device#show debug
traffic:
wired tcp debugging is enabled

T 7 AMRFE SN TN DX v 7T ¥ EHNEBAMR v N &EFRRT 5I121E, show pcap
avy REEHLET,

GE)

AAA 1 —H—

Nry N7 7 AMIxF Yy T x Lz, showpeap =2~ K&
FEHL Ty haRRLET,

Device#show pcap

reading from file /pcap/APXXXX.XXXX.XXXX capture.pcap0O, link-type EN1OMB (Ethernet)
1 00:00:00.000000 IP 0.0.0.0 > 224.0.0.1: igmp query v2

2 09:41:48.903670 IP 209.165.200.189 > 209.165.200.1: ICMP echo request, id 29920,
seq 1, length 64

3 09:41:48.908927 IP 209.165.200.1 > 209.165.200.189: ICMP echo reply, id 29920,
seq 1, length 64

4 09:41:49.904914 IP 209.165.200.102 > 209.165.200.1: ICMP echo request, id 29920,
seq 2, length 64

5 09:41:49.909009 IP 209.165.200.1 > 209.165.200.102: ICMP echo reply, id 29920,
seq 2, length 64

X ¥ T F ¥ SNTT Y FOREAKRBRNEE 7 4 0 2 B L TIEFICFR AT HI21E, show
pcap [filter expression] =~ > K& FEIT L £,

Device#show pcap filter "src 209.165.200.189”
reading from file /pcap/APXXXX.XXXX.XXXX capture.pcap0O, link-type EN1OMB (Ethernet)

1 09:41:48.903670 IP 209.165.200.189 > 209.165.200.1: ICMP echo request, id 29920,
seq 1, length 64
2 09:41:48.908927 IP 209.165.200.1 > 209.165.200.189: ICMP echo reply, id 29920,
seq 1, length 64

BEED /N7 N OFEIZRNE % 7 4 VA AR L CHRART 5 121E, show peap [filter
expression][detail no] =~ > K& FEIT L %7,

Device#show pcap filter "src 209.165.200.189" detail 2
2024-04-25 09:41:49.904914

000000 18 59 f5 96 af 74 00 50 56 85 8a 0a 08 00 45 00
000010 00 54 14 6c 40 00 40 01 b7 9d 64 16 53 72 64 16
000020 53 01 08 00 70 81 74 e0 00 02 d4 3e 2b 66 00 00
000030 00 00 50 24 04 00 00 00 00 00 10 11 12 13 14 15
000040 16 17 18 19 la 1b 1lc 1d le 1f 20 21 22 23 24 25
000050 26 27 28 29 2a 2b 2c 2d 2e 2f 30 31 32 33 34 35
000060 36 37

FREEDHR— b

AAA 1 —4—EBEE

AAA 22— —3FGEX, U T2FEITT53xy NV EFH AN =ALTT,

. Cisco Catalyst
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o ERUL S NTHER L~V B o—F—(ZE Y 4T,

s PR L NAT— & AAA Y —"—T—miICB B L7,
YU —2R17.15.1 LA, TWI167EH WGB Tl AAA X— A Do —H —EHE L OGRIEN YR —
MENET,

AAA P — 3—(%, Authorization-Reply A v —T%FH LT, MR~ (0~15) ZE DY
TET, Ll (Rpra—H—) &15 (FHa—Y—) OLEBFR—bILTHES, L
N2~ 14T TFRIFEAST, FIVYTHZ LI TEEE A,

MR L~V EFEE LW Ta——2 B L5 E, 202 —F—IZIZ WGBIZ X > TR bHIK
WHERR L~ UEI ) B THRET,
AAA R—Z2D1—H—EEH &L VBRI DAL
AAA R— A D —Y—FHEB L OWIEICIE, UITOBENEENE T,
« vNAFa—P—F PR}
« AAA ==l —HF =4 L SR T — REA{RFF
« AAA ZfEH L7c 2 —H — DFRGE
o WP RIR DMHERE PR —
o 22— P —DOMERICEES 2 CLL 7 27 & AR

N

GE)  Cisco—Z E£-13AA v F LRKEIC, U—2 7 0—T7T7 Y v (WGB) b, a—H—4F &%
AT —REa—NWER L TRFTEET,

AAA H—I/I\—DETE

18 HHIIZ

o 5 A= AAA Y — N—EBINT BENZ. BB XU AAA —N— (RADIUS F 713
TACACS+) ZBITEET, T4~V AAAT—R—DRBINEND L, 79472 MMZ
TI7A4= U AAA P — " — T8 L E 7,

« 7Z 4=V RADIUS — "=, H & U RADIUS »— _"—Dl FRREEIN TV D
&. WGB X774 <Y RADIUS %—/"— L O Z 3 EFITL T D, BHF Y
RADIUS Y—_—{Z81 0 #Hx £7,

* TACACS+ —"—DGA . 7T A <~ VU TACACS+ B — 13— L DI 1 [RIOHRRIT S 1
£9, T4~ VU TACACS+ — =N LAWEEIE., ¥ % U TACACS+ - —
N=MER S ET,
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B oy a2—v—oranus RitoAEMIL £ 3EMIE

\)

(GX)  WGB AAARADIUS H—_"—FEa~r N, 17.151 V) —RUBTERICYR—FENE
j—O

A A=V E TN NS 17141 LETO U YV — 22 F T o 7 L— R LA, £721%17.14.1
LLRI2: D 17051 BAICT v 77 L— R L8, b e b ERE STV - RADIUS H—/ 38—
A—MIErIZ) Y FENFET, TDO=D, RADIUS47L~/\—T N OFRRIEDMLIEIZRY
iﬁ‘o

FIE

AAA #—s3— (RADIUS %7213 TACACS+) ZiBINEZITHIBRL £,

R EBA

AAA H— —@EiE |config {radius | tacplus} authentication {primary | secondary}add {ipv4 |
ipv6}ip-address port port-number secret secret-string =~ > R&fEH L £,

Device# configure radius authentication primary add ipv4 10.10.10.5 port 100
secret radiusSecretl23

GE)

secret-string /X7 A — X THAR— F SN TWRWNWLFEFEH LT ZIn, W
A= P SR TWARWICFITIE, itk () . BEIzawer () o FAEsE (8) . /b

fot'f) (<) . Kk ) . 73R (&) . Frby bits () L WETY

b O) L ANy 2 AT yva (V8T () . BROZESIA/ () BE

EFNET,

AAA H— X—DH|% | config {radius | tacplus} authentication {primary | secondary}delete =~ > K%
EHLET,

Device# configure radius authentication primary delete

0454 >a1—H—O RADIUS ZREEDE L = IXEXE
Fg

2T UTFOWTIrO4A Ty g v 2RALT, vl (4 ra—P—D AAARADIUS BBGFE 2 A4 £ 7213 BEhic L E
ﬂqo
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ATy T2

N4 4 v1—4—o TAcAcs+ Bioamt-amnt [

TF7oay SR AR

07 A a—%—0D AAARADIUS iBiED A | configap management aaaradiusenable =~ > Faf L £
Eulle 7

Device# config ap management aaa radius enable

0 7 A v a—%—0D AAA RADIUS #8iED £ | config ap management aaaradiusdisable =~ > K& L
2k £

Device# config ap management aaa radius disable

(A7 a ) AAA —3— (RADIUS % 721X TACACS+) DT % MR 5121%. show running-config
lincludeaaa =~ > R&HEMALET,

Device# show running-config | include aaa

AAA server configuration:-

Status: Enabled

AAA server type : radius

Primary RADIUS IP address : 192.0.2.0
Primary RADIUS port : 1812

A5 4 >1—H—0 TACACS+ REED AL F = (FEMIL

ATy T

ATy T2

FIRr

DLFOWFNIOF 7> a v Z2 LT, v va—3—0 AAARADIUS RAF 2 ARV £ - 13 ERh I L %
7,

r7Tay E5BA
07 A v a—H—0D AAA TACACS+ #ZFED |config ap management aaatacplusenable =~ > K& L
e 5

Device# config ap management aaa tacplus enable

07 A v a—H—0D AAA TACACS+ #ZFED | config ap management aaatacplusdisable =~ K& L
3l e £

Device# config ap management aaa tacplus disable

(X7 a ) AAA— 3— (TACACS+) DOFRGEZfigidd % IZ1%. show running-config|includeaaa =+
Y REMHLET,

Cisco Catalyst IW9167E Heavy Duty 7 Y 2 RXRA > b Y —RX1711x A>T 4 FaL—a v HA K .



J—o =TI |
| S ELETT]

Device# show running-config | include aaa

AAA server configuration:-

Status: Enabled

AAA server type : tacplus

Primary TACPLUS IP address : 192.0.2.0
Primary TACPLUS port : 49

AAA EEEEDERTEH

AAARADIUS #REN AN 72 > T D555 1 show running-config =2~ > REMHT 5 & RO
BIlo L5 I ERR S ET,

Device# show running-config

AAA server configuration:-

Status: Enabled

AAA server type : radius

Primary RADIUS IP address : 192.0.2.0
Primary RADIUS port : 1812

AAA TACACSH FBAEMN AN 72 > T 535412 show running-config =~ > R&EFHT 5 &, K
DEND L5 I ER S IVE T,

Device# show running-config

AAA server configuration:-

Status: Enabled

AAA server type : tacplus

Primary TACPLUS IP address : 192.0.2.0
Primary TACPLUS port : 49

R"— F7 FLAZLEH

R— b7 FLRZEH

H— 7 FL AL (PAT) 1. v hU—27 FLAK— FE# (NAPT) L bIREH, K
DE Ky NT—0 T U AEBFTT,
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cHEHONEER T FAT LV FDTFARXR—=FIPT RLAELER— N EEE
« —HBDONRTYV I IPT RLALFE— FNERITEHR L,
« BBy RPN R Y BT —Z IR EENE T,

TITAR=FIPT FLAFK, WEBxry N7 NOHTHEASNET, X7V 7 IPT FL

AE, TR—=SVI—ETHY, A ¥ =3y F ECHEHESNET, NAPT~ v B2 7 T,

IP7 RLRER—=IESOWMGFPMERINET, MFEZEHTLZ LI, HEOWNEHA A
croDRry o, BB R— b ESEZMEALTCREIUATIP T RLRAIZY Yy B TEE

T, TOFER, NESa—h YT Ry NND T T4 T v MF A AT, IO A HE
(AGV) CTRILIPT RLAZHAATEL L1270 £,

UIW VU U —2 17.16.1 LA, PAT 1Z. & AGV @O IW9165E UV —27 7' )L—F 71 v (WGB)
TIRARA L (AP) THAR—FENTWET,

N
G¥)  AGV L Profinet 7 747> b, Zua— L% T Xy MIBETDH—EDOIPT KL A%
LCRETHLELRH Y 7,

WOERIL, x>y NT—27 7 RLAKR— FEH (NAPT) OE&EZRLTEBY, VA4 YL A
e+ T xA 7V v (WGB) B, AEIPT RLAER—FERET LRI B 74
HZ LW, ARy NI DEBENEHR A SA~DEENTr v N BT 5 HiEAZRR LT

I/\i—a—o
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B o« r7rzzm

6:NERy FO—0 LSRR Y T — U D NAPT i

Internal network (subnet A)

External network (subnet B)

WGB ))) ((( AP
. =8 ~—
PC1 = PC2
— Internal IP-address 172.16.1.101 =)
— 192.168.0.1 —)
192.168.0.10 External IP-address 172.16.1.100
172:16:1.:51
Packet Packet
Source address: 172.16.1.100 Source address: 172.16.1.100
Source port: 61080 _ NAPT Source port: 61080
Target address:  192.168.0.10 | Target address: 172.16.1.51
Target port: 443 Target port: 8443
192.168.0.10 443 172.16.1.51 8443

HYR—bEhTWWd70 oL

NAPT (X, Wy hT—7 DT A A LA R Y b T —27 OFT 3 A A Did{5 T TCP & UDP

EHAR—HFLET,

WGB DO HIfRE1E
*NAT I%, T3 ZADEH DD 802.1Q VLAN # 7 fF & FE /37 v Mkt L TR — b
SINEHA,

N TF XX ANNT T 4 v IiE, NAT ORNBIOFIRZ AT > M LTI AR—F X

nNEHEA,

*FTP T 7 4 w7, 77T 47— RFRTHER—-FEINET,
~Z 7 4w 71X FTP $—/3— 73 NAT O N1l
KR

« TFTP 7' &2 k =)L {%, TFTP ¥—/3—7 NAT @ Nl
‘j—o

TV r— g LAY —Fr 7 =4 (ALG)
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NAPT L— ez v Evs57—T0 |

uWGB D FIEEIE
s T/ EAHIEY A~ (ACL) 1ZVR—FENEHA,

*NAPT L, 1 2DF T A4 _X— K LAN D&% NAPT ORNHO %y hU—27 & LTHR—FL

£,

o \s_ N
NAPT )L—IILERYETT—T)L
NAPT V—NVBI W~y BT T —T W%, UTOLI7ery NT—TBEWA T =X LTT,

e U= I N—TTVU ¥ (WGB) BN T T A4 X—F7 FLABLOHR— b ZF oL —
T4V ARERT RLAB IR — MIEWT 5 HiEZ E3# L.

T ANAARNT T 4y 7 ERINT D7 0— L IPIR— b XTIy B 7357 —7
JVEHERF L.

e T RLALKR—=FDEHATTCP 2 hajyLd UDP V'ua ha vl AR —kLET,

ZOBEEIT. WGB THE K256 @ IPNAT L— L& HR— Kk LFET,

NAPTT v EVST—TIL

O TT—T L, R T T 4 v 7 —LE NAPT LV — LI E SO TERRB L OVEFL &
nEJ,

NAPT /Z, FETXIP T LA, BETXR—MEE, e barx A7 s IPT RV A, %
HEAR—FEE (TCP £7-1ZUDP) #&ate= NI AMEHLEST, 2hbo= o M2k,
VAT AIT RVREEB L, Xy hEeET7 4N XZ )T L, NAPTw v BV T —T V%A
VT w7 A TEET,

\)

GE) NAPTZE#T— 7 NAHNO~ v LT N OFREIE 4096 T1,

WKDOFIZNAPT = v B 706 %R LET,

RA4:NAPTR v EVTT—TI

Jaokal REO—AILIPT7 KL WGBS O—/\JLIP 7 | SESF O—NLIPT R
ABELUVER—F KLZX LAELUVR—F
TCP 192.168.0.10: 80 172.16.100.11 172.16.100.11: 61080

EYETYDT—

e

FEDETFTOOF—2HIE, WOEHIBREALATDORY NU—T 5T T 4 v 7 DFERNTT,
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B tvervor—sn

* Xy PU—=77 FLABIOR— MR (NAPT) ZfEH L TEET
T RUVAZAHL

sy NU—2 4N R Yy N —7 DMITT — X 2%
cIPT RLADT T AN — LM #aR LEJ,

7 RU A E7213565E

IZHRIECT&E D L9l

NAPTZ2ERHLETYDT—42R

FTODOF =T, xRy RT—27 036 AGV ONE X Y KU — 27 ~DF —X D%
LEYd, Y—hrvxA (WGB 721X uWGB) X, MRy FU—7 LN Ry U —Z D
WEAEHLET,

X7 RRAEBIP T KL A LR — &2 L CHEE
7 R, KT DNESEEENRE SNVET,

WISy FNVE#HE N, 589 1P 7 RL A L R— FESICHESOTHE R v b U — 7 1THizi%
SNFET,

UTFOKIE, 7 RUABIOR— MEBIZE->T, 774 X=FLANZ T4 Tk ENEFR
FU—Z RO EYD (NENBANER) LD GBS LWNER) WO ~T 7 4 v 7 OfftiZz
T5HEERLTOET,

7:WGBT®HO NAPTZERL-LY ETFYDT—4iR

ETHE, v BT T—TANTF =y

External-to-internal (downstream) traffic from outside public address Internal-to-external (upstream) traffic from inside private LAN client

Source IP 172.16.1003 Source IP 172.16.100.11
Source Pert 12000 Source Port 61080
Destination IP 172.16.100.11 Destination IP 172.16.100.3
Destination Port 61080 Destination Port 12000

1

NAPT Rule Table

I TCP 192.168.0.10: 80

172.16.100.11:61080

NAPT Rule Table

‘ TCP 192.168.0.10: 80

172.16.100.11:61080

Source IP 172.16.100.3 Source IP 172.16.100.11
Source Port 12000 Source Port 61080
Destination IP 192.168.0.10 Destination IP 172.16.100.3
Destination Port 80 Destination Port 12000

Source IP 172.16.100.3 Source IP 192.168.0.10
Source Port 12000 Source Port 80
Destination IP 192.168.0.10 Destination IP 172.16.100.3
Destination Port 80 Destination Port 12000
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wes o napT i I

8:uWGBTD NAPT#ERALI-LY ETFYDT—H5R

Outside, public Inside, private LAN

Outside server

Wired client
uWGB outside interface: 172.16.1.101

SNAT ##FAL-LEYDT—4k

EvoF—25EiE, NERy N =7 DBAEFR Y NU =7 ~D8r v S OEREZFE L F
T, F—bhU=AI2LEYD, 22o00%y U~ BOBENAIREIZRY £,

WEE Y h T =7 MEDTXTOREN Ty M. BETRY hU—2 T FLZAZEH (SNAT)
PEALTHE Ry P77 L TEBINET,

YD ST 497 O8E. SNATIZDEETLIP T RLALR— I EBFEF— T2 DIPT
RLRIZEEH L, NEFIP 7 RUARHAET R Y FT—Z IR SN2 2 LET,

WGB T® NAPT Z i

ATv I

ATy T2

ATvT3

ZOFIETIE, BV OTF—=FROFETLR Y PV —2 7 RLAZH (SNAT) &, TYVDOT—
DRy NT—27 T R AR— M (NAPT) ZRET D HEIC OV TR L £,

SNAT ZfF L CEY OF — X {ERET DL, AT v 71 ~352FTLET,
NAPT 2 L CF Y OT—HfEFRETDHITIE. AT v 74BIOS ZFITLET,

FIE

NAPT Z A9 5121, configureip nat enable =~ > RZfEH L £7,

Device#configure ip nat enable

NAPT % #4729 5121%. configureip nat disable =~ > RZMH L £,

configureip nat addressadd ip inside- ip-address netmask netmask =~ > K& H LT, WHID IPvd 7 KL
AL Ry b AT EHRELET,
Device# configure ip nat address add ip 192.168.0.1 netmask 255.255.255.0

(A7 = ) configureip nat inside port range min-port-number max-port-number =~ > RZHEH LT, k
D DT —H LD SNAT R — Nz 3% E L E T,

Device# configure ip nat inside port range 32000 33000
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B wes <o naeT i

ATv74

ATy TH

ATvT6

ATy 71

B2 B0 1 ~ 65535 T, 7 7 &L b O&FHIZ 30000 ~ 59999 T4,

GE)
SNAT 7A— M & NAPT A — MR EH LRV 2L T E X0,

configureip nat outside port range min-port-number max-port-number =~ > KZH LT, T OFT—XiD
NAPT R — MR AR E L7

Device# configure ip nat outside port range 34000 62000

SMAlD R — N BB OB ZNFIFHIL 1025 ~ 65535 TF, THREAHDOAR— b 1233, 1234, 20000 (FfEH L72WT
<TZEV,

G¥)

NAPT A — h&GPH & SNAT AR— FEEFHAEE L 2N E S I LT EE0,

configureip nat rule add insideip inside-ip-address port inside-port-number outside port outside-port-number
protocol {tcp|udp} =~ FEZFEH LT, TODOT—HHDONAPT v v BV 7 — LV EHRELET,

Device#configure ip nat rule add inside ip 192.168.0.10 port 80 outside port 61080 protocol tcp
inside-ip-address i3, WHHRZ 74T b x>y hI—=2ZDIP T RLATT,
inside-port-number (X, WNERAHRZ 74 7> b %> hU—27 O TCP KR— h&E S F 721X UDP R— &S TY,
AU O R — hF 1L, RE SN2 NAPT AN THLLERH Y £,

(A7 a ) BIFED NAPT %€ %27 521X, show ip nat configuration =~ > K& L £,
Device# show ip nat configuration

IP NAT Configuration are:

Status: enabled

inside interface ip/netmask: 192.168.0.1/255.255.255.0

SNAT port range: 10000 - 20000

NAPT port range: 61000 - 65535

The number of ip nat rules: 1

Id Outside port Inside ip Inside port Protocol
0 61080 192.168.0.10 80 tcp

(A7 a) NAPTL— T —T A LEBIEONAPT AT Y #Frd 512i%, showipnattrandations
avr REEHLET,

Device# show ip nat translations
UDP:

src_ip port dst_ip port => src_ip port dst_ip port direction
expiry time
(192.168.0.10, 41278, 172.16.1.51, 22000) => (172.16.1.101, 30004, 172.16.1.51, 22000) [forward]
exp: 290
(172.16.1.51, 22000, 172.16.1.101, 61080) => (172.16.1.51, 22000, 192.168.0.10, 41278) [reverse]
exp: 290

TCP:

src_ip port dst_ip port => src_ip port dst_ip port direction
expiry time
(192.168.0.10, 80, 172.16.100.3, 443) => (172.16.100.11, 30000, 172.16.100.3, 443) [forward] exp:
138
(172.16.100.3, 443, 172.16.100.11, 30000) => (172.16.100.3, 443, 192.168.0.10, 80) [reverse] exp:
138
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19D Tforward] (£, WGB IZ LKoo CHLBREN=T — X Ny bou JEEMAERR LET, ZHICIEEE
Jo. B, BIOEHERIEENET,

Reverse] &if. BV "I 74 v rouli ez L. NI 74 v 7 DA NIRT A2 k- T, B
BAEIN D DINENARKOEBEITCIHERICBEET LT LET, ZOBREIZLY, DO NTT7 4 v 7 DF
A &2 LT, B e b DINE DN EECICIEFICBEET L L 018 F9,

NAPT v v E> Y IIL—ILDHIK
COFIETIE, NAPTHRE=Z Y MU ZHIRET 5 HiEICOWTEHRBA LE4, inside & outside 735
A—AEEETAZ L THEDNAPT v v B 7 L— L2l TExEd, L—LID T/L—/L
FHIFRL7ZD . REPDTXTONAPTLV—/LEHELEZY TEET, ¥EONAL—LEZHIERY
B, HDHWIENAPT HEEREE Yy M TENITESNT, FiEEZRRLET,

FIE

UTFToOWTNno4d7y g #2FHA LT, NAPT v B 7 — L &HIBR L E7,

r7ay B

Y72 D NAPT ~ v B2 71— Ll |configureip nat rule deleteinsideip inside- ip-address port

4 inside-port-number outside port outside-port-number protocol {tcp udp}
awry FafHLET,

Device#configure ip nat rule delete inside ip 192.168.1.10 port
80 outside port 61080 protocol tcp

JL—VID Z{# ] L 72 NAPT ~ v £’ | configureip nat entry delete rule-id =~ > K& L £,
T = DH R

Device# configure ip nat entry del O

G
show ip nat configuration =~ > RZ{EH L T/L—/L ID ZFRK/RTE
£7.

9 _TD NAPT ~ v B 7 /L—/L®D |configureip nat entry deleteall =~ > RZEH L £,

ﬁU&% Device# configure ip nat entry delete all

NAPTIP 7 kL X DHIER

TOFIETE., BEIHN TS NATIP 7 FLZ2DOHIEHFIEIZHOWTIH LEd, WEALR Y
FSAT U MIEIDYTONTZF— U= IPVAT RLZZHIRTEET, £7-1%. NAT D4
DA B —T 2 A ATHESHTWELAELIPvE 7 RL A ZHIBRTE £9,
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WGB T NAPT DR

\)

GE)  NAPTREAZTRTHIRTAHITIE, IPT FLREA L EZ—T oA ZALHIRTHLERH Y £
@—O

FIE

WDONTNNDOA T 3 o BEHA LT, NAPTIP 7 KL 2 ZHIBLE9,
T3y SRER

WESERR Y 74 7 > b D4 — k7 = A IPv4 | configureip nat addressdelete =~ > K& H L £,
7 KL ZADOHIK

Device#configure ip nat address delete

S8 1Pva 7 R L A DHFIER configure interface nat-outside address delete ==~ > N % fif ff]
LET,

Device#configure interface nat-outside address delete

WGB T NAPT DFE:E

NAPT 2 DFERR
WGB OHIED NAPT &% E % H 7179 % 121%, showip nat configuration =~ > RZEH L £,

Device#show ip nat configuration
IP NAT Configuration are:

Status: enabled

inside interface ip/netmask: 192.168.0.1/255.255.255.0

SNAT port range: 10000 - 20000

NAPT port range: 61000 - 65535

The number of ip nat rules: 1

Id Outside port Inside ip Inside port Protocol
0 61080 192.168.0.10 80 tcp

NAPT T > ') DREER

NAPT /L— /L7 —T LB BIED NAPT 2242~ U ZH )79 %5121, showip nat trandations
av s REEHALET,

Device#show ip nat translations
UDP:
src_ip port dst_ip port => src_ip port dst_ip port direction
expiry time
(192.168.0.10, 41278, 172.16.1.51, 22000) => (172.16.1.101, 30004, 172.16.1.51, 22000)
[forward] exp: 290
(172.16.1.51, 22000, 172.16.1.101, 61080) => (172.16.1.51, 22000, 192.168.0.10, 41278)
[reverse] exp: 290
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TCP:
src_ip port dst_ip port => src_ip port dst_ip port direction
expiry time
(192.168.0.10, 80, 172.16.100.3, 443) => (172.16.100.11, 30000, 172.16.100.3, 443)
[forward] exp: 138
(172.16.100.3, 443, 172.16.100.11, 30000) => (172.16.100.3, 443, 192.168.0.10, 80)
[reverse] exp: 138

H 719 D forward X WGB IZ X o T ST — 2 Xy hon ZEEMzsRLET, o
WITIRETE, BT, FAT SN AW EOFMEENRE TN ET,

reverse £, WGB IZ X o CTHREINTZc D /Ny MZESLKREY NI 7 4 v 7 on 7 OFEM%
ZRLET, ZOBREICEY, TO T T 4 v 7 OFRZEMIC LT, BRILNHDOISEREE
JLIZIEFIZRET S5 L 512720 97,

uWGB TOR— 7 KL RZH

R"— 7 FLRZH

UIW U U —217.16.1 LA, A— F7 RLAZH (PAT) 1, &8 AHGEH (AGV) DIWI9167EH
uWGB THHR—FEHTWET,

PAT I, %y FU—27 7 RLAR— FEHL (NAPT) & bEEIH. 7y FasExy hU—
JICEETHENC, EEOWNHER T FA T O T IFAX—KIPT FLRELFR— &K%
—BONRTY T IPT RLARLFR— NBREICERLET,

TITANR=RNEZIINEBIP 7 RLRAIINE Ry b —7 TOREHSNETN, TV vo
FRFAEBIP T L RIS v 2 —Fy b ETHEA SN, Ze— Ll —E T,

NAPT v v B 71, IPT7 RL A LR — FEFIZHESNTWET, NAPT i3 2% &,
DONEBRA NSOy IS, B DR — FEFEFEHLTRUAEIP 7 FL A v E
VT ENET,

WS —H YT Ry NND T TAT 2 bT 3, A%, BEOAGVREITHEUIP T L A% H
FHCTEET,

AR H

NAPT EBAITIiZ. W —I AV 7Ry FNOD AGV T3 AZHRRESINZIP T KL AR
HET,

YR—rShTWWS 7O bal

NAPT IZ, WEB LI UNE Ry NU—7 DT XA AR T@ET 57290 TCP £7-13 UDP %%
H—bLET,

NAPT O #|[R =18
NAPT (ZRET B HIRHIEIZKRD LB TT,
«NAPT X, 77 A#I# ) 2+ (ACL) 2V FA—FLEFA,
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B wer—ne<oersrz—on

e NAPT L, 1 DD 7T A4 _X— K LAN D&% NAPT OOy hU—27 & LTHR—FL
i‘g_o

NAPT )L—ILERYEV S T—TIL

NAPT )L—JL

uWGB IZ, REESNTZIP T RLRIZESNWTT 74V b~ B 7 —LaER L. NED
TIGAT VT NRA AL ST ENT- NI 7 4 v 7u—% B L7,

AR A RMEDERFENT 7 4 v 7 OEBREERTDHINAPT Y vy B T — L ERIE L ET,
FITFIV D= B TN — VIR DBEE T SAVE T, <inside-IP-address,

inside-tcp-or-udp-port>, <outside-ip-address, predefined port range>, <protocol> (70[:’ I

2 /L1Z UDP & TCP OWNT323)

NAPTT Vv EVSTF—TIL

uWGBIX., FT7 7 4 v 7L — )L ENAPTL—MIZESNW T v B T — T )V EERR L EFR L
F7,

NAPT (&, IFEELT RV A, &FFEILAR— b, 587 NV A, FEfeAh— b, IP 72 k=2 (TCP
F721ZUDP) 7207 n—@#hlf+E2HEH LT, NAPT~ v B 7T —TNDA T v 7 ZA%AE
’EE L/\gzjqo

\)

GE) NAPTEHT —TNVHNO~y B 7T b OFKEIT 409 T, b= b T HEIH
W7 TERRENET,

RE5NAPTR v EVTT—TIL

Joral REID—AHJLIPT EL [uWGB 5 B —/NJLIP 7 | M1 O—/NJLIPT K
ABEUVR—F+ KLZR LRBLUR—
TCP 192.168.1.10: 80 172.16.1.101 172.16.1.101: 61080
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tyerynr—ssk I

LY ETFYDT—ER

Bl 9:NAPT2ERALI-LEY ETYDT—ER

Outside, public Inside, private LAN

Qutside server Wired client

uWGB outside interface: 172.16.1.101

SNAT ZEAHL-EYDT—42H

FooF—2FEE. Ny NU—TDBINBR Y RU—T7 ~DO 7y O EE L E
T, uWGB X, WiEix >y hT—27 LRy NU—J RO — o= & LTHIEL £,
uWGB /%, H#EILRy U —27 7 RL AL (SNAT) ZfEH LT, WXy NV —27 064
WAy N =T ~OFTRTOREN Ny NeBHRLET,

SNAT (%, uWGB #3537 FOEELIPT KL AZuWGB 27 747 P 7 FL A
BB TERLET, ZOLEBRICEIY, WEIP 7 RL ARy T —Z A S
DI EMRL I FT,

NAPT ZERAL=TYDT—2iR

TYOF—2iFEEiE, ARy FT—I 036 AGV ODNE R Y h T — 7 ~DF —Z DN %R
LET, uWGB I, ARy =7 LR Ry NI — b oA & L THRREL E
T

uWGB iZ, A IP T RLAER—F Ty hEZETHE, ~v BT T —TNETF oy
7 LT, BERX7r Y bOSEHRTP 7 KL A L %65 TCP £721Z UDP R— F 2 BRE& L £,

M= N —T 5L, wWGBIET—TNAHNO—FK L7z F V> THEIPT KL R LR—
NEFEEH L, Ty FERNER Y N —ZIZIEELET,

uWGB T NAPT %7

ZOFIETIEH., EVOT—HROERETLLRY hU—F7 T KL AZEH (SNAT) &, TYoDT—
Z{EDOFy NI —27 T KL AR— FE#H (NAPT) % ET D HIEICHOWTHAL £,
SNAT ZfH L7= LY OFT —ZFHDOVR— &R ETHITE,. AT v 7 1 ~4DFIEIHENE
T,

NAPT A L7=F Y OF —HFHOVHR— FNEHRETDHITIE, AT v T 5EAT 76 DFIE
WZHEWE T,
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AT w1 NAPT #H0T %I21E, configureip nat enable =~ > RK&fiH L £,

Device#configure ip nat enable

()
NAPT % #5129 5 121%. configureip nat disable =~ > R&H L £,

ATFwTFT2 (A7 a) configureip nat inside port range min-port-number max-port-number =~ > Rz L <, L
D DT — 2D SNAT AR— M Z R EL T,

Device# configure ip nat inside port range 32000 33000
Bh7p#HE X 1025 ~ 65535 T¥, 7 7 4 /L b O#iFHIE 30000 ~ 59999 T9,

G¥)
SNAT 7~ — MgEaPHIL, NER Y T —2 0o xy NI =21 8T 7 4 v 7 #EET 5 & ZIZuWGB A
3 2 5E 78R — T,

SNAT A — M&ifH & NAPT A" — MV EHE LAV L HICLTLEE,

AT w73 configureip nat addressadd ip inside- ip-address netmask netmask =~ > R & L C, uWGB TWHA
IIAT MDD — R 7= A IPv4 7 RLAZRELET,

Device# configure ip nat address add ip 192.168.0.1 netmask 255.255.255.0

AT w74 configureinterface nat-outside addressipv4 static static-ip-address static-netmask gateway-ip-address =~ > K
ZEH LT, uWGB THME IPv4 7 R L A ZRE L £,

Device# configure interface nat-outside address ipv4 static 172.16.1.101 255.255.255.0 172.16.1.1
static-ip-address i, uWGB HH D/ X7 Y v 77 KL AT,
gateway-ip-address |X, uWGB OAERIP 7 R L AT,
SMUDR— FFEFIL, BV OF—2 I BEIRICAER S ILET,
DFEENL, WENBIB~D T 7 4 v 7 7ua—%HR—FLET,

AT 75 configureip nat outsideport range min-port- numbermax-port-number =~ > Rz LT, #MBx >y hU—7
MORNER Y N =T ~D T 7 4 v 7 Z2%[ET 25X 91 uWGB T NAPT ARN— M2 E L £7,

Device# configure ip nat outside port range 34000 62000

MUl DR — N BB OB NEIFHIE 1025 ~ 65535 TF, THRIEHDOR— bk 1233, 1234, 20000 (FEH L7Z2WT
<&V,

GE)
NAPT "R — h#GFH & SNAT AR — MEEHSEHE LRI I LTI EE N,

AT 76 configureip nat rule add inside ip inside-ip-address port inside-port-number outside port outside-port-number
protocol {tcpludp} 2~ REMHL T, FTODOT—FJiD NAPT v v B 7 — L EHELET,

Device#configure ip nat rule add inside ip 192.168.0.10 port 80 outside port 61080 protocol tcp
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ATvF1

ATvT8

uwes <o NAPTEE [

inside-ip-address I%, W HRZ 74T by hT—2DIP T RLATY,
inside-port-number (X, WNERA#RZ 74 7> b %> hU—27 O TCPKR— h&E S F72IZUDPR— &S TT,
SO AR — FFRIE, BRE SN NAPT ®FHNTH 2 0ERH D £,

(A7 a ) BIED NAPT B E % &£ 3 5 IZ1E, show ip nat configuration =~ > RAEEH L 7,
Device# show ip nat configuration

IP NAT Configuration are:

Status: enabled

inside interface ip/netmask: 192.168.1.1/255.255.255.0
SNAT port range: 30000 - 59999
NAPT port range: 60000 - 65000
outside proxy ip/netmask/gateway:
The number of ip nat rules: 2

172.16.1.101/255.255.255.0/172.16.1.1

Id Outside port Inside ip Inside port Protocol
0 61001 192.168.1.10 20001 udp
1 61002 192.168.1.10 20002 tcp

(A7 a ) NAPT/L— T —T7 A LBFEONAPT AT RV 2K d 5121E, showipnattrandations
a~wy REFEHLET,

Device#show ip nat translations

ICMP:

src_ip dst_ip port => src_ip dst_ip port direction expiry time
(172.16.1.1, 172.16.1.101, 30257) => (172.16.1.1, 192.168.1.10, 267) [reverse] exp: 272
(192.168.1.10, 172.16.1.1, 11) => (172.16.1.101, 172.16.1.1, 30001) [forward] exp: 272
UDP:

src_ip port dst_ip port => src_ip port dst_ip port direction
expiry time
(192.168.1.10, 20000, 172.16.1.51, 35200) => (172.16.1.101, 61001, 172.16.1.51, 35200) [reverse]
exp: 214
(192.168.1.10, 51184, 172.16.1.51, 22000) => (172.16.1.101, 30001, 172.16.1.51, 22000) [forward]
exp: 16l
(172.16.1.51, 35200, 172.16.1.101, 61001) => (172.16.1.51, 35200, 192.168.1.10, 20000) [forward]
exp: 214
(172.16.1.51, 22000, 172.16.1.101, 30001) => (172.16.1.51, 22000, 192.168.1.10, 51184) [reverse]
exp: 161
TCP:

src_ip port dst_ip port => src_ip port dst_ip port direction
expiry time
(192.168.1.10, 44155, 172.16.1.51, 23000) => (172.16.1.101, 30002, 172.16.1.51, 23000) [forward]
exp: 238
(172.16.1.51, 23000, 172.16.1.101, 30002) => (172.16.1.51, 23000, 192.168.1.10, 44155) [reverse]
exp: 238

Ao Tforward) (X, uWGBIZ X > TS NLIc T — 2 "7y how VR LEd, ThIZITxE
gt HERtdE. BEOEBMERI S ENET,

Reverse] &if. BV "I 74 v rouliEMais L. NI 74 v 7 DA% NKEIrT A2 Ik T, ¥
BN D DINENARK OB IICHERICEET L L IICLET, ZOBIEICLY, DO NTT7 4 v 70K
) &2 LT, B e b DINE DN EECICIEFICEET L L 0187 F9,
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NAPT ¥ v E> Y IL—ILDHEIR

uWGB D NAPT ¥ v B> 7 /— )L & HIBRT 51213, ROFNEICHENFE T,
Fg

VEIS LT, iESNca~vy REEH L TREZHIRLET,

« configip nat ruledeleteinsideip inside- ip-address port inside-port-number outside port outside-port-number
protocol {tcpludp} =~ KZMEH LT, NAPT ¥ » B> 7 /L— L ZHIR L £9°,

Device#config ip nat rule delete inside ip 192.168.1.10 port 80 outside port 61080 protocol tcp

« L=V ID IZf> T NAPT « v B 7 b— L ZHIBRT 5121, configureip nat entry delete rule-id =~
Y REMEHLET,

Device#configure ip nat entry del 0

G¥)
J— Vv ID % FRT 5I21L, show ip nat configuration =~ > RZfEH L £,

«uWGB D FXTD NAPT ¥ v B> 7 )L— L& HIERT 5 IZ1%, configureip nat entry delete all =~ >
EERALET,

Device#configure ip nat entry delete all

NAPTIP 7 K L X DHIER

uWGB D NAPT #8E IP 7 R L A ZHIFRT 2121, RO FNEIZHEWFE T,

\}

CE)  NAPTHEZERITHIRT HI21E, IPT RL RS U E—T oA A BB LET,

FIE

MBS U T, PRt a~y RE@H LT NAPT #MEEONLEER TP 7 RV AZHIBRLET,
« NEBIPv4 7 R L A& HIBR$ 5121%. configip nat addressdelete =~ > K& L £,

Device#Device#config ip nat address delete

« SMEEIPV4 7 R L A& HIFRT 5 121E, configureinterface nat-outside addressdelete =~ > R&ffH L £
ﬁ‘o
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Device#configure interface nat-outside address delete

NAPT & T® uWGB D EH

ATy T

ATy T2

ATvT3

NAPT EBI T uWGB #EEH T 2121%. ROFNEIZHENFE T,

1R BRI
T_XTDOUWGB BRI FA T "R T T A4 _X—FLANWIZH D Z EE2MERLET,

FIE

configure dot11Radio 1 mode uwgb mac_address ssid-profiletest ssid =~ > &Ml L C, Rt — %
uWGB [ZRRE L £,

Device# configure dotllRadio 1 mode uwgb FC:58:9A:17:0D:52 ssid-profile testssid

—BDOMACT FLAZERT A, RICRT A arOFEEZFHALT—EOMACT RLAZEET
FET,

GE)
B ORIEZ G720, MACT RL ARy NU—7 EOBFEDOT RA A LA LRI I L TLEE
U,

—EODOMAC 7 RV RAEFHET DL, A7y ME0x12 ZHJE MAC 7 RLAIZEBMLET,

FKIEMAC 7 FLRAERDITFA121E, A7 v 7 21r3 K 912, show controllersdot11Radio interface =~
VREFEALET,

WORXEEHALET, EHEMACT RLZA+F7kEy h=—HE0DOMAC 7 KL %

GE)
7ty MEB X2 ETHDHZ & 2R LET, 72L& 21, FC:58:9A:17:0D:40 |2 0x12 ZE01F 5 &
FC:58:9A:17:0D:52 {272 V) £,

(7> 3 ) showcontrollersdotllRadiol =~ > RAEMFH L TREEMAC 7 RLAZBRELET,

Device#show controllers dotllRadio 1

wifil Link encap:Ethernet HWaddr FC:58:9A:17:0D:40
UP BROADCAST RUNNING MULTICAST MTU:1500 Metric:1
RX packets:9109 errors:70 dropped:59043 overruns:0 frame:0
TX packets:27920 errors:13 dropped:0 overruns:0 carrier:0
collisions:0 txqueuelen:2699
RX bytes:913806 (892.3 KiB) TX bytes:5399794 (5.1 MiB)

(F 7> = ) showwgb dotll associations =~ & R&fi ] LT, uWGB 7" WGBIREETH 5 Z & & il L
£7

Device#show wgb dotll associations
Uplink Radio ID : 1
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Uplink Radio MAC
SSID Name

Connected Duration
Parent AP MAC
Uplink State

Auth Type

Key management Type
Uclient mac

FC:58:9A:17:0D:52

SSID NAME

56 hours, 37 minutes, 11 seconds
BO:B8:67:3D:5E:D6

CONNECTED

PSK

WPA2

FC:58:9A:17:0D:52

: WGB

Current state

Uclient timeout 60 Sec

Dotll type llac

Channel 157
Bandwidth 20 MHz
Current Datarate (Tx/Rx) 156/144 Mbps
Max Datarate 156 Mbps
RSSI 35

IP 172.16.1.101/24
Default Gateway 172.16.1.1
IPV6 ::/128

Assoc timeout 100 Msec
Auth timeout 100 Msec
Dhcp timeout 60 Sec'

ﬁ‘o

I=990L—=FITuvT |

UWGB B#R 27 9A TV FOZ U RY—x2 0 R vF 7 4wy 70 —%28NCT 5 X 92 NAPT 23 E LE

uWGB T NAPT DHERE

NAPT &% % D FE 2
uWGB D HTED NAPT 8% & % /135 21%, showip nat configuration =~ > R&EH L £,
Device#show ip nat configuration

IP NAT Configuration are:

Status: enabled

inside interface ip/netmask: 192.168.1.1/255.255.255.0

SNAT port range: 30000 - 59999

NAPT port range: 60000 - 65000

outside proxy ip/netmask/gateway: 172.16.1.101/255.255.255.0/172.16.1.1
The number of ip nat rules: 2

Id Outside port Inside ip Inside port Protocol
0 61001 192.168.1.10 20001 udp
1 61002 192.168.1.10 20002 tep

NAPT T > ') DREER

NAPT /L— /L7 —7 B BIED NAPT 22~ U ZH )79 %5121, showip nat trandations
av s REEHLET,

Device#show ip nat translations
ICMP:

src_ip dst_ip port => src_ip dst_ip port direction
expiry time
(172.16.1.1, 172.16.1.101, 30257) => (172.16.1.1, 192.168.1.10, 267) [reverse] exp: 272
(192.168.1.10, 172.16.1.1, 11) => (172.16.1.101, 172.16.1.1, 30001) [forward] exp: 272
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UDP:
src_ip port dst_ip port => src_ip port dst_ip port direction
expiry time
(192.168.1.10, 20000, 172.16.1.51, 35200) => (172.16.1.101, 61001, 172.16.1.51, 35200)
[reverse] exp: 214
(192.168.1.10, 51184, 172.16.1.51, 22000) => (172.16.1.101, 30001, 172.16.1.51, 22000)
[forward] exp: 161
(172.16.1.51, 35200, 172.16.1.101, 61001) => (172.16.1.51, 35200, 192.168.1.10, 20000)
[forward] exp: 214
(172.16.1.51, 22000, 172.16.1.101, 30001) => (172.16.1.51, 22000, 192.168.1.10, 51184)
[reverse] exp: 161

TCP:
src_ip port dst_ip port => src_ip port dst_ip port direction
expiry time
(192.168.1.10, 44155, 172.16.1.51, 23000) => (172.16.1.101, 30002, 172.16.1.51, 23000)
[forward] exp: 238
(172.16.1.51, 23000, 172.16.1.101, 30002) => (172.16.1.51, 23000, 192.168.1.10, 44155)
[reverse] exp: 238

H @ forward 13, yWGB 23U L THEETAEBEDO M T 7 4 v 7 A MU —LAH0xT 2 b
VEZEWRLET, uWGB 20 L TEHBMB LR EINT- Ny FOFEMR o JICEeEkINE
j‘o

reverse 1%, BEAFED forward D FMEWIC Lo N 2BERLET, BMCEREINZ T
T4 oML PHREINBEY RAEIISENTEINET,
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A= g CEANEITENCT D HIECONTHHALET,
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\}

GE) 100 Mbps 38 LTV 1 Gbps AR — b3 57 /31 A&7 55515, 10 Mbps FERE 2 5012 L
iﬁ—o

=R

ZOREBEIZ XV, 10 Mbps A —H % v b T NA REMDT S, ANTEEHEZTIZ IWI167EH
WGB AP IZHEi T £ 7,

Cisco IW9167EH WGB T ;& 10 Mbps O K— D EZh1E

A —HF v AR — KT 10 Mbps DHEE BT HIZIE, LFOX A7 /M LE9, show
v FEMEIZL U TEITTHZEDBRET, FEDY—F A LEITH Y XA,

FI&

ATvT1 enablez~ > RZMHHA LT, ¥4 EXEC E— FEZARC L £,

Device>enable

AT w72 configurewired wired-port-number speed port-speed enable =~ > K& L T, A 04— b THE 10 Mbps
DHEREZ AN L ET,

Device#configure wired 0 speed 10 enable

AT T3 (A7 ay) HRROKR—FTHEE 10 Mbps DR— hD AT —Z A &3 51Z1%, show running-config
avy REEHLET,

Device#show running-config
feature 10M speed

Interface wired0 10Mbps Configuration:

Status: Enable

RTw T4 showipinterfacebrief 2~ RZHEH LT, AROF— FOEERIT— 3 V&R LET,

Device#show ip interface brief

Interface IP-Address Method Status Protocol Speed Duplex
*wiredO unassigned unset up up 10 full
wiredl n/a n/a down down n/a n/a
auxiliary-client 192.168.163.91 static up up n/a n/a
wifi0 n/a n/a down down n/a n/a
wifil n/a n/a up up n/a n/a
wifi?2 n/a n/a up up n/a n/a
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Cisco IW9167EH WGB T M3EE 10 Mbps M K— ~ D EZN1E

A —HF v FABR— KT 10 Mbps O E A BN THIZIL, DX A7 ZFEHLET, show =
~ U REMBEISCTEITTH I ENARET, FHEDY—F R H LEITH Y £H A,

FIE

ATvT1 A0 AR— FTHE 10 Mbps DHERE L 50123 5 121X, configure wired wired-port-number speed port-speed
disable =~ > R&fEHA L £,

Device# configure wired 0 speed 10 disable

ATwT2 (AT ar) A#OR— K THE 10 Mbps DAR— kD AT — X X & HEFRT %121, show running-config
a~vy REfHLET,

Device#show running-config
feature 10M speed

Interface wired0 10Mbps Configuration:

Status: Disable
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EIE BN OENEFH S TES (EIRP) 135K 36 dBm IZH|IfREIN TRV, AFC ¥ —E A& ff
HLUTAP ZFHETAZMLENRH D £9, KETIX., AP OEMIL5.925 GHz ~ 6.425 GHz? UNII-5

WS & . 6.525 GHz ~ 6.875 GHz® UNIIL-7 B Tl SN TWET,

= 7:6GHz BiEH N

T UTTRIE BERILORKGEHA TxXRx Fx—> |RKEIRP
(SPIAFC) (SPIAFC)
20 ~ 80 MHz 160 MHz
7 dBi 17 dBm 17 dBm 4X 4 30 dBm

AP @ AFC X T— %3 X DR

AP @ AFC R B L OIGET — X 2B 3 5120%, showrrmafc 2~ K2 ETLFET,

Device#show rrm afc

Location Type: 1

Deployment Type: 2

Height: 129

Uncertainty: 5

Height Type: O

Request Status: 5

Request Status Timestamp: 2023-08-31T06:20:17Z

Request Id Sent: 5546388983266789933

Ellipse 1: longitude: -121.935066 latitude: 37.512830 major axis: 43 minor axis:
9 orientation: 36.818100

AFC Response Request ID: 5546388983266789933

AFC Response Ruleset ID: US_47_CFR_PART 15 SUBPART_E

BUEBE R O )E— R &3 512i%, show controllersdot11Radio 2 |i Radio =~ > R & 3%

ITLET,
Device#show controllers dotllRadio 2 | i Radio
DotllRadio2 Link encap:Ethernet HWaddr 24:16:1B:F8:06:C0

Radio Info Summary:
Radio: 6.0GHz (SP)
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