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» Cisco Catalyst9800 'V — X U A ¥ L X2 hr—T ORESFEICHOWTEFELLIL, [Cisco
Catalyst9800 'V — X UA YL A a2 ha—F VY7 hy=7 a7 4Falb—ar i
A R 2L TSN,
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o EETREEE & il (36 N—)
o AAA = —H—F8EE (91 *X—7)

o FRAE & AL (94 —2)

J—H 51— Ty

WGB £— F

T—7 T N—T771 v (WGB) 1. 1 BEOERT NSA AETITERT SA AD T N—TRY
AVVARYy MU=V ICHERT DI EEZFREICT DVA VYL AR Yy U —F 2 7T OBRETT,
D=0 I N—771 v (WGB) F— K&a2=_"—H )L U= 7 —7 71 v (uWWGB)
— RiEMEFEH WGBDO—EThHY, ARy hUV—27 L UL VL ARy hU—Z7 DMOH
BB A EBR L F9,
Unified Industrial Wireless (UIW) U U — 2 17.13.1 LI TIZ. 206 0OF— ROEF 25, Cisco
CatalystIW9165E ®ilifAET 7 Z ARA b (AP) BLOVA VYL AT T A7 FTHAR— kK
ENFET,

WGBE— NiX, WGBDA —H 3> hiR— MIEERINDIAHT TA TV b ~DUA ¥ L A%
atit U ¥,

cHBR Y NI 5204 YL AT AL MNZT Y v LET,

G EINTA—Y Ry AR TA T FOMAC 7 FLAZEFE L, b O8] F4%
ay ke —7 EFLUFET, Ziuk, Internet Access Point Protocol (IAPP) X vt&—
TEMEHLTAPA V7 TANT I F v &2 LT ThILET,
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e J)L— N AP ~DH—DUA YL A a . LET, L—FAPIZIWGBEZ U A VYL R
FAT v MELTHRWET,

ZOF—RIE, IAT AT VA VU RABEEZRT-RWABRT S, AD T A Y L Ao LB -
T AR RE T,

WGB E£— FDfEAHI

TH7ar7 T, VAV LRAESEPHEPAEN TRV, B+ —=PLC 2 EFOFMRT A
MERHENTWET, TNEDOT A A TS —F v FEFHLTWGB IZE#H L. WGB »
FhbZ, — AP ~ODH O EN L TCIATYLAAL LT ITAN T IFvIZTY v L
ij‘o

1: W6BE— KDE%E

Wired Clients

Switch WGB Access Root Access Switch Wireless
(Optional) Point Point Controller

— =i
( ) @

=

DHCP/ACS
[TFTP/IFTP

357624

uWGB E— F

uWGB E— FiX., WGBE— F&MisedT A0 7 ) Th, BRI IA T EUATVL R A
VITARNTIFXMTIATYL AT Y v UTHRET 5 L 9 IC3RE S TWVWET,

e VAL A ABGPANDT T DUA Y VALY NI =0 HhR—FLTWVET,

AV LA LA —T oA ZAEHEHLTAPICES L, 7V o —3 g VIR MAC 7
RLAZMHHALET,

cUWGBIZHHG SNT-EAR I FAT U hD, TAL VYL ARy NT—T ~DMERT 7 2%
L ET,

uWGB £— FD{E A

INGERREIN, UA YL ARy MU — 7 ~OEg & I L T DHMT 31 A & 2 72 IRGE R U B
(POS) VAT LAZEEHALTVET, uWGBIL, TNHDOT A AEJEHOTA YL AL 7
TANTZ VT ITHHE L, VA o2 aBPSOEFDOTVA L ARy MU —7 & R—
FLET, uWGB X, VA VYL AA v Z—T = A Z&MHLTAPICT Vi o—h&h, A
POS FRA ZLTUA VL ARy b T — 7 O 725815 2 B L £,
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INHEOFE—ROMEFEMHALT, VA YL AEELZFHRT A RNZHRNTIEEL, F > b
T — 7 OYLaEME & i oW 5 A h E XY ET,

WGB E— K & uWGB E— F D E 4 #8R 0D L8R
WDOFIZ, THDH2ODF— ROEVWAHEICE LD ET,

HEE WGB £— K uWGB E— F
Hetor ARalloU ALY L ARy b | Rafll R aflipsfo T
U—7 DI A F¥YVARY NU—7F

AV HF—=T x4 ADFHE |A—VXy hAR—FEERAL |7V —3 3 VITEBRMAC
TMAC 7 RL R %5 7 RL X% {E

WGB E— FIZBH T H#4EEI1E

B MERE R TR L. BEM e Ry N U — 27 OBEA BT 5 7- 912, WGB E— K& uWGB
E— ROM G OHIRE L OHFIFEAZEMAE L T EE0,

» WGB I Cisco Lightweight AP & DA T Y = — F TEE T,

HELT 2T Ly 7 AORET, u—DIVTERI SN RRA N OREICE SV T
HEicravo—hranET, ZHOOREIL, APOABROIBLIOAERIA LV F—T =
{ ATEHFHTHRETTETEA,

*WGBN 74—V rvaryia—JiZa—3Iv795L A7 I7A47 2 MEIWGB %> b
—JICHHTCEET, ZOBRA, Ty A—ar bu—JIZ3ARZ FTA T DOIP T
RUABRRREINETR, 74—V raryhbe—J 23R r-INEEA,

e hu—F05 WGB LV a— ROFRREEZMERRT D &, £ D WGB IZHERt SNV TV D H
P54 T L NOTRTO VY RHEEINET,

« WGB IZHERE SN T4 T v M, kETFR—FLEHA,
MAC 7 A LBV T,
VI T AN,
e TARNVEALT T R, BIW

« Web 32T
« WGB %, )T 802.11r TERE SN/ WLAN &7 Vv o — N TEEHA,

IPv4 £ & U IPv6 HR—

* WGB X, IPv4 WENZ72> TWDEETH, AT 747 2 M LTORIPVG b T
T4 oY R—FLET,
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cWGBWRT v 7V 7 EIEFICT YT —FENTWAHEATH, WGB O IPv6 EHLLIE
L BEREL £ A, WGBEELIPV6 7 R L Z~® IPv6 ping 35 & OV SSH IFHERE L ¥ A,

\}

GE)  IPVE RN T TIZTAIMNT/>TED, IPv6 7 RLAREID B THENTWDEIHEASTH,. WGB TIPv6
PREAINC LT E N,

F v 2RO R

4V7?X%?7??AP%#@%H&@%W(#Dﬁ)??*wfﬁﬁbfwék%’
DF % FVEIRIENLE T I N8BS, WGBIZE | XFHX TOF ¥ RUERIELZHH LET,

\}

GE)  WGBORELWF v R/UEIEHIEZEH L TAPIZER L TWAZ L 2R L T EE N,

I

uWGB E— FIZEAT S HREIE

« TFTP B L O SFTP i, uWGB E— R TIIVR—FENTWEHA, Y7 b7 7 v 7
71— FIZWGBE— RTOALETTEET, ifficONTIL, TWWGBA A—T DT v
T L—FR] 2R LTIEEN,

s uWGBE— R, wired0 A > X —7 = A A SNTF-ERIZ AT "2 R—F LT
WET, 72770, wiredl £ 2 —T =21 AERENT-ABR I 94T MIVR—1FLT
WEHR A,

cUWGB ICIZEBFDONL—FT 4 VI ARARERIP T RLARBRETALERHY ET, = K
FRA A LR CHBEOEEZIZENIP 7 RLRAZEHT 5 & T LAWEERREAE
THAEREMNH U £,

«UIW U U —2 17.13.1 LIF, uWGB E— FD AP I, SSH 2l L T INET. A
TIAT VMMM APIZER SN TWRWGER, A A—VDT7 v 7L — REETTEE
S

M TAT U RBBHEENA L, UWGBE— RO APIZ., MU uWGBE— FDOF F
W20 ET, APODAA—TET o7 T L —RTBHZEIITEEEA,

T TAT Vv IBBHEENE o T25EA. uWGB T— KD AP iX WGB £— KiZY]
DOV ET, APODAA—TEEBLEY, T 7T L —RLENVTHIENTE
9,
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Wy,

R4 A—H—RENRRT—FRICET HH#ESE

L—ILEA T
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1 ~32 LFICTHHLERDD

INAT— RDOE X

8~ 120 XFIZTHMLERDH D

IRNAT— RIZMHEDH D
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INAT— RIZEHHEZ2 S D
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o Bppk e (ASCIL10 =t — R 33 ~ 126)

NAT—RIZEHATEZ20WH O

<" (CHEHEGIAR) |
< (CHEHSIA/) . BID

<2 (BERIFF)

INAT— R CRA[ I Z &

3 DODHER L FEE L — U AIZED D
(ABC/CBA) .

¢ 3OEEET AR LT (AAA) 5D D,

e —P—ZLELbDFELIF2—V—4
WL DIzt 5

INAT— R TRERZ &

HLWASRRAT— R, BUEDO/RAT— KL 4
LTI DN D

FI2HIL DAY A ERDH
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HAED/RA T — R : Cisco HAEDHNME/RATU—FK : Ccisco H L\\2—H—%4 : demouser H LUV VAT — | :
DemoP@sswOrd HEFBRHDH LV IA T — K : DemoP@sswOrd # LWAZNL/SA U — K : DemoE*aP@sswOrd R
Ho# LWAZME/SA YU — K : DemoE*aP@sswOrd

\}

GE) RENTWAHITIE, DR T K TBH520I12, RAT—=KKRT L —rTFAMTERIN
TWET, EEOIVFT I AT, RRAT—=REITAZ IV RT (¥) TwAZEhET,

LED 1 > — 3 ZEA LI AP DA T—3 ADHER

LED & — %, THAA ZADEWERAT —F A LEEMELZERTHA O —F ORI —7
AT,

THNHDNRE =TI, BRI EORBEREREZFER LT, $EORECTHEIE & 15
ZF T, IWI165E T /34 ADIGA. LED NF —0F, VAT AAT—H A LG5 5E &5
THDIERLBEET,

IW9165E LED 4 > ¥ —4

IW9165E T /5A A%, Rif/ SR MIZ 2 20 LED {2 CWET,

1. VAF A AF—H ZALED

2. RSSI A7 —# A LED

REBRENIIFZFLUR DR T—3RAVTr—4

LED BELIZNNET—2 SRER
VAT I AT —H A LED IREED ALK WGB DT Y vm— kMR &
nTnEd,
TRt D AT WGB 2381 AP 17 Y > =— b
ENTHET,
RSSI A7 —# A LED Tk D pUET RSSI 2% - 71 dBm LA LT,
TR D AR RSSI 78 -81 ~ -70 dBm T,
PO ST RSSI 78 -95 ~ -81 dBm T,
7 RSSI 2R E PN TH,
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Mty b7y TEaTERTE
WLAN 707 74 ILDERE
FE

ZOFIEO BIL, WLAN Z5%E L, BET R EXEET L2 LIk, 97— v—77 1 v (WGB)
NIAFXVLARY hT—=ZIZBMTEDLLICTHIETYT, ZOREEETTHE, HEIZ, WGBRT 7k
ARA N (AP) L DEF 27 TEEMHEOSWVIBEZMENL.CE LRV ET, ZHICEY, @k xy b
U— 7 B iR CE £

AT w71 wlan profilename =2~ > K& LT, WLAN & EY 7E— FZBHBLET,

Device# wlan test-wlan

Z ZC, profilename ¥, #EETH WLAN O4HITTT,

AT w72 coxaironet-iesupport =< > K%l LT, Cisco Client Extensions (CCX) A7 a3 > Z#&EL, WLAN T
O Aironet [ EF (IE) OV KR—bEHMMILET,

Device# ccx aironet-iesupport

GE)
ZOREIX. WGBE APIZT VT — T 572D MAETT,

[o] ~ O E l_l_I
JANXLARYO—TAT7AILDETE
TAXLARIL— T T 7 A NEZREL, APTWGBDVLAN 7 S5 A4 T hFR—NE2H
T BITIE, ZOX AT EFITLET, Uk, 2y NI —27HNO WGB OHIE72 7
A T N LY 7 VLAN EI0 4 TR S E T,
1R BHHIIZ
e RET DHHNI, TN AKHTLHEHT VB AL TWDLZ MR LT IEEN,

cEIDYTAVLANID BFEEL, XY NT—2V AV TFANT I F ¥ TREINTWVWAS D
CERMER LT TZENY,
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FIE

AT w71 wirdessprofilepolicy profile-policy 2~ > RZ#EHA LT, HOZT a7 7 A LDTAL XYL ARY — a3
T4 X2l —varyE—RIT77EALET,

Device# wireless profile policy Corp-Policy

ATFv 72 vianvianid 2~ REZFEHA LT, WLANRY > —7a 757 A%, T 5 VLANID Icvw v B 7 LE
KR

Device# vlan 20

ATv 73 wgbvlan 2~ KZEH LT, WGB ® VLAN 7 74 7> hHR— b E2HH L £,

Device# wgb vlan

P77 FLADETE

IPvd 7 FLADKTE

DHCP F7213FHIREOW TN EHH L TTF N, ATIPvd 7 L RAZRETHITIE. 2D
A EFEITLET, ZOXRAIEETTHZLICLY, @Ry NU—T 8L T /81 R
EHAEREERETXET,

FIE

ATYT1 ROWTNIrDOLE T a B EHALT, T4 ATIPvAT RLAZERELET,
T3y SRER

IPvd 7 R L A OB IS configure ap addressipv4 dhcp ==~ > R&fiH L £,

Device# configure ap address ipv4 dhcp

Fr IPv4 7 KL AOFEEI Y 24C | configure ap addressipv4 static ipv4_addr netmask gateway =~ > K
AL ET,

Device# configure ap address ipv4 static 192.168.10.25
255.255.255.0 192.168.10.1

ATFwF2 (A7 ar) showipinterfacebrief 2~ RAMHA LT, BHEDIP 7 RLAREEZFRLET,

Device# show ip interface brief
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IPv6 7 KL XDERTE .

IPv6 7 KLADEETE
TNRAADIPVG T RV AEFRETDHITIE, ZOX AT EFRFITLET,

FIg
ATy T ROWTNIDOAT v a B FEHLT, T8 ATIPV6 7 KLU AZREEIZERG L £,

rFoay EBA
IPv6 7 K L A OEHJEAS | configureap addressipv6 dhcp =~ > K& L 9,

Device# configure ap address ipv6 dhcp

IPv6 7 KL 20 HEH4S | configure ap addressipvé auto-config enable =~ > R&fEH L £,

Device# configure ap address ipv6 auto-config enable

G¥)

IPv6 BHEREAANCTHE, AT — R L AT RLAHBEERE (SLAAC) b
TIT 47D ETHN, SLAACIZTWGB D CoSIZiTEAINEFRA, ZD
2= R TiE, SLAAC Ot Y 12 DHCPv6 Z i LT IPv6 7 R L A A iE
L/jz—g—o

configure ap addressipv6 auto-config disable =~ > KZ{#H L T, AP T IPv6
HERE &\ LET,

F# 1 IPv6 7 K L A ® T | configure ap addressipv6 static ipv6_addr prefix-length gateway =~ > Kffi L
FT £

Device# configure ap address ipv6 static 2001:db8:abcd:100::25 64
2001:db8:abcd:100::1

HBOIPVE 7 RLAZRIETH L, T o7V U TERNLWEETYH, AfA
VE—T A ZAEN LT AP ZEHTEET,

ATFwT2 (A7 =) showipvBinterfacebrief =~ RAMMA LT, HAEDIP 7 FLARELMR L ET,

Device# show ipv6 interface brief

BIRA 3 —T 4 XATHWGEB DEETE

J—2 I N—771Y Y (WGB) X, VA VYL ADEBRT SAARTA XYL ARy R —
JIZT VR ATHHEZRELEST, 7V oL LTHEETAZLICXY, WGB X, A=
v RARA > b % WLAN IZ856E L C, 4 7 1 7 Wi-Fi B§RE & FF/2 72 WEERIC U A 7 U A 856
IR LET, ZOMREEZANCT DT, &S, VA VL ARTA—=FZEHKT D SSID
a7y A NVEERTDZMNERH Y ET, RIZ, WGB DA o F—T7 2 f ATREIINE
T, TDO%, SSID 707 7 A NINA U H—T = A AZBEHEAHT DAL, BRSNS ET,
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process_summary

WGB X, HTA XY LVAT NN ANTA VLV ARy N =7 8T 52 L ZAREIC L £,
ZORGEITIZ, SSID F'u 7 7 A VDIERL, BEHRA S F—T = A ATO WGB OKE, BLD

SSID 7B 7 7 ANDA U H—T A A~OEEMITNEENE T,

process_workflow

1. SSID 71 7 7 A L DOVERL
Fv b U= BRSO CRRAE S R E B L £,

2. BRA LA —T 2 ADRERE

WA LA —T 2 A ADBRECT 7B A LET, NEAREEZEH L T WGB ERELZ AR
I LET,

3. R~ SSID 712 7 7 A L OEREF T

FEAHERR LT=SSID 7 7 7 A N MR A L X —T = A4 AZOREET, Zhicky, #
BEDSHEST L E T,
4, EHA L H—T A4 ZDHNL

B B —T oA AT VT 4 7L LT WGB OREXETLET, Zhickv, #fE
MBI ET,

SSID O 774 ILDYERL

1R BRI

Fv hU— 7®m£%#%ﬁt =YX T RT I AR T S SSID a7
/])/l/%ﬁ,rihﬁ'é—é \— \ ;@&Xy%%?ﬁ‘bi‘é—o

FIE

F N — 7 EZ ST SSID e 7 7 A VDOFIE T 2 2 VAR L ET,
WKDOF T arNHY E9,

* [Open authentication] : = —W—1 7 A UEFREMBEL LW T 7 BAZFRRIZLET, 4—7 %G
ZREH L7 SSID 7'm 7 7 A VORIE (21 ~—)

« [PSK authentication] : ¥F¥ = 7727 7 ¥ AD 7= DGt 22 L £4, PSK ZZFEA i Jf] L7- SSID 7
077 A)LOEE (21 X—)

* [Dot1x authentication] : =t —H —FRAEIZ— L LFBRE Y — S —ZFH L £ 77, Dotlx §8aE% {# 4 L 7= SSID
TaT 7 ANDORE (22 X—)

G
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PSK % E DAL, FRHAENMITHY , HEEINI X2 VT 4 T T 7T 4 A>T DH I L &
FER L TL7Z&EY,

A—TURMEFERALI-SSID TO T 7 A ILDERTE

=T URBEEIZ LD TAAL AT T A ERELEEETICR Yy N ICE R TX £,
TR, FARX Yy hU—=IRoRT Y I T I BRARA L MR EORFED Y F U A2 LT
\ij—(}

FIE

F—T RFEEEA LT SSID 71 7 7 A )L &R ET HIZIE, configure ssid-profile ssid-profile-name ssid
radio-serv-name authentication open =~ > RafHEH L £,

Device# configure ssid-profile Guest-WiFi ssid Guest authentication open

PSKERST#{EAL-SSID 7077 A/ JLDETFE

PSKFRAEClL, = — WV —lcdtFa2iRdida 2 ickh, YA PvL2Axy NU—I MR #ESN
*9, :@&x&f 1T, SESEARFER 0 FaicS by THRB I N, PSKEREEA [ H
LTCSSID a7 7 A NVEFRETDHFNEIZOWTHIA L ET,

FIE

WPA2, 802.11r, FE721% 802.11w DWT DA 3 & LT, PSKFEAET SSID Z#i%E L £7,

TFay Ll
Wb X N7- T4 ¥ L A& %= | configuressid-profile ssid-profile-name ssid SSID_name authentication psk
I preshared-key key-management wpa2 =~ > K& L £,

Device# configure ssid-profile Corp-WiFi ssid CorpNet authentication
psk StrongP@ssl23 key-management wpa?2

FENA LT NA ZAD 5 v — | configure ssid-profile ssid-profile-name ssid SSD_name authentication psk
N4 preshared-key key-management dot11lr =~ > REH L £ 7,

Device# configure ssid-profile Corp-WiFi ssid CorpNet authentication
psk StrongP@ssl23 key-management dotllr
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TIFay L)

EI T L— MMi#E configure ssid-profile ssid-profile-name ssid SSD_name authentication psk
preshared-key key-management dotllw =~ > RZfEH L £,

Device# configure ssid-profile Corp-WiFi ssid CorpNet authentication
psk StrongP@ssl23 key-management dotllw

Dotix RS2 {FEAL=-SSID 70771 ILDETE

Dotlx#dilElL, 77 v A& AT DRI —F —Dn /A U AEREZERT L T2 T o
LT DRy NT—2 T 7 B AKIEIERTT, ZOX A Tk, #@UIREEEA T a %
FEFILTCSSID 77 v A VEZRETDHFIEEZHRHPL T,

Dotlx BFEAFH L TSSID e 77 A%y 7 v 7 L. LERRERGE 7 2 F =2/ (EAP)
FHERALTEX 2T Ry NI — I TV ARREETAICIE. ZOX AT 2FETLET,

FIE

configure ssid-profile ssid-profile-name ssid radio-serv-name authentication eap profile eap-profile-name
key-management {dot1lr |wpa2 | dotllw {optional |required}} ==~ > KZ{#H L T, Dotlx sdalk % fif H
LTSSID 77 7 A VaRELET,

Device# configure ssid-profile Corp-WiFi ssid CorpNet authentication eap profile EAP-Profilel
key-management wpa2

ROGE... ROBIEEERITLET,

e — U EENCT D5 dotllr $#EERA 7 a VAR LT,

WPA2 £ % = U7 ¢ B ERGA wpa2 S FLA 7 v a VAR L £,

BT L — MEEDN LB dot1lw 4 H# 4~ 3 o % optional % 721 required
LEBITHERLET,

Dot1x EAP-PEAP S2ZEIZ & % SSID 7O 7 7 4 JLDXRTE

1R BHHEIIZ

Dotlx EAP-PEAP @k L TEF 2772 SSID 7’ 7 7 A Vv&aty N T v 7325121, 2

DEATHFITLET, XY, VA YL ARy hT—2 DX T o RNMbENnE
bé‘o
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ATvT2

ATvT3

ATv74

weB o1 2 —7 1 208z |

ZDHX A7, Dotlx EAP-PEAP i&iEa VR — F T 5T XA ATUA YL AT O 77 A )V &k
ETAHHAICHEASNET, sk, BEIC, BESNza—F -4 L 2T —K&{#H
LCTNA A ZRIGRIETE D L1 F9,

FIE

configuredot1x credential credential_name user name username password password =~ > R%&ffH L C. Dotlx
n7A AEREER L £,

Device# configure dotlx credential Corp-Cred username corpuser password C!sc0StrOng

configure eap-profile profile_name dot1x-credential credential_name =~ > R&fEH LT, EAP 7 r 7 7 A
VEBRE L, BIEFHAD Dotlx B 7 A AEHICBEA T £,

Device# configure eap-profile Corp-EAP dotlx-credential Corp-Cred

configure eap-profile profile_name method peap =~ > KZFEH LT, 717 7 A /L@ EAP 5% PEAP &
LTERLET,

Device# configure eap-profile Corp-EAP method peap

configuressid-profile ssid-profile-name ssid ssid name authentication eap pr ofile eap-profile-name key-management
wpa2 2~ REMH LT, SSID Va7 7 A VZ{E L, EAP 77 7 A )V EMH L Clita &> b7 v
TLET,

Device# configure ssid-profile iot-peap ssid iot-peap authentication eap profile pl key-management
wpa?2

WGB DEIRA V3 —T 24 ADEEE

ATy T

Before you begin

IW9165E /34 A1, 2.4 GHz EEZ VP R— M L TCWERA, DD, WGB E— FTHj
BT 277V 7 LTRETESDIE dotllradiol A vV F—7 =2 A ADHTT,

WGB E— REZAWNC L, @72 SSID 7' 1 7 7 A L ~DHE 2 Mt 95 & 5 I\ A > 7 —
T oA RAEFRE Liﬁ‘o
Flg
configuredotl1lradio slot_id mode wgb ssid-profile ssid-profile-name =~ > RZ{EfH L C, HEHRA ¥ —7 =

A A% WGBSSID 71 7 7 A JWTRRE L £ 7,

Device# configure dotllradio 1 mode wgb ssid-profile Corp-WiFi

GE)

EHENTWD SSID 70 7 7 A ARTTICHESNTEY , TA ANLT 7 H8ATE DI E2MRL
TLIEENY,

Cisco Catalyst IW9165E SR AET ¥V ERARA U b H LUV TA VLRI SA4 T2 FREHA K. Cisco 10S XE 17.17.x .



I=990L—=FITuvT |
B cs2v5151—s08mE

AT v 72 configuredotliradioslot_idenable =~ > RZMH L T, MRS L F—T = A ZAZHRLET,

Device# configure dotllradio 1 enable

RATwF3 (A7 =) configuredotliradiodot_iddisable 2~ > R&EMIH LT, MM V¥ —7 = ZZMWHITL
£7

Device# configure dotllradio 1 disable

X2 TFAINTA—IDETE
WGB Dt X2 VT 4 RXTG A= EHRELT, VA VL RABEDOEF 27 238508 L O 51k
PR AICIE, ZoFee 22 HEHLET,

FIRr

RTYTN THRAARTG A =Bty T v 7 LET,
T AP f L SRAT — FEIE LET,
o IEfE7RIRFZ ORI 2 fe R D 72 DI NTP Hh— " — &R E L E T,
CRAMAEERL, AHRIP T FLAZEID {TET,

ATv T2 FTAMKRA U MEERL, AV A—FLET,
NI ADNRA L MWL L, BUHOITIETRERGEAFELZ A VR—FLET,
RT9T3 (A7vay) dotlx v /A UNEREZRELET,
Ty 8Ty S TREREGEIT, LB dotlx D—F—Z ENAT— RO A UEREANTILET,
ATV T4 EAP 77 7 A VAR LET,
EAP A Y v R, hTAFRA L b, BEWdotlx 1 7 A VW (X7 a) 2EAP 7u 7 7 A LT
~ v BT LET,
ATY TS5 EAP 7117 7 A L% SSID 7’11 7 7 A JMTHE O £97,
EAP 7 7 7 A /L& HHIDSSID 7' vt 7 7 A JWZBEAIT T, ¥ 2T RV A Y L AR E AT LET,
AT Y6 SSID 717 7 A VAR O T £,
SSID 7’1 7 7 A WEBFEEREEA VX —T = f RO E, REXT /7471 LET,

GE)
« RRRED K& BET D721, NTP —"—RE[EAETH Y | FEHENANTH D Z & 2B L T<
ZE,

« VAT AOFEEMAMRTT 57002, B X 2T RGIEEEMN L GERELZ A AR — P LT ESN,
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EAP 7O 77 A LDEE .

AERAED A VAR — FRKRI LI285E0T, GEEOR MR L, AR FEEEH LA R —FL
HBLET,

RDEZRY

6=

N%ESSID 7u 7 7 A NMTFETH ) —ET X v T TEHELERDHY 7,

configure ssid-profile ssid_prof_name ssid ssidauthentication eap profile eap_prof_name

key-management key type 2~ > K& LC, EAP 7027 7 A L% SSID 7' 7 7 A JVIZHT

ZyFLET,

Device# configure ssid-profile Corp-SSID ssid CorpNet authentication eap profile Corp-EAP

key-management wpaz2

dotlx B 7' A UIEHRT a7 7 A, "TARKRA L v T a7 v A, FZIXEAP a7 7 AL
WERZMZTH, ZEITTITTAT/RY A, BHEEZHEHATHI21E. EAP72 7 7 A

EAP JOJ7A4IILDETE

FIE

:@&x&f@\ﬁﬁﬁﬁﬁﬁ7mh:w(mw)7n774w% RELT, Rry hT—T7 D
X 27 TR RBIEE MR T DDV B FIEZHA L £,

1R BHHIIZ

EAP7'u 77 AN, VAXYLVRITAT oV bOBXaT7TRAEHERT 2 ETEETT, 7
TrANEELLBEETAHZEICLY, Dotlx 274 UEH. SSID Fr 77 AL, IO
PREXE & O/ E Z MFERICEBTEE,

EAP 7’0 7 7 A VDOREZ BT DRI, RO & MR LET,

1. A%z Dotlx B /A ERT 0 7 7 A VBT TIT/ER SN T 5,
2. SSID 7/u 7 7 ANBREINTND,

3 SSIDAET X v FTHMBUENELS By N7 v 7 ENTND

4. FNA AD CLI~DEHT 7B ANFRETH 5,

AT w71 configure eap-profile profile-name method {fast |leap |peap |tIs} =2~ R&EH LT, HEDA Y v KT
EAP 707 7 A VEFRELET,

Device# configure eap-profile Corp-EAP method peap
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RDES.. ROBEEEFTLES,

EAP 70 7 7 A JWIZTLS AV v RDBIREINTWD | FIE2 ZEHLTCA TFA MRS " T X v F
e LET,

a7 AP RBEIL o TGE FE4 ZFHEHA LU TEAP 72 7 7 A L ZHIBRLET,

AT w72 configureeap-profile profile-name trustpoint {default | nametrustpoint-name} =~ > RZ&{#if L C, TLS ®
CARNTFANRA LV DT Xy T LET, 7740 F Tk, WGBILIRFEIZNHMICAEHAEZEAZMEH L E 7,

Device#configure eap-profile Corp-EAP trustpoint default

AT w73 configure eap-profile profile-name dot 1x-credential profile-name =~ > R&f#H L C, Dotlx 1 7' A L EH 7
07y ANETHEyFLET,

Device#configure eap-profile Corp-EAP dotlx-credential Corp-Cred

ATy 74 (7 a) configureeap-profileprofile-namedelete =~ > RZHH L C, EAP 77 7 A LZHIERL £
j—o

Device#configure eap-profile Corp-EAP delete

Dotlx O 45 A4 UIEHRDERTE

DX AT T, DotlX 2 Z A UEMEREL T, T35 AN 802 IX FREFHICIELL v b
ToTENTWLI EEHERLET, ZUCEY, BT T 7B RG#IE Ry T — (%
FENEHINFET,

FIE

AT w71 configuredotlx credential profile-name username name password pwd =~ > R&f#fH L C, DotlX 17 71 >
HaaxE LET,

Device# configure dotlx credential Corp-Cred username corpuser password C!sc0StrOng

ATwF2 (F7a) showwgb eap dotlx credential profile =~ > K& L C. WGB EAP Dotlx 7' &2 7 7 A )L
DAT—H AR RLET,

Device# show wgb eap dotlx credential profile

MHARD b TR RS 2 FDOFEBFRTE
ZOFIETIE, WRAR—ZAOBEDEDIC b T X bHA v b & FBCRIET 5 HIEICONTH

HLE, BT 6%&@3%%@%“@%6&9 2T 22 LT, 7L ALFERER (CA) ¥ —
N—FD¥F 27 72081E 2k LE T,
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ATy T

ATy T2

ATvT3

RTv74

ATy TH

ATvT6

ATvT1

ATvT8

ATvT9

R ~52 bxs s rornagee I

FIE

configure crypto pki trustpoint ca-server-name enrollment terminal =2~ > F&ZfH LT, WGB Th T X bR
A FEAERR L £,

Device# configure crypto pki trustpoint Corp-CA enrollment terminal

configure crypto pki trustpoint ca-server-name authenticate =~ R&fiH LT, h7 A hARA > k& FH#)
CTEAEL E T,

base-64 T a— FIN/ CAFEAFEZAN L, Tquic] EADNLTHETLET, PTHEEHFELEMNT 2
BaiEx, 7. EEF 2 BEE R T A RRA L MIA VAR — R LTLEENY,

Device# configure crypto pki trustpoint demotp authenticate Enter the base 64 encoded CA certificate.

....And end with the word "quit" on a line by itself.... --——- BEGIN CERTIFICATE----- [base64 encoded
root CA certificate] ----- END CERTIFICATE----- —-———-— BEGIN CERTIFICATE----- [base64 encoded
intermediate CA certificate] ----- END CERTIFICATE----- quit

configure crypto pki trustpoint ca-server-name key-sizekey-length =~ > R&fH L T, WERBEZHEL E
ﬁ‘o

Device# configure crypto pki trustpoint Corp-CA key-size 2048

configurecrypto pki trustpoint ca-server-name subj ect-name name [ 2tr-country-code state-name locality org-name
org-unitemail | =~ > REFEHL T, FFZAMKA L OV T V=l MMERELET,

Device# configure crypto pki trustpoint Corp-CA subject-name
CN=APl.cisco.com,C=US, ST=California, L=SanJose,O=CorpNet, OU=IT, email=admin@cisco.com

configure crypto pki trustpoint ca-server-nameenroll =~ > K& LT, &L CSR 4R L £7,

Device# configure crypto pki trustpoint Corp-CA enroll

GE)
CAYV—R_—T, CSRIHNZHERA LT, TIOVXNVBALIEIEHELER L T ZE W,

configure crypto pki trustpoint ca-server-nameimport certificate =~ > R&2fHA L C, BL EiEHEL A
YAR— b LET,

Device# configure crypto pki trustpoint Corp-CA import certificate

base64 T a— NN/ CAFEHAEEZ AL, (quit] EANLTHEAEOALS R — 2T LET,

(47> = ) configurecrypto pki trustpoint trustpoint-name delete =~ > R&fHL T, b7 A hARA >
~ZHIBR L £,

Device# configure crypto pki trustpoint Corp-CA delete

(7 a ) showeryptopkitrustpoint =~ > RZEH LT, ¥ XTDO M T A MRS FOY~ I —%FK
~LET,

Device# show crypto pki trustpoint

(A7 = ) show crypto pki trustpoint trustpoint-name certificate =~ > R&ZfEH LT, hT A AR A v
NIER EN TR EDONEE R R L ET,
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Device# show crypto pki trustpoint Corp-CA certificate

SR BRA D FEEEFDRE

ATy I

ATy T2

ATvT3

ATy T4

ATvT5

ATvT6

WGB LD F T 2 MARA > O HBEVRFEREZRTE L, B o 7 AGEAEEE L AE L S mER
PRERT A2, ZTOX AT EETLET,

FIRr

configure crypto pki trustpoint ca-server-name enrollment url ca-server-url 2~ > R&ZfH L T, ¥—/3—
URL #fHH L CWGB ThT7 A MARA > R EBERLET,

Devicefconfigure crypto pki trustpoint Corp-CA enrollment url http://10.10.10.5:80

configurecrypto pki trustpoint ca-server-nameauthenticate =~ > R H LT, h 7 A MARA > FE2FRFEL
£

Device# configure crypto pki trustpoint Corp-CA authenticate
G¥)
Zoaxry RIZLY, CAYV—"—00iGE R (CA) GEHENSHBINICBAESNET,

L

configure crypto pki trustpoint ca-server-name key-sizekey-length =~ > R&fiH L C, WEHELZHEL
R

Device# configure crypto pki trustpoint Corp-CA key-size 2048

configurecrypto pki trustpoint ca-server-name subj ect-name name [ 2ltr-country-code state-name locality org-name
org-unitemail | =~ REMHAL T, ¥ 7 V=7 MMAERELET,

Device# configure crypto pki trustpoint Corp-CA subject-name
CN=APl.cisco.com,C=US,ST=California, L=SanJose,O=CorpNet, OU=IT, email=admin@cisco.com
configurecrypto pki trustpoint ca-server-name enroll =~ > R&fEH LT, N7 A MARA o FEBEELET,
Devicefconfigure crypto pki trustpoint Corp-CA enroll

GE)

ZOFIETIE, CAYV—N—DFT VX NVEBLEFEHELERLET,

configure crypto pki trustpoint ca-server-name auto-enroll enable renew-percentage =2~ > K&l LC, H#)
Bika AN LET,
Device#configure crypto pki trustpoint Corp-CA auto-enroll enable renew-percentage

GE)
configure crypto pki trustpoint ca-server-name auto-enroll disable =~ > R&fH L C, HEVEHEZ L IZ L
i‘j‘o
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ATvF1 (F7T a) configurecrypto pki trustpoint trustpoint-name delete =~ > RZ2H LT, F 7 A halRA >
AR L £,

Device# configure crypto pki trustpoint Corp-CA delete
ATy 78 (A7 ar) showeryptopkitrustpoint =~ REHL T, 9 XCHO T A MKRA L bOHY~ U —%2F
/j—_\‘[/i—é‘o

Device# show crypto pki trustpoint

ATy F9 (F7L a3 ) show crypto pki trustpoint trustpoint-name certificate =~ > R&2HH LT, F 7 A FRA >
MR SN ICREAEONEZ R R LE T,

Device# show crypto pki trustpoint trustpoint-name certificate

TFIP Y —/N\—%FRA LI-FETOEEHEDZEHZERTE
TFTP H— " —ZFEH L CFEI CEEEZ BT DI, 2O AT EZETLET, Tk
D, FT7ARKRA Y NOFEHEZLIFS, ik, BIOEHTLHZ LT, &%= 7 72085 2tk
TEET,

FIE

AT w71 configurecrypto pki trustpoint ca-server-name enrollment tftp tftp-addr/filename =~ > K& H L T, b7 =&
FRA LV RO CABEIOZ 747 MEAEZERSL £,

Device# configure crypto pki trustpoint Corp-CA enrollment tftp 192.168.1.100/certs/corp-ca-cert.pem

AT w72 configurecrypto pki trustpoint ca-server-name authenticate =~ > K& H L T, 8 S 472 TFTP H—/3—
Mo CAREEZ G L UORREL £7°,
Device# configure crypto pki trustpoint Corp-CA authenticate
GE)
ZDa~vy RTIE, HBEINT TFTP — =6 CAGEEFEA G L CRAEL £, 7 7 A VIRENE
EFNTVDEE. WGBITEESNZT 7 A WA ca & WO IRIRF 2L £7,

=

AT w73 configurecrypto pki trustpoint ca-server-name key-sizekey-length =~ > R&fEH L C, MEHEZRTLF
R

Device# configure crypto pki trustpoint Corp-CA key-size 2048

AT w74 configurecrypto pki trustpoint ca-server-name subj ect-name name [ 2ltr-country-code state-name locality org-name
org-unitemail | =~ REMHALC, 7 V=7 MMAERELET,

Device# configure crypto pki trustpoint Corp-CA subject-name
CN=APl.cisco.com,C=US,ST=California, L=SanJose,O=CorpNet, OU=IT, email=admin@cisco.com

AT 75 FESREGEAEZSA TR (CSR) 24K L ET,
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configure crypto pki trustpoint ca-server-nameenroll =~ > RZ{EH LT, WL CSR 24K L, Z 0%
K% TFTP r— N —ZHEL £,
Device#configure crypto pki trustpoint Corp-CA enroll

GE)

ZOawy ROk, AEABHERDER S, ZOZERNTFTP Y — —IZEEENET, EXRAENDL T 7
A VAT req tb\o%ﬂﬁ%b fHmEinEd,

ATvT6 BELFFEAEEL A AR —MLET,
configure crypto pki trustpoint ca-server-nameimport certificate =~ > RZ{EfH L T, BAFEHEAEL
WGB IZA v AR— b LET,
Devicef#configure crypto pki trustpoint Corp-CA import certificate

a2 — VI RIL TFTP 2 L CREAAEZ 1 >R — bk L. WGB X TFTP 7 5 A& GRE A FEA E D IS
HET, BEXIAEND T 7 A NVAITIT req E WO JRBRF RIS L E T,

ATFwF1 (7 ar) showeryptopkitrustpoint =~ FEFEH LT, +_XTDO T AMKRAL » bOY~ U —%F
RLET,
Device# show crypto pki trustpoint
ATy T8 (AF7 ar) showcryptopki trustpoint trustpoint-name certificate =~ > R&2MH LT, F 7 A FARA >
MR S NTREHEONE 2 FK R L E T,

Device# show crypto pki trustpoint Corp-CA certificate

TFTP ¥ —/\—Z{E A L = PKCS12, PFX. F71=[X P12 EEAEZEEHDRTE

TDHFAZIZEY, EAP-TLSBAER L OREHEORTED DIz, TR PKCSI2FEHE NV K
NEAVR—FNTXET, ZHNICLEY, WGBE— RTOEF 27 2BEB L OF A RFREE
EHERCTE F9,

FIE

AT w71 configurecrypto pki trustpoint trustpoint_nameimport pkcs12 tftp tftp:/IP_ADDRESS/path_to_certificate password
certificate_password =~ > KZ{#i ] L T, EAP-TLS §&iEE L ORE#H 05247 PKCS12 GERAE NV Rv
A AR—FLET,

Device# configure crypto pki trustpoint Corp-CA import pkcsl2 tftp tftp://1.2.3.4/corp-ca.pl?2

ATwF2 (A7 ar) showceryptopkitrustpoint =~ > RZEH LT, ¥ m— R L7 PKCSI2FEHEZ MR L
£,

Device# show crypto pki trustpoint Crypto PKI trustpoints are:-

Trustpoint name : example Enrollment
method : TFTP TFTP path : tftp://192.168.0.1/users/example/ca CA-Cert file :
/storage/wbridge pki cert/example/example ca.pem Subject :
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C=US, ST=Unknown, L=Unknown, O=Cisco, OU=Wnbu, CN=ap.cisco.com ,emailAddress=wgb@cisco.com Key size :
2048

PKI 7 1 ¥ —1EDHER
FIig

Public Key Infrastructure (PKI) # A ~—{&# A &K ~9 511X, show cryptopkitimers =~ R&fEH L £
j—O

Device#show crypto pki timers

WGB = 7/=IX uWGB 2 1/ ¥ — DX TE
TV m— g, RBiEF. EAP. BEXOT Y v T4 T2 FOISEICHET HEW R A A DT
7 MNREZHEETHITIE. WGB E— REZIZuUWGB E— RO A M ~—%RELET, ¥ A
v —HFRETHZHDCLI 2~ FiX, WGB E— K& uWGB £— RO J7 CTH L T1,

I—S3VIREDRALT ) FDERE

\d
g
\:I

FIE

configure wgb association response timeout response-millisecs =~ > RZfH L T, WGB 7 Vv — 3
ISEDZA LT T N EERELET,

Device#configure wgb association response timeout 400
« 774 /v ME 100 2 U

« HEh72%PH 0 100 ~ 5000 3 U
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RALISEDR A LT FDERE
FIE

configurewgb authentication responsetimeout response-millisecs @~ > RZ i L T, WGB #FESED Z A
LT U M ERELET,

Device#configure wgb authentication response timeout 400
« 774/ ME 100 T U

« HEh7REPH 0 1~ 5000 X VRS

ki
il

EAP DR A LT LD

FIE

E1==d

configure wgb eap timeout timeout-secs =~ > RZ i LT, WGBEAP D ¥ A LT 7 bR EL £,

Device#configure wgb eap timeout 15
T 74V MHE: 3R

« HEh72%0 2 ~ 60 Y

TNVYDYSA4T7 2 MNEEDZA LTI FDFRTE
FIg

configurewgb bridge client timeout timeout-secs =~ > R&ZEH LT, WGB D7 U v U7 T A4 T 2 MNEED
A LT NERELET,

Device#configure wgb bridge client timeout 400
« 7 7 4/ ME : 300 7

« HEh72% ¢ 10 ~ 1,000,000 >
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WGB Bk 54 7 » + DFBELAERR

clear wgb client {all | singlemac-addr} =~ > RZfEH LT, WGBHHMZ 74 7 > b DFRFE%fif
ﬁ%]\/\iﬂqo

Device#clear wgb client all

BRA 23— 24 ATHuWGB DEEFE

UWGB E— R, 7y U Z7HBMACT FLAZHEH LT — F%—F 1 AP & BHEfTT
HZLWTEAED, uWGB B — /LT 1 DOER T SA T NOLEFR—NLET,

FIE

configure dot11 dot_id mode uwgb uwgb_wired_client_mac_address ssid-profile ssid-profile =~ > R&FHH L
T, A7 94T FOMACT FLAZRELET,

Device# configure dotll 1 mode uwgb 00:11:22:33:44:55 ssid-profile IoT-SSID

GGE)
WGB #HEDIFEAEDRuUWGB IZbiEH S NE T, ME—DEWI, Zoa~vr REEALTERY 747
Y hrOMACT RLAREBZRET AL TT,

RDEZRY

INHORREITX, yWGB Y b7 v FIZBET A EMEROMELZ R L TWET, REIX WGB
L uWGB O F Iz HEm T,

«SSID 71 7 7 A JLDOVERL (20 ~=2—3)

sdotlx B 7 A NEHROBEE

*EAP-TLS & = U 7 1 DK

*EAP 71 7 7 A VDR E

5

cUHARD T A RA N DOFEEERER T

*WGB @ k7 & bARA ¥~ BEPREROHRE

« TFTP H—/N—%Afi [ L 72 F8) T ORERE OB SRk i

« TFTP #—/ 3—%A# /T L 72 PKCS12, PFX. F721% P12 GEAERERORE

* WGB F 721X uWGB # A ~— DR E

e
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WGB £— K & uWGB £— KD e

WGB E— KA/ 5 uWGB E— FAD LT

F N A% WGBE— R2>6 uWGB £ — FICEHT 51T

BZ L. HEYDOSSID 7o 7 7 A VAHH LT, #eFEl
LmaTEET,

CDHATEFITLET, ZOK
;\%%%%%L\ﬁﬁ7?47yh

FIE

configuredotliradio radio_slot_id mode uwgb wired client_mac ssid-profile ssid_profile name =~ > F&ffH
LT, WGBE— K75 uWGB E— RIZEH L ET,

Device#configure dotllradio 1 mode uwgb 00:11:22:33:44:55 ssid-profile IoT Profile

uWGB E— K/ 5 WGB E— KAD LR

AP Z uWGB E— F7°5 WGBE— RICZ# L T, WGBE— FTHRETZ A5 L 9123 5121T
ZOFEEFEITLET,

FIE

AT 71 configuredotliradioradio slot_id mode wgb ssid-profile ssid_profile name =~ > K& ffifH L T
R WGB E— FIZAEM LI, ZOEMEITS &, AP NHE#INET,

Device# configure dotllradio 1 mode wgb ssid-profile IoT Profile This command will reboot with
downloaded configs. Are you sure you want continue? [confirm]

. uWGB t—

ATFwT2 a<~  FEANTDZE, 77 ar0fERzkos 7o 7 vRFERENET, ZOFIEIL., AP ASHEEE)
LCHLWEREZEAT 57O METT,

a7 IRERENTZS, Teonfirm) & AT L TEHAZHITLE T,

YL

WGBEZEDA ik— bk E T RAR—
WGB SERED A ~ih—

BENOTXTOWGBIZY V TNVERET 7 ANEL T a— RTHI20F, ZOX AT BELT
LET, Zhuckv, fEElC, EUREECLERE Effﬂ4xﬂﬁﬁéﬂi#o
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FIE

copy configuration download {tftp:| sftp:scp:| | http: }ip-address [directory] [file-name] =~ > K& {HH LT, J&
BANOFTRTH WGB IZH I AikiEZE X v rn— R LET,

copy configuration download tftp: 192.168.1.100 configs startup-config.cfg
G
« copy configuration download =~ > K& 34T79 %5 & AP OFEEINRGINE T, FTLOREIT,
EENRICOBAIZ/2D £,

cHEEENT: sttp: 0T tetp: —RN—MORET 7 ANMIT IV BRATEDLZ L L, T7 A LRAN
FELLIEEINTWAZ LZMERLTLIEIN,

WGBEXED T Y RR—

BEfFDO WGB O EA 7 AR— LT, TORELH L EH I/ WGB THAIHTE %
XOICLET, ZhiZky, BRI, BENEHERLSNET,

W27 e ha L ER LT, WGB OEIEORTELXZ Y —A—Ic 7 v Fa—RT&xE4, 20D

RETFANEHTE L a— RLTEMNOWGBERETHILENTE, By N7 v 77
ARSI NET,

FIE

P— =~ WGB REDT v 71— R
copy configuration upload {tftp:| sftp:| scp:| http:}ip-address [directory] [file-name] =~ > K& LT, BEfF
D WGB THH SN TWOIREL Y ——IZT7 v 7T r—FLET,

Device# copy configuration upload tftp: 192.168.1.100 configs running-config.cfg

uUWGB A A —CDF7 v TIL—F

WGB Y 7 " =T A A=V HT v 77 L— KT 512F, £7, 7A4x%uwmr%~bﬂ
5 WGBE— FICEHLET, UL, uWGBE— RN, A A=V DT v 77 L— RO
THPikmSHPTDFﬂw%ﬁﬁw%bfwﬁwk@TToKKWTHPitﬁSH?fm

FanzZEHALTCY 7 M =2T A A—VEXyya—RKLET, ¥yrue—RLizb, Y7k
VT AA—TEA VA=AV LTT v 7L —REFETLET, BEIZ, 73 2% WGB
£— K715 uWGB £— RIZE L £,
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AT Y1 TFTP £721% SFTP ¥ —/3—% uWGB OF#E 0 A — MIHkt L 77,

AT w72 configureDot11Radio slot_iddisable =~ > R&EH LT, WA > ¥ —7 oA AW LE7,
Devicef#configure DotllRadio 1 disable

AT 73 configureDot11Radio slot_id modewgb ssid-profilessid_profile name =~ > FZ{EH LT, BEfFED SSID 7' 1
T ANEMEHLTT A A% WGB E— RIZERELET,
Device# configure DotllRadio 1 mode wgb ssid-profile WGB-SSID

This command will reboot with downloaded configs. Are you sure you want continue? <confirm>

GE)
oAU RE XU — FSNERHETT A A2 BEHLET,

AT 74 configureap addressipv4 static IPv4_address netmask Gateway |Pv4 address ==~ > F{Ef LT, /31 &(Z
FRAJIP 7 FL A2 B TET,

Device# configure ap address ipv4 static 192.168.1.101 255.255.255.0 192.168.1.1

AT 75 pingserver IP a2~ RZEHLT, —"—~DICMP #fixz7 A M LET,
Device# ping 192.168.1.20 Sending 5, 100-byte ICMP Echos to 192.168.1.20, timeout is 2 seconds PING

192.168.1.20 !!!!! Success rate is 100 percent (5/5), round-trip min/avg/max = 0.858/0.932/1.001
ms

AT w76 archivedownload/reload [tftp | sftp | http] ://server_ip/file_path =~ > FZffH L C, TFTP, SFTP, F7=iX
HTTP 2] L CTuWGB A A=Y &2 X U m— FBXOT v 77 L — L%,

archive download /reload tftp://192.168.1.100/xxxx iosxe.17.13.01.SPA.bin

AT w771 configure Dot11Radio slot_id mode uwgb wired_client_mac_addr ssid-profile ssid_profile name =~ > R & f# H
LT, 78 A% uWGB E— RIZIR L ET,

Device#configure DotllRadio 1 mode uwgb 0011.2233.4455 ssid-profile uWGB-SSID

SELTHEE L mEL

SAIL—TY FTOEEL— FOETE

BEMADER T WGB O@EANL—Ty MEEL— b ERETDHITIE, ZOX R EZFITLE
T BMANL—T  NMEFB L0 SR (MCS) A LT, 4zsa_1/~ N & FEICHIRTE
9
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AT w71 configdotllradiointerface 802.11ax disable =~ FZ&fi L C. & L7 dotllradio f > % —7 =A AT
802.11ax AEHEHIMS 2 M2 IC L7,

Device# config dotllradio 1 802.1lax disable

AT w72 configdotllradio interface 802.11ac disable disable =1~ > KZ&{# H L T, & L 7= dotllradio > ¥ —7 =
A AT 802.11ax FEHERIFE 2 M) L £ 97,

Device# config dotllradio 1 802.1lac disable

AT w73 configdotllradiointerface speed ht-mcsmdms =~ > K& LT, $8E L7= dotllradio f > ¥ —7 = A A
ICLERHTMCS L— FERELET, ZOT7 7 aid, LERMEXEL— NEERTHEOICELH E
‘é‘O

Device# config dotllradio 1 speed ht-mcs m4 m5

ATv 74 (X7 ar) debugwgbdotllrate =~ R&MH LT, WGBTxMCS L — h &R LET, 0o~
Y RO ERLET,

JWGB1#debug wgb dotll rate

Tx-Pkts Rx-Pkts Rx-Rate(Mbps) RSSI Tx-Retries
) 0 HT-20,155,MCS5, (52) HT-20,15S,MCS5,SGI(57)  -70 0
2:6E 330 £ HT-20,1SS,MCS5, (52) HT-20,1SS,MCS5,SGI(57) -71
=71 25
S,MCS5,SGI(57) -7 18
1SS,MCS5,SGI(57) -7 13
HT-20,1SS,MCS5,SGI(57) 21
16
S,MCS5,SGI(57) 24
S,MCS5,SGI(57) 21
S,MCS5,SGI(57) 22
S,MCS5,SGI(57) 22
S,MCS5,SGI(57)
-20,1SS, ,(52) S,MCS5,SGI(57)
HT-20,1SS,MCS5, (52) ,1SS,MCS5,SGI(57)

WGBDLHL—L— FDEFE
MEIWZIE LT, WGB DL HY— 1 — "2 HRIETHIEH TEXFET,

FIE

config dot11radiointerface speed legacy-ratelegacy-rate =~ > KZ{#H L T, dotllradio f > ¥ —7 = A AT
BEDLH—L—hERELET,

Device# config dotllradio 1 speed legacy-rate basic-6.0

80211 EHR 7 L —ALHIBE 7 L —2DWFTL T — L — "NMERAENET,
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cWGBDT Vv m—3 g DR ERMBETH7-0OIZ, WGBDLHL—L— "R T 7 BRAKRA 2 b (AP)
DLVH—L—hre—HTEPEELTNDI LEHERLTI I,

802.11v 44 5E

802.11vix., VA VL ARy U —7 EHOELERK T,
e Xy NI = XM —I U T EHMILTY 747 > b O & faib L.
I TAT U RNTNARIHA XL L AZRMT DT T4 T hOAMDHEEL,
EHT L — AL FIEOKFEIZLY, VA YL AMREEZ R LI ET,
802.11v I%, IEEE 802.11 7 7 X U @ Wi-Fi R ICE ENTWET, X MU —27 4RAY
n—I VIR EOBEENEENTWET, ZOWEEICLY, Xy NIT—2 LAV TTARNTY
Fx¥ (VAXY LRI ya—FR8) RIIA4T 0 v a2X0@#EURT 78 ARA L (AP)
BB TX D728, RN S, Xy NT—27 2EKOMERM ELET,
802.1v DY R— F Tk B O—3 5 DOHAENGR

T—7 JN—771Y v (WGB) T802.11vDYR— hBNENT 2> TWBHEE. Tk
AP IEIRIZIES W CTHOE 7 AP 2 WGB WHEFNICBIN CE D L HICTHZ & T, u—I 0

ik & EJ,
« WGB 1T, BIRICHHEINTZ U 2 M B ALY AP ~D 1 — 3 7 A BHAE T
=FE7,

s EHIMIZF = v 7352 LT, WGBRE LD CEMRIER AP T — X 23R FL, u—=3
VIR IRIREEITAD L DR £,

EXY—ERXtY FBITERTL—LA

HEAY—b 2ty b (BSS) BITERZ L—2I2iE, ITBEAPOF ¥ o RUERNE ENE T,
EEEZ ZNODIRESNTETF v o RVICHIRT 2 &, BEOF v o3V EH AT H8RETO
o— 3 7 OBIEN KIFIZHAD LET,

WLC 2L TAP DI SA T2 bEDBEESMITEERT S

JA YL ALAN 2> har—F (WLC) %, AP DATT, ZEETMEFR (RSS) | 7—4
L— R EQOBERIZIESNT, 7 T4 7> FOBEAMT 2R c& 9, HEERFA > MIK
DEFEYTT,

¢« WLC %, BSSBATEFE R 7 L — L& LT, 2Ll - 7= BEAHTERIZ OV T 802.11v
SN 7 AT v M@ TE £1,

BEFTREZRIFHINIZ 7 T A4 T > B &RID AP & OBBEEMN TN TE o Tcme, Bl
TIEER DN AT SNET
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ZDMDSEIER

BHLE X WLC T disassociation-imminent % E = H NI T E9, AT H &, BSSHITEH
ERTIL—LHNOF TS ar T 4=V KRBT IT 4 7220 £,

WLC T®? 802.11v i% E DFEMIZ DUV TIL,  [Cisco Catalyst 9800 Series Wireless Controller Software
Configuration Guide] #ZM L T 7E S0y,

802.11v Y-7/R— b DEMIE =L EZh1E
FypVEELE, THEAP VA MM FEELZLDICHIBLT, n—I e a xE{bd 5
121X, WGB T 802.11v F R— F & HF#hic LE1,

FIE

WGB T? 802.11v "R— M &G R E 21Tz LET,

FFoav B2l
WGB T 802.11v ¥ — | | configure wgb mobile station interface dot11Radio radio_slot_id
DAL dot11v-bsstransition enable ==~ > R& il L £,

Device# configure wgb mobile station interface dotllRadio 1
dotllv-bss-transition enable

GE)
«802.11v AR — F BARNT 2> TWBEA, WGB X, IFEAP UV A FT
R ENEZF ¥y 2L OHEERE L, u—I U THEOMREH ST E
@—O

c MR T ¥ XNAVBATEFARRICT 27202, 17T AT 7 F ¥l Tl
BEAP U2 R UNCEHRE SN TS Z EE2MEEL T EEN,

WGB T 802.11v 75— | | configure wgb mobile station interface dot11Radio radio_slot_id
DL dotllv-bsstranstion disable =~ > R&HEH L £7,

Device# configure wgb mobile station interface dotllRadio 1
dotllv-bss-transition disable

BSS #1770 T U IfRDEXTE

WGB 23HL AP IZBSS AT/ = A v — U %A ETHRROMBERET HI2E,. 20X X
JEFATLET, ZHICEY, BIT7 Y OFEAZEHT 52 LT, Ky MU —7 MR
R TE £,
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JEM%AP ) R ~DFERR

FIE

configure wgb neighborlist-update-interval interval =~ > K& LT, WGB 2381 AP |Z BSS #4177 =V
A=V EEETHRROMBEEZHELET,

Device# configure wgb neighborlist-update-interval 50

GE)
BHNBREFIZ 0~ 100 T, F 7 #+/L Ml 10 T, BEEOMBIIHIERTREL T &V,

% AP ') X b DFERR

TIVE—=REINTWD AP OZE LT AP U A R EMEN I CTHD Z L MR L
ji—g—o

FIE

show wgb dot1lv bss-transition neighbour =~ > R4 L T, 7V T— SN TW5 AP b2 fE LT
ITEAP U XA h 2R RLET,

Device#show wgb dotllv bss-transition neighbour

GE)
cZDa~wr REFEHTLE, TAALZANENRAVIA YL ARy NT—JIEO—BRE L TB{TTX
HUTHE AP IZBET 2R E RSN E T,

s EREZRITEAP U A MZRY, VAV LRI ITAT LV FONY RAT7BLIOr—I 7Oz m Lk
SHELILENTEET,

Fr R R SORER

F oz A NEHERL T, T3 A2 dotl1v I AP, BRI ESR . B L UOBRETF v X
IWEBNPLGF Yy N EELLHEINL TS Z 2R LET, ZOFELZ VAL ARy b
T — 7 \CBET A RO A N T TN 2 —T 4 T A DICEE T,

FIE

show wgb dot11v bss-transition channel ==~ > FZ{EH LT, dotllv Tk AP, EA W OB, &
BHEHDOFEATFT ¥ XNVNEDOF ¥ 32NV A MR LET,

Device#show wgb dotllv bss-transition channel

l Cisco Catalyst IW9165E B A7 ¥ ERKRA ¥ hEEUITL VLRI 547> FREHA K. Cisco 10S XE 17.17.x



| 7—991—FJyve
s ar 2 toks [

G¥)
Zoaxy R, @HE, WGBIZX - Tl s F ¥ ANV ZHREET 20BN H LTV A TS E
RS

AP )R FDEE

T —RENSEET OO AP VA FEEETIITNE, ZOX AT EFEITLET,
L0, T AP IHFHICBE T 2 I E e Bt OB Z FRIR T2 Z & T, T /3 AD 722
MREZMEfR CTE £,

FIE

clear wgb dot11v bss-transition neighbor =~ > F&fEH LT, T AP U A FZ{HEL T 7 —REND

I Rge S N UR= S
Device#clear wgb dotllv bss-transition neighbor
GE)
Zoavwy NI IS, =7 REERRT OILERH LT VA THEBAP Y XA M2y b 570
RS ET,

WwHEIER

o— 3 U MEREA N R A0, MBERTE— N4 WGB i 2 (5GHz) TEAHH
F— REZIFIANAY RET7E— ROWTRNICERETE E7,
EEERE—F
EB'EHEHE— NI, VA VLA T I EARA Y FOFEE—FRD 1 HTT,
« A EH O MREGEH 2 B3 L

c VA Y VAR ZMBAICER L T, Xy MU —ZMRE. T RET A RZET
T=A L,

c Fr N A MRERMBREDEENT A —FOREEZRIZLET,

28y F2OEENEEEHET— RICRESNTWAEE, Aay M (5G) OMERSITHE
Ty V7 LTERENET, Ary b2 (5G) OMEFIT, Fv xR MIES
WTCRRE &7z SSID ke cERE LET, T 74V hTiE, Fr ozl X M2k, O
HRAAL NZHESE) PFR—FENTWETRTDOSGTF v U R2ARNEENET, EEJU A b
WEFECTRET DI LENAFET, 8021lv b ET AL TEET,
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B cz=mz—roz=
a—I VIR END E, TAIY XANZK S TEET TV TEMPBREIN, 7—7
\Z B

NZETRIFIUTEREMBIIAS vy 7ENE T, TO%., WGB ILIRIR S 7= fEdd AP

TgohE,
EBEHAETE—FDETE
FRA ANEEEHAET—FTEETXA2L9ICLET, 2Tk, T—FEERLOFR Y b
T— 7 QERLTEARA L FRAEEIZR Y £97,

Fg
configuredot11Radio 2 modescanonly =~ > R&ZH L T, EEHEHET—FE2REL 7,

Device# configure dotllRadio 2 mode scan only

O

EBET—ITILEFAI—DETE
EBT—TNE A ~—Z LT, A AP OBIR 7 o & 2 2k L. v RSSI i
a—3 T ORREIELET,

1R B

EET—T ML, TS AL > THRHEENTEM AP O U 2 FREESHET, 741
FCiE., ZOTF—7 0z hU i, 1200 2 URZICHIREINIZZR Y 9, WIRIIN Y A ~—
BZEESTLHE RSSIOFHIZ LD L OB EZNT BN X 21220, a—3 7O,

A Lo RN H Y 97,

FIE
.

4 A ~—%E4 HI21E, configurewgb scan timeout interval =~ > R&ZEH L E£4, 574/ F Tl
BT — TNV OEM AP = b UIE 1200 2 Y B CHEINICHIBRS N E T,

Device#configure wgb scan timeout 1500

G¥)
 ETEFITT D AP OFBIRIL 1 ~ 5000 T9
APIX, EET—T7 A0S RSSHEN Kb EWEMZEIR L E T, 72720, RSSIEREFHF I N2 &

WHY, MRELTr=IIRRET L5607 HY £7,
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Fr R R FDOF ¥ oRIILOFEHEME = (LEIER

F ¥ XNV ANDOF ¥ 3NV EFETEMELITHBRLT, VA VL ARy NU—7 OYERER B
WAL LIZY . BEORTEEMIZELE DL, ZOFR T EZFETLET,

FIRr

WTNDOAT T a v EFERALT, Fy R A ROTF v 3 EBMEZIEIHIRLET,

r7Tay iER

Fx FILU R h~DF ¥ % LD3ENN | configurewgb mobilestation inter face dot11Radio interface scan channel
add =~ RZEH L ET,

Device#configure wgb mobile station interface dotllRadio 1 scan
36 add

Fx FU R 5B DT ¥ 3D Fl| | configurewgb mobilestation inter face dot11Radio interface scan channel

% delete 2~ > RZEFEHA L ET,
Device# configure wgb mobile station interface dotllRadio 1 scan
36 delete

EEBET—TILDOWESR
BIED AP EBOFEMATER L., HELEROT-OICHKEBD AP 28 ET 51213, Z0oX 27
EEITLET,

FIE

showwgbscan =~ RZEH LT, EET—7 NV EZMHERALET,

Device#show wgb scan Best AP expire time: 5000 ms *****xkkxksx[ AP Ligt ]r**rksxksrksxss BGSTD RSSIT
CHANNEL Time FC:58:9A:15:E2:4F 84 136 1531 FC:58:9A:15:DE:4F 37 136 41 *****x**x**x[ Begt AP
JrRFA A A A AR KKk xx BSSTD RSSI CHANNEL Time FC:58:9A:15:DE:4F 37 136 41

HBIEEBENVRFATDE—F
MBEE N A T7E— R, VA VYL AEHEERETH Y |
o [ OMERE (RIS | LR 2) BT v U v UL LTCHRETX A L YT,

s KO —I U TA R MEOEEREFI COn—L L 8T T 4 v 7 OBIE Y Bz &Y R — b
l/\
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. WOEBN\Y A TE— FOEHIE 2 DBRTE

MR D ERIC L o TRIAFRERBKBOT 7B ARA L MIT Vrm— 452 & THR
Wi —I o V2 EHRLET,

MBERY R MI, FEITRETAZ Y. 802 1IvEMERK 24 L CHEIMIZ®RE TS 2
Ly TEET, oY RATE— R, FIHEARERAEREOT 72 ARA L R EREICT VY
T—hTAHZET, a—3I 7 OMEER ESEET,

|EEEOO—)L

MERRRE 2 1T 1 CRIU MAC 7 RLREIEF L, &, 7V vz—vary, BLOTFT—4
frkEYR—bMLET, EHLLOERKS, —e Rk — L F o i3ERE e — L TEWETX
FT, HEO—I AR MDRIT, n—vE FT T 4w 7 DNEERE 1 & BERREE 2 O T A B
Izl b £,

APOO—=Y

B VMR END L, VAT AT XAL, B AT DT OICIKED AP
BF —F_X—Z2TF =y 7 LET, WGBIE., #iC, E&Er—/LTEIEL TV 2 M 2 ]
LT, HILWAP ~Du—I /7 Yo —avk5e T LET, ZOREICED, v—3
7K 20 ~ 50 X U RMICEME SV E T,

WDFIZ, TWII65E TOHBIER /N KA 7 HRIET— FOREM 2R LET,

Z0Ow 0 (24G) 2y k1 (56) AAy k2 G6DH) | RAY I (EERAE
1R
L L WGB ERNY FE T R L

RDFIZ, 3 ODRIHF— Pl LIcha 08 TN TRAET 20— v VB O 2R

LT,

O—= U REEERE | @80F v RILEE |(HEBEEOH WENEENY KA D
AR (40+20)*3=180 I U F) |0 ~40 I U B> 0IVR

T =g 30~80 I URD 30~80 VR 20~50I VR
Bt ~210 2 VR 70 ~120 2 VR 20~50 2 U

HMEBENYVFAITE—FOERE2DHRTE
WEEE N RAT7E— RO WGB 21 v b 2 EREAZRE L, HER st & kb En-
X NU— 7 RE AR HEET DR, T DX AT BFEFTLET,
1R BHIIZ

WEhER N FAT7E— RTIE, EBREN., 77T 40 785 2 &< FIFTRE
BTV RARA LV FEEBRTEET, ZOMEIL., FiC, BT 7B ARA » MR HERED
TV REA 7 OEFEEZR EXIE572D& B FET,

l Cisco Catalyst IW9165E B A7 ¥ ERKRA ¥ hEEUITL VLRI 547> FREHA K. Cisco 10S XE 17.17.x



| 7—991—FJyve
wes £zowz ]

FIE

AT w71 configure dot11Radio radio-num mode scan handoff =~ > RZff LT, WGB A1 b 2 HE# 4 B &
EE—RNHELET,

Device# configure dotllRadio 2 mode scan handoff

AFv T2 (A7 =a) showrunning-config =~ REMH LT, BEEREORTZFERLET,

Device# show running-config ... Radio Id : 1 Admin state : ENABLED Mode : WGB Spatial Stream : 1
Guard Interval : 800 ns Dotll type : 1ln 1lv BSS-Neighbor : Disabled A-MPDU priority : 0x3f A-MPDU
subframe number : 12 RTS Protection : 2347 (default) Rx-SOP Threshold : AUTO Radio profile : Default
Encryption mode : AES128 Radio Id : 2 Admin state : ENABLED Mode : SCAN - Handoff Spatial Stream
: 1 Guard Interval : 800 ns Dotll type : 1ln 1lv BSS-Neighbor : Disabled A-MPDU priority : 0x3f

A-MPDU subframe number : 12 RTS Protection : 2347 (default) Rx-SOP Threshold : AUTO Radio profile :
Default

WGB EEDHEER

BEEHOBEO T — L AR L, BB O AP OFIR L 3T 42 & to i Bh & OFs 54 DT
TAHIIE, ZOX AT EETLET,

WGB E& L, SEREOMBIESR 7 0t AT 23MEFRE R LES, Z0oF—4I13,
1558 (RSSI) . F v R/, BIOEBFRICESWHKED AP OREITHK LB £,

FIE

showwgb scan =~ > RZEH LT, FEGEOBIEDO o — v EfiBEEORREE R R LET,

Device#show wgb scan Best AP expire time: 2500 ms Aux Scanning Radio Results (slot 2) ***xk&kksrkx|
AP List ]J*****k**xxxxxx*x BSSTD RSSI CHANNEL Time FC:58:9A:15:DE:4E 54 153 57 FC:58:9A:15:E2:4E 71
153 64 **xxxxkkkkk[ Begt AP ]**xxkFkkkkkxrrxx BSSTD RSSI CHANNEL Time FC:58:9A:15:DE:4E 54 153 57
Aux Serving Radio Resultsg ****x&&xxkxkdk [ AP Tigt ]***xxdkdkddsxrxs BSSTD RSSI CHANNEL Time

FC:58:9A:15:DE:4E 58 153 57 FC:58:9A:15:E2:4E 75 153 133 ****&kkxxkx[ Begt AP ]**xxkkahkshksrix

BSSID RSSI CHANNEL Time FC:58:9A:15:DE:4E 58 153 57

TFAT7IEHBWGEBIZLA2O0—I V5 DREEIE
F a2 T VG WGB X, VA Y LA TU—I I N—TFT Y v IOThD .,
D ODIEIEAFEH LT, n—3 v ORE N S,

FEDOEET —TNTT I T 4 T REE T 2 — X% A% v 7 LT —E A0 & &/ I
W2z,
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a7 L —ANRKRONTEGAEIIN Ty FERITO LEWEICELZSGAICe—3
VT EBRLET,

Cisco IOS-XE 17.15.1 U U —ZLIfE . 7 = 7 /VIEGHERERL O F S 4 2D 1 — 3 o 74513 b
LEL, Zhick v, —r20E I ERE SV ET,

O—IVJDREELIHER
0—3 I PBBEINDERICIE, ROLOPREENET,
*LowRSSI: AP 2 E DT A YL AT NA ARGEENOZET BNV ERELET,
RSSIEZE > TUA ¥ L AEEROMEZ R L, VA VL ARy NU—2ZD KT T )L
Va— N EREIEEITVOET,
* Beacon miss-count : 7 5 A 72 N T/NA ANRTA XL ARy NT—7ND AP ) 5H3E#E T
ZETEXholrb—ary 7L — A EERLET,
« Maximum packet retries : 7 7 A 7 M T3 ARFEGBISE ZEE Lo WIGEIZ, 7 —4
7y NeEBEET AR EREfFRE LT,

TAT7INEBREOREAL Ty
F o T IOVEERHERERR IZ 3\ T TWI9165E AP THRIBEAR R EIZR D L BV T1,

T a7 IVESE AP
5 GHz MERRFE 1 + Ik 2 GERSHT—F) |[IWII65E

5 GHz fE#-F% 1 + TRk 2 (WiBh A~ KA
7 E—K)

L 1 A 2 NAT

1%F1 (1:1) VA¥2NATIZXY, EAEDRTY v 7 IPT RLRAEMIEDT T A X—KIP T
RLA (2 RFENRALR) IZEYDYBTHZENTEET, ZOEEICEY, =0 FFAL T
NIV oI Xy KU—Z LBETEALH12720 £,
LA ¥ 2NAT iZ. IRD 2 >OLEMHEL MR L E T,

« TTAR—=INBENRT Y v T ~DVT R N

cNT YV TINETTAR= b DOV T 3y N
ta—<wr <A —T7x4 A (HMI) uRy MpEOEERRETIE. £2< 054,
FTRTCOIV VIR 77— =27 N 7T a7 5E3NET, FORE. HEOT /S, A TH
BIDIPT RLAREALET, LA V2NATIZ, BEETDH I A4 X—KIPT FL RAZIEE
ENTZTNAAPNRT Y w7 32y NT—7 LIBETEDLLHICTHI LT, ZOMEEMRL
F9,
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L1 " 2 NAT DERTE .

Connecting all Machines
L3 Gateway for 10.0.0.x subnet

Zone Level view of Machines P — ‘

_________________________________________________________

Machine 3 E

| Machine 1
1

WGB

.
: |

i P l '
' [ | I H
' [ ' H
1l [ 1 I 1
' I \ d ]
' P v i
I L 1 ] N
: HMI b HMI ! == Y] '
) i A |

5

192.1681.3

L4+ 2NAT DEE

L' A% 2 TCVLAN NOEMBYZ FA T FOIP T FLAEHAHEIET 5121, LA ¥ 2 NAT
(Fy b= T RLUALEH) HEa~> ReHLET,

Inboawr Ricky, FHERZIROZENTEET,
e FNA ZATLA V¥ 2NAT & 7 0 — S )VIZHEZhE 23N LEJ,
e NAT L— /L &M+ 55 74/ VLAN ZEFR L £,

cflxDEARNT FLAEZTTAR—= B RT Y w78, £73R3T Vw774
NR— MIEHLET,

e T Xy NEERETTAR—= O NRT Y w70, FIIRNTY v I T T A= N
ML £,

TOREIZEY, VLANR—AD T 7 4 v 7 3R L7 s, IPT RLAZEE 21T
B~y B 7 TA 28Ik, TIAR—b Ry NT—F EHNEIT ) v IRy NU—
7 OO MR/ EE D ERINET,

FIE

X7 w71 configurel2nat {enable |disable} ==~ &M LT, LA ¥ 2NAT ZHNE XM LET,

Device# configure 1l2nat enable

AT w72 configurel2nat default-vianvian id =~ > RZEMA LT, §XTHO NAT L—/L &7 % VLAN Z#EF% L
£,

Device# configure 12nat default-vlan 10

GE)

Cisco Catalyst IW9165E St A7 7 L ARA ¥ hELUTA Y LRI SA T2 MREHA K, CiscoloSXE1717x |
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B . ronarzeoms

ATvT3

ATy T4

ATy TH

ATvT6

VLAN ID Z#5E L7254, VLAN O AMEf s ivE T,

configurel2nat {add |delete}insidefrom host original_ip_addr totrandated ip addr =~> R&fFHL T, H
M GA T RDTIAR—KNIPT RLAENATY w7 IPT RLRICERLFT,

Device# configure 12nat add inside from host 192.168.1.10 to 203.0.113.10

configurel2nat {add |delete} outside from host original_ip_addr to translated ip addr =~ R&fEfH L C,
NWNTZY I IPT RVAZTTAX—=RIPT NLVAIZEWLET,

Device# configure 12nat add outside from host 203.0.113.20 to 192.168.1.20

configurel2nat {add | delete}inside from network original_nw_prefix to trandated nw_prefix subnet_mask =~
VREFEHLT, IAR= TRy FEANT Y v YT Ry MIEBLET,

Device# configure 12nat add inside from network 192.168.1.0 to 203.0.113.0 255.255.255.0

configurel2nat {add | delete}outside from network original_nw_prefix to trandated_nw_prefix subnet_mask =
~UREHALT, XTI TRy hEeTTAN— TRy MIEBLET,

Device# configure 12nat add outside from network 203.0.113.0 to 192.168.1.0 255.255.255.0

L 4 7 2 NAT 3% 7E DR

RTINSy a—F 4 T DT, LAY 2NAT REATHER L, THFKFEZHTH~, L—LF
X o2 B EET LI, koavy REHEHLET,

« show I2nat entry : L1 ¥ 2NAT OEfTH= b 2FRLET,

« show I2nat config : L ¥ 2 NAT R E D2 £r LE T,

« show I2nat stats : L' ¥ 2 NAT /347 v FE#EH2FR7 L £,

 show I2nat rules : FXENH LA ¥ 2NAT L —/L xR R LET,

- clear I2nat statistics : /N7 v MEHRE A E L £

s clear 12natrule: LA ¥ 2NAT L — /L ZTHELET,

« clear I2nat config : L' ¥ 2NAT s EZ{HEL T,

«debugl2nat : /X7y FEMT OB ZADTF RNy FEAICLET,

«debugl2natall : /37 v FEEEC, NAT = h U IC—ET 5824 LET,

FE O Zoavwr Rk, arvy— L REOR RN END ATHE
PERH Y 9, KT Syslogh—E AR T H—RKF ¥ 2 FT7 FL&
THMZR>TWAHEGAR, Z0avy RPRFERTa Y —Ann
DINEN RN D AREMER B Y £,

e undebugI2nat : /Ny NEMT BEAOT Ny T EBEHZLET,

. Cisco Catalyst IW9165E SR AET ¥V CRARA U b H LUV TA VLRI SA4 T FREHA K. Cisco 10S XE 17.17.x



| 7—991—FJyve
w2 kp7 rLzzmrnzEs [

RRAMIP7 FLREHDERTEH

ZOVF VAT, WGBIZER SNz K7 747> b (172.16.1.36) 1%, — v =A

WZHEfE S 7o —8— (192.168.150.56) LB 24BN H D £9, LA ¥ 2NAT I, SMIl

Fv hU—27 (192.168.150.36) LD K7 T4 T FOT RLAERNHIR Y hU—7
(172.16.1.56) EDOH—_R—DT7 KL A& L £3,

inside

switch

192.168.150.56 GW 192.168.150.1 172.16.1.36

L 4 7 2 NAT D% E 61

LA ¥ 2NAT OFEMIZRREREZ LU TIRLET, B0 1200 THRMAIDSHMAl ZFE L,
O21 1 TAMAI NI ZEkR L £,

Device# show l1l2nat config L2NAT Configuration are:
Status: enabled Default Vlan: 0 The Number of L2nat Rules: 4 Dir Inside Outside Vlan 02I

172.16.1.56 192.168.150.56 0 I20 172.16.1.36 192.168.150.36 0 I20 172.16.1.255
192.168.150.255 0 I20 172.16.1.1 192.168.150.1 0

L4 4 2NAT JL—ILDHI
LA ¥ 2NAT L— /L O 2L TSR LET,

Device# show 12nat rule Dir Inside Outside Vlan 02I 172.16.1.56 192.168.150.56 0 I20
172.16.1.36 192.168.150.36 0 I20 172.16.1.255 192.168.150.255 0 I20 172.16.1.1
192.168.150.1 0

LAY 2NAT T > 1) D4l
HAEDOLA VY 2NAT = hY OFIZLLFITR L ET,

Device# show 1l2nat entry Direction Original Substitute Age Reversed inside-to-outside
172.16.1.36Q@0 192.168.150. 36Q@0 -1 false inside-to-outside 172.16.1.56@0 192.168.150.

56@0 -1 true inside-to-outside 172.16.1.10@0 192.168.150. 1@0 -1 false inside-to-outside
172.16.1.255@0 192.168.150. 255@0 -1 false outside-to-inside 192.168.150.36@0
172.16.1.36Q@0 -1 true outside-to-inside 192.168.150.56@0 172.16.1.56Q0 -1 false

outside-to-inside 192.168.150.1Q@0 172.16.1.1@0 -1 true outside-to-inside 192.168.150.255Q@0
172.16.1.255@0 -1 true

WGB BV 54 7 > LDl
TV PENLIZWGEBEMRZ T4 T bOHIELLTIORLET,
LA ¥ 2 NAT OAZMLET

Device# show wgb bridge ***Client ip table entries*** mac vap port vlan id seen ip
confirm ago fast brg B8:AE:ED:7E:46:EB 0 wired0 0 172.16.1.36 0.360000 true
24:16:1B:F8:05:0F 0 wbridgel 0 0.0.0.0 3420.560000 true

L A ¥ 2 NAT ODEZ L%
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Device# show wgb bridge ***Client ip table entries*** mac vap port vlan id seen ip
confirm ago fast brg B8:AE:ED:7E:46:EB 0 wired0 0 192.168.150.36 0.440000 true
24:16:1B:F8:05:0F 0 wbridgel 0 0.0.0.0 3502.220000 true

)

GE) NATOHMMZ 747 NTEE N7 7 4 v 7 ORENRHAE LT-%E 11X, clear wgb client single

v  FEERLT, 7947 MEET R A& BRTE £,

L4 2NAT /7y R EMEETOH
LA ¥ 2NAT /N7 > NEEEF OF %2 DL IR LET,

Device# show l1l2nat stats Direction Original Substitute ARP IP ICMP UDP TCP
inside-to-outside 172.16.1.1@2660 192.168.150.1@2660 1 4 4 0 0 inside-to-outside
172.16.1.36Q@2660 192.168.150.36@2660 3 129 32 90 1 inside-to-outside 172.16.1.56@2660
192.168.150.56@2660 2 114 28 85 1 inside-to-outside 172.16.1.255@2660 192.168.150.255@2660
0000 0 outside-to-inside 192.168.150.1@2660 172.16.1.1@2660 1 4 4 0 0 outside-to-inside
192.168.150.36@2660 172.16.1.36@2660 3 39 38 0 1 outside-to-inside 192.168.150.56@2660
172.16.1.56Q@2660 2 35 34 0 1 outside-to-inside 192.168.150.255@2660 172.16.1.255@2660
00000O0

\}

GE)  #EHE Uty FTAITE. dear I2nat stats =~ > REFHLET,

Y bT—=0F FLRAZEHDEETEH

ZOF U AT, LAV 2NAT I, 172.16.1.024 7%~ FNORNAIT KL 2%
192.168.150.024 7 %> NADOT KL RIZEH L, BFIZRy NTU—2 T VT 4 v T AD
HhEEEHZET, "AME Yy MIZEESNREEA,

inside

192.168.150.56 GW 192.168.150.1 172.16.1.36

ZOTFIVATHEATLa~vr Fidko LB TT,

Device# configure 12nat add inside from network 172.16.1.0 to 192.168.150.0 255.255.255.0

A=Yy biR— bDRA T 4 T VLAN

—W T — 7 I —77 Y v (WGB) B TIL, H—0OfF#2 747 M WGBA —H
Fv MR— MIEEERSINET, T07120, BMZ AT N NTF 7 4 v 7 1%,. WGB EH
VLAN & Al U VLAN RIZAEET 2 MERH Y £9, AR 74T M N7 7 4 v 7 % WGBE
B VLAN LIS VLANICBLE T 2 ME RN H H5651%,. 4 — %y hAR— FTXA 7 ¢ 7 VLAN
EERELET,
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A —tty h— rTOH4 71 I VANOEE [

BE A —HYXy FR—FTEDRAT 47 VLANID OB EIZHR—FENFEHA, WHDOA—
Fv hAR— BRI UEURAT 47 VLANHEEZ G L E T,

A

EE WGB 7 r—RX ¥ A MNEIFUITRENT, B—OHMB Ny T 7747 b3 WGB A —H
Ay PAR— MIEEER L TWDHE, 177 A7 7F O i (DS) Mlor 747~
NIRRT T4 T > O TWGB I ping & FEATTE /g0 & 9 RIEN 3 4E 4 5 al el
N ET, @JE%& L . configure wgb ethport native-vlan enable I~ rF& configure
wgb ethport native-vlianid X =~ > R&BIMTHELET (X 1X WGB EH# VLAN LR L
VLAN)

R Z R 5 121E, show wgb ethport config & 72 % show running-config =~ > K& L &
D

4=y bAR— FTORA T 1 7 VLAN DEETE

U= 7 N—7710 v (WGB) A —HV Ry hAR—"TH IR LT 7 4 v 7 BT 250
BT HI2F, %14 T 4 7 VLANREa~ Y R LET,

Ihboawr Nicky, BEHFFIROZENTETET,
cWGB A —H% %y NER—FTEXAT 47 VLAN BEXHENE - ITENLET,

e XA T 47 VLANID ¥ 8EL T, 7 72 L T 7 4 v 7, #EEIC, BO VLANIZTE
LL<EDHETOHNDLOICLET,

FIE

AT 71 configwgb ethport ethport native-vian {enable |disable} =~> R&HHL T, *A 7 17 VLANZEZ A
NETITEDNZ L ET,
Device# config wgb ethport 1 native-vlan enable

AT w72 configwgb ethport ethport native-vlan vian_id =~ > R&H LT, *47 47 VLANID Z2f5E L £7,
Device# config wgb ethport native-vlan id 2735

ATFw 73 (7 a) showwgb ethport config or show running-config =~ > F&H LT, &*EZMRLET,

Device# show wgb ethport config
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KEEZETO74)L

BAEIE 7" 1 7 7 A WX, 10T 77U 77— a IR A R7ZRKIEIE & Quality of Service (QoS) @
B A 729 & D ICIEEE802.11 % v U — 7 Zfwfb 3 5% & T3, IEEE802.11 > RV —
713, BIEEZWHS L QoS HERT DA N AL ERMTH LT, 0T 77 r—va %
BUCARRIR BN 2 R LET, TNODRELZERT DI, LT OBENEE T,

» Enhanced Distributed Channel Access (EDCA) : EDCA /XT A —# %, EFEBLOET AR
MU —AL72 8, BIEORELZZITRTWENT T4 v 7 DIATXYLVAF ¥ VT 7 & AT
BN 2 T, B L7z QoS e FH L £,

* Aggregated MAC Protocol Data Unit (AMPDU) : 2D A B =ANE, HEOT—4% 7 1L —
AEHBEPET I ODEEL L, F—_—~ v RZHIE L COR4Em ST ET,

« Ny MERAT ERRETIIIEENON)  mFRIT AT =X AE Ry P U =27 ORBLUT
JIECT, BRAT y BRIy POV BEET L LIk, ERRT -4
PR 2RI L £,

NG OMEREIL. TA VLU ARBE CORKEL L B QoS EZMEL THI0TT A ABLURT 7V
g—a OREMEESICHR—RFLET,

EESEIL EDCA 707 7 1 LOEML E 1= IEEME
BIEAD L, QoS &[] &5 2 L T AOMRELUET 2101E, B ARt Sh
TARBIE T 0 7 7 A NV ERELET,
ZOHAY Tk, WGB ORFEDIERA » 5 —7 = A AT, HFRELEDCA 70T 7 A W
B EFITECT A D LICEARY T TVET, SEEEL e 7 s At Ry hT—7
NTEFA NT 74 v 7 2BETHILICRY, EF A NT 7 1 v 7 QBRI L E
ﬁ—o

FIE

ATV TN WENPOAT v a 2 LT, WGB ORFEDERRA > ¥ —7 = A ZT, FHFEKIE{LEDCA 7’17 7
ANERNETEDLET,

73y EHER
H A b EDCA 7' 1 7 7 A L4 %)h | configuredot11Radio radio_slot_id profile optimized-video enable =
1t ~ U REMFEHALET,

Device# configure dotllRadio 1 profile optimized-video enable

T L EDCA 7' 1 7 7 A Lo | configure dot11Radio radio_slot_id profile optimized-video disable
av s RaALET,

Device# configure dotllRadio 1 profile optimized-video disable

P

ATFw T2 (7 a) showcontrollersdotllRadio radio slot id =~ > F&MH LT, *EZ2MERLET,

l Cisco Catalyst IW9165E B A7 ¥ ERKRA ¥ hEEUITL VLRI 547> FREHA K. Cisco 10S XE 17.17.x



| 7—991—FJyve
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Device# show controllers dotllRadio 1 EDCA profile: optimized-video EDCA in use ============= AC
Type CwMin CwMax Aifs Txop ACM AC BE L 4 10 11 0 0 ACBK L 6 10 11 0 0 AC VI L 3 4 2 94 0 AC VO L
2 31 47 0 Packet parameters in use ============= wbridgel A-MPDU Priority 0: Enabled wbridgel A-MPDU

Priority 1: Enabled wbridgel A-MPDU Priority 2: Enabled wbridgel A-MPDU Priority 3: Enabled wbridgel
A-MPDU Priority 4: Disabled wbridgel A-MPDU Priority 5: Disabled wbridgel A-MPDU Priority 6: Disabled

wbridgel A-MPDU Priority 7: Disabled wbridgel A-MPDU subframe number: 3 wbridgel Packet retries
drop threshold: 16

BEIML&EIL EDCA T O 7 7 1 ILOAEML E - IXEMIL

HEME A RICRE(E SNIARBIE Y 0 7 7 A VERHNZTH LT, ULV LAR Yy FU—2
BREOVEREDIFREZM ESELZENTEET,

FIRr

2TV T1 WTFNHOOF T arEFEHLT. WGB DEEDHERA > ¥ —7 =4 AT, HrfiE{t EDCA a7 7
ANEHDEITEDCLUET,

TI7iay AR
Bl EDCA 7 11 7 7 A /L4 | configure dot11Radio radio_slot_id profile optimized-automation
2k enable =~ FZEH L £,
Device# configure dotllRadio 1 profile optimized-automation
enable

H @)L i EDCA 7 11 7 7 A /Lo | configure dot11Radio radio_slot_id profile optimized-automation
ol disable 2~ > RZEEH L F9,

Device# configure dotllRadio 1 profile optimized-automation
disable

ATv T2 (F7 T a) showcontrollersdotllRadioradio slot id =~ > FaEHH LT, RELZMHERLET,

Device# show controllers dotllRadio 1 EDCA profile: optimized-automation EDCA in use =============

AC Type CwMin CwMax Aifs Txop ACM AC BE L 7 10 12 0 0 AC BK L 8 10 12 0 0 AC VI L 7 7 3 0 0 AC VO
L 33 1 0 0 Packet parameters in use ============= wbridgel A-MPDU Priority 0: Enabled wbridgel
A-MPDU Priority 1: Enabled wbridgel A-MPDU Priority 2: Enabled wbridgel A-MPDU Priority 3: Enabled
wbridgel A-MPDU Priority 4: Disabled wbridgel A-MPDU Priority 5: Disabled wbridgel A-MPDU Priority

6: Disabled wbridgel A-MPDU Priority 7: Disabled wbridgel A-MPDU subframe number: 3 wbridgel Packet
retries drop threshold: 16

HAETALAXENT-WMMEDCA 7O 774 JLDXTE

Wi-Fi~eLVTF AT 47 (WMM) 707 7 A )VEDAR~A RTHIET, b TT7 497 Fa—
L L, BEXATDRYy NI =2 FTF7 427D QoS &l EEHEDLZ ENTEET,

WMM Clit, BEINDIZT—FDXA FITESNT T 7 4 v ZITEBRIEN 21T 5 2 & T,
Wi-Fi * v hU—27 OMREE R ESEFE T, TAX~ A XXz WMM EDCA (Enhanced
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Distributed Channel Access) 7R 7 7 A VEFRETHE, BFE, B4, X7 750K, B
FORR N T 3= DT T 4 v 7 OWERENRNT A — X BGHEETE £,

FIE

AT w71 configuredotl1Radio radio_slot_id profile customized-wmm enable =~ > RZEH LT, W AX~ A XEh
7ZWMM 707 7 A VEFRIZLET,

Device# configure dotllRadio 1 profile customized-wmm enable

AT w72 configuredot11Radio {0 1j2}wmm {be vi| vo| bk } {cwmin cwmin_num|cwmax cwmax_num| aifsaifs_num [txoplimit
txoplimit_ num} 2~ REFEH LT, WAZA RINTZWMM T BT 7 A VDT A= EFHELET,

configure dotllRadio 1 wmm vo cwmin 3
INT A=K D :
ebe : RAPZT 4= ULTT 4y Fa— (CSOFBLUCS3) .
cbk: NI TR FTT 47 Fa— (CSIBLTCS2) .
Vi: ETARNT T 4 v Fa— (CS4BLUCSS) .
vo: BERRNT 7 4y Fa— (CS6FBLTVCST) .
caifs : R 7 L— A AL—2 <] ~ 15> (Hf7: 21y FREE)
scwmin: I T a4y R/, <0~ 15>2n-1 (B 0 2 vy MRERE)
scwmax : I T a4y KUK, <0~ 15>2-1 (Bf7 : 2wy MEFHE)

« txoplimit : EEHEZIFM, <0 ~ 255> DEH (AL : 32~ A 7 1 fh)

ATYT3 (FTvay) BAZ<ARENTZWMM 77 7 A L EBESHICLET,

configuredot11Radio radio_slot_id profile customized-wmm disable =~ > R&fH L T, B AX~ A XS
72 WMM 7' 7 7 A Va2 L ET,

Device#configure dotllRadio 1 profile customized-wmm disable

a2 hO—5GUI Z{ERALZEDCA /NS A —F DEERTE
Enhanced Distributed Channel Access (EDCA) /XTI A —H ZRETHZ LIZEY, FF, ©5F
T, BLOZOMD QoS N T 7 4 v 7 DIAFTLAF ¥ RVT 72 AZFELTEET,

FIE

ATy 1 ROGFTCEE L E£3, [Configuration] > [Radio Configuration] > [Parameters| =2 L T 72 &1,
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ZDO~—T T, 6GHz, 5GHz., BX 24 GHz BAED 70— SN T A —H B RETEET,

(6=3))
R Y NI BEPCR > TNDGEE, NIA—FEREELIIEFETHZ LI TEETA, FlTT
% \Z1X, [Configuration] > [Radio Configurations] > [Network] ~X— 3 CH v hU—7 A7 —H A& Mz LT
<TEEV,

AT 72 [EDCA Parameters] 7 2 5 . C, [EDCA Profile] K2 v 7% > U A2 R EDCA 7' 7 7 A )V AFR L
ij‘o

Configuration~ > Radio Configurations~ > Parameters

6 GHz Band 5 GHz Band 2.4 GHz Band

A 5 GHz Network is operational. Configuring EDCA Profile, DFS Channel Switch Announcem
will result in loss of connectivity of clients.

EDCA Parameters

EDCA Profile iot-low-latency v |

wmm-default
Client Load Based

Configuration custom-voice
optimized-video-voice
DFS (802.11h) optimized-voice
svp-voice
fastlane

A DTPC Support is cn:lblt;l. Plc‘gu dit
EDCA /37 A—4% T, §i, UFA4, BLUZOMD QoS F 77 4 v 71Tk LT, EAMART A ¥ L2
F o FT U b R AR LT

ATv T3 [Applyl 27 U v 7 LET,

a2 bA—5 CL ZEA LT EDCA /NS A —F DEETE

Enhanced Distributed Channel Access (EDCA) /X7 A —X Z #4252 LI12 kY, IoTREZET
TV = a iU YL A%y NU—7 OMREE RE{L TE £,

YRAAUA¥ LA aryiue—50avr R IA4 v A F—T =A% (CLI) T, KOFIEAE
FATLET,
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ATy T2

ATvT3

ATv74

ATy TH

ATvT6

A-MPDU

A-MPDU
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FIE

sa—sN)v ary7 4 ¥alb—3i gy E— F&ET 5I121E, configureterminal @~ > R&fEH L £,
Device# configure terminal

ap dot11 {5ghz | 24ghz | 6ghz} shutdown ==~ > R&fH L C, x>y N U—27 28I L7,

Device (config)# ap dotll 5ghz shutdown

ap dot11 {5ghz | 24ghz | 6ghz} edca-parametersiot-low-latency =~ > K& H LT, 5GHz, 2.4 GHz, 7=
L 6 GHz*® v k7 —2 @ iot-low-latency EDCA 7’1 7 7 A V&= HHZ LT,

Device (config)# ap dotll 5ghz edca-parameters iot-low-latency
no ap dot1l {5ghz | 24ghz | 6ghz} shutdown =~ > R&EHA LT, &Ry UV —27 26 L £,
Device (config)# no ap dotll 5ghz shutdown

end =2~ K& LT, ¥4 EXEC E— FIZRED £,

Device (config) # end

(F 7 a ) show ap dotll {5ghz | 24ghz | 6ghz} network ==~ > RZH LT, BEOKRELZFER L E
j‘o

Device# show ap dotll 5ghz network EDCA profile type check : iot-low-latency

H£RNE, BEONRT y b T =27 L— L EZERNCEET 5O TIERL . BEHICHE—-D LYK
ERT V=L N—=TT o7 EATY, ZOHEIZEY, UA T L A@EOHENE L
L. A==~y FRHR SN E T, —MAZRERFIEICIE, Aggregated MAC Protocol Data
Unit (A-MPDU) & Aggregated MAC Service Data Unit (A-MSDU) D 2FE#E13H Y £9°, A-MPDU
NG A=BX BRIy ROV A XEER Ry MR E R MR E BARRICER L, ZE
il WLAN 27— 3 V37 — 2 2l 5t cE 5 L9 LE T,

RIE

1R BHHIIZ

A-MPDU /R8T A —Z DREIZL Y, 7y b —F 7 L —LDOHER & EE & iE{k L. WLAN
AT —va K DR T a— REHETHZENTEET,
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ATy T

ATy T2

ATvT3

ATy T4

ATy TH

ATvT6

ATy T17

ATvT8

SNMP #8E .

FIE

ap dot11 {5ghz | 24ghz | 6ghz} rf-profile profilename =~ > R&fH L T, 71 7 7 A /LX—AD A-MPDU
TG A—=BEFELET,

Device# ap dotll 5ghz rf-profile Video-Optimized

dot11n a-mpdu tx block-ack window-sizewindow-size =~ > K& L C, #E7 1 v 7 RS2 (block-ack)
U4 RO A XEHRELET,

Device (config-rf-profile)# dotlln a-mpdu tx block-ack window-size 64

GE)
RF 70 7 7 A )L LYV TRRIE SIVIEIX, 7 e — 7 VVICRE SN EICEE L ET,

Ja—sLaryZ 4 F¥al—vary T— RNIRDHIIL, exita~vr FEEHLET,

Device (config-rf-profile)# exit

ap dot11 {5ghz | 24ghz | 6ghz} dot11n a-mpdu tx block-ack window-size window-size =~ > K& L T, %
Bray JHEGRINEDY 4V RUYA X& 7 a—rYUTRELET,

Device (config)# ap dotll 24ghz dotlln a-mpdu tx block-ack window-size 32

wirelesstag rf rf-tag-name 2~ R&H LT, RF ¥ 7 &ZER L £,

Device (config)# wireless tag rf Branch-RF-Tag

Sghz-rf-policy rf-profile-name =~ > F&fiH L C, RF ¥ 7% RF 7' 10 7 7 A JMZFEOMHIT . b ZRE
OFERWRIEH L £,

Device (config-wireless-rf-tag)# S5ghz-rf-policy Video-Optimized

end =~ F&fEH LT, % EXEC E— FITRY £,
Device (config-wireless-rf-tag)# end

(F 7+ a ) showcontrollersdot1lRadioradio slot id =~ > KZ&H LT, RE ST\ 5H A-MPDU O
ESOEERRLET,

Device# show controllers dotllRadio 1 Radio Aggregation Config: TX A-MPDU
Priority: 0x3f TX A-MSDU Priority: Ox3f TX A-MPDU Window: 0x7f

SNMP #5E

WGB _E® Simple Network Management Protocol (SNMP) |
« SNMP 7' &2 h 2L %l L7 WGB 7 /351 ADE L EHZ KT L
cFRZHOT-DDOr—)L (v —V ¥, ==Y MIB) ZNE L,
e XY NU—J DIEFWEDTEARA L N ERT A—=FRELTAR— M HEEFETT,
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B yr—rxnzsvwwemB o710

WGB O SNMP 7 L — AU — 2721, UTHEENET,

«SNMP~%—V % : SNMPZEEH L TXy U= T, ZADT 77 4 V7 ¢ ZHliHE X
DEERLES, BFIIry hU—27& 2575 (NMS) & LTEAINET,

*SNMPT— x> b : TR ADOT —HEHFFLHRET D, BEHERT A ARNDOY 7 K
]7317:1:/71_\9‘——*:/ }\0

*SNMPMIB : SNMP v X — U ¥ |[ZL > THRAEF L ERETE 5, FHG A7V b
() OHEE,

SNMP O+ X

WODOKIC, SNMP Fat 2%~ LET, SNMPYR—Y ¥ N T —H2BERTHLE, =—V
MIZOEREZZEFLCH T —T = MIHRL, Y7 2=V FBIRELET, £0O
%, =T— = MISNMP LB N7y M~ —U v IZEE LET,

X 2:SNMP 7O+ X

SNMP SNMP
. > >
Client Agent SRR

SNMP /A\—> 3 >

CiscoIOS V7 h U =7 TiX, IRO/NAN— 3 D SNMP B3V R— b ENTWET,

388145

eSNMPV2c: I 2=F 4 A FNY 7285, SNMPV2 HOS 7 L— AU — 7 TF,
SNMPv2c I%, SNMPv2p (SNMPv2 7 7+ > 7)) O v ha gl 7 —% X A4 TR HEH
ENTEHOT, SNMPVl DX 2=F 4 _XR—20®F=2 VT4 ETFNVEHHLET,

¢ SNMPv3 : SNMP /S—3 5 >3, SNMPV3 13, RDOEF 2V T 4 HEEIC L > T, T34 &
WX TR T 7 AR R L FE T,

c AvE—UOREEN  NTy PPMEETICRSASN TV RN L2 RIAEL £ T,
< RORE : ARNRIEE LN DA v =V THDL Z 2RI L £,

cHEEAL Ry FORNEFE AT T TMMET B Z LD, FAIORNEDIZFEE &
Loz LET,

HR—rEN35SNMPMIB 77 1 /L

Management Information Base (MIB) (%, 7 /3 XA LOEHA[RER ATV =7 NeGleT — X
N—=2TY, BHELEHIND ZNOOEENGE ATV MERE LTV G I->720 75
LT, Ry NI THRA AR, U B =T = AT DR ERETEES, AT7V=7
MIPEEMEE TR S AL, A7 Y =7 MRl Lo TRl sns a7 v a Az 7 v—71k
SNET, MIBA~DOT 7 AL, SNMPREDOFR Yy MU —7EHT 0 b =Lz LTS
ET,

l Cisco Catalyst IW9165E B A7 ¥ ERKRA ¥ hEEUITL VLRI 547> FREHA K. Cisco 10S XE 17.17.x



D=9 TN—F Ty
I
y#—r=nz oo [l

MIB £ = —/ V%, IEEE802.11 VA Y L AT A ADT Vv T— g LV OEBRBIONT—4
Ny MGEORE EHFHICET A Ry U= FHIFREEM L E T,

A7V =7 F#BlF (OID) 1k, FHHER Y U= FRA A LOMIBAT V2 M
WAL E T, OIDICXk > T, MIBEERNO MIB A7 =7 NOMBRFRRIN., Ekos
HXRT AN ZADXRy NT—TNIZHDOIMIBA TV =7 MIT 7 A4 25 HFENTRENET,

HYR— S5 0ID
SNMP Management Information Base (MIB) CTHAR— S5 47 V=27 DU R K,
« CISCO-DOT11-ASSOCIATION-MIB OID [FK D & B 0 T,

xK6:9KR—brEh5 0D

ODAT>zy +4 oD oD %47 0ID D& BA

cDotl1ParentAddress 1.3.6.1.4.1.9.9.273.1.1.1 | 32 5%| BT 7 ARA
FDOMAC 7 R
2T,

cDotl11ActiveWirelessClients 13.614.199273.1.12.1.1 | »*— DA UHE—T =
AALEDTIRA A

I, BUE, 2%
DIALFXYVART T
AT MIT VY
=— L TWE
75

cDotl1ActiveBridges 13.6.14.199273.1.1212 | »*—> DA HE—T x
A ALDT A A
3 BE 2o
DTV T
vr—hFLTWE
B

cDot11ActiveRepeaters 13614199273.1.1213 | »—> DA VE—T =
AALEDTIRA A
X, BUE, 2%
DY E—H—IZT
yixz—khLTW
e
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oDATzHy +E

0ID

oD 547

0ID D3R

cDot11AssStatsAssociated

13.6.14.199.273.1.13.1.1

YRy

TNA AN ELED
T5HE ZOFT
TVl MIAV
H—TxAALED
TS, AINT
T—hINLTND
AT —a O
vy hLE
7

cDot11AssStatsAuthenticated

13.6.14.199.273.1.13.12

L

T A ADEEE)
THE, ZOFT
V=7 MI AV
H—T A A LD
T A THBUER
AEFE I AT —
varoE Yy
v hrLET,

cDotl1AssStatsRoamedIn

13.6.14.199273.1.13.1.3

L

TS A DN L
THE, AT
Y7 M, Blo
TINA ANDHA
H—T AR LD
TNA AlZr—3
VT ENTE AT —
varOBEHIY
v hLET,

cDotl11AssStatsRoamed Away

13.6.14.199273.1.13.14

N F

NV R AVES/MN
X, T3 ADF
EENLARE, A
H—T AR LD
T RS E—
IVTENTEA
T—a VY ORE
7 hLET,

l Cisco Catalyst IW9165E B A7 ¥ ERKRA ¥ hEEUITL VLRI 547> FREHA K. Cisco 10S XE 17.17.x



D=9 TN—F Ty
I
y#—r=nz oo [l

oDA Ty +E 0ID o247 0ID MEREA
cDotl1AssStatsDeauthenticated 136.14.19927311315 | B TDOF Tk

X, 73 ZADF
EERNLARE, A
H—TxA A LD
ZDTINA AN
FOREDMERR S U7
AT — g O
U RLE
R

cDotl1AssStatsDisassociated 13.6.14.199273.1.13.1.6 | 7 7 > & TOF Tk
L. T3 ADH
B LI, A
H—T A A LD
ZDT A ADD
T — gy
DMEBR S Fu7e A
F—a D%
AU RLET,

cd11IfCipherMicFailClientAddress |13.6.14.1.99273.1.14.1.1 | st 5% ik, HiEo
MIC &% DJFA &
AoV ek i3 NG
H—"T A ATHE
fisn<Tnsz 7
AT > h® MAC
7 RLATT,

cd11IfCipherTkipLocalMicFailures | 1.3.6.14.1.99273.1.14.12 | 75 77 > & F NS ZADFEE)
THE, ZOET
V7 NI A
VHE—T A AT
A4 L7z MIC F&
EOfAET Tk
LET,
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I=990L—=FITuvT |

oDATzHy +E

0ID

oD 547

0ID D3R

cd11IfCipherTkipRemotMicFailures

1.3.6.14.199273.1.14.13

YRy

T ARSI
THE, Z0AT
EL/ AN (5
AR =T AR
ror o470
LT
7= MIC fEE D%
v bLE
7

cd11IfCipherTkipCounterMeasInvok

13.6.14.199273.1.14.14

L

TNA AN L E)
THE. Z0OFT
V7 MIA Vv
H—T A ATH
OV & 47z TKIP
717 v B2 REDIE]
Bahor NLUE
7

cd11IfCipherCecmpReplaysDiscarded

13.6.14.199273.1.14.1.5

L

TS A DN L
T5HE ZOFT
vl MI, AV
H—=TxAADY
T A AT =K
Lo TS
gL =F % X
NZZ T A D
HaEhv hLE
R

cd11IfCipherTkipReplaysDetected

1.3.6.14.199.273.1.14.1.6

T NA A DN L
ToHE, ZOFT
Yl MIZoA
VH—T 2 AT
R & 7= TKIP
VA7 —D
BEhy FLE
R

cDotl1ClientRoleClassType

13.6.14.199273.12.1.13

L

74T D
o —/L435A,

cDotl11ClientDevType

13.6.14.199273.12.1.14

FIHEfE

IIAT L ROF
NA ABA T,
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y#—r=nz oo [l

oDATTxy b4 0ID oD #4147 0ID D& AA

cDotl1ClientRadioType 13.6.14.199273.12.1.1.5 | BI|5&{E 7547 N D
RREEDI3HH,

cDotl11ClientWepEnabled 13.6.14.199273.12.1.1.6 | HI[3:(H 72534 T2 ND

F—H T L—hD
E{E1T WEP 8 X
J = A LNEERT
DE DD,

cDotl1ClientWepKeyMixEnabled

13.6.14.199273.12.1.1.7

FIZNE

ZDITTAT R
75 WEP § 3 %3
T EMH LT
DME DM,

cDotl1ClientMicEnabled

13.6.14.199.273.1.2.1.1.8

FIHEfE

AT D
MIC BN 8-
TWABENE I D,

cDot11ClientPowerSaveMode

13.6.14.199.273.12.1.19

H112

T

7534 T NDE
FEHET— R,

cDot11ClientAid

13.6.14.199273.12.1.1.10

ZhIE, TR
W7 Y v m— kg
577A4T NE
T2~ TFF v X
K7 RLADT
v— g il

%‘/C“j—o

cDotl1ClientDataRateSet

13.6.14.199273.12.1.1.11

LFS

DI TAT b
DT —HEZIFIT
BT —H1L—
rDE Y N TT,

cDotl1ClientSoftwareVersion

136.14.199273.12.1.1.12

pall

Cisco I0S V' 7 b
17:1:7/“‘—“/\‘ =)
:/o

cDotl1ClientName

136.14.199273.12.1.1.13

P2

Cisco IOS 5 /341
ADEA N,

cDotl1ClientAssociationState

13.6.14.199273.12.1.1.14

FIZAE

NV R AVES/SN
1, FREB LT
Iy m—yg
1 ADRIEE TR
LET,
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0DATSY hE 0ID oD %17 0ID D :EA
cDot11ClientVlanId 13614199273.121.117 | 75— DAY LAY T A

TR TUA L
ART—a T
EFIZT Y vo—
hENT & XI2E
DY THND
VLAN,

cDot11ClientSublIfIndex 136.14.199273.12.11.18 | #&3% “HE CoUA
YVARITAT
BT AL AR
T— g UNIIER
7 v —h &
Nz L ZIZED Y
ToOhbaH7 A
H—T A AD
ifindex T,

cDot11ClientAuthenAlgorithm 13.6.14.199273.12.1.1.19 | | 24{E T T— g v
FIZUA Y LA
T—varkIo
7547 MO
THEITSND
IEEE 802.1x #¥7
77

cDotl1ClientDot1xAuthenAlgorithm | 13614.199273.12.1121 | 2 5w ~ 28| U 4 ¥ L 227 5 4
7o b LR —
SR TETE
1% IEEE 802.1x
FARIE ST 2

cDotl1ClientUpTime 13.6.14.199273.131.12 | »*—> TDOIZIGAT L R

DZ DT 8 R

TYvT—hEN

T 5 IRFfH]
) .

cDotl11ClientSignalStrength 13.6.14.199273.1.3.1.1.3 | s T AARIEDOW
EHM T, 774
7V R BIETIC
ZAE LTy b
DA B EE 2 I E
LET,
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snwp <5 x—a oz ]

0D+ TSxH +& 0ID oD% 47 0ID (iR
cDot11ClientSigQuality 13614199273.13.1.14 | 47— F A ZEAF O

EHNLT, 774
T R BEITIZ
ZELT-%7 » b
DA 5 iE 2 E

LET,

cDotl1ClientPacketsReceived 13.6.14.19927313.1.16 | v o & DT IAT R
MBRAF LT
7y MG

cDotl11ClientBytesReceived 13.6.14.199273.13.1.1.7 | 7y 7 o & 54T R
FIE LI b
.,
cDotl1ClientPacketsSent 13.614.199273.131.18 | h o % 74T Mk
fEL7 "7y b
.,
cDot11ClientBytesSent 13.6.14.19927313.1.19 | B o 7 54T M
fE L7 A MK

cDotl1ClientMsduRetries 1361419927313.1.1.11 | By o & DI,
1 EPLEREE L
72112 MSDU 73
EFICEESND
Ly MLE
R

cDot11ClientMsduFails 13614199273131.112 | H o # OB AT,
EERI TR —
ED LRZEZ T2
1oz 747
k3 MSDU % 1E
WICEFETE 20
EhbLE
R

SNMP /X5 A —B DHTFE

Z Ot 7 v a TlE, WGB T Simple Network Management Protocol (SNMP) % 5 iE9 % k%
BB LET, *y hU—ZFEMZS U T, SNMPv2e £721X SNMPV3 2 A 252 CT& £7, FlE
Wi, a3 2=7 4 A M) 7 EiFa— A ORE, WRET N E ST R0ERE. 7
A AD SNMP BEREDH ML G ENFE T
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B svwe s —somE

ATy T

ATy T2

ATvT3

ATv74

ATy TH

ATvT6

ATy T17

ATvT8

ATvT9

« SNMP fERE &2 AN+ A E1NZ. CLI =~ K configuresnmp enabled Z i L C. 4T
®D SNMP /T A —H2 B ELET,

* SNMP #REZ T T 5 & T T SNMP &RED HEIIZHIBR S L E 37

FIE

configure snmp v2c community-id length length =~ > K& H LT, SNMPv2c 22 ==7 1 IDZ AL
F£9 (SNMP v2c DH)

Device#configure snmp v2c community-id 50

configuresnmp version {v2c|v3} =2~ KZEH LT, SNMP 712 haLdON—2 g VEARELET,

Device# configure snmp version v3

configure snmp auth-method {md5|sha} =~ > RZfEH LT, SNMPV3 @RFE7' 2 2V AFEELET
(SNMP v3 O F)

Device# configure snmp auth-method md5

configure snmp v3 username length length =~ > RZfEH LT, SNMPv3 =—H#—4% AJJ L E7 (SNMP
V3 D)

Device# configure snmp v3 username length 32

configure snmp v3 password length length =< > RZ{E/H LT, SNMPv3 2 —H — 2T — RZ A/ LET
(SNMP v3 D F)

Device# configure snmp v3 password length 12

length D h 72 FiHIL 8 ~ 64 LT T,

configure snmp encryption {des| aes|none} =~ FZfi ] L T, SNMP V3 5 5fb7 v ha vz E LET
(SNMP v3 O F)

Device#configure snmp encryption des

R ELEIX, desE7-1L aes T, v3IEE{b7 2 b /LN LE 2 WEAIL, nonex A L%,

configuresnmp secret length length =~ > K& L T, SNMPV3 K5 5{b/ " A7 L—X% AJJLE£3 (SNMP
V3 DR

Device#configure snmp secret length 12
length DH %72 EiPHIL 8 ~ 64 LFTT,

configuresnmp enabled =~ > R LT, WGB T SNMP #HEx A hic L7,

Device#configure snmp enabled
SNMP v2¢c # % ETHHAITE, AT v 71, AT v 7 2BIPAT v 78 2V IRLET,
SNMPV3 X ET 2% alE, A7 v 7 2~8 %KL £7,

(A7 2 ) configuresnmp disabled =~ > RZ&ffif LC, SNMP % /E & i LE9,
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snwp sl [

Device# configure snmp disabled

SNMP 0% 7E 1

SNMP D #E:2

SNMP v2c DEEE :

Device#fconfigure snmp v2 community-id 25 Device#configure snmp version v2c Device#configure
snmp enabled

SNMPV3DE&HEFE (%2 T4 L)L AuthPriv)

Device#configure snmp auth-method md5 Device#configure snmp v3 username length 32
Device#configure snmp v3 password length 25 Device#configure snmp secret length 12
Device#configure snmp encryption aes Device#configure snmp version v3 Device#configure
snmp enabled

SNMPV3 DEE (F 1) 71 L)L AuthNoPriv)

Device#configure snmp auth-method md5 Device#configure snmp v3 username length 32
Device#configure snmp v3 password length 32 Device#configure snmp encryption none
Device#configure snmp version v3 Device#configure snmp enabled

SNMP %€ & iR H12I%, showsnmp =2~ RZ&FEH L £9,
SNMP version v3

Device# show snmp SNMP: enabled Version: v3 Community ID: test Username: username Password:
password Authentication method: SHA Encryption: AES Encryption Passphrase: passphrase
Engine ID: 0x8000000903c0f87fe5£314

SNMP version v2c

Device# show snmp SNMP: enabled Version: v2c Community ID: test Username: username
Password: password Authentication method: SHA Encryption: AES Encryption Passphrase:
passphrase Engine ID: 0x8000000903c0£f87fe5£314

QSACLDEESLU~YT—F 2T

Quality of Service (QoS) ACL B I ON~—F 71k, 77 B AHl# U 2 + (ACL) /L—/b
EHEAL TRy NT—2 b7 7 40w 7%# ML, NT77 4 v 77 7 ACERIALEZEID 24T
ij‘o

« WHTIE, ACLEZMEH LT, EEXLELIFSHEIP T RLA, FYu hary (7 K—F
BE, TOMDNy X —T 4 — )L RIpEDNRT A= DN, NTFT T4 v 7 T7u—%
BELET, ZORT I TlE, BEINDNT T4y 70X T (FF, €74, 77—
X7e ) BRELET,

o v —F U I NERICFEITEINE T, Ny M, BRIAR VAV EIRTRIED QoS
i (DSCP, IPprecedence, CoS72 &) DX /ffFsnEd, TNHD~v—F 7L, Xy
NO =0 BRKDF2—A T R T == TRED QS KNI v —% /R L&
KR
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B r—=zor570v098

Cisco Unified Industrial Wireless ¥ 7 b7 =7 U U — 2 17.14.1 U, 2 DOFHBRAR— F 50 H
RHTy NESEL, Fhaa—P —REICESWTERRL T 72 2HI# KT A4 3F 2—|Z
DY THZLENTEET,

WGB &, TCP £72IX UDPIZINA T, A =¥ 5y FH A 7B LU DSCPIZES S VAR —
PLET, Vs —B L OBIEOBEFAT 720, WGBIZ/3r v bESHEL, BUSERIEIC
JECTT 7 AHEF 2 —I28 0 Y TET,

IW—ILR—AD +Z T4 v 7%
W S=AD KT T Ay IR RO KD ety MU — 7T,

« AL LNV—)LEAEH LT, 802.1p. DSCP, 7'm haL & A F7p EOFEMEIZ L - TEE
A=Wy MRy MESEL,

SNy b QoS M T H 70T T A ¥ L AU D EESNANE F = —I2F ) 24T
<

N

CHERY—EARL D BmWELIAMIZZR S X 9IC L, BEEZES L TRy U —27 ML
i bl LET,

IL—ILVERTE DEHE
RDONFTA=ZEfER LT, v~y BTN — L ERETEET,
e A —Hh Xy EF¥ AT (Profinet 72 &)
e T UAR—MNEDOR— FEFE TR — MNP
« DSCP f#
«XEILIPT FLABIUSESEIP 7 FLR

e hangA

N7y FORREERNY ST

FEANTy b3 A =Y Ry FAR— MIEET S L, WEBIXERS NI —/LE RO K5I
MLET,

CHERY—VERAEEI N T T 4 v T a—DFE
s HETERSINT- BT S Sy FO4SE
s JAY VL ARy NU—7 LY T 7% AT 2 —~D_ 7 v FOEY 3T

IW—ILR—ZADITYELTDFE
HAR <A RENTIN—N_R—ZADNFEE~ vy v 7R LT, UFEETTXET,
* QoS RV v —DEh R 72 H
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S sLUACL k571 vonEs |

cHERT SN r— g v — B ADESNENAT I
« BRI DB D T 7 4 v 7 ORI E R
c Xy b= ML 22— -2/ AR = ADE Lk

QS ELUACL b5 T4 v I 75EAR

N7 74w 758X, Xy N7 40—V RERIT, EDFATDORYy NI—F 8T T 4>
I EMDOZ A T BT DT et AT, QST I T 4 TRBAICOHREIL0 3,
PHEAREIZ, TN AR A FAT L, 2N M2 QoS 7V & EID K TEF, QoS T
MZE ST, AT HQS 77 varNEHRSI., BETHHIF 2 —2#BlIhET,

 SHITEBO ST v FLATYDT 4= RITEGFEL T ET,

« /N7y M, Ethertype, DSCP, %7213 TCP/UDP R — MIHEAWCTH—E R T AT
=S, K7 7 ANTH LR E2ZT £,

« T—H T L= IO IO — L ORHPENTE SN, a2 hr— AT L — TR
T BEDPHESIET,

LAY 23 8T4—ILE

LAY 24— F v F7 L—ATIL, Ethertype 7 4 —/L K Q34 ) (ZHOEBHENEGENE
To D7 4—/L RTIL, BHE., 7L—2NOU TSI NTZT —Z DX A TRRINE
T

LAVINEIT4—ILE

LA ¥ 31P 734w hTiX, Typeof Service (ToS) 7 4 —/L' K (8 B'w ) IZHMEBEHRNE EN
T, ZOT7 44— )V RIZIFUTOEREENE T,

« IP precedence & (&iPH 0 ~ 7)

+ DSCP 1 (&GPH 0 ~ 63)

LANYAREI«—ILE

LA YA4TCPEZ A NEIZUDP 7 —4# 277 LT, sourceport 7  —/L R 72| destination
port 7 4 —/V RASFIEHESNET, ZhbDOR—MESEHEHL T, 74 2ET7 7Y
F—varE3Y - RHESNWT I T T v 7 2T EET,

H—ERISAAND LTI T4 v IDEYHT

VAT AZLY | Ethertype, DSCP, #7213 UDP/TCP A — K (F7oiIA— M) 12&ES0
T, M 74y I BREOY—E A7 FTRAIZHIVETHNET, F—Y—E227 72RO
o MEI—ELEBWEZITET, WGBIX, AHRA— 607y a5 L, 22— —
RENESTRRD RIANFa—IIvy BT LET,
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PEEIZETE3T—2TL—2DEE

TR T =R, T T 4 v IR e B LT R T U U E REIRE
£, INHDH T 2T BEHENLV—AOEIME ST L, MR A BT 2 DICERLD
gij‘o

SEIZBITAay rA—ILTL—2DEE
ayhba—LFL—F, Ry NT—27 5N LT —Z Ok 7B S L ORET H%E
AR LULET,

WO7va—F v — M, BEfFO7 17 7 A/, Ethertype, A~— Mkl ¥ XUV DSCP fifi2 %
SNT, WGB A —H Ry hAR— EMHO/R7 y BRI, QoS L—/LiZ~v vy BV 7 &
B EE R L TVET,
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R3:WGBA—H+y hiR— bMWD S T4 9o T7A—DTHO—Fr—

Packets from WGB ether
port

Is QoS profile
existing

Legacy behaviour No

Yes

‘Any ether type
rule existing?

Hit the
ethertype rules,

Using the ethertype

Yes ’
mapping rule

IP/IPV4 packets No »{ User priority is 0

Any port-id rules
existing

dest port & src
port

Using the port-id

No rules configured, using the legacy mapping behaviour mapping rule

=<
)
@

NO
Using th tid
dest port Yes: izl
mapping rule
No
No
No Yes Using th.e porIHd
mapping rule
Y

Any DSCP rules
existing

>
L

Using the new DSCP
mapping table
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LAL— QS ¥y EVTEME

process_summary

T 7 ARA Y X, VLANX—Z O TCUHE % BifS L, Profinet |Z [E & DO EESENAN 6 23 L |

IPBEOIPV6 T 7 4 v Z7IZIZDSCP /5 dotlp ~D~ v B T HFEHLT, N T 747

WIESEIERL 2 EI D {4 CTET,

process_workflow

TIRARA L ME RONV—VZ2ER LT, M7 74 v 7 OBESEIANL % EtherType (2450

THRELET,

1. TCI DEFENANLOEAG : 7 7 B AR A > NI, $5E 47 Ethertype 0x8100 @ VLAN 5%
MBS ZHIEE R (TCD OESENEA 2 G L £ d,

2. Profinet ® TCIESENANLOE| Y 24T : EtherType 0x8892 (Profinet) D&, 7 7 B AKRA v
ME, TCI OESENRRLIZ 6 2%V 4 TET,

3. TP B L IPv6 @ DSCP #EILNANL DF%E : Ethertype 0x0800 (IP) 35 1 (N 0x86DD (IPv6) O
Ba. 77 8ARA LV ME, T 740 bO dsepdotlp ¥ v BV T T —T I HE- T DSCP
DESENENL 2 3% E L E T,

TOEARA Y MK D QoS BEIELZDOEIY BTHE

process_summary

TIRARA L NI, Tu hang AT EERE ST — T ESN T QoS BAEIAN #EHI
BTET, EIP b7 7 4 v 7 OBFASCA—ABNEESNTORWEEIX, 7740 S
IET,

process_workflow

T EARA L N T QoS AT H 7 r ADMMAZL FITRLET,

1. TIRARA L RN, FEICHSWT, Ethertype QoS < » B2 7 0x8892 (Profinet) D&
SelEfr 2 R L E T,

2. Ethertype 0x0800 (IP) 35 X 1M 0x86DD (IPv6) (ZOWTiX, 77 BAKRA » F3, HA— b
F721ZDSCP DWTHNNEEE L2~ v B T —UTht-> T, EBEIEMAZE Y YL TE
ﬁ‘o

« 7B ARA L ME, UDP/TCP A— b+ (F/=iFA— &) V— 2R L £,
« 7T 7B ARA L ML, DSCP L— V2 i L E 1,

3. T U EBARA L R, IPVA/IPV6 LIS D/ MZ o —F— BB E 0 Z2E 0 4 TET,

4. L—LABREINTWARWES, QoS Fu 77 Ak, ko~ y By ZV8EICT 7 41
MRESINET,
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\)

GE)  802.1p OESENBMLATFIET 2L E1E. TR I A X~ A ST —VITERE L ET,

QWSTyELSYTOT7A4ILDHRTE

ATy

ATy T2

ATvT3

ATy T4

DTFOFIRIZEY, WGBQoS ¥ v BV VT aRET LI ODOKESFNL— NV EZERTEET,
Fig

config wgb qos-mapping profilenameenable =~ > FZfEH L T, fHEINTZ QoS vy B /77 7 A
NEFILET,

Device# configure wgb gos-mapping demo-profile enable

config wgb qos-mapping profile-name add ethtype hex hex-number priority priority =2~ FEFEH LT, 1 —
Xy NIATIZESL vy BT — L BILE T,
Device# configure wgb gos-mapping demo-profile add ethtype hex 8892 priority 5

GE)
MESNETa 77 A VBFELRWES, Z0a<vr RiCkoTHLWZED Y0 7 7 A AR ER S,
~ v B =N BIMENET,

config wgb qos-mapping profile-name delete ethtype hex hex-number i 32 &, 4 —H v M ¥ A 7k
DNTA— L ZHIFRTE T,

(6=3))

BESNET v 7 7 ANNPFIELRWGE, 2~y RFEEE2RRLET, vy BV A—LaHIRT S
LT T ANNEIRDGE, 0T 0T 7 A VTEBICHIBRSIVET,

config wgb gos-mapping profile-name add [srcport number | dstport number | range start-number ending-number
] priority priority =~ > R&MHEH LT, A— M ID 3@ HAICE S~y B 70— E2BMLET,
Device# config wgb gos-mapping voice-profile add dstport 5004 priority 6

G¥)
RESNEZT B 7 7 ANBFELZVGES, Z0a<wy Rk THLWED S 1 7 7 A LBER S 1L,
vy B = AN BEMENET,

config wgb qos-mapping profile-name delete [srcport number | range start-number ending-number [dstport number
| range start-number ending-number ]] ZfEH T 5 &, A— F ID/AFHICESWTL— L ZHIBRTE 7,

GE)
RESNTET v 7 7 ANPEELRWGE, 3~y FIESEERRLET, vy B — A &2HlRT 5
LT T ANNEITR DG, TOT 0T 7 A VTHBIICHIBRSLET,

config wgb qos-mapping profile-name add dscp number priority priority =~ > K Z&{# ] L T, DSCP fH(Z}&>
=y BT A— L EBMLET,
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2Ty

75

Device# configure wgb gos-mapping demo-profile add dscp 63 priority 4

Gx)

BESNIZT B 7 7 ANVBEFEELRWGSE, Z0a~vr RIZLoTHLWED T a7 7 A VBER S 1L,
<~y BT — BN S IVET,

config wgb qos-mapping profile-name delete dscp number priority priority =~ > K& H3 2% &, DSCP fHEIZ
O~y BV I N— L EHIBRTE ET,

GE)

BESNTETa 77 AVPNFELRWES, o~y FIZEEEERLET, v v I A— L2 HIRT 5
LT Ty ANINZBITIR DA, DT a7 v A VMTHBICHIRSNET,

DSCP~ v B I N— N ZHIERT e, »—LEDSCP~ oy B 7DOTF 740 MEIZ) Yy FENET,

configwgb qos-mapping profile-namedisable =~ > FZfEH L T, 5 ESIN/Z QoS vy B 77 m 7 7 14 )L
“\\)(j] szj—o

Device# configure wgb gos-mapping demo-profile disable

BT DE, TaTrANRT —=ZRNANLRESNETN, WGBREZ 7 A MVITEY £4, 7o
T 7 ANBDFLELRWGE, BERERIN., LT a7 7 A WIERESNVEE A,

(A7 =) configwgb qos-mapping profile-namedelete =~ > K& L T, $8E X472 QoS ¥ v BV
77ra 7y A NVEEIRLET,

Device# configure wgb gos-mapping demo-profile delete

BT 5L, 7a 77 A4 03T —Z 32 WGBHREDOH T OHIRISNET,

Quality of Service ¥ v T D&

Ay hr—=L T =D QoS ¥y B URRIE AT HITiE. show wgb qos-mapping % FE{T
L\i—a—(}

Device# show wgb gos-mapping Number of QoS Mapping Profiles: 2

Profile name : gosl Profile status : active Number
of Rules: 8 Rules: L4 srcport : 31000-31100, dstport : 6666-7777, priority : 7 L4 srcport
: 23000, dstport : N/A, priority : 3 L4 srcport : N/A, dstport : 20000-20100, priority
: 5 L4 srcport : N/A, dstport : 2222, priority : 2 L4 srcport : 12300-12500, dstport :
N/A, priority : 6 IPv4/IPv6 dscp: 43, priority : 1 Ethernet type : 0x8892, priority :

0 L4 srcport : 8888, dstport : 9999, priority : 4

Profile name : gos2 Profile status : inactive Number of Rules: 8 Rules: L4 srcport :
31000-31100, dstport : 6666-7777, priority : 2 L4 srcport : 23000, dstport : N/A, priority
: 6 L4 srcport : N/A, dstport : 20000-20100, priority : 4 L4 srcport : N/A, dstport :
2222, priority : 7 L4 srcport : 12300-12500, dstport : N/A, priority : 3 IPv4/IPv6 dscp:
43, priority : O Ethernet type : 0x8892, priority : 1 L4 srcport : 8888, dstport : 9999,

priority : 5

T—H# 7L —2D WGB QoS v v V'V VERIE A MR T 511X, show datapath qos-mapping rule

ZFEITLET,
Device# show datapath gos-mapping rule Status: active QoS Mapping entries ======= dscp
mapping ======= Default dscp2dotlp Table Value: [0]->0 [1]->0 [2]->0 [3]->0 [4]->0 [5]->0

[6]->0 [7]1->0 [8]->1 [9]->1 [10]->1 [11]->1 [12]->1 [13]->1 [14]->1 [15]->1 [1l6]->2
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[17]1->2 [18]->2 [19]->2 [20]->2 [21]->2 [22]1->2 [23]1->2 [24]->3 [25]->3 [26]->3 [27]->3
[28]->3 [29]->3 [30]->3 [31]->3 [32]->4 [33]->4 [34]1->4 [35]->4 [36]->4 [37]->4 [38]->4
[39]->4 [40]1->5 [41]->5 [42]->5 [43]->5 [44]->5 [45]->5 [46]->5 [47]->5 [48]->6 [49]->6
[50]->6 [51]->6 [52]->6 [53]->6 [54]->6 [55]->6 [56]1->7 [57]->7 [58]->7 [59]->7 [60]->7
[61]1->7 [62]1->7 [63]1->7

active dscp2dotlp Table Value: [0]->0 [1]->0 [2]1->0 [3]->0 [4]->0 [5]->0 [6]->0 [71->0
[8]->1 [9]->1 [10]->1 [11]->1 [12]->1 [13]->1 [14]1->1 [15]->1 [16]->7 [17]->2 [18]->2
[19]->2 [20]1->2 [21]->2 [22]->2 [23]->2 [24]->3 [25]->3 [26]->3 [27]->3 [28]->3 [29]->3

[30]->3 [31]1->3 [32]->4 [33]->4 [34]->4 [35]->4 [36]1->4 [37]->4 [38]->4 [39]->4 [40]->5
[41]->5 [42]->5 [43]1->5 [44]->5 [45]->5 [46]->5 [47]1->5 [48]->6 [49]->6 [50]->6 [51]->6
[52]->6 [53]->6 [54]->6 [55]->6 [56]->7 [57]1->7 [58]1->7 [59]->7 [60]->7 [61]->7 [62]->7
[63]->7

T—X 7L —2D WGB QoS ¥ v B VR A #EFRT HITIX. show datapath qos-mapping
gtatitics 2~ > R&EFATLET,

Device# show datapath gos-mapping statistics ======= pkt stats per dscp-mapping rule
======= dscp up pkt _cnt 16 7 0

T—H 7L =D WGB QoS ¥ v B UHtEZIHET HITIE, clear datapath qos-mapping
gtatitics 2~ > REFEITLET,

)

GE) Zoavwry RN, T2 L —rDONA— LTIy hE T MNEHEMELET,

Ny X TJFv TCPRTA—T4 )T«
TCP X o7 a—T 4 VT 41X, F*>y bU—2 Ry b TFHIFA4HT,
e Xy NT—I A B =T 2 AA AN LTERINETry heXy T F v L,
o BRI L OBEERICD T2 O N T — X B RREB LORLF L,
« WGB TOHMA Y NT—2 T 7 v 7 OFEMZR 50T & AlREIC L £,
'WGB CT» TCP ¥ > 7| OFETIX, Catalyst IW9165E O WGB H#iA > ¥ —7 =4 ZA%Ir L
CTTCP ¥ > 7 HHNZT D IEICOWTHBIL £,
TCPH>TaA—T4)T14DEH

WGB ® TCP ¥ > 7%, *v NUV—J@BEZEHLTIN I 7Ny 2— 952 LT, WGBIZ
FOVEMMITAT U M TATY LAYy hT—=JBTT7L—ANELL Y L—&8NndXoITL
F7,

TCP ¥ > 7 2—7 4 VT 4%
cWGBI R TxXx ¥ 7F ¥ SN N7y h2UTNAVE A LATHERL,
¢ ARNL—UNINRTy NEXYy T TF v T D
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\)

GE) TCPAHA L Ta—TF 4 UT 4 Tld. X7y hOA ML —U~DF v FF v & WGB AR ~DETR
FEIFICITO ZLIXTEEHA,

Nry bFxFvTFXE-F
WGB X7y b ¥ ¥ I Fx 2—FT 4 VT 41F, LTFTOE— NEEWEEZYR—FLTOET,

* Default : WGB ViR CX ¥ 7T v SN 37w b~y X —fE T TAH A LIZFERL
¥,

» Verbose : WGB UK CTU TN Z A Lry FEEIT LT (N X —{f&T) HAL, £
Ty ROT—% (Vo7 b~y X —%ET) 16 K7 +—~> FTHAOLET,

S
GE)  text2pcap & D HHMED 7= 9 1Z1% Verbose 1 )% 7 +—~ > h LE
THERH Y ET,

F7 4V b E— FEIFNEE— FTIE. WGB i RIZH K 1000
Ry vz M) EHHTE £,

sCapture : /N7 v N2 U TNLVEA LATHATHOTIT/RLS, Z7A VAN —VIZF v 7
Fry LET, F¥ 7 F ¥ SINTNHBER T v NEFRTHITIE, showpeap 2~ K&
ERLET,

N

GE) Xy bxvy 7 F v (PCAP) %179 7N, f[EIEEFED PCAP
T A MITIEEENET,

HLWPCAP v a U ZIRD DHEIIC, HAEDPCAP 7 7 A V%
NEY—N—CHEE L C, EEXINZVWEIICLET,

PCAP 7 7 A LDV A XWX 100MBIZFET S &, PCAPIZH B
=ik LES,

JaralL Ty b e TF o R

TITANNT 4 NHEFIEIAZ LT 4V E B~ T, WGB AR — R E2NLTAP 5 R
oy bexdy7F v L, MY —N"—IZT7 v e — FTEFET,

FIFINV T 4 NEIZEDFYy 7F ¥ Tk, IP, TCP, UDPARED 3OO FEART 1 kL
oy hEFYTFvY LET,

HAB LT A NHIZEDHF Y 7T v Tk, FEOMBEOEEMSETIIHED XA TDXR v b
TD—0 T 7T 4T 4 OERICEEST 2R EDO Ny hex vy 7F ¥ LET,
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SFEIFERTO AN TANFEFHLT, TR T DOy hedyFF ¥ TEFE
T, 2ExE TAnN AR LS REDO T e harEEDET,

» Transmission Control Protocol (TCP) . Internet Control Message Protocol (ICMP) , ICMPv6
«IP 7’1 k=)L 0x8892 % fifi FH} L 7= Profinet

« 7 RUAfigR~7 1 k=L (ARP)

A=Ky TN —=TEHRT 0 k=L (IGMP)

» User Datagram Protocol

« N— K 67 £721LA— b 68 Z{#i H L 7= Dynamic Host Configuration Protocol (DHCP) . 5 X&
OR— b 546 £7213R— | 547 Z{£H] L 72 DHCPv6

« TCP "R — b 44818 % ffi [ L 7= Common Industrial Protocol (CIP)
« K=k 53 &AL K AL v F—2H2 27 L (DNS)

o R— b 161 F721F AR — b 162 Z{FH L 7= Simple Network Management Protocol

\)

G IHLIZYAREINTWAE T haiid, PCAPHRED —HICT A,

Ny b2y TFvD T4 ILE K

PCAP D7 4 VEZRIL, 1 2ULEDOT Y IF 4 7 THRENE T, 7V T 4 7 ILdE ., B
T FICE S BT TR SN ET, BRI, ARIERIEESERETE T,

EfiF X3 L Y 97,

« Type : kBl F- DX A THIEELET, A 7ITUE, A—h, "A M Xy FT—2 £
[IAR— P ORPFAELIEETEET,

1 : port 20

* Dir : FEEDHMNCERESIND Ty bOBEF XY T T ¥ THLIEELET,
% : src x.x.x.x and port ftp-data £ 72 1% dst x.x.x.x and port ftp

* Proto : FFiED T 1 b 2 MZREL THF Y 7 F v LET,
i . tcp port 21

PR 7 AND, OR, BLXUINOT A L T T 4 V2R EMOGDLEDLZ & T, X EK
B CHEMER 7 4 VEZ R ERRCTE 7,

\ )

CE) T4 Relfld 2 & &, HAEDIEFZHEM L, BESL Ty azflio THhE 71—
T HZETIELLFRSND L OICT D ENEETT,
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B s55 0 rxvIF7vomnt

BTy bRy TFYOEDIE

COFIETIE, ARNT 7 4 v 7 BEHT D20, WGBT/X7 v b%x 7F v (PCAP) %
Bz LET, kv, v bag (IP, TCP, UDP) Z i X7y ha%v¥ 7 F ¥ L.,
P72 T O T DI I A L, Xy N T — X ZPCAP 7 7 A WITERIF L, W AX A
7 4% (VLAN Z#&te) #fiH L CHxA 7 47 VLAN LJERA T 4 7 VLAN [T 72 DR €
DT T4 7T HIENTEET,

FIE

AT T ROWNTNUNLOAT v a v a3R LT, PCAP AN L ET,
T7oav & A
774/ k7 ¢ |debugtrafficwired [0 1]{ip | tcp | udp}[verbose | capture] =~ > R&fEH L £,

/bfY%Eﬁﬁfﬁl,7f Device# configure wgb mobile station interface dotllRadio 1 dotllv-bss-transition
PCAP % FE{T73 5 | enable

011X, A#A v X —T7 A ARBEHELET, BIRSNLTWRWESIEL, TT
DERA L E—T A ANy "Xy FFv LET,

Device# debug traffic wired 1 ip APXXXX.XXXX.XXXX#reading from file
/dev/click wired log, link-type EN1OMB (Ethernet) 1 08:35:50.529851 IP
209.165.200.213 > 209.165.200.1: ICMP echo request, id 13721, seq 1, length 64 2

08:35:50.534813 IP 209.165.200.1 > 209.165.200.213: ICMP echo reply, id 13721,
seq 1, length 64

TOF T aFET AN NTHY, P Fal~y X —R_hHE 3y FidFxy S
Fy¥ INEI,

Device# debug traffic wired 1 udp verbose APXXXX.XXXX.XXXX#reading from file
/dev/click wired log, link-type EN1OMB (Ethernet) 1 08:25:59.696990 IP6
fe80::322¢c:712¢c:5787:f246.dhcpv6-client > f£02::1:2.dhcpvb-server: dhcp6 solicit
0x0000: 3333 0001 0002 fc58 9al6 e428 86dd 6001 0x0010: 7b92 006d 1101 fe80 0000
0000 0000 322c 0x0020: 712c 5787 f246 ££02 0000 0000 0000 0000 0x0030: 0000 0001
0002 0222 0223 006d 00a6 010c 0x0040: d064 0008 0002 ffff 0006 00le 0034 0011
0x0050: 0015 0016 0017 0018 001f 0038 0040 0043 0x0060: 0052 0053 005e 005f 0060
0001 000a 0003 0x0070: 0001 fc58 9al6 e428 0014 0000 0027 0013 0x0080: 0006 4150
4643 3538 0439 4131 3604 4534 0x0090: 3238 0000 0300 0cO0 0000 0100 0000 0000
0x00a0: 0000 00

verbose A7 > 3 iE, UDP 7’1 haLoXry bbb E v 7F v LET,

Device# debug traffic wired 1 tcp capture $ Writing packets to
"/pcap/APXXXX.XXXX.XXXX capture.pcap0" APXXXX.XXXX.XXXX#reading from file
/dev/click wired log, link-type EN1OMB (Ethernet)

T ALK N7 4 v |debugtraffic wired [0] 1] filter expression [verbose| capture] =~ RK&fiH L £,

&%%ik%%)ﬁ@ﬁ?éHMmeﬁzﬁ*EKIO&LT<ﬁé%o74»&KT@U”W&H
PCAPZSATT O | o oY — P SN TV RN TEZ A LAV TS 280,

Device# debug traffic wired 0 filter icmp APXXXX.XXXX.XXXX#reading from file
/dev/click wired log, link-type EN1OMB (Ethernet) 1 10:38:59.948729 IP
209.165.200.213 > 209.165.200.1: ICMP echo request, id 16204, seq 1, length 64 2

10:38:59.954308 IP 209.165.200.1 > 209.165.200.213: ICMP echo reply, id 16204,
seq 1, length 64
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Bzl

TOF T aFET AN NTHY, IPTE Fal~y X —R_HE 3y FidFy S
Fy¥ INFET,

Device# debug traffic wired 1 filter icmp verbose APXXXX.XXXX.XXXX##reading from
file /dev/click wired log, link-type EN1OMB (Ethernet) 17:13:30.706493 IP
209.165.200.213 > 209.165.200.1: ICMP echo request, id 986, seq 1, length 64
0x0000: fc58 9al7 afd4 f8ed 3b9d 7322 0800 4500 0x0010: 0054 57a0 4000 4001 889e
c0a8 6cc8 cl0a8 0x0020: 6¢51 0800 940c 03da 0001 7£3d 5365 0000 0x0030: 0000 cea2
0000 0000 0000 1011 1213 1415 0x0040: 1617 1819 lalb 1lcld lelf 2021 2223 2425
0x0050: 2627 2829 2a2b 2c2d 2e2f 3031 3233 3435 0x0060: 3637 17:13:30.710567 IP
209.165.200.1 > 209.165.200.213: ICMP echo reply, id 986, seg 1, length 64 0x0000:
f8ed 3b9d 7322 fc58 9al7 afd4 0800 4500 0x0010: 0054 9102 0000 4001 8f3c c0a8
6c51 c0a8 0x0020: 6ce8 0000 9cOc 03da 0001 7£3d 5365 0000 0x0030: 0000 cea2 0000
0000 0000 1011 1213 1415 0x0040: 1617 1819 lalb 1lcld lelf 2021 2223 2425 0x0050:
2627 2829 2a2b 2c2d 2e2f 3031 3233 3435 0x0060: 3637

verbose =7 3 %, UDP 71 hai by " bLiEERE vy 7 F v LET,

o

Device# debug traffic wired 1 filter icmp capture $ Writing packets to
"/tmp/pcap/APXXXX.XXXX.XXXX capture.pcap0" APXXXX.XXXX.XXXX#reading from file
/dev/click wired log, link-type EN10OMB (Ethernet)

capture 7' 3 X, TCP /"7 > ME#Z PCAP 7 7 A JWITIRAF L £ 3,

FALNT 4V
X EER L CHE
¥ VLAN T

PCAP #5479 %

debug traffic wired [0] 1][ filter expressionfip} =~ > R&MHHA L £,

(G¥)
—HDOH AL LT 4 VETIE, ERAT AT VLAND N T 7 4 v T XX 7 F ¥ TX
FHA, HEXE BAF LT 4 VH < K debugtrafficwired Ofilter icmp Tla,
HXAT AT VLANOX T YT ICMP b7 7 4 v 7 ¥ vy 7 F v TEERA,

Device#debug traffic wired 0 filter "icmp or (vlan and icmp)"™ 1 12:27:40.833815
IP 209.165.200.102 > 209.165.200.1: ICMP echo request, id 27279, seq 1, length 64
2 12:27:40.841331 IP 209.165.200.1 > 209.165.200.102: ICMP echo reply, id 27279,
seq 1, length 64

7 4 VFRICVLAN B LT, XA T 4 7 VLANDHERRZ T A 7 > R o b M)
FNF 74y EFY T F¥ LET,

Device#debug traffic wired 0 ip 1 12:27:40.833815 IP 209.165.200.102 >
209.165.200.1: ICMP echo request, id 27279, seq 1, length 64 2 12

TNV NP 74N EEHEHA LT, #4147 47 VLAN L3EXA T 47 VLAN & & te
FTRCOIP VT 74 v Xy T F v LET,

ATw T2 Ry NENEY—N—ZT v T a— T 570, koa~r ReHLET, copypcap file-name.pcap0
{tftp| sftp}://server-ip [directory][filename] =~ > RZ{EH LT, X7 v F&ESMNE— =17 v 7r— KL

£,

Device# copy pcap APXXXX.XXXX.XXXX capture.pcap0 scp://10t@209.165.200.213:/capture/wgb sniffer.pcap
copy ""/pcap/APXXXX.XXXX.XXXX capture.pcapO"" to
"scp://i0t@209.165.200.213:/capture/wgb _dhcp sniffer 0 46 29.pcap" (Y/N)Y iot@209.165.200.213
password: APXXXX.XXXX.XXXX capture.pcap0 0% 0 0.0KB/s --:-- ETA APXXXX.XXXX.XXXX capture.pcap0 100%
2530 916.5KB/s 00:00

GE)
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T w7 u—RTBENI, PCAPT 0t A%&5ET L, X7y ha7 74 /WRTGT L TL7ZEVW, TFTP, SFTP,
F 7213 SCP — _"—% 4l LT, PCAP 7 7 A VAR — _R—|CHEE LU £,

BEN\Ty bRy TF v DEME
e

AT v 71 nodebugtrafficwired [0-3]{ip |tcp |udp}[verbose|capture] =2~ > R&EH LT, T 74V DT 4 )LH T
PCAP #2302 L7,

Device# no debug traffic wired 1 ip verbose

AT 72 nodebug traffic wired [0-3 Jfilter expression [verbose|capture] =~ > REZEH LT, WAX LT 4 VX T
PCAP Z#HEZNIZ L £ 7,

Device# no debug traffic wired 0 filter "icmp or (vlan and icmp)" capture

()
Ty I F X T AEKTT 50O nodebug 2~ > RE7iTundebugall 2~ REFEHTHZEHT
TET,

BTy b XY TF Yy OHER
« TNy J AT —H AR T 5121%, showdebug =2~ > KA L ET,

Device#show debug traffic: wired tcp debugging is enabled

« 77 A NMIRFEINTWDE X ¥ I F Y FLNTAR T v M EERRT HITIL, show peap
avr FEFHLET,
N

CGE) Ry ha77AMIF vy 7 Fx Lz, showpcap =2~ K%
LTy FaRRLET,

Device#show pcap reading from file /pcap/APXXXX.XXXX.XXXX capture.pcap0, link-type
EN1OMB (Ethernet) 1 00:00:00.000000 IP 0.0.0.0 > 224.0.0.1: igmp query v2 2
09:41:48.903670 IP 209.165.200.189 > 209.165.200.1: ICMP echo request, id 29920, seq
1, length 64 3 09:41:48.908927 IP 209.165.200.1 > 209.165.200.189: ICMP echo reply,
id 29920, seq 1, length 64 4 09:41:49.904914 IP 209.165.200.102 > 209.165.200.1:
ICMP echo request, id 29920, seq 2, length 64 5 09:41:49.909009 IP 209.165.200.1 >
209.165.200.102: ICMP echo reply, id 29920, seq 2, length 64

« X ¥ T TF v INT Ty NOEARBIRNEE T 4 L ZER L CIREFICR AT 2121, show
pcap [filter expression] =~ > K& FE4T L £9°,

Device#show pcap filter "src 209.165.200.189” reading from file
/pcap/APXXXX.XXXX.XXXX capture.pcap0, link-type EN1OMB (Ethernet) 1 09:41:48.903670
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IP 209.165.200.189 > 209.165.200.1: ICMP echo request, id 29920, seq 1, length 64
2 09:41:48.908927 IP 209.165.200.1 > 209.165.200.189: ICMP echo reply, id 29920, seqg
1, length 64

cRFED /N NOFEMIRNE % 7 4 W Z B L CFRRT 5HI21E, show peap [filter
expression][detail no] =~ > K& FE4T L £9,

Device#show pcap filter "src 209.165.200.189" detail 2 2024-04-25 09:41:49.904914
000000 18 59 £f5 96 af 74 00 50 56 85 8a Oa 08 00 45 00 000010 00 54 14 6c 40 00 40
01 b7 9d 64 16 53 72 64 16 000020 53 01 08 00 70 81 74 e0 00 02 d4 3e 2b 66 00 00
000030 00 00 50 24 04 00 00 00 00 00 10 11 12 13 14 15 000040 16 17 18 19 la 1b lc
1d le 1f 20 21 22 23 24 25 000050 26 27 28 29 2a 2b 2c 2d 2e 2f 30 31 32 33 34 35
000060 36 37

R"— 7 FLRZH

A—FT7 FLRAZEH (PAT) 1X. £y U —27 7 RLRAR— FEH (NAPT) & BT, &
DEIRFy FU—I T KL AEHGTATI,

B ONEAR Y FAT L hDTFTARXR—=FIPT FLAER—+EE%

e —BDONTY YT IPT FLAELR— MNEBHITEHL,

o BRI RN Ry P ICE R ENE T,
TIAX=FIPT FLAE, ARy Y= ADOATHERSLET, X7V v 27 IPT FL
AL, 78— N—EThY, A1 ¥ —%y PETHEHINET, NAPT~ v B 7 Tl
IP7 RLALER—FEEOmMFNFEHSNET, MFE2EHT L1080, BEONGHAA
DRy v, BIpDZR—INESEZERALCRIUAHIP 7 KL Ay B TEE

T, TOFER, W —BILT TRy FND T T4 T 2 T A A%, BEOEAWERE
(AGV) TEILIP 7 RLAZHAHATE S X127 £,

UIW U U — 2 17.16.1 LA, PAT IZ. & AGV O IW9165E UV —2 /' )v—77 1 » ¥ (WGB)
TIEAKRA L b (AP) THER—FEINTWVET,

)

G¥)
LTHRETDLENDH Y 7,

AGV L@ Profinet 7 5 A4 7> v o, Zu—r LY T %y MIBTH—EZDIP T N R & {HH

WOHBIL, v U —27 7 FRUAR— FE#H (NAPT) OE&EZRLTEY, VA4APL R
F—rTxA 7Y v (WGB) . SMBIPT FLALR—FERNET FL A~y B 7T
HZEITED, ARy FT— I DENEARA F~DEE Ry NEEBT D HIEARR LT
WE,
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4:NERR Y FT—D LSRR Y F T — U E D NAPT 1

Internal network (subnet A) External network (subnet B)

WGB ))) ((( AP
. [ ~—
PC1 = PC2
= Internal IP-address 172.16.1.101 =—— =
f — 192.168.0.1 f —]
192.168.0.10 External IP-address 172.16.1.100
172:16:1.:51
Packet Packet
Source address: 172.16.1.100 Source address: 172.16.1.100
Source port: 61080 NAPT Source port: 61080
Target address: 192.168.0.10 Target address: 172.16.1.51
Target port: 443 Target port: 8443
192.168.0.10 443 172.16.1.51 8443

HYR—bEhTWWd70 oL

NAPT (X, Wy hT—7 DT A A LA R Y b T —27 OFT 3 A A Did{5 T TCP & UDP

EHAR—HFLET,

WGB DO HIfRE1E
*NAT I%, T3 ZADEH DD 802.1Q VLAN # 7 fF & FE /37 v Mkt L TR — b
SINEHA,

N TF XX ANNT T 4 v IiE, NAT ORNBIOFIRZ AT > M LTI AR—F X
WFEHE A,

*FTP b T 7 4w 7IE, 77T 47— RFRTHER—-FEINFET,
~Z 7 4w 71X FTP $—/3— 73 NAT O N1l
KR

/Ny v 7E— R TlL, FTP
CEESN TV HRICOAYR— h&hE

« TFTP 7' &2 k =)L {%, TFTP ¥—/3—7 NAT @ Nl

CHET HBEITOHI K — b SR E
‘j—o

T =g AV A= 7oA (ALG) IV R—FENFEHA,
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NAPT L— ez v Evs57—T0 |

uWGB D FIEEIE
s T/ EAHIEY A~ (ACL) 1ZVR—FENEHA,

*NAPT L, 1 2DF T A4 _X— K LAN D&% NAPT ORNHO %y hU—27 & LTHR—FL
i‘g—o

NAPT L—)LERYEVSGT—TIL
NAPT LV —VBI N~ BT TF—TE, UTOL 7Ry NT—JEWWA T =X LT,
-7~7ﬁw—7fj/?(wmn§W%f?4N~k7vaﬁiwﬁwk%%%@ww
T4 VT HEERT RLAB IR — MIEHT 5 L E
CHERT A AT T 4 v 7 BT BT a— SV IP/R— b_XT I~ B 757 —7
IVEHERF L.
e 7 RLALR—=FDEWTTCP 712 byl UDP 7’'u ha oz R— ks LET,

ZDEREIT. WGB THK 256 D IPNAT L—/L &2 HR—FLET,

NAPTT v EVSTT—T)IL

Oy T—TNE. N T T 4 v T —LE NAPTL— LIZ SO TERR B L OYE L &
nEd,

NAPT /Z, #ELIP T RV A, EEXLR— FEE, 7un bharx A7 s 1PT RL A, %6
JeR— &S (TCP £7213UDP) a#gfr MU ZMFHLET, Zhbobom FUICky,
VAT AIT RUVAZER L, Ny 2T 4NV EZY) T L, NAPTY v B 5 —T Va4
YT v AMpTEET,

)

GE) NAPTZE#HT— 7 NAHNO~ v BT MY OFKREIT 4096 T,

WKDOFEIZNAPT v v B TRl R LET,

RI:NAPTR Y EVTTF—TIL

Jokral REO—HILIPT7 KL |WGB 5 O—/\LIP 7 | &5 O—/N\LIPTF R
ABEUVR—F+ KLX LABXUVR—
TCP 192.168.0.10: 80 172.16.100.11 172.16.100.11: 61080

FYETYDT—E2R
FOETFTOVDOT—2FHIZ. ROLHIREZATOXY NI =T T T 497 DHRILTT,
e Xy MU= T FLABIUOR— FEHL (NAPT) 2L CEETLT N AE /2135650
T RUVABEHL,
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Ry NU—J ARy NI O TT — ¥ 2HRIIIHBETEHLHI1TL,
cIPT RLADT T AN — L w2l L Ed,

NAPT Z2ERHLETYDT—42R

T DOF =L, M2y FT—27 06 AGV ONERR Y NU— 27 ~DF— & O A5
LET, Y—bFU=A (WGB £721XuWGB) (X, Ay FU—27 N %y b U — 27 D
BEZEHLET,

27 ISP T L AL R— bESEMEA L CEETSHE, ~ v B I T—T AN F =y
7 S, MIST DNERSE R E SN E T,

Wy REHE N, 5858 1P 7 RL R ER— FESITHESOTHE R v U — 7 (1THizik
EhExEd,

DIFORIZ, 7T RLABIOR— ML ST, ’SAX—FLANZ AT FEAER Y
FT—ZMOED (NEBHAER) & T UNEOBNER) WED T 7 4 v 7 Oz & B

ToHEERLTVET,
5:WEBT®H NAPT2ERL-LEY ETFYDT—ER

External-to-internal (downstream) traffic from outside public address

Internal-to-external (upstream) traffic from inside private LAN client

Source IP 172.16.100.3 Source IP 172.16.100.11
Source Pert 12000 Source Port 61080
Destination IP 172.16.100.11 Destination IP 172.16.100.3
Destination Port 61080 Destination Port 12000
l NAPT Rule Table NAPT Rule Teble
172.16.100.11:61080 ‘ TCP 192.168.0.10: 80 172.16.100.11:61080

I TCP 192.168.0.10: 80

Source IP 172.16.100.3 Source IP 172.16.100.11
Source Port 12000 Source Port 61080
Destination |P 192.168.0.10 Destination IP 172.16.100.3
Destination Port 80 Destination Port 12000
Source IP 172.16.100.3 Source IP 192.168.0.10
Source Port 12000 Source Port 80
Destination IP 192.168.0.10 Destination IP 172.16.100.3
Destination Port 80 Destination Port 12000

3

1
=

1
,®
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wes o napT i I

6:uWGBTH NAPT%#ERALI-LY ETFYDT—2 iR

Outside, public Inside, private LAN

Outside server Wired client

uWGB outside interface: 172.16.1.101

SNAT 2EAHALE-LEYDT—2 R

EooF—2Flid, NExy NU—7 B AERER Y NU—F7 ~D %y hOBRIEEZE L E
T, F—hUzAI2EV, 2200%y NI —7MOBENAREIC2D £97,

WEE Y h T =7 MEDTXTOREN Ty M. BETRY hU—2 T FLZAZEH (SNAT)
AL TRy FU—Z I L CEB I ET,

YD NS 7 497 D8E. SNATIZEETLIP T RLALR— I EBFEF— NI DIPT
RLRIZEEH L, NEFIP 7 RUARHAET R Y FT—Z IR SN2 2 LET,

WGB T® NAPT Zifa

ATy T

ATvT2

ATvT3

ZOFETIEH., EVOT—XHOFETFy hT—27 T KL AZH (SNAT) &, FTOoF—
A DFXy hU—27 T KL AR— FE#H (NAPT) ZRET D HIEICHOWTHBHLET,

SNAT 2 L C LYV DT —XHERTETHITE, AT v 71 ~3%FETLET,
NAPT i L CF Y OTF—FREFRET HICIE, AT v 74BIOS 2FITLET,

FIE

configureip nat enable =~ > RZfEH LT, NAPT Z#HZhC L £,

Device#configure ip nat enable

NAPT % #4024 % (21%. configureip nat disable =~ > R& A L £,

configureip nat addressadd ip inside- ip-address netmask netmask ==~ > KZfH L C, HNElO IPvd 7 KL
ALy N AT EFHELET,

Device# configure ip nat address add ip 192.168.0.1 netmask 255.255.255.0

(A7 a ) configureip nat inside port range min-port-number max-port-number =~ > K&fiH LT, E
0 OF— 2D SNAT A— M Z R E L E T,

Device# configure ip nat inside port range 32000 33000

BHRY72AEOHFPHIL 1 ~ 65535 T4, T 7 4 /b b O#PHIZ 30000 ~ 59999 T3,
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GE)
SNAT A — M&iH & NAPT A — MR EE L2V L ST L TLEE,

AT w74 configureip nat outside port range min-port-number max-port-number =~ > R&2H LT, TV OTF—ZF{iD
NAPT AN — MiPHZ R E L £ T,

Device# configure ip nat outside port range 34000 62000

SMAlD R — N BB OB ZNFIFHIL 1025 ~ 65535 TF, THREAHADOAR— b 1233, 1234, 20000 (FfEH L2\ T
<TZEV,

GE)
NAPT A — h&PH & SNAT AR— FEFHNEEHELZ2NE I LT EE0,

AT w75 configureip nat ruleadd inside ip inside-ip-address port inside-port-number outside port outside-port-number
protocol {tcpludp} 2~ REHHAL T, FODOT—HHDONAPT v B I —LERELET,

Device#configure ip nat rule add inside ip 192.168.0.10 port 80 outside port 61080 protocol tcp
inside-ip-address i3, W A7 74T v x>y hI—=ZDIP T RLATT,
inside-port-number (X, WNERAHZ 74 7> b x> hU—27 O TCP R— h&E 5 F 721X UDP R— &S TY,
AU DR — b F S, RE SN2 NAPT #PHN TH L MLERH Y 1,

RATYvFT6 (A7 ay) BUEDNAPT REXFK KT HICIE, showip nat configuration =~ > K& L £,

Device# show ip nat configuration IP NAT Configuration are:
Status: enabled inside interface ip/netmask: 192.168.0.1/255.255.255.0 SNAT port range: 10000 -
20000 NAPT port range: 61000 - 65535 The number of ip nat rules: 1 Id Outside port Inside ip
Inside port Protocol 0 61080 192.168.0.10 80 tcp

AT T (A7 ay) NAPTL— /LT —T7 WinbLEBIfEO NAPT A#i— 2 b U #FKR§ 521X, showipnattrandations
awy Rz L ET,
Device# show ip nat translations UDP: src ip port dst ip port => src ip port dst ip port direction
expiry time (192.168.0.10, 41278, 172.16.1.51, 22000) => (172.16.1.101, 30004, 172.16.1.51, 22000)
[forward] exp: 290 (172.16.1.51, 22000, 172.16.1.101, 61080) => (172.16.1.51, 22000, 192.168.0.10,
41278) [reverse] exp: 290 TCP: src_ip port dst ip port =>
src_ip port dst ip port direction expiry time (192.168.0.10, 80, 172.16.100.3, 443) => (172.16.100.11,

30000, 172.16.100.3, 443) [forward] exp: 138 (172.16.100.3, 443, 172.16.100.11, 30000) =>
(172.16.100.3, 443, 192.168.0.10, 80) [reverse] exp: 138

o Tforward) (. WGB I & o TR SNTZT — 2y hor JiEMziE LEd, ZHIITEE
Jo, BEtde. BEOEMERIEENE T,

Reverse] Lid, RV 774y r70ouliEMatiL. N7 74 v 7 0hMENETLZLICL->T, #
REAE O DIREPARDIXEICICHEEICENET D LI LET, ZOBRMECEY, XD T 74 v 7 DT
] 202 LT e 560 b DISENEECICIERICEET 2 £ 912720 9,

NAPT ER T® uWGB D EH
NAPT EBf T uWGB 2EH T 5121d. ROFIBEIZHENE T,
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ATy T

ATy T2

ATvT3

ATvT4

napT Epico uweB nEE ]

1R BHIIZ
T_XTDOUWGB BRI FA T "R T T A4 _X—FLANWIZH D Z EE2MHERLET,

FIE

configure dot11Radio 1 mode uwgb mac_address ssid-profiletest ssid =~ > & L C, EHRE— %
uWGB (2R E L £,

Device# configure dotllRadio 1 mode uwgb FC:58:9A:17:0D:52 ssid-profile testssid

—EBFDOMACT FLAEZRBIRT B, RICFETA T arOFEZFEHLT-EDOMACT RLAZEHET
xFET,

GE)
W ORIEZ B T2d, MACT RL ARy hU—7 FOBEDT NRA ZALEEAELARNE I LTLEE
AN

—EODOMAC 7 RV RAEFHET DL, A7y MEOx12 2K MAC 7 KL AIZBMLET,

HKIEMAC 7 RLREREDITAIZE, A7 v 7 21273 X 512, show controllersdot11Radio interface =~
VREFEALEDT,

WKOREFEALET, EEMACT RLA+4 7%y h=—EFDOMACT RL &

GE)
7%y MEROXI2UAETHD Z & EMERLET, 72& 21E, FC:58:9A:17:0D:40 {2 0x12 Z1BN7 5 &,
FC:58:9A:17:0D:52 (272 V) £,

(7> 3 ) showcontrollersdotllRadiol =~ > RAEMFH L TREEMAC 7 RLAZBRELET,

Device#show controllers dotllRadio 1 wifil Link encap:Ethernet HWaddr FC:58:9A:17:0D:40 UP BROADCAST
RUNNING MULTICAST MTU:1500 Metric:1 RX packets:9109 errors:70 dropped:59043 overruns:0 frame:0 TX
packets:27920 errors:13 dropped:0 overruns:0 carrier:0 collisions:0 txqueuelen:2699 RX bytes:913806
(892.3 KiB) TX bytes:5399794 (5.1 MiB)

(F 7' = ) showwgb dotll associations =~ > K& LT, uWGB 28 WGBIREETH 5 Z L 8 L
S5

Device#show wgb dotll associations Uplink Radio ID : 1 Uplink Radio MAC : FC:58:9A:17:0D:52 SSID

Name : SSID NAME Connected Duration : 56 hours, 37 minutes, 11 seconds Parent AP MAC :

BO:B8:67:3D:5E:D6 Uplink State : CONNECTED Auth Type : PSK Key management Type : WPA2 Uclient mac
: FC:58:9A:17:0D:52 Current state : WGB Uclient timeout : 60 Sec Dotll type : llac Channel : 157

Bandwidth : 20 MHz Current Datarate (Tx/Rx) : 156/144 Mbps Max Datarate : 156 Mbps RSSI : 35 IP :

172.16.1.101/24 Default Gateway : 172.16.1.1 IPV6 : ::/128 Assoc timeout : 100 Msec Auth timeout :
100 Msec Dhcp timeout : 60 Sec'

uWGB B AT PO RY—2 0 K "I 7 4 w7 70—%2G2T 25X HICNAPT 23%E L E
bg‘o
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@ NAPT &5

uWGB T NAPT :% 7

ATy T

ATy T2

ATvT3

ATvT4

ATy TH

ZOFNETIE, LYV OTF—2HEORETLEY hT—27 T L AZEH (SNAT) &, FooT—
AW DFXy hU—27 T KL AR— M (NAPT) ZRET D HEICHOWTHBALET,

SNAT 2 L72 LY OF =X OV R— N 2R ETDHITIE. AT v 7 1 ~4DOFEIZHENE

—éqo
NAPT ZfEH L= TV OFT — XDV R — b E2HRETDHITIE, AT v 7S5 ERXAT 7 6DFE
ICHEVVE T,

FIE

configureip nat enable =~ > RZfEH LT, NAPT #H N LET,

Device#configure ip nat enable

GE)
NAPT % #5129 % 121%, configureip nat disable =~ > K& H L £,

(#7va ) configureip nat inside port range min-port-number max-port-number =~ > F&ZfEH LT, E
D OT —HZ D SNAT A — M ZRE L 7,
Device# configure ip nat inside port range 32000 33000

B2 8EHIE 1025 ~ 65535 T, F 7 4L F OFFHIZ 30000 ~ 59999 T,

GE)
SNAT A — h&EIFIX, ARy NI 00T Ry NT—JIZ 8T 7 4 v 7 BEET D L X2 uWGB A
EAT 2 EETHR— T,

SNAT A — M & NAPT AA— MR EE L2V L I L TLEE,

configureip nat addressadd ip inside- ip-address netmask netmask =~ > K%l L T, uWGB THHA &
2FAT MO — R AIPvd 7 RLAZRELET,

Device# configure ip nat address add ip 192.168.0.1 netmask 255.255.255.0

configureinterface nat-outside addressipv4 static static-ip-address static-netmask gateway-ip-address =~ > R
AL T, uWGB THMI IPvE 7 RL A ZRRE L ET,

Device# configure interface nat-outside address ipv4 static 172.16.1.101 255.255.255.0 172.16.1.1
static-ip-address X, uWGB HE D37V v 7 7 FL AT,
gateway-ip-address |X, uWGB OAEEIP 7 KL AT,
SMUDAR— FEFIZ. BV o7 =2 BB AERINET,
DIEFENL, WEHNOAB~D N T 7 4 v 77— R—FLET,

configureip nat outside port range min-port-number max-port-number =~ > F&ZfEH LT, JMBxy NV —7
MORNEAR Y NI =T ~D T 7 4 v 7 &2%[ET 25X 91 uWGB T NAPT AN— MHiPHZRE L £7,
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ATvT6

ATy 717

naPT 7w v L—Lodik [

Device# configure ip nat outside port range 34000 62000
SMAID R — b5 DA ZNEIFAIE 1025 ~ 65535 TH, TRFEAOAR— b 1233, 1234, 20000 (EfEH L72nT
<&V,
GE)
NAPT A — h&PH & SNAT AR— FEEFHNEERELZ2NE ST LT EEW0,

configureip nat rule add insideip inside-ip-address port inside-port-number outside port outside-port-number
protocol {tcpludp} 2~ REHHAL T, FODOT—HHDONAPT v B 7 —LERELET,

Device#configure ip nat rule add inside ip 192.168.0.10 port 80 outside port 61080 protocol tcp
inside-ip-address (%, WA 74T F %y hT—2DIP 7 RLATY,

inside-port-number (X, WNEAHZ 74 7> b x> hU—27 D TCP KR— h&E 5 £ 721X UDP R— &S TY,
SMAID R — b F1E, RESNTZ NAPT #FHANTH 2 BHERH Y £5,

(7> a ) BUED NAPT X E 4 K7 5121, showip nat configuration =~ > R&fEH L £7,

Device# show ip nat configuration IP NAT Configuration are:
Status: enabled inside interface ip/netmask: 192.168.1.1/255.255.255.0 SNAT port range: 30000 -
59999 NAPT port range: 60000 - 65000 outside proxy ip/netmask/gateway:
172.16.1.101/255.255.255.0/172.16.1.1 The number of ip nat rules: 2 Id Outside port Inside ip
Inside port Protocol 0 61001 192.168.1.10 20001 udp 1 61002 192.168.1.10 20002 tcp

(7> a ) NAPT/L— /L7 — 7 Wi HBIEONAPT A NV 2K 7 5 I121%, showipnattrandations
avy RaeMHLET,

Device#show ip nat translations ICMP: src ip dst ip port => src ip dst ip port direction expiry time
(172.16.1.1, 172.16.1.101, 30257) => (172.16.1.1, 192.168.1.10, 267) [reverse] exp: 272 (192.168.1.10,
172.16.1.1, 11) => (172.16.1.101, 172.16.1.1, 30001) [forward] exp: 272

UDP: src ip port dst ip port => src_ ip port dst ip port direction
expiry time (192.168.1.10, 20000, 172.16.1.51, 35200) => (172.16.1.101, 61001, 172.16.1.51, 35200)
[reverse] exp: 214 (192.168.1.10, 51184, 172.16.1.51, 22000) => (172.16.1.101, 30001, 172.16.1.51,
22000) [forward] exp: 161 (172.16.1.51, 35200, 172.16.1.101, 61001) => (172.16.1.51, 35200,

192.168.1.10, 20000) [forward] exp: 214 (172.16.1.51, 22000, 172.16.1.101, 30001) => (172.16.1.51,
22000, 192.168.1.10, 51184) [reverse] exp: 161 TCP: src_ip

port dst ip port => src ip port dst ip port direction expiry time (192.168.1.10, 44155, 172.16.1.51,
23000) => (172.16.1.101, 30002, 172.16.1.51, 23000) [forward] exp: 238 (172.16.1.51, 23000,
172.16.1.101, 30002) => (172.16.1.51, 23000, 192.168.1.10, 44155) [reverse] exp: 238

I

A9 Tforward] (£, uWGBIZ L » TS N=T — X %y hou JEEMETR LE 3, 2T
Jo. B, BIOEHERNEG TN ET,

[Reverse] &1, BV FT7 74 v Du 3 #EMER L, P77 4y 7 OAENnTHZLIck- T, B
B D DINENARKDORGIICHERICEET L L IICLET, ZOBEICLY, O NT 74 v I DF
MZWIZ LT, BERLPDOIGENEERICEFIZEET A L H 120 9,

a(ll

NAPT ¥ v E > IL—ILDHI&

ZOFNETIL, NAPTRTE=Z Y MY ZHIBRT 5 HFEICOWTE LE 9, inside & outside 73T
A—AEEETAZ L THEDNAPT v v B 7 L— L2l TEx ¥, L—LID T/L—/L
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B veere 7 ruzomg

ZHIBRL7ZD . REPDTXTONAPTLV—/LEHELLZY TEET, HEOL—LEHIERY
B, HDHWENAPT HEEREE Yy M TENITE ST, FiEEZSRRLET,

FIE

UTFToOWTFNno4d7y g #2FA LT, NAPT v B 7 — L &HIBR L E9,

73y s EA

72D NAPT ~ v B2 71—, Ll |configureip nat rule deleteinsideip inside- ip-address port

23 inside-port-number outside port outside-port-number protocol {tcp |udp}
aw s REHLET,

Device#configure ip nat rule delete inside ip 192.168.1.10 port
80 outside port 61080 protocol tcp

JL—/VID Z{# i L 7= NAPT = > £’ | configureip nat entry delete rule-id =~ > R&2H L £,
T = DR

Device# configure ip nat entry del 0

GE)
show ip nat configuration =~ > R L T/L—/L ID &K/ R T&
\i—g—o

9 _TD NAPT ~ v B 7 /L—/L D |configureip nat entry deleteall =~ > RA&fEH L £,
HIlEsR

Device# configure ip nat entry delete all

NAPTIP 7 kL X DA

ZTOFNETIE, BEINTWVANATIP 7 KL RADOHIBRFIEICOWTHB LT, NHEHY
TAT v MBS TCENTZY— b T oA IPvd 7T RLAZHIBRCTE £, £721%. NAT D4
MDOA v H—=T 2 ANTERESNTWHHNEIPvE 7 RLAZHIRTE £9,

)

GE)  NAPT#REZTXCHIBRT 211X, IPT7 RL AL A v F—T 2 A ALHIBRT 208035 0 &
R

FIE

WONTNINDOA T 3 2R LT, NAPTIP 7 RL 2 2HIBLET,
T3y SRER

W E# 2 747 > FD%7— 7 = A IPv4 | configureip nat addressdelete =~ > R&HEH L £,
7 KL 2DOHI%

Device#configure ip nat address delete
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aa 1—5—2i

73y & EA
S IPvA 7 R L A DHIBR configure interface nat-outside address delete =~ > K % fifi i
LET,

Device#configure interface nat-outside address delete

AAA 1 —+H—ER50E
AAA 22—V —GRGEIE, L TFTE2ETT Ry U= EHAN= AL T,
s =P —FWHEEN L TRy hU—=F UV —ZA~DT 7 AZHI#H L,
o ZZRHE SIVTAERR UL B o — - — (2 ) 4T
o 22— = L NRAT— K& AAA — "—T—niZEFH L E T,

U U —217.151 L%, IW9165E WGB TiX AAA X— A Do — W —E#H B L OGRAER Y AR— k
ENFET,

AAA H— 3—(%, Authorization-Reply A v —%FH LT, MR~ (0~15) ZEH Y
TET, bbbl (Fma—i—) &15 Ela—¥—) OB R—-FInTHET, b
V2~ 14 FETRFEAT, HIVETLHZ LTS EEA,

MR LAV EIRE LW T —F—2BM L7256, £O2—F—IZIXTWGBIZ L > TR HIK
WHERR L~y 0 4 CHhE T,
AAA R—Z D 1—H—EEE & VR DHEE
AAA XR— 2D —HF—FHIB LOFGEICIE, LLTOBENEENE T,
s N Fa—P—mHhR— |
« AAA Y —R—Za—F—4 L RAT — RERAF
« AAA ZfEH Lo 22— — D83
o 2 — IR HHERAE VAR — b
o —PF—DMERIZ IS CLL 7 2 & AR

\)

CE)  Cisco—Z EFAA v FLEMKIC, V=2 7N —77V v (WGB) b, 2—¥—4 &
AU — K& —hMCER L CTIREFETE 7,
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B rany—n—omz

AAA H—/N\—DETFE

1R BRI

« 7T A=V AAA Y — X—FBINTDHHIIZ, B XY AAA —3— (RADIUS F721%
TACACS+) ZBIMTEET, T4~V AAAT— =D BINENd L, 77472 MZ
TI7A< U AAA — R— T8 L £,

« 77 4=V RADIUS ' — 13— L ¥ H & U RADIUS — _"—Dili FRREIN TV 58
A, WGB X774~V RADIUS #— "— L DA 3EEEITLThD, EH &Y
RADIUS %—"— 280 H x £79,

¢ TACACS+ H—_X—0DH4A . 754~ VU TACACS+ — _"— L OfFEkHL 1 BlORTITEN
*9., 774~V TACACS+ V—_—NSE LR WEAIL, B % U TACACS+ V—
N=MEH &S ET,

\}

(GX)  WGB AAA RADIUS — —ZEa~< > N, 17.151 V)V —2RPUETERICYFR—FENnE
ﬁ‘o

A A=V E 17151 LN H 17141 FTDO ) V=R X T 7 L— R LEEEE, $£771317.14.1
PRGNS 17151 LIRRIZ T v 77 L— R LA, b e b ERE STz RADIUS H—/3—
A—hEEricVey FahET, O, RADIUSH— —R— NOFHEDMEIZRY
£,

FIE

AAA H— 3— (RADIUS F7-1% TACACS+) ZBINE /- I1ZHIBR L £,
73y SRER
AAA Y——D

R

& |config {radius | tacplus} authentication {primary | secondary}add {ipv4 |
ipv6}ip-address port port-number secret secret-string =~ > K& H L £,

Device# configure radius authentication primary add ipv4 10.10.10.5 port 100
secret radiusSecretl23

GE)

secret-string /X7 A — & THAHR— F ST RWIIFEMH LT Zan,
A= b SHTVRWICFTE, fitE () . BEIavr ) o FARs 8) /b
20 ()L KRV ) TR (& . Fx by hEEE () L ET 2
U ) AT RT vy () 8T () BROZEGA/ () B
FNET,
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a4 4 v1—4—o Raoius BiEoamtE-amnt [

T3y & EA
AAA Y — X—DHl% | config {radius | tacplus} authentication {primary | secondary}delete =~ > RN#%
FEHLET,

Device# configure radius authentication primary delete

AJ 4 >a—H—0 RADIUS F2EED B XL £ =T ER1E

FIE

2TV LTFOWTFIhOA Ty g v 2EHLT, vl A a—P—D AAARADIUS GE 2 A 40 % 7213 E4hi

—é—O

73y & EA

07 A a—H—D AAA RADIUS iZFED A | config ap management aaaradiusenable =~ > Fa&fH L £
Eulle 7

Device# config ap management aaa radius enable

0 7 A v a—H—0D AAA RADIUS #Z:ED % | config ap management aaaradiusdisable =~ > K& L %
2k D

Device# config ap management aaa radius disable

ATv T2 (F7L 3) showrunning-config|includeaaa =~ RK&fEH LT, AAA H— 3— (RADIUS F7-1%
TACACS+) DORELMERLET,

Device# show running-config | include aaa AAA server configuration:-
Status: Enabled AAA server type : radius Primary RADIUS IP address : 192.0.2.0 Primary RADIUS port
: 1812 . . .

054 >a1—4H—0 TACACS+ FZREIDEML E - ITEE
FIE

AT 1 UToOWThorot7ya r&2FH LT, 274 02— —0D AAARADIUS Bk & A 20 £ 72 1382010
j‘o
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| S ELETT]

AFay AR
07 A v a—H—0D AAA TACACS+ #ZFED |config ap management aaa tacplusenable =~ > K& L
Ak £,

Device# config ap management aaa tacplus enable

07 A v a—H—0D AAA TACACS+ #ZFED |config ap management aaa tacplusdisable =~ > K& L
Mk £7

Device# config ap management aaa tacplus disable

ATvF2 (F7 T a) showrunning-config|includeaaa =~ > F&fH LT, AAA ¥ — 3— (TACACS+) DORTE
R L ET,
Device# show running-config | include aaa AAA server configuration:-

Status: Enabled AAA server type : tacplus Primary TACPLUS IP address : 192.0.2.0 Primary TACPLUS
port : 49 . . .

=H= =JL ==
AAA FEEE D ER TE I
AAARADIUS FBEEN AN 72 > T D 85412 show running-config 2~ > R&EMHT 5 L. kD
Bl X9 RN ERR ENE T,

Device# show running-config AAA server configuration:-
Status: Enabled AAA server type : radius Primary RADIUS IP address : 192.0.2.0 Primary
RADIUS port : 1812 . . .

AAA TACACS+ FBREN AN 72> T D855 1T show running-config =~ > RZHHT 5 & K
DEID X5 e R S E T,

Device# show running-config AAA server configuration:-
Status: Enabled AAA server type : tacplus Primary TACPLUS IP address : 192.0.2.0 Primary
TACPLUS port : 49 . . .

FRELE & B

WGB 35 & U uWGB D% TE DFEEE

WGB 1 X O uWGB (2B 5 show s% E A MERT DITI1E, ZNOHDX AT HFITLET,

FIE

ATV T WO T > a B2 FEHALT, AP 23 WGB £ — K22 uWGB B— R 2R L £,
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Syslog .

TF7oay

A

WGB

showrun ==~ RaEEH L £,

Device#show run AP Name : APFC58.9A15.C808 AP Mode : WorkGroupBridge CDP State : Enabled
Watchdog monitoring : Enabled SSH State : Disabled AP Username : admin Session Timeout

300 Radio and WLAN-Profile mapping:- Radio ID
Radio Mode SSID-Profile SSID Authentication

—————————————————————————— 1 WGB myssid demo OPEN Radio configurations:-

Radio Id : NA Admin state : NA Mode : NA Radio Id : 1
Admin state : DISABLED Mode : WGB Dotll type : llax Radio Id : NA Admin state : NA
Mode : NA

uWGB

showrun =~ REEH L £,

Devicef#show run AP Name : APFC58.9A15.C808 AP Mode : WorkGroupBridge CDP State : Enabled
Watchdog monitoring : Enabled SSH State : Disabled AP Username : admin Session Timeout

300 Radio and WLAN-Profile mapping:- Radio ID
Radio Mode SSID-Profile SSID Authentication

—————————————————————————— 1 UWGB myssid demo OPEN Radio configurations:-

Radio Id : NA Admin state : NA Mode : NA Radio Id : 1
Admin state : DISABLED Mode : UWGB Uclient mac : 0009.0001.0001 Current state : WGB
UClient timeout : 0 Sec Dotll type : llax Radio Id : NA Admin state : NA Mode : NA

ATFvT2 WIFNOhOAF T a rEFEAL T, WGB £7213 uWGB IZEEFMITONTWA U A VYL AT T A4 T v RZ
BT A EREMERLET,

TFoay

Bl

WGB

show wgb dot11 associations =2~ > K& L £ 7,

Device#show wgb dotll associations Uplink Radio ID : 1 Uplink Radio MAC
00:99:9A:15:B4:91 SSID Name : roam-m44-open Parent AP Name : APFC58.9A15.C964 Parent
AP MAC : 00:99:9A:15:DE:4C Uplink State : CONNECTED Auth Type : OPEN Dotll type

llax Channel : 100 Bandwidth : 20 MHz Current Datarate (Tx/Rx) : 86/86 Mbps Max
Datarate : 143 Mbps RSSI : 53 IP : 192.168.1.101/24 Default Gateway : 192.168.1.1
IPV6 : ::/128 Assoc timeout : 100 Msec Auth timeout : 100 Msec Dhcp timeout : 60 Sec

uWGB

show wgb dot11 associations =~ > K& L £,

Device#show wgb dotll associations Uplink Radio ID : 1 Uplink Radio MAC
00:09:00:01:00:01 SSID Name : roam-m44-open Parent AP MAC : FC:58:9A:15:DE:4C Uplink
State : CONNECTED Auth Type : OPEN Uclient mac : 00:09:00:01:00:01 Current state
UWGB Uclient timeout : 60 Sec Dotll type : llax Channel : 36 Bandwidth : 20 MHz Current
Datarate (Tx/Rx) : 77/0 Mbps Max Datarate : 143 Mbps RSSI : 60 IP : 0.0.0.0 IPV6
::/128 Assoc timeout : 100 Msec Auth timeout : 100 Msec Dhcp timeout : 60 Sec

Syslog

Syslog i%., PRIFEB LD DT=DIZA X T —F# a7k b SNTHETcEET 578 b
SADHT Y TF, SysloglE., 4=y kA v T EE Y TFeF B LI LRy f T
7 TNA ZADEER EFEEISITIAEH S TWET, Syslog & WO HEEIL. 207w k=
BEZETHAE, 2070 halZB AT L5V AT A2 THa0H0 77,
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. WGB syslog DB L F = IEEME

e v ha)LF AT Sysloghd, VAT LAY FORF T RENTHER S L5 Rl
Snie7a fancd,

e N7V AR— v ha BIfE, Syslog 137 —# {515 TUDP E— RDOAE R — KL
« TRy a7 OIE  WGB Tdebug 2~ 2 RBFAMI/R->TWDHEE, T3y 7 a7n
INEE ST Syslog r— "—|ZEE SN ET,

« B 7538 WGB B Syslog —"—(Zi5fE s b e 713, Tkemel facility ] (203 S,
warning level | CRifkSvE T,

WGB syslog D F 3N £ 1= X EZE

FIRr

T—2 JN—771Y > (WGB) T syslog BREZFXET DITIL, ZOX AT EFATLET,
ZHUCKRY ., FFEDRA A~OR X T EGHHEITESHICLC, @URERB LT Ny 7
BT DN TEET,

AT 1 UTOWThrOA+7Fya 2R LT, 274 v a2—3—0D AAARADIUS RiF 2 A2h £ 7213 ERNC L =E

7

73y E5EA

WGB syslog DA%t logging host enable server_ipUDP ==~ > R L £,
Device# logging host enable 192.168.1.200 udp

WGB syslog DA #HE logging host disable server ipUDP ==~ > R&fH L £,
Device# logging host disable 192.168.1.200 UDP

ATwF2 (A7 3) showrunning-config 2~ RaEMHA LT, BIED syslog ZEEF R LET,

Device# show running-config

i3 Y e A

debugwgb dotllrate =~ R T, R v o—hEN7eT—F L— MIBEH#E LT3y 71
WPAERENET, TIZ7EBARA L FEe@ETHEEITWEB BT —# L— M &R L TR
THHEERTZEICK Y, Bk, MR, FEr—I U T ORMBED N T 7Y 2 — MRS
bHET,

Device# debug wgb dotll rate [*03/13/2023 18:00:08.7814] MAC Tx-Pkts Rx-Pkts Tx-Rate (Mbps)
Rx-Rate (Mbps) RSSI SNR Tx-Retries [*03/13/2023 18:00:08.7814] FC:58:9A:17:C2:51 0 0

HE-20,2SS,MCS6,GI0.8 (154) HE-20,3SS,MCS4,GI0.8 (154) -30 62 0 [*03/13/2023 18:00:09.7818]
FC:58:9A:17:C2:51 0 0 HE-20,2SS,MCS6,GI0.8 (154) HE-20,3SS,MCS4,GI0.8 (154) -30 62 0
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s

RO |

Z OFITIE, FC:58:9A:17:C2:51 238 AP D IEREE MAC T,

show interfaces dot11Radio slot-idstatistics =~ > R Cld, VA VL RAMBRA > H—T =4 AD
FERREI AR R EINE T, EXE Ty b, =T — BRIT. BEWE. EOMOMREIEE
R EOFRPRMEINET, ZOMEHT, BIRA X — 7 = A ZADIREOEEHL, HEi OB
K, 74 YL AMEREDBEEINIIKIL B E T,

Device# show interfaces dotllRadio 1 statistics DotllRadio Statistics: DOT11 Statistics
(Cumulative Total/Last 5 Seconds): RECEIVER TRANSMITTER Host Rx K Bytes: 965570/0 Host
Tx K Bytes: 1611903/0 Unicasts Rx: 379274/0 Unicasts Tx: 2688665/0 Broadcasts Rx:

3166311/0 Broadcasts Tx: 0/0 Beacons Rx: 722130099/1631 Beacons Tx: 367240960/784 Probes
Rx: 588627347/2224 Probes Tx: 78934926/80 Multicasts Rx: 3231513/0 Multicasts Tx: 53355/0
Mgmt Packets Rx: 764747086/1769 Mgmt Packets Tx: 446292853/864 Ctrl Frames Rx: 7316214/5
Ctrl Frames Tx: 0/0 RTS received: 0/0 RTS transmitted: 0/0 Duplicate frames: 0/0 CTS

not received: 0/0 MIC errors: 0/0 WEP errors: 2279546/0 FCS errors: 0/0 Retries: 896973/0
Key Index errors: 0/0 Tx Failures: 8871/0 Tx Drops: 0/0 Rate Statistics for Radio::

[Legacyl: 6 Mbps: Rx Packets: 159053/0 Tx Packets: 88650/0 Tx Retries: 2382/0 9 Mbps:

Rx Packets: 43/0 Tx Packets: 23/0 Tx Retries: 71/0 12 Mbps: Rx Packets: 1/0 Tx Packets:
119/0 Tx Retries: 185/0 18 Mbps: Rx Packets: 0/0 Tx Packets: 5/0 Tx Retries: 134/0 24

Mbps: Rx Packets: 235/0 Tx Packets: 20993/0 Tx Retries: 5048/0 36 Mbps: Rx Packets: 0/0
Tx Packets: 781/0 Tx Retries: 227/0 54 Mbps: Rx Packets: 133/0 Tx Packets: 9347/0 Tx

Retries: 1792/0 [SU]: MO: Rx Packets: 7/0 Tx Packets: 0/0 Tx Retries: 6/0 Ml: Rx Packets:
1615/0 Tx Packets: 35035/0 Tx Retries: 3751/0 M2: Rx Packets: 15277/0 Tx Packets:

133738/0 Tx Retries: 22654/0 M3: Rx Packets: 10232/0 Tx Packets: 1580/0 Tx Retries:

21271/0 M4: Rx Packets: 218143/0 Tx Packets: 190408/0 Tx Retries: 36444/0 M5: Rx Packets:
399283/0 Tx Packets: 542491/0 Tx Retries: 164048/0 M6: Rx Packets: 3136519/0 Tx Packets:
821537/0 Tx Retries: 329003/0 M7: Rx Packets: 1171128/0 Tx Packets: 303414/0 Tx Retries:
154014/0 Beacons missed: 0-30s 31-60s 61-90s 90s+ 2 0 0 O

show wgb dot1l uplink latency =~ > R TiX, 727 EAHRA 2 (AP) ~DYU—7 T )—TF7
U (WGB) 7 v 7V v 7 OBIERG AR R INET, 7L —L08 WGBS AP [T
W20 LRFHZRIE L, TA Y LAY 7 OMRE & BTER 2B IE DI DWW TRk
WaERET DIk B ET,

AP# show wgb dotll uplink latency Latency Group Total Packets Total Latency Excellent (0-8)
Very Good(8-16) Good (16-32 ms) Medium (32-64ms) Poor (64-256 ms) Very Poor (256+ ms)
AC BK 00O O0OO0OOOOGOACBE 1840 4243793 1809 10 14 7 0 0O AC VI 0 0 0 0 0 0 0 O AC VO
24 54134 24 0 0 0 0 O

show wgb dot11l uplink =2~ K TiZ, 778 AKRA > b (AP) ~DI =7 TN—TT Y o

(WGB) 7 v 7V v 7 IZBT aEMpFE RSN ET, BET 5 SSID, BSSID, Fx > %L,
FEsE, T—2L—b, BiEFA T, BIOT v 7V o I BRO BRI AT — X A2 8D
FEARIRENE T, ZOBERIL. BEROMR L., AP ~DOWGB DU A Y LAY 7 O
WS B ET,

AP# show wgb dotll uplink HE Rates: 1SS:M0-11 2SS:M0-11 Additional info for client
8C:84:42:92:FF:CF RSSI: -24 PS : Legacy (Awake) Tx Rate: 278730 Kbps Rx Rate: 410220

Kbps VHT TXMAP: 65530 CCX Ver: 5 Rx Key-Index Errs: 0 mac intf TxData TxUC TxBytes TxFail
TxDcrd TxCumRetries MultiRetries MaxRetriesFail RxData RxBytes RxErr TxRt (Mbps) RxRt (Mbps)
LER PER stats _ago 8C:84:42:92:FF:CF wbridgel 1341 1341 184032 0 0 543 96 0 317 33523 0
HE-40,2SS,MCS6,GI0.8 (309) HE-40,2SS,MCS9,GI0.8 (458) 27272 0 1.370000 Per TID packet
statistics for client 8C:84:42:92:FF:CF Priority Rx Pkts Tx Pkts Rx(last 5 s) Tx (last
5s) 0351314081 000020000300004000050000%61822410733
0 0 Rate Statistics: Rate-Index Rx-Pkts Tx-Pkts Tx-Retries 0 99 3 0 4 1 1 9 5 21 39 35
6 31 185 64 7 26 124 68 8 28 293 82 9 77 401 151 10 32 140 97 11 2 156 37
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B ~roxosons

> » > =L
AR FAF VD DERTE
WGB 7  —/V REEIDFE, 41X baX 7 id, WGB DIREEELLEZE SN v b

REODERREREZNELET, ZOFERICEY ., Floo—I 0 FHoOREOSHICESL >0
TN RSN E T,

probe, auth, assoc, EAP, dhep, icmp, arp72 ED /N7 ¥ A FIZX L TWGB FL—RA 7 ¢
N R ETEET,

T, RO 4AFIHOA N FEFR—-FLTOET,
* Basic event : WGB DJER L~V DIFHA v =V DIZL A EEZIN—LET,
* Detail event : oA A R N EBIOT Ny Z LA =D a2 A= LET,
* Trace event : ARNZ72 > TV DHE. WGB F L—A AN haiddk L E£7,

sAllevent : L —AA X2 b LA X FEASV R LET,

07 D7 4 —~<y MIROEFBY TT, [timestamp | module | level | event log string]

\}

GE) UMW VU IU—217171UEETE, TVE— b —R"—0DFE] FETHAINLTWNEa< R
ZEAL T, X0 AFBR2kERzlusT 56 Z L 2L L9,

FIE

AT w71 configwgb event trace {enable |disable} =~ > FZHEMA LT, WGB F L — A EZ A EITEDIC L ET,

Device# config wgb event trace enable

ATv T2 (F7 ar) showwgb event [basic|detail [trace|all] 2~ REHEHL T, /X hal A vb—TU%
AEVIZFETHY 7L, WGBRF¥ U T H2FRLET,

Device# show wgb event all [*08/16/2023 08:18:25.167578] UP_EVT:4 Rl IFC:58:9A:17:B3:E7] parent rssi:
-42 threshold: -70 [*08/16/2023 08:18:25.329223] UP _EVT:4 Rl State CONNECTED to SCAN START
[*08/16/2023 08:18:25.329539] UP EVT:4 Rl State SCAN START to STOPPED [*08/16/2023 08:18:25.330002]
UP DRV:1 Rl WGB UPLINK mode stopped [*08/16/2023 08:18:25.629405] UP DRV:1 Rl Delete client
FC:58:9A:17:B3:E7 [*08/16/2023 08:18:25.736718] UP_CFG:8 Rl configured for standard: 7 [*08/16/2023
08:18:25.989936] UP_CFG:4 Rl band 1 current power level: 1 [*08/16/2023 08:18:25.996692] UP_CFG:4
Rl band 1 set tx power level: 1 [*08/16/2023 08:18:26.003904] UP DRV:1 Rl WGB uplink mode started
[*08/16/2023 08:18:26.872086] UP_EVT:4 Reset aux scan [*08/16/2023 08:18:26.872096] UP_EVT:4 Pause
aux scan on slot 2 [*08/16/2023 08:18:26.872100] SC MST:4 R2 reset uplink scan state to idle
[*08/16/2023 08:18:26.872104] UP EVT:4 Aux bring down vap - scan [*08/16/2023 08:18:26.872123]
UP EVT:4 Aux bring up vap - serv [*08/16/2023 08:18:26.872514] UP_EVT:4 Rl State STOPPED to SCAN START
[*08/16/2023 08:18:26.8727091 SC _MST:4 Rl Uplink Scan Started. [*08/16/2023 08:18:26.884054] UP_EVT:8
R1 CH event 149

show wgb event =~ > NiE, 22 Y —/WZHANER SN D E TITRER P02 256083H 0 £9, Cul+C
EERALTCHAZTHL TS, AEY~Oar X AT BLEEA,
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| 7—991—FJyve

ATvT3

ATvT4

ATy TH

I):E

ATy T

ATy T2

ATy T3

ATy T4

yE—ty—n—ozz |

(A7 a>) clear wgb event [basic| detail [trace|all] =~ > REEH LT, AEIUND WGB A X &
HELET,

Device# clear wgb event all

(F 7' =2 ) copyevent-loggingflash =~ > REAMEH LT, 3 _XTOAXR bR 7 %2 WGB 77 v =2l
RIELET,

Device# copy event-logging flash

NRolr—T 7 A MR, 4ol a 77 740 (Baral L~ )LD 774)V) BDEENFET,

(A 7+ a>) copy event-logging upload[tftp | sftp | scp ] ://ip-address [dir][/filenametar.gz] =~ > R&fEH L
T, AR a2l EYE— M= N—TRELE T,
Device# copy event-logging upload tftp://192.168.100.100/tftpuser/evtlog-2023-05-31 11:45:49.tar.gz
Starting upload of WGB config tftp://192.168.100.100/tftpuser/evtlog-2023-05-31 11:45:49.tar.gz

. It may take a few seconds. If longer, please cancel command, check network and try again.

FHAFHHHH A AR HH AR HHH A A A A 44 100.0% Config upload
completed.

Y —/N—DERTE
ZDHRATTIE, A ATORTIREREZHRELES, 2 JEHEEREIL, 57 hav
(TFTP £7-1X SFTP) . RjEn 7' 4 1E#H (SFTP DFE) . VE— " —RR—DIPT7 KL
2, BIOF T a0 —_"—R2E2ERZLET, 20ty "7y AITE0 RE, B,
FRII N T TN 2a—T 4T OEDIC, HEIZ, A bal by AT 7R )E— |
P R—lZ X aTIcT v Fe— RIS ET,

FIE

transfer upload mode {delete| sftp | tftp} =~ F&MEH LT, v /EEko 7w Fa/ L2 BRLE7,

Device# transfer upload mode tftp

transfer upload credential add username password password 2~ R&ffH LT, 22— —£& LA T —FK
ERELET,

Device# transfer upload credential add Cisco password Ciscol23

transfer upload server-ip add remote-server-ip =~ > FZEH LT, VE— F—"—DIP T FL A ZFHIE
LET,

Device# transfer upload server-ip add 192.168.71.11

(A7 a ) transfer upload server-ip add remote-server-ip path remote-server-path =~ > K& H L C,
VE— == X2ZFHELET,

Device# transfer upload server-ip add 192.168.71.11 path /upload/wgb

IO OFINBEITRHERI T, T A0 Y n— FEbEIEHmE AR TT,
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I=990L—=FITuvT |
B = t+9—rn—ozx

AT w75 transfer upload start =~ REZERA LT, A X b7 &2 EL, VE— M —A—{ZEELET,

Device# transfer upload start

VE— h—NRN=—0REIND L. T AIRDIA TDOT—H HINEB L ORE L E9,
s NI TN a—T 4 T EXETHEODOaAT 7 A,

VAT LEDAR NET T 4 BT 4 BT 5729 D syslog 7 7 A L,

REZNY I T v 7T 5200 WGB £ 7213 uWGB ETHE,
 BIEM BB OB AR ET 22D OERED ) v v NERE,
c VAT AEREEA VT VU N EBHITATEODA R brX ST — 42,
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Control And Provisioning of Wireless Access
Points (CAPWAP)

« (101 2—Y)

« ENERORE (105 X—)

« 6G HEHEH J)E— R D AFC " R— bk (111 <—2)
¢« AP O AFC A5 —Z Z D (112 2—3)

*« GNSS OHR—F (112 3%—)

o 7 VT FHIMIRREIC OWT (112 2—2)

s NTT NV a—T 4T (113 3—)

CAPWAP X, A YL ALAN 2 ba—I 03 EBOAP LUVA VYL ALAN 2 ha—7
(WLC) #8HL, ExaT7BEM XV EZNLTCaryba— AT L= TF—2 L — 1
RAEAZHTE D L D25 IEEE 2R 7o s 2L TF,

CAPWAP (LA ¥ 3 TOLEEL, AP & WLC D5 TIP 7 KL ADIRELEL LET,
CAPWAP [T, UDP 7"— |k 5246 33 L T8 5247 T, TN ZENIPv4 BLNIPv6 HD k> RV % i
3. L ¥, Datagram Transport Layer Security (DTLS) B A biZ XV, —@E&¥ =V 7 ¢ 2351k
SNET,

DTLS I, AP & WLCHDt®x =V T 4 2HETEH e har bt LTHEEEL., BEORS{Lx
e 5 2 & THMBERERIC L ABPESU S AZEET,

77 4/ hTit, DTLS IZ CAPWAP DfilflF v > xR # L, AP & WLC o3 _Th
CAPWAPEH N7 74 v 7 BIXOHIE N T 7 4 v 7 ZRESILLET,

TR F X RN IT T IV N TIIEGTHY, AP EWLCHZBEIT57 947 FTF—H
RS b S vEH A, CAPWAP 7 — XI5 B L BN T DM E I MIEETHY, AP TT V7
F 4 7L T AHENZ WLCIZ DTLS A4 B A% A v A M— AT ANERH Y 5,

AP 73 DTLS 7 —# K5tk xR — bk LiaWEa, DTILS X2 hr— A L—rDhqah e
Y. F—EFL—rDDILS By g IESL SN EE A,
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Control And Provisioning of Wireless Access Points (CAPWAP) |
B vohweight 7 5 £ 241 L bTOERENOTOES IV

AP 37 —% DTLS %R —F L TWAEHEIT, a2 ba—I 008 LWEELE%ZE LIZ%IC
F—X DTLS #HNZ LE9, APIX. &"— k5247 TDTLS "> Ry =A 7 ZFEfTL, N K
VA I PNERNTEHEDILS by v a v E#YLET, TRCOT—H T 7 4w 7 (AP )
baryihe—5, BIOary ha—5715 AP) BIEE(LINLET,

CAPWAP [Z K> T, HHEITIVA VYL ARy N =7 K2R T ulIcEHTEET,
IW9165E I%, 22> hr—F L Fy hU—7 EOMo AP [ Di&(E 2 Internet Engineering Task
Force (IETF) HEYEHIKED CAPWAP Z i L £9°,

7: WLCIZ¥Ef S 1= CAPWAP AP

IPv4 or IPv6 '
Network 00,0006,

Lightweight 7V £ XA R4A > FTOIBAEO TOES 3 =5

ROBMETIX, Lightweight 7 7 E AR A~ (LAP) TOFEHFEDO T mEY 9 = 72O\ T

Al L £,
1 FEBIEER : LAP X, B4 SN7- X509 FEMEL BT S 2720Ilc 2y bu—F ICHEH S
REFELET,

2. CAJAxY  artur—F%, CAVrF & UTHEEL T, CAIC LA EERDE
S BRI LUET,
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I Control And Provisioning of Wireless Access Points (CAPWAP)
ap o> capwap i< o0 T ]

3. HBAZEDA VR b—ILEBEREE) : LSC CA GEHI#E L LAP 7 /34 AGEM DM 7728 LAP (Z
AVAR—VEN, VAT APHBICHES L E T,

4. SMER : HEEE., LAP L, 2MERO—#E LTLSC T 31 ZiFHEL 2 ho—
FITEELET,

5. BMISEEREL : ZIISEDO—ERE LT, 2 br—TF HLWT A ZAGEHELZEE
L. BrLv CAL— FREFAEZMH L T35 LAP iEEFEZMEE L £7,

whats_next

ROEMEFIR

a2y bE—F9BIOAP DEEFEDOPKI A V7 7 A N7 7 F v 2 L CGGEAEZED R Z R E,
A, BIOEHT A0, LSC et ya = JsREAHH L E T,

AP 0 CAPWAP ##i(C DLV T

CAPWAP ZHNZT DL, BHIOBKEEE LT, T4 AINY 7 ==X SNET, VA
YLAAPIL, TAADNVERRA v =V EEFELTCaryba—J2RBLET, T4 2D
NYVEREZZETDHE, arba—F 3T A ANV IEEEZRLET, ZORERT, 2027/
DT RA ZDRIZ, CAPWAP il A v E—T LT —% X vt — V% ZMWd %572 D Datagram
Transport Layer Security (DTLS) 7’5 b 2 /L & i~ 7=t % o 7 7Bk N S E T,

AP X CAPWAP 7 4 AN NY AB=AL%EFEH LT, 22> ba—712 CAPWAP Bl 2R % 2%
ELET, a2 he—F (X APIZ CAPWAP i BE 2 EE L, AP 2y o —J (I CHECE
HEIICLET, APHRUA Y LRy ba—Jl#iTHE, VAL Rartve—TJ2Lo
TAPORE, 77—Lv=T filf T rvar, BXOT—X TP 7 v a v ng
HEnhEd,

CAPWAP |ZiX, HllHIE T —H2 D2 0DF ¥ XA H Y £7, APIIHIETFT v rLE2MH L
T, REAVE—VDOREFE, A A—VEITAT LV MEOF T a— R, FidarT7H AR
DEAZEATVET, BUEDFEIETIL, T v o XMTHE—DOT 0 RUBRITHNET,
AP, 2 b —I b EEENETRTORA Y=V E—0 0 0 RUNTHERT 50
RV E7, AP X, AIOHIE T v N OMERRISE NI D E T, OG- AT > N E2EE
LEHA,

CAPWAP 7 — 4 F v > 3 UE, AP & WLC D2 —W—F—% T 7 4 v 7 DOh Tt
MoV o7 BNET, KD, 22— —F—F 7 a—OFREENAEEIC/RY . WLC
IRV > —%H L. Qualityof Service (QoS) ##MH L, VA YL ARy NU—I LK T—H
Litxa VT a5tk amRcExEd, =2—H%—F7—%|X CAPWAP 7 L — ANTH &1L
SH, AP & WLC I CHEACX D K912 £,

IETF ICfEVy, CAPWAP IZ2 DO #EEE— FZ AR —F L TWET,

» Split Media Access Control (MAC) : CAPWAP D EER I R—FR2 FD 122, AT
Uy FMAC EWOHREERH Y 9, ZiE, 802.11 7' v a2/ TOEED % CAPWAP
AP NVEHLL . 7RV Oy &2 WLC WEHT 5 L0 ) D TT,
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Control And Provisioning of Wireless Access Points (CAPWAP) |

A7 YU v N MACE— RTiZ, CAPWAP 712 ha LR TR THOLAFY2UAL YL AT—H

BIXOEH T L—LE2 0T LL, 2NHDT—Z7 L—A0 WLC & AP B TAcH#
SNFET,

R8:RXTYy bk MACT—FTIF%

CAPWAP Encapsulation

CAPWAP Control
DTLS Encryption (enabled by default)

CAPWAP Data
DTLS Encryption {disabled by default)

= 802 11: Beacons, Probe Responses. = 802 11 MAC: Management: Association
= 802 11 Control: Packet Acknowledgements and Reguests and Actions.

Transmission. » 802.11e: Resource Reservation.

= 802 11e: Frame Queuing and Packet = 802 11i: Authentication and Key Management.
Prioritization.

= 802.11i: MAC Layer Data Encryption and
Decryption.

sLocal MAC: t— /L MAC E— R TCif, 7— % 7L —2b% A —H Ry h 7L —LLE LT
=BT o UERE R T TEET,

Z—H /L MAC TliE, TXTHOUA ¥ L A MAC BEHEMN AP TEITEINE T, ST 1L —
LB LU 7 L— A DA A S e 5547 802.11 MAC HEREZS AP ITHEEL £,

CELEDE—RTH, APIZLAFP2UAFPLAEH 7L — L2520 — AL TUELTHE, 2
v her—F i L ET,

ey b2 DDERE

IW9165E Tlx., (F—tru—4n Uty MEE&EXIE LT72%IZ) LED RGO SBICED D
L ROV Y T 7 a UREITEINET, T AOEREANDANZ, LT T3 AD
UVt hARY U ZHLET,

ERICY Y TR, AFCERML QoMW LET,

s THHMRFOREE TREIZV vy b5 (FIPS 7 7 7 %2 ER45) 121, RZ o2 EH
L 0 BLLE 60 BARR) LET,
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I Control And Provisioning of Wireless Access Points (CAPWAP)
CAPWAP E— KTOA —H% v hHi— kA% [

CAPWAP E— FTOA —H 3y biR— FDFERAIKS

Catalyst IW9165E Tl&, 2 -2 2x2 Multiple Input and Multiple Output (MIMO) & 2 DDA —
Fv hAR—F (256G mGig B8 LWNIG) I2L V., HK 3.6 Gbps DYELT — X L— R3H AR — b
SNTVET,

Catalyst IW9165E (21X, L FOWNEHIAR—F~ vy B Z—AR1H 0 £,
* Wired0 : 802.3af, 802.3at, 802.3btPoE # ¥ 7R— K9 512D mGig (2.5Gbps) A —Hxv

FAR— b,
S

G¥) AP ®u—J1 )L — KX FlexConnect & — KT, wired0 8 — b iX
CAPWAP 7 v 7V v 7R R— e LTHERHSNET,

* Wiredl : 1Gig f —% % > b LAN R— |,
D

GE)  17.14.1 YV U — LI, RLAN 6B wiredl 8— ~ TIZH AR — K
INER AL

ENEFDETE
IW9165E 1%, Kiffil KA A -B CKE) | -E (EU) | -A (I F %) [ -Z (A=A T VT,
Za—V—=J U R) ORABIORIMNERZ Y HR— N LET,
F 7 4/ FTld, AP OERT— FIZENTT,
-B N A A U CIIESE BNOEREEILF U T,

= 8 BIZHED 66 BN E— FORISR

AP ERHE—F 6G ERHE—F BRIEHA~DOFE |ZEHA~DFIIE
=N AP V4 FEXHIE ESA

\}

GE)  BAe—FREERNTHEHTE 42, 5150 ~ 5350 MHz OF ¥ > %V -E OE X TIZENO
BHTHDHI2D, BNE—REZBINCTHEHATIZ LT TEERA,

TA¥ L A3y hr—7TO AP EBHE— FOREHFIEIZOWTIL,  [Cisco Catalyst 9800

J—ZXTUA4 ¥ LAy h0—F VT TxT a7 4Xal—ar b4 K] 28BL<TL
77 &0,
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Control And Provisioning of Wireless Access Points (CAPWAP) |
B =n=mom:z

Zoavy RNE, APOFRE#BZRKLET, BEMRBRICAP NIV VT LAy ha—F 128
FENT-S, ST AEESZ AP ICE D U THMERH Y 97,

ERRFDHER
WLC CRNEENBEN2> T0ENE I DR LET,
#show ap name <AP_Name> config general | inc Indoor =~ > K& %7 L 7,
« BNE— RREZ2 > T DA, show 2~ RO &4 L £,
#show ap name <AP_Name> config general | inc Indoor AP Indoor Mode : Enabled
« BNE— RPN/ > TV DHA . show 2~ RIZIROH 2482 L £ 77,

#show ap name <AP_Name> config general | inc Indoor AP Indoor Mode : Disabled

AP DRENERD AT — X X % Heid 3 511X, show controllersDot11Radio [12] =~ > K& 5
ITLET,

« BNE— FRAEDI 2> TODLHE. show 2= FIZROH D252 L E£d .

Device#show controllers DotllRadio [1]2] .
Radio: 5.0GHz Carrier Set: (-Ei) ( GB )
Channels:

.. Radio Info Summary:

Base radio MAC: FC:58:9A:15:B7:C0 Supported
36 40 44 48 52 56 60 64 100 104 108 112 116 120 124 128 132 136 140

A

GE) o<y RHA® [Eil 1Z. BNE— RBAEICoTWbHZ L%
RLET,

« BNE— RREDNITR>TWDGHE, show 2~ NIIROHE 22 L E

Device#show controllers DotllRadio [1|2] .. Radio Info Summary:

Radio: 5.0GHz Carrier Set: (-E) ( GB ) Base radio MAC: FC:58:9A:15:B7:C0O Supported
Channels: 100 104 108 112 116 120 124 128 132 136 140

A

GE) a0 T-E) X, BRE— RREDICR->TnWD 2 L%
~LET,

CLI HAIZiE, Y FR—bFENDITF ¥ RV ERINET,

AP R O v

Cisco Unified Industrial Wireless ~ 7 7 =7 U U — 2 17.14.1 LB, Cisco Catalyst IW9165E T

1. 2x2 5GHz Wi-Fi BRI L SGHz B L6 GHz DF 2 7 /L3 K (XOR) 2x2 EERHE )
fECcE %7,

Catalyst IW9165E |21, 5G /N K& 6G N> REUIWEZ 24TV a b £4, 563
K& 6G Ny REYIDEZDIZIE, RO CLIa~vy ReFEHLET,
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I Control And Provisioning of Wireless Access Points (CAPWAP)
Ex kA4 v e@a—rogr—+ [

ap name <ap-name> dotll dual-band band 6ghz/5ghz

\)

GE) T 74/ Tk, BHEIRREIIES T,
2y k2 XOR FERIIT 5G ICEESNTWVET,

R 9:AP Wi-Fi BT —F T O FvE—F

E—F 5 GHz 5/6 GHz
A8y k1 Ay k2
5G +5G 5GHz2x2:2SS (20/40/80MHz) |5G 2x2:2SS (20/40/80/160
MHz)
5G +6G 5GHz2x2:2SS (20/40/80 MHz) |6G 2x2:2SS (20/40/80/160
MHz)

BEERFAAEETI—FDYHR—F
ROWHHI FAA NZEY, BED RAAL U=y BV 7 INTWRNWTXRTOEz— ROl

E7READ RAAL CEHENERIESES, 2O TIL, Catalyst IW9165E 7 27 Z AR A
FOEE R AL EEa—RFOPR—=MIOWTHRIEL £,

BHR— R ENTNBERE KA1 Y

RAA Y EES
A CA (%)
B UsS CkE)
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Control And Provisioning of Wireless Access Points (CAPWAP) |
B Ecrsqorma—rov®R—+

ALY EES
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I Control And Provisioning of Wireless Access Points (CAPWAP)
Ex kA4 v e@a—rogr—+ [

RKAA Y EES
AT (F—AFFVU7T)

AT (A=A FFVU7)
+BE (~L¥F—)

*BG (Z AV T)
*HR (/07 F7)
+CY (¥7mXx)

« CZ (F = = d:FnlE)
‘DK (Fv~—7)
*EE (=A F=7)
FI (74T )
*FR (75 R)

*DE (KA )

*GR (¥VU )
*HU (> HV—)
IS (TA ATV R)
«IE (7ALT 2 K)
IT (A2 VU7)
LV (7 FET)

Ll (VeTrvalAfy)
LT (U F7=7)
LU (W77 n7)
«MT (=/%)

*NL (7 %)

*NO (/v =—)
*PL (K—Z > K)

e PT (R hHL)
«RO (JL—~=7)

¢ SK (A w37 HFnE)
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Control And Provisioning of Wireless Access Points (CAPWAP) |
B =577 m808%

ALY EES

*SI (Au~=7)
¢ES (R~2A )
«SE (AU z=z—F)

*CH (AA R)

ID (£ FRTT)
JP (HA)
Z cAU (F—RAKFZU7T)

eNZ (=2—Y—F 2 R)

Catalyst IW9165 THR— FSnTLHEI—F (ROW)

RALY E&ES

«CL (FV)
+ KR (%&[E)
ROW - GB ()

* VN (W hF24)

EHA L TWD AP OEFENIZRBIT A TIRILIZ DWW T, BEARIC ZHER W2 BERH D £
T, RALRILE X OEE DO ENCBIE T 2 KA A > OB F L, FFic >V TiE,  ICisco
Product Approval Status] [J555] ML T 7ZE W,

BRY VT TEREDRE

Catalyst IW9165E (X, RP-SMA (f) a2 %7 X T4 SONHKT > T F AR —rLTWET, &
B LIET o7 T AR— M IR ICER LET, B2 X7 7 AR — F 3B L4108
wLET,

IW9165E 1%, 6G 73 K® Self Identifiable Antenna (SIA) 7> T F & OREHEMENH Y =9, T
YTFR=PIBLIG3 T, SIAT VT T2 HR— b TEET, TU T T OFEMIZONT

%, [Cisco Catalyst IW9165E &ilifAMET 7 B ARA » FBLRUYA YL AT T ATk n—
RO =2 7RETA R] #2ZRLTIIZIV,

\}

CE)  HIOTSIAT U7 T2l 7%, BlREZ —EY > TARETRENDH Y £7,
SIA (%, 7 >7 F IW-ANT-OMV-2567-N 35 J. ' IW-ANT-OMH-2567-N D 7 % 7R — b L £ 9,
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I Control And Provisioning of Wireless Access Points (CAPWAP)
66 it HE— Ko AFCHHK— ]

#=10: 7> 77 F%& (dBm)

5GHz X O 1 5GHz XAy 2 6GHz RO v k2

3478101315 3478101315 7

DLFTDHET, SIAT A MNafERT A0 CLI a~<wy RIZOWTHH L £ 1,

2y hr—7 0 SIA AT —HX AL ERT 511, show ap configdots<AP> =2~ REZEITL
£7

Device#show ap config slot ap_name

show ap config slots AP2CF8.9BIC.CE78 Cisco AP Name : AP4C42.1E51.A144 Attributes for
Slot 2 SIA Status : Present (RPTNC) SIA Product ID : IW-ANT-OMV-2567-N

6G {ZEHE— FD AFC H7/R— k

Cisco Catalyst IW9165E (X, HEWE LTI (AFC) 6 GHZAZHEM JE— K&V R —FLET,
FRUE ) AP 23 AT DM SV E T, BRHEH D 22T DRI, AP X AFC & 27 Lj»
O fi AT RE 70 JE A & A B BEIP O M) 2 BST 2 BN H Y 77,

AFC Y AT 2, BB CREIOSA I FCC) 2Ot Sh D s &S\ T, AR
REEBE RN EHRE LET, BN b —F 0KESN, AFCYU AT A9 HiR
ST T ¥ o AU R MIEDSWOTEER ) F v RN AP IZEHID B TonET,
FEREHL ) AP 1X, AFC " —E 2%l U CMEEITWET, AFCIEEHRICT Z7EA L, AP O
PEERE T T T ORI A, APOTFENREET VAL LI NRT T 7 4 vV fRiE~ v
TEERLET, ZOvy T EFEHTLHIE T, RREEBHEZEHV YT, FY U RVEELE
FEEIIHRELCTYERRECTE ET,
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EIEESOENEFTHSHES (EIRP) 13K 36dBIZHIIBESi, AFC v —ERAZ@EL T AP
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B rronrczxr—szomz

AP @ AFC X T—%3 X DFERR

AP O AFC ZRE L WIEET — 7 Ml 4 %1213, showrrmafc 2~ > F&2FTL £ T,

Device#show rrm afc Location Type: 1 Deployment Type: 2 Height: 129 Uncertainty: 5 Height
Type: 0 Request Status: 5 Request Status Timestamp: 2023-08-31T06:20:17Z Request Id
Sent: 5546388983266789933 Ellipse 1: longitude: -121.935066 latitude: 37.512830 major
axis: 43 minor axis: 9 orientation: 36.818100 AFC Response Request ID: 5546388983266789933
AFC Response Ruleset ID: US 47 CFR _PART 15 SUBPART E

‘fﬁf%ﬁ@]qwﬁjﬁ% R %83 5 121%, show controllersdot11Radio 2 |i Radio =~ K% %
L/ij—o

Device#show controllers dotllRadio 2 | i Radio DotllRadio2 Link encap:Ethernet HWaddr
24:16:1B:F8:06:C0 Radio Info Summary: Radio: 6.0GHz (SP)

GNSS D HHR—

IW9165E TlL, &HERAIEME S 2T A (GNSS) ¥ FR— FENET, APIL. BIAREICE
BlRESNIZT A ZADGPSTERZBHIL, VA VL Az b —F|ZGNSSTEHZEE L £,

AP O GNSS F#A R RT 5101, ko~ FEFEHLET,

ap# show gnss info

AP @ GPS (\LEFHREZFERT HIZIE, ROa~y REERALET,

controller# show ap geolocation summary

controller# show ap name <Cisco AP> geolocation detail

T T FUEEIIZDNT

T I RARA N (AP) OFEEHEZERICTEROT TR D & MERE & EHEMEN W
LEd, #EOT7 T HIcd-> T, ZEBATLYBRVESEZRIRT 220, llx DIF5 %A
EOEDLZETZERENKELET, LB -T, BEOHLT T 07 T T OYHER
PR AT A Z L1, AP OEEM A MRS D E TEETY,

T T T OYIWIREIREREIL, ZEWOT T TRICE T 58 5HREDESITESETES, Z0
P EHFICERSNIZHIRZEBAD L, TOT T TIEMERD L L R SET,

RIE LT BaEE Z Lo, APIZT T F DIRHE %L’{EKZ)Inter-Access Point Protocol (IAPP)
%/?%V%%fubi‘% DX yE—Ti, MEPMBIMEINTZIGEICER TR ESN, 2
=7 b AyE—T SNMP b7 vV BIWar ha—I 5y Fa JICERR
SnFET,

REJ—Y 70—
1. AP ZFRELET,

2. A P77 7 A NVERELET,
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7orromgaowz |

3. AP a7 7 A L THBEZ AN LET,
4, KEEEDRRT A —H BFELET,
5. XEEMRLET,

IAYXY LAy ha—FTOT 7 UMM OREHFIECHOWTHEEL <X, [ Cisco Catalyst
9800 Series Wireless Controller Software Configuration Guide] %= &M L T 72& 0,

T T T UIB R DO RERR
AP OT 7 T YW EERE DY E & sl T D I2iX, ko a~<w> REFHLET,

9800-Conroller#sh ap name AP4C42.1E51.A144 config general Cisco AP Name : AP4C42.1E51.A144

Cisco AP Identifier : 8c84.4292.£840
Country Code : Multiple Countries : US,CN,GB, HK,DE, IN,CZ,NZ Regulatory Domain Allowed

by Country : 802.1lbg:-ACE” 802.1la:-ABCDEHNSZ” 802.11 6GHz:-BEZ” Radio Authority IDs :
None AP Country Code : CZ - Czech Republic AP Regulatory Domain 802.1lbg : -E 802.1la

: -E MAC Address : 8c84.4292.£f840 IP Address Configuration : DHCP IP Address : 9.9.33.3
IP Netmask : 255.255.255.0 Gateway IP Address : 9.9.33.1 Fallback IP Address Being Used
: Domain : Name Server : CAPWAP Path MTU : 1485 Capwap Active Window Size : 1

AP a7 7 ANDT 7 FHINHREEEE DR E 2 MR T 21213, Roa~< > REfHLET,

9800-Controllerf#show ap profile name ap-profile detailed AP Profile Name: ap-profile .
. AP broken antenna detection: Status : ENABLED RSSI threshold : 40 Weak RSSI : -80
Detection Time : 120

— AT ~ — ~ N
SO a—TaY
ZORF2ABNTH, T7EARA N (AP) T A YL A2y fr—7F[HO Control And
Provisioning of Wireless Access Points (CAPWAP) /Lightweight Access Point Protocol (LWAPP)
R RN SIS B A B 2 e 0 OBl E RS L E T, oW TR, Tar b

0—I0EDT 78 ARA LV SOBEMNTERDO N T TN a—T 4T BEBRLTLES
U,

)

CGE) V7 u=TFEREFANA—FT2TOEFICLY, a<vr RREMELRLS o720, U E TR
NV, V) —RCEoTGUIRCLID RI-ENER S0 T 58507 H 0 £17,

TJ4—FNYIDYI TR

2P ANPEILLET, TNOEOVR—F F¥a A hESET D700 mEE2AEIT,
BEFENOD T 4 — RNy 7 TT, ZNHD RFa Ay NI, YAaNOEBEOTF—LITL -
THAEBLOEEHINTVD I EICHERELTLEEY, RE¥a 2y MIEAORME (R,
BiEL, HFRARRE) Z2ROTEE

o XFIT D REOLAM D/ SRS D [Feedback] R ¥ 2 H LT, 7 10— KN 7 282k
LET, Fxa AL hogrg&lc@msh, N s nsn, BIBRO7 7 703400 5
WEJ,
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B rsonva—s500y

s F¥aAXr hovrvar fHk, EREMEICETLEHRE. AHETELOREZEZDTL
ZEV, TEHRETFFMICEE LTS ZEN,

REFHRETIEFR

IO T AOERIL, FFED T REREICEINIZT AN AZESHTER SN E L, 2
DV =a T VHERINDT A AT T, HIHERE (T 740 ) ORED DIEEN B
SNTWET, KBEEHTOXRY V=27 TiE, Fa~vr NCko TR D FREMENH 5B %
FoRER LT &0,
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[(EE) YRR ZCERICAZEIIZ, REEDTE (www.cisco.com/jp/go/safety warning/) & CHERLEE W, AEE, kB RaARITR
F1AVMOBEMRTT, VUIBERICOSELTE, BAREBRBERAT., ZERIZT Y ITT—AHY. YD IEDR—UHABHERSL
TWAEENHYFEFTLETTERLLIESVD, HETESBEMRELGYFEFTOT, ERXBABICOVTIEREY A FOFF1 AL FESEE
S, T, BHZEDRICDONTIE, BAERFT/NA— bF—. Tk, BHELFICTERCESL,

THE SPECIFICATIONS AND INFORMATION REGARDING THE PRODUCTS IN THIS MANUAL ARE SUBJECT TO CHANGE WITHOUT NOTICE. ALL STATEMENTS,
INFORMATION, AND RECOMMENDATIONS IN THIS MANUAL ARE BELIEVED TO BE ACCURATE BUT ARE PRESENTED WITHOUT WARRANTY OF ANY KIND,
EXPRESS OR IMPLIED. USERS MUST TAKE FULL RESPONSIBILITY FOR THEIR APPLICATION OF ANY PRODUCTS.

THE SOFTWARE LICENSE AND LIMITED WARRANTY FOR THE ACCOMPANYING PRODUCT ARE SET FORTH IN THE INFORMATION PACKET THAT SHIPPED WITH
THE PRODUCT AND ARE INCORPORATED HEREIN BY THIS REFERENCE. IF YOU ARE UNABLE TO LOCATE THE SOFTWARE LICENSE OR LIMITED WARRANTY,
CONTACT YOUR CISCO REPRESENTATIVE FOR A COPY.

The Cisco implementation of TCP header compression is an adaptation of a program developed by the University of California, Berkeley (UCB) as part of UCB's public domain version of
the UNIX operating system. All rights reserved. Copyright © 1981, Regents of the University of California.

NOTWITHSTANDING ANY OTHER WARRANTY HEREIN, ALL DOCUMENT FILES AND SOFTWARE OF THESE SUPPLIERS ARE PROVIDED “AS IS" WITH ALL FAULTS.
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IN' NO EVENT SHALL CISCO OR ITS SUPPLIERS BE LIABLE FOR ANY INDIRECT, SPECIAL, CONSEQUENTIAL, OR INCIDENTAL DAMAGES, INCLUDING, WITHOUT
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