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はじめに

•対象読者（viiページ）
•表記法（viiページ）
• Cisco UCSの関連ドキュメント（ixページ）
•マニュアルに関するフィードバック（ixページ）

対象読者
このガイドは、次の1つ以上に責任を持つ、専門知識を備えたデータセンター管理者を主な対
象にしています。

•サーバ管理

•ストレージ管理

•ネットワーク管理

•ネットワークセキュリティ

表記法

説明テキストのタイプ

タブの見出し、領域名、フィールドのラベルのような GUI要素は、
[GUI要素]のように示しています。

ウィンドウ、ダイアログボックス、ウィザードのタイトルのようなメ

インタイトルは、[メインタイトル]のように示しています。

GUI要素

マニュアルのタイトルは、イタリック体（italic）で示しています。マニュアルのタイトル

テキストベースのユーザインターフェイスでは、システムによって

表示されるテキストは、courierフォントで示しています。
TUI要素
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説明テキストのタイプ

システムが表示するターミナルセッションおよび情報は、courier
フォントで示しています。

システム出力

CLIコマンドのキーワードは、this fontで示しています。

CLIコマンド内の変数は、このフォントで示しています。

CLIコマンド

角カッコの中の要素は、省略可能です。[ ]

どれか1つを選択しなければならない必須キーワードは、波カッコで
囲み、縦棒で区切って示しています。

{x | y | z}

どれか1つを選択できる省略可能なキーワードは、角カッコで囲み、
縦棒で区切って示しています。

[x | y | z]

引用符を付けない一組の文字。stringの前後には引用符を使用しませ
ん。引用符を使用すると、その引用符も含めて stringとみなされま
す。

string

パスワードのように出力されない文字は、山カッコで囲んで示してい

ます。

< >

システムプロンプトに対するデフォルトの応答は、角カッコで囲ん

で示しています。

[ ]

コードの先頭に感嘆符（!）またはポンド記号（#）がある場合には、
コメント行であることを示します。

!、#

「注釈」です。役立つ情報や、このマニュアル以外の参照資料などを紹介しています。（注）

「問題解決に役立つ情報」です。ヒントには、トラブルシューティングや操作方法ではなく、

ワンポイントアドバイスと同様に知っておくと役立つ情報が記述される場合もあります。

ヒント

「時間の節約に役立つ操作」です。ここに紹介している方法で作業を行うと、時間を短縮でき

ます。

ワンポイントアドバイ

ス

「要注意」の意味です。機器の損傷またはデータ損失を予防するための注意事項が記述されて

います。

注意
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安全上の重要事項

「危険」の意味です。人身事故を予防するための注意事項が記述されています。装置の取り扱

い作業を行うときは、電気回路の危険性に注意し、一般的な事故防止策に留意してください。

各警告の最後に記載されているステートメント番号を基に、装置に付属の安全についての警告

を参照してください。

これらの注意事項を保管しておいてください。

警告

Cisco UCSの関連ドキュメント

ドキュメントロードマップ

すべての Bシリーズマニュアルの完全なリストについては、次の URLで入手可能な『Cisco
UCS B-Series Servers Documentation Roadmap』を参照してください。https://www.cisco.com/c/en/
us/td/docs/unified_computing/ucs/overview/guide/UCS_roadmap.html

すべての C-Seriesマニュアルの完全なリストについては、URL（https://www.cisco.com/c/en/us/
td/docs/unified_computing/ucs/overview/guide/ucs_rack_roadmap.html）で入手可能な『Cisco UCS

C-Series Servers Documentation Roadmapdoc Roadmap』を参照してください。

管理用の UCS Managerに統合されたラックサーバでサポートされるファームウェアと UCS
Managerのバージョンについては、『Release Bundle Contents for Cisco UCS Software』[英語]を
参照してください。

マニュアルに関するフィードバック
このマニュアルに関する技術的なフィードバック、または誤りや記載漏れに関する報告は、

ucs-docfeedback@external.cisco.comに送信してください。ご協力をよろしくお願いいたします。
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ix

はじめに

Cisco UCSの関連ドキュメント

https://www.cisco.com/c/en/us/td/docs/unified_computing/ucs/overview/guide/UCS_roadmap.html
https://www.cisco.com/c/en/us/td/docs/unified_computing/ucs/overview/guide/UCS_roadmap.html
https://www.cisco.com/c/en/us/td/docs/unified_computing/ucs/overview/guide/ucs_rack_roadmap.html
https://www.cisco.com/c/en/us/td/docs/unified_computing/ucs/overview/guide/ucs_rack_roadmap.html
http://www.cisco.com/c/en/us/support/servers-unified-computing/ucs-manager/products-release-notes-list.html
mailto:ucs-docfeedback@external.cisco.com


Cisco UCS Managerリリース 6.0スタートアップガイド
x

はじめに

マニュアルに関するフィードバック



第 1 章

新機能と更新情報

•新機能と更新情報（1ページ）

新機能と更新情報
次の表は、この最新リリースに関するマニュアルでの主な変更点の概要を示したものです。こ

の表は、このマニュアルに加えられた変更やこのリリースの新しい機能をすべて網羅するもの

ではありません。

表 1 : Cisco UCS Managerリリース 6.0(1b)の新機能と変更された動作

参照先説明特長

• Cisco UCS 6664ファブ
リックインターコネクト

の概要（12ページ）

• Cisco UCS 6664ファブ
リックインターコネクト

のアーキテクチャ

• Cisco UCS 6664ファブ
リックインターコネクト

（12ページ）

• CiscoUCSのビルディング
ブロックと接続（10ペー
ジ）

• Cisco UCSファブリック
インフラストラクチャ

ポートフォリオ（11ペー
ジ）

Cisco UCS Managerが Cisco
UCS 6664ファブリックイン
ターコネクトをサポートする

ようになりました。

Cisco UCS 6664ファブリック
インターコネクトのサポート
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参照先説明特長

• Cisco UCSファブリック
インターコネクト 9108
100G（Cisco UCS Xシ
リーズダイレクト）アー

キテクチャ（19ページ）

• Cisco UCSファブリック
インターコネクト 9108
100G（Cisco UCS Xシ
リーズダイレクト）の

ポートブレークアウト機

能（20ページ）

Cisco UCS Managerは、Cisco
UCSファブリックインターコ
ネクト 9108 100G（Cisco UCS
Xシリーズダイレクト）ファ
ブリックインターコネクトで

Cisco UCS Cシリーズラック
サーバーをサポートするよう

になりました。これにより、

同じドメイン内の UCS Xシ
リーズコンピューティング

ノード（M6、M7、および
M8）と Cシリーズ（M7およ
びM8）ラックサーバーを一
緒に管理できます。

Cisco UCS Xシリーズダイレ
クトでの Cisco UCS Cシリー
ズラックサーバーのサポート

—Cisco UCS Managerによる
Cisco UCS 6300シリーズファ
ブリックインターコネクトの

サポートは廃止されました。

Cisco UCS 6300シリーズファ
ブリックインターコネクトの

サポートの廃止

Cisco UCS Managerリリース 6.0スタートアップガイド
2

新機能と更新情報

新機能と更新情報



第 2 章

概要

• Cisco UCS Managerの概要（3ページ）
• Cisco UCS Managerユーザドキュメント（4ページ）
• Cisco Unified Computing Systemの基本事項（5ページ）
•ユニファイドファブリック, on page 8
• Cisco UCSのビルディングブロックと接続（10ページ）
• Cisco UCS Managerファブリックインターコネクト（12ページ）
• Cisco UCSファブリックインターコネクトのポート（36ページ）
• Cisco UCSファブリックインターコネクトの移行（39ページ）
•設定オプション（40ページ）

Cisco UCS Managerの概要
Cisco UCS Managerは、ファブリックインターコネクト上の組み込みソフトウェアで、Cisco
UCSシステムのすべてのコンポーネントを完全に設定および管理する機能が備わっています。
この設定情報は2台のファブリックインターコネクト間で複製され、この重要な機能の高可用
性ソリューションを提供します。単純な作業を行うためにCisco UCS Managerにアクセスする
最も一般的な方法は、Webブラウザを使用することです。コマンドラインインターフェイス
（CLI）とXMLAPIが、コマンドラインまたはプログラムによる操作のために用意されていま
す。

Cisco UCS Managerの GUIでは、ロールベースアクセスコントロール（RBAC）が提供され、
システムオブジェクトに対する管理権限を複数のユーザーレベルに許可することができます。

作成される可能性のある組織構造に対応するロケールに基づき、ユーザアクセスをシステムの

特定の部分に制限できます。また、ユーザ各自のアクセスレベルや専門領域に基づいて、スト

レージ管理者、サーバ機器の管理者、または読み取り専用などのようにユーザを分類すること

もできます。

Cisco UCSManagerすべてのソフトウェアコンポーネントとハードウェアコンポーネントの統
一された組み込み管理を可能にします。Cisco UCS Managerのすべてのインスタンスとそれに
よって管理されるすべてのコンポーネントがドメインを形成します。複数のCiscoUCSドメイ
ンを導入している組織では、Cisco UCS Centralソフトウェアが、何千台ものサーバーからなる
世界中に分散された複数のCiscoUCSドメインを管理可能な集中型ユーザーインターフェイス

Cisco UCS Managerリリース 6.0スタートアップガイド
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を提供します。CiscoUCSCentralは、CiscoUCSManagerと統合し、それを利用してプール、ポ
リシー、およびファームウェアのグローバル設定機能を提供します。

Cisco UCS Managerユーザドキュメント
Cisco UCS Manager次の表に記載する、細分化されたユースケースベースの新しいドキュメン
トが用意されています。

説明ガイド

Cisco UCSのアーキテクチャと初回操作に
ついて説明しています。これにはCiscoUCS
Manager初期構成と構成のベストプラクティ
スも含まれます。

Cisco UCS Managerクイックスタートガイド

パスワード管理、ロールベースのアクセス

構成、リモート認証、通信サービス、CIMC
セッションの管理、組織、バックアップと

復元、スケジュール設定オプションに、

BIOSトークン、遅延導入について説明して
います。

CiscoUCSManagerアドミニストレーションガイ
ド

CiscoUCSManagerで使用および管理される
物理および仮想インフラストラクチャコン

ポーネントについて説明しています。

Cisco UCSManagerインフラストラクチャ管理ガ
イド

自動インストールを使用したファームウェ

アのダウンロード、管理、アップグレード、

サービスプロファイルを使用したファーム

ウェアのアップグレード、ファームウェア

自動同期を使用したエンドポイントでの直

接ファームウェアアップグレード、機能カ

タログの管理、導入シナリオ、トラブル

シューティングについて説明しています。

『Cisco UCS Manager Firmware Management
Guide』

新しいランセンス、Cisco UCS Centralへの
Cisco UCSドメインの登録、パワーキャッ
ピング、サーバブート、サーバプロファイ

ル、サーバ関連のポリシーについて説明し

ています。

Cisco UCS Managerサーバ管理ガイド

Cisco UCS Managerでの SUN、VSANなど
のストレージ管理のすべての側面について

説明しています。

Cisco UCS Managerストレージ管理ガイド

Cisco UCS Managerリリース 6.0スタートアップガイド
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説明ガイド

Cisco UCS Managerでの LAN、VLANなど
のネットワーク管理のすべての側面につい

て説明しています。

Cisco UCS Managerネットワーク管理ガイド

Cisco UCS Managerでのシステム統計を含
め、システムおよびヘルスモニタリングの

すべての側面について説明しています。

Cisco UCS Managerシステムモニタリングガイ
ド

Cisco Unified Computing Systemの基本事項

Cisco Unified Computing Systemの概要
CiscoUCSはユニークなアーキテクチャを搭載しており、コンピューティング、データネット
ワークアクセス、およびストレージネットワークアクセスを一元管理できるインターフェイ

ス内の共通コンポーネントセットに統合します。

CiscoUCSは、アクセスレイヤネットワークとサーバを融合します。この高性能な次世代サー
バシステムにより、高度な負荷アジリティとスケーラビリティを備えたデータセンターが提

供されます。ハードウェアコンポーネントおよびソフトウェアコンポーネントは、1つの統合
ネットワークアダプタ上に複数のタイプのデータセンタートラフィックを通過させる、Cisco
Unified Fabricをサポートします。

図 1 : Cisco Unified Computing Systemのアーキテクチャ
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アーキテクチャの単純化

Cisco UCSのアーキテクチャを単純化することにより、必要なデバイスの数を削減し、スイッ
チングリソースを中央に集中させることができます。シャーシ内部のスイッチング数を抑える

と、ネットワークアクセスレイヤのフラグメンテーションが大きく減少します。Cisco UCS
は、ラック、またはラックのグループで Cisco Unified Fabricを実装し、10/25/40ギガビットシ
スコデータセンターイーサネットリンクおよび Fibre Channel over Ethernet（FCoE）リンク経
由でイーサネットおよびファイバチャネルプロトコルをサポートします。この徹底的な単純

化により、スイッチ、ケーブル、アダプタ、および管理ポイントが最高 3分の 2に削減されま
す。Cisco UCSドメイン内のデバイスはすべて、1つの管理ドメイン下にとどまり、冗長コン
ポーネントによって、ハイアベイラビリティを保ちます。

ハイアベイラビリティ

Cisco UCSの管理およびデータプレーンはハイアベイラビリティおよび冗長アクセスレイヤ
ファブリックインターコネクトのために設計されています。さらに、CiscoUCSは、データセ
ンター向けの既存のハイアベイラビリティおよび障害回復ソリューション（データ複製やアプ

リケーションレベルのクラスタ処理テクノロジーなど）をサポートします。

拡張性

単一の Cisco UCSドメインは、複数のシャーシおよびそれらのサーバをサポートします。それ
らはすべて、1つの Cisco UCS Managerを介して管理されます。スケーラビリティの詳細につ
いては、シスコの担当者にお問い合わせください。

消費

CiscoUCSドメインでは、データセンターのコンピューティングリソースを、急速に変化する
ビジネス要件にすばやく合わせることができます。このような柔軟性の組み込みは、ステート

レスコンピューティング機能をすべて実装するかどうかの選択により決まります。サーバと他

のシステムリソースで構成されるプールを必要に応じて適用することにより、負荷の変動への

対応、新しいアプリケーションのサポート、既存ソフトウェアやビジネスサービスのスケーリ

ング、スケジュールされたダウンタイムとスケジュールされていないダウンタイムへの対応が

可能となります。最小限のダウンタイムでサーバ間を移動でき、追加のネットワーク設定が必

要のないモバイルサービスプロファイルに、サーバの IDを抽出できます。

このようなレベルの柔軟性により、サーバの容量を迅速かつ容易に増減させることができま

す。このときサーバの IDを変更したり、サーバ、LAN、またはSANを再設定する必要はあり
ません。メンテナンスウィンドウでは、次の操作をすばやく行うことができます。

•新しいサーバを導入して、予測していなかった負荷要求に対応し、リソースとトラフィッ
クのバランスを調整する。

•あるサーバでデータベース管理システムなどのアプリケーションをシャットダウンし、I/O
容量とメモリリソースを拡張した別のサーバでこれを再度起動する。
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サーババーチャライゼーションに向けた最適化

Cisco UCSは、VM-FEXテクノロジーを実装するために最適化されています。このテクノロ
ジーは、より優れたポリシーベースの設定とセキュリティ、会社の運用モデルとの適合、

VMwareのVMotionへの順応など、サーバ仮想化に対してより優れたサポートを実現します。

IOMおよびファブリックインターコネクト接続
各シャーシは 2個の IOMを装備：IOM 1はファブリックインターコネクト Aに接続する必要
があります。IOM 2はファブリックインターコネクト Bに接続する必要があります。この構
成により冗長パスが提供され、ファブリックインターコネクトまたは IOMのいずれかに障害
が発生した場合でも、Cisco UCSシステムの中断のない動作が保証されます。さらに、この設
定により、両方のファブリックインターコネクト間でトラフィック負荷流通が可能になり、負

荷バランシングが強化され、スループットが向上します。したがって、CiscoUCSシステムは、
データセンター環境の高可用性、信頼性、および最適なパフォーマンスを実現できます。

アップリンク接続

アップリンクアップストリームネットワークスイッチに接続するには、アップリンクポート

として設定されているファブリックインターコネクトポートを使用します。これらのアップ

リンクポートを、個々のリンクとして、またはポートチャネルとして設定されているリンク

として、アップストリームスイッチポートに接続します。ポートチャネルの設定により、帯

域幅の集約とリンクの冗長性を実現できます。

ファブリックインターコネクトからのノースバウンド接続は、標準アップリンク、ポートチャ

ネル、または仮想ポートチャネルの設定によって実現できます。ファブリックインターコネ

クトに設定されているポートチャネルの名前と IDが、アップストリームイーサネットスイッ
チ上の名前および IDの設定と一致している必要があります。

また、vPCとしてポートチャネルを設定することもできます。その場合、ファブリックイン
ターコネクトからのポートチャネルアップリンクポートは、別のアップストリームスイッチ

に接続されます。すべてのアップリンクポートを設定したら、それらのポートのポートチャ

ネルを作成します。

ダウンリンク接続

リリース 4.3(2a)以降、Cisco UCSマネージャは Cisco UCS X9508サーバーシャーシと Cisco
UCS Xシリーズサーバーをサポートします。Cisco UCS X-Seriesサーバーは、Cisco UCS Bシ
リーズサーバー内の入出力モジュール（IOM）と類似して機能するインテリジェントファブ
リックモジュール（IFM）をサポートします。このガイドでは、IOMという用語を使用して、
IOMと IFMの両方を指します。

各ファブリックインターコネクトは、各ブレードサーバに接続性を提供するUCSシャーシの
IOMに接続されます。ブレードサーバから IOMへの内部接続は、バックプレーンの実装に
10BASE-KRイーサネット標準を使用して Cisco UCS Managerにより透過的に行われ、追加の
設定は必要はありません。ファブリックインターコネクトのサーバポートと IOM間の接続を
設定する必要があります。ファブリックインターコネクトのサーバポートと接続すると、各

IOMはファブリックインターコネクトへのラインカードとして動作します。したがって、IOM
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とファブリックインターコネクトを相互接続することはできません。各 IOMは単一のファブ
リックインターコネクトに直接接続されます。

ファブリックエクステンダ（IOMまたは FEXとも呼ばれます）は、ファブリックインターコ
ネクトをブレードサーバまで論理的に拡張します。ファブリックエクステンダは、ブレード

サーバシャーシに組み込まれたリモートラインカードのようなものであり、外部環境への接

続性を実現します。IOMの設定は Cisco UCSManagerによってプッシュされ、直接管理されま
せん。このモジュールの主な機能は、ブレードサーバ I/O接続（内部および外部）の促進、
ファブリックインターコネクトまでの全 I/Oトラフィックの多重化、Cisco UCSインフラスト
ラクチャの監視と管理の支援です。

ダウンリンク IOMカードに接続する必要のあるファブリックインターコネクトポートを、
サーバポートとして設定します。ファブリックインターコネクトと IOMが物理的に接続され
ていることを確認します。また、IOMポートとグローバルシャーシ検出ポリシーも設定する
必要があります。

UCS 2200 I/Oモジュールの場合、[Port Channel]オプションを選択することによっても、I/Oモ
ジュールが接続されたすべてのサーバポートがポートチャネルに自動的に追加されます。

（注）

ユニファイドファブリック
ユニファイドファブリックを使用すると、単一のデータセンターイーサネット（DCE）ネッ
トワーク上で複数の種類のデータセンタートラフィックを行き来させることができます。さま

ざまな一連のホストバスアダプタ（HBA）およびネットワークインターフェイスカード
（NIC）をサーバに搭載させる代わりに、ユニファイドファブリックは統合された単一のネッ
トワークアダプタを使用します。このタイプのアダプタは、LANおよび SANのトラフィック
を同一のケーブルで運ぶことができます。

Cisco UCSは、Fibre Channel over Ethernet（FCoE）を使用して、ファブリックインターコネク
トとサーバ間をつなぐ同一の物理イーサネット接続でファイバチャネルおよびイーサネットの

トラフィックを運びます。この接続はサーバ上の統合されたネットワークアダプタで終端し、

ユニファイドファブリックはファブリックインターコネクトのアップリンクポートで終端し

ます。コアネットワークでは、LANおよび SANのトラフィックは分かれたままです。Cisco
UCSでは、データセンター全体でユニファイドファブリックを実装する必要はありません。

統合されたネットワークアダプタは、オペレーティングシステムに対してイーサネットイン

ターフェイスおよびファイバチャネルインターフェイスを提示します。サーバ側では、標準

のファイバチャネル HBAを確認しているため、オペレーティングシステムは FCoEのカプセ
ル化を認識していません。

ファブリックインターコネクトでは、サーバ側イーサネットポートでイーサネットおよびファ

イバチャネルのトラフィックを受信します。（フレームを区別するEthertypeを使用する）ファ
ブリックインターコネクトは、2つのトラフィックの種類に分かれます。イーサネットフレー
ムおよびファイバチャネルフレームは、それぞれのアップリンクインターフェイスにスイッ

チされます。

Cisco UCS Managerリリース 6.0スタートアップガイド
8

概要

ユニファイドファブリック



Fibre Channel over Ethernet
Cisco UCSは、Fibre Channel over Ethernet（FCoE）標準プロトコルを使用して、ファイバチャ
ネルを提供します。上部のファイバチャネルレイヤは同じであるため、ファイバチャネル動

作モデルが維持されます。FCoEネットワーク管理と設定は、ネイティブのファイバチャネル
ネットワークと同様です。

FCoEは、物理イーサネットリンク上のファイバチャネルトラフィックをカプセル化します。
FCoEは専用のイーサタイプ 0x8906を使用して、イーサネット上でカプセル化されるため、
FCoEトラフィックと標準イーサネットトラフィックは同じリンク上で処理できます。FCoE
は ANSI T11標準委員会によって標準化されています。

ファイバチャネルトラフィックには、ロスレストランスポート層が必要です。ネイティブ

ファイバチャネルが使用するバッファ間クレジットシステムの代わりに、FCoEはイーサネッ
トリンクを使用して、ロスレスサービスを実装します。

ファブリックインターコネクト上のイーサネットリンクは、2つのメカニズムを使用して、
FCoEトラフィックのロスレストランスポートを保証します。

•リンクレベルフロー制御

•プライオリティフロー制御

リンクレベルフロー制御

IEEE 802.3xリンクレベルフロー制御では、輻輳の発生している受信側からエンドポイントに
対して、少しの間、データの送信を一時停止するように信号を送ることができます。このリン

クレベルフロー制御では、リンク上のすべてのトラフィックが一時停止します。

送受信方向は個別に設定できます。デフォルトでは、リンクレベルフロー制御は両方向でディ

セーブルです。

各イーサネットインターフェイスで、ファブリックインターコネクトは、プライオリティフ

ロー制御、またはリンクレベルフロー制御のいずれかをイネーブルにできます。両方をイネー

ブルにはできません。

Cisco UCS 6600シリーズ Fabric Interconnect、Cisco UCSファブリックインターコネクト 9108
100G、Cisco UCS 6500シリーズファブリックインターコネクトまたは Cisco UCS 6454ファブ
リックインターコネクトまたはのインターフェイスでは、プライオリティフロー制御（PFC）
管理が自動として構成され、リンクレベルフロー制御（LLFC）管理がオンのとき、PFCオペ
レーションモードはオフ、LLFCオペレーションモードはオンになります。

プライオリティフロー制御

プライオリティフロー制御（PFC）機能は、イーサネットリンク上の特定のトラフィックク
ラスにポーズ機能を適用します。たとえば、PFCは FCoEトラフィックにロスレスサービス
を、標準イーサネットトラフィックにベストエフォートサービスを提供します。PFCは、
（IEEE 802.1pトラフィッククラスを使用して）特定のイーサネットトラフィッククラスに、
さまざまなレベルのサービスを提供することができます。
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PFCは、IEEE802.1pのCoS値に基づき、ポーズを適用するかどうかを判断します。ファブリッ
クインターコネクトは、PFCをイネーブルにするときに、特定のCoS値を持つパケットにポー
ズ機能を適用するように、接続されたアダプタを設定します。

デフォルトでは、ファブリックインターコネクトは、PFC機能をイネーブルにするかどうか
のネゴシエーションを行います。ネゴシエーションに成功すると、PFCがイネーブルにされま
すが、リンクレベルフロー制御は（設定値に関係なく）ディセーブルのままです。PFCネゴ
シエーションに失敗した場合は、PFCをインターフェイスで強制的にイネーブルにするか、
IEEE 802.xリンクレベルフロー制御をイネーブルにできます。

Cisco UCSのビルディングブロックと接続
図 2 : Cisco UCSのビルディングブロックと接続

Cisco UCS Managerに含まれるプライマリコンポーネントは、次のとおりです。

• Cisco UCS Manager：Cisco UCS Managerは、Cisco UCSの一元管理インターフェイスで
す。Cisco UCS Managerの詳細については、『Cisco UCS Manager Getting Started guide』の

「Cisco UCS Managerの概要」を参照してください。

• Cisco UCSファブリックインターコネクト：Cisco UCSファブリックインターコネクト
は、CiscoUCS展開の中核を成すコンポーネントであり、CiscoUCSシステムのネットワー
ク接続と管理機能の両方を提供します。Cisco UCSファブリックインターコネクトは、
Cisco UCS Managerコントロールソフトウェアを実行し、次のコンポーネントで構成され
ます。

• Cisco UCSファブリックインターコネクト

• Cisco UCS 6664ファブリックインターコネクト

• Cisco UCSファブリックインターコネクト 9108 100G (Cisco UCS Xシリーズダイ
レクト)

• Cisco UCS 6536ファブリックインターコネクト

• Cisco UCS 6400シリーズファブリックインターコネクト

•ネットワークおよびストレージ接続のためのトランシーバ

•さまざまなファブリックインターコネクトの拡張モジュール

• Cisco UCS Managerソフトウェア

Cisco UCSファブリックインターコネクトの詳細については、Cisco UCSファブリックイ
ンフラストラクチャポートフォリオ（11ページ）を参照してください。

• Cisco UCS I/Oモジュールおよび Cisco UCSファブリックエクステンダ：IOモジュール
は、CiscoFEXモジュール、または単にFEXモジュールとも呼ばれます。これらのモジュー
ルは、Cisco Nexus Seriesスイッチに対するリモートラインカードと同様、FIに対するラ
インカードとして機能します。IOモジュールは、ブレードサーバに対するインターフェ
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イス接続も提供します。IOMモジュールは、ブレードサーバからのデータを多重化して
FIに提供し、逆方向でも同じ処理を行います。実稼働環境では、冗長性とフェールオー
バーを実現するため、IOモジュールは常に 2つ 1組で使用されます。

40Gバックプレーン設定は、22xx IOMには適用されません。重要

• Cisco UCSブレードサーバシャーシ：Cisco UCS 5100シリーズブレードサーバシャーシ
は、Cisco UCSのきわめて重要な構成要素で、現在および将来のデータセンターのニーズ
のためにスケーラビリティが高く柔軟なアーキテクチャを提供し、かつ総所有コストの削

減に役立ちます。

• Cisco UCSブレードとラックサーバ：Cisco UCSブレードサーバは、UCSソリューション
の中心となります。これらは、CPU、メモリ、ハードディスク容量などさまざまなシステ
ムリソース設定に関係してきます。Cisco UCSラックマウントサーバは、個別にインス
トールおよび制御できるスタンドアロンサーバです。シスコは、ラックマウントサーバ

のファブリックエクステンダ（FEX）を提供します。FEXは、FIからのラックマウント
サーバの接続と管理に使用できます。ラックマウントサーバをファブリックインターコ

ネクトに直接接続することもできます。

中堅・中小企業（SMB）は、さまざまなブレード構成の中からビジネスニーズに応じて
選択できます。

• Cisco UCS I/Oアダプタ：CiscoUCSBシリーズブレードサーバは、最大 2つのネットワー
クアダプタをサポートするように設計されています。この設計では、サーバ、シャーシ、

ラックレベルで LANおよび SAN両方のパラレルインフラストラクチャの必要性を排除
するため、アダプタ、ケーブル、アクセスレイヤスイッチの数を半分に削減できます。

Cisco UCSファブリックインフラストラクチャポートフォリオ
Cisco UCSファブリックインターコネクトはトップオブラック型デバイスであり、Cisco UCS
ドメインへのユニファイドアクセスを提供します。次のファブリックインターコネクトが

Cisco UCSファブリックインターコネクト製品ファミリとして入手可能です。

• Cisco UCS 6600シリーズ Fabric Interconnect

• Cisco UCS 6664ファブリックインターコネクトはCisco UCS Managerリリース6.0(1b)
で導入されました

• Cisco UCSファブリックインターコネクト 9108 100G（Cisco UCS Xシリーズダイレクト
はCisco UCS Managerリリース4.3(4b)で導入

• Cisco UCS 6500シリーズファブリックインターコネクトについて

• Cisco UCS 6536ファブリックインターコネクト)

• Cisco UCS 6400シリーズファブリックインターコネクト

Cisco UCS Managerリリース 6.0スタートアップガイド
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• Cisco UCS 64108ファブリックインターコネクトはCiscoUCSManagerリリース 4.1(1a)
で導入されました

• Cisco UCSManagerリリース 4.0(1a)でCisco UCS 6454ファブリックインターコネクト
が導入されました

Cisco UCS Managerファブリックインターコネクト

Cisco UCS 6600シリーズファブリックインターコネクト

Cisco UCS 6664ファブリックインターコネクトの概要

Cisco UCS 6664ファブリックインターコネクトは、データセンター内のトップオブラック展
開向けに設計された、2ラックユニット（RU）の固定ポートシステムです。ファブリックイ
ンターコネクトには、イーサネットおよびユニファイドポートの両方があります。ユニファイ

ドポートにより、Fibre Channel over Ethernet（FCoE）、ファイバチャネル、NVMeover Fabric、
およびイーサネットを提供します。これらの異なるプロトコルをサポートすることにより、

サーバーで単一のマルチプロトコル仮想インターフェイスカード（VIC）を実現します。

UCS 6664ファブリックインターコネクトは、ギガビットイーサネット（GbE）、ファイバ
チャネル（FC）、およびFibreChannel over Ethernet（FCoE）ポートの配列をサポートして、ピ
アデータセンターデバイスへの接続を提供します。このデバイスは、最新のデータセンター

での高性能でスケーラブル、かつセキュアなネットワーキングにも最適です。

Cisco UCS 6664ファブリックインターコネクトの特徴は以下のとおりです：

•合計で 64のポート

• 48の 40/100 Gbpsポート

• 16のユニファイドポート

• 10/25 Gbpsイーサネットと Fibre Channel over Ethernet（FCoE）をサポート

•柔軟性を最大限に高めるために、10/25Gbpsまたは 16/32/64Gbpsファイバチャネ
ルをサポート

• 2RU固定フォームファクタで 100 Gbps接続を高密度に実現

•ファイバチャネルエンドホストおよびスイッチモードのサポート

Cisco UCS 6664ファブリックインターコネクト

CiscoUCS6664ファブリックインターコネクト（UCSC-FI-6664）は、データセンター内のトッ
プオブラック（ToR）展開向けに設計された 2ラックユニット（2RU）の固定ポートシステ
ムです。Cisco UCSシステムの中心的なコンポーネントとしての役割を果たし、ネットワーク

Cisco UCS Managerリリース 6.0スタートアップガイド
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の接続性と管理機能を提供します。サーバーを LANまたは SANに接続し、ユニファイドコ
ンピューティング環境を促進します。ファブリックインターコネクトの管理は、初期セット

アップの際にはコンソールインターフェイスを介して実行し、その後はCisco UCSManager内
の管理インターフェイスを介して実行できます。

図 3 : Cisco UCS 6664ファブリックインターコネクトの前面図

Cisco UCS 6664ファブリックインターコネクトの主要な機能

•ポート

48個の QSFPポート：これらのポートは 2つのグループに分かれています。

• QSFPポート 1～ 24：10 Gbps（QSAトランシーバ経由）、25 Gbps、40 Gbps、100
Gbps（QSA28トランシーバ経由）の速度のギガビットイーサネットリンクをサポー
トします。FCoEリンクもサポートされていますが、標準の FCリンクはサポートさ
れていません。

• QSFPポート 41〜 64：10 Gbps（QSAトランシーバ経由）、25 Gbps、40 Gbps、また
は 100 Gbps（QSA28トランシーバ経由）の速度のギガビットイーサネットまたは
Fibre Channel over Ethernet（FCoE）リンクのみをサポートします。標準ファイバチャ
ネルリンクは、これらのポートではサポートされません。

• 16個のユニファイドポート（SFPポート 25～ 40）：黄色のシルクスクリーニングで示さ
れるこれらのポートは柔軟性があり、以下をサポートします。

•ファイバチャネル：16 Gbps、32 Gbps、または 64 Gbps。これらだけが、ファブリッ
クインターコネクトで標準の FCトラフィックをサポートするポートです。

•ギガビットイーサネットまたは Fibre Channel over Ethernet（FCoE）：10 Gbpsまたは
25 Gbps。

• MACsec対応ポート：QSFPポート 49～ 64はアップリンクとして推奨されており、ギガ
ビットイーサネットリンクでMedia Access Control Security（MACsec）をサポートします
が、FCoEリンクはサポートしません。

•ブレークアウトのサポート：このファブリックインターコネクトのブレークアウトポート
のサポートは、現在利用できません。

•セキュアブートのサポート

•ファンモジュール（4）：青色のカラーリングが付いたポート側排気ファンモジュール
（NXASFAN-160CFM2- PE）で、冗長性と負荷分散冷却を実現します。

Cisco UCS Managerリリース 6.0スタートアップガイド
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•電源モジュール（2）：2つの 1400WAC電源モジュール（NXA-PAC-1400W-PE）が、1+1
の冗長性のために用意されています。これらは、青色のカラーリングが付いたポート側排

気エアーフローも備えています。

図 4 : Cisco UCS 6664ファブリックインターコネクトの正面図

QSFPポート 1、2、5、6、9、
10、13、14、17、18、21、22。
ポートはペアで垂直に配置さ

れ、QSAまたは QSA28トラン
シーバをサポートします。

2ビーコン（BCN）、ステータス
（STS）および環境（ENV）LED

1

QSFPポート 41、42、45、46、
49、50、53、54、57、58、61、
および 62。

4SFPポート25、26、29、30、33、
34、37、38はユニファイドポー
トです。

3

MACsec対応 QSFPポート 51、
52、55、56、59、60、63、64。

6MACsec対応 QSFPポート 49、
50、53、54、57、58、61、62。

5

SFPポート 27、28、31、32、
35、36、39、40はユニファイド
ポートです。

8QSFPポート 43、44、47、48、
51、52、55、56、59、60、63、
64。

7

QSFPポート 3、4、7、8、11、
12、15、16、19、20、23、24。
ポートはペアで垂直に配置され、

QSAまたはQSA28トランシーバ
をサポートします。

9
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図 5 : Cisco UCS 6664ファブリックインターコネクトの背面図

1～ 4の番号が付いたファンモジュールで、左側がファン 1、右側が
ファン 4になっています。
2RLM管理モジュー

ル

1

電源ユニット 24電源ユニット 13

Cisco UCS 6664ファブリックインターコネクトのアーキテクチャ

Cisco UCS 6664ファブリックインターコネクトは、Cisco UCS Xシリーズモジュラシステム
および Cisco UCS Cシリーズラックサーバ向けに特別に設計された、高密度で高ラインレー
ト、低遅延の100 Gbpsソリューションです。Cisco UCS内の基本的なコンポーネントとして機
能し、コンピューティング、ネットワーキング、管理、ストレージアクセス、および仮想化の

リソースを単一の統合システムに統合します。この統合されたアプローチは、データセンター

の展開の総所有コスト（TCO）を大幅に削減するように設計されています。

アーキテクチャ:

•前面パネル：すべてのネットワークポートとシステムステータスライト（LED）を収容
します。これらのポートは柔軟性に優れ、イーサネット、ファイバチャネル、「ユニファ

イドポート」を介した Fibre Channel over Ethernet（FCoE）などのさまざまな接続タイプを
サポートします。

•背面パネル：管理接続（セットアップおよび制御用）、および電源モジュールとファン
モジュールがあります。

Cisco UCS Managerリリース 6.0スタートアップガイド
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•冗長性と信頼性：設計には、継続的な運用と効率的な冷却を確保するための冗長電源と複
数のファンモジュールが含まれています。

この設計により、ファブリックインターコネクトは、サーバーをローカルネットワークと外

部ストレージシステムの両方に接続する中央ハブとして機能できます。

主な特長と機能

•ユニファイドファブリック：Cisco UCS 6664ファブリックインターコネクトは、48個の
QSFPポート（イーサネット/FCoEをサポートする 10/25 Gbps）と 16個のユニファイド
SFPポート（10/25 Gbpsまたは 16/32/64 Gbpsファイバチャネル）を含む 64ポートを備え
ています。ポート 49～ 64は、Media Access Control Security（MACsec）でのセキュアな
アップリンク用に最適化されています。

•サーバー接続：

• Cisco UCS Cシリーズラックサーバーの場合、6664ファブリックインターコネクト
への直接接続がサポートされます。また、 Cisco Nexus 93180YC-FX3スイッチをファ
ブリックエクステンダ（FEX）として導入することにより、モジュラーサーバーシ
ステムの場合と同様、ラックサーバーの場合でもネットワークケーブル統合による

メリットを利用できます。

• Cisco UCS Xシリーズモジュラーシステムの場合、ネットワークケーブルの統合は
インテリジェントファブリックモジュール（IFM）によって実現されます。これらの
IFMは 25 Gbpsと 100 Gbpsの両方のフォームファクタで利用でき、コンピューティ
ングノードごとに最大 200 Gbpsの集約帯域幅を可能にします。

Cisco UCS 6664ファブリックインターコネクトのポートブレークアウト機能（注）

Cisco UCS 6664ファブリックインターコネクトのポート機能

Cisco UCS 6664ファブリックインターコネクトは、柔軟で高性能なネットワーキング向けに
設計された 2ラックユニット（RU）固定ポートシステムです。さまざまな接続オプションを
サポートする 64の前面パネルポートを備えています。

前面パネルのポートの構成とタイプ

UCS 6664ファブリックインターコネクトでは、前面パネルの各ポートについて、次の構成ま
たはポートタイプをサポートしています。

ポートロール（Port Role）ポートタイプ管理ポート速

度

ポート

ハード

ウェア

ポート番号

Cisco UCS Managerリリース 6.0スタートアップガイド
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•サーバポート

•イーサネット/FCoEアップリ
ンクポート

• FCoEストレージポート

•アプライアンスポート（EHM
のみ）

•モニタポート

ギガビットイー

サネット

40 Gbps/100
Gbps

QSFP 281-24

• FCアップリンクポート

• FCストレージポート

ファイバチャネ

ル（FC）
16 Gbps/32
Gbps/64 Gbps

SFP2825～ 40（ユニ
ファイドポー

ト）

•サーバポート

•イーサネット/FCoEアップリ
ンクポート

•アプライアンスポート（EHM
のみ）

•モニターポート

ギガビットイー

サネット

10 Gbps/25
Gbps

•サーバポート

•イーサネット/FCoEアップリ
ンクポート

• FCoEストレージポート

•アプライアンスポート（EHM
のみ）

•モニターポート

ギガビットイー

サネット

40 Gbps/100
Gbps

QSFP 2841-64

注：ポート 49
～ 64はMAC
Security
（MACsec）に
対応していま

す。

Cisco UCS 6600シリーズファブリックインターコネクトではポートブレークアウト機能はサ
ポートされていません。

（注）
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Cisco UCS Xシリーズダイレクト

Cisco UCSファブリックインターコネクト 9108 100G（Cisco UCS Xシリーズダイレクト）
の概要

Cisco UCS Xシリーズダイレクトは、製品 ID（UCSX-S9108-100G）と製品の説明（Cisco UCS
ファブリックインターコネクト 9108 100G）によって識別されます。

Cisco UCSファブリックインターコネクト 9108 100Gのコンポーネント：

• 2台の Cisco UCS X9508シャーシ

• Cisco UCSファブリックインターコネクト 9108 100Gのペア

•次のサーバの 1つ以上：

•最大 8台の 2ソケット Cisco UCS X215c M8コンピューティングノード

•最大 8台の 2ソケット Cisco UCS X210c M6/M7コンピューティングノード

•最大 4台の 4ソケット Cisco UCS X410c M7コンピューティングノード

•最大 4台の Cisco UCS C220 M7/M8サーバー

•最大 4台の Cisco UCS C240 M7/M8サーバー

•最大 4台の Cisco UCS C225 M7/M8サーバー

•最大 4台の Cisco UCS C245 M7/M8サーバー

•オプションコンポーネント：

• Cisco UCS 9416 Xファブリックモジュール

• 9416 Xファブリックモジュールと組み合わせて使用される最大 4つの GPUを搭載し
た Cisco UCS X440p PCIeノード

Cisco UCSファブリックインターコネクト 9108 100Gプラットフォームは、個別のファブリッ
クインターコネクト（FI）の必要性を排除し、必須のネットワーキング機能と管理機能をシャー
シ内に直接統合することで、データセンターアーキテクチャを合理化します。CiscoUCSファ
ブリックインターコネクト 9108 100Gプラットフォームは、コンピューティングサーバの要
件が従来のデータセンターの要件よりも少ない小規模な設定での展開向けに設計されていま

す。このソリューションは、単一シャーシシステムであるCiscoUCSX9508シャーシを中心と
しており、 Cisco UCSファブリックインターコネクト 9108 100Gをシャーシに直接組み込ん
で、統合された効率的なインフラストラクチャを実現します。ハイアベイラビリティを保証す

るため、各シャーシにサーバへの直接ダウンリンク接続を確立して、ローカルエリアネット

ワーク（LAN）およびストレージエリアネットワーク（SAN）システムとのシームレスな統
合を促進する、アップリンク接続を提供する 2つのCiscoUCSファブリックインターコネクト
9108100Gが搭載されています。ファブリックインターコネクト（FI）は、CiscoUCSXシリー
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ズシャーシに適合するように巧みに設計されており、QSFPポートとサーババックプレーン
ポートを統合する NX-OS環境内の単一モジュールとして提供されます。

Cisco UCSファブリックインターコネクト 9108 100Gプラットフォームのハードウェア構成
は、標準のCisco UCSXシリーズシャーシと同じフォームファクタを維持し、17のMACを備
えて、それぞれを 10 Gbps、25 Gbps、40 Gbps、または 100 Gbps接続に構成できます。NX-OS
を操作するための CPU、管理用の Cisco UCS Manager、および Chassis Management Controller
（CMC）ソフトウェアを搭載しています。Cisco UCSファブリックインターコネクト 9108
100Gには、ベースボード管理コントローラ（BMC）、CMCなどのブレードコンポーネント
間のアウトオブバンド通信専用の複数の 10Gリンクを備えたオンボードイーサネットスイッ
チが含まれています。専用の 1Gリンクにより、IFMから IFMへのクラスタリングと高可用性
の同期が容易になります。Cisco UCSファブリックインターコネクト 9108 100G内では、イー
サネットポート 1～ 8、バックプレーンポート 9～ 16、およびベースボードインターフェイ
ス（BIF）ポート 17が単一のスイッチカード上に共存しています。ポート 1～ 2は、すべて
のSAN機能と構成を管理するために統合されています。100Gイーサネットポート [1-8]では、
25Gx4 SFP28互換のブレークアウトポートまたは 4x10Gポートとして構成することもでき、
データセンターのさまざまなニーズに対応する柔軟なネットワーキングソリューションを提

供します。

Cisco UCSファブリックインターコネクト 9108 100G（Cisco UCS Xシリーズダイレクト）
アーキテクチャ

Cisco UCS Xシリーズダイレクトアーキテクチャは、コンピューティングリソースへの構成
可能な分散型アプローチを提供することで、従来のアプリケーションからクラウドネイティブ

サービスまで、さまざまなワークロードをサポートするように設計されています。Cisco UCS
Xシリーズダイレクトアーキテクチャのキーコンポーネントには、次が含まれます。

• Cisco UCSX-9508シャーシ：さまざまなタイプのコンピューティングノードに対応できる
将来性のあるモジュラ型シャーシであり、ハードウェアを完全にオーバーホールすること

なく、さまざまなワークロード要件に柔軟に適応できます。

Cisco UCS Xシリーズダイレクトは、セカンダリ Cisco UCS X9508シャーシの追加をサ
ポートし、最大20台までのサーバーの拡張性を実現します。これにはCiscoUCSCシリー
ズサーバーと Cisco UCS Xシリーズコンピューティングノードの両方が含まれ、多様な
ワークロードに柔軟な拡張オプションを提供します。

• CiscoUCSファブリックインターコネクト9108100G：このソリューションは、単一シャー
シシステムである Cisco UCS X9508シャーシを中心としており、 Cisco UCSファブリック
インターコネクト 9108 100Gをシャーシに直接組み込んで、統合された効率的なインフラ
ストラクチャを実現します。ハイアベイラビリティを保証するため、各シャーシにサーバ

への直接ダウンリンク接続を確立して、ローカルエリアネットワーク（LAN）およびス
トレージエリアネットワーク（SAN）システムとのシームレスな統合を促進する、アッ
プリンク接続を提供する 2つの Cisco UCSファブリックインターコネクト 9108 100Gが搭
載されています。

•ソフトウェアアーキテクチャ：起動および運用モデル（管理）に関して、CiscoUCSManager
は、Cisco UCS 6500および 6400シリーズファブリックインターコネクトで採用されてい

Cisco UCS Managerリリース 6.0スタートアップガイド
19

概要

Cisco UCSファブリックインターコネクト 9108 100G（Cisco UCS Xシリーズダイレクト）アーキテクチャ



るアプローチと一致しています。このモデルでは、Cisco UCS Managerはコンテナ内にカ
プセル化され、選択した管理モードに応じて、基盤となるNX-OSによって開始されます。

Cisco UCSファブリックインターコネクト 9108 100G（Cisco UCS Xシリーズダイレクト）
のポートブレークアウト機能

Cisco UCSファブリックインターコネクト 9108 100Gには高度なポートブレークアウト機能が
搭載されており、ネットワーク管理者は単一の高帯域幅ポートを複数の低帯域幅ポートに分割

できます。この機能は、ポート使用率の最適化、ケーブル配線の複雑さの管理、およびさまざ

まな帯域幅要件への適応に特に役立ちます。

ブレークアウトケーブ

ルでサポートされる速

度

ブレークアウト後の論

理ポート

ブレークアウトオプ

ション

物理ポート

最大 8x100 Gbpsイーサネット 1/1/1～
イーサネット 1/8/4

4x25Gイーサネット 1/1～
イーサネット 1/8

最大 8x32Gbpsファイバチャネル

1/1/1～ファイバチャ
ネル 1/2/4

4x8G、4x16G、4x32Gファイバチャネル 1/1
および 1/2

ブレイクアウトポートのガイドライン

ブレイクアウトポートはトラフィックモニタリングの接続先としてサポートされています。

次に、Cisco UCSファブリックインターコネクト 9108 100Gのブレークアウト機能の注意事項
を表示します：

•ブレークアウトの可用性：ブレークアウト機能は、物理ポート 1～ 8で使用できます。

•イーサネットブレークアウト：イーサネットブレークアウトポートは物理ポート 1～ 8
で構成でき、32個の論理ポートになります。

•ファイバチャネルブレークアウト：ファイバチャネルブレークアウトポートは、ユニ
ファイドポート 1/1および 1/2上で構成でき、8つの論理ポートになります。

•ポート構成：物理ポート 1～ 8は、アップリンクポート、FCoEアップリンクポート、
FCoEストレージポート、およびアプライアンスポートとして構成できます。

•ポート変換：すべてのポート変換で、最大 8個の標準ポートまたは 8個のブレークアウト
ポートがサポートされます。

•サーバーポート：サーバーポートの設定は、100Gポートであるポート 1〜 8でのみサ
ポートされます。ただし、ブレークアウトポートとしてサーバーポートを構成すること

はサポートされていません。

•ファイバチャネルダイレクトポート：ファイバチャネルのダイレクトポートはサポート
されません。
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•トラフィックモニタリング：ブレークアウトポートは、トラフィックモニタリングの宛
先として使用できます。

Cisco UCS 6500シリーズファブリックインターコネクト

Cisco UCS 6536ファブリックインターコネクト

Cisco UCS 6536ファブリックインターコネクト（UCSC-FI-6536）は、1ラックユニット
（1RU）、トップオブラック（TOR）、固定ポートデータセンタープラットフォームであ
り、Cisco UCSシステムにネットワーク接続と管理機能の両方を提供します。

ファブリックインターコネクトは、イーサネットとファイバチャネルの接続をシステム内の

サーバに提供することができます。サーバはファブリックインターコネクトに接続し、LAN
または SANに接続されます。

UCS 6536ファブリックインターコネクトの Cisco UCS Managerは、Cisco UCS Xシリーズコ
ンピューティングノード、BシリーズブレードサーバーとCシリーズラックサーバー、Cisco
UCS Sシリーズストレージサーバーなどと、関連するストレージリソースやネットワークを
サポートします。

高可用性と冗長性は、クラスタモード構成で L1または L2ポートを介してファブリックイン
ターコネクトのペアを相互に接続することで実現できます。

各 Cisco UCS 6536ファブリックインターコネクトは、次の機能を提供します。

• 4つのユニファイドポート（33～ 36）を含む 100G対応の 36の QSFP28ポート。ポート
は以下もサポートします。

• 100G、40G、25G、10G、1Gの速度へのピアデバイスとの自動ネゴシエーション。

•ポートブレークアウトは、イーサネットポート（1～ 32）およびユニファイドポー
ト（33～ 36）でサポートされています。

•イーサネットブレークアウトは、各ポートがブレークアウトケーブルで構成さ
れている場合、スイッチポート 1～ 36でサポートされます。

•ダイナミックイーサネットブレイクアウト機能を使用すると、標準のイー
サネットポートをオンザフライでブレイクアウトポートに変換できるため、

ファブリックインターコネクトをリブートする必要はありません。ダイナ

ミックイーサネットブレイクアウトは、リブートせずにブレイクアウトポー

トを標準のイーサネットポートに戻すこともサポートしています。

• FCブレークアウトは、各ポートが 4ポートブレークアウトケーブルで構成され
ている場合、ポート 33～ 36でサポートされます。例：物理ポート 33の 4つの
FCブレークアウトポートは、1/33/1、1/33/2、1/33/3、および 1/33/4として番号
付けされます。
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ファイバチャネルのサポートは、ユニファイドポート（33～
36）をファイバチャネルブレークアウトポートとして構成する
ことによってのみ利用できます。

（注）

• FCブレークアウトポートは、8Gbs、16Gbps、および 32Gbpsの固定速度で
のピア通信をサポートします。

• 4つの FCブレークアウトポートはすべて、同じ速度で構成する必要があり
ます。QSFPポートの FCブレークアウトポートでの混合速度はサポートさ
れていません。

•ブレークアウトポートを使用すると、ファブリックインターコネクトは、
ファイバチャネルでサポートされる最大 16個の FCポートをサポートでき
ます。

•イーサネットから FCブレークアウトポートへの変換、また
は FCブレークアウトポートをイーサネットに戻すには、ブ
レークアウトタイプを変更した後に再起動/リロードする必
要があります。

• FCoEストレージポートはサポートされていません。

（注）

• 1個の管理ポート (1個の 10/100/1000BASE-Tポート)

•高可用性またはクラスタ構成用の 2つの L1/L2イーサネット RJ-45ポート。イーサネット
ポートは 10/100/1000Mbの速度をサポートします。

• 1個のコンソールポート (RS-232)

• USB 3.0ポート

• CPU：4コア、1.8GHz、Intel第 5世代コアプロセッサ

•メモリ：

• 32 GB DDR4 DIMM

• 128 GB M.2 SSDフラッシュドライブ

• 32 GBのブートフラッシュ（16 MBのプライマリ、および 16 MBのスタンバイ/ゴー
ルデン）

このファブリックインターコネクトには、次のユーザーによる交換が可能なコンポーネントが

含まれています。
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•ファンモジュール（6）は、それぞれがダークグレーのラッチカラーリング
（UCS-FAN-6536）のポート側排気ファンモジュールです。

•電源モジュール（2）。1つの電源モジュール（PSU）は動作用のアクティブモジュール
であり、2番目の PSUは冗長性のためのスタンバイ [1+1]であり、次の選択肢がありま
す。

• 1100 W AC電源とダークグレーのラッチカラーリング（UCS-PSU-6536-AC）

すべてのファンモジュールと電源モジュールは、エアーフロー方

向が同じでなければなりません。

（注）

次の図は、シャーシのポート側のファブリックインターコネクト機能を示します。

40/100ギガビット QSFP28ポート X363LED1

レーン選択ボタン2

このファブリックインターコネクトでサポートされるトランシーバ、アダプタ、およびケーブ

ルを確認するには、『Ciscoトランシーバモジュール互換性情報』を参照してください。

次の図は、シャーシの電源側のファブリックインターコネクト機能を示します。
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1（左）～6（右）の番号が付いたスロットがあるファ
ンモジュール（6）。

21（左）および2（右）の番号が
付いたスロットがある電源モ

ジュール（1または 2個）（図
は AC電源モジュール）。

1

レイヤ 1（L1）イーサネットポート、10/100/100Mb自
動ネゴシエーション。

RJ-45を通じて高可用性（HA）またはクラスタリング
をサポートします。

4レイヤ 2（L2）イーサネット
ポート、10/100/1000Mb自動ネ
ゴシエーション。

RJ-45を通じて高可用性（HA）
またはクラスタリングをサポー

トします。

3

シリアルコンソールポート（RJ45コネクタ）、9600
ボー。

6イーサネットネットワーク管理

ポート（RJ45）、
10/100/1000Mb自動ネゴシエー
ション

5

ビーコン（BCN）LED8USB 3.0/2.0ポート

システムの起動とスクリプトの

ダウンロードをサポート

7

-ステータス（STS）LED9

次の図は、シャーシの側面を示します。
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アースパッド2取り付けブラケットのネジ穴1

ファンと電源がコールドアイルから吸気し、ファブリックインターコネクトを介して冷気を

吹き込み、暖気をホットアイルに排出するように、ポートをホットアイルに配置することを

計画します。

ファンと電源モジュールは現場交換可能です。他のモジュールが取り付けられて稼働している

限り、動作中にファンモジュールまたは電源モジュールを1個交換できます。取り付けられて
いる電源モジュールが1個だけの場合、元の電源モジュールを取り外す前に空きスロットに交
換用の電源モジュールを取り付けることができます。

ファンと電源モジュールはすべて、同じエアーフロー方向になっていなければなりません。そ

うでない場合、ファブリックインターコネクトが過熱しシャットダウンする場合があります。

（注）

ファンと電源にポート側排気エアーフロー（ファンモジュールの場合は青色のカラーリング）

があるため、ポートはホットアイルに配置する必要があります。空気取り入れ口をホットアイ

ルに配置すると、ファブリックインターコネクトが過熱しシャットダウンする場合がありま

す。

注意
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Cisco UCS 6536ファブリックインターコネクトのポートのブレークアウト機能

Cisco UCS 6536 36ポートファブリックインターコネクトは、1ラックユニット（1RU）の
1/10/25/40/100ギガビットイーサネット、FCoE、およびファイバチャネルスイッチで、最大
7.42 Tbpsのスループットと最大 36個のポートを提供します。

CiscoUCS6536ファブリックインターコネクトは、サポートされたブレークアウトケーブルを
使用して、1つの40ギガビット（G）/100Gクアッド小型フォームファクタプラグ可能（QSFP）
ポートを 4つの 10G/25Gポートに分割するサポートをします。このスイッチには、32個の
40/100 Gbpsイーサネットポートと 4個のユニファイドポートがあり、8/16/32 Gbps FC速度で
のブレークアウト後に40/100Gbpsイーサネットポートまたは16個のファイバチャネル（FC）
ポートをサポートできます。ブレークアウト後の 16個の FCポートは、FCアップリンクまた
は FCストレージポートとして動作できます。また、スイッチは QSAを使用して 1 Gbpsの速
度で 2つのポート（ポート 9とポート10）をサポートし、36個のポートすべてが 10または 25
Gbpsのイーサネット接続用にブレークアウトできます。すべてのイーサーネットポートで
FCoEがサポートされる。

ポートブレークアウトは、イーサネットポート（1～ 32）およびユニファイドポート（33～
36）でサポートされています。これらの 40/100Gポートには、2タプルの命名規則で番号が割
り当てられます。40Gから 10Gに、100Gから 25Gに構成を変更するプロセスは、ブレークア
ウトと呼ばれ、[4X]10Gから 40Gの構成に、または [4X]10Gから 40Gの構成に変更するは、構
成解除と呼ばれます。

40Gポートを 10Gポートに、または 100Gポートを 25Gポートにブレークアウトすると、結果
で得られるポートは 3タプルの命名規則を使用して番号が割り当てられます。たとえば、2番
目の 40ギガビットイーサネットポートのブレークアウトポートには 1/31/1、1/31/2、1/31/3と
1/31/4という番号が割り当てられます。

FCブレークアウトは、各ポートが 4ポートブレークアウトケーブルで構成されている場合、
ポート 36～ 33でサポートされます。例:物理ポート 33の 4つの FCブレークアウトポート
は、1/33/1、1/33/2、1/33/3、および 1/33/4として番号付けされます。

ファイバチャネルのサポートは、ユニファイドポート（36～33）をファイバチャネルブレー
クアウトポートとして構成することによってのみ利用できます。

（注）

次の図は、Cisco UCS 6536ファブリックインターコネクトの背面図を表しています：

図 6 : Cisco UCS 6536ファブリックインターコネクトの背面図

次の図は、ポートと LEDを含む Cisco UCS 6536ファブリックインターコネクトの背面図を表
しています：
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図 7 : Cisco UCS 6536ファブリックインターコネクトの背面図

ポート 33〜 36

ユニファイドポートは、10 Gbps/25
Gbps/40Gbps/100Gbpsイーサネットの
ポート速度で動作できます。

または

8 Gbps/16 Gbps/32 Gbpsファイバチャ
ネル（FC）。

ブレークアウトケーブルを使用する

と、これらのポートはそれぞれ、4 x
10 Gbps/4 x 25 Gbpsのイーサネット、
または 4 x 8 Gbps/4 x 16 Gbps/4 x 32
Gbpsの FCポートとして動作できま
す。

2ポート 1～ 32

アップリンクポートは、10Gbps/25
Gbps/40 Gbps/100 Gbpsのポート速
度で動作可能なイーサネットポー

トです。

ブレークアウトケーブルを使用する

と、これらのポートはそれぞれ、4
x 10 Gbps/4 x 25 Gbps/1 x 40 Gbps/1
x 100 Gbpsのイーサネットまたは
FCoEポートとして動作します。

1

システム環境 (ファンの障害) LED4ポート 1～ 36。

アップリンクポートとイーサネット

ブレイクアウトポートとして構成

できるユニファイドポートは、10
Gbps/25 Gbps/40 Gbps/100 Gbpsの
ポート速度で動作可能です。

ブレークアウトケーブルを使用する

と、これらのポートはそれぞれ、4
x 10 Gbps/4 x 25 Gbps/1 x 40 Gbps/1
x 100 Gbpsのイーサネットまたは
FCoEポートとして動作します。

3

ビーコン（BCN）LED6システムステータス（STS）LED5
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ブレイクアウトポートのガイドライン

次に、Cisco UCS 6536ファブリックインターコネクトsのブレイクアウト機能のガイドライン
を表示します：

•構成ブレークアウト可能なポートは 1～ 36です。

•各ブレークアウトポートの速度を構成することはできません。各ブレークアウトポート
は、ファイバチャネル用に 4 x 8 Gbps/4 x 16 Gbps/4 x 32 Gbpsの速度で構成できます。

•ファイバチャネルブレークアウトの場合、各ブレークアウトポートは 4 x 8 Gbps/4 x
16 Gbps/4 x 32 Gbpsの速度で構成できます。

•イーサネットブレイクアウトの場合、各ブレイクアウトポートは 4 x 10 Gbps/4 x 25
Gbpsの速度で構成できます。

•ファイバチャネルブレークアウトポートはサポートされていますが、ファイバチャネル
ダイレクトポートはサポートされていません。

• FCブレークアウトポートは 1/36～ 1/33に構成できます。FCブレークアウトポート（36
～ 33）は、前のポートが FCブレークアウトポートでない限り構成できません。また、単
一の（個別の）FCブレークアウトポートの構成もサポートされています。

•サポートされているファブリックインターコネクトポート（1～36）のいずれかのブレー
クアウトモードがイーサネットブレイクアウトの場合、ファブリックインターコネクト

のリブートを引き起こしません。

•サポートされているファブリックインターコネクトポート（36～ 33）のいずれかのブレ
イクアウトモードがファイバチャネルアップリンクブレイクアウトの場合、ファブリッ

クインターコネクトはリブートします。

•ブレイクアウトポートはトラフィックモニタリングの接続先としてサポートされていま
す。

•ポート1～36は、サーバーポート、FCoEアップリンクポート、アプライアンスポート、
およびモニタポートとして構成できます。

•ポート 36～ 33は、ユニファイドポートとして構成されている場合、FCアップリンク
ポートまたは FCストレージポートとしても構成できます。

Cisco UCS 6400シリーズファブリックインターコネクト

Cisco UCS 6400シリーズファブリックインターコネクトの概要

Cisco UCS 6400シリーズファブリックインターコネクトは、UCSシステムにネットワークの
接続性と管理機能を提供します。ファブリックインターコネクトは、システム内のサーバ、

ファブリックインターコネクトに接続するサーバ、およびLAN/SANに接続するファブリック
インターコネクトに、イーサネットおよびファイバチャネルを提供します。
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Cisco UCS 6400シリーズファブリックインターコネクトのそれぞれがCisco UCSManagerを実
行し、すべての Cisco UCS要素を完全に管理します。ファブリックインターコネクトは、
40/100ギガビットアップリンクポートを備えたファブリックで 10/25ギガビットポートをサ
ポートします。Cisco UCS 6400シリーズファブリックインターコネクトを、各デバイスの
L1または L2ポート経由で別の Cisco UCS 6400シリーズファブリックインターコネクトに接
続すると、高可用性を実現できます。

Cisco UCS 6400シリーズファブリックインターコネクトの構成は次のとおりです。

• Cisco UCS 6454ファブリックインターコネクトについて

• Cisco UCS 64108ファブリックインターコネクトについて

Cisco UCS 6400シリーズファブリックインターコネクトは、Cisco UCS Bシリーズブレード
サーバー、UCS 5108Bシリーズサーバーシャーシ、Cシリーズラックサーバー、およびUCS
Sシリーズストレージサーバーをサポートします。

Cisco UCS 64108ファブリックインターコネクト

Cisco UCS 64108ファブリックインターコネクトは 2 RU top-of-rack (TOR)スイッチであり、
Cisco Rシリーズラックなどの標準的な 19インチラックにマウントできます。

高密度 Cisco UCS 64108ファブリックインターコネクトには 96 10/25 Gb SFP28ポートと 12
40/100 Gb QSFP28ポートがあります。各 40/100 Gbポートは、4 x 10/25 Gbアップリンクポー
トにブレイクアウトをできます。ポート 1 ~ 16は、10/25 GbEまたは 4/8/16/32Gのファイバ
チャネル速度をサポートするユニファイドポートです。ポート 89 ~ 96は 1Gbpsイーサネット
速度をサポートします。

Cisco UCS 64108ファブリックインターコネクトは次のいずれかをサポートします。

• 8個の FCoEポートチャネル

•または 4個の SANポートチャネル

•または 4個の SANポートチャネルおよび 4個の FCoEポートチャネル

この Cisco UCS 64108ファブリックインターコネクトは、1個のネットワーク管理ポート、初
期構成の設定用に 1個の RS-232シリアルコンソールポート、および構成の保存およびロード
用に 1個の USBポートを備えています。また FIは、高可用性設定を保証する 2個のファブ
リックインターコネクトを接続するための L1/L2ポートを含みます。

Cisco UCS 64108ファブリックインターコネクトにはまた、次から構成されているCPUボード
も含まれています。

• Intel Xeonプロセッサ、6コア

• 64 GBの RAM

• 8 MBの NVRAM（NVRAMチップ x 4）

• 128 GB SSD（ブートフラッシュ）
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図 8 : Cisco UCS 64108ファブリックインターコネクトの背面図

ポート 17 ~ 88

(10/25GbpsイーサネットまたはFCoE)

2ポート 1～ 16

ユニファイドポート：

• 10/25Gbpsイーサネットまたは
FCoE

• 8/16/32Gbpsファイバチャネル

1

アップリンクポート 97 ~ 108（40/100
Gbpsイーサネットまたは FCoE）

ブレークアウトケーブルを使用する

と、4x10/25Gbpsのイーサネットポー
トまたは FCoEアップリンクポートが
存在これらのポートの各ことができま

す。

4ポート 89 ~ 96

• 10/25Gbpsイーサネットまたは
FCoE

• 1 Gbpsイーサネット

3

システムステータス LED6システム環境 (ファンの障害) LED5

ビーコン LED7

Cisco UCS 64108ファブリックインターコネクトには 2個の電源 (1+1の冗長構成)および 3個
のファン (2+1の冗長構成)があります。
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図 9 : Cisco UCS 64108ファブリックインターコネクトの前面図

RS-232シリアルコンソールポート
(RJ-45コネクタ)

2冷却ファン：

(ホットスワップ可能な冗長構成の2+1
ファントレイ)

1

USBポート4ネットワーク管理ポート (RJ-45コネク
タ)

3

電源装置

2個の同一 AC、あたは DC PSU、ホッ
トスワップ可能、1+1冗長構成)

62穴設置ラグ用の設置パッド (保護ラベ
ルの下)

5

ビーコン LED8L1/L2高可用性ポート（RJ-45コネク
タ）

7

システムステータス LED9

Cisco UCS 64108ファブリックインターコネクトのポートのブレークアウト機能

ブレークアウトポートについて

Cisco UCS 64108ファブリックインターコネクトは、サポートされたブレークアウトケーブル
を使用して、1つの QSFPポートを 4つの 10/25Gポートに分割できます。UCS 64108ファブ
リックインターコネクトで、デフォルト 12ポートが 40/100 Gモードにします。これらはポー
ト 97 ~ 108です。これらの 40/100Gポートには、2タプルの命名規則で番号が割り当てられま
す。たとえば、2番目の 40Gポートには 1/99という番号が割り当てられます。40Gから 10G
に、100Gから25Gに設定を変更するプロセスは、ブレークアウトと呼ばれ、[4X]10Gから40G
の設定に、または [4X]10Gから 40Gの設定に変更するは、設定解除と呼ばれます。これらの
ポートは、アップリンクポート、アプライアンスポート、サーバーポート（FEXを使用）、
および FCoEストレージポートとして使用できます。

40Gポートを 10Gポートに、または 100Gポートを 25Gポートにブレークアウトすると、結果
で得られるポートは 3タプルの命名規則を使用して番号が割り当てられます。たとえば、2番
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目の 40ギガビットイーサネットポートのブレークアウトポートには 1/99/1、1/99/2、1/99/3、
1/99/4という番号が割り当てられます。

Cisco UCSマネージャリリース 4.2(3b)以降、イーサネットブレイクアウトポートを構成して
もファブリックインターコネクトリブートになりません。

次の図は、Cisco UCS 64108シリーズファブリックインターコネクトの背面図を表しており、
これにはブレークアウトポート機能をサポートしているポートが含まれています。

図 10 : Cisco UCS 64108ファブリックインターコネクトの背面図

ポート 1 ~ 96。各ポートは、10 Gbps
または 25 Gbpsイーサネットまたは
FCoE SFP28ポートとして動作できま
す。

2ポート 1～ 16。ユニファイドポー
トは、10/25Gbpsのイーサネットま
たは 8/16/32 Gbpsファイバチャネ
ルとして動作できます。FCポート
は、4つのグループに変換されま
す。

ユニファイドポート：

• 10/25Gbpsイーサネットまたは
FCoE

• 8/16/32Gbpsファイバチャネル

1

ポート 89 ~ 96

• 10/25 Gbpsイーサネットまたは
FCoE

• 1 Gbpsイーサネット

4アップリンクポート 97～ 108。各
ポートは、40 Gbpsまたは 100 Gbps
のイーサネットポートまたはFCoE
ポートとして動作できます。ブレー

クアウトケーブルを使用すると、

これらのポートの各は 4 x 10 Gbps
または 4 x 25 Gbpsのイーサネット
またはFCoEポートとして動作しま
す。

ポート 97～ 108は、UCSサーバ
ポートではなく、イーサネットまた

は FCoEアップリンクポートに接
続するときに使用できます。

3
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システムステータス LED6システム環境 (ファンの障害) LED5

ビーコン LED7

ブレイクアウトポートのガイドライン

次に、Cisco UCS 64108のファブリックインターコネクトのブレイクアウト機能のガイドライ
ンを示します。

•ブレイクアウト設定可能なポートは 97 ~ 108です。

•各ブレークアウトポートの速度を設定することはできません。各ブレークアウトポートが
autoモードでです。

•ブレイクアウトポートは、トラフィックモニタリングの宛先としてサポートされていま
せん。

• 40/100Gにあるポート 97〜 108は、アップリンク、FCoE、またはアプライアンスポート
として構成することが可能です。10/25Gへのブレークアウト後のポート97〜108は、アッ
プリンク、アプライアンス、FCoE、または直接接続ラックサーバー接続用に設定できま
す。

Cisco UCS 6454ファブリックインターコネクト

Cisco UCS 6454ファブリックインターコネクト (FI)は 1 RU top-of-rackスイッチであり、Cisco
Rシリーズラックなどの標準的な 19インチラックにマウントできます。

Cisco UCS 6454ファブリックインターコネクトには、48個の 10/25 GB SFP28ポート (16個の
ユニファイドポート)と、6個の 40/100 GB QSFP28ポートが搭載されています。各 40/100 Gb
ポートは、4 x 10/25 Gbアップリンクポートにブレイクアウトをできます。16個のユニファイ
ドポートは、10/25 GbEまたは 4/8/16/32Gのファイバチャネル速度をサポートします。

Cisco UCS 6454ファブリックインターコネクトは、Cisco UCS Manager 4.0(1) and 4.0(2)で 8個
のユニファイドポート (ポート 1～ 8)をサポートしていますが、その後 16個のユニファイド
ポート (ポート 1～ 16)をサポートします。

（注）

Cisco UCS 6454ファブリックインターコネクトは、次の機能をサポートします。

•最大 8個の FCoEポートチャネル

•または 4 SANポートチャネル

•または最大 8個の SANポートチャネルと FCoEポートチャネル (それぞれ 4個)

この Cisco UCS 6454ファブリックインターコネクトは、1個のネットワーク管理ポート、初
期構成の設定用に 1個のコンソールポート、および構成の保存およびロード用に 1個の USB
ポートを備えています。また FIは、高可用性を保証する 2個のファブリックインターコネク
トを接続するための L1/L2ポートを含みます。
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Cisco UCS 6454ファブリックインターコネクトにはまた、次から構成されている CPUボード
も含まれています。

•インテル Xeon D-1528 v4プロセッサ、1.6 GHz

• 64 GBの RAM

• 8 MBの NVRAM（NVRAMチップ x 4）

• 128 GB SSD（ブートフラッシュ）

図 11 : Cisco UCS 6454ファブリックインターコネクトの背面図

ポート17～44（10/25Gbpsイーサネッ
トまたは FCoE）

（注）

リリース 4.0(4)以前の Cisco UCS
Managerを使用している場合、ポート
9～ 44は 10/25 Gbpsイーサネットま
たは FCoEです。

2ポート 1～ 16 (ユニファイドポー
ト 10/25 Gbpsイーサネットまたは
FCoEまたは 8/16/32 Gbpsファイバ
チャネル)

（注）

リリース 4.0(4)以前の Cisco UCS
Managerを使用している場合、1 ~
8ポートのみがUnified Portsです。

1

アップリンクポート 49～ 54（40/100
Gbpsイーサネットまたは FCoE）

適切なブレークアウトケーブルを使用

すると、4 x 10/25 Gbpsのイーサネッ
トポートまたは FCoEアップリンク
ポートが存在これらのポートの各こと

ができます。

4ポート 45～ 48（1/10/25 Gbpsイー
サネットまたは FCoE）

3

Cisco UCS 6454ファブリックインターコネクトのシャーシは、2つの電源モジュールと 4つの
ファンを備えています。2つのファンが前面から背面へのエアフローを提供します。

図 12 : Cisco UCS 6454ファブリックインターコネクトの正面図
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ファン 1～ 4（シャーシ前面に向かって
左から右）

2電源モジュールと電源コードコネクタ1

L1ポート、L2ポート、RJ45、コンソー
ル、USBポート、および LED

3

Cisco UCS 6454ファブリックインターコネクトのポートのブレークアウト機能

ブレークアウトポートについて

Cisco UCS 6454ファブリックインターコネクトは、サポートされたブレークアウトケーブル
を使用して、1つの QSFPポートを 4つの 10/25Gポートに分割できます。これらのポートを
アップリンクポートの 10/25 Gスイッチに接続するとしてのみ使用できます。UCS 6454ファ
ブリックインターコネクトで、by default(デフォルトで、デフォルトでは) 6ポートが 40/100 G
モードにします。これらは、ポート 49に 54です。これらの 40/100Gポートには、2タプルの
命名規則で番号が割り当てられます。たとえば、2番目の 40Gポートには 1/50という番号が割
り当てられます。40Gから 10Gに、100Gから 25Gに設定を変更するプロセスは、ブレークア
ウトと呼ばれ、[4X]10Gから 40Gの設定に、または [4X]10Gから 40Gの設定に変更するは、設
定解除と呼ばれます。

40Gポートを 10Gポートに、または 100Gポートを 25Gポートにブレークアウトすると、結果
で得られるポートは 3タプルの命名規則を使用して番号が割り当てられます。たとえば、2番
目の 40ギガビットイーサネットポートのブレークアウトポートには 1/50/1、1/50/2、1/50/3、
1/50/4という番号が割り当てられます。

Cisco UCSマネージャリリース 4.2(3b)以降、イーサネットブレイクアウトポート構成は、
ファブリックインターコネクトリブートを引き起こしません。

次の図は、Cisco UCS 6454シリーズファブリックインターコネクトの背面図を表しており、
これにはブレークアウトポート機能をサポートしているポートが含まれています。

図 13 : Cisco UCS 6454ファブリックインターコネクトの背面図

ポート17～44（10/25Gbpsイーサネッ
トまたは FCoE）

2ポート 1～ 16 (ユニファイドポー
ト 10/25 Gbpsイーサネットまたは
FCoEまたは 8/16/32 Gbpsファイバ
チャネル)

1

アップリンクポート 49～ 54（40/100
Gbpsイーサネットまたは FCoE）

4ポート 45～ 48（1/10/25 Gbpsイー
サネットまたは FCoE）

3
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ブレイクアウトポートのガイドライン

次に、Cisco UCS 6454のファブリックインターコネクトのブレイクアウト機能のガイドライ
ンを示します。

•ブレイクアウト設定可能なポートは 49 54です。

•各ブレークアウトポートの速度を設定することはできません。各ブレークアウトポートが
autoモードでです。

•ブレイクアウトポートは、Cisco UCSManagerリリース 4.0(2)で、トラフィックモニタリ
ングの宛先としてサポートされていません。

• 40/100Gにあるポート 49〜 54は、アップリンク、FCoE、またはアプライアンスポート
として構成することが可能です。10/25Gへのブレークアウト後のポート 49〜 54は、アッ
プリンク、アプライアンス、FCoE、または直接接続ラックサーバー接続用に設定できま
す。

Cisco UCSファブリックインターコネクトのポート
Cisco UCSファブリックインターコネクトのポートの概要

CiscoUCSファブリックインターコネクトは、イーサネット、ファイバチャネル（FC）、およ
びファイバチャネル overイーサネット（FCoE）のさまざまなポート構成をサポートする、柔
軟で高性能なネットワーキングソリューションを提供します。固有の機能はモデルおよび世代

によって異なります。

ファブリックインターコネクトのモデルごとのポートの詳細

このセクションでは、CiscoUCSファブリックインターコネクトの各モデルの固有のポート構
成と機能について詳しく説明します。

• Cisco UCS 6664ファブリックインターコネクト

Cisco UCS 6664ファブリックインターコネクトは、柔軟で高性能なネットワーキング向
けに設計された 64のポートを備えています。

•ポート 1～ 24：イーサネット、FCoE、ストレージ接続用に 40/100Gbpsをサポートし
ます。

•ポート 25～ 40（ユニファイドポート）：10/25Gbpsイーサネットまたは 16/32/64Gbps
ファイバチャネル（FC）の構成をサポートします。

•ポート 41～ 64：40/100 Gbpsイーサネットの設定をサポートします。ポート 49～ 64
はMACsecセキュリティを備えています。

• Cisco UCSファブリックインターコネクト 9108 100G（Cisco UCS Xシリーズダイレク
ト）

•ポート 1 & 2：すべての SAN機能と構成を管理するユニファイドポートとして機能
します。
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• 100Gイーサネットポート [1～ 8]：25Gx4 SFP28互換のブレークアウトポートまた
は 4x10Gポートとして構成することもできます。

• 32Gファイバチャネルポート [1および 2]：8Gx4 SFP28互換のブレークアウトアウ
トポートとして構成し、ファイバチャネル接続を強化することもできます。

• Cisco UCS 6536ファブリックインターコネクト

Cisco UCS 6536ファブリックインターコネクトのポートは、イーサネットまたはファイ
バチャネルトラフィックを伝送するように設定できます。ポート33-36のみ構成してファ
イバチャネルトラフィックを伝送できます。ポートを設定するまでは、Cisco UCSドメイ
ンでそれらのポートを使用できません。

• Cisco UCS 6400シリーズファブリックインターコネクト

Cisco UCS 6400シリーズファブリックインターコネクトのポートは、イーサネットまた
はファイバチャネルトラフィックを伝送するように設定できます。CiscoUCS6400シリー
ズファブリックインターコネクトは、Cisco UCS Manager 4.0(1)および 4.0(2)で 8個のユ
ニファイドポート (ポート 1～ 8)をサポートしていますが、リリース 4.0(4)以降のリリー
スでは 16個のユニファイドポート (ポート 1～ 16)をサポートします。

ポート 1～ 16は、ファイバチャネルトラフィックを伝送するように構成できます。ポー
トを設定するまでは、Cisco UCSドメインでそれらのポートを使用できません。

構成に関する備考

ファブリックインターコネクトのポートを設定すると、管理状態が自動的に有効に設定されま

す。ポートが他のデバイスに接続されている場合は、これによってトラフィックが中断される

ことがあります。ポートの設定が完了したら、そのポートを有効または無効にできます。

次の表は、CiscoUCSファブリックインターコネクトをサポートするポートについてまとめて
います。

第 6世代Cisco UCS Xシ
リーズダイレ

クト

第 5世代第 4世代

Cisco UCS
6664ファブ
リックイン

ターコネクト

Cisco UCS
ファブリック

インターコネ

クト 9108
100G

Cisco UCS
6536

Cisco UCS
64108

Cisco UCS
6454

項目

64ポート8ポート36ポートファ
ブリックイン

ターコネクト

108ポート
ファブリック

インターコネ

クト

54ポートファ
ブリックイン

ターコネクト

説明

2 RU1 RU1 RU2 RU1 RUフォームファ

クタ

Cisco UCS Managerリリース 6.0スタートアップガイド
37

概要

Cisco UCSファブリックインターコネクトのポート



第 6世代Cisco UCS Xシ
リーズダイレ

クト

第 5世代第 4世代

• 16x
10G/25G
ポート

• 48x 100G
ポート

は、
QSA/QSA28
モジュー

ルを使用

して

10/25Gを
サポート

します

—10G/25G/40G/100G
インターフェ

イス ×36

（注）

144個のブ
レークアウト

ポート

（36x4）

10G/25Gイン
ターフェイス
×96

10G/25Gイン
ターフェイス
×48

固定 10 GBイ
ンターフェイ

スの数

16ポート 1～ 24

（注）

16個のブレー
クアウトポー

ト（4x4）

16

ポート 1～ 16

16

この FIは、
Cisco UCS
Manager 4.0(1)
and 4.0(2)で 8
個のユニファ

イドポート

(ポート 1～ 8)
をサポートし

ていますが、

その後 16個の
ユニファイド

ポート (ポート
1～ 16)をサ
ポートしま

す。

ユニファイド

ポートの数

10G/25Gまた
は
16G/32G/64G-FC

10G/25G/40G/100G
または
8G/16G/32G-FC

10G/25G/40G/100G
または
8G/16G/32G-FC

10G/25Gまた
は
8G/16G/32G-FC

10G/25Gまた
は
8G/16G/32G-FC

Gbps単位のユ
ニファイド

ポート速度

——3640G/100G ×1240G/100G ×640Gbpsポート
の数

ポート 25～
40

ポート 1～ 2ポート 33〜
36

ポート 1～ 16ポート 1～ 16ユニファイド

ポートの範囲
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第 6世代Cisco UCS Xシ
リーズダイレ

クト

第 5世代第 4世代

UCS 2408—UCS 2408UCS 2408UCS 2408IOMとの互換
性

Cisco Nexus
93180YC-FX3

—Cisco Nexus
93180YC-FX3

Cisco Nexus
93180YC-FX3

Cisco Nexus
93180YC-FX3

FEXとの互換
性

Cisco UCS
9108 25G

Cisco UCS
9108 100G

Cisco UCS
9108 25G

Cisco UCS
9108 100G

Cisco UCS
9108 25G

Cisco UCS
9108 100G

Cisco UCS
9108 25G

Cisco UCS
9108 25G

IFMとの互換
性

なし—なしなしなし拡張スロット

43634ファンモ

ジュール

2 (AC)シャーシから

供給

2 (AC)2（AC/DC）2（AC/DC）電源モジュー

ル

移行の制限

いずれの世代の Cisco UCSファブリックインターコネクト（第 4世代、第 5世代、または第 6
世代を含む）についても、現在、CiscoUCSファブリックインターコネクト 9108 100G（Cisco
UCS Xシリーズダイレクト）への移行はサポートされていません。

Cisco UCSファブリックインターコネクトの移行
Cisco UCS Managerはさまざまなファブリックインターコネクトモデル間の移行をサポート
し、シームレスなアップグレードとパフォーマンスの向上を促進します。以下は、サポートさ

れている移行のリストです。

• Cisco UCS 6400シリーズから Cisco UCS 6500シリーズファブリックインターコネクトへ

• Cisco UCS 6454ファブリックインターコネクトから Cisco UCS 6536ファブリックイ
ンターコネクトへ

• Cisco UCS 64108ファブリックインターコネクトから Cisco UCS 6536ファブリックイ
ンターコネクトへ

• UCS Centralによる Cisco UCS 6454ファブリックインターコネクトから Cisco UCS
6536ファブリックインターコネクトへの移行

• UCS Centralによる Cisco UCS 64108ファブリックインターコネクトから Cisco UCS
6536ファブリックインターコネクトへの移行
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• Cisco UCS 6400シリーズから Cisco UCS 6600シリーズファブリックインターコネク
トへ

• Cisco UCS 6454ファブリックインターコネクトから Cisco UCS 6664ファブリッ
クインターコネクトへ

• Cisco UCS 64108ファブリックインターコネクトから Cisco UCS 6664ファブリッ
クインターコネクトへ

• UCSCentralによるCiscoUCS6454ファブリックインターコネクトからCiscoUCS
6664ファブリックインターコネクトへの移行

• UCS Centralによる Cisco UCS 64108ファブリックインターコネクトから Cisco
UCS 6664ファブリックインターコネクトへの移行

• Cisco UCS 6500シリーズから Cisco UCS 6600シリーズ Fabric Interconnectへ

• Cisco UCS 6536から Cisco UCS 6664ファブリックインターコネクトへのファブリッ
クインターコネクト

• UCS Centralによる Cisco UCS 6536から Cisco UCS 6664ファブリックインターコネク
トへのファブリックインターコネクト

• CiscoUCSファブリックインターコネクト 9108 100G（CiscoUCSXシリーズダイレクト）
は現在、他のファブリックインターコネクトに移行できません。

•詳細については、Cisco UCS Manager構成ガイドのリストページにある、対応するCisco

UCSファブリックインターコネクトの移行ガイドを参照してください。

（注）

設定オプション
次の方法で Cisco UCSドメインを設定できます。

•スタンドアロン設定で単一のファブリックインターコネクトとして

•クラスタ設定で冗長性のあるファブリックインターコネクトペアとして

クラスタ設定では、ハイアベイラビリティが実現されます。一方のファブリックインターコ

ネクトが使用不可能になっても、もう一方が代わりを務めます。クラスタ構成をサポートする

のに必要な管理ポート（Mgmt0）接続は 1つだけです。ただし、リンクレベルの冗長性を提供
するには、両方のMgmt0ポートが接続されている必要があります。クラスタの設定では、マ
スターおよびスレーブスロットはプライマリおよび下位として識別されます。

さらに、クラスタ構成では、冗長仮想インターフェイス（VIF）接続のフェールオーバーリカ
バリ時間が大幅に向上します。あるアダプタに、1つのファブリックインターコネクトへのア
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クティブ VIF接続と 2番目のファブリックインターコネクトへのスタンバイ VIF接続が存在
する場合、アクティブ VIFの学習済みMACアドレスは複製されますが、第 2のファブリック
インターコネクトにはインストールされません。アクティブなVIFに障害が発生した場合、第
2のファブリックインターコネクトは複製MACアドレスをインストールし、Gratuitous ARP
メッセージを介してそれをネットワークにブロードキャストして、切り替え時間を短縮しま

す。

クラスタ構成では、管理プレーンに対してのみ冗長性が提供されます。データの冗長性はユー

ザの設定に依存するので、データの冗長性をサポートするにはサードパーティ製のツールが必

要になることもあります。

（注）
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第 3 章

システム要件

•システム要件の概要（43ページ）
•ハードウェア要件（43ページ）
•ブラウザ要件（44ページ）

システム要件の概要
Cisco UCS Managerの初期設定を行う前に、次に示すハードウェア、ブラウザ、ポートの最小
要件を満たしておく必要があります。

ハードウェア要件
Cisco UCS Managerを設定する前に、次の物理的なケーブル配線の要件が満たされることを確
認します。

Cisco UCSファブリックインターコネクトは、ブレードサーバシャーシとのすべてのケーブ
ル配線の集約ポイントとして機能します。次の図は、CiscoUCSファブリックインターコネク
トのクラスタ接続を示しています。

（注）
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図 14 : Cisco UCSファブリックインターコネクトの物理的なケーブル配線

• L1および L2というラベルが付いた統合ポートを使用して、2台のファブリックインター
コネクトを接続します。これらのポートは、データトラフィックの転送用ではなく、2台
のファブリックインターコネクト間のクラスタ情報の複製用に使用されます。

•各ファブリックインターコネクトの管理イーサネットポートから、アウトオブバンドイー
サネット管理ネットワークまたはイーサネットセグメントです。ここからシステム全体の

管理を行うことができます。

•各ブレードシャーシにファブリックエクステンダ（I/Oモジュール）を 2台設置して、
ファブリックインターコネクトへの接続を提供します。

•ブレードサーバシャーシから、I/Oモジュール 1台を最初のファブリックインターコネ
クトに接続します。2台目の I/Oモジュールを 2台目のファブリックインターコネクトに
接続します。ファブリックインターコネクトを設定した後には、それらが「A」および
「B」ファブリックインターコネクトとして指定されます。

I/Oモジュールごとに、1本、2本、4本、または 8本のケーブルを使用してモジュールをファ
ブリックインターコネクトに接続できます。システムの復元力とスループットのために、I/O
モジュールごとに少なくとも 2本の接続を使用することを推奨します。

（注）

ブラウザ要件
Cisco UCSManager GUIにアクセスするには、Windows、Linux RHEL、およびMacOSでサポー
トされているブラウザのいずれかの最新バージョンを使用することを推奨します。

• Microsoft Edge

• Mozilla Firefox

• Google Chrome

• Apple Safari
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HTML 5 UIは、ブラウザあたり 1つのユーザセッションをサポートします。（注）
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第 4 章

初期設定

•初期設定の概要（47ページ）
•コンソールのセットアップ（48ページ）
•管理ポリシーの設定（58ページ）
•装置ポリシーの設定（59ページ）
•ユニファイドポートの設定（59ページ）
•ファブリックインターコネクトサーバポートの設定（60ページ）
• LAN接続の設定（60ページ）
• SAN接続の設定（60ページ）
•ワークロードの定義（61ページ）

初期設定の概要
Cisco UCS Managerの初期設定を開始する前に、このガイドの「Cisco Unified Computing System

の基本事項」セクションおよび「システム要件」セクションを参照してください。

Cisco UCS Managerの初期設定には、次の手順が含まれています。

図 15 : Cisco UCS Manager初期設定の概要

1. コンソールの設定：この手順では、シリアルコンソールを使用して Cisco UCS Managerを
起動します。ファブリックインターコネクトで初期設定ウィザードを実行し、管理用サブ

ネットに 3つの IPアドレスを割り当てます。各ファブリックインターコネクトに 1つず
つ、および Cisco UCSManagerインスタンスを定義し管理可能にする仮想 IPインターフェ
イスに 1つです。この手順の詳細については、次を参照してください。コンソールのセッ
トアップ（48ページ）
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2. 管理ポリシーの設定：この手順では、DNSサーバ、NTP、タイムゾーンなどの管理ポリ
シーを設定します。これらはすべてのコンポーネントが正しく機能するために必要です。

この手順の詳細については、「管理ポリシーの設定（58ページ）」を参照してください。

3. 装置ポリシーの設定：この手順では、CiscoUCSManagerで装置ポリシーを設定して、シャー
シディスカバリを実行します。シャーシディスカバリポリシーでは、I/Oモジュールと
ファブリックインターコネクトの間の最小限の接続数を指定します。この値を明示的に設

定する必要があります。この手順の詳細については、次を参照してください。装置ポリ

シーの設定（59ページ）

4. ユニファイドポートの設定：この手順では、プライマリと従属のファブリックインター
コネクトでユニファイドポートを設定します。ユニファイドポートの設定（59ページ）

5. ファブリックインターコネクトポートの設定：この手順では、ファブリックインターコ
ネクトサーバポートを設定します。この手順の詳細については、以下を参照してくださ

い。ファブリックインターコネクトサーバポートの設定（60ページ）
6. LAN接続の設定：この手順では、ファブリックインターコネクトから初期 LAN接続を確
立します。この手順の詳細については、「LAN接続の設定（60ページ）」を参照してく
ださい。

7. SAN接続の設定：この手順では、ファブリックインターコネクトから初期 SAN接続を確
立します。この手順の詳細については、次を参照してください。 SAN接続の設定（60
ページ）

8. ワークロードの定義：初期設定が終了した後、ワークロードを定義できます。この手順の
詳細については、「ワークロードの定義（61ページ）」を参照してください。

コンソールのセットアップ
CiscoUCSファブリックインターコネクトの初期設定を行う際には、コンソール接続を使用し
ます。単一ドメイン内の複数のファブリックインターコネクト間では、Cisco UCS Managerの
バージョンを同一にする必要があります。サポートされているファームウェアバージョンを確

認するには、最新の『Cisco UCS Managerリリースノート』および『ファームウェア管理ガイ

ド』を参照してください。

はじめる前に

コンソール設定のために必要な次の情報を集めます。

•システム名

• adminアカウントのパスワード。CiscoUCSManagerのパスワードのガイドラインに適合す
る強力なパスワードを選択します。このパスワードフィールドは空にできません。

•管理ポートの IPv4とサブネットマスク、または IPv6アドレスとプレフィックス。

•デフォルトゲートウェイの IPv4または IPv6アドレス。
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• DNSサーバの IPv4または IPv6アドレス（任意）。

•システムのドメイン名（任意）。

インストール方法

GUIまたは CLIを使用して Cisco UCS Managerを設定できます。

参照先インストール方法

GUIを使用したプライマリファブリックイン
ターコネクトの設定（49ページ）

GUI

CLIを使用したプライマリファブリックイン
ターコネクトの設定（53ページ）

CLI

ファブリックインターコネクトの設定

ファブリックインターコネクトの初期設定は、コンソール接続を使用して実行します。単一ド

メイン内のファブリックインターコネクト間では、Cisco UCS Managerのバージョンを同一に
する必要があります。サポートされているファームウェアバージョンを確認するには、最新の

『Cisco UCS Managerリリースノート』および『ファームウェア管理ガイド』を参照してくだ
さい。

GUIを使用したプライマリファブリックインターコネクトの設定

以下に示すプライマリファブリックインターコネクトの設定手順に従うか、または「Cisco
UCS Manager Initial Setup part 1」を視聴します。

Procedure

ステップ 1 ファブリックインターコネクトの電源を入れます。

ファブリックインターコネクトが起動すると、電源投入時セルフテストメッセージが表示さ

れます。

ステップ 2 システムがリースを取得する場合は手順6に移動します。それ以外の場合は次のステップに進
みます。

ステップ 3 コンソールポートに接続します。

ステップ 4 インストール方式プロンプトに guiと入力します。

ステップ 5 システムがDHCPサーバにアクセスできない場合は、次の情報を入力するよう求められます。

•ファブリックインターコネクトの管理ポートの IPv4または IPv6アドレス

•ファブリックインターコネクトの管理ポートの IPv4サブネットマスクまたは IPv6プレ
フィクス。
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•ファブリックインターコネクトに割り当てられたデフォルトゲートウェイの IPv4または
IPv6アドレス

Note
クラスタ設定では、設定時に両方のファブリックインターコネクトに同じ管理インターフェイ

スのアドレスタイプを割り当てる必要があります。

ステップ 6 プロンプトから、WebブラウザにWebリンクをコピーし、Cisco UCS ManagerGUI起動ページ
に移動します。

ステップ 7 Cisco UCS Manager GUI起動ページで [簡易設定（Express Setup）]を選択します。

ステップ 8 [簡易設定（Express Setup）]ページで [初期設定（Initial Setup）]を選択し、[送信（Submit）]
をクリックします。

Note
ファブリックインターコネクト初期セットアップページで、ファブリックインターコネクト

のデフォルトが Intersight管理対象モードに設定されている場合、確認中に変更を選択し、コ
ンソールセットアップ方法のみで必要なモードを再び選択できます。これは、CiscoUCS 6400
シリーズ、6500シリーズファブリックインターコネクトおよびCisco UCSファブリックイン
ターコネクト 9108 100Gにのみ適用されます。

ステップ 9 [クラスタおよびファブリックの設定（Cluster and Fabric Setup）]領域で、

a) クラスタリングを有効にするオプションをクリックします。
b) [ファブリック設定（Fabric Setup）]オプションで [ファブリック A（Fabric A）]を選択し
ます。

c) [クラスタ IPアドレス（Cluster IP Address）]フィールドに、Cisco UCSManagerが使用する
IPv4または IPv6アドレスを入力します。

ステップ 10 [System Setup]領域で、次のフィールドに値を入力します。

説明フィールド

Cisco UCSドメインに割り当てられる名前。

スタンドアロン設定では、システム名に「-A」
が追加されます。クラスタ設定では、ファブ

リックAに割り当てられたファブリックイン
ターコネクトに「-A」が、ファブリック Bに
割り当てられたファブリックインターコネク

トに「-B」が追加されます。

システム名

ファブリックインターコネクト上のAdminア
カウントに使用されるパスワード。

CiscoUCSManagerのパスワードのガイドライ
ンに適合する強力なパスワードを選択します。

このパスワードは空にできません。

[Admin Password]
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説明フィールド

ファブリックインターコネクト上のAdminア
カウントに使用されるパスワード。

[Confirm Admin Password]

ファブリックインターコネクトの管理ポート

のスタティック IPv4または IPv6アドレス。
[Mgmt IP Address]

ファブリックインターコネクトの管理ポート

の IPv4サブネットマスクまたは IPv6プレフィ
クス。

Note
[Mgmt IPAddress]に入力したアドレスタイプ
に基づいて、[Mgmt IPNetmask]または [Mgmt
IP Prefix]の入力が求められます。

[Mgmt IP Netmask]または [Mgmt IP Prefix]

ファブリックインターコネクト上の管理ポー

トに割り当てられるデフォルトゲートウェイ

の IPv4または IPv6アドレス。

Note
[Mgmt IP Address]フィールドに入力したアド
レスタイプに基づいて、システムから [Default
Gateway]アドレスタイプへの入力が求められ
ます。

[Default Gateway]

ファブリックインターコネクトに割り当てら

れる DNSサーバーの IPv4または IPv6アドレ
ス。

DNSサーバーの IP（DNS Server IP）

ファブリックインターコネクトが存在するド

メインの名前。

[Domain Name]

ステップ 11 [送信（Submit）]をクリックします。
セットアップ操作の結果がページに表示されます。

GUIを使用した従属ファブリックインターコネクトの設定

以下に示す従属ファブリックインターコネクトの設定手順に従うか、または「CiscoUCSManager
Initial Setup part 2」を視聴します。
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既存の高可用性クラスタに新しいファブリックインターコネクトを追加するとき（新規インス

トールやファブリックインターコネクトの交換時など）、認証方式がリモートに設定されてい

る限り、新しいデバイスはクラスタにログインできません。新しいファブリックインターコネ

クトをクラスタに正常に追加するには、認証方式を一時的にローカルに設定し、プライマリ

ファブリックインターコネクトのローカル管理者資格情報を使用する必要があります。

Note

Procedure

ステップ 1 ファブリックインターコネクトの電源を入れます。

ファブリックインターコネクトが起動すると、電源投入時セルフテストメッセージが表示さ

れます。

ステップ 2 システムがリースを取得する場合は手順6に移動します。それ以外の場合は次のステップに進
みます。

ステップ 3 コンソールポートに接続します。

ステップ 4 インストール方式プロンプトに guiと入力します。

ステップ 5 システムがDHCPサーバにアクセスできない場合は、次の情報を入力するよう求められます。

•ファブリックインターコネクトの管理ポートの IPv4または IPv6アドレス

•ファブリックインターコネクトの管理ポートの IPv4サブネットマスクまたは IPv6プレ
フィクス。

•ファブリックインターコネクトに割り当てられたデフォルトゲートウェイの IPv4または
IPv6アドレス

Note
クラスタ設定では、設定時に両方のファブリックインターコネクトに同じ管理インターフェイ

スのアドレスタイプを割り当てる必要があります。

ステップ 6 プロンプトから、WebブラウザにWebリンクをコピーし、Cisco UCS ManagerGUI起動ページ
に移動します。

ステップ 7 Cisco UCS Manager GUI起動ページで [簡易設定（Express Setup）]を選択します。

ステップ 8 [簡易設定（Express Setup）]ページで [初期設定（Initial Setup）]を選択し、[送信（Submit）]
をクリックします。

ファブリックインターコネクトは、第 1ファブリックインターコネクトの設定情報を検出し
ます。

ステップ 9 [クラスタとファブリックの設定（Cluster and Fabric Setup）]領域で、

a) [クラスタリングを有効にする（Enable Clustering）]オプションを選択します。
b) [ファブリックの設定（Fabric Setup）]オプションに対して [ファブリック B（Fabric B）]
が選択されていることを確認します。
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ステップ 10 [システム設定（System Setup）]領域の [マスターの Adminパスワード（Admin Password of
Maste）r]フィールドに Adminアカウントのパスワードを入力します。
[Managerの初期設定（Manager Initial Setup）]領域が表示されます。

ステップ 11 [Manager Initial Setup]領域で表示されるフィールドは、第 1ファブリックインターコネクトを
IPv4または IPv6のどちらの管理アドレスで設定したかによって異なります。次のように、設
定に適したフィールドに入力します。

説明フィールド

ローカルファブリックインターコネクトの

Mgmt0インターフェイスの IPv4アドレスを入
力します。

[Peer FI is IPv4 Cluster enabled. Please Provide
Local fabric interconnect Mgmt0 IPv4 Address]

ローカルのファブリックインターコネクトの

Mgmt0インターフェイスの IPv6を入力しま
す。

[Peer FI is IPv6 Cluster enabled. Please Provide
Local fabric interconnect Mgmt0 IPv6 Address]

ステップ 12 [送信（Submit）]をクリックします。

セットアップ操作の結果がページに表示されます。

CLIを使用したプライマリファブリックインターコネクトの設定

Procedure

ステップ 1 コンソールポートに接続します。

ステップ 2 ファブリックインターコネクトの電源を入れます。

ファブリックインターコネクトが起動すると、電源投入時セルフテストメッセージが表示さ

れます。

ステップ 3 設定されていないシステムがブートすると、使用する設定方法の入力を要求するプロンプトが

表示されます。consoleと入力して、コンソール CLIを使用した初期設定を続行します。

ステップ 4 setup と入力して、初期システム設定を続行します。

ステップ 5 y と入力して、初期設定を続行することを確認します。

ステップ 6 管理アカウントのパスワードを入力します。

ステップ 7 確認のために、管理アカウントのパスワードを再入力します。

ステップ 8 yesと入力して、クラスタ構成の初期設定を続行します。

ステップ 9 ファブリックインターコネクトのファブリックを入力します（ A または B）。

ステップ 10 システム名を入力します。

ステップ 11 ファブリックインターコネクトの管理ポートの IPv4または IPv6アドレスを入力します。
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IPv4アドレスを入力する場合は、IPv4サブネットマスクを入力するように求められます。IPv6
アドレスを入力する場合は、IPv6ネットワークプレフィックスを入力するように求められま
す。

ステップ 12 各 IPv4サブネットマスク、または IPv6ネットワークプレフィックスを入力し、Enterキー
を押します。

ファブリックインターコネクトの管理ポート用に入力したアドレスタイプに応じて、デフォ

ルトゲートウェイの IPv4または IPv6アドレスが求められます。

ステップ 13 次のいずれかを入力します。

•デフォルトゲートウェイの IPv4アドレス
•デフォルトゲートウェイの IPv6アドレス

ステップ 14 DNSサーバの IPアドレスを指定する場合は yes を入力し、指定しない場合は no を入力しま
す。

ステップ 15 (Optional) DNSサーバの IPv4または IPv6アドレスを入力します。

アドレスタイプはファブリックインターコネクトの管理ポートのアドレスタイプと同じであ

る必要があります。

ステップ 16 デフォルトのドメイン名を指定する場合は yes を入力し、指定しない場合は no を入力しま
す。

ステップ 17 (Optional)デフォルトドメイン名を入力します。

ステップ 18 設定の概要を確認し、 yes と入力して設定を保存および適用するか、 no と入力して設定ウィ
ザードを初めからやり直して設定を一部変更します。

設定ウィザードのやり直しを選択した場合は、以前に入力した値が角カッコで囲まれて表示さ

れます。以前に入力した値をそのまま使用する場合は、Enterを押します。

Example

次に、コンソールおよび IPv4管理アドレスを使用してクラスタ構成の最初のファブ
リックインターコネクトをセットアップする例を示します。

Enter the installation method (console/gui)? console
Enter the setup mode (restore from backup or initial setup) [restore/setup]? setup
You have chosen to setup a new switch. Continue? (y/n): y
Enter the password for "admin":
Confirm the password for "admin":
Do you want to create a new cluster on this switch (select 'no' for standalone setup or
if you want this switch to be added to an existing cluster)? (yes/no) [n]: yes
Enter the switch fabric (A/B): A
Enter the system name: foo
Mgmt0 IPv4 address: 192.168.10.10
Mgmt0 IPv4 netmask: 255.255.255.0
IPv4 address of the default gateway: 192.168.10.1
Virtual IPv4 address: 192.168.10.12
Configure the DNS Server IPv4 address? (yes/no) [n]: yes
DNS IPv4 address: 20.10.20.10
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Configure the default domain name? (yes/no) [n]: yes
Default domain name: domainname.com

Join centralized management environment (UCS Central)? (yes/no) [n]: no
Following configurations will be applied:
Switch Fabric=A
System Name=foo
Management IP Address=192.168.10.10
Management IP Netmask=255.255.255.0
Default Gateway=192.168.10.1
Cluster Enabled=yes
Virtual Ip Address=192.168.10.12
DNS Server=20.10.20.10
Domain Name=domainname.com

Apply and save the configuration (select 'no' if you want to re-enter)? (yes/no): yes

次に、コンソールおよび IPv6管理アドレスを使用してクラスタ構成の最初のファブ
リックインターコネクトをセットアップする例を示します。

Enter the installation method (console/gui)? console
Enter the setup mode (restore from backup or initial setup) [restore/setup]? setup
You have chosen to setup a new switch. Continue? (y/n): y
Enter the password for "admin":
Confirm the password for "admin":
Do you want to create a new cluster on this switch (select 'no' for standalone setup or
if you want this switch to be added to an existing cluster)? (yes/no) [n]: yes
Enter the switch fabric (A/B): A
Enter the system name: foo
Mgmt0 address: 2001::107
Mgmt0 IPv6 prefix: 64
IPv6 address of the default gateway: 2001::1
Configure the DNS Server IPv6 address? (yes/no) [n]: yes
DNS IP address: 2001::101

Configure the default domain name? (yes/no) [n]: yes
Default domain name: domainname.com

Join centralized management environment (UCS Central)? (yes/no) [n]: no
Following configurations will be applied:
Switch Fabric=A
System Name=foo
Enforced Strong Password=no
Physical Switch Mgmt0 IPv6 Address=2001::107
Physical Switch Mgmt0 IPv6 Prefix=64
Default Gateway=2001::1
Ipv6 value=1
DNS Server=2001::101
Domain Name=domainname.com

Apply and save the configuration (select 'no' if you want to re-enter)? (yes/no): yes

CLIを使用した従属ファブリックインターコネクトの設定

この手順は、管理ポートに対し IPv4または IPv6アドレスを使用して第 2のファブリックイン
ターコネクトをセットアップする方法について説明します。
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新しいファブリックインターコネクトを既存の高可用性クラスタに追加する場合、たとえば、

新規インストール時またはファブリックインターコネクトの交換時に、認証方式がリモートに

設定されている限り、新しいデバイスはクラスタにログインできません。新しいファブリック

インターコネクトをクラスタに正常に追加するには、認証方式を一時的にローカルに設定し、

プライマリファブリックインターコネクトのローカル管理者資格情報を使用する必要があり

ます。

Note

Procedure

ステップ 1 コンソールポートに接続します。

ステップ 2 ファブリックインターコネクトの電源を入れます。
ファブリックインターコネクトが起動すると、電源投入時セルフテストメッセージが表示さ

れます。

ステップ 3 設定されていないシステムがブートすると、使用する設定方法の入力を要求するプロンプトが
表示されます。consoleと入力して、コンソール CLIを使用した初期設定を続行します。

Note
ファブリックインターコネクトによって、クラスタ内のピアファブリックインターコネクト

が検出されます。検出されなかった場合は、L1ポートとL2ポート間の物理接続を調べ、ピア
ファブリックインターコネクトがクラスタ設定でイネーブルになっていることを確認します。

ステップ 4 y と入力して、従属ファブリックインターコネクトをクラスタに追加します。

ステップ 5 ピアファブリックインターコネクトの管理パスワードを入力します。

ステップ 6 従属ファブリックインターコネクト上の管理ポートの IPアドレスを入力します。

ステップ 7 設定の概要を確認し、 yes と入力して設定を保存および適用するか、 no と入力して設定ウィ
ザードを初めからやり直して設定を一部変更します。

設定ウィザードのやり直しを選択した場合は、以前に入力した値が角カッコで囲まれて表示さ

れます。以前に入力した値をそのまま使用する場合は、Enterを押します。

Example

次に、ピアのコンソールおよび IPv4アドレスを使用してクラスタ設定の第 2のファブ
リックインターコネクトをセットアップする例を示します。

Enter the installation method (console/gui)? console
Installer has detected the presence of a peer Fabric interconnect. This Fabric interconnect
will be added to the cluster. Continue (y/n) ? y
Enter the admin password of the peer Fabric Interconnect:
Peer Fabric interconnect Mgmt0 IPv4 Address: 192.168.10.11
Apply and save the configuration (select 'no' if you want to re-enter)? (yes/no): yes
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次に、ピアのコンソールおよび IPv6アドレスを使用してクラスタ設定の第 2のファブ
リックインターコネクトをセットアップする例を示します。

Enter the installation method (console/gui)? console
Installer has detected the presence of a peer Fabric interconnect. This Fabric interconnect
will be added to the cluster. Continue (y/n) ? y
Enter the admin password of the peer Fabric Interconnect:
Peer Fabric interconnect Mgmt0 IPv6 Address: 2001::107
Apply and save the configuration (select 'no' if you want to re-enter)? (yes/no): yes

コンソールのセットアップの確認

SSH経由でファブリックインターコネクトにログインし、CLIを使用してクラスタステータ
スを確認することにより、両方のファブリックインターコネクトの設定が完全であることを確

認できます。この手順では、Cisco UCS Managerの初期セットアップパート 3をご覧いただけ
ます。

次のコマンドを使用して、クラスタの状態を確認します。

出力例目的コマンド

次の例の表示では、両方の

ファブリックインターコネク

トが Up状態、HAが Ready状
態、ファブリックインターコ

ネクト Aがプライマリロー
ル、ファブリックインターコ

ネクト Bが従属ロールです。
UCS-A# show cluster state
Cluster Id:
0x4432f72a371511de-0xb97c000de1b1ada4

A: UP, PRIMARY
B: UP,
SUBORDINATE HA READY

ハイアベイラビリティクラス

タの両方のファブリックイン

ターコネクトの動作状態およ

びリーダーシップロールを表

示します。

show cluster state
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出力例目的コマンド

次の例は、クラスタの拡張状

態の表示方法を示していま

す。

UCSC# show cluster
extended-state
0x2e95deacbd0f11e2-0x8ff35147e84f3de2Start
time: Thu May 16 06:54:22
2013Last election time: Thu
May 16 16:29:28 2015System
Management
Viewing the Cluster State
A: UP, PRIMARY
B: UP, SUBORDINATE

A: memb state UP, lead state
PRIMARY, mgmt services
state: UP
B: memb state UP, lead state
SUBORDINATE,
mgmt services state: UP
heartbeat state PRIMARY_OK
HA READY
Detailed state of the device
selected for HA quorum data:

Device 1007, serial:
a66b4c20-8692-11df-bd63-1b72ef3ac801,
state: active
Device 1010, serial:
00e3e6d0-8693-11df-9e10-0f4428357744,
state: active
Device 1012, serial:
1d8922c8-8693-11df-9133-89fa154e3fa1,
state: active

クラスタの状態に関する拡張

詳細が表示され、通常は問題

のトラブルシューティングに

これが使用されます。

show cluster extended-state

管理ポリシーの設定
初期設定が完了した後、障害、イベント、ユーザ、外部ディレクトリサービス、通信サービ

ス、ライセンスなどのグローバルシステム管理設定を行います。

さまざまな管理ポリシーの設定方法に関する具体的なガイダンスについては、次の表を参照し

てください。

参照先タスク

Cisco UCS Managerアドミニストレーション管

理ガイド

タイムゾーン管理

Cisco UCS Managerインフラストラクチャ管理

ガイド

Cisco UCS Centralへの登録
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参照先タスク

Cisco UCS Managerインフラストラクチャ管理

ガイド

ユーザ管理

Cisco UCS Managerアドミニストレーション管

理ガイド

通信管理

Cisco UCS Managerアドミニストレーション管

理ガイド

（オプション）キー管理

Cisco UCS Managerアドミニストレーション管

理ガイド

ライセンス管理

装置ポリシーの設定
管理ポリシーを設定した後、シャーシ/FEXディスカバリポリシー、電源ポリシー、MACアド
レス変更ポリシー、およびSELポリシーなどの装置ポリシー（機器ポリシー）を設定します。

それぞれの装置ポリシーの設定方法に関する具体的なガイダンスについては、次の表を参照し

てください。

参照先タスク

Cisco UCS Managerインフラストラクチャ管理

ガイド

シャーシ/FEXディスカバリポリシー、電力ポ
リシー、情報ポリシーなどのグローバルポリ

シーの設定

Cisco UCS Managerアドミニストレーション管

理ガイド

SELポリシーの設定

ユニファイドポートの設定
機器ポリシーを設定した後、ユニファイドポートを有効にします。ユニファイドポートを、

最初にプライマリファブリックインターコネクト上で設定し、次に従属ファブリックインター

コネクト上で設定することを推奨します。

ユニファイドポートを設定する方法の具体的なガイダンスについては、次の表を参照してくだ

さい。

参照先タスク

Cisco UCSネットワーク管理ガイドユニファイドポートの設定
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ファブリックインターコネクトサーバポートの設定
ユニファイドポートを設定した後、ファブリックインターコネクトサーバポートを有効にし

ます。

ファブリックインターコネクトサーバポートを設定する方法の具体的なガイダンスについて

は、次の表を参照してください。

参照先タスク

Cisco UCS Managerネットワーク管理ガイドファブリックインターコネクトサーバポート

の設定

（注）

CiscoUCSManagerリリース 3.1(3)以降では、
ファブリックインターコネクトサーバポー

トを自動設定できます。

LAN接続の設定
ファブリックインターコネクトサーバポートを設定した後、ファブリックインターコネクト

イーサネットポートを有効にすることで、LAN接続の初期設定を完了します。

LAN接続を設定する方法の具体的なガイダンスについては、次の表を参照してください。

参照先タスク

Cisco UCS Managerネットワーク管理ガイドファブリックインターコネクトイーサネット

ポートの設定

SAN接続の設定
LAN接続を設定した後、ファブリックインターコネクトFCポートを有効にすることで、SAN
接続の初期設定を完了します。

SAN接続を設定する方法の具体的なガイダンスについては、次の表を参照してください。

参照先タスク

Cisco UCS Managerストレージ管理ガイドファブリックインターコネクト FCポートの
設定
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ワークロードの定義
CiscoUCSManagerの初期設定が完了したら、推奨される順序で次の手順を実行し、ワークロー
ドを定義します。

参照先説明ステップ

Cisco UCS Managerアドミニス

トレーション管理ガイド

CiscoUCSの組織構造により、
CiscoUCSリソースの階層設定
が容易になります。ポリ

シー、プール、およびサービ

スプロファイル用に組織を作

成することができます。どの

リソースカテゴリの場合も、

デフォルト組織は「ルート」

です。必要に応じて、ルート

組織の下に複数のサブ組織を

作成できます。また、サブ組

織の下にネストしたサブ組織

を作成することもできます。

組織階層の定義

Cisco UCS Managerネットワー

ク管理ガイド

CiscoUCSManagerでは、vNIC
や vHBAなどのデバイスの固
有のアイデンティティとリ

ソースを抽象化するために

プールを使用します。また、

サーバプールでは、類似する

サーバ特性に基づいてさまざ

まなサーバをグループに割り

当てることができます。

プールの定義

Cisco UCS Managerネットワー

ク管理ガイド

CiscoUCSには、ハイパーバイ
ザを含む大部分のオペレー

ティングシステムに向けのア

ダプタポリシーが事前に定義

されています。これらの定義

済みポリシーには、アダプタ

のパフォーマンスを最適にす

るための設定が含まれていま

す。

アダプタの設定
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参照先説明ステップ

Cisco UCS Managerサーバ管理

ガイド

CiscoUCSManagerのサーバポ
リシーの設定には、BIOSポリ
シー、ローカルディスク設定

ポリシー、IPMIアクセスポリ
シー、サーバ自動構成などの

サーバ関連のポリシーが含ま

れます。

サーバポリシーの設定

Cisco UCS Managerサーバ管理

ガイド

Cisco UCSサービスプロファ
イルテンプレートは、類似す

る特性を持つ複数のサービス

プロファイルを作成するため

に使われます。

サービスプロファイルテンプ

レートの設定
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付録 A
付録

•推奨事項とベストプラクティス（63ページ）
•設定例（67ページ）
•用語集（67ページ）

推奨事項とベストプラクティス

プール

プールは、ハードウェアリソースを一意に識別するための基本的な構成要素です。これをUCS
管理モデルの基盤として、サービスプロファイルをブレードに関連付けることができるととも

に、完全に同じ IDとプレゼンテーションをアップストリーム LANや SANに提供します。ベ
ストプラクティスの一部として使用されるプールには、次の 3つのセットがあります。

• WWNNおよびWWPNプール：サーバ上のファイバチャネルリソースの一意の IDを提
供します（ファイバチャネルノードおよびポート）。

• MACアドレスプール：ネットワークインターフェイスポートの一意の IDを提供しま
す。

• UUIDプール：シリアル番号またはサービスタグに似た IDを提供します。

CiscoUCSManagerGUIでは、これらのプールが機能別に整理されています。[サーバ（Server）]
タブで管理する UUIDプール、[SAN]タブで管理するWWNNプールとWWPNプール、そし
て [LAN]タブで管理するMACアドレスプールです。

標準的な方法としては、プールを定義して使用します。次の状態を確認してください。

• UUIDプールは、サービスプロファイルを作成するときに参照されます。

• MACアドレスプールは、vNICを作成するときに参照されます。

• WWNNプールは、サービスプロファイルを作成するときに参照されます。

• WWPNプールは、vHBAを作成するときに参照されます。
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同様に、対応するテンプレートオブジェクト（vNIC、vHBA、およびサービスプロファイル）
を作成するときにもプールが参照されます。プール管理を考慮する場合には、トレードオフが

存在します。プールを管理するには、2つのシンプルな方法があります。デフォルトのプール
に入力して使用する方法、またはドメイン全体のプールを作成する方法です。このアプローチ

によって、設定や管理が必要となるオブジェクトの数が減ります。別の方法として、テナント

ごとまたはアプリケーションごとに異なるプールを自由に設定することもできます。この方式

により、テナントやアプリケーションに対して、より具体的なアイデンティティ管理や、より

詳細なトラフィックモニタリングが可能になります。

ポリシー

ポリシーはルールを適用する主要なメカニズムであり、これによって一貫性と再現性が確保さ

れます。包括的なポリシーセットを定義して使用すると、一貫性、制御性、予測可能性、自動

化機能が向上します。以下の項では、ポリシーに関連するさまざまなベストプラクティスにつ

いて説明します。

起動ポリシー

起動ポリシーはサーバのブート（起動）方法を決定し、ブートデバイス、方式、ブート順序を

指定します。

SANブートの従来の使用方法では、SANブートを実行するサーバごとに手動設定が必要です。
100台のサーバをSANブートさせる場合、通常は 100台のサーバを手動で個別に設定する必要
があります。CiscoUCSはこの扱いにくいモデルを転換させて、SANブートを行うサーバの数
に関係なく、SANブートイメージを提供するストレージアレイの数に比例して設定が必要と
なります。ブートポリシーが 1つあり、シングルストレージアレイのWWPNが設定されて
いれば、任意の数のサーバでこれを参照および再利用することができ、他の手動設定が不要に

なります。

可用性に関する Cisco UCSの本質的な価値の多くは SANブートに基づいています。したがっ
て、サービスアベイラビリティを向上させるには、ブートポリシーで SANブートを使用する
ことをベストプラクティスとして最も強く推奨します。

ブートポリシーについては、次のベストプラクティスを参考にしてください。

•緊急の場合やリカバリモードで起動する場合に備えて、ブート順序で CD-ROMを第一位
とします。

• SANブートの場合は、ブート LUNを提供するストレージアレイごとにブートポリシー
を分けて定義します。

•ネットワークブートの場合、ブート順序では SANまたはローカルブートに続けて vNIC
デバイスを最後に定義します。これにより、OSが事前にインストールされていない場合
にのみネットワークブートとインストールを実行できます。
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ホストファームウェアポリシー

すでに説明したとおり、ホストファームウェアポリシーを使用して、BIOS、アダプタROM、
ローカルディスクコントローラの適格なバージョンまたは既知のバージョンを論理サービス

プロファイルに関連付けます。ベストプラクティスは、Cisco UCS Managerのインフラストラ
クチャとサーバソフトウェアリリースに対応する最新パッケージに基づいてポリシーを 1つ
作成し、作成したすべてのサービスプロファイルとテンプレートでそのホストファームウェ

アパッケージを参照することです。物理サーバの障害が発生した場合、他のブレードではサー

ビスプロファイルの再関連付けが生じることがありますが、このベストプラクティスは、物

理サーバの障害とは無関係にサーバの最低レベルのファームウェアバージョンの一貫性を維持

するのに役立ちます。

メンテナンスポリシー

メンテナンスポリシーは、サービスに影響を及ぼす（またはサーバのリブートを必要とする）

設定変更をCisco UCSManagerでどのように扱うかを指定します。メンテナンスポリシーの値
は「immediate」、「userack」、または「timer automatic」です。ベストプラクティスは、
「default」ポリシーを使用せず、代わりに「user-ack」または「timer automatic」のメンテナン
スポリシーを作成および使用して、これらを常にサービスプロファイルまたはサービスプロ

ファイルテンプレート定義の要素とすることです。

ローカルディスクポリシー

ローカルディスクポリシーは、ブレード上のローカルディスクの設定方法を指定します。ベ

ストプラクティスは、SANブート環境にローカルストレージを指定しないことです。これに
より、インストール中にローカルディスクがホストOSに提示されるとき、サービスプロファ
イルの関連付けの問題を予防できます。また、ブレード（特に OSのインストールに使用する
ブレード）からローカルディスクを完全に取り外すこともできます。

スクラブポリシー

スクラブポリシーは、サービスプロファイルの関連付けが解除されたときに、ローカルディ

スクおよびBIOSで何が発生するかを決定します。デフォルトポリシーは「スクラブなし」で
す。ベストプラクティスは、ローカルディスクをスクラブするポリシーを設定することです。

特にサービスプロバイダー、マルチテナントのお客様、ローカルディスクへのネットワーク

インストールを使用している環境ではこれが適しています。

BIOSポリシー

BIOSポリシーを使用すると、通常は起動時にコンソールからのみアクセスできる特殊な CPU
設定を制御できます。Intel Virtualization Technology向けの CPUサポートに依存する VMware
と仮想環境では、対応するポリシーを作成すると、サーバのプロビジョニング時に手動操作が

必要でなくなります。同様に、Intel Turbo Boostまたは Hyper-Threadingの影響を受けやすいア
プリケーションには、専用のBIOSポリシーを参照させることができます。また、「QuietBoot」
を「無効」に設定すると、トラブルシューティングに役立つ診断メッセージが表示されるよう

になります。
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テンプレート

テンプレート関する次のベストプラクティスを参考にしてください。

• Cisco UCSManager GUIでは、サービスプロファイルテンプレートを作成する際にエキス
パートモードを使用して、最適なレベルの制御と定義を実現します。

•テンプレートを作成するときには、事前に定義した従属プールとポリシーを参照します。

vNICテンプレートと vHBAテンプレート

再利用可能な vNICテンプレートと vHBAテンプレートを作成します。これらのテンプレート
では、名前（「fc0-A」など）または広く受け入れられている規則（A側に偶数インターフェ
イス、B側に奇数インターフェイスなど）で終端が反映されます。vNICテンプレートは、
VLANマッピングなどの重要なセキュリティ定義を含むアプリケーション固有のネットワーク
プロファイルだと見なす必要があります。

サービスプロファイルテンプレート

サービスプロファイルテンプレートは、アプリケーション、サービス、またはオペレーティ

ングシステムのクラス、タイプ、またはバージョンの定義として使用されます。

モニタリング

CiscoUCSには、ヘルスモニタリング方式の標準セットが用意されています。その中には syslog
や Simple Network Management Protocol（SNMP）と、関連するMIBs8（getおよび fault trapsの
み、setなし）などがあります。CiscoUCSのモニタリングのベストプラクティスは、SCOM、
OpenView、BPPMなど、よく知られている既存の方式やフレームワークを使用することです。

ネットワークの可用性の保証

ネットワーク可用性のためには、ハードウェアフェールオーバーを使用するか、NICチーミン
グ（またはボンディング）を使用します。ただし両方を同時に使用しないでください。vNIC
およびvHBAテンプレートを定義した後、[LAN（またはSAN）接続テンプレートの使用（Use
LAN (or SAN) Connectivity Template）]を選択してエキスパートモードのサービスプロファイ
ルを作成する際に、それを参照できます。

ESXi 5.5 U2カスタム ISOを FlexFlashにインストールするためのベスト
プラクティス

FlexFLashに ESXi 5.5 U2カスタム ISOをインストールする前に、ISOのインストールの問題を
避けるために、FlexFlashドライブのスクラビング処理を行います。
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コンフィギュレーションのバックアップ

CiscoUCSのコンフィギュレーション（つまり設定/構成）を簡単にバックアップすることがで
きます。GUIまたは自動スクリプトを使って定期的にバックアップするのが適切です。バック
アップには次の 4つのタイプがあります。

説明タイプ

ディザスタリカバリの一環として、システム

全体の復元に使用します。

Fullステート

ロール、Call Home、通信サービス、および分
散仮想スイッチ。

システム設定

サービスプロファイル、VLAN、VSAN、プー
ル、ポリシー、およびテンプレート

論理設定

論理設定とシステム設定すべての構成

論理設定とすべての設定のバックアップでは、Cisco UCS Managerのアイデンティティ（ID）
保存機能を選択して、実際のMACアドレス、WWN、UUID値を保存します。それ以外の場
合、バックアップでは実際のアイデンティティではなく論理プール名だけを参照します。設定

のバックアップに関連するベストプラクティスを次に示します。

•規定済みの復元のために各ドメインをバックアップする際には、ID保存機能を使用しま
す（同じサイトまたはドメイン、あるいは正確なリカバリサイトまたはドメイン）。

•「ゴールド UCSMドメイン構成」テンプレートを作成するときには、ID保存を使用しな
いでください。

設定例
Cisco UCS Managerの設定例については、『設定例とテクニカルノート』を参照してくださ
い。

用語集
AD

Active Directory。分散型ディレクトリサービス。

アダプタポートチャネル

Cisco UCS仮想インターフェイスカード（VIC）から IOMへのすべての物理リンクを 1つ
の論理リンクにグループ化するチャネル。
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BIOS

Basic Input Output System（基本入出力システム）の略。コンピュータシステムで、電源投
入自己診断テストを実行し、システム起動プロセスでマスタブートレコードの検索とロー

ドを行います。

DNS

Domain Name System（ドメインネームシステム）の略。ホスト名をその関連付けられて
いる IPアドレスに変換するために、インターネット全体で使用されるアプリケーション
層プロトコル。

動的 FCoE

Spine-Leafデータセンタースイッチングアーキテクチャを介して FCoEトラフィックを
オーバーレイする機能。ダイナミック FCoEでは、最初のインスタンス化の際に、統合さ
れた方法で Cisco FabricPathネットワーク上で FCoEを実行できます。

イーサネットポート

イーサネットケーブルを接続できるイーサネットノード側の差込口を表す一般的な用語。

通常、イーサネット NICまたは LANスイッチにあります。

ファブリックポートチャネル

CiscoUCSファブリックインターコネクトで定義されるファイバチャネルアップリンク。
1つにまとめられ、ポートチャネルとして設定されます。帯域幅や冗長性を向上させるこ
とができます。

FCoE

Fibre Channel over Ethernet。イーサネットネットワーク上のファイバチャネルフレームを
カプセル化するコンピュータネットワークテクノロジー。これにより、ファイバチャネ

ルプロトコルの特性を保持しながら、ファイバチャネルで 10ギガビットイーサネット
ネットワーク（またはより高速）を使用することができます。この仕様は、情報技術規格

国際委員会 T11 FC BB-5標準（2009年に公開）の一部です。FCoEは、イーサネットの転
送方式とは独立した状態で、イーサネット上でファイバチャネルを直接マッピングしま

す。

ハイパーバイザ

複数のオペレーティングシステム（ゲストオペレーティングシステムと呼ばれる）で 1
台の物理サーバを共有できるようにするソフトウェア。ゲストオペレーティングシステ

ムは仮想マシン内で実行され、基盤となるサーバ物理リソースへのアクセスが均等にスケ

ジュールされます。

IPアドレス（IPバージョン 4）

IPバージョン 4（IPv4）、TCP/IPを使用するホストに割り当てられている 32ビットのア
ドレス。アドレスは、ネットワーク番号、サブネット番号（オプション）、ホスト番号か

ら構成される。ネットワーク番号とサブネットワーク番号の組み合わせはルーティングに

使用され、ホスト番号はネットワーク内またはサブネットワーク内の個別のホストをアド

レス指定するために使用される。
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IPアドレス（IPバージョン 6）

IPバージョン 6（IPv6）で、TCP/IPを使用するホストに割り当てられている 128ビットの
アドレス。アドレスはさまざまな形式を使用しますが、一般的に、IPv4のネットワーク、
サブネット、アドレスのホスト部分に対応するルーティングプレフィックス、サブネッ

ト、インターフェイス IDを使用します。

KVM

キーボード、ビデオ、およびマウス（KVM）

LAN

論理エリアネットワーク。ネットワークメディアを使用して、自宅、学校、コンピュー

タラボ、オフィスビルなどの限定された領域内のコンピュータを相互接続するコンピュー

タネットワーク。LANを定義付ける特性には、ワイドエリアネットワーク（WAN）に比
べて、地理的範囲が狭いこと、電話通信回線をリースする必要がないことなどがありま

す。

論理ユニット番号

論理ユニット番号。コンピュータストレージで、論理ユニットを識別するために使用され

る番号。論理ユニットは、ファイバチャネルや iSCSIなどの SCSIをカプセル化する SCSI
プロトコルによってアドレス指定されるデバイスです。LUNは、テープドライブなどの
読み取り/書き込み操作をサポートするすべてのデバイスで使用できますが、SANで作成
されたときに、論理ディスクを参照するために最もよく使用されます。

MACアドレス

LANに接続するすべてのデバイスに必要な標準化されたデータリンク層アドレス。イー
サネットMACアドレスは 6バイト長で、IEEEによって管理されます。

アウトオブバンド

データと制御のために別個のパスを提供するストレージ仮想化方式。1つのリンクでホス
トに仮想ストレージのイメージを提示し、ホストが別のホストにある物理ストレージから

直接データブロックを取得できるようにします。
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翻訳について
このドキュメントは、米国シスコ発行ドキュメントの参考和訳です。リンク情報につきましては
、日本語版掲載時点で、英語版にアップデートがあり、リンク先のページが移動/変更されている
場合がありますことをご了承ください。あくまでも参考和訳となりますので、正式な内容につい
ては米国サイトのドキュメントを参照ください。


