DARATFLAYE—oOFX S DERTE

ZDOFETIE, CiscoNX-OS TNNA A LETUVAT A Ave—Y aX o VE2RET D HIEIZON
T LET,
ZOEFX, WONKFTHEESNTWHET,
c VAT L AvE—T BX VO, on page 1
VAT A A=Y BX U OFEEFREB L OHHIEE 3 —)
s VAT A AvtE—Y aX U OT 7 4V NERIE, on page 4
VAT AA =V uX L SORE (52—)
c VAT h A vt—Y vX SO EMER, on page 23
cHVIRENDHL AT LA BF U7 Ayb—Y (24 5—2)
VAT A A=Y aXrIORER (25 2—V)
« ZDMDOBEEE (25 R—)

~ —_ s RS » =

DARATL AyE—T AX T DM
VAT AA =X VL CHEEREIIL, AT AT B ANERT HA vE—
VOBEBKELZTANZY) T TEET, WikEyTary, v 7740 BIRVE—K &
AT A EOD Syslog r— "~ X U 2R ETEET,
VAT AAyE—VDT F =<y FBLOT A ABRERT DA v =T OFEIC OV T,
[Cisco NX-OS System Messages Referencel] &2 L T 72 &0,
FI7 N RTIE, TRARFE—IF L By vaiiAyve—YaH AL, a2 77 A2
VAT A AvE—Tkn SR LT,
WDEIN, VAT LAy =V THERASNTWDIEKRELZRLET, BEREEZHETIHA.
VAT AMIFDOLULUTORA v —U B LET,

Table 1: VAT L A v E—SDEKRE
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. Syslogt—/\

LR & EA

1:77—F VRS AL B 23 0 B

2: 7 UT AN T VT 4 IVIREE

3: =5 — T 7 —fkHE

4 ; L LS N

5 @ EFEMEREEET 2Rk
6 : 15 DM A vE—

7T Ry F X T EITRC DO IFTR

FNALZFEKREO, 1. FRIEF 20— 09E, EHO 100 A v E—% NVRAM =
TIZEE LET, NVRAM ~0O X V3B ETXEHA,

A=V HRER LT 7 VT 4 CLEREICESOWTREHT DV AT LAy E—UZRET
TET,

Syslogt—/\
syslog h— 3%, syslog 7' b Z)VIZHASWTU AT A A v —V 5TV E— K VAT
A ETEMELE9, IPv4 £7213 IPv6 @ Syslog — %K 8 DR E T E T,

777V IHNOTRTDOAAL »F Tsyslog V— D[R U EZ TR — T 5729DIZ, Cisco
Fabric Services (CFS) Zf{#iH L T syslog — G EZX AR T 9,

\}

Note [ fjDF X ZWIHIMEERIZ, A v —UWsyslogh—NZEEENDDIE. Xy T —27 D]
Wk <,

+ & 1 7 7% Syslog H—/\

CiscoNX-0OS U U —2 92() LARETIX, VE—h BX o 7 —_"DEX 2T TLS F 7
AR— NERiE AR — b5 X 5T Syslogh—"ERETEET, XD, HARIEOHKEIC
FoTNXOS AAS v F (VITAT ) OTAT T 4T 4 %8bTHZEnTEET,
NX-0S A A v F DA, ZOMEEEIT TLSVI.1 BELONTLSvI2 Z#HR— KL ET,

% 2 7 7¢ Syslog — NDOBEEE TIL, 73 ARGES L UK 5L 24263 % 72 12 TCP/TLS
N7V AR—FBLOEX2 YTy P harvaALET, ZOWELEHTIE. (77
AT RELTH,AREL TV D) CiscoNX-OS 7 /34 AN, B X 7\ F a7 elEkiis A —
F5 (=& LTHEEL TW5) U E— b Syslog— 2% L TEFx 2 7 el sk iz
TNy RER AL TE 5L 012720 £7, BRAEERZbic Ly, ZoMiETIx, &
Fa2 VT AREINLTWVRNR Y NT—7 ETHREXR a7 REEEFEITEET,
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I VATFLAYvE—OOF T DE

DARATLAY

93
YRFL A ve— axvrnxEsEssUHnsE ]

t—oO0X VI MEEFIES L UHIREIE

VATFA A yE— aX U NI OBE FOFEFELHREELIH Y £,

VAT A AvE—VF, TIFNAINTaryy—ABLI0a S 7y A RSN ET,

syslog 4 — NIZEET HRNCH I SND VAT L A vbE—Y (A== NRA Y T 7T 4
T Ayb—URF L TA Y A= E) 13X, syslog P— NICEETEEHA,

Cisco TlE, T _XCOTrERADB Y LX)V ET 740 hOFEEMFFTHZ &2 HESEL T
WET, LR BIFTEVEICERET D &, BRI Tldleisyslog A v E— UMK
IRSNDAEEMERH D F9, ZNOHDORA vE—UiL, BoTnT 7 — L& ET 2 ATEerEN
HO . WEFILTACIC L 2B NI TNy a—T 4 7ORKTHER SN E4, Cisco
T, 774NV FEDH EOL~LD syslog A vE—VEFAR—FLTOERA,

Syslog DH#lIFRIZ XV | securePOAP pem 7 7 A /L4 D LT lX 230 LFICHIBR STV E
T2, X =27 POAP [ pem 7 7 A /L4 & LT 256 XLFDOESEZYR—FLTHET,

CiscoNX-0S U U —2 92(1) LIETIX, VE—bh BX v/ =D F 277 TLS k
FUAR— MNEfR AV AR — T 5 L) IZSyslog — &R ETETET, ZOMEEIX. TLS
v.1 BEXO'TLSv12 ¥R —F LET,

CiscoNX-0S U U —Z 10.2(4)M LARE, TLSv1.3 %3 CiscoNexus 9000 &V — X 77 v K7 4 —
LA v FTYR—FENTWNET,

Cisco NX-OS U U — 2 10.4(3)F LAF, TLSv1.2 & TLS v1.3 721} %% Cisco Nexus 9000 3/ U —
ATT7y N T4 —H AL v TFTHR—FINTWET, syslog®TLSv1.1 B L OTLS V1.0
DY R— MIFELEIHE LT,

*’ZﬂF:LTfIsyslogﬂ‘_/Vﬁ% YNUR GEEHE) A F—T A RAENLTEETE DL L

(29 DI, C&P7m774w_ﬁﬁ#z£&%A#%Di¢ Frio, Bomx

‘U‘“*/Vﬁ) HESNTWDEE, X OERE TE4 0 syslog ﬁ‘iﬁkéﬂé/ﬁm (77—
T TR fﬁﬂ77)/7*—*‘/a/f£<‘:)

ZOHA RTA 3, 2= EROKER X7 77 A MTHEA SN ET,
syslog=1~ > Nlogginglogfile TiZ. 7k#idI725mT (Nlogflash/log) & FEkFeHIZ250T (log)
DOWMGTa sl 77 A NERETEET,

T 7 AN OB T T 7 AL Tmessages] & WO ARIBMTIT BV, Nv o T v 7774
v (FET5546) L& bic, ddete/log % 721X deetelogflash:/log/ =~ > K CTHLZ D7 7
A /LT messages.1, messages.2, messages.3, messages.4 ZHIFRTE EH A,

AR KD 77 7 AV (logginglodfilefile-nameseverity) 5% ET 572D 7B E Y 3
=UTRHYETH, ZOBARZLLDT 7 A /VTHIBREIEIZ L > THIFRTE £9, 2D
Y. syslog o ZIIHERE L £ A,

Tl ZIE, BAZLRLORT 77 AVBERESI, [FU 7 7 A VHBHIBRERIEIC X - THIBR
SNFET, ZHTEMMZHIBRBIETH D720, syslog A v —T &2 I AZ L0 T T 57 A
JNZREERT 121X, =~ N logging logfilefile-name severity # il L ChH A X L v s 7 7
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B o x7sxve—voxvsororirge

ANEHRETLILENHY £7, ZORENVFETINDET, syslog 2 ¥ 7 I13FEITT

TEHEA,

« EBE . syslog lZiZ—A0 XA L —UNERRESNET, 7272 L, NGINX 72 EO—H D
AR T, BB UTC # A L Y= TRRESNET,

* Cisco NX-0S U U — 2 10.3(4a)M LM Cl, syslog 7’1 b =2/L RFC 5424 % A0 9 5 BEAF
®loggingrfc-strict5424 2~ > R (A7 a ) B, ROXIIZHLWF—T—F (full)
ZBINT 52 L TCIESNTWET,
logging rfc-strict 5424 full
ZDOXF—TU— RKEBMT D E, Syslog 7B k2L RFC 5424 FEYEIZ 52 2T HERL L 37,
7272 L. [APP-NAME] [PROCID] [MSG-ID] [STRUCTRED-DATA] 7 A —/L RIZMEMAHH TE R
Bt nilffiZ& v = (-) TREINET,

* CiscoNX-08 U U —210.5 (3) LARETIL, syslog 7' & k =)L RFC 5424 % H3hZ3 2 BEAF
D loggingrfe-strict5424 2~ > K (A7 a ) B, RO L HIIZH LWF—U— K (ute)
ZBINT 5 2 & TR SNNTWET,

logging rfc-strict 5424 utc

ZOF—U—RF&iBiNT 5 &, UTC A7 +—~ v MI&E D Syslog 7'v k@10 RFC
5424 IEHEZ N LET,

WDz~ REMH LT, Syslog 72 b =/ RFC 5424 #E#E|Z UTC R B Coeaic e
922 L TExET : logging ric-strict 5424 utc full,

=JL =

X AE

VAT A A= X T RTGA—EDT T )V REERLET,

RTFLAvE—OX5DTFTIA4IL R
WRDFEIZ,

Table2 T O+ IV FDIRTL A ytE—S AF UG IS5 A—4

NG A—4H T4k

ayy—iuaxys BERKE2 T x—T )

T=HF Xy HRES T R—T v

Oy AN aXr S | BERESORA vy =X I3 x—7 )L

EFEVa—uaxrs

HRES T R—T v

Ty VT axX s

A FX—T )

H A DAZ T HAT

7

Syslog H— S m ¥ 7

F 4=

Syslog ¥—/FE DEAR

il
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22764 yte—vnxvsoiE |

AT LAYE—UAFX S DEE

\)

GE)

Z DOHEBED CiscoNX-0S 1< N, CiscolOS Do~ REITRARZPENHLOTHEEL
TL7EEW,

- RS < — . N “ i El o
R—=ZIFIL Y aADIVATLAYyE—AOFXF D DERTE
BEREICESNHNT, 2V —)b, Telnet, BLOSSHE v a XA vb—U%8T559
ICF A AERETEET,
FIANLNTIE, ¥—IF vty aroaX e i x—7 AT,

)

Note = v —LDAR—L—ER9600R— (F7 4/ 1K) OFA BIED Critical (77 4L ~) v
X7 LMRHERI SNE S, ar Y= mX oS L EER LR LT L L BT T —
AvE—UNERINET, ve¥ 7 Lk P S (Critical XY 6 EBID) (2, 2V —
NDR— L— % 38400 R—ICELTHXLERH Y £,
SUMMARY STEPS
1. terminal monitor
2. configureterminal
3. [no] logging console [severity-level]
4. (Optional) show logging console
5. [no] logging monitor [severity-level]
6. (Optional) show logging monitor
7. [no] logging message interface type ethernet description
8. (Optional) copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose
R 71 |terminal monitor FNRAANaL =N A =V EEHTED L
Example: IZLET,
switch# terminal monitor
Z 5 72 | configure terminal JTa—\ )L a7 4 X2 lb—3ay ®— REEG
Example: LET
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B s—srrtevvavrovzsorve—vaxirons

Command or Action Purpose

switch# configure terminal
switch (config) #

A7 73| [no] logging console [severity-level] BEShEERELZALY HIOEKRED R &

Example: t—YhkarV— )ty a T s 91,
TNAZAERELET, /DIVEIZ, KV EWERKR
EranrLET, EREIZO~7OHMTT,

switch (config)# logging console 3

=
e1:77—F

2: 7 UTF 4

*3: T —

<4 EE

o5 @A

<6 fH

T TNy
HEREPEESNLTORWES, 7740 D2 R

FHENFET, noFFavid, AveE—Vhkay
V=T a ST BTN ADKEER T 4 B —T T

LE7,
2 5w 7 4 | (Optional) show logging console ayY— N aX U IREER R LET,
Example:
switch(config)# show logging console
7w 75 | [no] logging monitor [severity-level] TNAARESNZERELZNLY EIOEKX
Example: JEDA v E—VhEE=FICFRTEDLLIICLE

T, PAEVVEIZ, LV EVWERESRLET, BEX
FEIX 0 ~ 7 O T,

switch (config)# logging monitor 3

o0 : BRA
e1:77—1

2: 70T 4V
*3: =T —

<4 g

« 5 @A

6 : Tk

II VRATLAvE—OFXFUTDH
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Syslog * v £—C DREETT ID DERTE .

Command or Action

Purpose

T TNy

HEIL Telnet BLONSSHE v a icEHA S E
7T
ERENMEESNTORWEA, T 74/ FD 278
FHENET, nodF 7Y a i, Avke—U%
Telnet BELWSSHE Y > g icua 45734 2D
BERELR T 4 E— 7 LI LET,

AT 7 6 | (Optional) show logging monitor FoX XU TREERRLET,
Example:
switch (config)# show logging monitor
R Fw 77 |[no] logging messageinter facetypeethernet description | 3 25 4 2 v+ — a VN, WA —F R v
Example: MV H =T 2 A ABLOYS T A X —T =2 A R
switch(config)# logging message interface type xf Lf?ﬁ%%ﬁbﬂf% D& 5 (z Li—a“’ :O)E}E%
ethernet description X, £ V=T 2 ATREINTZHALFELCE D
T‘a‘o
not 7> a i, WA —HV Ry b A X —Tx
AADVAT I AvE—y aJHNOA X2 —T =
A ABAOHIMEZ T 4 E—T7 M LET,
X 7 8 | (Optional) copy running-config startup-config FITar74FXal—Yark, A¥—K Ty a

Example:

switch (config) # copy running-config startup-config

Y74 X2l —valabt—LET,

Syslog X v E— 2 DEETID DEETE
U E— b syslog h— NTEE SN D syslog A v B—DITHRA ML, IPT RLA £20137F A
R SCFFNE AN % X 912 Cisco NX-0OS Zi%ETE 7,

FIRDEE

configure terminal

(EE)
(EE)

show logging origin-id

logging origin-id {hosthame | ip ip-address| string text-string}

copy running-config startup-config

DRTLAYE—SOFX VT DHRE .
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F IR D

FIE

SRTLAvE—oOX I 0HE |

ARV RFERFTIaY

=)

R 7w 71 |configureterminal su—s L Ay 7 4 ¥ ab—3i gy E— NE Bk
fi LET
switch# configure terminal
switch (config) #

AT 72| ¥ZE: loggingorigin-id {hostname|ip ip-address| string | Y <& — | syslog % —/NZ24(5 &% syslog A v & —
text-string} JIZBMTABEA R, IPT FLA, £1E7% R
Bl R SCERIE SR L E T
switch (config)# logging origin-id string
n9k-switch-abc

ATwF3| ({EE) show logging origin-id U & — | syslog —/NZ2EfE 415 syslog A > —
- VIiAmEhd, REFHDHRA ML, IPT R

) , , o AL EFET IR NUFHNEFR R LET,

switch (config)# show logging origin-id
Logging origin id : enabled (string:
n9k-switch-abc)

ATy 74| ({£&E) copy running-config startup-config FEfrary 74 Xal—rvark, A= T w7 a
Bl - Y7 4Fal—variiar—LET,

switch (config) # copy running-config startup-config

T7ANANDURT LA yE—UDERER

VAT DAy =V ETFTAMITEERT DL T A AERETEEY, 774V P TIE
VAT I A vt — U Nlogflash/log/logfilename IZFEEk SV E T,

FIRDEE

configure terminal

[ no ] logging logfile logfile-name severity-level [ persistent threshold percent | size bytes |

(f£&) show logging info
(f£5)

II VRTLAYE—OOFXF VT DHRE

1
2
3. logging event {link-status| trunk-status} {enable| default}
4
5

copy running-config startup-config



| Y2762y E—nX IORE

F IR D

FIE

I7ANADYRTL 2 vte—onii ]

ARV RFERFTIaY

B8

X w 71 | configureterminal Jau—N)L a7 4 Xal—ay T— REBLG
fi LET
switch# configure terminal
switch (config) #

A7 F2|[no]logging logfile logfile-name severity-level [ FEARIEH F T 1K 22 n 77 7 A NWXT A — 2 %

persistent threshold percent | size bytes |
i
switch (config)# logging logfile my log 6

switch (config)# logging logfile my log 6
persistent threshold 90

ELET,
logfilename : ¥ A7 A A v —YORIFITHEHT 5

R 77 ANDEEIERELET, T 74/ D
7 7 A V4% Tmessage] T,

severity-level : 1 7\ ZEEkT DR/ NOEKE L~V %
RELET, ASVHEIL, EVEWEREZRLE
T T 74N MEISTT, #HIZ0—7 TT,

<0 BRA
e1:77—F
$2: 7 UT AN
*3: T —
<4 EE
«5 @A
<6 : [HH
T TNy T
persistent threshold percent : 4 7°Y 2 C, K=

T 77 ANDLEVMESA—E L F—UERBRELE
4, #PHIL 0~ 99 TT,

()
persistent threshold % 0 (B w) IZRETH &, K«
for L& WMEMRE N IEZhIC 72 0 . L & WMl syslog 134E
S AVER A,

percent|&. Kt 7 7 A N D R—t 2 b LEVVEYA
AeRELET, LEWVEYAXIETDHE, T

F— MEMA vE—URa SICiEInNE T, ki
0777 A NVOMHEHEN 100% IZETLHE, VAT

2765 vte—vnxrinkE [}



B r~ovzxsirve—vorg

SRTLAvE—oOX I 0HE |

ARV RFERETIVa Y

B8

LI syslog A v E—VidmaERE LET, BF
DOuy TrANDNY T T T T 7 A IVDMERK S

N, BESNTZLEWVEO A= 7 —URHEH &
nNa, Lo s 77 A ~OEZIALNPBEBEEN
F9, KT, FILWFPRLAEFS 2Oy 7T v
TT 7 ANDPREFFENET, 5T 7ANVEBZD L,
VAT AIRLEWVLONS T 7 A L EHIRL E

£

GE)
KR X 7%, VAT ARG OWREE T, v
7 7 A Vi Nlogflash/log/[filename] 128 ¥ F 77,

KD show 2~ ROHNIL, KFivn s 77 A %
BBEYHR—FLTWET,

« show logging info

* show logging
HAIZiE, kit 21220 TORD X 5 RIEHRIE
ENET,

Logging logflash: enabled (Severity:

notifications) (threshold percentage:

Logging logfile: enabled

Name - messages: Severity - notifications Size -
4194304

sizebytes: 7 a L LT, K77 AP AR
ZIEELET, #HIL4096 — 4194304 /314 h T,

99)

ATvT3

logging event {link-status| trunk-status} {enable|
default}

1 -

switch (config)# logging event link-status default

A HE =T 2 A A AR "euaX 7 LET,

e link-status : 3XTCT® UP/DOWN X vt —TF8
JTCHANGE X v —V %o ZZEE8k L £,

strunk-status : X CHO KT 7 AT —H A A
—VhRuX S LUET,

eenable: R—h LD 7 4 X2l — 3
vEEEEL TR T EA X —TICT D L
7, BELET,

e default : v > 7 BHIRIGICERE STV A
VE—T 2 A AT, T 74N bOaX L IHRE
EEATLLO, BELET,

ATvT4

(f£&) show logging info

1 -

. VRATLAvE—OFXFUTDH

X IREERTLET,
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ES1-ABEUTTLUT 1 Avte—vonxvsniE [

AU RFERETIVa Y

B8

switch (config)# show logging info

ATwv 75| ({£E) copy running-config startup-config FiTar74Xal—vark, AX—F T v/
51 Y74 Falb—Yavilav—LET,
switch (config)# copy running-config startup-config
Sa— N - g4 — Ss, B ER
EDa—ILELVIT7INTa AyvtE—0OAX T DERTE
EFEVa2a—VBIORT7 7V T AICEOWTCRERT DA v E—VOEREL IS A LAZ T
DHEGZHRETETET,
SUMMARY STEPS
1. configureterminal
2. [no] logging module [severity-level]
3. (Optional) show logging module
4. [no]logging level facility severity-level
5. (Optional) show logging level [facility]
6. (Optional) [no] logging level ethpm
7. [no] logging timestamp {microseconds |milliseconds |seconds}
8. (Optional) show logging timestamp
9. (Optional) copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose
R 71 |configureterminal Ja—N)ar7 4 Xalb—yvay T— NeBth
Example: LET
switch# configure terminal
switch (config) #
A7 72 |[no] logging module [severity-level] BESNZEREZZIIENU EOERETHLE

Example:
switch (config)# logging module 3

Va—ns Ayt—VkA F—TMILET,
FARIETL 0~ 7 O T,

°0:

2y

77— b
7 VT4 v

T —
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Command or Action

Purpose

4
«5: iM%
<6 : TEH

g
o

o

T TRy T

BREMEESNTWRWES, T 74/ D5 R
FRHENET, nod a2 FHTAE, £
Ta—ual Ayve—IU RN T 4 E—T NI E
j‘o

2 T 7 3 | (Optional) show logging module

Example:

switch (config)# show logging module

TV a2 uX U TREERRLET,

X 7 4 |[no] logging level facility severity-level

Example:

switch(config)# logging level aaa 2

BESN-EREFZEIEZNULEOERECTHSIE
EDT7 7oV TahbouX 7 Ayvke—U% A
F—=T W LET, BEREZXO~ 7 OHPHTT,

«0: BA

*1:77—F

2: 7074

3T

<4 EE

« 5 @A

<6 : THH

T TNy T
FMUERKELZTXTO7 7 U7 1 IZ#HAT5HIC
Foal 7y VT 2R LET, 7740 MEZ

S TE, showlogginglevel =~ KA&SRR L T
7230,

not7varaFEHTsE BESNZ772Y

TADORX L TERKENT 74/ O LYY

Ty hEhET, 77V T4 BLOEKREZEE
Lol Ha,. TXTO7 73 UT 4 BRENEN
DT 74NV FEKEIZVEY ENET,

R w 75 | (Optional) show logging level [facility]

Example:

R

T VT4 28I, a XU LULEREB IOV
AT EDT T FNV M LV EFRRLET, 772
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ES1-ABEUTTLUT 1 Avte—vonxvsniE [

Command or Action Purpose

switch (config)# show logging level aaa v %*Eﬁbfﬁﬁ)OfC%éﬁi\ —9’«’\’(0)77?‘/9
TADUNARRRINET,
Note

FEATHERL T authpriv D 1 27 L-ULIE, 104(3)F
X VREIDOY UV —ATiLauthpri & L CERESI, U
U — A 10.4(3)F 751 authpriv & L CFE/RESNE
D

AT v 7 6| (Optional) [no] logging level ethpm LAL3IDA =Ry B R—Fvx—Tx Voo
Example: 7“/70/9 ?/7 &elj:/syslog)( ‘\/'E‘—:‘/“@Di’\::/&v%
AR LET,
itch fi 1 i 1 1 eth; ? o N °
ivg._;:>(con ig)# logging level ethpm no A7 a v a5 LooAf—HF Xy kE— R
O-amerg; 1-alert; 2-crit; 3-err; 4-wam; S-roti f; 6-inform; 7-ddog VX =YX Dsyslog A v E—VIIT T AN FORFE
YT LUV BMER SR ET,
link-down Configure logging level for
link down syslog messages
link-up Configure logging level for
link up syslog messages
switch (config) #logging level ethpm link-down ?
error ERRORS
notif NOTICE
(config)# logging level ethpm link-down error ?
<CR>
(config)# logging level ethpm link-down notif ?
<CR>
switch (config)#logging level ethpm link-up ?
error ERRORS
notif NOTICE
(config)# logging level ethpm link-up error ?
<CR>
(config)# logging level ethpm link-up notif ?
<CR>
25w 77 |[no] logging timestamp {microseconds|milliseconds |y 7/ %4 LA X L FHM AR ELET, 57 4
|seconds} b R TCIE. BN T,
Example: Note
switch(config)# logging timestamp milliseconds Thawy RiE, A4 v TFHNTHREI L WA e s
A SN ET, £, AMBorF T =i
TEA S EE A
AT 7 8| (Optional) show logging timestamp WESINTRX T 2 A LAY TR ZRRLE

Example:

switch(config)# show logging timestamp

‘@40
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. RFC 5424 [Z#EHL L f=O X > 4 syslog DIERK

Command or Action Purpose

R 7 9 | (Optional) copy running-config startup-config Firar74FXalb—rvark, AF4—r7vy 7=
Example: V74 FXal—Iailat—LFET,

switch (config)# copy running-config startup-config

RFC 5424 [Z#H#L L =0 > 4 syslog DIERL
o< Rk, ROFETERTEET
* [no] logging rfc-strict 5424
« show logging rfc-strict 5424

FIEDHE
1. switch(config) #[NO] logging rfc-strict 5424
2. switch(config)# logging rfc-strict 5424
3. switch(config) #show logging rfc-strict 5424
FIIE D
FlE
OV RERETIVa Y B#
A TFw 71 |switch(config) #[N0O] logging rfc-strict 5424 (FF>ay) avry REEZT AN, 2137
DT 74N MCERELET
R T w 72 |switch(config)# logging rfc-strict 5424 Avbt—aX Ll 77 VT A REEL, Ay
Y= VORI D MEDBH D RFC 23 E L ET,
R T 73 |switch(contig) #show logging rfc-strict 5424 RFC 5424 |ZHEHLT 5 syslog R /R L ET

syslog —/\D X E
A\

Note o 2 oif, HEURIENL—T 4 > 7B L OEEE (VRF) A v AX  AZERT 59— LT,
syslog — "ZFRETH Z L A HELE L £9°, VRF OFEMIE#RIC W TiX,  [Cisco Nexus 9000
YU—=ANX-0S 2=F ¥ X b =T 4 VITRENA R 2ZRLTIZE0,

VAT A Ave—UEREETDH, VE—N VAT LAESHT D syslog ——E K KT8 H
RETEET,

. VRTLAYE—OOFXF VT DHRE
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syslog F—/\DE&TE .

\)

Note  CiscoNX-OS U U — A 10.32)F &£ TiX, ==V —P4FEDT 7 4V MlEE AT T 5 & logging
server A< ROFETHOBRIZENLDT 7 4V MERT U X LAETIF BRI FKREIN
TWE L7, 727201, CiscoNX-OS U U —2 103Q2)F LA Tlx, FATHORERICITFICT 7
v RSN DED B DR RSIVET,

el X, Paio ) U —AT, FFEOZ—HF— A3t L, FITHOHEMAD 10g9ging server
1.1.1.1 port 514 facility local7 use-vrf default & W IfEZF /R L TW= XL 5 72¥E4E . Cisco
NX-08 U U—2Z 10.3Q2)F LIFETlE, RICAINTKF L, EITHOMERKIE 10gging server 1.1.1.1
EWVWIEDHRERRFLET, TI7ANVRNAR—bF, TT7HNVE T 7T 4 (local?l) | 77+
JV N VRF 22 E DT 7 4 /v MEBFATHOMRK CRRENLNWIZ LITEE LT ZIN,

SUMMARY STEPS
1. configureterminal
2. [no] logging server host [severity-level [use-vrf vrf-name]]
3. logging source-interface loopback virtual-interface
4. (Optional) show logging server
5. (Optional) copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose
Z 5w 71 | configureterminal Jua—N) a7 4 Falb—ay T— NG
Example: LET

switch# configure terminal
switch (config) #

ATvT2

[no] logging server host [severity-level [use-vrf vrf-name]] | f5iE S /-4 2 b4, IPv4 £721X IPv6 7 KL AT
Example: Syslog h—/"— %4k L £9, usevrf¥—7— K%
T HE, Avt—2 BXr 7% VRE OFED
Syslog H— " —{ZfRETE £ 7, usevrf vrf-name
F—U— RiX. VRFL4 DT 7 4V 72135 HE %
RLET, 774V KN VRFIX, 77 4/L K CEH
VRF T, 7272 L. show-running 2=~ > NiX7 7 +
I RDOVRFZ#Y AR LEHA, BEREIXO~TDH
T,

<0 A

switch(config)# logging server 192.0.2.253

Example:

switch (config)# logging server 2001::3 5 use-vrf
red

e1:7T—h

2: 7 U7 41)L
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SRTLAvE—oOX I 0HE |

Command or Action

Purpose

*3:

H

:7‘__4
=

45

%

i

7
R

TNy

éi

e 6

—

FI7 3NV EDFRIET 7V T 1% locall T,

no 7> aid, fEELEZFRA MDORX S H—
NEHIEELET,

ZOFRPIOBITIEZ, 77U T 4 local7 DT RTD
Ayt —UEiEk LET, 2FBOHFITIL, ERE
MNSLLTFDOA vE—T %, VRFred DFRE S Lz

IPv6 7 R L A2k L FE T,

Note

Zoavwy REBRTDE, ROWTRHOT—

N AT —H APERENFET,

« [#REH (Configured) | : IEF IR S E
L7,

[IT5—FROMYZFEHATLT (Noerors

found) ] : syslog 7% U &— | syslog ¥—/3—(C
EFICERSNISE, ZOAT —F ABRFRR
SNET,

s [—FERIIZEIZEAREE (Temporarily unreachable) |
DRRICHER D DG TOAT—F ANREK
RENFET, L, WEBTIE, Y AT ALk
FOMBEEEEL CET, LI LThHE
DERT DL AT —H A X [T —RNEOM
D FEHATLZE (Noerrorsfound) 1DV F
7T

R w 73 |Required: logging source-interface loopback U E— bk Syslog h—"DEETTA v H—T = A A%
virtual-interface A F—7 M LET, virtual-interface 5130 P IE
Example: 0~ 1023 T7,
switch (config)# logging source-interface loopback]
5
R w 7 4 | (Optional) show logging server Syslog — "\RELFRLET,

Example:

switch(config)# show logging server

. VRTLAYE—OOFXF VT DHRE
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+ & 1 714 Syslog H— /DR TE .

Command or Action

Purpose

ATy TH

(Optional) copy running-config startup-config

Example:

switch (config)# copy running-config startup-config

Fprar 74 Xal—vark, AY—rTvSa
V74X al—valat—LET,

~ > =L ==
t & 2 7 73 Syslog Y —/\MDE&TE
FIEDHE
1. configureterminal
2. [no] logging server host [severity-level [port port-number][secure[trustpoint client-identity
trustpoint-name]][use-vr f vrf-name]]
3. (fEE) logging source-interface interface name
4. (f£&) show logging server
5. ({EE) copy running-config startup-config
FIED %
FIE
ARV RFERETY a3 Y BHY
R w 71 |configureterminal ra—n)ary7 4 Xal—ary F— NG

1

switch# configure terminal
switch (config) #

LET

ATvT2

[no] logging server host [severity-level [port
port-number J[secur e[trustpoint client-identity
trustpoint-name][use-vr f vrf-name]]

i -
switch (config)# logging server 192.0.2.253 secure
i) :

switch (config)# logging server 2001::3 5 secure
trustpoint client-identity myCA use-vrf red

FHESNIEARR MM, HDWITIPvE 721X IPv6 7
R AT Syslog 4 — " E LY, LHEIIEL
T, CAILESTEBASIND I FAT Y N TAT
T AT AFEHEE A A F—/L L. trustpoint
client-identity 47" a &M HT 5 Z & THAERR
A CEET,

Y ¥ 2 TR TLS BRI DT 7 4 /v b saseAR— M 6514
‘/C“jqo

ATvT3

CE=D)!
1

switch (config)# logging source-interface 100

logging sour ce-inter face interface name

UE— bk Syslogh—"DOFEETXA L F—T A A%
AR—=T M LET,

ATvT4

=)
1

show logging server

Syslog % — "GXEZ KR LE T, secure 473 v
ERET LA, Moo= U h T AR= T

DRTLAYE—SOFX VT DHRE .
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DRATLAYvE—CAXUTORE

ARV RFERETIVa Y

B8

switch(config)# show logging server

HERNEEND LRV ET, T 740 F T,
secure 472 3 UINRRE SN TV WA, T v
AR— N UDP T,

ATy Th

(=)
1 -

switch (config) # copy running-config startup-config

copy running-config startup-config

FFar 74 Xal—ark, AFX—KT v a
V74X al—valar—LET,

t % 2 773 Syslog H—/\— D& AL - 0CSP O non-strict E—

CA

FIEDOHE

. VRTLAvE—SOXUTD

REBAZE D

Cisco NX-OS U U —% 9.3(8) Tl¥. OCSP

2 OENH 556 . OCSP i strictE— K

VARVENE DT LTWDHHEA. £7-13 0CSP &
TEMET A7, SSLESIXEM L ET, Lizdio

T, CiscoNX-0OS U U —29.3(9) AR, strict E— REANE TN T HROF LIV~

Y RBEASNELE,

[no] logging secure ocsp strict

)

GE)
a< FOnoBEXEHFEHALET,

7 7 /v kT, strict-mode ZH BN 72> TWE T, non-strict T— R &GN T DL,

ZD

=JL 2

X AE

T 2 7 72 Syslog BRED TR — MZiX, FT A RKRA U FD

=L

HEIZL ST E— K —1%

ARET DD Y £,

1. configureterminal

2. [no] crypto catrustpoint trustpoint-name

3. crypto ca authenticate trustpoint-name

4. (f£&) show crypto ca certificate

5. ({EE) copy running-config startup-config

Ei—]

ax ;&
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castmzazi ]

FE D
FIR
ARV RFERIETY Va3 B#Y
X w 71 | configureterminal JTa—)L a7 4 X2 lb—3ay e— REELG
1 - LET
switch# configure terminal
switch (config) #
R w 72 |[no] crypto catrustpoint trustpoint-name SR RNRA Y FEBRELET,

1

switch (config)# crypto ca trustpoint winca
switch (config-trustpoint) #

G¥)
7 A RRA > b ORBREDHTT ip domain-name % 7%
ETOUNENDY £7,

ATvT3

WAZE: crypto ca authenticate trustpoint-name

1

switch (config-trustpoint)# crypto ca authenticate
winca

A RRA L DO CAFFHAELZHRELET,

ATwv74| ({LE) show crypto cacertificate RESNTWDIAAE/F = — 2 &, BEfMT 5T
i - Wb RTARKA LV MERRLET,
switch (config)# show crypto ca certificates

ATv 75| (f£&) copy running-config startup-config FNRAZADY B— FHBIZ R T A MRA > PR3 EE X
i - NHET, Frar74 Xal—va a2 AL —

switch (config)# copy running-config startup-config

Ny ar74X¥al—grilar—LFET,

CA

FIEDHE

AERAE D &8k

NX-OS ZA v F (7 TAT ) BihlT 589V E— b —NC& o TERSN DA

RETIE, ETRGENMHATH D728,
ﬁ—o

configureterminal

rsakeypair key-name
crypto catrustpoint trustpoint-name
[no] crypto ca enroll trustpoint-name

NO oA ®WNA

CHUTREAEZ A A FIRGET 5 720 DBINERE T

crypto key generatersa label key name exportable modules 2048
[no] crypto catrustpoint trustpoint-name

crypto caimport trustpoint-name certificate

DRTLAYE—SOFX VT DHRE .
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8. ({£&) show crypto cacertificates
9. copy running-config startup-config

SRTLAvE—oOX I 0HE |

FED 4
Fig
AU RFERIEIZTFTII Y B8
R w 71 | configureterminal 7Ta— )L a7 4 X2 lb—3ay B— FEBLG

1

switch# configure terminal
switch (config) #

LET

ATy T2

W78 cryptokey generatersalabel key nameexportable
modules 2048
fi

switch (config-trustpoint)# crypto key generate
rsa label myKey exportable modulus 2048

RSAF— T HFELET, T 74/ bk TiE, Cisco
NX-0S V7 h 7 =71%1024 £ KD RSA ¥ —%1E
lﬁkzbi—é—o

ATvT3

[no] crypto ca trustpoint trustpoint-name

1

switch(config)# crypto ca trustpoint myCA
switch (config-trustpoint) #

KA KA bERELET,
G¥)

kT A baRA > b OFE DRI ip domain-name % ¢

ETOMENRHY £7,

ATvT4

WiZE: rsakeypair key-name
fi

switch (config-trustpoint)# rsakeypair myKey

KZ X RARA b CAWZAER SN F—T 2B
O

ATy TH

crypto ca trustpoint trustpoint-name

1

switch (config)# crypto ca authenticate myCA

KA RKRA L MO CAFFHELZHRELET,

ATvT6

[no] crypto ca enroll trustpoint-name

1

switch (config)# crypto ca enroll myCA

CAICBEET DAL v FDT AT T 4T 4 FZEHE
AL E9,

ATy T1

crypto caimport trustpoint-name certificate

1

switch (config-trustpoint)# crypto ca import myCA
certificate

CAICE > TEBALEINETAT VT 4T 47k ESE
ALy FIZA R — M LET,

ATvT8

(&)
1

switch# show crypto ca certificates

show crypto ca certificates

RESNTWAIEEHAEEIZF =— & BEfHT
BNTWARTARARKA LV FERRLET,

II VRTLAYE—OOFXF VT DHRE
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UNIX 3 7= 1% Linux & 2 7 L T0 syslog #—s0zz [

AU RFERETIVa Y

ATvT9

WAZE: copy running-config startup-config

1

switch# copy running-config startup-config

Frar 74 F¥al—vark AX—LTv7a
V74X al—varila—LET,

UNIX E 7= (% Linux X T L TO syslog H—/\DEFE

Jetc/syslog.conf 7 7 A WIZIRDFT %A 1BA1 L T, UNIX £ 721 Linux > A7 A T syslog %h—/3%

FIEDHE

RETEET,

facility.level <five tab characters> action

WDOFRIZ, REARER syslog 7 4 —/V RERLET,

% 3:syslog.conf @ syslog 7 4 —JL K

T4—ILF

B

Facility

A w2 —V OEKE, auth, authpriv, cron,
daemon, kern, lpr, mail, mark, news,
syslog, user, local0 ~ local7 T9, 7 A%
27 (%) ZEMTLETNTEEELET,
o077 T 4HREICLY ., EETIC
HEONWTA =YD EHIE T ET,
(GE)
B—AN 77 VT 4 T ORISR E &
Fxv 7 LET,

Level

A= %FET D iR/NEKE, debug,
info, notice, warning, err, crit, alert, emerg
TY, TAZ VA7 (*) AT LT ~T
ZEELET, noneZfEHT 772U T ¢
ET L= NI TEET,

Action

A ve—TD5, 77 A NV4, Bl @FEE
EMZTARA N, 2—WEH o~ TRY)-
7ZUA N, FoiddXCcousA4y a—%%
RITAZY R (%) AEHTEET,

1. /etc/syslog.conf 7 7 A JMZIRDIT B LT, 7 7 A/ /var/log/myfile.log |Z local7 7 7
V74 DTNy T AyE—U%FEkLET,
2. v TuryF I TROAv REANLT, v 77 A VEERLET,

DRTLAYE—SOFX VT DHRE .
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B ovornorsssvrur

3. ROavwryREANLT, VAT A AyE—YaX 77— P myfilelogh T = v 7
LT, BTLWERZRGT LI LET,

FIED
FI&

AT 9T 1 fete/syslog.conf 7 7 A MR DITZBEM LT, 7 7 A )V /var/log/myfile.log (Z local7 7 7 ¥ U T 4 DT /3> 7
Ay —VERELET,

&1

debug.local7 var/log/myfile.log

ATFwT2 v T RNTCROavw L REAN LT, el 77 A NVEEKRLET,
i -

$ touch /var/log/myfile.log
$ chmod 666 /var/log/myfile.log

AF9 T3 WDaA~y FEANLT, VAT A Avk—Y aXrr F—F L Pmyfilelog #F = v 7 LT, HLWE
HERETDHLHICLET,

1 -

$ kill -HUP ~cat /etc/syslog.pid~

O 274ILDRTELVI )T

07 77 ANVEBLXORNVRAM DA vt —2FR R LEVEELZY TXFET,

SUMMARY STEPS

show logging last number-lines

show logging logfile duration hh:mm:ss

show logging logfile last-index

show logging logfile [start-time yyyy mmm dd hh: mm:ss] [end-time yyyy mmm dd hh: mm:ss]
show logging logfile [start-segqn number ] [end-seqn number]

show logging nvram [ last number-lines]

clear logging lodfile [ persistent ]

clear logging nvram

®NO O A WN A

II VRTLAYE—OOFXF VT DHRE
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DETAILED STEPS
Procedure

Command or Action Purpose

Z 5w 7 1| Required: show logging last nurmber-lines HEL ST A NDREITEE A TR LET, S
Example: TT%E‘ j: 1 ~ 9999 %—fﬂ{ ET% jzjﬂo
switch# show logging last 40

2 5+ 2 | show logging logfile dur ation hh:mm:ss ANNENTZERNOH A D AR T ofon s 7y
Example: /]’/l/@)( ‘yt‘—y%%ﬂ—_“ Lij_o
switch# show logging logfile duration 15:10:0

A7 73 | show logging logfile last-index 0777 ANDREDA v =Dy —r v AE R
Example: ERRLET,
switch# show logging logfile last-index

X7 7 4 | showlogging logfile[start-timeyyyy mmmdd hh:mmiss] | A 5 &= AU NICEZ A L AZ L TRbhbal
[end-time yyyy mmm dd hh:mim:ss] TP ANDRA v —VEFRLET, K TIHHEA
Example: N7 e BEORMAER SN E T, H ORERH
switch# show logging logfile start-time 2013 oct 74—V RIZIE3 i%% E'E& H @H#Fﬁ7’f —JV K

115:10:0 WIXEEE AT L ET,

A7y 75 show logging lodfile [start-seqn number ] [end-seqn | o — 4 L A FEOHPFANTH D, AL A v —
number] VEERLET, BT —r v ARSEEE LR
Example: MoTGEE, v 77 AND, BGES» b RE
switch# show logging logfile start-segn 100 DA /‘[Z*—‘:/i’(‘@)( YR —UNFREINET,
end-segn 400

R T 76 |show logging nvram [ last number-lines] wmAM®%/ﬁ ?%%ﬁbi? %féhéﬁ
switch# show logging nvram last 10 i'ﬁ‘o Hiﬁ‘k{Tgéﬁ j: 1~ 100 %:J: Ef%iﬁ—o

A5 77 |clear logging logfile [ persistent ] Ry 77 ANONEE7 VT LET,
Example: persistent : K72 D, 777 7 A VORNE
switch# clear logging logfile U7 ngwg‘*o

A7y 78 |clear logging nvram NVRAM Dk SNz A v —V %7 VT LET,

Example:

switch# clear logging nvram

DARATLAYyt—

o~

v H

mEY

ZAOF

% T HESE

VAT A A=Y aX S ORE[BRERRTHINE, WOEEOWTNNEITWVET,

DRTLAYE—SOFX VT DHRE .
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SRTLAvE—oOX I 0HE |

avy kR

EL:)

show logging console

A= aXrTEEERRLUET,

show logging info

BX U REEZRRTLET,

show logging last number-lines

n7 77 ANVORRBNOIRETREFRRLET,

show logging leve [facility]

77T 4 AR TEREREEZR T LET,

show logging logfile duration hh:mm:ss

AN ENTZRERANOH A b AR T Rou s 77
ANDA =R RALUET,

show logging logfile last-index

07T ANDEBEDA v — DDy — s AR
FRLET,

show logging lodfile [ start-time yyyy
mmmdd hh:mm:ss] [ end-time yyyy mmm
dd hh:mm:ss]

BHAE AR T HEICE SN T S 77 A LD A Y
t—TEFERLET,

show logging logfile [start-seqn number
] [end-segn number]

V= U AF G DORMANTH D, FELILA Y-
EFIRLET, BT =T ARGEBE LR T2
ek, v 7y AND, FRESNORED A v
T—VETOR Yy E—VRERRENET,

show logging module

V2= XU SREEF T LET,

show logging monitor

T2 uX U TRECFRTILET,

show logging nvram [ last number-lines]

NVRAM 2 7D A v —I %2R LET,

show logging server

Syslog — "REZ LR L LT,

show logging timestamp

QX B LNAE TR RETF R LET,

VAT ATkt RFaX s Ayvke—
DI END 7 42Tk - T,

i@—o

BYRSNBIRTLOX VT Aytw—D

TaRAERLET, ARSI D ERE LV EHIET S
ZHEOA = UBRERI I, EDLL DD IES

OX T Ayvb—VOREEMRTIAZ YT OB ERES I L, showlogginglog =~ > K
OHIID (7T 9T 47 DOEYIEIND A vyE—V52HERT 572010, Buikshd
Av—=UEaX U ST HROFEMEASNET,

PHIOFETIE, AUA =YY RSNZGE, T 74V R TiE, AvE—YANTAY
T URERELEREP RSN THNE L,

2019 Mar 11 13:42:44 Cisco-customer $PTP-2-PTP_ INCORRECT PACKET ON_SLAVE:
Incorrect delay response packet received on slave interface Ethl/48 by

. VRTLAYE—OOFXF VT DHRE
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22574 2ve—sanxvrnzes |

2c:5a:0f:ff:fe:51:e9:9f. Source Port Identity is 08:00:11:ff:fe:22:3e:4e. Requesting
Port

Identity is 00:1c:73:ff:ff:ee:f6:e5

2019 Mar 11 13:43:15 Cisco-customer last message repeated 242 times

FLWAY Y Rid, BOIBELA Yy E—VOR®RISHERD IR LEEZ BN 57200 T,

2019 Mar 11 13:42:44 Cisco-customer %PTP-2-PTP_ INCORRECT PACKET ON_ SLAVE:

Incorrect delay response packet received on slave interface Ethl/48 by
2c:5a:0f:ff:fe:51:e9:9f. Source Port Identity is 08:00:11:ff:fe:22:3e:4e. Requesting
Port

Identity is 00:1c:73:ff:ff:ee:f6:eb

2019 Mar 11 13:43:15 Cisco-customer %PTP-2-PTP_ INCORRECT PACKET ON_ SLAVE:

Incorrect delay response packet received on slave interface Ethl/48 by
2c:5a:0f:ff:fe:51:e9:9f. Source Port Identity is 08:00:11:ff:fe:22:3e:4e. Requesting
Port

Identity is 00:1c:73:ff:ff:ee:f6:e5 (message repeated 242 times)

vtE—o Bx T DREH
AT A AvbE—ruX ol oary 4 Xalb—raHlERLET,

configure terminal

logging console 3

logging monitor 3

logging logfile my log 6

logging module 3

logging level aaa 2

logging timestamp milliseconds

logging server 172.28.254.253

logging server 172.28.254.254 5 facility local3
copy running-config startup-config

ZTDMDSEER

REIEE TX=aT7ILEA LI
VAT A A= ['Cisco NX-OS System Messages Referencel
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