BEHERry FO—0EEJO MO

ity NU—27EFM 71 has (SNMP) (E, SNMP v Rr—U % Lo —T = > M DE(EH
AvtE—V T —~<y " eRitTH, TV r—var A7 a L Td, SNMP T,
Xy NT—=INOTNRAZADF=LY 7 LEBIERT HEET L — AT —7 L@ SFEN
fftIhE 7,

N

GE)  FA B R@BHIT. T 74N FTEARX—TNVTT,

* SNMP DHffE (1 _—)

« SNMP DAL (13 ~—2)

« SNMP D% iE D fife%, on page 43

o BXEH (44 —)

« SNMP EPLD O H /145 (46 ~=—73)
o BEERE (46 X—2)

SNMP ) E f#

Framework

SNMP 7 L— AU —27 133 SO THR SN E T,
*SNMP~ % —T% : SNMPEZEHL TRy NI—T TNALADT 7T 4 BT ¢ ZHilE L.
TR Y TTDHAT A

*SNMPT—Y =kt TANAL ADT —HEZHEFFL, RBEIGCTINDDT — X ZEB Y
AT MMIHET LD, BB TASAZARNDO Y 7 v =27 ariRmR—%2 b, Cisco Nexus 7
NARFTZ—V 2 PBXOMIB ZH AR —MLEF, SNMP=— x> & X—T )b
T AI2F, v %=Vt —V L NOBUREERT ALERL Y 7,

* MIB (Management Information Base; ‘& BEIF#HR-~—2) : SNMP =— 7 = o h DE LA
TV FOEEY
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6=

SNMP (%, RFC 3411 ~ 3418 THEINTWVWET, T3 AL, SNMPvl, SNMPv2c, BL W
SNMPv3 ZH 74—k LE9, SNMPvl BLUSNMPv2c iZEBHH L, a3 2= 1 X=X

DX VT2 FEHLET,
Cisco NX-OS 1% IPv6 {2 LD SNMP Z AR — kK L TWET,

%N (Notifications)

SNMP OEEZRFEEED 1 DIE, SNMP = —2 =2 M HlAEARTEXA2L T, Zhbd
BEITIE, BEREZSNMP v 32—V DO EETILEEH Y A, BT, RERZ—VEE
RE. THEEEN, BEEOUINT, BEEEL—Z L ORI OUIN, ZFOMOERERA N M ERRLE
—éqo

CiscoNX-0Si%. "I v FFEFHIFIA 74— AL LTSNMPEAZ AR LET, T v I,
TV FMBEAR L= T =TI THREINZ SNMP v~ 32— ¥ IEEESh5, FF
FIHIDIEMERIGE A v —U T, £ 74—k, SNMP = —V = b5 SNMP < % —
VXICEEENDIERMA v -V T, 2=V X IIZE LW HERISE DN NE T,
FT o 7OEEMEIFA T =L VKL RV EF, SNMPY 32—V X X T v T EZELT
HAERIGE (ACK) ZXELR2WVNDLTYT, T2 AL, M7 v TBRZEINTZNE D aH
WrexEdA, A7+ —LEREZETHSNMP~ 12— v L, SNMPnZE7a koL 57—
4 a2=v K (PDU) TAvE—VDOZEEMWRILELET, 731 ADBINEEZ(E L0
By AT F—LEREFORETEET,

BELDHEA N Ly —"— |2l EEET H LD CiscoNX-0S #% ETEET,

WDORIL., T 7+ N TEHEDI>TWBSNMP I v 752 R LET,

Trap Type ZtEA

R : coldStart

TUT AT : entity fan status change
TUT AT :entity_mib_change

TUT AT : entity_module_status change
TUT AT : entity_module_inserted
TUT AT : entity_module_removed
TUT AT : entity_power_out_change
TUT AT : entity power_status change
TUT AT : entity_unrecognised_module
Uy : cErrDisablelnterfaceEventRev1
Uy : cieLinkDown
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Trap Type iEA
N/ : cieLinkUp
Uy : cmn-mac-move-notification
N/ : delayed-link-state-change
Uy : extended-linkDown
YN/ : extended-linkUp
I/ : linkDown
vz : linkUp
rf : redundancy_framework
upgrade : UpgradeOpNotifyOnCompletion
upgrade : UpgradeJobStatusNotify
TUT 4T 4 : entity_sensor
rmon : fallingAlarm
rmon : heRisingAlarm
rmon : heFallingAlarm
rmon : risingAlarm

tHa)T4 LRNILEETIL

X2 VT4 ETNME, 2B —RET 20—V E2RET LRAMSTATT, EF=
V7 g Lbbdid, B2 0740 ETAVNTHA SN EXF 27 4 DOLLTT, %=
V74 ETNAEEXF2TT 4 LYVLVOMABEDEIZE Y SNMP /X7y MAFLHFIZERA] S
X2 VT 4 AN ALBREDET, SNMPVITIE, EX=2 VT4 ET M EEXR2 DT o
LUV ARt S TV ET,

XU T 4 LU, SNMP A v =V E2BRDORETAVNERHANE I, BLO
Ao —VEHIETENE I LET, EX2) T4 T AHNOEIESE X2 T4
LU, RO EBY TT,

» noAuthNoPriv : FRFEF 71T S22 EZIT L2V ExF 2 70 LUL, 2D LU,
SNMPv3 TtV HA—FENTWEF A,

« authNoPriv : FRFEILETT 52, B bz T L vkt x 207 4 L~L,
« authPriv : 385E &K ALB T 2 FAT9T D F =2V T 4 LUl

EHARER X2 VT 4 EFMIRD B T,
« SNMPv1

* SNMPv2c
* SNMPv3
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ROKIZ, EF2 VT4 ETNVE LV OMAEDLEDOEKRERLET,

RI:SNMPEX2) T4 EFLELVEFa T4 LA
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ETIL

LRI

SRS
Bith A

E= 1t

R

vl

noAuthNoPriv

i
171

2= 4 A
7

—
=

L

aIa2=T 4 A
N T OREE
/L CRRREL £
B

v2c

noAuthNoPriv

I3 a2=T7 4 A
NV

L

I a2=T7 4 A
NS OREE
fEH L CREREL F
7T

v3

authNoPriv

HMAC-MDS5,
HMAC-SHA. £
7-1% SHA-256

ARSI

Hash-Based
Message
Authentication

Code (HMAC)
Avl— FA
AR5
(MD3) 7=V
ALFETNT
HMAC Secure
Hash Algorithm

(SHA) 7=
A INZHANTER
%E Liﬁ‘o

v3

authPriv

HMAC-MDS5,
HMAC-SHA. £
7-1% SHA-256

DES

HMAC-MD5 7 /L
FY XA AEIT
HMAC-SHA 7 /L
2 XA
TRELE T,
T — X WS R
(DES) @ 56
vy Mgk, B
Q)i ===
H44 (CBC) DES
(DES-56) 12k
(- SPIRY a1
AL 9,
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SNMPS®REI VT4 T4

FNRALAF, TR NIV REARFERNL—T 4 T BE T+ U —F 42 (VRF) A
VAR LRI EDFHEAR Yy NT— 7 2T 4T DDA AR AT R— N TEET,
KE OB MIB 1L, ZNOHHEBOFRER Y NV—2 2T 47 4 Wil C&EER-A, T2 &
ZIE. J64 D OSPF-MIB TIZT /XA A DT v baj £ L AZ AN DTHDH I LR
2720 £, BEIZT ANA A ETEED OSPF A vV AX LV ABRETEET,

aAVTER b

SNMP =1 T F 2 MIEHEROaL 73 THY, SN\MPZ—Y 2 FEELUTT 7R
TEET,

gN—7

SNMP 7 7 & AtEIL, 7 —7 RN S E 4, SNMP NDO%& 7 L—7 1%, CLI Z#FEH4 %
BAEOu—MIETWET, K7 N—T1EHRARY 77 AMEFZITHRARY EEXALT 7
Y AMERIRE L CERELET,

a—PLPMER SN, 2—F o — LN EHEICL > TRESN, 2—FRZ 0o — 3B
EnNTWIUE, FOoa—HFFo—V = N EOBEFBLTXET,

\)

GE) N —7NEREERTHEH SN TWDHEELE SNMP HFEZRO T, 20 SNMP OIETIE, m—/L
DZ e HITN—TEENET,

Embedded Event Manager (EEM)

Embedded Event Manager (EEM) #4EIZ. SNMPMIB 47 Y =7 & GieA X M &aE=H
L. 206DA Xy MIESWTT 72 a vzt LET, SNMPBHIORE ST 73 3 D
1->T9, EEM X SNMP %1 & LT, CISCO-EMBEDDED-EVENT-MGR-MIB @
cEventMgrPolicyEvent % 25{5 L £ 7,

VRF QY 1R—

SNMP %, VRF %#38i%k L £9°, $ED VRF #fH LT, SNMP@EIAR A b LI — N ZHRT 5
L HIZSNMP 2R ETE £9, BAMNELE L7 VRFIZESWT, SNMP R AR b Ly —~D
WHE 7 ANZ Y TTHEIICSNMP Z2RETHZEHTEFET,

Cisco NX-OS DY HR—

Cisco NX-OS X, SNMP DA AKX A% 1 %R —F LET, Cisco NX-OS IX. SNMP D A

—hL R VREZ = EYR—LET, VT —bEREFRA— =AY ZA v FF——
D%, CiscoNX-OS IZEfTar 7 4 Fa2b—r g ZHALET, CiscoNX-OS X IPv6IZ L5
SNMP Z# AR —F L TWET,

TILFAVRE VR HR—

SNMP (I PO MIBEY 22—/ f VAR LAY R—FL, FNHEHHERY NU—F =
TAT A~y T LET, CiscoNX-0SiZ. SNMP a2 7% A F &Ry hU—27 =
TAT 4D~y BT DIz, CISCO-CONTEXT-MAPPING-MIB % ¥ 7R"— ~ L £, SNMP
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T XANMIVRE, 7B ha) AV AX VR R bR DICEEMTAZ ENTEE
j—o

SNMPv3 : 27X A REEH LT, EEOA L AZ U AZHBBILET, 751 A, IFS
FRHERY NV 2T 4 T4 DR TR A N R— N T&EET, SNMPa2 7
FANMIEST, SNMP¥ X —V ¥ [F3EIERwMEBRY NV—F =0T 4T 4IRS T 5T
NARAETHR—=FEND, MIBEY 2—LVDEEDA L AX L AD ]I DIZT 7 EATEE
3, SNMPv3 |Z. SNMPv3 PDU @ contextName 7 f —/LV R Ca T X A h &Y R—bFLET,
Z D contextName 7 4 —/V R&EHEDOTa ha) £ LV AX L AFE-IZVRFIZY v B V&
£7,

SNMPv2¢ : SNMP-COMMUNITY-MIB @ snmpCommunityContextName MIB 47 ¥ = 7 b % fifi i
LT, SNMP 2 a=F 43232 FTF ANy LT TXFET (RFC3584) . &HiT
CISCO-CONTEXT-MAPPING-MIB £ 721X CLI i3 5 & Z ® snmpCommunityContextName
ERFEDOT B haN AV AX UV AETIL VRFIZw v B I TEET,

\}

GE)  SNMP &, RFC 3411 ~ 3418 THESNTWET, F31 &L, SNMPvl, SNMPv2c. BL W
SNMPv3 Z %R — F LET, SNMPvl BEZUSNMPv2c 1ZEHHE, 223 2= 4 _X—2JEK
DX VT4 =2 FEHLET,

SNMPv3

SNMPv3iZ, %y hU—Z7RRBEDOT7 L —LDRIFLEELEHAEDLEDLZ LIk o T, T/
AANDEF2T T I7EAZERLET, SNMPV3 22— _R—2 X2V T 1 EF/L (USM)
IZSNMP X vtE— L X2 T 28R L, ROV —E AL ET,

s AvE—UDEEM . A v E—UNRERFETERELIIEINL TV RWNT & 2 RFE
LET, o, X U —F U AN, BEERCEZVEIHMHZBL TEEIN TV

WZ EERIELET,

CEREE R ET A ERE L —DT AT T 4T A DR ENT-Z L B REELE
KR

Sl RER—Y— =T 4T 4, T3 v REROF LR NTIT 2 20
rkolcLET,

SNMPv3 (%, @ EHFAL—FIZLL2EHENEOALZF AL, SNMP X vt —T %5 L E
7,

EH 3 u i =P

Cisco NX-0OS 1%, SNMPv3 {23 DDA 71 ha Lz A L £,
« HMAC-MD35-96 #85E~7' 12 | =1L
« HMAC-SHA-96 #%GF 7 1 k=)L

» SHA-256 FERE~7"' 7 k=2 )L
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Note  Cisco NX-OS VU U —2 9.3(7) LLEETiZ., SNMPv3 (Z HMAC-SHA-256 383E 7 1 b = LM &
NEJ, SHA-256 SNMP L —H /R A A » FTH Eézhﬂ\ B4, ISSD iinstall all @< R
EHERATHAZEERIELET, £ Lk, ;Hbﬁi?b;hi%

CiscoNX-0OS /X, SNMPv3 A v b—UHE b7 Z A X" — 71 hand1-5& LT, Advanced
Encryption Standard (AES) ZA#/H L. RFC 3826 [ZHEHLL £,

privA>' > a2 T, SNMP ¥ =2 U7 s IE kL& LT, DES £721£ 128 > ~ AES K55
fbERIRTEET, privd 7o a B8l WMaes128 h—7 0%, 128 B v D AES F—% 4k
THIDDTTANY RAT—=RTHDH tamLET, AESOT T AN — RAT— KT
RNT8LFTY, NRATZL—X&27 U7 THFRANTHETHHEAIT. KT &N FE2 X
LT, KA LTFOFTHRECTCETET, a— DT A RF—%FEHTHHE1E. H&K130
WEFEERETEET,

\)

Note ALioD AAA Y— A LT SNMPv3 &1f 5 B34, S AAA — "D —HF —RETT T
AN — Fa ha)Vl AES ZHETAHLENH Y 3,

A—H—REDRH

SNMPv3 = — & H X, Access Authentication and Accounting (AAA) H—/3 L~YULTHEAPLT
TET, ZORREFR—PERIZLY | Cisco NX-08% SNMP T—Vx MEAAA P —
NOZ—HPRFE—EAZFHATEET, 2— P —FBEEDMEES L5 & SNMPPDU OALEE
HITLE T, AAA I —NFa—Y JL—T7L ORI bR S ET, SNMP X7 /1—74
EHALT, A v I Tuo—b/WIHHATEET7 72 R o—Fidue—n R —%i
ALET,

a—Y— I —7 v—, FIENAT— ROWENLEESND L. SNMP & AAA Ol )7
DT —HZ_X—ZNEHE LI FE T,

CiscoNX-0S 1%, kD X ) lca—YREEZFRMALL £,

 snmp-server user 2~ 2 R CHRE SNTZRBFENA 7 L— XX, CLI 2 —H%F D/R2AT— R|Z
B0 ET,

susername 2~ R CTHREINZ/RAT — K23 SNMP 22—V DOFEIEB LT T A Ny — R
AT L —X | F£9,

* SNMP 721X CLI ] L C2— W — 2B E 72 13HIBRT 2% &, SNMP & CLI Ofi 5 T
a—YP—PNERRE 2 ITHIBRE N FE T,

e 2—W =t —LOXHRBROZETIX, SNMP & CLI TR E T,
*CLI AT 7em— VAR (BIBREIIEE) 1L, SNMP EEBIL £,
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Note /<27 L —XEI AT — FEu—1 T A X Lizd—5 LOM S B TRE L7z, Cisco
NX-OS Tz —¥FH (RRATU— Ko —1LY) ZRMESEEE A, CiscoNX-0SIZ7T 7 # /L
N, A L7 —T3E & 60 SR L E 9,

X2 T4 BLUSNMP 12— —DRIEADESNE

CiscoNX-0S U U — A 1022)F LA, SNMP &% =2 U T 1 (AAA £721ZCLI) 2 R—%>
FMEADOZ—F =R Z NS 24T > a VERMIET 572010, ROFRIHER =~ RBEA
ShE LT,

# snmp-server disable snmp-aaa sync

ZDavy P, Nexus A4 v FOMRIGANHEITTEET, 774/ T,
desynchronization =~ > RO no FERXNR A A v FTCHEHTEET,

:/":/\\/l) Zfﬁ,ﬂ}qﬁg[&%vj?‘/ K@ no ﬁ?iﬁiﬁﬁ’;ﬁilﬁofb‘é%é\ 7= & 21E switch (config) #
no snmp-server disablesnmp-aaasync %4 121%, EITHERIZI T 5% O —% —d username
fERRC, snmp-server user CLI OFERAZFIH L Ca—H —%{Ekd o tnTcx 4, o,
WHARETT, Lo T, —P =%, TERU/EHIRFIZ snmp-server user CLI & 72 13 username
CLICREH EIN TV D RAERIEREMEH L TAL v FIZn /A o TEET, A v T DRy
=7 32— %D SNMPEMELZFATT H 2 &b T&EJ, L7A > T, desynchronization
< RO no R EMEMT5E. SNMP & AAA O —H—[FEHIE, 102Q)F XV Eio Y
U—ZAERITC X ITHEREL 7,

'7:/§/l/ XTE%@@E[&{EZ‘?“/ F?ﬁﬁ@]ﬂ:f@o Tb\é%é\\ s Z:@j: switch (config)#SNMpP-Server
disable snmp-aaa sync D& I1E, snmp-server user =~ NIZ K o TIEf S Lz = —H—I{Z
*tL, 22—V —ZERIIER SN EEAL, LTER-ST, 22— —FAAf v FiZn /(T
P AL v F DRy T =7 = 5=V % & LT SNMP #{EZ £ 5 2 L OBZNFAI S
£4, [AEEIC, usernameCLI ZfH LT X2 F 4 a—HF—Z/ER L TH, FD2—H—
RS9 % snmp-server user CLIIZER SN EF AL, ZO2—P—|TAL v FIlu /A L TE
ETN. AL v T TSNMP #HIEZFATT 52 LILTE £ A, T4, desynchronization =1~
Y RIZE2TY U —R 102Q)F 7 HEA S HitkRE T,

FEHa~y ROAT—Z AF, ROWTINOHIETHERTEET
« CLI show snmp internal globals ®Hi /112 & % swmp-naa sync disable 7 A —/b ROfE
* sys/snmp/inst/globals MO @7  —/L K disableSnmpAaaSync D

o a2 RBEEL NS U T, CLI L show-running-config t 713 L O
show-running-config-snmp 71 % 7= 1% show-running-all (i JicZzin 2 LE7,

JE—ba1—H—

RADIUS R° TACACS+ 2 F D7 v b a L&A L CTHE Y — N—RBTo /A VEEFES TV
HYVE—ha2—PF 2B LT A v T TR R~ RBFEDN/R > TV D55, SNMP
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TYE—F 2P —%ERTE A, sHMIZOVTiE, Cisco Nexus 9000 NX-OS Security
Configuration Guide ® AAA Z AT H DFEZZH L T Z3 0,

7272 L. AA »F T desynchronization 2~ RO no BB E > TV DS, VE— |
—HN AAA TIER SN D & ®IETH2—F 2 SNMP ThiEkShEd, SHic, =—

H—1Z SNMP @ running-config i JJIZIEFR R SALET AN, FEXHRT /S A AT SNMP #{E%
FATTEET, ZHuE. VU —RZ102Q)F LV ainD ORBEFOMRETY, 7272 L. ST NMS
7 T4 7T > MHFAE L7z snmpwalk 72 FiX,  snmp-sync-password =~ > K% AAA TIER S
72VE— b2 —HF DT NA ATETINRVIRD @ L EEA,

DCNM X)) T4 2—H—

desynchronization =< > RREF I 72> TV HEAE, DCNM (U U —A 12.0.1a LAFEIE Nexus
Dashboard Fabric Controller & HFEEIET) ZHEH L CTIER SNz EFxF 2V T ¢ 2—H—|
X, x5 SNMPV3 70 7 7 A D3 0 £ A, FIBEDIC/R>TWDLGE, BXal
T4 A=y bTEREIN 2= —ZAS v FIZn /A o TEETHR, 2 be—JF
AL v F B LETA, 2 b —TF, X2 V7 0 2—F—FIMER S L 7- SNMP
REMEH L TAA v FE2MRNT 5720 TT, S HIT, SNMPIE, userDB OIEFHIRAED 720
E SNzt x =2V 7T 4 2= =2 L RNDT, 2/ v F 2RI TEEEA, Lt#o
T, Ay br—=J Lo TAAL yFRBHEND L 512F512i%,. SNMP = —HF—ZBI7RAYIC
TERT 2 B3 H » £9°, DCNMRE & & $ 12 desynchronization 2~ > K& 5 Z Li3E
B LER A, FEMIZ OV TIL, Cisco Nexus 9000 NX-OS Security Configuration Guide % 2 i L
TLTEEY,

ISSD & ISSU

—f%IZ, SNMP = —H —DRIMINENZ 72 > TWABEEIL., FERB O —F—2 4+ X THIKRL
VR Y . SNMP 2 —H—DRMZAEINC LN TLE SN, 20X ) AsbEnFEiTa
Y74 X2 b—va T, REOBEBENSKKLET,

HWU U —2T, AR~ R ARSI RN E ZHT HME— 0 F kI, ko
LBy Td,

o [FHIERRIREED YV UV — A5 FifER o~ ROGFELRNY U —RA~ HlrZfES/
FEHZ2NISSD 23T LT, RMMERENZTFT—F_—2 %, ISSDIC XV LUFTD YU U —
ANWZEDEFWYIAENE T,

N

G ZF0XH7RISSD DHIZ2—Y— F =X _XR—=2 MMz bNT=EE
IZ. SNMPEtEF ol T 4 arR—x%v hOMTRIBENET,

ZDXH 7 ISSD D%, MR~y ROFEET DU U —A~DISSU #3795 L&, [E#
RSN —Y —F =2 _XR=2ANFOEERVIAENET, —F., FHMEa~ N5
T O noEARTEEILET, HEIZSLC T, F#fERa~ FEFEINZ LT 7ZEW,

#wHry ro—vEEIToraL ]



HHry ko—sg@EIaraL |
B sssacsnss

EEFIREFINEIER

SNMP (121, ROEEFHEL L OHIBRFEFENLH D £,

« SNMPSET Zff [l L THEK &7z 2~ KiZ., SNMP SET O & ZffiH L CHIBRT 5 MLEN
HVET, a~vr R4 A F—TxA A (CLI) F7-IINX-API Z#fi [ L THERR & 1
7-a<r RN, CLI E7-13 NX-API DL H L THIRT A LERH Y 9,

e UT THRARNRAT— FEHLTAAA Ca—HF —Z2ER E7-13RET 5 & . SNMP
X7 7 4V OFEGE (mdS) BELOpriv ¥ A T EFfoa—HF—ZElkE2ITMmEL E3,

VT TR NZAT— R&2FEHLTSNMP Ca—HF—Z2EE - I3MET D &, AAA
WIT 74V MDONRRT—REA T (ZAT35) ZE O 2 —V—%2EREZIIRELEI,

TR arba—n AL (ACL) X, AA v FITRE I L2 — /L SNMPv3 = —
PORCHEHATEET, ACLIX, F8FE. FFrl. THDU T 47 (AAA) Y — NITERAF
XNB Y E— bk SNMPv3 2 —H(CEHA T 8 A,

R SN TR TO2—FREIRENRVREY | SNMP = — Y [AH 2 B L= %1%
BINZLRNWTLEZY, ZOL ) HAEOEDFEITa 7 4 X2 —2 3 Tk, &
TEDEHNI L £,

CiscoNX-0S (%, —H#8D SNMPMIB ~DFEAM Y M T 7 ¥ A &R —F LET, Gl
wTiﬁ@m&hT??XLf\Qmﬂ&@S@Mmﬁﬁ_%UXF%ﬁ%LT<ﬁ
S, https://cisco.github.io/cisco-mibs/supportlists/nexus9000/Nexus9000MIBSupportList.html

Cisco NX-OS iZ. SNMPv3 noAuthNoPriv ¥ = U7 4 L~ L& PR —FLTWEFTA,

Cisco Nexus 9000 2 J — X A A »F & Cisco Nexus 3164Q. 31128PQ. 3232C. 3264Q %
A vFiZ. SNMP z—h/)L =2 1D OFEEZTFR—FLTWET,

PRTDO Y ) —Z~DI(Z L F T T L — R RRE(THIFE, a—hL 2P ID EHRE
LCWe/eb, r—hL VU IDOFREEZRERLTNHL, SNMP 2—H Ltala=7 4
LTI HEETHIVLENDY £,

BT @B LN %1%, SNMP 22 2=F 4 Z MU 7Tl TE £ A,

7 7 4V k@ SNMP PDU f (% 1500 /XA K T3, SNMP =— = > M, 1500 /34 k%
ZDIEPDU 2 Ky 74250 T, SNMP U 7 =& MIKLET, 1500 31 &8z
% MIB 57— # [H % %59 5 2I%, snmp-server packetsize <byte-count> =1~ > K& L
T, Ty b A XeB\mRELET, AR A MROFPIL 484 — 17382 T,
GETBULKJGE MW7y N YA XEB2 5L, T—2000BTonsZendb £,

AA v F OREZ R TET D11, CLIif_iSNMP%@ﬁH#éJAEb%V)i# AA T
W, WHEDA v F—T oA A%fER L THEELZRTE LRV TL ZE0,

VX — UL T 7 UINEE S TTWRWME L D7 7 > OID Y U — CeefcFanTrayOperStatus
snmpwalk ZfEf4+ 25 &, YU —HNOKD OID = b VIZHTDIGENREND Z ENRH
DET, ZOEEZIZIE,. stmpwalk T-CI A7 a v 2L £,

ZOEMEIE, BlOIDZAR—V 7T 5856, £ getmany 2T 25 AT AL IVE
A,
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« Cisco Nexus 9000 > U — & A A FI%, snmpwalk ZR 2% L CTHK 10000 EHD 7 Z v 3 =
Ty ANEYR—RNLET,

« SNMP I 7 v A 522 T bl 72 ee@iE 2 E179 512i%, 27 < &b 1 2DFETH O BGP
AV ARHE L ANPHLBELTY, snmp-servertraps BIEE D < REERET HHIIC. BGP/L—T «
VA AR AERELET,

« U U—210.1(1) LAFE, AES-128 [T )72 S b7 VT Y XL ThH D12, HEREIN DK
FET T Y ALTY, =72 L, DESKi b AR — b I TWET,

A7 L—K:DES 77 A/ — 7u halzfEEoa—3 R SNMP 7 — ¥ X— X ZTF
ET 554, ingall all =~ > FIZ X % In-Service System Downgrade (ISSD) 723 41
T =L (T 74/ b D AES-128 2 L) HRE £ ITHIBRT 2 BENH Y &
3, 2=/ K U7 — hDOEE, DES #£52 SNMP = —HF TR S E 1,

* CiscoNX-0S U U —=x10.5 (2) LAKE, ==—H—i%. AES-256 % SNMPv3 O/ 7 A /33—
o hand LTHERTE T,

cLIBTID Y U —RIZH T 7 L— R4 B0, B 5{LAES-256 % # 4 2 BEfF D 2 —
W —% AES-128 |[ZHE#EKRT 20, Kbl AES-256 #4252 —V—ZHIfR L %
—a—o

s ZOEEIZ, TRXTONIK 7T v F 7+ —LTHR—FENTWNET,
e SNMP = —H — DL IC T > ¥ UFRBI T 2T 258013, ROT 7 a v w#FT LT
<TZEWY,

c LUV VR AR L%, SNMPa—Y—& | FL—7 ACL &tk a
NRAT—RELEHICHERLET, Zhicky, AR S, 2—V —ZEE T
SN ACL BX O I —TF ~DEZERERTX £,

* CiscoNX-OS U U — A 10.3(1)F LAK: . SNMP (MIB-400G OpticMIB, AA »FMIB, T —
HINAMIB, A 4 —7=xAAMIB) 7 CiscoNexus 9808 77 v 7 —2Lb AA v FT
PR—=FINTVET,

o SVIFEEFHHEIZ. SNMP ¥4 v ¥ 22 LT 120 T L ICOHR—Y 7T ENET,

* Cisco NX-OS U U —Z 10.3(3)F LA TlL, SNMPv3 = —H— /X2 T — KD X A 7 6 K551t
DR OF RS & THAR— IR THET,

« XA T oML, ROFITIER LESBICORED L ET,
» feature password encryption aes {tam} 731 r— 7 /LIZ72 > TN 5 T &,
T IA=Y FPHEEINTND Z L,
« pwd_type6 47> = ik, SNMPvV3 2 — W — DRI IC IR E S E T,
s ITAY X—DOHEREELETDHE, SNMP LT — X X— ARG EZNTNDHTRT

DEAT 62—V —ZEHRESL LET, 72720, SNMPHEEEIZLIRTE R C X o ICEifE
Liﬁqo

#wHry ro—vEEIToraL ]
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B sssacsnss

¢« T A Y F—DRTEIT, A vFITHLTr—HLTT, 2—F—=NB1DODAA v
FNHHA T 6 TR SNIZFETT—2 20 L, MOT T4~ =03 EhT
WABBIDAA »FIZH#HAT 5 & A Ua—%—0 SNMPHEREN B D A A~ FTI3EhE
L7V ATReMERN B 0 £97,

AT ONRESNTWVWDIEEIT., AT 6N R—FINTWRWI ) —R XY
VT L— R BN, BREHIRT D0, ¥4 7 647 arZElRL TS
Uy,

« ISSU DA, LLETDOA A — (localizedkey., localizedV2key #& N TF(ET D) MH X
A7 6MEFALBI PR —FENTVDEH LA A—VIBAITT 5D & SNMP 1ZREfF D
X—%HA T 6 MHLICEH L EHA,

BETFED SALT B B4k 6 % A 7 6 i 2 b ~DZE#a (T, encryption re-encrypt obfuscated
gy REFALTHR—FERET,

s I ELES 7w S L — KR rdload-ascii 2> RIZL 5 ASCII X— 2D Y u— RN%
FTT B L. FIA4~U F—Nkbh., A7 62—H%—0 SNMP HERE|IZ B8 % 5.
ZET,

« = —H—7% encryption re-encrypt obfuscated =t~ > N & i L CHE R 5k & 5@l 5
&L SNMP [E4 A 7 6 LISD SNMP 22— = b D FT R TONRAT— REHAT6
T— RICHEESELET,

N

(G¥)  SNMP i encryption deletetype6 =2~ > K& ¥R —F L TWEH
oo AL Z &R syslogEER v =V b RRINET,

* Cisco NX-0OS U U — 2R 10.4(1)F LA TlZ. SNMP % fifi f§ L C Electronic Programmable Logic
Device (EPLD) 77— AU 7 N—U 3 VEFRRCTEXET, =07 47 4 MIBREED—
HELT, 77—z T N—ar, EPLDT A ZAD X A7 (10 £ 721X MIFPGA) .
BIXOEPLD TR ADHT T 4T 4 (RA—X— AW TG H—FK, T2 H—
RYEBEE Y =2 —/v (LEM) 72 &) 2#FRTEXET, ZOMBEIX, Cisco Nexus
9300-FX/FX2/FX3/GX 77 v 7 #—2h AA »F, NIK-C9332D-H2R A1 v F, BLO
Nexus 9508 A1 v FTHR—F I TWET, CiscoNX-0S U U —2R 1043)F LIFE, Z D
HEREIT NOK-C9364C-H1 A A »F THHA— h I EJ, Cisco NX-OS U U —2Z 10.52)F
DIRE, Z OBEBEIX NOK-X9736C-FX3 74 I — R THHFR—hIhE T,

* CiscoNX-OS U U —Z 10.4(1)F LAFE . SNMP (MIB—-400G OpticMIB, A 5 MIB, T —
HNAMIB, f ¥ —7xAAMIB) X, WRDTA > I—KERAXAL v TFTHR—FEN
TWET,

* Cisco Nexus 9804 A A~ F
* Cisco Nexus 9332D-H2R A1 v F

* Cisco Nexus X98900CD-A ¥ X X X9836DM-A 7 A > — K & Cisco Nexus 9808 33 LIV
9804 A A v F

B Eskyro—SEETOraL




| B2+ry ro—HEBIFOraL
snwp ot [l

* CiscoNX-OS U U — 2 10.4(2)F LIFE, SNMP (MIB 400G OpticMIB, A1 > F MIB, 7 —
HISAMIB, A % —7 xA AMIB) 7 CiscoNexus 93400LD-Hl 7’7 v s 7 4 —2L AA v
FTYAR—bFENET,

« CiscoNX-OS U U — 2 10.4(2)F LAF: . SNMP (MIB—400G OpticMIB, AA » F MIB, 7 —
HINAMIB, A X —7=xAAMIB) 7 Cisco Nexus NOK-C9364C-H1 77 =~ b 7 #— A
AA T THR—bFENET,

SNMP DRk
N

GE) Z DOHERED Cisco NX-0S =1 R, CiscolOS Do~ REITRALR AP ENHLOTHEEL
TLTEEW,

\}

() CiscoNX-0S U U —2% 9.3(7) LAKE, HMAC-SHA-256 i&%GE~7" 1 b = /L (X SNMPv3 (ZfliH & &
ﬁ‘o

WD 7 a T, SNMPOAERRICHERIFIER 0 ROV THALET,

SNMP .— 5 — DAL

SNMP —H & HETE ET,

SUMMARY STEPS
1. configureterminal
2. snmp-server user name [pwd_type 6] [auth {md5| sha | sha-224 | sha-256 | sha-384 | sha-512}
passphrase [auto] [priv [aes-128] [aes-256] passphrase] [enginel D id] [localizedkey] |
[localizedV 2key]]
3. (Optional) show snmp user
4. (Optional) copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose
AT w 71 | configureterminal Ja—xN)L ary7 4 Xal—iay T— REBLG
Example: LET
switch# configure terminal
switch (config) #

#wHry ro—vEEIToraL ]
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Command or Action

Purpose

ATvT2

snmp-server user name [pwd_type 6] [auth {md5 | sha
| sha-224 | sha-256 | sha-384 | sha-512} passphrase [auto]
[priv [aes-128] [aes-256] passphrase] [enginel D id]
[localizedkey] | [localizedV 2key]]

Example:

switch (config) # snmp-server user Admin pwd type
6 auth sha abcdl234 priv abcdefgh

B Eskyro—SEETOraL

PRERB XN T A Ny — RXT A — &@%éSNMP
2—PEBELET, SN2 T L — RT3k 64 X
%®%ﬁ%%ﬁﬁf%i¢oki%&di%#5%
ShEd, Iocalizedkey X—U—REMHT 56
1L, RAT L= R KIF /N7 KR L T35k
Fa 130 LFEECHEMATEET,

sha : PBFFICHMACSHA-1 7V X L&A L E
j‘o

sha-224 : ZRBEFIZ HMAC SHA-224 7L =3 X L% {#
HALET,

sha-256 : ZR:EIC HMAC SHA-256 7 /L= ) X L& Af#
ALET,

sha-384 : ZBFEIC HMAC SHA-384 7 /L= ) X L&A
HALET,

sha-512 : ZBFEIC HMAC SHA-512 7L = ) X L&A
)EH L\iﬁ—o

localizedkey - Iocalizedkey«*v U— Rz 5%
BliE, RAT =XKL F /N F % XK LTz

B4 130 UFEE ﬂ;ﬁﬁﬁf%i% [FL—r 7%
AR NAT—= ROV IZ, localizedkey F— 7V —
R L Tinyvadntz ~"AU—F (show
running config=~ > K76 22 ' —9 57>, snmpv3
R—2ZADF—F 2 V—A Ny a L —H—
V—NVEFEHLTAT7 74 U TERLIZED, Ny
ValbENTZ AT — ROA T T A o TOARK, on
page 152 M) ZHERKTEET,

Note

n—h 74 XAINTX—EFEHTL5E61F
v fEORIN ox ZBM L ET (i
0x842716329158297ac9£22780629bc26c)

Y

localizedV 2key - localizedV2key & — % 1§~ 2 B4,
INAT =R IRLF /N CFE KRR LT, ek
130 SCFDEEFLFINCT H 2 k@f%i# S
FRIZ Ox 21 D20 BIZH Y 8 A, ZHUEIREEE
ENETF—=FTHY, 7T TIFERTE RN
72, showrun =2 RZ&ffiH L T localizedv2key
EINELET,

enginelD OFE
H5TT,

X, R2MToae TR -7 10 #
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Ny vatesntizT— kot 754 ok [

Command or Action

Purpose

Note
« Cisco NX-0S U U — % 10.1(1) LAK:, AES-128
IZ SNMPV3 ODF 7 )V DT T A4 R — T
=% G

« CiscoNX-0S U U —2105 (2) LU, =—H—
I%. AES-256 % SNMPv3 D7 F A i — 71
ol UTHRTEET,

* CiscoNX-0S U U — % 10.3(3)F LAK: Tlx., SNMP
Z—WP— RRAT— RZH A T 6 5 E b & iRk
T 57212 pwd_type6 F— U — KNP HR— K
ShTnEd,

A7 73 |(Optional) show snmp user 1 N E 7213 E D SNMP = —FICBE T D15 # & £or
Example: LETS
switch(config)# show snmp user

R 7 4 | (Optional) copy running-config startup-config EiTary 74 X2l —arviE, A¥— T v a

Example:

switch (config)# copy running-config startup-config

Y74 Xal—varilar—LEd,

NY DAL ENTZNRAT— DA T 54 O THDER

sampv3 N—ADF—F v V—A Ny Va2 Ve —F V—)LEZEA LT, Ny vafbEn
TeNAT = Rad7 74 CTERT DFIET, kOLEEBY TT,

\)

=)

Bl LTHETFLNTWHWAS DT 7LD ID T, FIEAZHRBETA-0721008 0T,

1. AA v F 5 SNMP enginelD % Hifs L £,

switch# show snmp enginel D

8000000903D4C93CEA31CC

T
Local SNMP enginelID: [Hex]
[Dec] 128:000:000:009:003:212:201:060:234:049:204

2. SNMPV3 R—ADA—T> V—A Ny va Pz —FEfHLT, Ny vafb&hiz
WAV —=Raed 774 THERLET,
Linux$ snmpv3-hashgen --auth Hello123 --engine 8000000903D4C93CEA31CC --userl --mode

priv --hash md5
YT

#wHry ro—vEEIToraL ]
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User: userl
Auth:
Priv:
Engine: 8000000903D4C93CEA31CC
ESXi USM String:

HEry ho—sgEIToran |

Hellol23 / 84a716329158a97ac9£22780629bc26¢
Hellol23 / 84a716329158a97ac9£22780629bc26¢

ul/84a716329158a97ac9£22780629bc26¢c/84a716329158a97ac9£22780629%bc26¢c/priv

3. authBL O priv DEAZMEHL T, A v FONRRAT— LML ET,

snmp-server user userl auth md5 0x84a716329158a97ac9f22780629bc26¢ priv des
0x84a716329158a97ac9122780629bc26¢ localizedkey

SNMP » v t—URES{EDER

EEERICGRAFE TGS SLEL 25 X 9 SNMPERETEET, &7 4/ FTiL, SNMP
T— x  MIRGER L UM 2 TR VT H SNMPV3 A v B — V2 Z £, 774

Ny —%WHAT 554, Cisco NX-OS i3,

noAuthNoPriv £ 7z 1% authNoPriv W3 31D+

F2 T4 LoUL RT A= BFHT 53 CTO SNMPv3 PDU &Rz LT, #Frl=T—T

ISELET,
FleD#HE
1. configureterminal
2. snmp-server user name enforcePriv
3. samp-server globalEnforcePriv
4. ({£E) copy running-config startup-config
Flgn
FIE

aAvY RFERIEIT7TII Y

B8

& A

configureterminal

1 -

switch# configure terminal
switch (config) #

Ja— S ERE— REBG L ET,

ATy T2

snmp-server user hame enforcePriv

1

switch (config)# snmp-server user Admin enforcePriv

ZOa—HWITxt L TSNMP A vt — Kb 4 i
L\i—gﬁo

ATvT3

snmp-server globalEnforcePriv

1

switch (config)# snmp-server globalEnforcePriv

TARTOa—=FITH L TSNMP 4 v & — V5t
WAL ET,

B Eskyro—SEETOraL
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sNMPv3 1 —4—n@EH0o—L~0#E Y 5T [

ARV RFEEETIIa Y B8
ATFv 4| (fEE) copy running-config startup-config FITar74Fal—vark AF4— T vTa
5l Y74 Fal—varilar—LET,

switch (config) # copy running-config startup-config

SNMPv3 1 —H—DEHDOO—IL~ADE|Y 1T
SNMP —H&{Ef% L72% T, T2 —WFIZEEOue— V2B Y THZI ENTEET,

)

GE) fo—icn—Lz2E8Y BTEHZ LR TELDIE, network-admin @ —/WiZ @ T B2 —%72

T,
FIEDHE
1. configureterminal
2. SNMp-Server user name group
3. (f£&) copy running-config startup-config
F gD
FIE
ARV RFERRETI a3 Y B#J
AT 71 |configureterminal rua—r\ ) ar 74 Xalb—3iay T— REBlh
fi LET

switch# configure terminal
switch (config) #

AT 72 |snmp-server user name group ZDOSNMP 2 —H LB ESNTZ2—F n—1%T
15“ . Y“/I‘—}\Lij‘o
switch (config)# snmp-server user Admin superuser

ATv 73| ({EE) copy running-config startup-config Efrar 74 F¥al—alrk, AX— T vT o
5l - Y74 F¥alb—varilar—LET,

switch (config)# copy running-config startup-config

#wHry ro—vEEIToraL ]
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B sweosa-5 o6m

SNMP O a2=—5 1 D1ERL

SNMPv1l £7-1% SNMPv2¢c ® SNMP =1 X =2 =5 ¢ Z#/ERi CTX £,

FIRDHE

1. configureterminal
2. snmp-server community name {group group | ro| rw}
3. (f£#&) copy running-config startup-config

FIRD

FIR

ARV RFEEETIVa Y B#

AT 71 |configureterminal ra—r\ ) ary7 4 Xalb—3iar ET— REBlh
1 - LET

switch# configure terminal
switch (config) #

AT 72 |snmp-server community name {group group [ ro|rw} |SNMP =13 = =5 4 X MU 7 &2 ER L £,
1

switch (config)# snmp-server community public ro

ATw 73| ({£E) copy running-config startup-config F{Tar74¥al—vark, A=K7 v T
51 V74 X2l —vailar—LET,

switch (config)# copy running-config startup-config

SNMP Z3R D 7 « )L 4 JLIE

T Ax arhm—n JA L (ACL) % SNMPv2 =13 = =5 ¢ |20 24T T, SNMP k|
TANZEBEHATEET, BV Y TZACLIZ KV EEER AT v EBFFAI SN 5555, SNMP
IXZOEREZNF L F9, ACLIZ LV ZRDBIESR SN D86, SNMPIEZEDERAFEF L T,
SATFA AvE—TUEEELET,

ACL [ZIRD/XT A —H TIERR L £ 7,
c FEILIPT RLA
«SEHEIP T R LA
« FEILA— B
« SESEAR— B

« 71 k2L (UDP £7-1% TCP)

B Eskyro—SEETOraL
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FIRDEE

FED M

1. configureterminal

snmpgsiL o —s—ozz I}

2. snmp-server community name [use-ipv4acl acl-name ]

3. (EE)

FIE

copy running-config startup-config

AT RFERIEFTZII Y

=)

ATy T

configureterminal

1 -

switch# configure terminal
switch (config) #

Ja—)L a7 4 X alb—gr B— RaBith
LET

ATy T2

snmp-server community name [use-ipv4acl acl-name ]

1

switch(config)# snmp-server community public
use-ipvé4acl myacl

SNMP == I = =5 ¢ |Z IPv4 ACL ACL #E| 0 4 TT
SNMPv2 %xk& 7 4 V2 LET,

ATvT3

(f&) copy running-config startup-config

1

switch (config) # copy running-config startup-config

Frar 74 FXal—vark AX—LTv7a
V74X al—varila—LET,

SNMP @41L & —/\—DHTE

BHOBRA BN Ly —s_— 2% LT SNMP @M Z £ 5 L 5 Cisco NX-OSZ R ETE £9,

FIRDEE

snmp-server host ip-address {traps|informs} version 2c community [udp_port number]
snmp-server host ip-address {traps|informs} version 3 {auth | noauth | priv} username[udp_port

1. configureterminal
2. snmp-server host ip-addresstraps version 1 community [udp_port number]
3.
4,
number]
5. ({EE) copy running-config startup-config

#wHry ro—vEEIToraL ]
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F IR D

FIE

HHRy hO—oEEITOraL |

ARV RFERFTIaY

=)

Z 5w 71 | configureterminal Ja—s)L ar7 4 Fab—ay E— FERLh
1 - LET
switch# configure terminal
switch (config) #
R w 72 |snmp-server host ip-addresstrapsversion 1 community | SNMPvl k5 v 7DHRA R LI —R_EBELET,
[udp_port number] ip-address (3 IPv4 £ 7213 IPv6 7 R L A Zfli i T& %
Bl o 3 2=T 1, K255 CFORKT CIRE
switch(config)# snmp-server host 192.0.2.1 traps T&E$, UDP R— &S OHPHIL 0 ~ 65535 T
version 1 public Tfo
Ry 7 3 |snmp-server host ip-address {traps|informs} version |SNMPv2e 7 v 7 &34 v 74— LDHEA | b
2¢ community [udp_port number] L EFELET, ip-address 1T IPv4 £ 7213 IPv6
i - 7 RVAZHEATEET, a3a=7 1%, &K
switch (config)# snmp-server host 192.0.2.1 informs 255 ii@ﬁ@ﬁf?ﬁif% iﬁ‘o ubp 71€~ f\gé%
version 2c public DO#IPHIL 0 ~ 65535 T,
R w 74| snmp-server host ip—.address {traps|informs} version [SNMPv3 F T v £ 7 13S5ETR OB A F L —N
3 {auth | noauth | priv} username [udp_port number] | == | £ ip-address /% IPv4 ¥ 721X IPv6 7 K L
Bl - AEBHTE T, 2—FAlL, FoR 255 LFOH
switch (config) # snmp-server host 192.0.2.1 informs §ﬁ$fjﬂéﬁ§(% ijﬂo UDP 7R — b ﬁ%@%ﬁbi 0~
version 3 auth NMS 65535 7?7f0
(6=3))
SNMP ~ 3 — % (X SNMPV3 2 v & — T % GEL
THERES % 7212, CiscoNX-0S 7731 A7 SNMP
enginelD |ZFE SN\ T2 —% J LT Ty L
(authKey/PrivKey) Zi{~2MERH D £,
ATwv 75| ({EE) copy running-config startup-config Firar74Xal—vark, AFX—rT 7

1

switch (config)# copy running-config startup-config

V74 Fal—Yaiiar’—LET,

SNMP EEIADHEIETA VA —T 14 ADER

BWHIDOEETIP T RLAE LTA & —

T2 ADIPT RLVAZERT DL D, SNMP &%

ETEET, BMPERINDGE. BETIP T RLAZ, ZOREFHA L F—T A A

DIPT RLARIZESNHNTWET,

B Eskyro—SEETOraL
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SNWP BxADRETS v 2 —7 1 20 [

KDOEIZRIETA Vv F—T 2 AR ETEET,
o TRTOFADN, TTD SNMP HHI L 3 — "~ EEES A,

T RTORAN, HEOSNMPEAL o —_"~EESNS, Z0ary 7 4¥al—3 g
. T — A RKETA L E—T 2 ADAL T 4 X2l — a0 LEBEISnET,

\}

CGE) BEFI T Ty FOREETA L Z—T oA AIPT RLAZRETHE, TRAANRT
TOEFBIZRICA v H—T 2 A ABFEHTLIEDRIEEINTE A, BETLA L F—T oA A
IP7 RLARE, SNMP F 7 v 7ORNHTHEREILT RLAZERL, MIA LV F—T =4 AT
RLUAZFEETLE L TEERMBBEE £,

FIEDHE
1. configureterminal
2. snmp-server host ip-address sour ce-interface if-type if-number trapsversion 2c name
3. snmp-server host ip-address sour ce-interface if-type if-number use-vrf vrf-name
4. snmp-server host ip-address sour ce-inter face if-type if-number [udp_port number]
5. snmp-server source-interface {traps|informs} if-type if-number
6. show snmp source-interface
FIED FH
FIE
ARV RFERRETI a3 Y B
2w 71 | configureterminal Jua—r )L ar 7 4 X¥a b—gy E— Reb
il - LET
switch# configure terminal
switch (config) #
Z v 7 2 | snmp-server host ip-address sour ce-inter face if-type (fEE) ZOFRANMIN Iy T AvE—V2FEL
if-number trapsversion 2c name E
Bl FT v T OR=Ya LT, A v — DI
snmp-server host 192.0.2.1 source-interface —g—é SNMP X— 5 ‘/%j:léﬁg Lij« 2¢1x
ethernet 2/1 traps version 2c public SNMPv2c ﬁ){%ﬁﬁéﬂé -y %%Ljﬁoﬁ—o A
25w 73 |snmp-server host ip-address source-interfaceif-type |40 VRE ZfH L THRZ b Lo — L @ET 5
if-number use-vrf vrf-name X 912 SNMP %% E L £, ip-address I% IPv4 F 72
Bl - [XTPv6 7 KL A2 TE £9, VRFAIL, HK 32X
snmp-server host 192.0.2.1 source-interface ?@ﬁ;ﬁ?f#ﬁﬁ;f% ij‘o
ethernet 2/1 use-vrf default GE)

#wHry ro—vEEIToraL ]
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ARV KRFERIETI Va3 B#
ZOavy RIZEoTHRA MREIFHIBRS L ER
/1/0
R 7y 7 4 |snmp-server host ip-address source-interfaceif-type | SNMPv2e 7 v 7 & 72134 74— LDHA | b
if-number [udp_port number] =% ELET, ip-address 13 IPv4 £ 7213 IPv6
fil T RVAZREATEET, PR —FShTWDH A
switch (config)# snmp-server host 192.0.2.1 F=T= AR FA 70%:?{:%,&6 iz (?J %FEHEJ
source-interface ethernet 2/1 Li‘é_‘o UDP ﬂ‘o_‘ l\ﬁé%@%ﬁ&i 0~ 65535 T‘@‘o
IDarT7 4 F¥alb—valid, Fue— L RET
AVHE =Tz APy 7 4 Xal—rarylvy
BRI ET,
25 F 5| simp-server source-interface {traps| informs} if-type | SNMPv2c k5 v 7 & - IARA Bk & (555 & 5 %
if-number BIRAVE—T 2 A AEHELET, FH— ré;n
15 - TWABAL LV HE—T 2 A A XA THEET DD
switch (config) # snmp-server source-interface traps (?J ié%ﬁﬁﬁ Liﬁ—"
ethernet 2/1
R T 7 6 | show snmp source-inter face RELIRETA X —T oA ADERER T LE
R

1 -

switch(config)# show snmp source-interface

X5

FIRDEE

—7y bk a1—Y%—0

SNMPV3 A o 7 +— LIBH A BAA A R LI — 2R ETHITIE. T3 A

=S

ax &

A—YERETDLENDHY 7,

Cisco NX-OS (Tl Z —7 v b a—HF D7 LF ooy L2 EHAL T, RE

WA =7y b

Iz A b

L 2—/3D SNMPV3 A BEREI A v — U 2B L LET,

\)

6=

;1? L7-A > 7 #+—. PDU ZE83IE LTﬁ#n)h—a_%)i}‘%El
v B R & RGIE Lfﬁ%p)hj—é;“‘qj‘ LT Uy VDN

BAIAR A N Lo—3

1. configureterminal

snmp-server user name [auth {md5 | sha| sha-256} passphrase[auto] [priv passphrase] [enginel D

id]

3. (EE)

B Eskyro—SEETOraL

copy running-config startup-

config

Cisco NX-OS TEREINTWDHD LFE
/ngj—o
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F IR D

FIE

VRF £ (5T % sNvpEs L o — i—oiE [

ARV RFERFTIaY

B8

R 7w 71 |configureterminal su— L Ay 7 4 ¥ ab—3i gy E— NE Bk
fl - LET
switch# configure terminal
switch (config) #

27w 7 2| snmp-server user name[auth {md5 |sha|sha-256} | ki A b LS — SOx LY D AHEEL T, i
passphrase [auto] [priv passphrase] [enginel D id] A —Ay h a—HERELET, =YL DD
fi B, R0z TRY)- 7= 10 T T,
switch (config)# snmp-server user NMS auth sha GE)
abcdl234 priv abcdefgh enginelID _ N —
00:00:00:63:00:01:00:10:20:15:10:03 JU—== 10’1(1)HF§:‘ AES-128 (L SNMPV3 D77

NEDTTZANY—Fa han Ty,
AFTv 73| ({EE) copy running-config startup-config FiTar74Xal—vark, AX—F T v/

1

switch (config) # copy running-config startup-config

V74X al—varila—LET,

VRF #{# 3 % SNMP @&1L >—/\—DHTF

SNMP @I L ¥ — "D VRFEGEAREMERB L O T 4 VX D v T AT v a U EFRET S &, SNMP
{2 & > T CISCO-SNMP-TARGET-EXT-MIB @ cExtSnmpTargetVrfTable [Z= > kU 2B S v E

FIRDEE

j—O

)

G¥)
HYET,

VRF BT REMERIT 7 AN EZ Y T AT a VAR ETHENC, FANERTET DMLERN

BAR LY —NZEETALIICHTE L VRFERFEH LY . 1308 E3% 4 L7~ VRF IZ
HASNWTEME 7 4NV F T 5L 9IZ CiscoNX-O8S ZHETEFET,

configure terminal

1
2. [no] snmp-server host ip-address use-vrf vrf-name [udp_port number]
3. [no] snmp-server host ip-address filter-vrf vrf-name [udp_port number]
4. ({E&) copy running-config startup-config

#wHry ro—vEEIToraL ]
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F IR D

FIE

HEry ho—sgEIToran |

ARV RFERFTIaY

=)

X w 71 | configureterminal Jau—N)L a7 4 Xal—ay T— REBLG
1 - LET
switch# configure terminal
switch (config) #
Z 5 72 |[no] snmp-server host ip-address use-vrf vrf-name B ED VRF Z#fEH L THRA N Ly —NLRET D
[udp_port number] L 912 SNMP # 3% L %3, ip-address % IPv4 7=
% - ILIPv6 7 R L AIZT&E £9, VRF£AIZITHK 255
switch (config)# snmp-server host 192.0.2.1 use-vrf] @ﬁiﬁi%ﬁiﬁﬁf & ij‘o UDP 7" — ]\%’éﬁ@%g.
Blue 0~65535C9, ZDa~<wr RNizk-T.,
CISCO-SNMP-TARGET-EXT-MB @
ExtSnmpTargetVrfTable (2= b U 28BS AL E T,
Zoawy RonofBUL, BRIES LA A F D VRF
Bl rTREMEIF A HIBR L.
CISCO-SNMP-TARGET-EXT-MB ®
ExtSnmpTargetVrfTable 2> 5= N U ZHIfr L £ 7,
()
ZDawy RIZLo THRA MREITHIBRSNEE
/L/O
R T w 73 |[no] snmp-server host ip-address filter-vrf vrf-name E XN VREFIZESWNT, @A A R L—nN

[udp_port number]
1 -

switch(config)# snmp-server host 192.0.2.1
filter-vrf Red

~DEHE T 4 NH Y 7 LET, ip-addressi IPv4
FITIPV6 7 FL AL TEEd, VRFAITIT
BR255 DT AMACTE £9, UDPAR— hE=
DOFPHIL 0 ~ 65535 T,

Zhaw NiZk-oTC,
CISCO—SNMP-TARGET—EXT MB ()
ExtSnmpTargetVrfTable (2= kU 28BS 4L E T,

Zoawy FOnofeid, BESNIZAA D VRF
7 42 IEREHIER L.
CISCO-SNMP-TARGET-EXT-MB @
ExtSnmpTargetVrfTable 7> 5 = kU % &

GE)
Zoavwy NiZkoTHRA MERTEIFHIBRSNEYE
Moo

LET,

B Eskyro—SEETOraL
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£URY R K= FEEALT RSy TEET 500 shmp i [

AU RFERETIVa Y

B8

ATvT4

(fE&) copy running-config startup-config
1 -

switch (config) # copy running-config startup-config

Frar 74 F¥al—vark AX—LTv7a
V74X al—varila—LET,

ANV RR—bEFERALTERS Y THEEETH-HD SNMP

=JL =

ax e

HINR—F2HEHALCr 7 v 72XETDHEI SNMP 2R ETEET, ZDLHTTHIC

1.
T 57D VRF % E L F7,

(o —7VERIEFARA N LV T) BETA =T = AEREL, M7 v T w2kE

FIEDOHE
1. configureterminal
2. snmp-server source-interface trapsif-type if-number
3. (f£%) show snmp source-interface
4. snmp-server host ip-address use-vrf vrf-name [udp_port number]
5. ({E&) show snmp host
6. ({£&) copy running-config startup-config

FIED FH

FIE

ARV RFEERETIVa Y

B8

R w 71 |configureterminal Jua—\)ary 7 4 ¥al—gy B— KRG
f LET
switch# configure terminal
switch (config) #

R T w 72 |snmp-server source-interfacetrapsif-typeif-number |[SNMP F 5 v 7535 ET A DDRIETLA X —

i
switch (config) # snmp-server source-interface traps
ethernet 1/2

T A A& Ta—rVWIRELET, PAR—FSH
TWDA B —T 2 A A XA TERFEST HTDIT
) #EMALET,

Ja—s L LoV EIIHR A b LUV TG A
VH—T oA AEFETEET, BIETA U F—

Tz A AT —NVIRETHE, FHLWAR b
a7 4K al—yaira—Iiar T g

Fal—valEZFEALTANI vy 72 ELET,

GE)

#wHry ro—vEEIToraL ]
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ARV RFERETIVa Y

B8

FAGTA LV H—T 2 A A%HRARN LYV TRET
% 12X, snmp-server host ip-address sour ce-inter face
if-typeif-number =~ > &AL £,

ATv 73| ({EE) show snmp source-interface RELTRETA v F—T7 = A ADMEREF R L E
{5 EE
switch (config)# show snmp source-interface
R T v 7 4| snmp-server host ip-addressuse-vrf vrf-name [udp_port | 47> VRF 2l L TR A k Ly— L4 5
number | K 912 SNMP ##% 7 L %9, ip-address | IPv4 E7-
Bl - [L1Pv6 7 N L A& TE £9, VRF AITITRA
switch (config)# snmp-server host 171.71.48.164 255 @%iki%ﬁiﬁﬁ“(% ij—" UDP 7]_\9*— ]\%—?%@%ﬁ
use-vrf default L:tO ~ 65535 VC‘TO Zhavxy F@:J:O«C\
CISCO-SNMP-TARGET-EXT-MB ®
ExtSnmpTargetVrfTable (2> kU 28BS E T,
GE)
7 7 4V hTlX, SNMP [3E B VRF i L C h
Ty T RFELET, B VRF 2H L2WEES
I, Zoa~vy FEEH L THELO VRF 248
HVENRDHY FT,
ATy F5| ({E&E) show snmp host HE L7 SNMP s A b OE#REF R LET,
i
switch(config)# show snmp host
AFTv 76| ({EE) copy running-config startup-config FFar74F¥al—vark, AZ—K Ty 7 a

1

switch (config) # copy running-config startup-config

V74X al—varilar—LEd,

SNMP &XN1DE®h1E

WHEA X—TNERET 4 =TI TEET, BHLERE LR >T284E . CiscoNX-0S
X, BGP, EIGRP, X TNOSPFOEMZERE, BHETNTA X —7 M LET,

)

Note snmp-server enabletraps =~ R&fHT 25 &, BREBMAA R LY —RICXoTE, T v
TeA T H—LDMFEA RX—T I TEET,
WDFKIZ, CiscoNX-OSMIB OB EZ BT DA~y RERLET,

B Eskyro—SEETOraL
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Table 2: SNMP ;&1 D A & —TJ L1t

snmp Bxo st i

Bl Eav KR

T _XTCo@ms (BGP. EIGRP. ¥ kL UOSPF%
FR<)

snmp-server enabletraps

CISCO-AAA-SERVER-MIB

snmp-server enabletraps aaa

snmp-server enabletrapsaaa server-state-change

CISCO-BGP4-MIB

snmp-server enabletrapsbgp

CISCO-CALLHOME-MIB

snmp-server enabletraps callhome
snmp-server enable traps callhome event-notify

snmp-server enabletrapscallhome smtp-send-fail

CISCO-CONFIG-MAN-MIB

snmp-server enabletraps config

snmp-server enable traps config
ccmCL I RunningConfigChanged

CISCO-EIGRP-MIB

snmp-server enabletrapseigrp [tag]

CISCO-ERR-DISABLE-MIB

snmp-server enabletrapslink
cerrDisablel nterfaceEventRevl

ENTITY-MIB, CISCO-ENTITY-SENSOR-MIB

snmp-server enabletrapsentity

snmp-server enabletrapsentity
entity fan_status change

snmp-server enabletrapsentity
entity_mib_change

snmp-server enabletrapsentity
entity_module inserted

snmp-server enabletrapsentity
entity_module_removed

snmp-server enabletrapsentity
entity_module status change

snmp-server enabletrapsentity
entity_power_out_change

snmp-server enabletrapsentity
entity _power_status change

snmp-server enabletrapsentity
entity_unrecognised_module

CISCO-FEATURE-CONTROL-MIB

snmp-server enable traps feature-control

snmp-server enabletraps feature-control
FeatureOpStatusChange

#wHry ro—vEEIToraL ]
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BEav KR

CISCO-HSRP-MIB

snmp-server enabletrapshsrp

snmp-server enabletrapshsrp state-change

IF-MIB

snmp-server enabletrapslink

snmp-server enabletrapslink
extended-linkDown

snmp-server enabletrapslink extended-linkUp
snmp-server enabletrapslink cieLinkDown
snmp-server enabletrapslink cieLinkUp
snmp-server enabletrapslink linkDown

snmp-server enabletrapslink linkUp

OSPF-MIB, OSPF-TRAP-MIB

snmp-server enable traps ospf [tag]
snmp-server enable traps ospf Isa

snmp-server enabletrapsospf rate-limit rate

CISCO-RF-MIB

snmp-server enabletrapsrf

snmp-server enabletrapsrf
redundancy_framework

CISCO-RMON-MIB

snmp-server enabletrapsrmon

snmp-server enabletrapsrmon fallingAlarm
snmp-server enabletrapsrmon hcFallingAlarm
snmp-server enable trapsrmon hcRisingAlarm

snmp-server enabletrapsrmon risingAlarm

SNMPv2-MIB

snmp-server enable traps snmp

snmp-server enable traps snmp authentication

CISCO-MAC-NOTIFICATION-MIB

snmp-server enabletrap link
cmn-mac-move-natification

CISCO-PORT-STORM-CONTROL-MIB

storm-control action trap

CISCO-STP-EXTENSIONS-MIB

snmp-server enabletraps stpx
stpxM stlnconsistencyUpdate

CISCO-STP-BRIDGE-MIB

snmp-server enabletrapsbridge

snmp-server enabletraps bridge newroot

snmp-server enabletrapsbridgetopologychange

B Eskyro—SEETOraL
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snmp Bxo st i

MIB BEavy K
CISCO-STPX-MIB snmp-server enabletraps stpx

snmp-server enabletraps stpx inconsistency
snmp-server enabletrapsstpx loop-inconsistency

snmp-server enabletrapsstpx root-inconsistency

CISCO-SYSTEM-EXT-MIB snmp-server enable traps sysmgr

snmp-server enable traps sysmgr
cseFail SwCoreNotifyExtended

UPGRADE-MIB snmp-server enabletrapsupgrade

snmp-server enabletraps upgrade
UpgradeJobStatusNotify

snmp-server enabletrapsupgrade
UpgradeOpNotifyOnCompletion

VTP-MIB snmp-server enabletrapsvtp
snmp-server enabletrapsvtp notifs
snmp-server enabletrapsvtp vlancreate

snmp-server enabletrapsvtp vlandelete

BELZBHEADITDHINE, RLTWAEHIiar 74 F¥al—yaryE— RKRTkDa~<

Y REMBHLET,

av Uk B#)

snmp-server enabletraps $_TO SNMP @& A F—7 /W LET,
IR

switch(config)# snmp-server enable traps

snmp-server enabletraps aaa AAASNMP @ % A X —7 M LET, (EE
[ser ver-state-change] T, ROFFEDBAEA F—T VI LET,
l: « server-state-change : AAA H— DR AEZE
switch (config) # snmp-server enable traps aad ﬂjﬁﬁ%ﬂ%f%?iﬁﬂll,EEﬁfo

snmp-server enabletrapsbgp R—F—FF—r=A 7ua =z (BGP)
il SNMP i1 & A9 L £,

switch (config)# snmp-server enable traps bgp

#wHry ro—vEEIToraL ]
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S

snmp-server enabletrapsbridge [newroot]
[topologychange]
fi):

switch (config)# snmp-server enable traps
bridge

STP 7'V v SNMP i@ % A 2 —7 M LE
4, BT, ROFED@HE A F—T /T
Li‘d‘o

e newroot : STPOF LV VL— K 7 U » i
MEAHZLET,

s topologychange : STP 7' U v D hARu ¥
EREE A LET,

snmp-server enabletrapscallhome[event-notify]
[smtp-send-fail ]
fil:

switch (config)# snmp-server enable traps
callhome

Call Home % %& A x—7 iz LEd, £E
T, ROKFED@MEA F—T7 VI LET,

« event-notify : Call Home DA > M i
HMEHAMMLET,

« smtp-send-fail : ffi% A — LRk 7 = k=
U (SMTP) A v t— O {E RIGE &
B LET,

snmp-server enabletrapsconfig
[ccemCL I RunningConfigChanged]

1

switch (config)# snmp-server enable traps
config

O T 4 X2 b — g OEFEIZK LT SNMP
WHE A 2 —T VI LET,

« ccmCL IRunningConfigChanged : 317
FEEEOa L 7 X2 —va s
T, A7 4 X alb— g OEFEITK
L C SNMP @& Hzhc LET,

snmp-server enabletrapseigrp [tag]

R

switch (config)# snmp-server enable traps
eigrp

CISCO-EIGRP-MIB SNMP i@ &1 % 1 X — 7 /L|Z
=

B Eskyro—SEETOraL



| @5y ro—oEETO L

snmp Bxo st i

avy kR

S

snmp-server enabletrapsentity

[entity fan_status change] [entity_mib_change]
[entity_module inserted]
[entity_module_removed]
[entity_module_status change]

[entity _power_out_change]

[entity power_status change]
[entity_unrecognised_module]

1

switch (config)# snmp-server enable traps
entity

ENTITY-MIB SNMP i@ %1% A x—7/VIZ LE
4, BT, ROFED@HE A F—T /T
l/ i —340

- entity fan_status change: =>7 1 7 «
77 v ORBEEBAE RN L ET,

« entity_mib_change: =7 4 7 1 MIB %
FEEZ AT LE T,

e entity_module inserted : =27 17 1 E
Va— UM E AN LET,

- entity_module removed : =27 17 1 &
Vo — /VHIBREE 2 AN L E T,

* entity_module_status change: =7 «
T A BV 2V AT — X AEF WA ERH
L ET,

* entity power out change: =>'7 47 4
DT =B HE @M 2 AN L ET,

- entity_ power_datus change: =27 17 ¢
DY — AT —Z AEFRME G L
i‘a—o

- entity_unrecognised_module : =7 ¢
T 4 DRIEREY 22— VB EZ AN L
£

snmp-server enabletraps feature-control
[FeatureOpStatusChange]

1

switch (config)# snmp-server enable traps
feature-control

FEREHIE SNMP i@ %2 A 2 —7 M2 LET,
BT, ROKEDBNZA X —T VI LE
7,

« FeatureOpStatusChange : FEREFRIED IR AE
EAbmmEHM L ET,

snmp-server enabletrapshsrp state-change

1

switch (config)# snmp-server enable traps
hsrp

CISCO-HSRP-MIB SNMP @41 % 1 %— 7 /LT
LET, [EET, ROFEDEMEA X —T
LT LET,

« state-change : HSRP DR EEZ Vi@ 2 A
L FET,

#wHry ro—vEEIToraL ]
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snmp-server enabletrapslicense
[notify-license-expiry]
[notify-license-expiry-warning]
[notify-licensefile-missing]
[notify-no-license-for-feature]

1

switch (config)# snmp-server enable traps
license

ENTITY-MIB SNMP j@ %14 A r—7 /L2 L &
T, (EE T, ROFEDBHZ A T — T UIT
Li‘d‘o
* notify-license-expiry : 7 A &z > A KZhi@ %N
ERIMCLET,
* notify-license-expiry-warning : 1 A
KEhoBE@mERHLET,
« notify-licensefilemissing : 714> A 7 7
A NVAPERZ AR LET,

* notify-no-license-for-feature :
no-license-installed-for-feature 38 %1 %2 A ZhZ
LET,

snmp-server enabletrapslink [cieLinkDown]
[cieLinkUp ] [cmn-mac-move-natification ]
[IETF-extended-linkDown ]
[IETF-extended-linkUp ]
[cisco-extended-linkDown ]
[cisco-extended-linkUp ][linkDown ] [linkUp]

1

switch (config)# snmp-server enable traps
link

IF-MIB U > 7 it A % —7 M L ¥ 7, &
BT, UToREo@mz A r—7 1 LE
—a—o

« [ETF-extended-linkDown : Cisco LI Y
J AT — N EMEAF—T ML
ESc

+ |ETF-extended-linkUp : Cisco fIEiE Y > 7
AT —NT v WEHMEAR—T M LE
R

« cmn-mac-move-natification : MAC7 N L
ABENBEME A R — T I LET,

« cisco-extended-linkDown— : Internet
Engineering Task Force (1 % —% v k
V=T VT BRT T — A,
IETF) OYERY > 7 AT — h X v @
A RX—T W LET,

» cisco-extended-linkUP : Internet Engineering
Task Force (IETF) OJLiEY 7 A7 —
N7y Tl EA R—T VT LET,

e linkDown : IETF U > 7 25— K Z 7
BHAERIZLET,

«linkUp : IETF YV 7 A7 — K 7 v 7@
MmEAEMLET,

B Eskyro—SEETOraL
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snmp Bxo st i

avy kR

S

snmp-server enabletrapsospf [tag] [Isa]

A1

switch (config)# snmp-server enable traps
ospf

Open Shortest Path First (OSPF) #&1% A %hIC
LET, [LET, ROFFEDEME A T —T
MZLET,

elsa:OSPF V7 AT — K T RRZA X
A2 b (LSA) @HEB/NCLET,

snmp-server enabletrapsrf
[redundancy-framework]

1

switch (config)# snmp-server enable traps rf

E71L—2AU—7 (RF) SNMP#EH%Z A F—
TZLET, EE T, ROFED@RME A
=TT LFET,

« redundancy-framework : RF A —/X—/31
P AL FA——MIB#HE G L
=7,

snmp-server enabletrapsrmon [fallingAlarm]
[hcFallingAlarm] [hcRisingAlarm] [risingAlarm]

1

switch(config)# snmp-server enable traps
rmon

Je—hE=%Y 27 (RMON) SNMP &%l
BARX—TNMIZLET, [LE T, ROFED
BWHE A 2 —T M LET,

« fallingAlarm : RMON FR7 7 — L@ %N %
BMZLET,

« hcFallingAlarm : RMON high-capacity [
T I —h@EmERENILET,

» hcRisingAlarm : RMON high-capacity _EBE
7T — B AN LET,

s risingAlarm : RMON LR 7T 7 — Ai@ s %
B LET,

snmp-server enabletrapssnmp [authentication]

1

switch (config)# snmp-server enable traps
snmp

— %A 72 SNMP i@ Z A £ —7 M LET,

EET, ROFFEOEMEA X —T VI LE
TO
« authentication : SNMP 2 iFE 5 % A 2T
]\/\ij—o

#wHry ro—vEEIToraL ]
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snmp-server enabletraps stpx[inconsistency]
[loop-inconsistency] [root-inconsistency]

41

switch (config)# snmp-server enable traps
stpx

SNMP STPX 2 AN L ¥ 9, fEE T, &
DEFEDBHE A X —T VI LET,

« inconsistency : SNMP STPX MIB £ —%
Ty T — MNEME A LET,

* loop-inconsistency : SNMP STPX MIB /L—
TR—=ET v 77— M@ME AL E
R

* root-inconsistency : SNMP STPX MIB /L —
=T v 7T — NBEAEANILE
D

snmp-server enabletraps syslog
[message-gener ated]
f5i):

switch (config)# snmp-server enable traps
syslog

TEFE S 472 SNMP 7R A KT syslog A vt—
ZhI7y 7L LTHEELET, EET. RO
FrE D@z A F—7 M LET,

s message-generate: V7 R =T Bl Ay
- UAREME A LET,

snmp-server enable traps sysmgr
[cseFailSwCoreNotifyExtended]

1

switch (config)# snmp-server enable traps
sysmgr

V7 Ny 2T ERBRME A X —T M LET,
BT, ROKEDBNEZ A X —T VI LE
7,

» cseFail SwCoreNotifyExtended : V7 F 7 =
T AT @MEARAINILET,

snmp-server enabletrapsupgrade
[UpgradeJobStatusNotify]
[UpgradeOpNotifyOnCompletion]

151

switch(config)# snmp-server enable traps
upgrade

Ty T L— Ri@EfMEA X — 7 I LET,
EE T, WOFED@ME A R—T VI LE
R
« UpgradeJobStatusNotify : 7 v 77 L— K
VaTl AT — X AWHEANLET,
« UpgradeOpNotifyOnCompletion : 7 7
JL— R a—r ) RAF—H A WA E
iz LET,

B Eskyro—SEETOraL
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1v8—7x42T0) voBAOTFt—TL [

avw U R Sy

snmp-server enabletrapsvtp[notifs] [viancreate] | VTP i@4n 4 A0 LE4, (E5 T, WROEE
[vlandelete] D@EMEA X —T M LET,

il * notifs : VTP @& AN LET,

switch (config)# snmp-server enable traps vtp

s vlancreate : VLANERROEEN 2 AN L

F7,
« vlandelete : VLAN HIfRD@E 2 A0 L
i‘j‘o
storm-control action traps N7 7 4w A b—LHIEORIBRICEL -5
il BDONTT 4T A b— LB E A
l/\gzjqo

switch (config-if)# storm-control action
traps

AR —TARATH) VI @EHMDT 4« —T )L

fEBIDA > Z—7 = A AT linkUp 3 X O\ linkDown %1% 7 4 E—7 M T&E 4, 7T 0 F
VI AHE—TxA4A (Up & Down DR ZBEZICEIV DDA 2 —T A R) T, ZDOH

R Afic&E £,
FleD#HE
1. configureterminal
2. interfacetype dot/port
3. nosnmptrap link-status
4. ({£E) copy running-config startup-config
FED
FIE
ARV KRFERRETI a3 Y B#J
AT 71 |configureterminal sua—s ) ar7 4 Xalb— gy ®— Faelh
15“ : L/i‘g—o

switch# configure terminal
switch (config) #

R v 7 2 |interface type slot/port AVE—T A ADSNMP U7 25—k FT v
B - TET4E=TMILET, Zoavr R T
T H IV R TA R—T N> TWET,

switch(config)# interface ethernet 2/2

#wHry ro—vEEIToraL ]
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B > 5—7 120 snMPifindex D& =

ARV RFERETIVa Y =)

Z 5w 7 3|nosnmp trap link-status Ay H—T A ZADSNMP U v 7 25— K w v
Bl - TaT4E—TMILET, Zoav s NiE

switch (config-if)# no snmp trap link-status 7j—/l/]\'f/]'Z\ 7/14;720(11\321;*0

ATw 74| (f£&) copy running-config startup-config Fifrar74Xal—vark, AX—F T v7 2
I - Y74 F¥al—varilar—LET,

switch (config-if)# copy running-config
startup-config

A4 23— x4 XD SNMP ifindex D FE 7~

SNMP ifindex i%, BIHET A ¥ —T = A AEWRE UV 7 T 572D E D SNMP MIB (2

TeoTERHENET,
FIEDHEE
1. show interface snmp-ifindex
F gD
=31
AU RFEREFET7TIV3 Y B
R w 71 | show interface snmp-ifindex FTR_RTCOAV F—T A ZZHOWT, IE-MIB 7> 5K
Bl - e 72 SNMPiflndex fEA R L £, fEE T, |F—
switch# show interface snmp-ifindex | grep -i v—F & grepﬂ? v—F %ﬁ'ﬁﬁﬁjﬂé & N Hjjj’cfﬁﬂi
Eth12/1 DA LH—T oA AERBTEXET,
Eth12/1 441974784 (0x1a580000)

TCP T® SNMP (C -L-.I--g_é ) ./9 A4 Au:u\niEo)’r *_77[/'“:

TCP > a ETSNMPIZHT AT U H A LRBIEEA R—T I TEET,

FIRDEE

1. configureterminal
2. snmp-server tcp-session [auth]
3. (fE&) copy running-config startup-config

B Eskyro—SEETOraL
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SNMP 21 v FDa> 4y bssuns—avtEgosiy T ]

F gD FEH
FlE
AU RFEREET7TIVa Y ]3]

R 71 | configureterminal JTua—rVEBREE— REBBLET,
fi
switch# configure terminal
switch (config) #

ATy J 2 | snmp-server tcp-session [auth] TCPE v a2 v ECSNMPIZxT 5T v & A Kili
Bl A R—TMILET, FTANRTRT 47
switch (config)# snmp-server tcp-session /Vé:i£<>7fb\327fo

ATwv 73| (&) copy running-config startup-config FTar 74 F¥al—vark, AF¥—hLT v S
1 Y74 Fal—varilar—LEd,
switch (config)# copy running-config startup-config

SNMP XA/ vyF@OaVE2 0 rELVASr—2 3 VIEHOEIY BT

RN XLEFEFTHOEET (AN=2EEFRW) TRALAADILF T MERET A AD 0 lr—

SUMMARY STEPS
1. configureterminal
2. snmp-server contact name
3. snmp-server location name
4. (Optional) show snmp
5. (Optional) copy running-config startup-
DETAILED STEPS
Procedure

VarvERETEET,

config

Command or Action

Purpose

ATy T

configureterminal

Example:

switch# configure terminal
switch (config) #

Ja— U — R &R L E T,

ATy T2

snmp-server contact name

Example:

SNMP =1 > % 7 +44 & L CsysContact % 7% & L £ 7,

Note

#wHry ro—vEEIToraL ]
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HEry ho—sgEIToran |

Command or Action

Purpose

switch (config)# snmp-server contact Admin

name N7 A —ZIMATY, 727120, nof i fil
M U7z 3= FOBREMEROM, ZD/R7 A —H
A7 a T,

ATvT3

snmp-server location name

Example:

switch(config)# snmp-server location Lab-7

SNMP =/ —3 =3 > & LT sysLocation % E L £
bé‘o

Note

name/XJ A —Z (IMNETT, 72771, nofe X &f#
ALz 2~y ROBEMBROM, Z0/F7 A—4
X479 9,

ATvT4

(Optional) show snmp

Example:

switch (config)# show snmp

1 DFERIFER DT v 7 7 A VT DA
FoRLET,

ATy Th

(Optional) copy running-config startup-config

Example:

switch (config) # copy running-config startup-config

Effar74¥al—vark, AX—hT v =
Y74 X2l —valat—LET,

AVTFXFRMISRYRNTI—D T T4 T4~NDIVEVTDEHRTE

Ja ka4 ALZ A, VREREDREXY NI —7 =T 4T 41k 2% SNMP =27

XA NDV LT ERETEET,

Before you begin

MRy NU—2 T AT A DA VAR ARRELET, VREBIO T E Il [ %

B ZADFERNZHOWTIL,

[Cisco Nexus 9000 2 — A NX-0OS =% A b JL—F 4 VT i&

EHA R] F721% [Cisco Nexus 9000 2V — X NX-0S ¥ /L FF ¥ A~ )L—F 4 VTR EHTA

Rl Z2ZRLTZE0,

SUMMARY STEPS

1. configureterminal

[no] snmp-server context context-name [instance instance-name] [vr f vrf-name] [topology

topology-name]

3. (Optional) snmp-server mib community-map community-name context context-name

P

(Optional) show snmp context

5. (Optional) copy running-config startup-config

B Eskyro—SEETOraL
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| B%+y bo—oEBTO L
SNMP 05 « £— 7 Lit. (Disable SNMP) I}

DETAILED STEPS
Procedure
Command or Action Purpose
R w 71 |configureterminal JTa—NN) ary7 4 Xal—3iay T— NEELG
Example: LET

switch# configure terminal
switch (config) #

R w 72 |[no] snmp-server context context-name [instance SNMP 2> T %A a7 hajL AKX A,
instance-name] [vrf vrf-name] [topology topology-name] | vRE. E7-1% M e Jicw v Er 7 LEd. LI
Example: 3K 32 DR T EZEHTEET,

izciitch(config)# snmp-server context publicl vrf not=>< = . SNMP =1 > F % Z |k L7 =
A AZ A VRE, E72id bR u PO~ v v
7 aHIBR L £,
Note
AVTHRAN BT EHIRTDHT, A~
AL A VRE, 3 bR Y2 AN LTS
723, A A A VRF, F7-(3 topology F—
U—REFEATLL, arTFAMLERRA MY
YOy B IRRESNET,

R 7y 7 3 | (Optional) snmp-server mib community-map SNMPv2c 22 2 =7 4 ZSNMP 2 > T F X b2~ v
community-name context context-name ErZ LET, ARNCIEE K 32 OW T 4T
Example: TET,

switch (config)# snmp-server mib community-map
public context publicl

Z 5w 7 4 | (Optional) show snmp context 1 DFEITEED SNMP =2 7 % 2 MZBT 5 1F#H
Example: ERRLUET,
switch (config)# show snmp context

Z 7 75 | (Optional) copy running-config startup-config FiTar74FXal—rvark, AF¥—hL 7 vSa
Example: V74 FXal—Tailat—LFET,

switch (config)# copy running-config startup-config

SNMP @7 4 £— 7 JL{t (Disable SNMP)

T34 AP SNMP & A TEET,

FIEDOEE

1. configureterminal

#wHry ro—vEEIToraL ]
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2. nosnmp-server protocol enable

F IR D EFH

FIE

HEry ho—sgEIToran |

ARV RFERERTIVa Y

E:)

Z w71 |configureterminal

1

switch# configure terminal
switch (config) #

ra—r\Lar 74X a lb—3ay T— NEEth
LT

R w 72 | nosnmp-server protocol enable

1

switch (config)# no snmp-server protocol enable

SNMP #5 4 E—7 W LET, SNMP 135 7 + /L
N CA R =T N2> TWET,

GE)
SNMPv2 % 45289512 SNMPv] ZERhZT5 2
LITTEEH A, SNMPvl ZESNZT 5851,

SNMPv3 DA% FHET B 0>, SNMP % 522 I
LE7,

SNMP H—/IN\— A0 2 vy aBHFIAIT—DEHE

Cisco NX-OS 3% v v ¥ 2 AR— b ORIEL LRFF D IFMIT, MHEATERE TS 7,

FIEDHE
1. configure terminal
2. snmp-server counter cache timeout seconds
3. ({EE) show running-config snmp all |i cac
4. no snmp-server counter cache enable
F gD ¥
FIE

ARV KRFERERETY Va3 Y

=)

X w 71 |configure terminal
1 -

switch# configure terminal
switch (config) #

Ta—N\)L ar 74X al—ay B— Neh
Li‘j_o

B Eskyro—SEETOraL
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aaEgEmozE ]

AU RFERETIVa Y

B8

R w72 |snmp-server counter cache timeout seconds A= FDOIRENR T — BV F v v ¥ 2 \TRFSN DI
1l - MAMHEMTERLET, WV Z Fx v ialdT
, , , T AN NTHEMI RS TEBY, T 74NV bDOFr v
switch(config)# snmp-server counter cache timeout .
1200 Va XA LT U MEZ 10 TY, BT DL,
TIHN DXy v XA LT T MEK S50 I
720 £, #PAIL 1~ 3600 T,
GE)
EndofRow (EoR) AA »F 7 DA #iPHIL 10
— 3600 T9,
ATv 73| ({£E) show running-config snmp all |i cac BE ST SNMP h— " 7 B X oo BT
- HA BT MERFERLET,
switch(config)# copy running-config snmp all | i
cac
A7 7 4|no snmp-server counter cache enable OB Xy w2 OEHEEHICLET,

1

switch (config)# no snmp-server counter cache
enable

G¥)
AT H Xy aDEFBEN > TNDE
A . timeout /X7 A —H|IREINfEIZ L - T,

R—hOWRENR T T X X v v allfFFEND
REI R E D £,

AAA FEABSRAIDZE R

R L7 — V3% E % Cisco NX-OS IZHEFF SH DR OR &2 EFTE £7,

FlaD#E
1. configureterminal
2. snmp-server aaa-user cache-timeout seconds
3.  (fEE) copy running-config startup-config
FIED %
FIE

ARV RFERERTI VA Y

=)

&M

configureterminal

1 -

switch# configure terminal
switch (config) #

Ja—)L a7 4 X alb—gr B— &btk
]\/i‘a—O

#wHry ro—vEEIToraL ]
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HEry ho—sgEIToran |
HILToTUID DR

ARV RFERETIVa Y ]3]

R T w 72 |snmp-server aaa-user cache-timeout seconds T—WL ¥ v v a T AAA FEl = —FE 2 e
i - IO A ROE L E T, EORPAIL 1 ~ 86400 FT
switch (config) # snmp-server aaa-user cache-timeout wi}) 5l:72f/b/bbj:3600 TF?fO

1200

ATw 73| ({£E) copy running-config startup-config Fifrar74Xal—vark, AX—F T v7 2

I - Y74 Fal—varilar—LET,

switch (config)# copy running-config startup-config

SNMPO—AJL T2 ID DIERL

CiscoNX-0OS U U —Z 7.03)I6(1) LARETIE, m—H LT A A= PV IDEHETEET,

\}

Note SNMP n—H/L =P IDERETHE, T_TDSNMP =2—H | V3 2—HICRESNT-
AAN, BLOaza=5 4 AN VT EHHERETHLENRHY £9, CiscoNX-0S YU U —2A
7.03)17(1) LAFETIX, SNMP 2—H ¢t a3 a=7 4 AN U T OHEHBRETILERH D £

o
SUMMARY STEPS
1. configureterminal
2. snmp-server enginel D local engineid-string
3. show snmp enginel D
4. [no] snmp-server enginel D local engineid-string
5. copy running-config startup-config
DETAILED STEPS
Procedure
Command or Action Purpose
Z 5 1 |configureterminal Ta— ) ar7 4 Xal— gy T— NG
Example: LET,

switch# configure terminal
switch (config) #

ATy T2

snmp-server enginel D local engineid-string T—HNVTFNAADSNMP =P ID #EF LE

Example: KR

switch(config)# snmp-server engineID local a—h)L T ID . =2m :/"Cjc'é““ﬂi"éﬂf: l65@

AA:BB:CC:1A:2C:10 . — X rp. N °
BA Ty bOYARNE LTHRETHHLENDY E

B Eskyro—SEETOraL
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snwp ook ||

Command or Action

Purpose

T, 22 TIX 10 ~ 64 OHFIPHDEEL 16 HEESTFH
fERA &I, 2o 16 H T Lican  TRY)S
NWET, =& 21X, 80:00:02:H8:04:61:62:63 TI,

ATvT3

show snmp enginel D

Example:

switch (config)# show snmp enginelID

REINTVWASNMP= P DIDEFELET,

ATv74

[no] snmp-server enginel D local engineid-string

Example:

switch(config)# no snmp-server engineID local
AA:BB:CC:1A:2C:10

n—h) oY ID FEMCL, BEER I
FIFN IOV IDERELET,

ATvTh

Required: copy running-config startup-config

Example:

switch (config)# copy running-config startup-config

Frar 74 Xal—vark AX—LTv7 =
V74X al—varilar—LEd,

SNMP 0% DR

SNMP

REFREFRT DITIE, ROEEZITVET,

avwU kR

B8

show interface snmp-ifindex

TRTOA L H—T = A AT
2T (IF-MIB 725) SNMP
@ iflndex fEZF R~ L E T,

show running-config snmp [all]

SNMP O3 7ar 7 4 ¥ =
L—varaERRLET,

10.1(1) XV ETDOY U —ANn5
10.1(1) (2B A S F7z SNMP
—WiE, RESNTTTA
Ny— 71 k2L AES-128 £
721X DES CHERSNET, #H
Lha—H (U U —210.1(1)
DIBE) 1 X, 774V KT
AES-128 7' &2 s 2 L CRRIE X
ET,

9.3(8) U U —ALLF%, show run
® SNMPv3 =—H (X, /v

v 2 TliE7e < SALT A TF
RENET,

#wHry ro—vEEIToraL ]
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HEry ho—sgEIToran |

avy kR

S

show snmp

SNMP A7 —# 2 %R L&
TO

show snmp community

SNMP 2 2=5 ¢ AU
TR LET,

Note

snmp-server mib
community-map 2~ > F®D
SNMP = 7 F A kDA
11 CFEEZ D56, show
snmp community =~ > KO
HNIERBEA TR EER
ATERINET,

show snmp context

SNMP =7 F A b v v
T aRRLET,

show snmp enginel D

SNMP enginelD # &~ L £7,

show snmp group

SNMP m— V&K R LET,

show snmp host

FHE LT~ SNMP 78 A kDI
EFRRLET,

show snmp session

SNMP v g a2FERLE
7,

show snmp sour ce-interface

BELIERIETA VF—T =
A ADEHREFRLET,

show snmp trap

A3 =T NERIEZT 4 —7
JLTH5H SNMP HEIZFR L
S

show snmp user

SNMPV3 = —H¥ &2 F /R L F
T,

BlueVRF R L T. HHBEHHRR b L —/3—(Z Cisco linkUp E1=1& Down B4 & #ET
b& S CiscoNX-OS Z#E L. Admin &E NMS &EUWLVS 2 DD SNMP A—H—%2EF&LET

configure terminal

snmp-server contact Admin@company.com
snmp-server user Admin auth sha abcdl234 priv abcdefgh

B Eskyro—SEETOraL
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snmp-server user NMS auth sha abcdl234 priv abcdefgh engineID
00:00:00:63:00:01:00:22:32:15:10:03

snmp-server host 192.0.2.1 informs version 3 auth NMS
snmp-server host 192.0.2.1 use-vrf Blue

snmp-server enable traps link cisco

KRR b LANLTERENEFEEAR—FE2ERL TSy TEEETEHEL I, SNMP &R
Lij—o

switch# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.

switch (config) # snmp-server host 171.71.48.164 version 2c public

switch (config) # snmp-server host 171.71.48.164 source-interface ethernet 1/2
switch(config)# show snmp host

171.71.48.164 162 v2c noauth trap public

Source interface: Ethernet 1/2

switch (config)# snmp-server host 171.71.48.164 use-vrf default
switch(config)# show snmp host

171.71.48.164 162 v2c noauth trap public
Use VRF: default
Source interface: Ethernet 1/2

TO—NILIZRELEHFERAR— FEERALTES Yy TEEETHEISNMPERERLET .

switch# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.
switch (config) # snmp-server source-interface traps ethernet 1/2
switch(config)# show snmp source-interface

trap Ethernetl/2

inform -

switch (config)# snmp-server host 171.71.48.164 use_vrf default
switch (config)# show snmp host

171.71.48.164 162 v2c noauth trap public
Use VRF: default
Source interface: Ethernet 1/2

VRFred Z SNMPv2c /87 ) wH a3a=F4 R Y UTIZTvEVSTLET,

switch# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.
switch(config)# vrf context red

switch (config-vrf) # exit

switch(config)# snmp-server context publicl vrf red

switch (config) # snmp-server mib community-map public context publicl

#wHry ro—vEEIToraL ]
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SNMP EPLD

EEEH

HEry ho—sgEIToran |

OSPF A4 A& VR Enterprise @B L SNMPv2c/8 T wH a3a=FT4 ALY TIZIRYE
YILEY,

switch# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.

switch (config) # feature ospf

switch (config)# router ospf Enterprise

switch (config-router)# exit

switch (config)# snmp-server context publicl instance Enterprise
switch (config)# snmp-server mib community-map public context publicl

Dt 31

RO SNMP =7 7 4 MIBOID Zfff] L T, SNMP EPLD {f# & &/~ T& £,
1. entPhysicalName: 1.3.6.1.2.1.47.1.1.1.1.7

2. entPhysicalDescr: 1.3.6.1.2.1.47.1.1.1.1.2

3. entPhysicalContainedIn : 1.3.6.1.2.1.47.1.1.1.1.4

4. entPhysicalFirmwareRev : 1.3.6.1.2.1.47.1.1.1.1.9

W, WO ZRLET,

bgl-ads-4144:167> snmpget -v 2c -c Cisco_59485 10.197.137.54
.1.3.6.1.2.1.47.1.1.1.1.2.120408 << entPhysicalDescr
SNMPv2-SMI::mib-2.47.1.1.1.1.2.120408 = STRING: "Module-1 IO FPGA"
bgl-ads-4144:168> snmpget -v 2c -c Cisco_59485 10.197.137.54
.1.3.6.1.2.1.47.1.1.1.1.4.120408 << entPhysicalContainedIn
SNMPv2-SMI::mib-2.47.1.1.1.1.4.120408 = INTEGER: 22
bgl-ads-4144:169> snmpget -v 2c -c Cisco_59485 10.197.137.54
.1.3.6.1.2.1.47.1.1.1.1.7.120408 << entPhysicalName
SNMPv2-SMI::mib-2.47.1.1.1.1.7.120408 = STRING: "Module-1 IO FPGA"
bgl-ads-4144:170> snmpget -v 2c -c Cisco_59485 10.197.137.54
.1.3.6.1.2.1.47.1.1.1.1.9.120408 << entPhysicalFirmwareRev
SNMPv2-SMI::mib-2.47.1.1.1.1.9.120408 = STRING: "0x12"

BEEIEE R=—aTFILEA LI
IP ACL & AAA ['Cisco Nexus 9000 Series NX-OS Security

Configuration Guidel

MIB [ Cisco Nexus 7000 Series and 9000 Series NX-OS
MIB Quick Reference]

RFC 3414 VTN Ry FU— BT 0 b3
(NMPV3) N— g v 3 [ANT 22— P R_R—2R
X2V T7 4 £ (UM)

B Eskyro—SEETOraL
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mazs

HEEE

R=-aT7ILAEZA KL

RFC 3415

'View-based Access Control Model (VACM) for
the Smple Network Management Protocol

(SNMP)J

SNMP (ZB#E92% MIB

PAR—FINTNDMIBERBLBLOF 7
72— R 521F, IROURLIZT 7 AL TL
EEVN,
https://cisco.github.io/cisco-mibs/supportlists/
nexus9000/Nexus9000MIBSupportList.html
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