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ERIMILEREA,
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FLWFA T 6 X —%ARTHOIEALIZbDOERITT T A~ (725*)
F—% T A AR LET,

« encryption re-encrypt obfuscated =~ > NZf/H L CTHEES(LxEHT s &, A7
6 USDT X TDNTP /SAT — KR A7 6 ICFHRE LI ET,

¢ AT FIE NTPIZRES N TNDTRNTDL AT 6 /AT — FaHlfrRLE£7,
encryption delete type6

« encryption decrypt typeé =~ > Rik, BEfFOWERE A DX A 7 6 /XA T — K& 51k
LET,

+ AES128CMAC/¥ A 7" 6 THHR— F INBH/3—2 3 b IE AESI28CMAC/# A 7 6
THR—=FEINDE/NX—T 9 2 ISSD ZFEITTHIZiE, A7 6 F—DRTEEMERL
TH 5 ISSD #ET L £,

o 7127 A (restconf/Netconf7¢ &) THx—F = — AT 285 1%. encryptType &
keyString Zf8ETH 2 &2 BEO L LT, RELRWSEE, ¥F—F=—2 177
E, RELTCWD 7 a7 4 OF TR (£72137 740 ho) EEEHNL
T keyString kL £ 7,

s RBELTWD T 0T o AT D BENH DA, o7 v—2 T CFIE
EEITTIHILERD Y £,
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NTP DT 7 #JL FEXSE

WDOFIZ, NTP NTFGA—Z DT 7V " REEERLET,

INT A=A TIAILEbE
NTP A =TI
NTP i Fa4v—Tn
NTP 7 7 & A A R —T )L
NTP 2 ¥ LN

NTP D&% *E
M

GE) Z OEEED Cisco NX-0S =< > R, CiscolOS Da~<y REIZBR R AEENHHDOTHEE L
TLTEEW,

NTP DFEEF =L ERE

NTP A X —T NVEZET 4 =T NI T&EET, NTPIEIT 7+ /v hTA X —7 L TT,

FIEDHE
1. configureterminal
2. [no] featurentp
3. (f£&) copy running-config startup-config
F gD
FIIE
ARV EFERET7IVa Y B#
AT w 71 | configureterminal T a—ERETE— ARG LE T,
1 -

switch# configure terminal
switch (config) #

AT 72 |[no] featurentp NTP %A% £ 1213 B L £,
1 -

NTP DELE
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switch(config)# feature ntp

ATvT3

(f£&) copy running-config startup-config

1

switch (config)# copy running-config startup-config

Frar 74 Xal—vark, AX—LTv7a
V74X al—varilar—LEd,

IEF®D NTP H—/NELTD

FONA AZIERDO NTP — & LTEET S L9

—

TINA AD

ARTE

i L, BEfFDOZ A L —_ERBIL T

MNEETHURAZRESEL LR TEET,

FIEDHE
1. configureterminal
2. [no] ntp master [stratum]
3. (f£E) show running-config ntp
4. ({£E) copy running-config startup-config
FIED ¥
F&E

ARV RFERETOVa Y

B8

Z 5w 71 | configureterminal JTa—r )L a7 4 X2 b—3ay e— RERG
1 - LET
switch# configure terminal
switch (config) #

A7 72 |[no] ntp master [stratum] EHONTP —RELTT A AERELET,
il - NTP 27 A 7 b3 2406 O] 2 [FH3 2 o &l
switch(config)# ntp master O)K%E V“\/V%?Eﬁiﬂf% iﬁo ?Eﬁiﬂ(% 5%ﬁ@i 1

~15 T,
ATv 73| ({£E) show running-config ntp NTP 2 7 4 FXal—varz2fkRrLET,
1 -
switch (config)# show running-config ntp
ATw 74| ({£E) copy running-config startup-config FiTar74¥al—vark, AEX—L Ty T a

1 -

switch (config)# copy running-config startup-config]

Y74 Xalb—valat—LET,

NTP DE&E .
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NTP H—N\E LUV ET7DERE

NTP —R_B LR T 2R ETEET,

1R BRI

NTP DEE |

FERHLTHWANTP Y — L, ZOETDIPT FLAERITIRAAL L X —L5 AT . (DNS)

BRSO TNDZ &b LET,

[no] ntp server {ip-address| ipv6-address| dns-name} [key key-id] [maxpoll max-poll] [minpoall

3. [no] ntp peer {ip-address|ipv6-address | dns-name} [key key-id] [maxpoll max-poll] [minpall

FIEDHE
1. configureterminal
min-poll] [prefer] [use-vrf vrf-name]
min-poll] [prefer] [use-vrf vrf-name]
4. ({EE) show ntp peers
5. (f£&) copy running-config startup-config
FIED %
FlE

ARV KRFERERETYVa Y

=)

X w 71 | configureterminal

1

switch# configure terminal
switch (config) #

Ta—N\)Lary7 4 Xal—3ay T— Neh
L9

AT w 72 |[no] ntp server {ip-address | ipv6-address | dns-name}
[key key-id] [maxpoll max-poll] [minpoll min-poll]
[prefer] [use-vrf vrf-name]

fl

switch(config)# ntp server 192.0.2.10
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1 o0 —RL 15O —R"T IV o— 3 %F
L ET,

NTP H—/3 & DR THAHT 2 F—2RIET HIC
X, key ¥ —U— & LE9, key-idg |2 #iH
X 1~ 65535 T,

Y= R—V 7T HIRE KL OR/NOIEZ %
ET 5121, maxpoll X minpoll ¥—7— K
ZREALET, max-poll X min-poll 55Dt
FHIT4—16 QORFEL L THREINET, DFV,
FEMIZ16—65536F)) T, 7 7 4/ MaIZZENZE
16 & 4T3 (maxpoll 77 4 /L k =64F>, minpoll
T 7 4V h=168) |

Z DY =N T NA ZAOEIENTP H— 23 51
L. prefer F—U—REMHFHLET,
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fRE ST VRF 24 L ClfE 32 K 5 IZ NTP H—
NERET DX, usevif F—U— K& LE
7, wrf-name51#%i21d, default, management, 7=
IERSCF &N CFR RN E N DK 32 LFOEE
DI F L FHNEfRETEET,

GE)

NTP H— & OBETHERTL2F—2RET 256
X, TOXF—N, TS A LEOFFHTELF—L L
THELTWD Z EE2fER LT ES N,

ATvT3

[no] ntp peer {ip-address|ipv6-address|dns-name} [key
key-id] [maxpoll max-poll] [minpoll min-poll] [prefer]
[use-vrf vrf-name]

1

switch (config)# ntp peer 2001:0db8::4101

1 ODET E 1O T 7YYo — 3 %KL
ij‘o %’E;&@ [:07 T —3 g ‘\/;é?atlé‘ﬁ;f%i
j‘o

NTP VT L OBEECHEHT I —2FHET HITIF
key ¥—U— RZMHH L £, key-id5|EO&iBHIL 1
~ 65535 T,

P—=RER—=V 7T HERE L ORNOMIEZ
ET 521, maxpoll 83X minpoll ¥—7U— K
ZREHALET, max-poll X min-poll 55D

FHIT4—16 QORFEL L THREINET, DFV,
FEMIT 16—131072 F) T, 7 74V MHEIZEN
Zh6 L 4T3 (maxpoll 77 4/ k =64F>, minpoll
77 %)V h=168) .

FNA ZNZKE U TR D NTP 7 2B LICT 51
I, prefer ¥—U— R&EHLET,

?ﬁéhtw&%ﬁLfLﬁTéii*Nme7
BRET DX, usevrf ¥ —U— RZHLET,
vrf-name%liﬁ( . default, management, F7-iTK
S & NSCEDI K S 1D B R 32 SO DB

BrCFHEEETEET,

ATy T4

(EE)
1

switch (config)# show ntp peers

show ntp peers

RESNIZY—NBLIOET 2R LET,

(6=3))
RAA AR S D DIE, DNS — 30853 E
SNTWDLHEETZTTT,

DNS/%— AP — 328 [Pv4 & IPv6 DOl 7 Z i35
W, NX-0S TIXIPv6 7 L ARELE SN E T,

ATy Th

(&)
1 -

copy running-config startup-config

EiTar 74 Fal—rarrk, AX— T v S o
V74 Fal—Ygiiatrt’'—LET,

NTP DE&E .
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switch (config) # copy running-config startup-config

=i A
NTP FREEDEXE
n—H 0y 7 ERAM SRR ZEIET 5 L9 7 A AR ETEET, NTPRFEE A
F—=TNWIZT D & ntp trusted-key =1~ > RIZ & o THE SN2 W0 OFEREF — Z R
PERFFL CWDEGEAE DI, T3 RFZEORZIREFMI L ET, 730 A%, BEAEF = > 712
%E&Ltﬁ‘/\“(@/\ﬁ/ RGN = /7 L., TNHORTy hTa—hhvray iy v 7T —
FENRNWEIICLET, NTPRBFEELT 74V R TT 4 BE—7 IR o> TVET,
1R BRI
:0)%‘:“[/@\(‘? E?é?’/ﬁmuunm‘%\’ \z J:OT NTP ‘H_“—/\b‘ Eéh(b\é k%ﬁﬁg
R
FIEDHE
1. configureterminal
2. [no] ntp authentication-key number {md5 | aesl28cmac} password string encryption-type
3. ntp server ip-address key key-id
4. ({E£E) show ntp authentication-keys
5. [no] ntp trusted-key number
6. ({£&) show ntp trusted-keys
7. [no] ntp authenticate
8. ({E&) show ntp authentication-status
9. (f£&) copy running-config startup-config
F g o> %48
FlE
ATV RFERETIVa Y B#Y
AT w 71 | configureterminal 7Ta— )L a7 4 X2 b—3ay B— REELG
15“ : L/ij‘o
switch# configure terminal
switch (config) #
A7y 7 2| [no] ntp authentication-key number {md5|aes128cmact | FFEF —4 £ L £ 37, FFE¥—OHFHIL 1 ~ 65535

password string encryption-type

1

B nPoEE
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TS APEEZNER & I 5 01, REZIES Z b
DFEFEF— DUVNT LD %F‘?“Lﬁ ntptrusted keynun’ber
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switch (config)# ntp authentication-key 42 md5
aNiceKey

switch(config)# ntp authentication-key 21 md5
JDYk3pp/Fuv0zWyVSRhS6EDERSSspluA7s57dvdsx
g74ndf021EI9dF6WX67Z78/5R8gPMSRRrDUDtLCcULZ
XDUrfOErodS3ikPQA= 6

switch(config)# ntp authentication-key
12 aesl28cmac
JDYkzj4NojJdSkQPvBhFvVAO9xCSVw]2iRGVvShNSg
ER4JwMBMtUEibfgkscgZ4+/iTdDmeCRWISGWLxKb
3Xk5g8pz4bR7Iula7QA= 6

a2y RIZE o THF—FFBEESNTWBEHEER
T,
md5 F 7213 aes128cmac FRFEF A BIRTE £,

2—PF—NELTTA <) (RRE—) F—hbkE
RENT=H AT 6 XF—EFEHL WIS, =—
P—3HERE/ SR T — FIES{bass & A0z % £ T,
T3 ATRERRIC R L A

AL TOBLOZA T T OB A TOEE . &
KEF 32307 CT3, UV U—21033)F £TiL, 15
X (EET) TLe, #A T 65 by A 7O
A BRSUTFHET 128 XF T,

Z T 7 3 |ntp server ip-address key key-id 1 2DOH =N 1 OO =TV Z—a &
15“ : EsziTo
switch (config)# ntp server 192.0.2.1 key 1001 NTP $— R OBE AT AT —2RETHIC
L, keyF—U— R LET, key-id 5 HDHiPH
IX 1~ 65535 T,
PREE M E T AL, key ¥ — T — R&2EHT
HULENHY F£9, ntpserver F72id ntp peer 2~
v R Tkey ¥—U— FEFEELRWGA, RGER L
TOBERRT HILET,
ATw 74| ({£&E) show ntp authentication-keys X E A D NTP GRGEF — A2 KR L ET,
i -
switch (config)# show ntp authentication-keys
R T 75| [no] ntp trusted-key number 12 EDF— (AT v 2 TERERINTNDEHD)
Bl - EHRELET, 7 AR L A 512
switch(config)# ntp trusted-key 42 3 REED Y %% bt by, ‘7 Bk
Fr AL BROSAFF v A ORFZREAZ NTP /X
7y MNIZATNT 20BN H Y £7°, trusted key D
#PHIX 1 ~ 65535 T,
Zoavwr RIZEY TS AR, BEESATH
WL LR > TR 2, Lo Zenphlkah
£7
ATy 76| ({£E) show ntp trusted-keys BEHEHD NTP DEFHEINTWNHLXF—2R R LE

1 -

switch (config)# show ntp trusted-keys

T

NTP DE&E .
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ATy T17

[no] ntp authenticate

1

switch (config)# ntp authenticate

ntp passive, ntp broadcast client, 3 & T ntp multicast
CRGEA AR ETITENIC LU E T, NTP RBaEET
TAN R TT =T MR o> TVET,

ATvT8

(f£&) show ntp authentication-status

1

switch (config)# show ntp authentication-status

NTP #EREORNER R L ET,

ATvT9

(ff:) copy running-config startup-config

1

switch (config)# copy running-config startup-config

FTarr74Xal—YarkE, A¥—KTvra
V74X al—vailar—LEd,

NTP 7 7 & AHIRD

T IR TN—TE2HL T, NTP #—

=L =

X AE

EZ~OT 7 AZHIETE £9, BEMIZIE. 7

NAATHATIHEROZA T, BIOT A, ARINEEZZITWMA P —"EEETEE T,
TIRBRAITN—TEHE LRSI, TXTOT /A ZIINTP T 7 & AEMTESNET,

I SNDT I8 A T N—T%RE LIS

BT, V—AIPT RLART 7R Y X MNOEAES

NALTEYE— R T340 RZF LTET, NTP 7 7 B AMERF S VET,

« match-all & — 7 — RN WA

LT (LLFIORTNAT) #EfE S AvET, permit 238 H S 7206

TENFET,

e match-all ¥—U— K23 H 254
WZRTAT)

Ny M permit R RONDETT 7| R F—FZ

Sy MERE Y

Ry MITRTOT 78R Z—FIzxf LT (UTF
FHEE ., BRI L2l (ACL RERESNTWEAREDT 78R F

=) WA TT I v a R FEITEINET,

epeer: Z TAT M KT 7T 47, MRSy T = A aribue—L, BID
TITAR—=F Ty b (TRTOXAT) &L

eserve 1 7 7 AT b, arbhua— BEORTTA =k "y b a0

sserve-only : 7 7 A 72 kX NET AL
e query-only : = bR —/LBLNT T A X— K X7y MNET A

TIER TN —FIZRDNE TS ET :

1. peer (F_XTD /7y b X A7)
2. serve (7747 b, arbha—J,
3. serve-only (7 747 k7w k)

/7y )

B nPoEE

BIOT 74 X—=1 7y k)
F/-iX query-only (2> hr—LBIONT T A X— |k



| NTPOEE

nte 7 & 2 siE0EE |

serve-only F 721X query-only ™ ACL ZLERIE, NTP /N7 > K Z A FIC L > TR £7,

[no] ntp access-group match-all | {{peer | serve| serve-only | query-only }access-list-name}

FIEDOHE
1. configureterminal
2.
3. (f£&) show ntp access-groups
4. ({£F) copy running-config startup-config
F gD
Flg

ARV RFFERERTI VA Y

=)

Z 5 71 | configureterminal Ta—r ) ar7 4 Xal— gy T— NERE
1 - LET
switch# configure terminal
switch (config) #

A7 72 |[no] ntp access-group match-all | { {peer | serve| NTP OF 7 A& L, EADIP 727X U A

serve-only | query-only }access-list-name}
1 -

switch(config)# ntp access-group match-all
switch(config)# ntp access-group peer peer-acl
switch(config)# ntp access-group serve serve-acl

NEERTATDOT 7R T V—T BB E 71X
MBS L £ 9,

EET OBELE ACL 1L— /L2 NTP N —E3 315
A, ACLABEIEIL L, DT 78R T N—T"F

=N

Tra Lk LERA,

e peer F—U— RiX, 731 ZADNKZIE R & NTP
HilgE s =V —%=ZEL, 727&A U A NCIEE
SNTVWLH—=NLEETDEIICLET,

esarve ¥ —U— R, 778 A URMNMIIEES
VTN D P — 35 OIFZI R & NTP il 7 =
V=% T NA ARZETEBH LT LETHR,
BESINY—"CZR L 2L oL E
7T

ssarveonly ¥—U— RiL, 74 ART 7 A
U A NTHE SN —30 6 OREZER 21
EZETHEIICLET,

s query-only ¥—"U— RiX, T4 ANRT 7R
U A NTHRE SN2 — 305 O NTP il fHl 7 —
V—DHh%uaZf5THE I LET,

*match-all ¥—U—Fzffd 5L, 77X
TN—=TFT v arh HlROKE bR S D)
HEHEELVN S D, peer, serve, serve-only,

NTP DE&E .
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NTP DEE |

ARV RFERETIVa Y

B8

query-only DIEFCTAF v &b L HIZTE
F9, HENNT Y Mlpeer T/ BR 7 —TFD
ACLIZ—EL72WGA, 7w M serve 77
A I N—=TIZHEESh, LEEET, S
ry bdiserve 7 7B A 7 —7"0D ACLIZ—%
L7eWA . serve-only 7 7 B A 7 L—7 25k
HiL, DS IVE T,

GE)
match-all %—7 — F|%, CiscoNX-0S VU —=
7.003)16(1) LARE THIHIATREZ2 & D T, Cisco
Nexus 9000 >V — X A1 »F & Cisco Nexus
3164Q. 31128PQ. 3232C. 5L 183264Q A1 v
FTHR— SN TWVET,

» access-list-name %%, NTP 77 &8 A 7 )—7
DARITTY, ARINX. PRI T2 5T, K64
LFOWEB AN VS THRETE T,

ATw 73| (f£E) show ntp access-groups NTPT7 7t A N—TDary7 4 Xal—vark
- FoRLET,
switch (config)# show ntp access-groups

ATw 74| (f£&) copy running-config startup-config F{Tar74¥al—vark, AA—F T v T

1

switch (config)# copy running-config startup-config

Y74 F¥al—varilar—LET,

NTPYV—XIP7 FLAD

FIRDEE

1 =]

ax e

NTP (. NTP X7 v FREEINTZA L F—T oA ADT R RIZESNT, 3T NTP
Ny MY —AIPT RLAZRELET, BHEDY—AIPT RLAEZFHTH L5 NIP %

RIETE ET,

1. configureterminal
2. [no] ntp sourceip-address

3. (EE)

B nPoEE

copy running-config startup-config



| NTPOEE

F IR D

FIE

NTPY—2 2 8—7 14 20EE [

ARV RFERFTIaY

B8

R 7w 71 |configureterminal su— L Ay 7 4 ¥ ab—3i gy E— NE Bk
fi LET
switch# configure terminal
switch (config) #

ZFw 72 |[no] ntp sourceip-address TRTDONTIP N7y MZY—AIPT R AZHRIE
i - L9, ip-address|Zid IPv4 721X IPve A% A
switch (config)# ntp source 192.0.2.1 Tféijiﬂ‘o

ATwv 73| (&) copy running-config startup-config FTar 74 F¥al—vark, AF¥—hLT v S

1 -

switch (config)# copy running-config startup-config

Y74 F¥al—varilar—LET,

NTPY—RX A3 —T x4 ADETFE

BEDA L F =T = AWM+ 5L NTP ZRETE £,

FleD#HEE
1. configureterminal
2. [no] ntp source-interface interface
3. (fE&) copy running-config startup-config
F gD ¥
FIR

ARV RFERFTIaY

B8

X w 71 | configureterminal JTa—r\ )L a7 4 X2 lb—ay e— ARG
fi LET
switch# configure terminal
switch (config) #

R 7w 72 |[no] ntp source-interface interface TXTONTPNT w ML TY—AAf 2 F—T =

1

switch (config) # ntp source-interface ethernet 2/1

A2AERELET, VYR—FENTWDEA L Z—
T2AADY A NERRTHIZIE, ?2F—TUV— %
fERHLET,

NTP DE&E .



NTP E |
B vroxsomE

ARV RFERFTIVaY =)

AFwv 73| (fEE) copy running-config startup-config Frarr74FXalb—vark RAF—FT v
5l Y74 Fal—varilar—LET,

switch (config) # copy running-config startup-config

NTPOX VT DT
BHELNIPAXR N TUVRT L0 24K THE9, NTPRX U 7 2R ETEET, NTP
X NITFT 74N N TTF =T N TWET,

FIEDHE
1. configureterminal
2. [no] ntp logging
3. (f£&) show ntp logging-status
4. ({£E&) copy running-config startup-config
FE D
Fig
AU RFERET7TIV3 Y B#J
Z w71 |configureterminal Ta— R VERET— REBELET,
1 -

switch# configure terminal
switch (config) #

AT 7 2|[no] ntp logging HHERNTP AR N TCUAT L v 24K T 52
i - LEAX—TNERLITT 4 =7 M LET, NTP
. . . RXTETTAN B TT A= > TE
switch (config)# ntp logging
R
ATwv 73| (f£E) show ntp logging-status NTPR X7 Dar 7 4Falb—va  Rine R
switch (config)# show ntp logging-status
ATv 74| ({£E) copy running-config startup-config FITar 74 F¥al—vark, AF¥—+T v S

51 V74X al—valar—LET,

switch (config)# copy running-config startup-config

B nPoEE



| NTPOEE
nte o [

NTP D% EfEER

NTP REZERTDITIE, ROZ AT DI HbOWTHnEETLET,

avy kR B#Y

show ntp access-groups NP7 &R T )V—TFDar7 4ol —
VaraFRLET,

show ntp authentication-keys B EFE D NTP #iE ¥ — a2 KR LET,

show ntp authentication-status NTP fHFEDRI 2 TR L £ 77,

show ntp logging-status NTP ®Ou X 7k aE £ R LT,

show ntp peer-status TRTONTP F—A"BLRETDORT—F X
ARALET,

show ntp peers TRTCONTP BT #E R LET,

show ntp rts-update RTS 7 v 75— b DR AEF R LET,

ntp V—RERTY D REFEHDONTP Y —AIPT KL A% FKRLE
R

show ntp source-interface REBFHDNTP ) —A A v H—T =2 A A%
RLET,

show ntp statistics {io | local | memory | peer NTP @A R R L ET,

{ipaddr {ipv4-addr | ipv6-addr} | name

peer-name} }

show ntp trusted-keys REFHEHFDONTP DEFINTVDF—2 KR
Lij_o

show running-config ntp NTP {F#AE £ R~ LET,

NTP v ara7 T4 5I1%, clear ntpsession 2~ R&EMHLET,
NTP #EHE#RZ LT 5121, cear ntp statistics =~ > F&HH L £,

NTP 0% E 5l

WIZ, NTP /%7 PN TERGEF— 42 Z3Rn L CWAIGLIR & 72T R 2 L 5 T34 R &4
%95 mdS OFZRLET,

switch# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.
switch(config) # ntp authentication-key 42 md5 aNiceKey
switch (config) # ntp server 192.0.2.105 key 42

switch ) # ntp trusted-key 42

switch ) # ntp authenticate

switch ) # copy running-config startup-config

config
config
config

NTP DEXE
|



B v oszEs

II NTP @

NTP DEE |

(#4444 444444444 H4H 4444444 4444] 1008
switch (config) #

WIZ, NTP /37 > FNTREEF — 12 28R L CW AR & 720 R 2 L 9 734 A %24
%9 % aes128cmac D&~ LET,

switch# configure terminal

Enter configuration commands, one per line. End with CNTL/Z.

switch (config) # ntp authentication-key 12 aesl28cmac password 0/6/7

switch(config)# ntp server 192.0.2.105 key 12

switch (config) # ntp trusted-key 12

switch(config)# ntp authenticate

switch (config) # copy running-config startup-config

(#4444 EHHHHHH A S H A4S EHEH4444] 1008
switch (config) #

WIZ, LTOHIKIEEDH A NTP 778 A2 S —FOHREDEH 2~ LET,

« peer DFIFIFIEIL,  Tpeer-acl] E\WH T 7 A U A NOFKMEEMZTIP 7 KL A2 A
SNET,

e serve DFIFIEIE L., Tserve-acl] EWH T 7 E®Z URAMOSHEEE-TIP 7 RLAIZHE
AEhEd,

« serve-only D HlFIFIEIX, [serve-only-acl] &\ 9 727 EA UR MDOFKRMFEG T IP T R

LAICHE ST
« query-only OfIFJFIIL, Tquery-only-acl] £ W57 7R URANDEMELZGZTIPT R
VA SET,
switch# configure terminal
switch (config)# ntp peer 10.1.1.1
switch (config)# ntp peer 10.2.2.2
switch (config)# ntp peer 10.3.3.3
switch (config)# ntp peer 10.4.4.4
switch (config)# ntp peer 10.5.5.5
switch (config)# ntp peer 10.6.6.6
switch (config)# ntp peer 10.7.7.7
switch (config)# ntp peer 10.8.8.8
switch (config)# ntp access-group peer peer-acl
switch(config)# ntp access-group serve serve-acl
switch (config)# ntp access-group serve-only serve-only-acl
)

(

(

(

(

(

(

(

(

(

(
switch (config) # ntp access-group query-only query-only-acl
switch(config)# ip access-list peer-acl
switch (config-acl)# 10 permit ip host 10.1.1.1 any
switch (config-acl)# 20 permit ip host 10.8.8.8 any
switch(config)# ip access-list serve-acl
switch(config-acl)# 10 permit ip host 10.4.4.4 any
switch (config-acl)# 20 permit ip host 10.5.5.5 any
switch (config)# ip access-list serve-only-acl
switch (config-acl)# 10 permit ip host 10.6.6.6 any
switch (config-acl)# 20 permit ip host 10.7.7.7 any
switch (config) # ip access-list query-only-acl
switch (config-acl)# 10 permit ip host 10.2.2.2 any
switch (config-acl)# 20 permit ip host 10.3.3.3 any

RAE
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\)

zomwnszay |

G¥) %*@Mlﬁw%7®ﬁﬁﬁméﬂé%ﬁ o> ACL 17 TV ICRHEFT 5T X ToONTr v b

IS S, FESZ ACL 7 v—7
Tix, U T F U AT LET,
SHTWAERE., 7947k, avbr—, BIOTFTA4AX— |k X

==

« serve ACL 233% E

WCBET 537y FOBZPUBEINE S, ZiuZon

Ty FOBPRE S, MOFTRTONT Y MIER SN ET,

s serve-only ACL 233% € SV TV 555

TOXRTy MIFER S ET,

I TGAT U Ry NOBRPRE SN, fhod R

BEHOACLBPREENTWEEE, LUTOYF U A THE SN TV D DIERFICEVE T,

* serve & serve-only D[l 773,

STV,

match-all 23 RL S AL TWRWE U IP 7 R L &Ik L CHERR
IP 7% serve-acl C#F Al 4L, serve-only CIEE I TWDGHE., 7747 2 K,

arvha—N, FTARX—=K Ty MIZDOIPIZH L TCHFITEINET,

TOMDSEEH
A

HEEE

R=-aF7ILAEZA KL

sy R

['Cisco Nexus 9000 Series NX-OS Fundamentals
Configuration Guide/

MB®D') >y

NTP (29 % MIB

PR—FENTWVSEMIB EZREBLIOF T 1
WKOURLIZT 7 AL TLEE W,

https://cisco.github.io/cisco-mibs/supportlists/nexusOl
Nexus9000MIBSupportList.html

NTP DE&E .
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