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FX 7 A v 71— RSO TR TD Cisco Nexus 9500 77 > b7 4 — 5 AL v FITHA I
EJeaN

* NetFlow I, EX B X OFX{BIEY ¥ — > & #5# L 7= Cisco Nexus 9500 7°7 v b 7 4 — A A
A v FTHER—PFENFET, EXBIOFXIEEY ¥ — D CiscoNexus9500 77 v k7  —
I A A v F L, SPAN % NetFlow & [RIFFICfEA T £9,

* FM-E, FM-E2, L OFM-E3 &2 = — /L& $5# L 7= Cisco Nexus 9500 7°7 v b 7 4 — A
AA T F L N CiscoNexus 9300-FX/FX3 A A v Fid, NetFlow i JjA % —7 = A AT
e AR — RN LET, 72720, 9500-EX 77 v 74 —L AL v FOHIA X2 —7 =
A AFHFR— S EREA,
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A Nettlow o ]

AR S

AL TWVWATF AL ATHRELEINDY V—AZIELBEMFL TS &, NetFlow IE A
EY L CPU VY YV —REHEETHNETT,

A 71 NetFlow D ¥Rk
FIB

AT T 1 NetFlow HREZ HZIZ LET,
AT T2 70— IF—BIO7 44—V REHEETHIZLICE-T, 7uo— La—REEHLET,

ATV T3 TV AR—FT7xr—~v b, 7rbal, sk, BEOZOMDONRT A—FERETHZLICL-T,
BET7u— xJ AR—ZEEHFLET,

ATFyTd Jo—La—FRBI 7o — o/ AR—ZITESNWT, 7e— =X E2EHLET,

AFYvTS EEwA A —T A A, BT E—T oA A, FFRIFIVLANAS Vv Z—T = A7 0 —F=F %A
L\i‘é—o

A7 NetFlow O #& i 51
ZOFITIE. IPv4 2% LT H ) NetFlow =7 AR—Z R4 5 HiEEZ R LET,

feature netflow

flow exporter ee

destination 171.70.242.48 use-vrf management
source mgmt0

version 9

template data timeout 20

flow record rr

match ipvé4 source address
match ipv4 destination address
collect counter bytes

collect counter packets
flow monitor foo

record rr

exporter ee
interface Ethernet2/45

ip flow monitor foo input

ip address 10.20.1.1/24

no shutdown

A 71 NetFlow #&EEa < > <

A7 NetFlow #iE =2~ > Rid,
o T4 ADANS) NetFlow BERED AT — & A L#E A F R L E9,

NetFlow .



. A 73 NetFlow 1537 >

NetFlow |
&

s 70— AU H =T xR, T AFR—HF, BIOLa— FCBET25MEHRZIRAL L,

o WHE N NetFlow DENWEEZ N T TNy a—F 4 7B L UMIET 2 DI SZlia~ v
KT,

AJJ NetFlow #p 2 FRT 5121E, ROZ X7 D5 HLOWTRNEFITLET,

avw vk EL:g]

show flow cache[ipv4 | ipv6 | ce] AJ] NetFlow IP 7 0 —|C3 A @A F5R L
i‘a‘o
GE)

ZDa~r Rk, EOR AA v F TIEA T
RWEHICRRESN, Ze—IEFrREnEE
lo EORAA v FTZDa~vy RERRTH
(1%, attachmodx =~ > RZMEH L CE
Va—WITEyFLET, 0L, dot
xquoted “show flow cache” =~ > RK&fif L
TZoavy FaFzy 7 LES, 2T,
X 1Z A /) NetFlow DEY 2 — /L& B TT,

show flow exporter [name] AJ) NetFlow O 7 & — T 7 AR—Z[EH L
HERAERRLET, 7o — 7 AR—FE
ZIR 63 LTFDHRBTTANTEET,

show flow interface [interface-type slot/port] AJI NetFlow A > ¥ —7 = A AZBIT A [EH

EFRRLET,

show flow record [name] AJ NetFlow D7 — L a— RIE#AER L
F9, 7r— L a— FAICIERK63 LT DK
BraE NI TEET,

show flow record netflow layer 2-switched input | L ¢ v 2 A JJ NetFlow #k D 1E# % %57 L E
ﬁ—o

show running-config netflow HIAET XA 2128 5 NetFlow R EZXFR L E
7T

. NetFlow

NetFlow D#EFHE A #7795 (21%, show flow exporter =~ > RZ#iH L £4, NetFlow =7~
AR—2 OfEFHERZIEET 521X, clear flow exporter =2~ RAEMEH L £,

A 71 NetFlow O & ~{5l
IPv4 @ show flow cache ==~ > RO JIZIE, RO X ICFERINFET,

show flow cache
IPV4 Entries

SIP DIP BD ID S-Port D-Port Protocol Byte Count Packet Count TCP
FLAGS TOS if id output if id flowStart flowEnd
10.10.30.4 30.33.1.2 1480 30000 17998 17 683751850 471553 0x0
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30.

10.

10.

30.

10.

H 77 NetFlow

0x0 0x90105c8 0x1a005000
33.1.2 10.10.39.4 4145 30000
0x0 0x1a005000 0x1a006600
10.29.4 30.33.1.2 1479 30000
0x0 0x90105c7 0x1a005000
10.7.4 30.33.1.2 1457 30000
0x0 0x90105b1 0x1a005000
33.1.2 10.10.42.4 4145 30000
0x0 0x1a005000 0x1a006600
10.49.4 30.33.1.2 1499 30000

0x0 0x90105db 0x1a005000

AREREHNEIR

\)

14096494

14096477

14096476

14096481

14112551

14096486

ti 71 Netrlow [J|]

14153835

17 43858456 30164 0x0
14099491

17 683751850 471553 0x0
14153817

17 683753300 471554 0x0
14153822

17 95289344 65536 0x0
14119151

17 683753300 471554 0x0
14153827

6=

FREIEFT A D NetFlow D A 7 — )VEIZ DUV T,
r—=78 U7 4 AR #ZRLTIIZEN,

[Cisco Nexus 9000 U — X NX-OS

R A A

o f VH—T A ATAJ NetFlow & H7) NetFlow O NG 72 > TWAEE. AN
NetFlow |ZH 7 NetFlow X 0 H B S, 7 e —{FHRIZAT FANCER SN ET,

« 7 —|X CFLOW X7 > b (1) 74— RTBISNET,

o (077 NetFlow EMEREOHTIZFCEETH, 74V Xicey ML N T 74w 7
n—, S CTREENT-a VLI ZICOAT T AR—FENET,

« &Y 2 78 CiscoNexus 9500 > ¥ —>Clk, N7 74 v 73R D714 1— R TEXE
SNFET, HIINetFlowS N7 7 4 v 7 DREA L F—T = A ATHMHT, VT 7147
DFEFA VA —T A ATHMNI 2> TOWEA, A7 a—1FRIIAA v 4 —7 =
AADTA L II—RTHRYy7FFrIh, A F—T A ATEIFXF ¥ 7 FrInEt

Aoe

s L2 AV H—T = A RTHEED SVI B L O sub_interface 738 5354, HiJ) NetFlow (259
HDANA v E—T AR (fid) OBHBELL R THENEVETA,

« ) NetFlow iZ, IPV4 B LNV A Y2 FT 7 4 v 7 TOHYR— hINET, HJINetFlow
X, IPVO BL O~ TFFY AN T T7 4 v 7% R—FLETA,

« 177 NetFlow IX, &E VR —FLTWERA,

* vrf-id

P RARHIHT L= 57 4 7 Dtk

o F1 A v H—7 =14 A (NetFlow OIF)

*MPLS *v hU—7

NetFlow .
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NetFlow |

B 5 NetFlow s

* CiscoNX-0S U U —Z 10.6(2)F LAF:, Nexus 9300-SG2 A A »FIE, Fuev7FEInkr7u—
OiEFERE A AR — M LET,

AR &Y
1. H /) NetFlow TCAM Y —< 5 > T Nexus 9000 2 A v~ F 2 HEpk L £,
2. HiJJ NetFlow TCAM 1 —¥E v ZHBICAA v FEVa— R LET,

3. AAVTFRAUTA o7 b, ipflowmonitor <>output or layer 2-switched flow monitor
<output I REEHLT, AV F—T 24 ADIEED L2 £721T L3 A v X —T = A
AT/ NetFlow Z G202 LE 7,

H 71 NetFlow D#& K

FIE

AT T 1 NetFlow H§REZ AT L £ 7,
AT v T2 egrnetflow TCAM h—E > 7 %2F(TL, A vFEYn—RKLET,

a)

b)

d)

configureterminal

1

switch# configure terminal
switch (config) #

sua—s ) ary7 4 Xal—varyT—FEBLET,
[no] hardwar e access-list tcam region egr-netflow{0| 512}

&1

switch (config)# hardware access-list tcam region egr-netflow 512

17 NetFlow TCAM 1 — > 72 HZ L ET, 7 7 4+ /b MIMEL) T egr-netflow TCAM 7 — & > 7
DEFA, VAR—=FENTWDHIEIT0 & 512 T,

copy running-config startup-config

1 :

switch (config)# copy running-config startup-config
FfTar74Xal—vark, A=+ Ty ar7 4 Fal—yarilar—LEd,
reload

i

switch(config)# reload
This command will reboot the system. (y/n)? [n] y

AA yFz)n—FLET,

. NetFlow



| NetFlow

ATvT3
RTv74

ATy T5
ATv7T6

i 71 Netrlow 5 [

TR—IlF—BIRNT AV RERETDHZEIZEST, 77— La—FREERLET,

T AR—hF 74—y b, Trbai sk BLXOZOMONRTA—FZFEETLHZLICL-T, 7
H— T ) AR—FEEHZELET,

77— Lba— KRB0V e— 2/ AKR—FIZHESNT, 7u— E=FEERLET,

EETXA L EI—T A A, BT Z—T x4 A FIZILVLANA V¥ —T = A A7 0 — E=H ZiH

tH 77 NetFlow D& i {51

Z O, IPv4 125 L CH ) NetFlow — 7 AR — X R+ 5 iiEEZ R LET,

feature netflow
flow exporter ee
destination 171.70.242.48 use-vrf management
source mgmtO
version 9
template data timeout 20
flow record rr
match ipv4 source address
match ipv4 destination address
collect counter bytes
collect counter packets
flow monitor foo
record rr
exporter ee
interface Ethernet2/45
ip flow monitor foo output
ip address 10.20.1.1/24
no shutdown

H 71 NetFlow #&Sfa < > <

177 NetFlow # & KT DI2IL, RODZ AT D5 HLOWTANEIATLET,

av vk E]:g]

show flow cache [ipv4 | ce] [output] H{ 4 NetFlow IP 7 0 —|ZBE 4 A5 A 5 L
N

show running-config netflow BUIET N A A& % H ) NetFlow ik & F 7
L‘ij‘o

H 77 NetFlow 0 3 5451
IPv4 @ show flow cache =~ > RO JITIE, KD X I ICFERINET,

switch (config-if-range)# show flow cache

NOTE: Only 10k flows are displayed in XML output

Egress IPV4 Entries

SIP DIP BD ID S-Port D-Port Protocol Byte Count
Packet Count TCP FLAGS TOS if_id output if id flowStart

NetFlow .



B netrow 2EIZT 2002 ML FIE

flowEnd Profile Ing-VRF

130.1.1.2 162.1.1.1 4119
171 0x0 0x0

732532 4 : NF 21

130.1.1.2 162.1.1.1 4151
65 0x0 0x0

728074 4 : NF 38

130.1.1.2 162.1.1.1 4145
173 0x0 0x0

727941 4 : NF 35

NetFlow |

60 893 6 161082
0x1a002600 0x1a002800 716994
60 11013 6 61230
0x1a006600 0x1a006800 715951
60 3441 6 162966
0x1a005a00 0x1a005c00 713085

NetFlow #5329 5 =D R4 FIE

WD¥ 7 g T, BNCT 55812 AT NetFlow & H /1 NetFlow O [ J7 (2 d5@4 5 FIE 4

UARNLET,

NetFlow = BN L E T,

FIE

AR NFERERTIVa Y

=)

ATy T

configureterminal

1

switch# configure terminal
switch (config) #

Tu— N LBREE— REBBLET,

ATy T2

[no] feature netflow

1 -

switch (config)# feature netflow

NetFlow #REZ BN LET, T 74V hTIET 4
=T N o TTWET,

G¥)
N9K-T2 EoR Z#£# L 7= Cisco Nexus 9500 7°7 v h
7 F—2I AA v FlL, NetFlow Z VA~ — F L TWE
A,

ATvT3

(ff:#) copy running-config startup-config
fil

switch (config)# copy running-config startup-config

Frar 74 Xal—vark RAE—F T v S 3
Y74 F¥al—varilar—LET,

20—

La— FDER

7u— La—RafEl L, BET5700F— BLOWET L1200 EF— 74—V R

Ta—MNIZBMLET,

. NetFlow
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FIE

match /35 * —2 DiEE [

AR NFERERTOVa Y

=)

R T 71| configureterminal 7 — N UERE— REBA L ET,
1 -
switch# configure terminal
switch (config) #

R T 72 |flowrecord name Zo—La— R&EERL, 7e—La—Rar 7y
i - Fal—rvarE—RelBlEd, 7n—La—
switch (config)# flow record Test f\% Kﬁiﬂij( 63 i%@%ik%%j\jj(‘% iﬁ—"
switch (config-flow-record) #

ATv7F3| ({EE) description string RBRK63LFT, 7a— L a— RO#HAEZRLET,
fi
switch (config-flow-record) # description IPv4Flow

ATv74| ({EE) matchtype —EX—Z2HBELET, FEMIOVTIE, match /X
5 - T A—=HDIRE (193—) 2L TIZEN,
switch (config-flow-record) # match transport GF)
destination-port LA Yaf— b F— 2 2T s 2F— b 5ITI,

match transport destination-port 33 &2 U8 match ip
protocol =1~ > RAME T,

ATw 75| (f£E) collect type a7 vary 74— REEBRELET, FEcON

51 TliX. collect /X7 A—Z DfE (21 ~—) &%
) . BLTL &N,

switch (config-flow-record)# collect counter

packets

ATw 76| (f£E) show flow record [name] [record-name] NetFlow D 71— L a— RfFfzFRLET, 7
{netflow-original | netflow protocol-port | netflow {ipv4d| o — L 22— R IZI1TEK 63 SLFOFEETF5 AT
|ipv6} {original-input | original-output}} x ¥4,
fi
switch (config-flow-record)# show flow record
netflow protocol-port

ATv 71| ({EE) copy running-config startup-config FTar 74 FXal—ark, A= T v 7

1 -

switch(config-flow-record) # copy running-config
startup-config

V74X al—valat—LET,

match /X5 A —42 DIETFE

Jno— La— NI LIz,

WD match /NT7 A—4 % 1 DL EFRETHZLERNHY £,

NetFlow .



. match /X5 A —2 DIEE

NetFlow |

avy kR

EL:)

match datalink {mac source-address| mac
destination-address| ethertype | vian}
il

switch (config-flow-record)# match datalink
ethertype

LA V2EMEF—L LTHRELET,

match ip {protocol | tos}

151

switch (config-flow-record) # match ip protocol

IP7a bavERIETS 74—V K&
F—EL LTHRELET,

GE)

LAY 4R— T —F &L AR— ]
4 %1Z1%. match transport
destination-port 33 . U8 match ip protocol
A~ FRRETT,

7 — 4 % show hardwareflow ip =~ >
RO NI S TERRSIET D,
WO a~y REET HE TIEL
T AR— MIATONERE A,

match ipv4 {destination address | source address}

151

switch (config-flow-record) # match ipv4 destination
address

IPv4 XETLET21I5HT L A& F—
ELTHRELET,

match ipv6 {destination address| source address|
flow-label | options}

R

switch (config-flow-record)# match ipvé flow-label

IPv6 ¥—%fEELE7,

match transport {destination-port | source-port}

1

switch (config-flow-record)# match transport
destination-port

kT AR — MEETEIT5E AR —
Medx—L L THEELET,

GF)

VAV 4AR— T —FET T AR— |
4% Z1%. match transport
destination-port 35 &2 Y match ip protocol
a<y RBAMETY,

7 — %X show hardwareflow ip =~
ROMINIEE S TERRSNE T,
WD a~<wy RERETHETINEL
T AR— M T ERA,

. NetFlow
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collect /X5 A —42 MDIEFE

Cisco/NX-OS NetFlow Clif, [NENRTA—% | F7n— La— RNTHERTT DA 7T a
VT, 2 AR—= B EOSOHOEDICHR Yy hU—7 TJa—MmbFy 7 F vy INd7 44—V K

FEEFEA RN v ERLET,

collect /35 A —2 DIEE .

Ju— La—RI LT, kD collect /NT A —H % 1 DL EWKTHLERSH D ¢

avy kR

El:)

collect counter {bytes| packets} [long]

1

switch (config-flow-record)# collect counter packets

THa—NBRTy hR—RAE IS
N ERELET, [LET, 64
'y N AU EEERT LI EEEE
TEET,

collect ip version

A1

switch (config-flow-record)# collect ip version

TJa—@OIPAA—T g VEIELET,

collect timestamp sys-uptime {first | last}
il

sys-uptime last

switch (config-flow-record)# collect timestamp

7 a— DS FE TRy M
THUAT LB A NE LT,

collect transport tcp flags

151

flags

switch(config-flow-record)# collect transport tcp

Ta—0O/ry MIEIRT 5 TCP ~ 7
VAR— BT T T EINELET,

J0— I XKR—2 DIERL

TH— T AR—HORETIL, 78—l THZIAR— N NTA—=FEERL, VE—
I NetFlow Collector ~DE|ZEr[REMEF R AT L £ 7,

FIR

ARV RFERRTI A Y

Sl

AT w71 |configureterminal 7a— R — REBB L T,
&1
switch# configure terminal
switch (config) #
25w 72 |flowexporter name Tu— 2 AR=Z KL, Tr— 27 AR—

1 -

A ar7 4 Fal—varyET—RNelbLET,

NetFlow .
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NetFlow |

ARV FFEREETIVa Yy

S

switch (config)# flow exporter flow-exporter-one
switch (config-flow-exporter) #

Tu— T I AR—HLERKN63LTFOIETTA
VARG

AT w73 |destination {ipv4-address|ipv6-address} [use-vrfname] | = > 7 o — = 7 2R — & D55 IPv4 F 7213 IPv6

Bl - 7 FLAZRELET, fEE T, NetFlow Collector
. o . \ZEET D720 T 5 VRF 2 ETE £,

switch (config-flow-exporter)# destination s

192.0.2.1 VRF 41213 K 32 SLFEO P F a2 A CEET,

AT w74 |sourceinterface-type name/port R I FL7=%65E T NetFlow Collector (ZRIEET 5 728
i - WERATAA 2 —T oA ABEELET,
switch(config-flow-exporter)# source ethernet
2/1

ATvTH (ff-%) description string D7 — T AR—=FIZONWTHHALET, i
- BNCITR K 63 PO T E AN TEET,
switch (config-flow-exporter)# description
exportversion9

ATy 76 (ff:7) dscp value DSCP (DiffServ =— KA > k) EEEELET,

_ #PHIZ 0 ~ 63 TT,
i -
switch (config-flow-exporter)# dscp 0

ATvT1 (&%) transport udp port NetFlow Collector (ZEI3 3 % 7= O IZfE 3% UDP
- R— b afRE LEd, #HPHIL 0~ 65535 T,
switch (config-flow-exporter)# transport udp 200 GE)

UDP R— h Zf5E LRWEGEIE, 9995737 7 4 /b
M LTERSNET,

AFw S8 |verson9 NetFlow =7 AR —h "=V a VEREELET, 7
4 - B—TJ AR—=FDNN—=V59a07 4 Fab—
switch (config-flow-exporter)# version 9 \:/‘3 ~ ‘5_7:Eﬁ— ]\%E‘ﬁﬁé‘j‘é W‘Li‘ N=var9
switch (config-flow-exporter-version-9) # %E£E$RI/§E7ro

ATv79 (fE:7) option {exporter-stats| interface-table} 7u— =) AR—ZOMFHERFEEZ A ~—%
timeout seconds RELET, HEOHPHIL 1 ~ 86400 T,

11
switch (config-flow-exporter-version-9)# option
exporter-stats timeout 1200

ATy 710 | (f£&) templatedatatimeout seconds TUT = N T A HEEHIA~T—ERELET,

B - EDHIAIL 1 ~ 86400 T,

switch(config-flow-exporter-version-9) # template
data timeout 1200

. NetFlow
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so—zzs0%% [l

ARV FFEREETIVa Yy

E:)

ATy 7N

EE)
1 -

switch(config-flow-exporter-version-9)# copy
running-config startup-config

copy running-config startup-config

EfFar 74 Xal—YarvEk, R¥— T oS
a7 4 FXalb—gicar’—LET,

JO0— T2 DER

To—F=HEERLT, Je— La—RBLO 7o — 7 AR—Z LEEMITDHZENT
XF+, 1O0F=FIZBEBLTWNATXTOT7ua—|T, a7 4—NV R ETHBRETAEZDIC
BT 270—La—REFHLEST, T—FI3EEsn/-7o0—xo/ AR—Z |7 AR—

FERET,

FIE

ATV RFEEEFT7II Y

=)

A7 71 |configureterminal 7a— e — REBR L £,
i) :
switch# configure terminal
switch (config) #

R T 72| flow monitor name Tn—F=HEEHRL, To—FE=F a7 X
f5l L—varE—FaalLEd, 7r— =44
switch (config)# flow monitor flow-monitor-one %%j( 63 i%@ﬁ@(%f}\ﬁf% ij«o
switch (config-flow-monitor) #

ATv 73| ({£E) description string IOT7a—F=FZONWTHHLET, ST
- K63 LFOFETH AT TEET,
switch (config-flow-monitor)# description
IPv4Monitor

ATv 74| ((£E) exporter name T0— TJ AR—H DT 0— F=HX %A
Bl FESF, =7 AR RITITEK 63 LT OFHT

y | | EANTEET,
switch (config-flow-monitor) # export v9
R 5w 7 5 |record name [netflow-original | netflow protocol-port || 7w — L a— REEE L7770 — =% L Bl

netflow {ipv4|ipv6} {original-input|original-output}]
i) :

switch (config-flow-monitor)# record IPv4Flow

FET, La— FAICITRK 63 L FEOEK T A
NTcEET,

G
record netflow ipv4 original-input, record netflow
ipv4 original-output, record netflow layer 2-switched
input i%, CiscoNX-0OSY U —293(1) TILHAR—hk
SNTWERA,

NetFlow .
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B s 12~070—x=40EA

AU RFERET7TIV3 Y B#
AT 76| ({EE) copy running-config startup-config Frarr4Fal—vark AY—hTv7 =
5l Y74 Fal—varilar—LET,

switch (config-flow-monitor)# copy running-config
startup-config

AR —DT A RAANDT7AO— E=Z2NDEH

Tua— =X FA =T oA AEATEET, AADORDYICHAF—U—FEEHAL
<. HWhFmicva— s=F#%2mWHATXET,

FE
aAv Y RFEEETIVa Y B8
Z 5 71 |configureterminal Ta— ) ar7 4 Xal— gy T— NS
15“ : Li‘a—o

switch# configure terminal
switch (config) #

25w 72 |interfacevlan vian-id VIAN A > 7 = 4 ABBE L. A o h—T o q
Bl A AT Ral—vay B— RERBLET,

switch (config)# interface vlan 10
switch (config-if) #

R 5w 73 |ip flow monitor {ipv4|ipv6 | layer-2-switched} input | A 3 %4 hDA v Z—T = A Z|Z. IPv4. IPv&.

i - FIATLA Y2 AL v F T u— = & BHff T
switch (config-if)# ip flow monitor ipvé4 input 357%0
ATv 4| ({£E) copy running-config startup-config FiTar74Xal—vark, AX—F T v

Bl - Y74 FXal—variiat—LET,

switch(config-if)# copy running-config
startup-config

A7 NetFlow D F-6HDEMDF|E

DY 7> a s TiE, AJI NetFlow (IZEATE 220 S FIFRFIELZRLET,

VLAN ETD T 1) v D& NetFlow DR

VLANDLA Y2 AL vF Ry hTCLAY 3T —HZINET L7200, VLANIC 71—
T X EMATEEST,

. NetFlow
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FIE

L1 2NetFlow +—#rt [}

ARV RFFEERTIVa Y

=)

AT w 71 | configureterminal JTa— )L a7 4 X2 lb—3ay B— FEELG
15“ : ]\/iﬁ‘o
switch# configure terminal
switch (config) #
R T w 72 | vlan configuration vian-id VLAN 2> 7 4 Fal— gy B— REFEEBELE
Bl - F. VLANID OFEIHIL 1~ 3967 %7213 4048 ~ 4093
switch (config)# vlan configuration 30 T
switch (config-vlan-config) # G¥)
VLAN 2227 4 ¥ 2 b—3i g F— FTIE, 1Bk
EITERRICVLAN AR ETE £9, ZHid, VTP
747 bV R— MIXLETT,
5w 73| {ip]|ipv6} flow monitor name ATy DO T a— =% % VLAN (Z BT
i - Y, TR— T=HHERK 63 LTORBTTA
switch (config-vlan-config)# ip flow monitor jjj?%:giﬁ—o
testmonitor
ATw 74| ({£&) copy running-config startup-config Fifrar74Xal—vark, AX—FTv7 2

1

switch (config-vlan-config)# copy running-config
startup-config

V74 Fal—Yaiiar’—LET,

L 4 % 2 NetFlow ¥+— DK

7L 277 NetFlow L a— RN TLA V2 F—2EXTEXET, ZoLa—FE2HEHLT,
LAV 2A L HE—T 2 AD T O —5F ¥ T F ¥ TxFT,

FIE

ARV RFEEETI 3y

E:)

X5 w71 |configureterminal ra— )RR — REBG L E 4,
11
switch# configure terminal
switch (config) #
RTwF2 |flowrecord name Jun—La—Rar74¥al—iarE— N

1 -

BlfA L Ed., 70— L a— FOREDOZEMIHON
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ARV FFEREETIVa Yy

S

switch (config) # flow record L2 record
switch (config-flow-record) #

Tik, 7u— La— FoERE (18 <—) %%

RLTSZEN,

A w73 |matchdatalink {mac source-address| mac LAY 2 @lrErx—L LCTHEELET,

destination-address| ethertype| vlan}

1 -

switch(config-flow-record)# match datalink
ethertype

25wy F4 |exit Jo—la—RFRary74¥al—varE— K%
15“ : %T L/i‘a‘o
switch (config-flow-record)# exit
switch (config) #

XFw 75 |interface {ethernet dot/port | port-channel number} | > % —7 = 4 2B} EE— REBWBLET, 12
Bl - B—=T 2 A A LA T WA A =Ry b R—
switch (config)# interface Ethernet 6/3 ]\ iflli/‘ﬁ“— ]\ ?:JVZ\/V%:H%E«C% iﬁ—"
switch (config-if#)

AFw 6 |sSwitchport AV B—T oA ARG L ATY2OMBA L B —T = A
Bl - ACERLET, A v F K= FOREICHT D
switch (config-if)# switchport Ei}%ﬂﬂ:’)b M ki\ FCiSCO NeX‘L_lS 9009 v U —A

NX-OS VA Y2 AL v F U ITRENA K| 2#5H
LTLIEEN,
AFwF71 | macpacket-classify 7y N MAC 3% i L £ 9,
Bl - Z DA~y ROMAICET 53OV T,
switch (config-if)# mac packet-classify [Cisco Nexus 9000 > —ANX-OS ¥ =V T ¢
HETA R 2R LTLTEEIN)
GE)
Tu—ZET A0 I0avy REHT5
PVERDH Y £797,

AT w78 |layer2-switched flow monitor flow-name input T — F= X EAA T R—FDASI v RIT
Bl - s £, 70— B =S A% RK 63 XFOR
switch(config-if)# layer2-switched flow monitor iﬁ%‘(}\ﬁ(% i—a—o

L2_monitor input
ATv79 (%) show flow record netflow layer2-switched | L' ¥ 2NetFlow ®7 7 4 /L b L 22— ROIEH & 5

input

1 -

switch(config-if)# show flow record netflow
layer2-switched input

ALET,

. NetFlow
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LAY 2428—7142THOLA Y 3NetFlow O ]

ARV FFEREETIVa Yy

E:)

ATv 710

(=)
1 :

switch (config-if)# copy running-config
startup-config

copy running-config startup-config

EfFar 74 Fal—Yark AX— KT oS
a7 4 FXalb—gicar’—LET,

LANY2A4 23— 124 RXATDHLA 3NetFlow DIERK

LAY2A L H =T 2 ATLAYI 70 —FERETY T F ¥ 7572012,

LAY2A4 00—

T ATLAF¥3I T — B XA ERTEXFET,

FIE

AU RFEEETIa Y

E]:)

R w 71 |configureterminal Jya— N\ E— REBG L ET,
fl
switch# configure terminal
switch (config) #

R T 72 |flow record name Juo—La—Rar7 Xal—varyE— K%
- BRtG L £9, 7u— L a— FOMOFERIZ SN T
switch (config)# flow record L3 record BN ;iEZbA ba— ROfER (18 ~—2) &#ZML
switch (config-flow-record) # < < 7LC é % Y

R w 7 3 |interface {ethernet slot/port | port-channel number} A B —T 2 ARET— REHEBLET, A
il - F—=Tx A A LA T, PERRA =YKy bR
switch(config)# interface Ethernet 6/3 DESSES A ?’Y’Z\/V%?ﬁfﬁfﬁéij—o
switch (config-if#)

AT v 7 4| switchport A B =Tz A A LAV 2E—RIZEELET,
1 - A4 v F H— b OBEITET BRI SN TE,
switch (config-if)# switchport FCiscgNexus 9000 > J — X NX—OS\ LAY2AA

FUTREHNA R #BRLTIZEN,

R 7w 75 |ip flow monitor flow-name input Tu— F=HE AL T R—F DA T
Bl - B £, 7 r— =24 Rk 63 LFOH
switch(config-if)# ip flow monitor v41l input QQ%LTFJ\jjjféfgfﬁﬂo

R 76 |ipv6 flow monitor flow-nameinput IPv6 70— F=A 5 AA v F B—FDAII7 v

1

switch (config-if)# ipv6 flow monitor v6l input

MBS £, 7o — T XL 52K 63 XF
DFEHFTANTEET,

NetFlow .
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ARV RFERETIVa Y

B8

AFv 1| ({EE) copy running-config startup-config
{1 -

switch(config-if)# copy running-config
startup-config

Frar 74 F¥al—vark, AX—LTv7 2
V74X al—varilar—LET,

NetFlow 2 1 L7 DR

fEET, VAT LHNDOTRTOT7 e —|J@HIND 7 v —3L72 NetFlow % A 57 U b &% iE

TEET,

FIE

AU RFEEETIVa Y

=)

R w 71 | configureterminal

1

switch# configure terminal
switch (config) #

sua—N)L ar7 4Xalb— gy B— REBk
L\i—g_qo

R 72 |flow timeout seconds

1

switch (config)# flow timeout 30

TTyva A LT MEEREALCRE L ET,
HPHIL S ~60 0 TY, 7 74/ MEIZ 10T,

ATwv 73| ({£E) copy running-config startup-config
f5

switch (config)# copy running-config startup-config]

Frar 74 Xal—vark RAE—FT v S 3
Y74 F¥al—varilar—LET,

tH 71 NetFlow 2B 9 46D FIE

LAXY2A L B —T A ATLAV3I 7 —FEHfa2Xy 7 F ¥ TH-DIC, L4240 %—
T2 ATLA¥3 70— F= XA EHRTXET,

FIE

ARV KRFERERETY VY

=)

X w 71 | configureterminal
1 -

switch# configure terminal
switch (config) #

Jua—r)UiERE— K2R L F7,

. NetFlow
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kayTLk—+ [l

AU RFERETIVa Y

B8

R 7w 7 2|flowrecord name Jno—la—Rar74¥al—arEw— Rk
5l - PIsE LT, 7 B — L a— ROREDEMIZ SN T
switch(config)# flow record L3 record bi‘ ;itjhﬁ L/:IhA}sO)?EEE (18 f\bAi/) %EégﬁﬁlJ

switch (config-flow-record) # TL &Y Yo

R w 7 3 |interface {ethernet slot/port | port-channel number} A B —T 2 ARET— REBEBLET, (v
i - F—=Tx A A SA 1L, WENRA =P Ky hAR—
switch(config)# interface Ethernet 6/3 DESSES A %?Z/V%?Emfgij—o

switch (config-if#)

AT 7 4 |switchport AVE—T 2 A A LAY 2E— RIZEELET,
5l - AL v F H— N ORI BT BRI DT,
switch (config-if)# switchport |TCisc9 Ne\xus 9000 > J — X NX—OS\ LAY2AA

F o TRERRITA R 2L TZE0,

R w 75 |ip flow monitor flow-name input | output * 77 1%
fi layer 2-switched flow monitor flow-nameinput | output
switch(config-if)# ip flow monitor v4l input IPvd 70— E=X % AA o F Fe— k DASFE T 1%
switch (config-if)# layer2-switched flow monitor Hjjj/\b;_") };EA:,F%E{# ”-SE—TO JHTE= 57% %W
v41l output K63 LFOFHTFTANTEET,

ATv 76| ({£E) copy running-config startup-config Firar74Xal—rvark, AX—F T vra
Bl - Y7 4Fal—variiar—LET,

switch(config-if)# copy running-config
startup-config

Koy 7 Lik—Fk

CiscoNX-0S8 10.5 (2) LI, =2—H— I Fe v 7 LR—FEMENIH LN T Ty a—
TR EFHATEET, 2, BT r—ToWi ey MEBESERER ok
FTINY 2 —TF 4 T BGRITHR D AT IO T& £, Z OREEIL. Cisco Nexus 9300-
FX3/GX/GX2HX B3 L9300 7T v h 74— A v FTIEYAR— SN TWEREAL, ZD
HEREIX, RO R v P& R—KMLET

AR YY— Py
cHiE Ry
«IDS Fr v
Ny Ty Ray7

*RPF N v/

NetFlow .
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B covour—rzam

TIEREELFINER
ZORr Yy LR=RMIE, ROTA FT7A 2 LHIFFEEISH D £,

o BEHE NetFlow 1. =2 —V =N R v 7 LiR— MEREZ T2 & BEIRICADIC Y %
‘é‘o

HESNIEE LB IOSEIP I - HTLOIRRI0DT7n—RNYR— S Ed, fHES
NIEEEILRBLUSEIP 2RO 70 —%2Fy 7 F v 35101, 740 Z2%27 )7L
THEHL, VR=—FFr 7 F Y 2BEATOLERDY £7,

s ey VAR—F 74210087 77 0 7HEFITRDET,
c BERE T AT CTICHE SN TV DA, Ruey 7 LAR— MERIZYT R — hShEHA,

« —FEICHR=FENDHDIE, 2 XTI (sipidip) ERXRA T T4 —bD5 X FNLEET]
DOD—BDT7 B —DHTT,

o Z DOMEBEIZ, ISSU, ISSD, BX WV r—FE2HHR—FLTWEFA,

Fay T LR— k&8

Z OREHEZE ST D121, drop-report & — RZ&BAA L £7,

FIEDHEE
1. drop-report
2. dtart
3. filter {ipv4 [src-ip | dst-ip] | ipv6 [src-ip | dst-ip]}
4. report
5. clear
6. stop
F gD F+H
FIR
ATV RFERETIVa Y B#
A7y 71 |drop-report Fry 7 LR— b = REBHBLET,
1 -
switch# drop-report
switch (drop-report) #
ATy T2 |dart Fe oy 7 LAR— MZ &Y BEEE NetFlow 23 A 25272
15'] : D \i‘a_o
sswitch (drop-report) # start
Feature netflow enabled by drop report tool

. NetFlow
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Foyv 7 LR— rMERORER

AT REEE7IVa Y B
A 5w 7 3 [filter {ipv4 [src-ip | dst-ip] |ipv6 [src-ip | dst-ip]} 7oA arha—) AR (ACL) 1285 A —
51 BEEIDUTHEICT (VS ElRLET,

switch (drop-report)# filter ipv6 src-ip 100::1
dst-ip 200::2

switch (drop-report)# filter ipv4 src-ip
192.168.1.2 dst-ip 192.168.1.1

AT 74 |report Fwy FiEREFRLET,
{5
switch (drop-report) # report

ATy 75 |clear ACL ZHIFR L, #&F2FELET,
{5

switch (drop-report) # clear
CS drop filter removed

25w 6 |stop KFa v LiR— MEREZHIBR L £,
1

switch (drop-report) # stop

FAw T LiR— MERDTEEE
drop-report DFER AT RT HITIE, kOa~vr REEHLET
A H =3y b 2=FIIEHLO— R RS D IPv4

switch# drop-report

switch (drop-report) # start

Feature netflow enabled by drop report tool

switch (drop-report)# filter ipv4 src-ip 10.0.0.9 dst-ip 10.0.0.10
switch (drop-report) # report

Filter Status: Applied Filter Type : IPv4

Dst IP: 10.0.0.10 Src IP: 10.0.0.9 Protocol: Dst Port: Src Port:

IPV4 Entries

SIP DIP BDId SrcP DstP Prot Byte Count Packet Count
Ing Interface Fwd Rpf Pol Ids Acl Buf

10.0.0.9 10.0.0.10 4112 49280 3784 17 70 1
Ethernetl/8 0 0 0 0 0 0

Fwd: Forward Drop Rpf:RPF Fail Pol:Policer Drop Ids: Ids Drop Acl: Acl Drop Buf: Buffer
Drop

IPv6 DG4

switch (drop-report) # report
Filter Status: Applied Filter Type : IPvé6
Dst IPv6: 2000:1::130:1:33:10 Src IPv6: 2000:1::22:1:1:10 Protocol: Dst Port: Src Port:

IPV6 Entries

SIP DIP BDId SrcP DstP Prot Byte Count Packet
Count Ing Interface Fwd Rpf Pol Ids Acl Buf

NetFlow
I .HIEII
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2000:

2000:

2000:

2000:

2000:

2000:

2000:

2000:

2000:

2000:

Fwd:

Drop

:22:1:1:10 2000:

Ethernetl/1

$:22:1:1:10 2000:

Ethernetl/1

:22:1:1:10 2000:

Ethernetl/1

£:22:1:1:10 2000:

Ethernetl/1

:22:1:1:10 2000:

Ethernetl/1

$:22:1:1:10 2000:

Ethernetl/1

:22:1:1:10 2000:

Ethernetl/1

£:22:1:1:10 2000:

Ethernetl/1

:22:1:1:10 2000:

Ethernetl/1

$:22:1:1:10 2000:

Ethernetl/1

1

1

1

1

1

1

1

1

1

1

switch (drop-report) # clear

CS drop filter removed

switch (drop-report) # report

Filter Status: No Filter Applied

Forward Drop Rpf:RPF Fail Pol

o O
Oy JE3nt=-720—08&
Ko w7 E&nz7a—o M,
e X T =7 FHEN, BEOMEEZEF2—DO RNy 77 AR—ZARENFINTRe ¥

\}

:10 4100
0 0

:10 4100
0 0

:10 4100
0 0

:10 4100
0 0

:10 4100
0 0

:10 4100
0 0

:10 4100
1 1

:10 4100
0 0

:10 4100
0 0

:10 4100
0 0

:Policer

TEINTAT Y FeXxy T F v TEET,
WESNTE PRy AR MIUSLT Ry 737y FZCPUILa =352 LIZk-T
EHINET, £L T,

Ju—0iME Ny 7oBEERTWEATOalL s X~ AR—-FLET, =
DIz, N7y MEERORKOFFEICE LB T,

300 400
0

306 400
0

303 400
0

304 400
0

308 400
0

301 400
0

307 400
0

309 400
0

302 400
0

305 400
0

Drop Ids:

17

17

17

17

17

17

17

17

17

17

Ids Drop

76494000

77632500

76320200

77745800

77867900

76458800

77558800

77943800

76373000

77706200

NetFlow |

69540
70575
69382
70678
70789
69508
70508
70858
69430

70642

Acl: Acl Drop Buf: Buffer

GE)

. NetFlow
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kayFani7o—oaEnoiz [

FOy JESnz-70—0D@IHMDEETE

ATy T
ATy T2

ATFvT3
ATvT4

ATy T5
ATvT6
ATy 17

ATvT8

Fay 7SNz 7ue—0@BMERET DT, WOFNEEZFEITLET,
Fg

NetFlow #rEZ A 2Nz L £,

flow event export-interval <interval> =~ > REZEH L T, 41X ho=7 2R — MNiREEAMELL, 7—
HMWT Y AR—hENDEEEHELE T, export-interval D#EIFHIT 0~ 60 VT, 7 7 4 /L MHEIZX 10 T
R

i

switch(config)# flow event export-interval 50

Tu— T AR—ZEER L ET,

eventstransport udp <udp-port> =~ REZHEH LT, A XU F T =X D=7 AKR— D7D UDP K —
&R ELET, UDP A— hOFPHIL 1 ~ 65535 T,

1 -

switch (config-flow-exporter)# events transport udp 9001

7r— L a— RE{ERRLET,

Ta— E=X—%ERLET,

flow event <event_name> 2~ > REFEH L T ¥ 7 F v 754X FMERELET,
i -

switch(config-flow-monitor)# flow event ee

a) capturebuffer-drops, capturefwd-drops, captureacl-dropsD &=~ K, £72iL3 DT XTDOA X
yharvaXal—varav Uy REEHLT, E=4—950ERNHL Ny b Ny TEER
LT,

1 -

switch (config-flow-event)# capture buffer-drops
switch (config-flow-event)# capture acl-drops

switch (config-flow-event)# capture fwd-drops
flow system config =~ > K& a— L a7 4 Fal—var T—RFRTANLT, VAT LA LD
Tu— AN MPREXZEFRLET

1 -

switch (config-flow-event)# flow system config

a) monitor <mon_name>input =~ F& AJJ LT, BEFED NetFlow E=4 —% Y AT LDAN T 7 4 v
Z BT £,

1 -

switch (config-flow-system)# monitor mon ipv4 input

NetFlow .
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B rovrenron—ommozes

b)

event <event_name> =~ R&Z A LT, FHANIHRESNTA RV NEREZ VAT LB2EOT7m— A

N b

1 -

REICHEM LET,

switch (config-flow-system) # event ee

FOwvJEanf-70—0&EE0DEREH

Koy 7E&Nz7e—0RMOERRRTE L FZRT HH 2RISR LET,

switch (config)# feature netflow switch(config)# flow event export-interval 50
switch(config)# flow exporter exp 2 switch(config-flow-exporter)# destination 50.50.50.53
switch (config-flow-exporter)# transport udp 9996 switch (config-flow-exporter)# source

Ethernetl/7 switch(config-flow-exporter)# events transport udp 9001
switch (config-flow-exporter)# version 9 switch(config-flow-exporter-version-9)# flow
record rec ipv4 switch(config-flow-record)# match ipv4 source address
switch (config-flow-record)# match ipv4 destination address switch(config-flow-record) #
match ip protocol switch(config-flow-record)# match ip tos switch(config-flow-record)#
match transport source-port switch(config-flow-record)# match transport destination-port
switch (config-flow-record)# flow monitor mon ipv4 switch(config-flow-monitor)# record
rec ipv4 switch(config-flow-monitor)# exporter exp 2 switch(config-flow-monitor)# flow
event ee switch(config-flow-event)# capture buffer-drops switch(config-flow-event) #
capture acl-drops switch(config-flow-event) # capture fwd-drops switch (config-flow-event) #
flow system config switch(config-flow-system)# monitor mon ipv4 input
switch(config-flow-system)# event ee switch(config-flow-system) #

Koy Janhk-70—@HnEEa~<v U R

HHZEEDWT, RTHHASNTWS Fry Fanic 7 v —i@ MO EHH show 22~ o R&ff
MALTL7EZSuy,

£3: FOoyJEhnk-70-@HOERaTUR

avU R ]3]

show flow event Kay 7 Ay MIBETAERER R LET,

show flow event cache [ipv4|ipv6 ] Foy 737 n— BT o FRERR L
£7

show flow system VAT DERICBT D FZOR LET,

show flow event export-interval FayrXEnkzr7e—nNzs AF—hrEND
MRz RRLET,

. NetFlow
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