LR—bk&ETS5—F

ZOETMHATINFIL. ROEEY TY,
T K=Y —DT IV T 4T 4T =F—FTHLR—bDAERKR (1—)
X T TIAT A LER—F (14 2—2)
cHLUVWWeb A v X —T 2 A ATODEXF2T TFIAT A LER—F (33—

IV RA—Y—DT7ITAETAEEZE—FHLKR—
~DERL

ZOETHHTHNEIL, RO LB TT,
« LAR—hOWE (1 2—)
c LAR— R =V (3 —)
cHLWWeb A VX —T 2 A RATDALHTIT 47 LAR—F X=UOEH (9 —)
« LAR—=FOAZNME (10 X—2)
« LIR—= MDAV a—Li%E (10 =)
AU Twr RTOLAR—FOER (12 °—)
« T—HAT7 LR—hK (135—Y)

4 T T4 =X LIR— b DN T TN a—T 4 (13 =)

LiR— DB E
Secure Web Appliance CIIMEEL L AR — R ERENDLZDOT, Ry hUY—7 TERETND Z L&
BLIZYD, HEDORKAL v 2—H ATIAVDONT T 4 v 7 OFFMERRT L ENTEE
T, LIR— 23T L THEOHBNDO LV AT AT VT 4 T 4 A VBT 0T 4 TITFRL
7m0, VAR—NERAS Y a— VL CEMMICEITTHZENTEET,

I LR—r&EFTZ—+ .



Lk—rE7S5—+ |
B 5 trcor—v—zomm

ESPEREY=]
c LR—=F RX=Un b L AR— FOHI & =7 AR — T, on page 8

LR—bTOLI—F—ZDFER

WRAEZ A X =T NWZTDH L, Web 7 B F U TCRRGESN DRI, 22— —Fa—HF—4 TLR—
MI—EERINET, 774V T, 2P —RITFHFEN— =R RENDH LBV ICE
TXIAENRET, L, TR TOLAR— R TCa—F—ZEZ@TERNE T HI LN TE
ij‘o

)

Note ‘FHIEOLGAIX, HICLAR— Moaz—V—aHRnEKRENET,

Procedure

ATy [BF=2 VT o —E R (Security Services) |>[L7"— b (Reporting) |ZiRIR L, [FREZMmE (EditSettings) ]
7V w7 LET,

ATy 72 [m—H/LLR— | (Local Reporting) ] T, [LAR— F TCa—HF—HZEHAIZT 2 (Anonymize usernames in
reports) | ZEER L E T,

ATY T3 BFEEEGFLCHEELET (XE (Submit) | & [AEAME (Commit Changes) 1) .

LR— b R
Secure Web AppliancelZ /LA T DO LAR— F23H D £,

e vA ¥ v adh—FK (MyDashboard) (LAR—hFD [FHR—LX—) | A=a— "—D
EdZdh % [A—2 (Home) 1742227V vy 7 LTT7EATHILHTEET, )

« W2 (Overview)

o 22— — (Users)

o —H—%¢ (User Count)

* Web 1 I (Web Sites)

« URL #7 =V (URL Categories)

« 77V r—a DR (Application Visibility)
e )L =T %K (Anti-Malware)

» Advanced Malware Protection

« 77 A NV53HF (File Analysis)

. LR—r&EFTZ—+



| LiR—rEFS—+
Lii—r x—vomm |

* AMP H7E O R

« 7 74T == T URAZ (Client Malware Risk)
*Web L' E'=7—3 3 7 ¢ /L% (Web Reputation Filters)
L4 NT7 7 4 v E=4— (L4 Traffic Monitor)

+ SOCKS 7'z %+ (SOCKS Proxy)

o 2—HDOHLHTHI LA — & (Reports by User Location)
*Web K7 > %22 (Web Tracking)

o« VAT LK ® (System Capacity)

o VAT I AT —H A (System Status)

¢ AV a— ViR E Sz LA — & (Scheduled Reports)

o 7—HA7 LAKR—b (Archived Reports)

LiR— bk R—=DEMHA

EESERVR— N R=VIWIZVAT LTI T 4T A OPEPFIREN, VAT LTS %
FRTBEDDOERDOF T a v RNdbET, WebW A hBEOI T4 T NEHDT—4 %
NV EIIMRTHIE B TEET,

LVIR— b R=U Tl WFDX R PRFEITTEET,

r7oay BRAD)~D) Y
LR— FTHRRT HBEHEEEEZEET S REM#EPH O Z 5, on page 3

BWEDY FAT U MERAMVERET D |5 — X DO, onpage 5

Fr—MIRFTTDIT—2%EIRT S F v — MbT DT — X DRI, on page 5

LR—FENBIZANIZTIRAR— T B | L= F =T 5D LR— bR & =7 %
AR— I, on page 8

iEdnE IR

[FFf%iPH (TimeRange) | 7 4 —/V REFEHL T, £EX=2 VT 4 2 F—R FOERT —
A TEET, ZOF Ty a AL T, ERFAHAOREMEHOT v 77— M AT
TFET, Flo, BAREZ E R TRZZHE LT A X ARFEHZ ERT L2 TEET,

A\

Note jse4R | /- FpRA&EPHIL. [FER%EPH (Time Range) | A =2 — CHEAQRDMEEZTIRT 5 £ T, 3T
DUAR—F XR=URTHEHEINET,

I LR—r&EFTZ—+ .



LR—rE7I5— |
B .« rosmEEoER

BrfERE | RShdT—4
(Time
Range)

B ] 60 7> & BIITHRK 5 7o
(Hour)

24 BERE] & 2 DB D 1 BRI O R 2 & D 7= FF ek L C 1 R RE RS

H [ERURQ
H (Week) |EHTD 7 HEICZEOEEROBIZHLER L BEICK LT HRER
[ERIR)

H (30 H) 30 HMICZDOREE DO BICH A2 & L BEUZX LT 1 H[HIE
(Month (30
days))
W H Secure Web AppliancelZEFE SV TWND X A L Y — U & L2 BT O 24 RER

(Yesterday) | (00:00 7>5 23:59)

T AL N | TG D T A F DGR HE D

(C)ustom [# A% L (Custom Range) ] #3475 & BAtAREZ] & & THREZ 2 AT T
ange XAEATal Ry I ANERENET,

N

Note 4 _RTHOLR—FT, VATLREDZA L VS —IHSX, 7 =y JHEER (GMT) 4
7y bCAHMBLORZIERPEREINE T, 72720, 7—F =7 AR — MTix, HROHE
BDOEA LY = DOV AT DIFIET HT2DIZDH, GMT TREZINER RSN ET,

L AR— b~ OB & E D E R

FEAEDERIERL A — FX—UTlE, §FENDT7T — X ORFH#EHARINTEX 9, BIRL
7o REfE R, [FFREI%EPE (Time Range) | A =2 — CREAQRLEEZRINTHET, T XCoOL
A— b X=VZ LTSN ET,

EARIREZR & A 7 > a Nk, T IAT VAT LR AR, £ Xa2 VT BHT
FAT UV ALEDBEBA AN LR—T 4 TBIUOWeb LIR—T 4 7o TERY F9,

Note | /K— | _R—YORMHMIL, 7V =y VEHER (GMT) A 7%y b TRRShET, &
ZAF. KEPEERER T, GMT + 7 R (GMT +07:00) T,

Note X TOLKR— KT, VAT LAREOHFEHICHKSE, 7)) = VEHER (GMT) £ 7% v b
THMBLIORZEEN TR RINET, 2L, T—F =7 AKR— FTiL, HROEHD 7 A
L= OOV AT KMIxET BT 0Z, GMT CTRZINFR RSN E T,

. LR—r&EFTZ—+ I



| LiR—rEFS—+
F—sonx |

T— 3 DIRFE

—EBDO LR — ML, FFEDT —F BA » M T 2D ATEL7 4=V FRHY F
T THERBTHLEEIC, LA MIRBTLOIHREDT—X £y hOLKR—h T—4 %
PEELET, ANT 2 XFINCTERIC—ET 2HERPA T2 LTI THEDEEARRTE E
To UFDOUVR— K X=DIWIRBE 7 =V KBH Y £,

BREI«4—ILEF £BA
a1—H— (Users) 2P FEIIITA T FIPT RLAT—
P—RmRLET,
Web %4 + (Web Sites) RAALVERFY—N—DIPT KL ATH—n_—%
BELET,
URL #1531 (URL Categories) URL 773V ZMBFELET,
T7F)r—arvmEkR (Application |AVC £721ZADC =0 P NE=F—L, THY Y
Visibility) THET SV r—arERRLET,
D547 bTIILITT JRY (Client| 2—W—L4 7137547 NP7 KL A T—
Malware Risk) P—EMmBELET,
A\
Note /S5 /(7 FIPT RLABIORZ IA4 T b a—HF—IDZFKRTDHI2IT, FiFrzRET D
ERHD FT,

Fr¥—METEHT—2 DER

EWeb VR—T 4T X=UDFT 74/ K FX¥— hMid, —RIIBRINDET—FBERE
NWETH, ROVICELRLZT—2%F ¥ — METHEIICBIRTE ET, X—VITHEEOT ¥ —
RS LGEIE, Ty — N EICEETEET, FY— oA T aidk, VAR—FOT—7
OB L EFR T T,

Procedure
ATYT1 F¥— b DFDO[F¥— A7 3 (ChartOptions) 127V v 7 LET,

RT9T2 BRTHT—XEBNLET,
ATv T3 [T (Done) 127V v LET,

LR—r&EFTZ—+
I



B rxsnvsk—+

ARZ L LR— b

BFEOLR—=FOX=UNETF v —h (FF77) LET7—TNEHALEDETH AL A LKR—
@/\o?‘i/“%{/ﬁﬁjzfgg 32‘;‘0

LR—r&E7S5—F |

S

BRIEFIE

HAZ L LAR— |k
N=VIlEV a—
IV % BN

SR

o AL L LIRN— MTBITE72VE Y 2—/1, on page 6,
o WAK L LIR— b =T DOVERL, on page 6

HAEZ N LHR— |k
N—=TDOFRR

1. [F=#%— (Monitor) ]>[A—/V (Email) ] £721%[Web]>[LHR— k
(Reporting) ]1>[LA— b (Reporting) ]>[~A LAR—F (My
Reports) ] &R L £ 4,
2. FRT D REAIGEIE 28I U F 97 58R U 72 Rl [ A LAR— |
(My Reports) | X—V DT X TOEY 2—/LEEFLTXTOLHR—
MZEH S ET,

FLBMSNIZEY 22— VTHEET 287 v a v o EfICRRENE
D

HAL N LIR— |k
N=TTOE
¥ a— /LOFEE

BHIDGATNCE Y 2— V%2 RT3 v 7 7T 8 Fey 7 LET,

HAK L LAR—k
R=TUINHDFE
a2 — L DOYIE

EVa—NVOEECHD X 27 Y v LET,

VI ANV NN
® PDF F7-21%CSV
N— g VDAERR

[LAA— b (Reporting) ]>[7—H A7 LAR— b (Archived Reports) ] %
BINL, [57< LA — b%&4ERK (GenerateReportNow) %7 U v 7 LE
D

T AR N LR — B
@® PDF F 721X CSV
N— g O EH

B 72 A%

[LAR— bk (Reporting) |>[A4% Y 2—/LE 7L AR— bk (Scheduled
Reports) | AN L £,

HWREL LIR—FZEBNTEZWED 22—
 BERER (Web b7 v X VT ORBREREEZET)

NRE L LK— k R—SOER

Before you begin

BT 5T 2a— A BMARETHDL 2R LET, WAZ L LR— MIBINTER
WEY 2 —/L  onpage 6 ZH L T 72 &0,

. LR—r&EFTZ—+



| LiR—rEFS—+
LR— b BEU RS R TIZ8HB4T Kaqvetns kLAl kiqooni |

cEVa— VDA ED[X]E 7Y vy LT, RERT 74N EY 22— EHIRLET,
Procedure

ATV F1 LTOWTNIDOFETHAZL LR— K R=JICEV a2 —/LEBILET,
Note
—HOET 2—E, LFOWTNIhDOFEEZFER LA 0AMHATEET, 5 HFREHFHLTE
Va—)VEBINTE2WGEAEIE, BIOFEEZRL T I,
BTV 2—NABHD5 [A—/ (Email) | ¥ 7 E£721E [Web] ¥ 7D LAR— F X=TIZBH L, £
Va— D EHIIHDL [HR X BT v LET,

s [LAR— K (Reporting) ]>[~¥-A LAR— bk (MyReports) JIZBEIL, [+]R¥ > (WWThhrots g v
®L%K%Di¢>%7Uy7LT\ﬁm#&vﬁ—b%yn—wgﬁﬁbiﬁoE%@%9:~w
EROTAHIZHE, [vA4 LA — K (MyReports) | " X—TDKET L aiibd[+H|RF 27 Vv T L
7Rl ifotfbiﬁb\%/\b*%@ 7,

KTV 22— VT—ERZTBMTEET, T TIHFEDEY 2— /L& LE— MIBML TWBEEIX
BINA T a B RATE < 2> TWVET,

ATV T2 WA A R LTz (T2& 21, #7208, HIBR, FRIFEFELEE L2, HH50IEF ¥ — MNZT 7+
VNN DOT =2 KR L) BV 2a— LV EZBEMT2581F, ZhoDEY 22— V% [vA LAR— K (My
Reports) | —Y THAX~A ALET,

FEa—ANT 73 MREICEBNESNET, TOTY 2 — LORBEIIIRFF SN EE A,

AT9 73 BB ZFF>T v —F (& 2, BEE (Overview) | X—Y N0 7 F7) #iBINT 5551, Hl&
N ZBIML £3, HBEIZSTT, uﬁﬁ@ﬂ@‘éT*‘?O)M‘:lFi‘yﬁ‘7‘/ K key7LET,

LIR—FEEUVLSYXUTIZEBITEIYT AL EREAVE LRV AL VDL
LR=T 4 7BLOMN T v F U TOBRETIE, EH R D RAA
(http://george.surbl.org/two-level-tldsiZF /R SILTWAHIE KA 1 ) 1%, RAA > XA THBY
TRAAERICEIICRAETH, V7 RAL TR0 FiETRE SN ET, RIZHIZ R
LET,
¢ LAR— MIIE, coukRED2 LD RAAL UOFRERITEENEEAN, foo.co.uk D
BITEGENET, LAR— MIIE, cisco.comREDEHLPERAAL VDT T RAAL
UNEENET,
cHIEE R A AV couk IZHT D b T vF U FRZERBEITIL, foo.couk RED RAA VTG
iﬂi“ﬁ:/\/ﬁ\ cisco.com \—Xj'jﬁé*ﬁ':ﬁ‘?fi:% isubdomaln cisco.com fi&@"j‘7 I\)(/]) N
WEEhET,

I LR—r&EFTZ—+ .
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LR—tEe75—+ |

B L5 <—shrooLf—rommeTszk—t

LiR—k R—

N

v

MDD LR—bOHRIE T RKR— bk

AN—U4 LB [FIRIFTRE (PDF)  (Printable (PDF)) V> 7% 27V v 35&, TXTOL
A= b _R=TZHRFB RO PDFIR CAERTE EI, Fiz, [=7 AR — (Export) 1V 7 %
7V w7 LT, RUEFT 2% h o~ KYIW B (CSV) 77 A 0E LTy AR— 1 T5C
EHLTEET,

CSV =7 AR — MIITFRUET — X DBEBEEND T2, Web X—AD LR — k _X—=T M
T AR—FENET—ZITT, A= TV OB — A NEEN TV RWEAERH
DET (FOT—FN Web X—ZADLKR— FTEREINDIHAETH, EENTWHRWVEEN

LR—k T—2DITHYAR—F

FEAEDLR— MIUZ, RUAT—2 %7 o~ XG0 (CSV) D7 7 A MTT 7 AR —
R CE B[ ZHF—F (Export) 1V > 7 RHESATVET, CSV 77 A T —X 5T
AR— kT 5 &, Microsoft Excel 2 EDT 7V r—va v aHL, 7—XIZT7 7 BALTL
MIBHZEnTEET,

T AR—FENT-CSV T —HZE, Secure Web Appliance TD X A L ¥ — L FREITID D
T T RTOA Y=Y F T vF U TBLOLR—T 4 L F—2 %27 ) = VYR (GMT)
TRLET, GMTHRI~OEMO B, 7774 7 2 ARGFETICT— X 2R LD,
BHDOEA LS =D T T ITAT VANLDT —H BRI DT — X2 A L0 T
XHLOCTHLEDHTT,

PAFOFIE, Anti-Malware 77 ) L R—hDraw 7T —H =7 AR—F+D ") THY
KPFEEREE (PDT) 28 GMT 7 IR CRR SV TVE T,

Begin Timestamp, End Timestamp, Begin Date, End Date, Name,

Transactions Monitored, Transactions Blocked, Transactions Detected

1159772400.0, 1159858799.0, 2006-10-02 07:00 GMT, 2006-10-03 06:59 GMT, Adware, 525,
2100, 2625

AT ANy F— & HoL:L

B A BRR TR 1159772400.0 TR I NLORMETCEINZ T = ) BlIAEF
(Begin Timestamp) Zl,

B4 DAHTHT (End [1159858799.0 IR I DEORETCEREINT T Y KT

Timestamp) Zuo

P44 A (Begin Date) 2006-10-02 07:00 GMT | 7 = U OBIAAH,

End Date 2006-10-03 06:59 GMT | 7 = U DFE T H,

£ (Name) Adware <N T HT 3V DL,

Transactions 525 T KU TENTENT T T g U

Monitored

Transactions Blocked |2100 A=/ AW ol N A A/ I v

. LR—r&EFTZ—+




| LiR—rEFS—+

HLOWeb 28— T4 RTDA 559517 Lik— b x—voiR [

AT Ay HE— & HL:L

BEhE RFo¥r v a | 2625 N7 oW a o= HEn h7
> (Transactions VI varof) + (Tuay s NI v
Detected) Yy NAL IR

\}

Note 5 ~oX—|F, LR—FDEATFTELITHEY 7,

0—HT7AREINTZCSN T =TI AR— THE, 77 7HFICLo TUTAHULMNELL
FRINZZWEERHY 3, Zhix, 77 U0HFICEoTE, =" T4 XSNETFA M
KLU THEYR T2y SMEAESNARWGEAERHD 2 EbRAELET, ZORMEDRGEER &
LT, =N =Tl T7 7 A NVERIEL, [7 7 AV (File) 1>[BI< (Open) ] ZfEH L T
TEDOWeb 77 U TT 7 A NVEREET, 77 ANVERWEL, == T4 XAENTTF
ANERRTDHEOOX Ty hERIRLET,

FLWLWWeb A U 3—T A XATDA2E59T47 LiIR—FRX=T

DfEMA

ROKNZRT [LAR— b (Reports) | Ky 7 X7 o afliH+4 25 & Secure Web Appliance® L
R RNERRTHIENTEET,

\}

GE) % (Overview) | LAR— FRX—=UX, F0T 47 _X—=Y (BT A L RICRRENDA—

V) T, VAR—bFELRIZ I T vF I R_XR—=TUNEH LWV Web A VX —T =2 A A% r—F
THE TIANINDT T 47— (2 (Overview) | LAR— FX—) dp— R X
ET,

1:LiR—bkFraYFTEYY

Appliance Monitoring Tracking

Report:
Overview a

neral Reports

Web LAR— ME, —f8MIAZLAR—FLEEBRBLAR— MIOHESINET,

HLWWeb A X —T A AT 7EBATAHIZIE, THLWWeb A X —T A ATDE
X T TTIAT LA LAR—FM ZBRLTLITEEN,

LR—r&EFTZ—+ .



LR—kE7S5—H |

B o« roamt

BEEIE R
¢« (Web L R—FDH) Fx— MLT LT —% DB (66 X—)

LiR— ~DEIE

FRRIZHE 55D Secure Web ApplianceZ3d ¥ | Cisco 22T Y v X2 U T 4 EHT 774 T
AR L TENLFR— FOT — X 2 EHB X OERT 5856, 4 Secure Web Appliance T4
WEHLAR— NE2ADNTLHIHERDD 77,

TTIAT P ADHREIESNTLR— DX A THBRTEES, TXTOLVR— e —
HNVTRIFCEET, . MR HIED Secure Web Appliance’¥& V) | Cisco 27 Y F 2V
TAEET TIAT A2 1O LTV L 5EE, BOEHLR— b2@R L TROLZY
A= b T =2 EERBLOFRRCTEET, BRHEFRLAR— N, EFlidn—h VLR — FE2RR
9% &, % Secure Web AppliancelZ Z 1L 56 DR E A S ET,

Procedure

ATy T [EX2)T4H—EX (Security Services) | >[L7R— bk (Reporting) | Z3#R L, [RELZMmE (Edit
Settings) 1227 Vv 7 LET,

a)

b)

T IAT VATLR— MEAMNCT D561, [m—H/L LAR— (Local Reporting) %A IZ LE
To TTIAT VA R—=Zpliun s A4 Lictk, LAR— MIT 7 BAAREILR Y 7,

Cisco A>T Y X2 VT 4 EBT 7I54 7 A%/ LT LR— b2 EHTREICT 25813, [T
BHEL LR — b (Centralized Reporting) ] 242 LE T,

Secure Web Appliance D # 73, @ — W)L LiR— MIOWTRESNZTRTOT—F 2 RGFLET, £
KIEB LR — NRT 7 T4 7 o ATHR %G, Secure Web Applianceld v A7 AR ET —H# LV AT
DAT =B AT =B DHERFELET, Zi5H 1% Secure Web Appliance TH — 1 /WZHEH T& HME—D
LAR— T,

BT TIAT U ATOZDHEREOHREIZOWVWTIL, Ciscoar T Ytexa ) T4 8WT7T 7547
A a—P— A FOEHEHE Web LAR—FDOREHE N T v F o 7T My 7 25B LT
Sy,

AT9 T2 BFEEEGFLCHEELET (XE (Submit) | & [EEAME (Commit Changes) 1) .

LIR— DRSO 21— )LERTE

HENL, BHAL, EITARTIITIND LIV AR— FE2 ATV a— VR ETHIENT
EEF, AT Va— Ll LE— M, BTH, BETAM, BIHOF— 2 EED5 K5Ik

LR—=hEAT D a—VRETEDLLER—F XA TIIUTOLEEY TT,
o BEL (Overview)

. LR—r&EFTZ—+



| LiR—rEFS—+

2y va—niEshiLi—roen [

o —H— (Users)

* Web 1 I (Web Sites)

« URL 77 =Y (URL Categories)

« 77V r—a v OFER (Application Visibility)

e v /LD =7 %K (Anti-Malware)

» Advanced Malware Protection

» Advanced Malware Protection ] & ¢ 5 5

7747 k=N x7 UAZ (Client Malware Risk)
*Web LB =7 —3 3 7 /L% (Web Reputation Filters)
L4 NT 7 4 v E=H— (L4 Traffic Monitor)

* SOCKS 71 %+ (SOCKS Proxy)

o 2—HF DGR LA — K (Reports by User Location)

« VAT L% HE (System Capacity)

e v A X v 2R —F (My Dashboard)

ATV a—)LERESINT=LAR— FDEM

&
ATy T2

ATvT3

RTv74
ATvT5

ATvT6

ATy T17

Procedure
[LA— b (Reporting) ]>[A%7 ¥ 2 —/L &7 LR — bk (Scheduled Reports) ] Z&IR L., [EH L KR—

D3EM (Add Scheduled Report) | %27V v 7 LET,
LiR—h[#A4 7 (Type) 1 Z#IRLET,
LAR— hDHLNYRLFT W [F A v (Title) ]2 ASILET,

R CARID L AR— N B EEER LT 7EE 0,
LiR— MIEDDHT — X ORFM#EFHZ 28I L £,
RS b LAR— bo [EX (Format) ] 28R L FE9,

T 74V MERIIPDF T3, 1 ZEAEDLAR—FT, rawT —H&ECSV 77 AN ELTIRIET DI LD
TEE7,

BETDHDLR—FDHATIS LT, GODTESCT—H%2 Y — 3555 E, SFEIERhLFA—FF
FoarERETEET, LEICSUT, 2hooF 7y a v 2R ELET,

[A#7 Y 2—/b (Schedule) |27 a T, LAR—M2FETT2E (A, MR, £720380) &K
g N A=

LR—r&EFTZ—+ .



LR—re75—+ |
B <roa—rsrasntLe—roms

ATV T8  [A—NOXEES  (Emailto) |7« —/V RIZ, ERSNIZLAR— 2R ETHHFOE A LT LA
EANSILET,

BIFA—N T RLRAEZIBELRDPSTEHEIT. VR—FDOT —HA T OB TN ET,

ATvFT9  F—HZDO[LA— 5k (Report Language) | Z3IRL 37,
ATy T EEEZEELCHEELET (FF (Submit) ] & [EHEZME (Commit Changes) 1) .

AT Ta—)LEBREINTI-LR— FDORE
Procedure

ATFv 1 [LAR—=b (Reporting) ]>[A7 Y a—/LENTZLAR— b (Scheduled Reports) | Z 4R L 9,
ATYT2 VAIDLLER—=F DX A MLEBEIRLET,

RAT9T3 REEEELET,

ATy T4 EFEEZEEFLCHRELET (XE (Submit) | & [EEA2ME (Commit Changes) ]) .

RarYa—IEE SNT=-LKR— FOHIER

Procedure

ATFvF1 [LAR—=1b (Reporting) ]>[A7 Y a—/LE NI LAR— b (Scheduled Reports) | Z 4R L F£ 9,
ATvT2 HIRTHLAR— MIxHET 2T =y 7Ry 7 A2 AT LET,

RTYT3 ATV a—ARESNTZTXRTOLR— FEZHIBRT 5121, [TT (Al) [ F=vZ Ry 7 A%RRLE
D

ATy T4 HIFRL CEFEZEELET ((HIFR (Delete) | & [AF 24 E (Commit Changes) ]) .

Note
HikEN7-vaAR— b7 —h A THITHIR SN E T A,

ToTIVRETOLR—FDOERK
Procedure

ATvF1  [LAR—1b (Reporting) 1>[7—H4A 7 Lia— bk (Archived Reports) ] Zi®IR L F 7,
ATv 72 [59<LAR—bh&E4ERK (Generate Report Now) %27 U v 7 LET,

. LR—r&EFTZ—+



| LiR—rEFS—+

ATv73
ATy T4

ATy TH
ATvT6

ATy T17

ATvT8

ATvT9
2Tv 710
ATy TN

7—n17 L—t+ |}

LiR—h[#A4 7 (Type) 1 Z#IRL 9,
LAR— OO0 FT W [ A v (Title) ]2 ATILET,

A C4RTD LAR— b EEEER LTl 7Za0,

LR— MZE D DT — X ORI 2R L E T,
R Sind LAR— O [ (Format) | 28R L ET,
774V MERILPDF T, 1ZELALEDLAR—FT, raw7 =4 % CSVZ 7 A VELTRFETHZE D
TEET,
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BT —vary P EATELERBINTOWRWEED T 7 A VOBEEZ DT 2,
« BT LWERDFIH ATRBIC 22 2 DIV BT 28 A L. B HES N TWD 7 7
ANRR Yy NI =7 IRAT 5 & a—WFTlmmd 5,
Tr7AN V2T —vay T4V T T 7 AN OFMICONWTIE, 22— —H A
R % 721% Secure Web Appliance® AsyncOS DA T A~V 7 B L TL 72 &0,
Advanced Malware Protection L' 7"h— hX—\Z1%, RDLVAR— b a—0RFrInFET,
c—[EF¥ 2T =2 RAKRA > M~ U — (Advanced Malware Protection Summary) | ~3—3
+ Advanced Malware Protection — [~ 7 - /L43#7 (File Analysis) ] ~3—3
Advanced Malware Protection L' 7" — b _X— 2K RT 5121, [LA—F (Reports) | Ke v~
Xt [F=4%—1 7 (Monitoring) ]> Advanced Malware Protection % &R L £9°, FEHf
WZOWTIE, THLWWeb A v H—T A ATDA VLTI T 47 LR— bk =Y Offf
9O~—=2) | ZBRLTIIEIN,
Advanced Malware Protection—[Z¥ 17 T > KR4 > b4 < 1)— (AMP Summary) ] R—2

[EF% =27 RARA > & (Advanced Malware Protection) | LAR— b _X—=TD [EF 27 = K
RA Y b ~VU— (AMPSummary) | &7 v ailik, 77 AV L Ea2T—vary P—E R
WXoTihlshic, 77 A NR=2ADFHEERNFRINET,

ZSHAICT 7k AL L9 ¢ Liza——, BXOZED SHA-256 ICBEST T b7 7 A V4
BFRRTHITIE, T—TINVDSHA256 Vv 7 &7 w7 LET,

[vVvD =T 7 7 A /v (Malware ThreatFile) |1 > %777 47 T—TNDV T %7 v
735 L Lal— MOk U CRIR S N RFRHEIH IS BIfR 72 < | BRE PIRE 72 i KIRF [ #iPH N TR
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. Advanced Malware Protection—[2 7 « JL547 (File Analysis) 1 X—

HENTZDOT7 7 ANDTXTDOA L AL AD [Web b T %7 (Web Tracking) ]I1ZFnR
INET,

JEME 7 7 A NVETNTT —HA TEBRT7 7 A NVIDEEDO DD 7 7 A VR HH E W= 56, EfE
T ANETNIT — A THET7 7 AL SHAEO AN [EE 2~ D = 75 (Advanced
Malware Protection) | L'AR— MIEHENE T,

[E¥ =27 RAA > & (Advanced Malware Protection) | X—I D [EF =27 = R4 > |
#~U— (AMP Summary) ] &7 ¥ 2 2%, ROBEREERTEET,

» Advanced Malware Protection =2 2> D7 7 A )b L E 27— 3 » —E AT L > Tikgl
INF=7 7 ANVOME (77 7] |

c EREO~ AT =T ERT 7 AN (7T 7R .

c T AN FA TIZESWIZ LN DERT 7 AV (77 78K .

« BIRL IO T R TOY AT = TEBR 7 7 A MEAT L FL U R 757,

s MO~V 2T BT 7 AN EEIRT D[~V T = T T 7 4 /v (Malware Threat
Files) | A > % T 0747 T—7 ),

DT TITAT AT SN, TV v a Y ORBRIHEN LD ST T 7 A V%
—BERIRTDH [V R AT T ¢ 7HEAET  (Retrospective Verdict Change) |11 > % 7 7
TAT T=TNEEGLT 7 AN, ZORBOFEMIZOWTIL, BV D Secure Web
Appliance D~ =27 /L ZZML T TE W,

150 SHA-256 (25t L CHIEN L D > 725813, HIERE T 72 < Sl O¥E D 7
WZDUVR—MIFRSNET,

[fl—7 7 A VOHEHD Secure Web Appliance THIED T v 77— "N BRERRDGAHIT. &b
LT A DAL TORERBRFRENET,

SHA-256 U > 27 %27V w745 & LAlR— @R &7z RERIHEEH Z BIER 72 < Aree
IR KIFHIEIPHNIC 2 0 SHA256 BNa Eh/e, X TO T ¥ 7 a D Web T v
FUTRRPFRINET,

Advanced Malware Protection—[ 7 7 / JL5>#T (File Analysis) 1 X—¥

[E¥ =27 RAA > & (Advanced Malware Protection) | L'AR— h =D [7 7 A V4T
(File Analysis) &7 ¥ a Zid, OO TZOITEE INT2K T 7 A4 MWITON T, B & fE
(FIFHFFEHIE) NERENET, SMAT 7T A4 7 2 A1E30 4 2 L 12 WSA THOMkE R4+
I = v 7 L/iﬁ‘o

7L I AD AMP Malware Analytics 7 77 A 7 A TOEADEE : AMP Malware Analytics
TTIAT ATHAY A MIEENRTND 77 A ME, 7 —2) ELTERRINET,
FFAl Y 2 MZOWTIX, AMP Malware Analytics DA 7 A ~ L7 BB L TL &0,
RUINEG T DHE BT 7 ANVOEBORER LR a7 &G0 otk RAFR RS
5
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[Z/Lo = 7x% (Anti-Malware) | R—< .

Fio, &R FAT Lo —/3— T SHA ICBIT 2B OFEM &4 KR T 51213, SHA 2R
T o0 EZIELT 7 A NVGHTOFERAR— TEIZH D AMP Malware Analytics U > 7 %27 U
7 LET,

JEMGT7 7 ANEINET — A THEBR T 7 ANVNOHH L7 7 A ARSI HICEE SRS &
M &7 7 A4 LD SHAEDH [ 7 7 A V538 (File Analysis) | LAR— MZEENET,

[E¥ =27 FARA 2 & (Advanced Malware Protection) | L'AR— hX—D [7 7 A L34
(File Analysis) 1 &2 > a v aiHT 5L, ROIGHER I TEET,

« Advanced Malware Protection =23 D7 7 A VB —E R L > T T 7 A VLS D=
DIZT vy Ta—RENk7 714 V0¥,

¢« T ANSERBZET LTWDE T 7 ALDY X K,
o T AINIOWNTERDOUEFEL L7 o TWVWAE T 7 A LDU R |,

[wI)L = 75tk (Anti-Malware) 1 RXR—

[T =7 %K (Anti-Malware) [ LAR— b =3 X =2 VT A BHEOLVR—T 4 7 R_—
TThHY, A RF—T NI AF ¥ =V (Webroot, Sophos, McAfee, T 72i% Adaptive
Scanning) |2 X DA% v UFERD KM S VET,

[V =7 %K (Anti-Malware) | L'AR— h_X—T % FRT 5121, [LAR— b (Reports) | K
0y FE TG [FE=4—Y 7 (Monitoring) [>[~/L' 7 =7 %K (Anti-Malware) ] % %R
L9, dFCo VWL, HILWWeb A > H—T =2 A ATDOA L HATIT 47 LR— K ~X—
POMEH (98—) ZZRLTIIEIN,

ZONR=V LT, WebX—ADI VY =7 OFREREBIVE=4FT25LNTEE
R

\)

GE)

L4 8774y 7 FE=F YT THRHENTEYLVY =27 OF — 2 2R T 5121, REZHL
TLEEW, [LA1 V48T 7 v 7 E=4 (Layer4 Traffic Monitor) | ~<— (42 X—)

[*/LD =7 %K (Anti-Malware) ] _X—IZIFROERNF RSN ET,

=R 13:[RILY T 7xt%E (Anti-Malware) ] _R— D

woTay Bz

[RFfH#iPH (Time Range) ] (K | LAN— M ORI 28R L 3, FEMICOW T, bAR—
By FHET Y AR) N ORFREIFIFH DI (4 X—2) 2SR LT E I,
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o ay

B

i~V =773V (Top
Malware Categories)

FeEDT A XA T I Lo TR &N Eiio~ vy =7
BT AV H T T IR TCERRTEEST, A~ LU =T H
T3 OFEMICONTIR, VT =T OB T T VIZHONT
(61 X—) ML TIZENY,

7S5 IDETEN AL AT EICE. 7T 7 oY &y
Uy 7 LET, SFEMIIONTIE, (Web LAR— FDIr)
Fr— METBF— 2 DRI (66 ~—3) ZBRLTL
0,

EfE= vy =T (Top
Malware Threats)

FNED~NT =T a7 T TR TRRTEET,

IS5 IDERTEN AL A ATHICE. 157 oY s
Uy 7 LET, SEMZONTIE. (Web LAR— FD)

F ¥ — MET BT —ZDEIR (66 2—) LT
éb\O

[V =T 73V (Malware
Categories) ]

[V =7 7 3Y (MalwareCategories) |- > % 777 «
7 F—7 ML, [Eiw A =7 HF 3 Y (Top Malware
Categories) |7 ¥ — MIRRINTWLEL D~/ T =T T
TAVICHET DEEMIERAER RS NET,

[vVv U =7 57 2Y (MalwareCategories) |1 % 727 7 4
TT=INHNDY &2y dhHE HxDLVT =T
AT AVEBRIORy MU —7 TORBEGITICET 2 S 5125
LWFEBNFE RSN ET,

BIgL: ZDOT—=TND [T NT AT b a—RT v
(Outbreak Heuristics) ] V> 7 &34 5 &, TDOhT7 3V
TWD MU H 7 g UINBE LD ETRT T ¥ — FRETR
SNET,

Hihipg~no =7 BT 3V OFEMIONTL, ~Lvu =T D
BT AVIZDONT (61 X—) ZHR LTI,

[~/ =7 (Malware
Threats) ]

[v/vD =7 O%E (Malware Threats) | A > X777 47
F—7 WL, B~V = 7B (Top Malware Threats) ]
B v NTRRINTW DA D~V Y =7 ORI
LEFE RN TR S NET,

(7% b7 LA 2 (Outbreak) | DT~ L& NTW
DB, D AX ¥ =P L IFBINC, Adaptive Scanning
FEREIC L > THRRE SN T,
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[RI9 7 AF31 (Malware Category) ] L R— k R—T .

[¥ILo 7 A53' (Malware Category) ] LAR— b R—

Procedure

AT F1 [LAR—F (Reports) ]>[~v/L7 =T %K (Anti-Malware) | Zi&R L £,

ATY T2 [vvU =7 A7 3V (MalwareCategories) |1 VX F7 7T 47 7T—T7NT, [V U =7 73U (Malware
Category) | W 7 LNOHT IV %27V v LET,

[T 7DZER (Malware Threat) ] L/RK— k

[V 7 =7 % (Malware Threats) ] L' AR— b X—UIZiE, FFEDEBIZEHINTWDH Y F
ATV, BIOEELIEAREERHD 7 T4 T FOY A RNREREN, [7T7A4AT 2 D
FEME (ClientDetail) | <—~D U 7 03H0Y £4, LR—KEHO NV R 7T 7120%, 7
E LRSS THRICEA L CE=F—Sn b7 oo va vty y 7Sk b7
YT a URFRENET, FHOT =T MR, FE LR EFEHN CEBICR L TE =
A—ENTe " T o B varBlOTmy s SN T o7 v a VOEBROBNERINE
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Details) | V> 27 %7 U w7 LT TEEN,

TILDTTF7DATIIZDNT

Secure Web Appliance I3

IROBEA T DN 2T T8y TEET,

RILIITDEAT

B

TR T

7 Ry =7, W T—YE2R-MIFEET L, T XTOY T
N 2T ETARE T 7 A NVBIORNT T 74 N EENET, 7T RU =
T T I =g ORIZIE, Blx DT et 2 &2 RIRHZET L THW
EESHSHETC, BREZAFILT2HO08H0 9, BRAOH|ZIL,
YU UPEBIENSTERNCHLNETEND LT LHHO0RH Y F
T, T2, LTl T AL TEFa VT A RENEE SN
T, a—FRTSOFRBEF T ar, TAZ by 7 BLOZFOf
DYAT LAREEELTERIRLGELH D £7,

75U o
Tk

TIIFNNNR=FT V=7 NI IREDOFIRRL—YRRIE D - B
DICBET 5 SESEREREFET T 2B8ENMN DL 7T I TF 7
/( :/‘KGTO

PR AT b T=H

P AT A ET=HF, EYRFRICI>TERD T A o 2 THG
TXDH, VAT L BT=XOMM A2V 7 b7 =7 TF,
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— %I AL T =
>

AZNRA T 2T T2 B a—RITA VANV ENDHEA TDOZ)LT <
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WAV X T
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A MIFELEZY 0T LEFT LY TEDL LI, VAT LK
EEEELEY, 2—FOL AT AIREREELZMZT-0D LET,

FOMmo~v T =T

ZOHTIAVIL, ERFELOEODT AV ICTHEYECTELRANT LT =
T EEED LWEMEICHH S E T,

TONT LAY
ta—URT 47

ZOHTIAVIE, MOToFeA T 2T Y LRI, Adaptive
Scanning IZ X > TR SN~V T =T R L TWET,

7 4 w37 URL

74y URLIE, 79 7HFDOT RLANR—ZRFEINET,
AR TUE, EUR RAAL CEEM LT RAAL UADMESNET,
T4y TE, V=Y =T7 Y T e ARG O T &
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WEEO—FE T,
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BEILLARWT Y A —ar0 b, PUAE., BEETIEARAWVWDLEE
LLBWERBREINDET SV r— 3 TY,

VAT A E=H

VAT AT ZTE, ROWTINDOT I a B FEITTLEY T
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INSRE . FRIREMNIT,
T 5,

IO OFEEFKZ % TS L THRTE 5L 21272,

VAT AN TaRE AR —W T I g AR

feAf Xy a—
.

faADZTra—=2%, A A M=URIZY E— FBRX YA B
TI7EALT, VE—FRRAIDRORy r—URT7T 74 )2 A FaA
VA=A TLH A DORETT, ZRHDA A M—ViE, @I
a—PIEM PN D ZERATbhET, £, teAfoFx v a—
ZIZVE—FRA LT A b F v rn— R e 50
T AR =N T LA v — FBRERLGERHY 7,

koA OKRE

FaA DOREIZ, BERT TV r—a U EESFERT 0T AT
T TANALITREY . P A OAREIZBCER LT A,
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FETS—F

[54F> kLI TF YRS (Client Malware Risks) 1 <—2 [

TLIITDEAT A

haA DT 4 vy

raA D7 v vidk,
NR=UNRT I HAINDDEFON,
Y LTEATYA M A= varyA b BBV

MIBRT D —F 4 e N2 T — REELET,

YL LT a v ¥ o — A THEITE D Web
FATER L~ R ARy
XA T4 KA

7 A VA TA LA, =PRI a—H Ile— RE, 22—
POBRIIRK L TEITENL T ST AEida— KT,
7 — A J—AE, avta—& Fy NU—7 FTHCZER L, @EIEE

BT varvEFRITTLAI0 I AERIEIT AT XATY,

(V547> k<L 7 1)JR% (Client Malware Risks) ] X—
[LAR— b (Reporting) 1>[7 F7A T > h~nU=7 Y A7 (ClientMalwareRisk) ]~3—1%,

IIAT Y NINT =T YAS T IF A EF A 2 E=A—F B0
B#H D LR —T v _—=TTY,
X AT T4 v E=F— (LATM)
5 LTWAZ AT FIPT RLARERSNET,

=

eI

RMU:[VSAToRRILDZT URY

WA TE X207 o
[Z7FA4T7 vk~ =x7 URXZ (Client Malware Risk) ]
ko THESNE, HEDOmWS LY =T

(Client Malware Risks) ] ~R— 2 D015 %R

o ay

Bl

[RefE %5 (Time Range) ] (F
ny A YA

LAR— b ORI 28R L £9, FEc-oVWTiE, LiaR—
F ORFFELPH OFEIR (4 X—) 2SR L T 7E &,

[Web7' B =X E2iET

0y Sl b 747 b
(Web Proxy: Top Clients

Monitored or Blocked) ]

ZOF v — M, w7 T DY AT NIAE LT EAL10
ANDZ—FNRFRENET,

L4 T 7 4y 7E=H RS
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Monitor: Malware Connections
Detected) ]

ZOF v — MIE, MR TROBEICYL Y =T A b
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[Web7'm X7 747 b~
N7 =7 U A2 (Web Proxy:
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a7 747 MIBET 2ERAZ RSN ET,

UrIF 74y I7E=F~NLTx
TIUAIR I Z4T7 o~ (L4
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Malware Risk)

4T T4 TE=H NI T VRIRNT ZA4T 2 b
(L4 Traffic Monitor: Clients by Malware Risk) |1 > % Z 7 '7"4’
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txbfwényelw&aup?szﬁ%réhiﬁo
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B webLea7—2 a2 7405 (WebReputation Filters) 1 X—%

[Web LE2T—3 3> 74 J)L% (WebReputation Filters) ] X—
[WeblL B2 7 —3 9 7 4 /L% (Web Reputation Filters) ] LiN— kb _X—ICTld, BT L7-HF
RIEENDO T o7 a2 T b Web LE 27— gy 7 4% (—FRHBE) O
REMRTEET,
[Web L' E'=7—3 3 7 1 )L¥ (Web Reputation Filters) ] LR — F— U &2 FKRT 5121,
[LA—F (Reports) | Ka vy F X ing, [FE=4#—1U 7 (Monitoring) ]>[Web L =
7 —v a7 4/v% (Web Reputation Filters) | Z8#R L £9°, FEMIZOWTIEZ, #H LV Web
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xFET,

Web L E 27— 3y 74 VWHTlE, #t7T —2&FEHLTA ¥ —y b RAAL U OEHE
PERFHE S, URLOL EaTF—3 a3 A a 7N T onET, BED KA AL VRS
TV, Web A4 FRAA NI TWDEGAT, Web F—NXAFI v 7 IPT KL A%
BHRLTWDINE I DREDT—Z 2R LT, $ED URL OfFEMEHE S E T,

Web L =27 —3 9 VOFETIE, URLZ Xy hU—27 T RA—=XC#EAMT T, v~ =
T PIEAET DA REMENHE SNE T, vV T = T BNIFET D A RetE D BEA, -10 ~+10 D

Web L a7 —Tal Aayilwy B 73nNET (FH0R< Ly =7 25 Te A ietEl’ K bk
I/\) o

INTGA=HZE, T ZTLTOLORH Y £7°,
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« RAL DLV R DT

«IP 7 R L A IEH

Web LB as—3 3927 4 LEDOIEMITHOWNTIE,

Web LE17—3> 74/L% (WebReputationFilters) ] <—= [J|]

[User Guide for AsyncOSfor Secure Web

Appliances] @ ['Web Reputation Filters| 22 L T 7230,

[WeblL B2 7 —3 3 7 4 /L% (Web Reputation Filters) ] ~X— I IZITRDOIEF BT RSN E

‘j—o

z15:[WebL E1T— 327 1)L2 (Web Reputation Filters) ] R— < D&

o ay

At B

[H?‘J_:Fﬁﬁ%ﬁ (Time Range) ] (K
ny AT YA

LR— F ORFB#PH 23N L4, FEMmconw T, LR —
N OFFEFEIPHOEIR (4 X—2) LT TIEEV,

Webb BaF7— a7 73
(k1> F) (Web Reputation
Actions (Trend)) ]

FBELEEMICBITA Web LE 2T — a2y 773 a0D
Bt E 7T 7R TERTEET, Z0kv 7Y a T
FE OFRBICEES Web L E T — 9 0 T 27 3 a v OEAE
B7e L REMERTX £7,

[WebL BEaF— a7 73
(AR Y =—2) (WebReputation
Actions (Volume)) ]

Web L B aTd— g0 7273 arOR) a—bx T3y
ValHBDOWRTERTETET,

[WBRSIZE -~ Ty 7 3N

BWebl B a7 —3 3 O
% A 7" (Web Reputation Threat
Types Blocked by WBRS) ]
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FRTEET,
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Transactions) ]

WebL BT —yary 740 Z ) 0 7ickoCr7ayrEn
Rnol- T oo a V TRELIZEBBOZA T2 T T
B TERTE £,
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DFDOMOKEREIL. 26 OB AT 2 RN H
0 ET,
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FH A

Webl B'aF7—a 77 a
Y (RATICE W) (Web
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)
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cWeb b7 v XU TRFEFERDO N T o7 v a v OFEMORR (74 X—)
Web 7mXT b LAV4 8T T 47 E=H—DEWNITONTIE,  [User Guide for AsyncOS

for Cisco Secure Web Appliances] @ [Understanding How the Secure Web Appliance Works| & 7
arxaZRLTTEIN,

Web TOFX L H—EXITE>TREESNF- S0V 23 U OBRE
[Web k7 v &> 7 5% (Web Tracking Search) ]-X—® [ 1 & v —E X (Proxy Services) ]
AT HEBEHALT, HxDEFa2VT7 4 arvrR—Fr b BIOT 787X 7)) a—RiH =
VAR=R U MBS Web F T XU T HERFETEET, ZOTFT—XITE, L
AXY4 8T 7497 F=F YT T —FEITSOCKS 7 F NI Lo T E L N T o
7 va ATEENER A
ZOT—FEMHLT, ROKREMBT 52 LN TEET,

c ABFRFEREIR—D v, PIEOHIMANOWERICET 2 VA - F2fd L £,

LR—r&EFTZ—+
I



LR—tEe75—+ |
B websoxs y—ericsotmEShE FSUFL L3 v OBRE

7o zIX, [FrXx v —E A (ProxyServices) | Z 7 EZHHL T, =2—¥FRT727EALT
WAKEED URLIZOWT, 2—HFRT 7 2 LTREZR, 2N &7~ URL Th b
MEID, EVoFlRERGETEET,

Y FIT=U X1 T EEBE, SORy NI BRHEBDOAY— 7B L
TN 2T OBFICELENTWARNWNE I NERHELET,

FrEOHEINICEG SN R I rvay (Tryy, =21 00, BLoEEsn- k
TG rvarv, BT LER I arihl) OMBEREZFRFRTEET, URL VT A
U, w0 =T OB, 77V r—arvild, HROFHEEER L T —4ERes7 44
Vo732 bTEET,

)

GE)  Web 7u (%, TOTHER-NONE] UNDACLT > Varv X7 kar vV o7 ard
BLHR—hrLET,

[Fa¥ o —E R (Proxy Services) | # 7 &> Web LAR—T7 1 > 7 X—=T OHFHBIIZ DU
TiX, 2L TZEN,

FIE

AT BX2 VT A BHT T IAT AT, Ray Xy UA RN [Web] Z3IRL £,

ATw 72 [URL #7 =Y (URL Categories) ] = L ZDMMDVLR—TF 4 7 X—=TVDHH (49 X—) [FT v
X7 (Tracking) 1>[7' w2 F% T H—E R (Proxy Services) | Z &R L £,

ARTFYTI MBA T a b T aNZ VT F Ty a T _XCERT DI, [(EFEE (Advanced) 127 VU v 7
LET,

ATV T4 MBREEEANTILET,

£ 16:[FOX2H—E R (Proxy Services) ]2 7D Web b5 v ¥ T BREMH

TIFay BLl

77 x v b ORREREM:

RF[FIEEPH (Time LAR— MR ORMEHZBINLE T, X2 VT A BHT 7547 2 AT
Range) TX ARFBEHIC OV T, LARA— N ORI OBIN 4 2—) 2B LT
<TZEV,
=W/ T T4 T | b= MCEREINDIEIE2—T 4, £RITEGSRO 7 FA4 T NPT FL A
IPv4E 72 1ZIPv6 PEETANLET, IP#iPHE 172.16.0.0/16 D X 572 CIDR R TA T 52 &
HTEET,
D7 4=V REZEIZLTELS L, TR TO2—VFICHTLIMBREREPREINE
KR

. LR—r&EFTZ—+
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Web TO¥S H4—ERIC&oTREEN: F5Hs v avoik |

A7vay SRBA
Web -1 b B Web A FEEETANILET, ZO7 40— REZEIZLTEL &,
(Website) FTRTD Web A MIEETAIMBEENPEINET,

N A= IV
A 7 (Transaction
Type)

BIRO VT oW T arDF A TE[TRTO NI 7o ay (Al
Transactions) ], [5& T (Completed) ]. [7 7 > 7 S#17- (Blocked) ], [E=%4xf
4 (Monitored) ], F721E [5x4 (Warned) ] 7 HIiERL E7,

i L IR R R SR

URL 7 =2 URLZ 7T TV TT74NZ ) 7T 520, [URLEIT I VIZEDH T 4% (Filter
by URL Category) %R L, 7 4 VX U TG L350 AN NETZITERFH
URL 77 TV OEIFELTEZAN LET, BRSNTZV ARSI T T Z@INL
e 8
Ky 7HZoy VA NMIEREND T D UAIZEHRRLS . BT TV AT
LD T oY a PN TRTEENET,

~ T =T DR FEDYNT =T DB TT A NE ) TFTHITIE, [PV =T EBIZELD T ¢

)% (Filterby Malware Threat) |Z# 3R L, 74 VXV TIEAT L~ LD =T
DEEALEANTTLET,

NG =T ATV TT4NZ Y TTHIE, [T T7IVICEDT
/v %4 (Filterby Malware Category) |Z&#IRL, 74 V& U o TIEHT 5~ T =
TATAVERRLET, AIUOWTE, v 0 =T OH T I V20T (61
N=) ZZRLTIEIN,

TV —va v

TV r—a T 4 VAT HIZIE, [T 7Y r—3 a3 (Application) ]%
BIRL, 74 VAT 5T 7Y r—va U EBIRL £,

TV —=va AT TT 4 NEUHT LI, [TV r—va v a4
(ApplicationType) [Z#INL, 7 4 VX WET BT U r—3a o F A 7 %51
LET,

WBRS

[WBRS] 7 g Tik, Web X—AD VLV EaTF—ralr Aa7ilibd7 4 H
Vo7l HFEDOWeb LE 2T —2 a3 OBBICE AT 4 AZ Y v TNA[RET
R

*Web L B a7 —3a Aa7 T 4NZ ) 73512k, [AaT7#ilH (Score
Range) |Z#INL, 74 &) IS 2 BIRME & FIRMEZEIRL £77,
HHNNE, [AaT 7L (NoScore) | ZEIRTH L, AT 23720 Web A
NeZ4NB) T TEET,

eWeb L B 2T —2a OB TTANE) 7T 510, [V 2T —Y gy
I X D7 4% (Filter by Reputation Threat) | ZER L, 74 A Z ) J
T2 Web LE 2T —a v OBBEANLET,

WBRS 2 =17 DAL,
W,

[TronPort AsyncOS for Web User Guide] #Z M L C< 72

LR—r&EFTZ—+ .
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B websoxs y—ericsotmEShE FSUFL L3 v OBRE

TF7oay

Bl

s T =Y

FEDER AT AV TT7 4 VZET 5121%, (&8 7 =Y (Threat Category) |
vy varERIEL, BBERERT Y 2B ET,

FERFTRER T RCOFRA 7T IV ZIRT D121, [T TN (Select All) ] %
70 w7 LET,

YouTube 77 = U

¥¥iE D YouTube 717 F U T7 4 /L ZUELF 51Z1E, [YouTube 77 =Y (YouTube
Category) | &7 v a &R L, K75 YouTube 7 = U IR L £,

FEMFREZR 9T D YouTube 77 7 AV 238N 5 121F, [T TEIN (SelectAll) ]
IV LET, TIT4TRATIVERT VT 4777 T VRHNTT 4V
AR5 Z L TEET,

RY — RY =T N—TTT7 4 VHWET H121%, [RY > — (Policy) |Z&IRL, 7«
NAMBRT DR =T N —T NI LET,
Z DAY ¥ —73 Secure Web Appliance THSHATHDH Z L ZfER L TSV,
AnyConnect EX =27 |UE— T V7 ERAELIFTR—INT 7 EATT A VAUET 5L, [2—F—D
EEYT 4 AT (User Location) | &R L, 778 RAX A THZERLET, §XCOT 7%
(AnyConnect Secure | A # A T &GO DHITIE, [7 4 /VF 28T T 5 (Disable Filter) ] 2R L E
Mobility)

(IHV U —ATIX, ZOA 7T a > iEMobile User Security & FEEILTWVE L7z, )

Advanced Malware
Protection

Tr7AN L EaT—varyP—ERATHINEINZT 7 A N_X—RADE &7 4V
HAERF B2, [7 7 A V4 (Filename) ARy 7 A7 7 ANVZEADLET,

SHA-256 Ny ¥ 2 2 LT 7 A V& 7 4 L Z T 51215, SHA-256 /N> > =
iE% [7 7 A /v SHA-256 (File SHA-256) ] R v 7 A AL ET,

T 7 ANVHEILESNTT 7 A NE T 4 VZUBT 5I21E, [ExF 2T = RARA
¥ b7 7 ANHE (AMP File Verdict) | Z@IR L, HEX A 7 2RI EF, L
HAREZ2 7 7 A NWHEHX A 71X, [Z7 UV —r (Clean) ]. [BEEDH 5 (Malicious) ].
["B] (Unknown) ]. [A%F ¥ > AF (UnScannable) ], LKLY A7 (Lowrisk) ]
T,

HEXA T O EEDOHD Malicious) 121X, KO3 SOHTHT IV NHD £
7

e[vv 7 =7 (Malware) |: [# A% LfEH (Custom Detection) |0 [ A F A
L & UME (Custom Threshold) | UUANAOERIZEY Ty 7 N7 7 A1,

o [# A% L (Custom Detection) ] : AMP for Endpoints = > Y — /L) 5525
Lie7my 7 ) A MIBEERSILTWD 7 7 A /L SHA DEIE,

o [ AH L &EVVME (Custom Threshold) ]: AMP DOF%E I L& U MERRE AR
RT7uay 7 3nlz77A1,

. LR—r&EFTZ—+
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rvz7onFIvizont ]

TF7oay

Bl

AN

=PI Lo THEBICHB SN N T oo a T2 ) 7T 5121,
[Web -—HNER LI F T s a2 k57 444 (Filter by Web
User-Requested Transactions) | Zi&R L £,

EZOTANFEREDNCT S L. BREERICIT TR EOHEH )
VN EENET,

A /A

RILDTTDRATINIZDONT
Secure Web Appliance (X, RO X A T O~V =T 270 v 7 TEET,

TLITTDEAT

B

T RUT

TRy =TI, B E Ca— AR ICFEET S T RTD Y T
N 2T ETARE T 7 ANVBIORNT T/ U NEENET, 7T RU=
T T Y r— 3 yOPIZIE, Blx O et R EEIRHCET L THN
EESHXSETC, BREZAFILTE2HO08HY 9, BRAOH|ZIL,
TV UBEBENATTRICHONETEINDILIICTHLONRHY F
T, /2. ZhoDFual T AL oTExa2 ) TAREVDLEESN
T, a—FRTSIOPRBEA T g, A7 My 7 BIOFDOM
DY AT LAREEELTERIRDLIGELHD 7,

7T W A~ JL—
WA/

T A~NNR—=FT V27 MM, IREORRRL—TREDTE - L
DICEHET A S EIERBELZITTEIBENRHET T 0Y F5 7
/r :/VC\\?—O

PEHY AT A =X

PRV AT A E=X1T, EYRTFERIZESTERDO T A B A TG
TED, VAT A =X O EBAT-Y 7 b =7 TT,

e e

HAXYTIL., TETLHLIWEIROHA TDA X —Fy N T VA%
FHLT, 22—V ORETHENRAM LI, RHEEEEZEEIO DD
BEERE IV A M=V 28T 570 7T A TT,

—REY IR AN T =
7

AZNRA T 2T T2 Ba—ZRIA VANV ENDEA TDOZILT -
TTC, 2—WFICHLND T LR ZOFEMEBERZINELET,

NA VX T

NA Ty D=, 22— OREETHN A2 LIZ2—Y % Web W
A MIFELEZY 0T LEFTLEY TEDLLIIC, VAT L
EEEELEY, a—FOI AT AIREREEZMZT-0 LET,

FofDO=IT =T

ZOHTIVIE, ERBEHLOEDODTIVICHY TUIE SRV T =
T EEED LWEMEICHH S E T,

TONT LAY
ta—URT 407

ZORTAVIE, MOT F AT 2T P LIRS, Adaptive
Scanning IZ X > TR SN~V T =T 2R L TCWET,

LR—r&EFTZ—+ .
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B o rarsovr Eos—ckoTmBESRE S LYY L a v ORE

IILITT7DEAT

B

7 4 w37 URL

74w URLIZ, 79 UHDT LA R—ZFRENET, B
AL TUE, EUR RAAL EBM LT RAAL UADMESNET,
VB B e N A V=S by ) N/ A 5 X 1 0 o AN LW R
AL TREAT — & 0 0 EORGEHEHRZ AT, 474 1D
WEEO—F T,

PUA

LBEILLBEWT TV r— a0 Z &, PUAIL, BE CIIR WA E
LW ERBRENDET T r— 3 CTT,

VAT N E=H

VAT A FTZZIIE, ROWTINNOT Vv a rEFTTHY T R
]73:7%5‘@&“&?0

PNIRE D FTRITENT, VAT AT AR — T g Ak
95,

IHHOREHEEH TCHREL THERTE LT D,

kA DFTa—
p

raA DX =L, £ A=V EIZUE—FKRAMNFA T
TI7BALT, VE—FHRRAIDRL =7 70 VA FaA
VAR TEH IR DARETT, INLDA A MU, BEIX
a—WFIZR N D Z ElfTbhEd, £/, haA DXy a—
IV E— M FRANEREFTA "B E T — N 2SI 50
T, A VA=A T LIS a— RBBRRDGE5ERHY 7,

ke A DOARE

FaA DOREIZ, BERT TV r—a U EESHERT 0SS AT
T, UANALITRE ALY, bofoKRBIFACERL EEA,

raADT 4y

FaA DT 4 yvld, gL ar v a—Z I A THRIED Web

NR=URT T BAINDDOEREO)D, FRFER L~ 2 A%y
YLTEITYA b, A= v ar P A b, BDINEA VT A KLY
A4 MCBRT D2 —HFH LR T—REELET,

7 AV A

TANAE, =RV g Ea—Z i ln— &, 2—
POBRBICK L TEITENEZ 0 /T AE - IXa— RTT,

J—AlZ, avta—& xy hU—7 FTHCZER L, @EFI3EE
BT varvEFEITTAEZIa ST AERIFIT AT XATY,

LANYEFS T4 v EZA—ZE>TREBINE-FSUFIL 3 0DRE

[Web kT v % 7 ki

(Web Tracking Search) | X—Y D [LA Y4 +T 7 4 v 7 E=4— (Layer

4 Traffic Monitor) | % 71Zi&, =V 7 =7 HA M LR — M ~OEICEET A REME R £
RENFET, vAT =T A F~OHEHIL, ROZA TDOHBFRIZE > THRETEET,

o IR ] R DR

s NI U T R LYY D IP T R 2 (IPv4 £ 7213 IPv6)

. LR—r&EFTZ—+
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SOCKS 7RF VickoTEE LD LS5 9o v avorEk |

o BEREE Web A RO RAA U EZITIP T RLA (IPv4 7213 IPv6)
« "— K (Port)
AN O 3 B2 — ZITEEMT B2 P T R LR
«BHF AT
O LW A MZHDEA N, £RIE T W7 > a 2B L= Secure Web Appliance %

FoRT HIIE, [EELIPT KL A (Destination IP Address) ] 5R.H Lo [REflZFE < (Display
Details) | V> 27 %27 Vw7 LET,

Z DIEROFEMZEH B OWTIE, [LA V4T 7 ¢ v 7 E=4 (Layer4 Traffic Monitor) ]
N—Y (2N —=V) EZRLTIESN,

SOCKS 70X LTk > TUEEINS STV a3 DRE

Tyl ERIFETLEN Y2 vay, T I a v B RMLTE I IA T vy
DIPT RLA, BEUOSEHERAL L, IPT FLA, FHER— Y, SESFhEMEI—
BHTAH TP a s BRRTEET, WAZLURLAT IV, —BRY v—, BI=—
Yor—rvary (m—ANELFVE—DN) ICLY, REITA4NF I ITTHILELTEE
9, IPv4 BELNIPv6 7 KL ANHR—FEnFE T,

FIE

ATV T [FSvFF (Tracking) ]>[SOCKSFAOF (SOCKSProxy) ] Zi&IR L £,

RTF9T2 BBATarbT g NH )T F Ty a et _TCHERT LI, FEMRE (Advanced) 1227V v 7
LET,

ATV T3 BMBREMHEEATILET,

ATw T4 [#8F (Search) | %27V v 27 LET,

RDIRY
BEEEE
[SOCKS 7'& %3 (SOCKS Proxy) ]-3—3 (45 3—)

Web FS VX2 DRERBRDER

A7 Web b T v & 2 THRFERE R O F IR, on page 74

*Web 7 v 3 VR RIZ DUV T, on page 74

*Web N7 v XU TRRBEFMEDO N T V7 v a v OFERIOZE R, on page 74
*Web hT7 v X T BT v 7T L— RIZDW\ T, on page 75

I LR—r&EFTZ—+ .
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B saswe r5ox rpRERoRT

Hl7E Web 5 v XU T RREBRDRT

Procedure

AT Tl BENTEROR—UETRTHRLTLIE S0,

RATY T2 BHEFRINTOHHELY L Z L O RE{HEN—VIZFRT HITE, [FRENTZHE (tems Displayed) ]
Ama—nbA T a rERINLET,

AT9T3 FH—HKTD TV vard, [FRENZEE (ItemsDisplayed) | A == — TR TEX DK N7
VW a0 WAL, [FIRIAREZ/R # v > m— K (Printable Download) 1V > 27 %27 VU > 7 L,
—HTHTRCDO LTI v a i G CSV 7 7y ANERST D L, BRREREMRTEET,

TOCSV 77 AT, B N T Uy v g VOEMAERRL . raw T—X —ANEENFE T,

Web 3 v XU IRERHRIZONT
T 74 T FERIZAA D AZ T TY — NS, BEHOREN R EEIcFR R ISNET,
RRERRERICF RSN D IER
«URL 7 7 & A2 Shi-#Zl,

e — RENTA A=V FATIHI JavaScript, 77 BASINTct & U A M|
=PRI LI N T v a Ko TRAELEEE N7 o7 v a ok, BE R
T oW T g roIE. FIRME L O [T TOREMZ &K R(Display All Details)] U 7 OF
DEATIZFRRSNET,

ML (RT V7 v arofER, 34 T5E. b v arnT ey s EirE=
HEINT-HBE, HAWVITEENRRITINZEAREREINET)

Web FS VXU TRFBRDO LS UH 0L a VOFHOERTR

B#Y 1REFIE

U A2 NNOREME URL D527 | 87> % 7 v a U EMBE LA A K Secure Web Appliance %

URL AELTC, EOTTIATUVADT 7 A0 7 ZHER L%
R

BaxdD T W7 a s OFH | [WebW A b (Website) J#IOURLZ27 Vv LET,

TRTONT YT a O | [Webt A & (Website) ] FIFLHE L D [T TOREM %R
g 7K...(Display All Details..)] V> 7 %27V v 7 LET,

. LR—r&EFTZ—+
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Web 5 vxo s B&U7vTIL—KIzo0T [

B&# BEFIE

500 FE COBE RZ oW B N T 7 Vg oI, REBEFHERY A MoSIRE LIC

varoy Ak B D [aEiE o~ (Display Details) 1V > 27 O FDH v aNy
IR ENET,

NZ oW va o [FEM (Details) | B =—C [B8# k7 >
W2 L a3 (Related Transactions) |V > 27 %27 V7 LE
TO

Web rS v X2 TBKU7y T L—FIZTDNT

LW Web b7 vF o ZHRRBIZ, 7y 77 L— RANCETSINIZ N T o7 va 2idiE A
TERWEERHY T, ZhE, INoD T HF 7 T a il onTE, MET — X DEREE
ENTWRWEARHDHTZHTT, Web hT7 vF o7 T—2BIOT v 77 L— RIZBH#ES
HHEIBIZHONWTIE, ZTHEHADOV Y —ZADV Y —R ) — 2B LTI,

HLLWWeb A VA2 —T A RATDOWeb LIR—FDRTDa—1) 5
ET—hA47
ZoOkrva rORFIFRO LB TT,
cHLWVWWeb A > H—T 2 A ATHOWeb L R— DA a—1 7 (753—=)

cHILWWeb £ v Z—T 2 A ZATDWeb LIR—FDT —H A7 (77 2—2)

FLLIWeb 1 2 —T A RXRTDHOWeb LR— DR Ta—1) 5
Zokrva rORFEIFRO LB TT,
s H LWV Web A > H—T = A ATDAYT Y a—/LiFH Web LAR— DB (76 ~<—)
cHTLWWeb A > Z—T 2 A ATDAY Y 2— /LI Web LAR— FDOfftE (76 ~—2)
cH LW Web A VX —T = Af ATDAYT Y 22—V Web LiR— FDOHIER (77 2—)
AL, EN, 723 MM CETSND LI LH— bR P a— A BETH 2 LT
EET, AT Va—ARESHIVAR— NI, BTH, ®E7 B, BT, BEOH (FK 250

H) . @BEOH K23 H) OF—F52EDBLHCHRETEET, £/-, FHELZI#
Q2~100H) FHIIEEL-AK Q~129H) OF—F52&GH52 b TEET,

ViR — FOSETRRNIC 0 53, EaioOREMFEERE GEBE 1R, 1B, 1R, £ 1
H) OF—20HnEgEnEd, & 21X, BIRVAR— FEFRI FRCETT DL A7
o= EZRE LRSS, LAR— MJZETH® 00:00 725 23:59 S TOTF— A NEENFET,

VEELE (BrbEl) OUVAR—- I ZEEZERTEET, BEFA—AXEEEREL
QD%QT% LAR—=MET = I AT ENET, VAR—FEZEDOT N L RATRET 5 0ENR
o5 E. MHNCZEEERET DLV A=V 7 URAMEENRT H1E9 DESTT,

I LR—r&EFTZ—+ .
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B osiuwes 5T 2TORT T 2 —LFH Web LKi— hdEM

HFLLWWeb A V2 —T 1A ATHORT 21— )LFH Webh LR— ~DESN

FIE

ATv 1 [EF=%—VU 7 (Monitoring) ]>[A Y a—/L& T —HA7 (Schedule & Archive) ] ZR L 7,
ART9 T2 [ATPa—NERT —HA 7#H (Scheduled / Archived) ] # 7T, [+]RZ &7V v 7 LET,
ATYF3 [LAR—=FZAT ReportType) | KO v T X T A =a—nb LR— M A TERBIRLET,
ATy T4 [LAR—=KIZA Fv (ReportTitle) | 7 4 —/L NIZ, LER—FDHXA MAEASHLET,

R CARIOEIDOVAR— N E2ERT DI 2T 5720, DT WHA M EFEHTHZ L aHE
i’if‘l/i‘j—o

ATw 75 [EDHREEFIPH (Time Range to Include) | K2 7 X 7 A= —0 6 LR — b ORFEHFEFH 2 &R L F
TO
RATvT6  AEREINDHLAR— hOBLERIRLET,

7 7 4 /v MERXIL PDF T,
RATv 71 [EIEATT 32> (Delivery Option) | &7 v a b, IROAT v aOWnTFnzE@&RLET,

OFTarE@RIRTLHE, UAR— B [T —HIA4 7 LAR—1 (Archived Reports) | ~— VIR I
EraN

GE)
[KAAL O EY T 7%~V — (Domain-Based Executive Summary) ] LR — MIT — A 7 TZX
FHA,

s LIR—b"ET—IA4T7FT 220, [7T—HA 7 DH (Only Archive) | ZEEIR L 7,

s LIR—hET—HA T LTA—NEET DI, [7T—HA TBLOZEHITA—/ViEE (Archive
and Email to Recipients) | %27 U v 27 L7,

e LAR— MEEFA— /L THEET DT, [ZEEFE~DEF A —/LDFH (Only Email to Recipients) ] &
7y 7 LET,

[EFA—/ID (EmailIDs) ] 74 —/V T, ZEHEDOEFA—NVT FLAZATLET,

ATv T8 [AF7 Y =—)b (Schedule) |FHIKT, VAR— b DAV a—LERETHH, B, THITAORICH LA
TFa v R U ERIRLET,

RATvF9  [LAR— 1558 (Reportlanguage) | K v 7 X7 U R MM, LR— NEEKRTHUERD D SiEL %=
RLUET,
ATY 710 [Submit) Z27 U 7 LET,

HLLWWebf 2 —T x4 ATDRT Y a—)LiFdH Web LR— FDIRE

TFIGAT L ADHF LV Web f v X —T = A ATLR— FRET DI, [F=F—V) 7
(Monitoring) [>[A %7V 2 —/v &7 —H A7 (Schedule & Archive) ] X—T &R L ET,

. LR—r&EFTZ—+
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HLL\Web {282 —7 T4 RTORY ¥ 1—LiEH Web Lii— kol [

KTDVR—FDVLR—=F A FVICHIET DV 7 %227 v 7 LES, RELZEEL TR
5, [k (Bdit) 1227V v 7 LTR—VTEEZHEELET,

FLLWWeb A B2 —T 24 ATDRY7 P 1—)LiFEH Web LR— ~DHIBR

TTIGAT L ADHF LV Web { 4 —T7 = A ATLR—FEHIBRT DL, [F=F—1 7
(Monitoring) ]>[A 7 ¥ = —WER/T —H A 7 #H (Scheduled/Archived) ] ~X— %8N L
9, HIBRT 2L AR — MIRHET 2T 2w IRy 7 A% AN LT, IIFTA a0y
7 LET,

ATV 2= VEHBDTXTOLVR= b ZHlIRT5I121E, VAR—= A MVORICHDF = v 7
RNy 7 A%F AZLET, HIRESNTZVHR— FOT —I A TIRITHIBRS IV EE A,

FLL Web 1 2 —T A XTHOWeb LIR—+DT7—hA7T

e FHLWWeb AL H—Tx2AR) FrTF<r RTOWeb LFE— DA (77 2—3)

cHLWWeb A VX —T = A ATDT —HA T I Web LIR— FDFEREEH (78 2—
D)

FHLWWeb A 22 —T A R) FFI2 FTOH Web LR— FDER

ATy T

ATvT2

ATvT3

ATy T4

ATvTH

ATvT6

ATy 17

AT a—VERETEHLVR-MDOIFEALE, AT~ NTOEKLARETY,
VIRN— R &AL T~ FCART I, ROFIEZFITLET

FIE

Secure Web Appliance T, [E=%4 U 7 (Monitoring) ]>[A%7 ¥ 2 —/L &7 —H A7 (Schedule & Archive) ]
EIRL 7,

[T —HhA T DFER (View Archived) | ¥ 7T, [+]R¥ %7V v 7 LET,

[LAR—=FZ AT (ReportType) €272 3T, Ruy 7 XU YR MPLLUR— M A TE2EIRLET,
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