2y NID)—0 xXal)Tq

ZOETHHATL2HNEZT, ROEBY T,
X2 VT4 P—ERADOHRE (1 3—2)
T FAN VL EaT—ary TANE) T T AN (23 =)
eWeb 7 7V r—a DT 7B ADER (52 X—)
« BT — 2 OIRRPIE (64 ~—2)
e Ly Ra—WF—~DF Xy 77 a O (79 —)
« FEEYER— N TORIENT 7 4 v 7 OH (118 ~X—)

tXal) T4 Y—EXDHETE
ZOETHHATOHNAEIL, ROLBY TT,
et X2 VT 4 P RADOREOME 2—)
eWeb LE 2T —ay 74 LZOME (22—)
XN =T RIRAF v o OBE (5 =)
WG Z ¥ L NZONT (8 —Y)
e TRIEL LY 2T — gy T4 NAZOHEME (9 ~—)
ARV U—ICBTF LN T 2 THRBI NV E 2T —va VORE (11 2—)
« AMP for Endpoints 2> Y — /)L &L T 774 TV ADHKE (17 X—)
o T—HNR—A T =T IVOMRFE (20 =)

eWeb L V2T —ay Z4NF VT T I7T7 40T 4 BLIODVS A%y oaX
(20 =—7)

cXx LS (21 )

XN 2T DT IAVITHONT (21 =)
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tXal)T14 Y—EXDEE

EDHE

FybT—4 £xaUT4 |

Secure Web AppliancelZ, X = U7 4 2R —3V FEFH LTI EIER~v LT =T OF
WDy R a—HPE2R#ELET, FNV—T R —TLIZ~w T TR E Web L E =
T—a VEREMEEHRETETET, 7T7EA R —%2FRET DL, AsyncOS for Web |L7
0y F5ar7T UV ERHETLHEEI, AT T RHRAF Y L Web LE 2T —va v
Aa7 OMAGLEEHEHATHZ L E2RRTEH LR £,

TN 2T N Ra—W—2RHETDHINE, TTIA TV RTINS DOEEE A x—T L
LT, R =Ly =T 5w e Web L B 2T —3 g VOREEERELET,

scanning)

*Foar A oy
YNNG 2T RERAF ¥ | T T T7AT  ATHE ST |~V 7 = TR A F v o O,
> (Anti-malware D=7 = TR AF ¥ =3 |onpage 5

VEMHLT, vy =T OB
x7uavy 7 LET,

Web L BT —3 3
7 4% (Web
Reputation Filters)

Web H— S—DEEE /54T L.
URL {Z URL R—ZAD=)L 7 =T
WEENTNDENE I MEHEL
£,

WeblL B2 F7— 3 744D
HEZL | on page 2

Advanced Malware
Protection

T AN LT —3 g &I
L., 77 ANV E ST 52
LiZEkoT, ¥yrme—FK774
TN BB OIREL T,

Tr7AN LT —va T 4

Y777 ANGHT O,
on page 23

ESPEREY=]

N T TRRELVE 2T —V a3 T X DAL, on page 9

o WA X 2DV T, on page 8

Web LE2AT—S3Y J0ILZDOBE

Web L E 2T —vay 740 E, Web X—AD L EaT7— 3 A7 (WBRS) % URL
WZEID ST, URLRX—ADV/NAVT =7 BNEEN TS AREMEZ HIM L £ 9, Secure Web Appliance
X, Web L E 27— ay 2aT7#HL T, RARICYAV Y = T HEZFFEL THEET,
Web L V27— a3y T4 uFX T78A, HE, BEXWCiscoT —% EX=2 U7 D%
RNY—THHTEET,

Web LE2T—23>Xa7

Web L EaT7—Yay Z7ANETIE, 7—F&HHALTA ¥ —F v b FAAL U OEHEEN
FHEE., URL DLV E 2T —2 g AR TR 6NET, Web LB 2T —2 9V DFE
TIE, URLZF v hU—7 RT A—F|ZEEAIT T, A7 = 7 BNEET D A REMEDVHIE X
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Web LE27—> 3> 702080 L< a0 T [

NEV, VT 2T RNFEET DATREMEDOBF A, -10 ~+10 D Web L 2T —v g 2a7
vy BV EnNET 10 B~y =7 2 EiealREMEN R BV |
NI A=HIZFE, e ZFUTOLORHY £7°,

« URL 53T — %

« Xy va— Ra[fEle o — ROF(E

c BSARB AT Raa—H T4 v 28E (EULA) DIFTE

e 7 — LR Y 22— LR 2a— LOEHE

« Xy bU—7 F—F—IFH

« URL O )&

« URL D% R ft]

e 7y U A NIFE

« FFATY R MCAHE

c NZDHDH FAAL L DURLZA T I A

s FALLDLY R L TIEHR

«IP 7 R L A1

)

Note + 2ok =o—W—H RZATL—X II7AT2 NPT RLRAREOHBIEHREZIEL %
A,

Web LEa2T—232 J4IL2DEEDL K AHIZDUNT

Web LB 27— 3 Aa 7 |XURL BRIZH L THEITEINDT 7 ¥ a CBEHEMT O E

T, HERV— I N—TZREL T, BEOWeb L V2T — gy Rarilrsva %3
WAL Z N TEET, HHARERT 72 3 vid. URLERIZED LY THNTNWARY v —
TN—TDEAFIZ Lo TR E9,

Rys—447 1B*E

79t RX R — (AccessPolicies) Tay s AX ., EITEFAINLERTE
£7

E5R1) > — (Decryption Policies) Fva w7 EE, 3SR 2= ERINT
%i‘g—o

DAROAT=E EXaUT 4 R)P— (Cisco| 7 u v/ FHITE=F—NEIRIRTXF5,

Data Security Policies)

TOEAKR)—DOWeb LE2LT—S 3V

TIEARY —IZWeb LE 27—V a rEHFETLHHEIX. FEITHRET D7, AsyncOS
for Web TSI AR v AR L Tl A4 7> a VEABRIRTLZENTEET, FEflx
XX UBA X —TINOEHIT. BT 7 EA RIS —TWeb L EaT—ar 7420
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FybT—4 £xaUT4 |

EAX—TINEFEFTT =TI TEETR, Web L B aTd—v g AaT7 imETEE

A,
A7 7Y £ ER 151
vav
10~-60 |7Hmy |REARYA L, FTRiZTZT oy 27| « URL BRa—HF—DFa[ 72 LICHE
7 Sh, LBO~1T 27 Ax v WEFUrm— R,
(Block) | U XFEfTSNEH AL CURL R = — A& L5
sURL AR DH D KAA DR
AT,
59~59 | AX v |HBIAREERY A b, SHIZwA| <EIP T RLAZEL, o
NZ Tz T AX Y L EITHZDIT, o— RA[RE/R 2 VT Y A Sty
(Scan) |DVST U P NCERMNES N E TR 4172 URL,
+, DVS =g, Bk eWeb L 2T — g Za 7 i
Y NS EDA LT Y e A FIADF Y T — F—F—
Xy LET, DIPT RLZ,
6.0 ~10.0 |FFw] EF7eYA b, BRIFFAISI| «URLICH T a— RAfgER =y
Alow) |7, w7 =T X%y 34 T UV INEFEN TR,
RO FH A, s BEHARE B TE D AHUE K A
1,
« EEOFFA Y A MR I T
LHRAA L,
o« FEAHAMEVY URL ~D V> 7 H373
AR

FIFNLBFTIE, +TOWeb L E 2T —3 g0 2a73E 0 4 THR TS HTTP EskD URL
TR &, E6RDAX Y U EMESH D AL, LL, B3R EDEWAa T O HTTP &
KT, VU 2T E2AFX v 75 CiscoDVS T VI HBIMICEIEEESNET, LE 2T —
va URIEFITIERWV HTTP 23k URL 17 1 v 7 SvET,

ESPEREY=]

o @S A ¥ ¢ 2D T, on page 8

#H#ER)S—DOWeb LELT—S 3

a7 7oL ar |iRBA
-10 ~ -9.0 = RIEZRY A b, FRIE, = Ra—HF—~D@BHR LT
(Drop) Fa vy 7E&NnET, ZOREOHERTITEELILETT,
-89~59 He HIBIARREZ2 YA b, BERITFFAISNE TR, B E S
(Decrypt) |&H., 77 HBARY —RNESENTZ T 7 4 v 720
Hanxd,
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Cisco F— % ¥ UF 1 KUL—DWeb LE27—>a> [

a7 7o ar A

6.0 ~ 10.0 INAAN— | EERYA b, BRI, MESCESZ2LTEINET,
(Pass
through)

CiscoT—4% tXa)T 4 ERKYL—DWebLEAT— 3>

237 F7Har |#H

210 ~ -6.0 A= RERYA b, "oV rvaidvaey s s, Lk
(Block) DAF v ATFATINET A,

-5.9~10.0 oK — KNS vHFr i aiIWeb Ll BEaF—3 g li3WTT
(Monitor) Oy XY, BlEfixarT oy (ZyANVEATE
A X)) OBRENMTONET,

Note
AT PRV A MIE=F—ZNET,

TILDITTRHERFT Y U DHE

Secure Web Appliance D~ /L7 = 7 5 HRHEREIL, CiscoDVS™ = P &~ 0 = TR A ¥ ¢
Y VU R LT, Web R—ADV LY = 7 OBE AL LET, DVS =2 U,
Webroot™, McAfee, Sophos ¥/L 7 =7 XRAF ¥ TP LidifE L 97,
AXY L VTN T a v ERAEL T, DS U P UICET AT =T AFXx
DHEZITVET, DVSTU VU, v v =7 A% v U OHEICESNT, ERkert=4—
TENT Oy T HNERELET, TTIAT VADT U FINANT =T A R—R Ml
AT 21213, VU THREAR Yy V2L X —T /ML T, 77— LREMEEHE L TH
O, BEORY —ICREORELHHT HLENH Y £,
FEIE B

N TREEVE 2T~ 3 T 4 X DAL, on page 9

o W R X ¢ 2 12DUNC, on page 8

* McAfee A %+ >, on page 7

4

DVS T VDEMED L K AIZDUNT

DVST oV UlE, Web L B aT—2 gy JANEINLEESNIZURLO v T v a iz
KL TN T 2T RHRAF Yy EFETLET, Weblb B aT7—3 3> 7 40X X, FEEDURL
W~V T 2T RNEENTODLAEEMNZFFE L, URLAa 7 2E 04 TES, Zoxa7iE, b
T vaviETay s AXy ERITFTLT 7V a JICEEMT LTV ET,

FOYUTHNTEWeb LE 2T —Yay Aa7 N 7o roa a2 2%y r+52 &R0
TWABHEA, DVISZ U U UIIURLER E Y —R—5&Da T oY aZELEd, DVST v
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B s~y 7uzosm

VUFAF =V (Webroot 38 LT (£721F) Sophos, F 721X McAfee) &L T,
YN 2T AX Yy OHEEZRLET, DVSTZ U VU, T =T A%y UOHEB L
TIRARY) —OREFRELEH LT, 7747 bDarrroyE7may 74 500E
TONEHELET,

BHOTILY T7HEDERA

DVS =2V Uid, 1 DO URLIZKH L TEED~L Y =T HEEZ TT I ENRHV ET, 13—
TN AF Y TP D—FERIEmM AN OEBEOHENEENLIEELH Y £,

CBGBIRFX YU IUDUICKDIEIFELGHIE, Sophos £72 X McAfee D EHL H—T7 &
Webroot Z [FIRFIZA R—T MZTH L, TNENDAXF Y VU RELA 7T V=7 b
W L TR~V 2 THEEZRTZENRHY T, A F—TNVREHTDOAX ¥ T
DB 1 OO URL IZK L THEEOHEN K I GG. 77747 v A3k blREN
BELWT 72 a w237 LET, X —HOAX Yy rnTvuy s OHER
WL, G DOAF Yy 2P URE=Z—DOREEZIR LIS A, DVS =0 ¥ U3 ICHE
KuE7av s LET,

cRCRFY Y IVOUNLDERLGIHE, 7V MIBEROBENREENL T DY
B 1ODAXRY L D UN I ODF TV =7 MO L TEBOHERZIRTZENH Y
F9, AUAFY > =2 VUM 190 URLIZK L CEEDHTEE R LE-SGE, 7774
T AT bESENEN OB WHIEIC > TCT 7 v a v EEITLET, UFOU R ME, 7
REMER DD~V T 2T A% v o OHE LB E NS O BIRICR L TWET,

« 7 A4 IVA

s hmrAfDF T E—XF

s hrADKE

s hrADT 4 v TY

AV T —

VAT hE=ZHF—

AT A=A —

- HA YT

« T—A

T IO NN =FT =T b

« 7 4 v URL

T N7

cWfb7 7 AL

o A% ¥ UAH]

« ZDMDO~NT =T

Webroot X v >

Webroot A% v o TV UNEA T V2l FEREL T T 2T A%y U OHELXITV., HIE
ZDVS TV NC#EELET, Webroot AF v = PUid, UL 7V 27 FaffL
i‘j‘o
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meatee 2%+~ [l

« URL ZE3K, Webroot /& URL ZRAFHI L T, URLIZF/L T =7 DREWVDRHLNE D gk
HEILET, ZOURLMNLDISEIZY VT =7 BNEEITWDRREM:N & 5 & Webroot
DU LT E, T T IAT VAR, T 74T AMAOREITGE LT, BERkEE=
Z—F7- 1370y 7 UET, Webroot IZ L - CERNEN ThIIMEINTHE. 777
AT AT URL G L, V= "—DJ5& a2 Ax v LET,

cH—N—E&, TTTAT U ANURLEHGT 5 &, WebrootiZH— \—S&D a7
YEAX ¥ L, Webroot v/ =F ¥ T—HX—RALWBELET,

McAfee X &+ >

McAfee A% ¥ > =P, HTTP IREND Web h— " b Xy vn— REn=47 =
MEBELET, 77027 FOBREER, VU7 AFXF Y U OHEEZDVST VUL,
DVS T VU NEREE =X TEHENT Oy I T EMNERETCEL LI ICLET,

McAfee Ax ¥ > T VLT HEEZFEHA LT, v v v =T A%y OHEEITWVET,
c T ANVAR VT =F ¥ RE—DRE
et a—URT 4 v I

DAINR VT ZF v NEI—2DBE

McAfee (X, ZDT —FX—=ANDOU 4 VAEREAF ¥ TV AEH L, FFEDT 4L
ARLKFED T 4 N AT EOBHEMNCEE LS 2WY 7 by =T 2R LET, 774 LD
TANA T =T v 2B LET, McAfee & A R —T/Z LT2HE . McAfee A¥ v T
VALIZOHEEFRH LT, YR EDa T Y EAF v U LET,

Ea—URXT4 v 5

ta—URT ¢ v 7 050HE, FFEDOL—/L TR, N — L E2ERALTHLLY 7L
AN 2T ERHTHFETT, ba—URAT 4 v 7 o EEHT 5546, McAfee A X ¥
VIUUUR, ATV 2l bOa— REMRL TR —LEEHL, A7V IRE
DOREE T 4 VAL L T D 2RI L9,

ta—URT 4 v I EERAT 8, BT (DA VR LEHRINER a7 ryY) O
HWENHIL, 7794 TV ADNRT f—~v 2 ANEEE T HAREMEN H D £9, McAfee
EAX—TNMITHEXL, ATV FOAX Y Tl a—URT 4 v 7 oMieA x—T v
WIZToMEIPEBRRTEET,

McAfee 731

McAfee D¥|E TLITTREY VHIEATIY
BEFND 7 1 LA LA

Fa A ORE fe A DORE

Va—2J T7yA) TR =T

FTAN T AN A LA
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. Sophos X ¥ v >

McAfee D ¥I|7E R RAEFY UHEATIY
ZAval = 7 A VA

Sl 4 LA

BWRT ) r—vay B AT L E=H—

HFE LW AT V27 b T RU=T
BFEILLBRWY T U= Ry r—V |\ T Ru=T

5t~ 7 AL St~ 7 AL

Sophos X ¥+ >

Sophos A ¥ o =P, HTTP IREND Web r—N—nhb X oo — RENiA7 V=
J FeBAELET, A7 V=7 FOBRER, AU =T AXY COHELZ DVS =P T
L, DVSZ=Y VU REREE=H —FT 5070y 7 THNPERETEDHLIICLET, McAfee
ToF<enNT 2T VTR 2TBA VA R—LENTWND EEIZ, McAfee AF ¥ =P
TiX7e <, Sophos A¥ ¥ v = VU A R—TWMITHMERHLLGERH Y 77,

BB X3 (2D T

THETT 4 T A%y EREIL, O~V T 2T RAF YooYy (Fvra—KR77 A0
@ Advanced Malware Protection A ¥ ¥ > &2 &{p) (24> T Web ERZWUILTH0ERE L F
ﬁAO

WA v BRI, AX Y PR FITTHENS, A= T ELTHRET DS T
Wroa i (77 7T vA427 Ba—U AT 17 (Outbreak Heuristics) | ~ /L7 = 7 %tk
HFIVEEALET, 77 IAT LV ATYA T2 THERELITOEXIT, 2NHDRT
Yo arvwz7ay T onE)NERIRTEET,

BIGHERAE Y ETORRA R O—

WIS A% VA R—T M LT EAIEL, T7BA R O—ICRETEXDL Web L E 25—
varlwly T REDE E%E@*%#%%E&Di?

BT IVEARAR) L —TIIWeb LT — a9y Z4NEN U TEwAX—TNVEITT 4
T—TNICTEETH, Web L 2T — 3y ZAaTIIRETEER A,

KT IV EAR)—TE~ LU 2T RHRAT Y V2 F—T NI TEETN, FOvL
VT RRAF Yy VA X =T T HNTEIRTE E A, WIS A S v T
Ko T, & Web ERICE#E R YNBSS ET,
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T FREELEaTF—vay o nanat [
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Note S/l 23 v U A R—T MR- TELT, 77/7EARY —ITWeb L E 2T —3 g &
2T 2 T RIEOREOHREHEENEESIN TWVAESIC, WM AF Y2 A4 X —T NIt
B FFEOWeb L 2T —3 3t~ TREOREN FEXSINET,

AR Y —Z & ® Advanced Malware Protection DR E L, WILTLAF ¥ D34 F—T /A E H M
B LFR LTI,

Tz T7REELEAT—232 T4 IL30EMIE

Before you begin

WebL B2 — g 7 40% DVSTU Uy, BEXORAF vy =P (Webroot, McAfee,
Sophos) WA RX—T W >TNDHZ L &R LET, 774V FTiE, VAT LDk |k
Ty TN O NA =T N0 £9,

Procedure

ATY T [BEX=2 VT 4P —ERZ (Security Services) 1> [~/ T =T #EE L E 27— 3 (Anti-Malware and
Reputation) ] Z iR L £ 7,

ATY T2 [V u—rLVREEHRE (Edit Global Settings) 1 %7 U v 7 L%,
ATY T3 MEIEUT, UTFOEBZRELET,

RE Bl

Web L E 27— a3y (WeblbVaT—al Z4NE ) ThAFT—=TNITTEHNE I DETINLE
T4 NEY T (Web |,

Reputation Filtering)

IR A % WIERAR X VoA F—T T DL I PERIRLET, Webl EaT—v 3

(Adaptive Scanning) VI UNEY TN R —TINOEEIIORH, ISRy B A R — T
TEET,

T7AN L EaT— 7740V LEaT—va b —E 2ADOEE LT, onpage 34] 2%

ary I4nF Y7 [BRLTLEEN,
&7 7 AN5HT (File
Reputation Filtering and
File Analysis)
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B <roz7sgeeas—sar sons0mmt

RIE

B

AMP for Endpoints = >/
V=Dt ([FEMlR
7€ (Advanced) 1>[7 7
ANLEaT—arn
FEMIEX E (Advanced
Settings for File
Reputation) ])

BEWDOT 7T A T A% AMP for Endpoints = > Y —/L AT HITIE, [AMP
for Endpoints = > Y — /)L CDT 77 4 7 L AD% Gk (Register the Appliance with
Secure Endpoint AMP for Endpoints console) %7 U v 27 LE3, M2 FIAEIZS
WTIX, AMP for Endpoints =2 Y — /L & 775 A 7 ADKA, on page 1755
LT ES N,

DVS = vy A7V =

7 b A% rOHIR
(DVS Engine Object

Scanning Limits)

Ax ¥ URIBA TV 2T b A ADORKNEZRELET,

BELZ [RAKAT7 V=7 YA X (Maximum Object Size) ] DEIZ, TXTD
TN TR E TANVATEAT ¥ =P B X O Advanced Malware
Protection {REIC L > TAF ¥ & D, EREIGEDY A AKITHEH S E
T ZAUL, TN A TRETHREFRRT — A 7T ORKA XAHIEELE
To T=HAATHREZOWTHLUL, T7BAR) O — ATV =7 FOT
0y T eBRLTIIESN,

Ty u—RERIIF T — ROV A XANZOF A A& 5E, BEXxal
T AR=R ME, EATTORF v o2l L, Web 7 T AF ¢
DHEZERRME L RWARREDR SV £3, REFRRT —IA TR0V A X%
ERIBE [AFrr I THEREA (NotScanned) | ERSNET,

Sophos

Sophos AF¥ ¥ o T VA =T IT HINE D NEFRL ET,

McAfee

McAfee A% ¥ > T P2 A F—TMITEHNEIDEERLET,
McAfee % A X —7VIZT B & &2,
WZTBMEIMPHBIRTEET,
Note

ta—URXT 4y 7 0iideXa 7 s Ri#EEZ R LS ETN, BEESET
TNRT =< APNKTFTHAREERH D £7,

ta—URT 4T A%y AR —T )V

Webroot

Webroot 25 ¥ > TV A R—T T HNE D PEERLET,

Webroot A v T V0 A =TT HEXIC, B A7 LEVWE
(TRT) ZEXETEET, TRTII~NA T = 7 BEET DRERITHR U CTHE 2 E|
DYETET,

MEHOT NIV XALZL>TURLIBAE Y —7 L ADOREREZFI L, ZEY A7
L—7 47 (TRR) ZEIV Y CTEF, ZOfEIX, TRT REICHEIT HLE
4, TRREAY TRT LA LA, URLIZ~A U =T LA S, & 5772508
ESRET,

Note

B A7 LEVEIZO0 L0 HIEWEZZRET S E, URLT7 Ry X7 L—
FABIEZHEEI L, ESRBERB/ESINTLENET, TRTOT 7 1 /L ME
90 ZHEFF9 2 2 LA HELE L £, TRT REDH/IMEIT 51 TI,
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Advanced Malware Protection 5y —EXDF ¥ v aDH )7 .

ATy T8 BFEEXRGFLUCHEELET (X(F (Submit) ] & [EE A ME (Commit Changes) 1) .

What to do next
o WA 2 2D T, on page 8
* McAfee A %+ >, on page 7
Advanced Malware Protection " —E XD X v v a2 Do )7

AMP F v v v af{EHREIX. 7V —r 77 AN BEOHLT 7 AN, RAHRT 7 A I
DNT, 774N b EaT—rva OHEFBREEHEELET,

)

GE) AMPX v vi a3 +—~2 A0 EOFDIFEHEINET, Clear Cache =~ > RaE{FEHT
HE, v v aOFBRATIC IR T =< ANMET T2 REENH D F9°,

FIE

AT T [BEX=2 VT 4 —E R (Security Services) > [~/ TV =T %KL L E 27— 3 (Anti-Malware and
Reputation) ] 2R L £7,

ATY T2 [BEFa2T7 x> KA v ¥ —E A (Advanced Malware Protection Services) |27 a3 > T, [Fv v =il
% (Clear Cache) 1527 U w7 L, EifEZMEE L 9,

(o] ~ — Ve 4 o) — : En‘l_l_l
R O—ICHBITAIILVDITRAES LIV LELT—Y 3 VDERTE
[T =T RRBIRVE 2T —2 37 ¢ /L¥ (Anti-Malware and Reputation Filters) ] 237
TIAT VATA F—=TNDOEEIE, R V= N—T T ESERREMERETEET,
TN 2T AFxx COHEILEDSNT, wAT=T AT IVOEFE=L—FE TRy A
R—T I TEET,

PTFORY v— T N—Fllw LT 2 TR R ECTXE T,

RYS—847 BRRY~D) Y

7 tR K1) — (AccessPalicies) TIEARY —IZBIT ALY = T RBRB LU
a7 —3 3 OFKTE, on page 12

HEIILYIT AFx v RYI— BIELVT 2T AX v R) v —I2X BT v T n—
(Outbound M alware Scanning 1S B sk o 4l £
Policies)

DTFORY— N —FITWeb L BT —3 3V ERETXET,
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B 7rextys— B89 PHESLULELTF—L 3V ORE

RYyo—4a47 BRRO~D Y

7YX R — (AccessPolicies) TI7RARY) =BT =2 TRRB L
Yo7 —3 3 U DFXE, on page 12

E5R") >— (Decryption Policies) WERI S — T NL—FDWeb L B aT—3 g 74
JL & DEXFE, on page 16

VRAAT=E EFXaAVTA RI)I— |[EERV— I —TDWeblL B aF— a2 74
(Cisco Data Security Policies) JL 2 DFXGE, on page 16

T 7 AR —TODH Advanced Malware Protection X E &tk cxFd, 774/ L E=2
T—a v EHTEEEDRYE, on page 29) S L T ZE WY,

TOERR)O—IZBTAIILD I T7RHERLEVLEAT— 3 VDERTE

WIS A v A R—TNVDEE. TV AR V—ICBETXAWeb L 2T — 9
LN 2 THROBREBEB L, BICHAT Y R4 T DA ERRRR 7,

)

Note |RBEICEX =) T AHET TSI T7 U ANREGENTEY . ZOMEELY 71~ U MR CRET
D56, ZON—VOF T ad, BHET LTI v VR TEIGE X 2 U T 4 AT
2o TWBENE I M L TR Y 9, [Web]>[—7 « U7 4 (Utilities) |>[EF =Y
7 4 P —E ALK (Security Services Display) | X— T, EX 2 VT 4 EHT 7SI T AD
RELHRLET,

o WA ¥ 2D T, on page 8
T ITREBELIUVLELT—2av0RE BEERFv oS R—TILDGE)

Procedure

ATYT1 [WebtF=UT 4 ~3—T v (Web Security Manager) |>[7 7 & AR Y I — (Access Policies) ] Z3®R L
5

AT T2 BETDHTIV7EARI =D [T HRRELVE27—3 3 (Anti-Malware and Reputation) |V > 7
#7 Y7 LET,

ATV T3 [Webl BaT—va b~y T HROFXE (Web Reputation and Anti-Malware Settings) 1227 > 2 > T
[WeblL B 27— a bl TRRO N AZ LGFEDEF: (Define Web Reputation and Anti-Malware
Custom Settings) ] Z &R L £7,

Zhicky, o772 R =k LT, 77— LR o—EZB RS Web L 2T — g &
NI =T RROBREERECTEET,

ATy T4 [Web L E 27— 3 G%E (Web Reputation Settings) ] 227> 5T, Web L BT — g 744
VI EAF=TMITHNE I DEERLET, BISHAF v 2L - T 4 Web ZORIZHKIE R Web L
a7 —val Aa7OLEVENRIRENET,

. FYRT—=D X2 T«
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B

AT 76 [Cisco IronPort DVS~ /L 7 = 7 BHfHIFH &

o—/,LLUE9,

TLIITHRBLVLELT—avDBRE @RIy VA 2—TLDIEE)

AT TS [BEFaT7 = R4 v Fi%E (Advanced Malware Protection Settings) | &7 ¥ a » CREHEH 2% E L £

(Cisco IronPort DVS Anti-Malware Settings) | &2 > a2 > F TR 7

ATy TT BEISUT, AU —DOv Ly TREREFIEELET,

b LW\ —P— o—
e AN & N ]
ZhiZ9 % (Enable

HTTP ZR~y ¥ —TCHRESN TS a—F— 2=V = F 7 4 —/L FIZES
WT, "I 749 7% RAFx T EINE@EIRLET,

IOF v IRy I A A LG AEIE, RX— U FEO [BINA ¥ ¥

A . .
:ZIZE:II liser gent (Additional Scanning) ] &7 ¥ a T, Ebl\Wwa—¥—x2—V = FEeE=
g Bt AT H oy T BRI TR £,
Note
FTP-over-HTTP 3R CTiX. Chrome 7' 7 VWit —H —x—T = F UFEHE2 5
Fhonwiha—YP—ao—Tx o hELTRHREENER A,
TN 2T RRAX Yy |V T 2T DRI T4 v T EBRAF Y T57-0C, DVISZ YU E AT 50

VEHINZT D (Enable

Anti-Malware Scanning)

EOMEBIRLET, B AE v Lo T, & Web ERICE ERT YV
NER I ET,

/N7 BT
(Malware Categories)

NI xT AXy OHEICESNWTEEOY N T 2T h7 I ) BE=F—F
HNT 0y T HNPERERIRLET,

DA T Y

Categories)

(Other

ORI aIFERENTEAT V2T BXOVISEDH A T, E=X—TD
W7y T HNERRLET,

Note

[T hT VA7 ba—Y AT 17 (OutbreakHeuristics) |77 IV iX, AF¥ ¥
VUV UDFETRNCHEIG AT v ko T =7 & LTSN b
Ty vaiEfInET,

Note

RE SNTCRRRHICE LT GE0, VAT A TR T =3B AE LTS E
URL F 7 ¥ 7 v a U EAF Y UARA EGHEINET, &2, A¥yr =
YUY DT T T — MR AsyncOS DT v 77 L— RIFIZ, R U v a v
MAX XY VAR EFHINDZENRHVET, vV T =T A%y U OHEN

SV_TIMEOUT X°> SV_ERROR O &1%, AX v U RAID b T W7 g bR
REIINET,

ATYyT8 ERARELTHRELET (ME

(Submit) | & [Z£H ZffE (Commit Changes) ])

What to do next

o W R X ¢ 12O C, on page 8

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |

B <oz 7os85ULELT—Y 3 VOBRE EBRERF ¥ UNTF 1 £—TLOBE)

TLIIT7RHRBELUVLEAT—YaVvORE BEHEXFXY BT 2—TLDER)

ATy T

ATvT2

ATvT3

RTv74
ATy T5

ATvT6

ATy 17

Procedure

[Web ¥ = U T ~F—3+ (Web Security Manager) |>[7 2 AR Y 2 — (Access Policies) ] Zi®& L

i‘@_o

BRETDHTVHVAR) v—D[vV T =T KL L E 27— 3 (Anti-Malware and Reputation) ] U > 7

270y 7 LET,

[WebL B 2T —3a vy =T 5 HD

% E (Web Reputation and Anti-Malware Settings) |27 > 3 T

Weblb BaT7— g bv iy 7RO N AL LZHEDEF (Define Web Reputation and Anti-Malware
Custom Settings) ] Z &R L £ 7,

ik,

ZOT I EBARY) I LT, Fa—s LR o—L 38 L Web LY 2T —2 908

<N 2T RROBELFRETEET,

[Web L B=7 —3 = Vi E (Web Reputation Settings) |7 v a >V CREHBZHELE T,

[E¥=2T = RAEAL b

7

[Cisco IronPort DVS—< /L v = 7 BH{HIER &
m—/LLET,

Sin==a

%€ (Advanced Malware Protection Settings) |77 2 a > TR EHHEZRE L E

(Cisco IronPort DVS Anti-Malware Settings) |27 3 &£ TR

VIS UT, R —D~v LT = TREREXIBTELET,

Note

Webroot, Sophos, F7ziE McAfee AX ¥ L A X—TNIZTHE, ZOX—=VD [NV T =T 73V
(Malware Categories) | C, IBMOA T TV 2E=F—F o070y 7 T H0EFIRTEET,

=1 —]

ax ;&

FtEA

Seb L\ —H—
T—Y b A%y
YERINCT D
(Enable Suspect User
Agent Scanning)

HTITP ER~ v X —THREINTWSIa2—P— 22— b 74—/ FZHEIN
T TTTAT VAR R T T4 v T HAR Y U TEDLLITTEHNE D EER
LET,

IDF v IRy I AeA AT LG AE, =Y FEHOLBMA S ¥ > (Additional
Scanning) |27 v a > T, bl —H— 2V "NEE=X—FTIHNT
2y T NIRRT ET,

Note

FTP-over-HTTP %3k ClX, Chrome 7' 7 U Wit —H— =—V =2 N XTS5
FhViEHa—F— -V M LTREESLERA,

Webroot Z H N2 T 5
(Enable Webroot)

TTIAT VARSI T 4w T B AXy T BT, Webroot AF v =P
FRERHTED LT E I DERBIRLET,

Sophos F 72 1% McAfee
ZH%NZT 5 (Enable
Sophos or McAfee)

TITIAT VAN T T 4w 7 %A% % T HEZ, Sophos £ 721X McAfee A & ¥
VIV UEBATELLIICTENE I NERIRLET,

. FYRT—=D X2 T«



| ®ybro—9 %254
Web LE2T—2 32 RATDHE .

RIE B2l

AT T ATFAY | wAT 2T AF VOHEICEASNWTE RO~ ALY T H T T AT —T 5
(Malware Categories) |7 0y 7 TN ERINLET, 207 aiifprdInsdyrra Vi, Eid
TAFZ—TNCTHAR Y P> THERY E3,

DA T 3 IOy aIERINEAT V2 VBIOINED XA T, E=X—T D
(Other Categories) W7y 7T HNEERLET,
Note

BE SN KRIFRICE LG A0, VAT A TR 7 =R ELELA.
URL F 7o H 7 v a ViFAFy U RAIEGHINET, T2 xiE, A¥xy o =
YU DT v T T — MR AsyncOS DT v ST L — RIIZ, hT U7 g R
AXx URAIEHBEINDZEDRHVET, v T =T AX ¥ LOHEN

SV _TIMEOUT %° SV_ERROR D&%, AF ¥ AR D FTFoHFrva & i
SIhET,

ATy T8 BFELEZEEFLCHELET (XE (Submit) | & [EEAME (Commit Changes) ]) .

What to do next

T I7EARV =D Web LE 27— 3 2Aa7OLEXVEDKIE, on page 15
e VNV =T DT T YIZ-DOUT, on page 21

Web LE2TF—3 3> RA7DHRTE
Secure Web Appliances { > A h— /L L THETHE, Web L E 2T —ar Aar7 DT 7 %
U RREMEESNET, L, Web LE 2T — a2 2370 L EWEORE TR
==X EDETERETEET, ERY = N =TS LI Web L E 2T — g 7 4L
AEBREL TSN,

FOEAR)—DWeb LE2AT—23 2 70O LEMEDETE

Procedure

ATYT1 [Webx=VUT 4 ~F—T % (Web Security Manager) ]>[7 7 & A KU 2 — (Access Policies) ] % i%&R
LET,

ATFY T2 [T =THELLE 27— 3 (Anti-Malware and Reputation) 14| C, #ETHT7 /AR »— 7
N—=TDY %7y LET,

ATV T3 [Webb BVaT7—v a3 b~y 7 HROKE (Web Reputation and Anti-Malware Settings) ] Z2 >3 T
[Webb B aTF—al by TxRONT AL LZEDETE (Define Web Reputation and Anti-Malware
Custom Settings) ] Z &R L £ 7,
ZHCERY, ZOT77EA R =T LT, Ze— UL RY —L 38D Web LE 27— a0k
ST =T HROBRELIRETE LT,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B s=xvs—s1—FowebLE17—v a0 T LaDEE

ATV T8 [Web L EaT—ar 740X EH0ZT 5 (Enable Web Reputation Filtering) |17 4 —/L KA x—7 )L
WZRoTNWHZ e LET,

RTYTS ~—H—%HNL T, URLDOT By 7 AXy | FAOET 7 v a rOfHzEE LET,

ATYT6 BEFEEZEEFLCHELET (XF (Submit) | & [EE&2ME (Commit Changes) ]) .

Note
WIS 2R v VN TF 4 =T LOEAIE, 77 EBA R —DWeb LE 2T — g Z2a70LEVME
IRETE £,

BHER)O—FIL—TOWeb LEAT—3>y T4ILZDETE

Procedure

ATYF1 [Webtx=alF 4~F—+ (Web Security Manager) ]>[{8 757" U >— (Decryption Policies) ] Z 3R L

£7
ATY T2 [Web LE 27— 3 (WebReputation) 15T, METIEERI — I N—TDYV 7% 70 w7 L
ij‘o

ATY T3 [Web LB 27— 3 Vi%E (WebReputation Settings) ] 227 25 T, [Web L E 27— 3> Dh AKX A
RIEDEF (Define Web Reputation Custom Settings) | Z&EIRN L E9, ZHUZ LY, Z7a— LR Y v— 7
N—TIZEDHWeb LE 2T —va VlELY EEXTLZENTEET,

RATYT8 [Web L EaT—ar 74 VE%HHZT 5 (Enable Web Reputation Filtering) ] 7 4 —/L R34 1785
TWHZ L afER L ET,

RTY TS v—h—%®PLT, URLDO Ny 7 {5 BIONRAAL—T 7 v a rOfilEZER LET,

ATV 6 [AaT &EF-720 A & (Sites with No Score) | 7 4 —/L R T, Web L E =T — 3> a7 RNED YT
HNTWRWNY A FOERIZKH L TEITTHT7 7 v a vy ZERLET,

ATy Tl BEFEEZEEFELCHEELET (XE (Submit) | & [EEA2ME (Commit Changes) ]) .

F—2 X2 )TF4 RYU—FTIL—TDWeb LELTF—232 T4 ILEDERE

Procedure

ATYT1 [Webx=VUT 4 ~F—T+ (Web Security Manager) ]>[> A2 7—4% &%= U7 ¢ (Cisco Data
Security) | Zi&IR L £,

ATY T2 [Web L ¥ 27— 3 (WebReputation) 14T, fRETDHT—H X207 R — T L—T7DY
2&7 0y 7 LET,

ATV T3 [Web LB 2T —3 3 Ui%E (WebReputation Settings) | £ 27 2T, [Web L EaT—arDhAH A
EDEFE (Define Web Reputation Custom Settings) | Zi&R L £ 9,
UKD, Fa— L R = FA—FICE D Web LB 2T —va VikiER FEESTHIENTEE
D

. FYRT—=D X2 T«
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ATvT4
ATvT5

AMP for Endpoints >V —ILET TS5 4 7V RADHE .

~—A—%#FHNL T, URLOT7 Ry 7 BINE=F— T 7 a OffzEELET,
ERAZEELTHEELET (XE (Submit) | & [AHE A ME (Commit Changes) ]) o

CiscoT —H X2 UT 4RI —DOWeb L E2T—2aDOLEVEIZIE, AFEZEEe0EOLHRTE
TExFE9, EETIH., T_XTCHOEQRaTRNE=F—EINET,

AMP for Endpoints >V —ILET TS54 7O RDHE

BFEWDOT 7Z A 7 2 A% AMP for Endpoints =2 > Y — /L &5 5 & AMP for Endpoints =
V=V TLUTTORMEZRITTE £

« TN I AL LY A S EAERRT D,

c VTN AAL BRIY A MIH LWEEOH D 7 7 A L SHA &8T5,
TV = a VALY A R AR D,

T TV —va IR R U R MIH LW 7 A )L SHA 2B 5,

« WAH KR —EAERT D,

C HALLRY =2 TN AL LY A FBIOT 7Y r—va U A 2R
AT B,

« HAR L T N—TENERT S,
e HAB D TN—TH AL LR —%BEf T 5,
BIRE DT TIA T VAT T H I NDITIN—T NS A N T A—T BT 5,

EEDTFAINSHAD 7 7 AV vF¥ = N OFEMAERRT D,

7 77 AT A% AMP for Endpoints = > Y — /L L AT HIIX, TTIA T Ak ay Y —
VTSR DERH D £,

AT, 77 ANVSHAR 7 7 AL L EaTF—Lar —NEEENE L, 7714 /LSHA
WXL TCTZ 7 AN b E 2T —va = "= bE 0172 HEIL, AMP for Endpoints = >/ —
NVOREIL T 74 v SHA IZK L TT CIZFIAFERHIEIC L EEEZINE T,

77 A/ SHA BT T/ a—UWIEEOH L DL LTy —27 INTWDHHA. AMP for
Endpoints 2> Y — /L TCRIUZ7 7 A /VSHA #7102 v 7 U A NMIBIMT DL, 77 A VOAER
BT THEEOHDH LD 12780 7,

[EEZR~ D =75 (Advanced Malware Protection) | L'AR— hX—IZi, HrLnvker v =
VL (BT RVREZE~ VT =T 7 74V (Incoming Malware Files by Category) ] 23% Y £,
ZDE 7 v a i, AMPforEndpoints 22 Y — AN BEZEINZT 0 v 7 ) A MBS
TWD 7 7 AL SHA OEIGD, [ AKX L (Custom Detection) | & L CERRSNET, 7
By 7 UAMIBEINTND T 7 A VSHADEBAIEL, VAR—FO[ZE LI~V =T %
8~ 7 4 /v (Incoming Malware Threat Files) &7 > a 2 [V 7B A% Lk (Simple

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |

B AvPforEndpoints 2> v —LE 7 TS 4T L ROBS

ATy T

ATy T2
ATy T3

ATy T4

Custom Detection) ] & L CERSNET, LA— DO [FEM (MoreDetails) |27 v ardV
J%&27 Vw795 E, AMPforEndpoints 2 Y — /L TOT 0 v 7 U A MIBEINTWNE T 7
ANWVSHA D7 7 AN 7V =2 MY FEMAFRRTEET,

(R~ vy = 7Bl (Advanced Malware Protection) ] L'7AR— b ~_—IZiF, HrLnk 7 v =
V[T AVEZEEEDSH L 7 7 A /L (Incoming Malicious Files by Category) 173 0 £,
ZDE Y aiZix, AMPforEndpoints 2> Y — A INLREINTZT Ry 7 U R MIBRES U
TW5H 7 7 AL SHA OEIGDS, [ AF L (Custom Detection) | & L TERINET, 7
2y 7 UARNDT 7 A SHA DEBAIT, LR— O EEOH L& 7 74 /v (Malicious
Threat Files) |22 ¥ 3 2 [ A X A (Custom Detection) ] & L CERRSIET, AMP
forEndpoints 1> Y —/LT7 1y 7 U A MIBEKSNT T 7 A )VSHADZ 7 AV TV =7 |k
U OFEM A T HITIL, #unique 6435 ML T2 X0,

48 SRS

AMP forEndpoints = > Y — )V OERT 7 ¥ AMEEE) 22— =T H U MRHDH 2 L 2R L
TL7Z&V, AMPforEndpoints = > Y — /LD a—H—7 h 7 k&R 5 T EOFEIZ OV
TlE, Cisco TAC IZBMWVEDLELTZE VY,

(7 FAZENTZREDSR) 7 T AZEINTIERKETIE, A LWL T I IA4T
A Z AMP for Endpoints = > Y —/VIZDO R TE LT, 77T A 7 A% AMP for Endpoints
AV —UTAZ Y RT7 R = FTTTICRE L TWD BRI, 7T IA T Aes T AH
WSS/ HENCFE) TRERZ MR L T EE 0,

Tr7AN V2T —vay TN Z ) IR EN, RESINTWVWDZ LR LT
FEW, 7740 LT —ay T4 NEY T EENCL TCERET S HECONTIL,
[T AN V2T —varEpiith—EXOFMLERTE B43—) | 2ZBLTLE
él/\o

FIE

[BEX=UTF ¥ —E R (Security Services) [>[v/V T =T HRKE L E 27— 3 (Anti-Malware and
Reputation) ] Z iR L E7,

[T B—/NILEREZ#RE (Edit Global Settings) | %7V v 7 L9,

Web A LV F—T A AD [T 7 AN EaT— 3 &7 57 A /L558 (File Reputation and File Analysis) ]
R—=TT, [Z7A M E 27— = (File Reputation) | D [FEMIEXTE (Advanced Settings) ] /3R /UIZH
% [AMP for Endpoints~D 7 77 A 7 . A D%k (Register Appliance with Secure Endpoint AMP for Endpoints) ]
7V 7 LET,

[ AMP for Endpoints~D 7 75 A 7 > A D%k (Register Appliance with Secure Endpoint AMP for Endpoints) ]
27V w7 32%E. AMP for Endpoints 2> Y —/v D 7 A =V NFRENET,

Web A V¥ —T 2 AD [NV =T XKL E 27— 3 (Anti-Malware Reputation) ] -X—C, [7 7
ANV E 27— 3 (FileReputation) | D [FEMIERE (Advanced Settings) ]/3%/UIZ & 5 [AMP for Endpoints
~DT T T4 7T o ADA L (Register Appliance with Secure Endpoint AMP for Endpoints) | %27 U v 7 L&
—g‘o

. FYRT—=D X2 T«
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ATy TH
ATvT6

AMP for Endpoints 3>V —)LET T54 7 U ADHE .

[ AMP for Endpoints~D7 77 A 7 > A DXk (Register Appliance with Secure Endpoint AMP for Endpoints) ]
7 Vw7 35E, AMP for Endpoints =2 Y — /LD u 7 A L _R—URERINET,

G¥)
T 7T AT A% AMP for Endpoints =1 Y — /L EREAT DI, T TA T o R Ay Y —)VITRET D
VERHY ET, ar =N ~DT T T4 T 2 ADBET 1 BRI 1 BICHIRT 2 2 & 2R L £,

GE)
AMP forEndpoints (27 77 A 7 A& BEKT DA, 77 AN b EaT—3 gy T4 N2 T BHEIC
L. RETOLERHVET, 774NV L E2T—2a T4 NEZ ) U TERMNILTHRET S HIEICD
Wi, 7740 bEaT—varinpfit—e20FdbexE (G4~—2) | 2ZRL TS
AN

THEHOZ—Y—u 7 A FEHR T, AMP for Endpoints =22V —/LiZa 7 A LET,
AMP for Endpoints DFIFE~— T [FFF] (Allow) 227 Vw7 LT, 77 I7AT  AZBELET,

[FFA] (Allow) 1227 Vw7 THEBENET L, TTIA TV AD [V =T RK L E 2T —v a3y

(Anti-Malware Reputation) ]~—Z U Z A L7 hENE T, [AMP for Endpoints =2 > Y — /L DA (Secure
Endpoint AMP for Endpoints Console Integration) | 7 1 —/L RiZ, BEWDOT 7T A4 T 2 ADLRINERI N
9, 7T A4 T A%IEL. AMP for Endpoints D = //%/1//\»*:‘/“(777 TAT VARELNAS AKX
T ORI TE £,

RDERY
ROFIE :

» AMP for Endpoints 2>/ — A= D [T H 7 b (Accounts) > [7 7V r— a3
(Applications) €7 v a LZBEITDH &, 77T A 7 2 A7) AMP for Endpoints =2 > —
JNZBFRSNNTW DN E I D ZERTEET, 77747 241X, AMP for Endpoints
A= NR=TUD [T 7V r— a3 (Applications) |7 v a IFRENFET,

BERESNTT TI3AT o AF, TNV FORY — (R NT—27 RY —) HEEN
FoNT 7AN NOTN—T EEEITV—T) [ZBMShET, 774V ERY —IC
I, 7ey 7 VA NEZITFFATY A MIBEINENS 7 7 A VSHADR G ENLTWET, AMP
forEndpomts@ REEZBENDOT T ITAT VAR AZ~AALT, 7y 27 JANE

FFFAIY X MTEMSATOWLME D7 7 A )L SHA B3 2 54613
https.//console.amp.msco.com/docs C AMP for Endpoints D2 —H—< == 7/1/%?3?\'@ LT<
EEVN,

T 7T AT A% AMP for Endpoints 21 > Y — L BEGRMRERT S, TS TIAT
VAD[Z7 7 AN E 2T — a3 (FileReputation) 127 v a > [EMEEE (Advanced
Settings) | T [B&&fEER (Deregister) 1% 27 U v 73 57>, F721L AMP for Endpoints D =
v —_X— (https://console.amp.cisco.com/) (27 7 B AT HMENRH D £, FEMIC
DUNTIX, https://console.amp.cisco.com/docs T AMP for Endpoints D L—H —~ == 7 )L %

ZHLTIZSW,

FYRIT—=D X2 UT« .
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FybT—4 £xaUT4 |
B 7 s~—=x7—oros

\)

() 7741 ¥Ear—vary b—R—2POF =2t X —IlERETDLE, TTI7A4T 2 AZ
AMP forEndpoints = > Y — /LB HEIICRERR SN E T, 7740 LEaT— a0 H—
N=lTERENTZR T —F B Z—%HH LT, 77747 A% AMP for Endpoints = >/
V= VBT DR H Y ET,

\)

B EEOHDL77ANSHANY V—r LHESNDIEE. £D 7 7 A /L SHA ¥ AMP for Endpoints
=)L TCTHFR[ U A MBI EN TR WMERT HMLER™H Y F9,

T—EN—X T—TILOREF

Web L E'=7—3 3 >, Webroot, Sophos, 35X N McAfee DT —H ~<X—R|X, Cisco 7 v 7
T—= b == EMCT v T b EZELET, P——0T7 v T — MIA#LE
nNTEY, Ty 7T — MBIV — AL Lo TREINLET,

Web LEa2T—>3y T—4R—X

Secure Web Appliance 3RFF L TWAH T 4 L Z U T F—HX—2 (21X, HaHEHRB L VS &
SERFA T OEROMBFIEICET DIERN G ENTWE T, F72. Cisco SensorBase +
=27 H—=/R—=IZWeb L E 27— a ViRiHERERET DL OICT T T4 T o A ERE
952 L TXET, SensorBase V—/N—1EF#HiIL SensorBase kv NT =T INL DT —H T 4 —
RIZIER S, Web L E 27— a3y 2a7 OfERICER S ET,

Web LEAT—23 > JaILE2) U FOTAETAHEUDIS R
Frooox>y
TrokA QT TN, Web L E 2T — 3 740X DVSTZ I U0hbiRENT-
LTI a rDIERNTEENET, T/ RA ul0xxy HEFKREZ > a viC
. oo T aicEBEINET 7Y a v OEREAHRT D OICESNHSEL DT 4 —L R

BHVES, &xIX, HH7 4 —/L NiZiX, Sopho2HDVS =2 PV UNZES L7 Web L E =
T—=ay AarTRevN Ty =T AXy HENFRINET,

. FYRT—=D X2 T«
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gruzrrronxyys [

BIGRXXvo0Ox>y

TOEAWICOSDHRE L T 4—)L|5%EA
agoh| K
AL
J4—)L
g

%X6 x-as-malware-threat-name WIS 2% v NSRS~ = T4,
TV I arNT Ry 7 SRTWRWES, 20
TA—NREINAT () ZRLET, 20
ZEIE, A%y SHERR (FT778A RS 22
N DREOWA v aN) [ZEERTVET,

WG AF Y 2P AL 2 TCT vy 7 BINE=F—ENE T o7 v aid. LFD
ACLT > Va v Z7%FERLET,

« BLOCK_AMW_RESP
« MONITOR_AMW _RESP

Frovy
UTOHA RTA 0%, AsyncOSIA~</IV T =27 DAF ¥ U HIZF ¥ v ¥ o M HT DA%
AL TVWET,

s AsyncOS 1%, A7 V=7 hEERZ T — RENTZEEIZFETAT V=27 baXy v
YalFEFd, AX v UHICv AT TR Ty SNEGE, ATV MRS T
H— RFENRWDOT, FrviadhEthi,

« AsyncOS I%, T Y OEETEN I —X—TH 250> Web F ¥ v v 2 THDHMNIH b
59, AT UV EARY L LET,

LT UYNRF Y v 2 SNSRI S EEERBERICE > TRAEVET, T4V ME
TH D £ A,

« AsyncOS I%, Y7 =F ¥ RNEHFEINLHLa LTV ERBAXT Y LET,

RILTT7DATIVIZDONT

IILIITDEAT £BH

T RU=T TR =7I2E, REERR T — A REICHEET S $RTo
VIR T ETHRT 7ANVBIOT T 74 U EERET,
Flo, IO Ta T AL TEFRF 2 VT A RENETR I
T, 2= P =BU AT ARECEETE R RD5HLHY £7,

TIIW A= F T | TG I AN F T T NI, REDOERRPL—F—RED
e/ AN FOMVICHET L I E I ERWELFEITTHAREMERH LT T
I TT AT,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B =roz7on73uizo07c

TLIITDRAT BL)]

FEHS AT A E=H RV AT A T=HE, EYRFRICE-TERDODTI A B AT
BETED, VAT L EBE=FORKME2HAT-Y 7 hu 27 TF,

X T EAXTiL, FETLHAIWVNIROZ AL TDOA L H—Fy N T &
ZEFHA LT, 22—V —DeRKE R LI, KIEEE@EREI O
MABEBFEEGE 1T A Moo —F—%2 T3 0 75 A TY,
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F— 5 R R DS |
TxADIPT KL A,

ESPEREY=]

*TCP/IP b7 7 4 w7 )b—hD

E

gt

AUOTLIRDIT7A4IL LEATF—2 30 H—/I\DHEF
FIGAR— KT T RDOT 7 A NS —s3— L LT Cisco AMP RIE S T A4 _— kK 75 R
TTIAT U AEGEHTIHAE. UTOLSICEELET,

*FireAMP 77 A RXR—=F 7 T RDOA VA M—/LBILOREICET 25 A R&E&Te, Cisco
Advanced Malware Protection (RIE 77 A _X— K 7 T T R T T T4 T L AD RKF¥ 2 A b

(=

htpz/Avwwicisco.com/c/en/us/support/security/fireamp-private-cloud-virtual-appliance/tsd-products-support-series-home.html
MHORFTE £,

COHEBIZHEHINTWAZZAZIZZORXF a2 A NESBLUTHEITLET,

AMPIRA T T A R— KN I TR T TIIAT U AD~NIVT Y 7 2FER LT, Z0Ofd R
X2 AV MHLAFTTEET,

. FYRT—=D X2 T«
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| #ybro—=9€Fa20U54
+vILzz077 1 ntid—rinEE |

e [Taxv) F—FRELIET =27Fx 7] (7L IR) E— RTO Cisco AMP X
BTIFTAR—RN I TOURTITIAT UV AZREB IO L T,

«Cisco AMP (RIRT T A RX—=F VF T RTFIGAT L ADY 7 MU =T =3 V)3,
Cisco Secure Web Appliance & DFEA % FIREICT H/N— a3 22 THDHZ L 2R L £
j—O

cAMP AR 7 F A X— 17 70 FOGEMEB L X —2 2D 7 774 T L AZF T o a—
KL T, Z® Secure Web Appliance |27 v 7 u— KL %7,

\}

GE A TVLIADT AN LEaT—vay B N—2RELIKIC, 20 nHIDF——
~OPHGE &R E LE T, Secure Web Appliance 7 7 A/ /L L B o T —3 gV ENHTh—EADOH
WL ERE (B4—) ODAT v T 6EBMLTLIEEN,

FUTLEIRDI7AINAHYT— /1 \DEE
Cisco Secure Endpoint ¥ /v 7 = 7547 7T AT LV A T T A4 X—=K7 77 KOT 7 A VoM
== LT 546 -

+ [Cisco Secure Endpoint Malware Analytics Appliance Setup and Configuration Guide] 3 J O
[Cisco Secure Endpoint Malware Analytics Appliance Administration Guidel] % AF L T 72
X\, Cisco Secure Endpoint /L7 = 75547 774 T AD K¥ a2 A2 ME,
https://www.cisco.com/c/en/us/support/security/amp-threat-grid-appliances/
products-installation-guides-listhtml 2> H AFTE £7,

CTOHEBICHREINTWAZRZIZZIORXF 2 AL FESRBLTETLET,

BID R = A2 M, Cisco Secure Endpoint ~ /L7 = 7 5387 75 A 72 AD~)LVT Y
YT INBAFTEET,

Administration Guide T, IKOF S TOMFHRZEZRKE L LT : LD Cisco” 77 A T /A (CSA,
Cisco Sandbox API Secure Web Appliance) & DFEf

Cisco Secure Endpoint ¥ /v 7 = 75347 774 T LV AR EB L O L £,

BT U T, Cisco Secure Endpoint ¥ /0 = 7 57 7T A4 T ADY T N =T 3—
VarEANA—aV121ICESHLET, ZHITL D, Cisco Secure Web Appliance & D
AW R— SN ET,

N—=V a VES MR LER & FTT 5 HIEICOWTIE, AMP v LD = 7 500 R =
AV REBRLTIEE N,

T IIAT ARy NI —7 ETHAIZHBETE D Z L ZffEl L £ 3, Cisco Secure Web
AppliancelX. Cisco Secure Endpoint ¥ /v U = 7 547 77 4 7 L ADIER 72 (CLEAN) A
VI =T A AR ATRETH D MERH Y £

HOBAGEHEL ERT 5581, Secure Web Appliance Cfifi Ff 415 Cisco Secure Endpoint
N =T GNT 7T AT A0 G HEEA SSLAtME 2 AR L £, SSLAEME & F—
AU — RT5FIAIZOWTIL, Cisco Secure Endpoint /LY = 7 547 77 A 7

FYRIT—=D X2 UT« .
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FybT—4 £xaUT4 |
B o7 rears—sarenmy—ExoamiL e

ADEBETA RESR L TLEEW, CN & LT Cisco Secure Endpoint < /L7 = 7 43 #7
TTIGAT L ADKRA Mo HAEHELZ B L T 72X, Cisco Secure Endpoint ~ /L
DT GNT T TAT ANSDT 7 4V N OGEAZ IR L A,

NI =TT T T AT 2 AD Secure Web Appliance DEGkIL, 77 A /L LE =
T a e —EAOEELLFEE ,onpage 34) THBALI=L ST, T AN
PrOREZFELZL SICTHBMICFITSINET, L, ACFHEICEHINATND &
N, BERET 7T 4 AT HRERH Y F7,

)

Note 4> 7L I2DT 7 A NGH— "—%F%E L7%IZ, 20 Secure Web Appliance 75 Z 0
PN~ EBRELE T, 77 AL L aT— gy Lol —E20EMME L 3%E
,onpage34] DAT v 77T E2BR LTI IEE,

TJ77A4IL LEAT—2a ERMY—ERDEMELLEETE

Before you begin

T T7 AN LB aT =V a g — B A L OE{E DM, on page 29072 L £T

T FAN L EaT =y a it — AT =4 Xy NT—0 A ¥ —T = A RA%ff
MT2HE13, TTIATVATT =4 Ry bU—0 A F =T = ANA X =TT
BRoTWHZLEMRLET, Xy NIT—T A Z =T oA ZADA X—T /MLEIITER
L TLTEEn

T T T L= RBLOY—ERA T v 7T = hORETRELZT v 7T — K~ F—~D
Rt it L £,

«Cisco AMPRE ST A RX— KNIV TR T IFIAT AT TARX—= I T7 T RKOT 74
NbBa7—varP—"—L LTHERTIHEIE. AT LIRADT 7 A L E 2T —
va = RO E, onpage 32 S L TL 72 E W,

« Cisco Secure Endpoint ¥~ /v = 7 57 7T A T AT TANX— T T RDT 7 A )L
IRHT—_—E LTEAT LA, A7 VI A0 7 7 A Vi —/SOFXE , on page
BESMLTIEIN,

Procedure

AT Tl [BX=2VUT 0P —ER (Security Services) |> [~/ T =T %KL L E 27— 3 (Anti-Malware and
Reputation) | Z R L £,

RTwT2  [Tu—LEELmE (Edit Global Settings) 1% 7 U > 7 LET,

ART9T3 [T ANVEaT—valy 74X EHIZT 25 (Enable File Reputation Filtering) 1427 U v 27 L, 4
TS U T[Z 7 A VoW &A% 9 5 (Enable File Analysis) 1422V v 27 LET,

. FYRT—=D X2 T«
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| ®ybro—9 %254

ATv74
ATvT5

ATvT6

JrALLEaF—vaventiv—eroamteiz |

[T AN VL EaT—Tary T4V ERNCT %S (Enable File Reputation Filtering) | 24 127 %
BE. [77A4/ LE 27— 3 %—s\ (File Reputation Server) |7 v a VERET B0
(RTvT6) . AERT Vw7 LEaT—vary 777 KP—=_"OURL ZANTIEN, 774
NR—=h LE2T7—vary 770 R b—"OEREEREATTTLILERH Y £7,

FREIC, [7 7 A V52 AT 5 (EnableFile Analysis) 1% 4 2T 28E. [7 7 A Vo —

23 URL (File Analysis Server URL) | &7 v a VERETH10IC (RTyT7) G770 K
P— SO URL Z ASJT 20, TTAX—= "7 70 ROERIEHREANT20ERZH Y £7,

Note

HLWT 7 AN A TRT v 77— RBICBMENDBERDH D £, T 7 4/ hTIXAEIC
o TWERA, 77 ANAGMEANZLTEBY ., SiLWIT 7 AN XA TEHGHIZED D Z LN
BRGAIZIE, TNOEANNCTIHLERH Y £,

FTA B RABHRINRFREINTGEIL. TRICERELE T,
[7 7 A V53Hr (File Analysis) |27 v a > C, @R 7 7 AV Z—7 (=& zI1X.  [Microsoft
Documents| ) 2267 7 A VG DT OIZEGFTHAMERD DL T 7 AV A T EZRINLET,

PR—=bINDT7ANEZATIZONTIE, KO RF 2 AL FOBPAZSHLTIEIY, 7741 L
Ea7—2a v BXOSHI—EATHAR— M5 7 7 1L, on page 26

[Z7 ANV E 2T —2 3 OFEMERE (Advanced Settings for File Reputation) ] /S ®/VEREB L. S|
JGUTCLL R DOAT v a &2 L £,

AT ay

Bl

2779 K KAA 2 (Cloud

Domain)

Tr7AN L aT— gy 7 ) —IFEHTD FAAL D4,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |

B o eas—sasenmy—ExoamL e

T ay

Bl

7 AV LE2T—T 3
H#— 3 (File Reputation
Server)

NIV w7 vEaT7—vary 7730 RP—RERETTITAX—F LE =
T—ary 77U RIIUROFRA N EERRLET,

TIAN=F LEaT—vary 70 FE@RT 25503, ROGEHRE A
HLET,

o[z Y —VDEKRA 4 (Console Hostname) ] - Cisco Secure Endpoint ~°
FAR=RNITURTTIAT LV ADAL ) —LDKRA M,

[T 277 4X— 33— (Activation Code) ]- Cisco Secure Endpoint
TIAR—KNITIRTTIAT VADT I T 4 "= ara—KR,

s [i83E/ (Certificate Authority) |: Fr v 7 # 7 U X M LERGER %8
WRLET,

[ AADT 7 4V BRI Z AT 5 (Use Cisco Default Certificate
Authority) |: —X—DF 7 3 )V FBFEREZHERAT 2541, 2
DA T arEB@RRLET,

[Ty u— RLEHIERZHEHAT 2 (Use Uploaded Certificate
Authority) ]: ——DH 2 X LARFEREZEHT 2551F, 20
FTa UERIRLET,

A= VDRANGET VT 4= a v a— REREET 5 L0
DU TIE, Cisco Secure Endpoint 77 A X— K7 707 RO R¥ 2 A N &R
BLTSES,

Note

TrANLEaT—Ya O SSLBEEZFTTHITIE, CLIa~v s R
certconfig > CERTAUTHORITY > CUSTOM, F72/XWeb A ¥ —T = A A
D[y U —2 (Network) ]>[REBHE (7 A% LBGER)  (Certificates
(Custom Certificate Authorities)) | ZfEH LT, AMPA > LI A LE 27—
var == CAGIEE Z DT T T4 T L ADOFEIER R TITENT
HVENRHY T, ZOFEBHAEIL. CiscoSecure Endpoint 77 A ~X— k 7 Z
URTTIAT U ANLESELET ([HA (Integrations) ]> [Cisco Secure
Web Appliance] > [/3—7 3 152404 (Version 15.2.4 and above) ]>[SSL
Rk (SSL Configuration) 1>[# 7> 2 — K (download) ]) .

AMP for Endpoints = &/
V=V DR

BHENDOT S Z A T A% AMP for Endpoints = > Y —/L AT DI, |
AMP for Endpoints = & Y —/L"CDT 7T A 7 2 AD X%k (Register the Appliance
with Secure Endpoint AMP for Endpoints console) | %27 U > 27 LE7, #Efl7e
FNEIZSWTIEX, AMP for Endpoints 2> Y —/L & 7 7T A4 7 ZADHA, on
page 172 L T ZE WY,

T AN L aT— g
vOTFaFUHRE

T AN =LA X ERET DI, @Y [Y—/3— (Server) ].
[R—F (Port) ]. [=—V—4 (Username) ]. BLWN[/RAT7 L —X
(Passphrase) | DfF#HzZ ATILET,

. FYRT—=D X2 T«


https://docs.amp.cisco.com/SecureEndpointPCConsoleUserGuide.pdf

| #ybro—=9€Fa20U54
JrALLEaF—vaventiv—eroamteiz |

T ay 5 BA

N— |k E— S U EBRART T 4 T Xy NEERT H7200 ping DEEHE (4
(Heartbeat Interval) i) &

LEaT—vary 7o) —RNEA LT U M5 ETORKBIE,

g — FZA LT TR
(Query Timeout)

T A) LEaT— 7 774’» L 2T —ary —RNEDZDTTFIFAT UV ADITFTAT k-

> 7747 MID (File [ID (FEAHLY )
Reputation Client ID)

Note
TR a rDMOREIL. VAIDYR—=FDHAZ LR LICER LW TL IZE N,

RT9TT1  TrANGHINZY 70 R —EREERT L2586, [7 7 A VoW OFEMEEE (Advanced Settings for
File Analysis) ] /NF/VEER L, LEIJSUTROAS SV a V2B LET,

FYRIT—=D X2 UT« .



B o7 27— 3 ey —E RoEMEE BiE

2y bT—=Y X2 )T« I

T ay

B

7 7 A NGHT— 3D
URL (File Analysis Server
URL)

. 2y b= X2 T«




| #ybro—=9€Fa20U54

JrALLEaF—vaventiv—eroamteiz |

T ay

B

SN 70 K — D4R (URL) \ £ [ I7A4X— 7 70 K
(Private analysis cloud) ] 3R L F7,

T T 0 RS —=RERETLHE. 77747 2 ATHEIIZIE WY —
NEFERLUET, FIEHATRRIC R o e — N3, FEOEH 7ot 2%
EHLT, 20U X MIESITEBEMSNET,

7 7 A VAHTIZA > 7 L 2 A Cisco Secure Endpoint ~ /L7 = 755417 7 A
TUARGHT DT TA = o7 T RERIRL, ROEREZANLE
TO

o [TGH¥—/3— (TGServers) |: AX¥ > RT7wr>D, F0id7 T AX LS
#1U7z Cisco Secure Endpoint ~ /v 7 = 7 53417 77 A4 7 L ADIPv4 7 R L
AFETNIHRA M E AT LET, HK 720 Cisco Secure Endpoint ¥ /L
U T N7 T TAT A EBMTEET,

Note

VU TNEFIL, AX L RTarEizids 7 A X X7z Cisco Secure
Endpoint /L' = 7537 77 A T 2 AOBIMIERF R LTV ET,
TTIAT ADESNEM R T HDOTIEH Y ¥ A,

Note

1ODA VAR AN AR S RTa P —nR_"—L 7T AL ——%B
MBI TEFERTA, AF U RT £330 T AFZOWNT NN
THHLENRH Y 1,

DDAV AZ L AIZEBMNTEARAZ L KT —_—L125F T
I, 7T AL ET— ROLE, HKTEE TEEOY——ZBINTx,
TRTCOYP—R=NRE L7 FTAZIIJF L TWDLLENDH Y £4,
DI TAZEBINT HZ LT TEEEA,

[FRFEJR (Certificate Authority) ]: [ A2 DT 7 4 /v MRiER &3
% (Use Cisco Default Certificate Authority) | £721%[7 v 7' m— K L7ZR
AFR &9 5 (Use Uploaded Certificate Authority) ] 23R L 9,

[7 v 7 m— RLUIZ#FERZMHEHT % (Use Uploaded Certificate Authority) ]
PBRINT D5 E. [BR Browse) 1227 Vw7 L, ZOTTIAT VA
ETTAR— NI TR T TIALT AL DOBOR SALEEIZERT
HEMSFEAE 7 ANV ET v 7 u—RLET, ik, 774 X—F
770 RYP—R_RTHEHINIEAELFRCTHLILERH Y 7,

Note

77 A NIHTDTDIZT 77 A 7 2 AT Cisco Secure Endpoint ¥ /L' = 7 4
W — X L% 3RE L“Clz V58 E 1, Cisco Secure Endpoint <~ /L7 = 7 43 #F
AR—% v (https://panacea.threatgrid.eu 72 &) IZ7 78 AL, 77 A /Vo0HTH
WCERE SN 7 7 A NV EFRTRB L OB C& £, Cisco Secure Endpoint
VT =T B AR—=Z AT 7' AT 5 HFIEIZ DN T, Cisco TAC IZF RV

FYRIT—=D X2 UT« .
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FybT—4 £xaUT4 |

B o eas—sasenmy—ExoamL e

ATvT8

ATy

ATy 710
ATy TN

R s BA

HbhEIEIN,
TuaXxORE (Proxy |BIOT T AR —A7aX T EFRETDHITIEL, [J7A V2T —T 3
Settings) r7uax v a7 % (Use File Reputation Proxy) 1 F =Ry A%t

ZIZLC, Gt [h— 3— (Server) ]. [RA—k (Port) ], [2—H¥—4
(Username) ], #5 KOS[SA 7 L= X (Passphrase) ] Off & AN L &5,

T AN I TGAT Y | T7 AN —R_REDZDT FI5AT L ADI FAT 2 MDD (GHERDY
I ID (File Analysis Client | #H)
ID)

(FFvary) ZrAN LV E 2T —3a EMREOMEICT v v ¥ 2 AR ZHRET 2581, [Fv
v 2@ E (Cache Settings) ] /3% /LA B L £7,

TREIND T 7 ANGHA2T O LREZRET HI1T1E, [LEVEDFKE (Threshold Settings) ] /3R /L%
BHLET, Ra7NZOLEVEEZBZ -5 i 774wﬁmmbfwé LHETRLTOHET, K
ONTINNDOF T g 2R L ET,

e 77U R Y —RDfEEMFEH (95) (Use value from Cloud Service (60))

o [ A X LED NS (Enter Custom Value) ]: 7 7 4/ b TIL IS IZRESINFE T,

mu
)4

Note
o [LEVMERE (Threshold Settings) | A7 a id, [VE=T7—3T a3 LEXUVME (Reputation
Threshold) | TIiZ72< [7 7 A /Vo#HT L& VME (File Analysis Threshold) ] & LTI A L H
DELT,

« AsyncOS 1524 V U —ALIRE, [LELMEERTE (Threshold Settings) ] /3R /UIFIEZNIZ 72> TWET,
L7285 T, AMP LEWEREZER T2 Z LT TE A, MOV TIEL, 7 7 A VALFRO
B onpage24 L T 2S00,

EEEFEEL., RIELET,
F 7 L I AD Cisco Secure Endpoint ¥ V7 = T 377 77 A4 T o A& L TV 25413, Cisco Secure
Endpoint ¥~ /V0 = 75T S IAT UV ATCIDT T IA TV ADT IV NeT 77 4 7k LET,

[—W— | THO Y NET 77 4 7T D200 FNEIL, Cisco Secure Endpoint < /L7 = 7 4347

DRFa2AFTHHALTHET,

a) N—UEBIZ T a VO THICEREINIZT s ANGH 7 TAT o FIDEEEHEOET, Z2IXET7 7
T4 7T D To2—%) BERRINET,

b) Cisco Secure Endpoint ¥ /v 7 = 797 7T A4 T AR A A4 LET,

o) [&5Z%... (Welcome...) |>[1—HDEE (ManageUsers) | ZiEIR L, [—HF DFEM (User
Details) ] IZBEIL £7°,

d) Secure Web Appliance D7 7 A V7 7 A4 7> M IDIZHASNT [2—H—] TH T NaE ROl
7,

. FYRT—=D X2 T«



| *y b5 €%a2y74
5% 7 untgrinEszE ]

e) 7T IATVAD [a—H) TAT L NaeT 7T 47 LET,

BE: J7MILOWEREICHELESR

HLWATY v 759 8 77 A NG — 22T 25813, ROBAZHR, 7—
S A =D eiERrT o Lo ICLTEEu,

BEFEDOT TIAT U AD T NA—IERIT. LT 7 A NG — NIRRT ESRER
o FTTLWT 7 A NG =TT FI7A T L AEHIN—T{TD0ENH Y £,

« T ANSHREET Y 7 ICIREE S - A v — %, (REMBARET 5 CRESNE
T, WREE= Y 7 CORGHBEPRERT D E, A vB—I 7 7 A NVOHTRREES Y 70 DR
BEi, AMP = VUL THAX Yy ENET, 0%, 77 A VI OT=HIZ
FLWT 7 AW —NCT v 77— RENETH, Avb—URE9 —E7 7 AL
Wi~ U 7TICHEEND Z EIEH Y FH A,

FEAMIZ ST, https://www.cisco.com/c/en/us/support/security/amp-threat-grid-appliances/
products-installation-guides-list.html 7> % Cisco AMP /L7 = 7 /547D ¥ = A > 25 L T
<TZEvy,

(INTVYD DO R IT7AILDHY—ERDH) FITZAT VR TIL—TDEE

MO T_RToarsT oY X2V T4 T I7A4AT VAT, #MHBENOEEDT 7747 A
MOOHTRIGEESND 7 7 A NMVIZET D7 70 RNOGHTHFEROZEMBERIND L HITT
BN, T RTCOT T IA TV AZEUT T I7AT VAT N—FIHERT DLERDH D 7,

)

Note <3 2 L NACTTTIATVADIN—TEFETEET, TTITA TV ADITN—TI1X,
TFAL LYLVTRET DI LI TEEE A,

Procedure

ATY T [BEX 2V T 4P —E A (Security Services) > [~/ 7 =T kL L E 27— 3 (Anti-Malware and
Reputation) ] Z IR L £,

ATV T2 (BFA—NT—FT 2 TAS— R TA B ANER > TWDEEICHEMA) [7 7747 AID/4
Al (Appliance ID/Name) ] 7 4 —/L RIZZ/V—7ID Z#FBTASI L, [5F <7 /—7{t (Group Now) ]
Vw7 LET,
Eet e

(BFA—NT =PV =2 TAR=FTA B ABENIR > TODHEITHEM) AT Ak ZAv—

T NID R A—FID & LTHEIZRER S, [7 7747 A7 /V—"7ID/4HI (Appliance
Group ID/Name) ] 7 4 —/V RIZERENET,

e

FYRIT—=D X2 UT« .
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FybT—4 £xaUT4 |
B svo—Tmorrs17ozx0mR

T FIAT LV ALL OO N—TFEFICEBTH N TEET,

e VNIV DOTH VN —FTIBINTE 97,

VULV ETT I TAAVLNRINTT T IA TV AD T NV—T R ETEET,

s TN N—FITBEMENTWERYIDT FI7A4 T o ZATHLIBE., ZA—FI2hbin T WID 248
ELET, ZODDIEFRLFENLFRERISIL, ARN—2AFEDDH LTI TEEEA,

T FIAT VAT N—FIDIZ. DHRICT v e — RN L7 7 ANVDF—Z BT LT TOT7T S
F A7 ATl LT&;%%%#&; DES, =720, DTN —THNOLUEDT 7T A4 T o A TIIMGEE
SNFEHA,

T TIAT UV AIN—TID ZFEHTHE, BFEIFTTITHDNCRY 3, EIILEDHD FHA,

s TNV—THNOTXTCOT S IFZATVANT T RADFR LT 7 A NVoHrth— =235 L 9125k
ETHVLENDY 9,

AT = RNTA BV TBEDNIIR S TWDEE, T T ITAT VARIAS— T A7 NIDZEHEAL
T N—7bEnE7,

RTYTI [T7ANGH I 7T R LER—bsDTDOT 75747 A0 V—7{t (Appliance Grouping for File Analysis
Cloud Reporting) 1 &2 a T, Z7A NG 7 K VAR—K ZVv—7IDEZATJLET,

s INMRTN—TITEBMENTWERYDT FIAT LV ATHLHHES. JA—FIThh 0 WID 24
ELET,

« ZOIDIFRILFENLFBRXFN S, AR—AEEZHDHZLITTEEE A,

cHEELZIDIZ, ORI vy 7ua— R L7 7 A NDTF— 2 2HEGTETXTOT T T4 7 ATl
CTChHhAMLENRLVET, 77 L. IDIFUBOIL—TF 754 TV ATITRIESNER A,

s RIEZ2 7 NV—T"ID ZAJI LT, 723 500 T NL—7 1D 2 EETHLENRDH 556
X, Cisco TAC IZRIWEDHLEDHMERH Y 7,

s ZOERFTICKMENET, a3y FTOILEETHY FH A,

s TN—THNDTRXCDT T TATVANT T RNDE LT 7 A VSN —"&EHT 25 X5 ICRE
THUENH Y £,

T IIGAT ATl DT N—F T BT A ENTXET,
WD THI N =TT U BBIMTEETR, BMTELDIE—FEDATT,

RTYT8 [TTT7AT 2 RAE 7 N—T1ZBM (Add Appliance to Group) 1% 27 U v 7 LE7,

DHITN—TRDT T4 TV ADHER

Procedure

ATY T [BXx =2V T 4P —E A (Security Services) 1> [~/ 7 =T #HEE L E 27— 3 (Anti-Malware and
Reputation) ] AR L £7,

. FYRT—=D X2 T«



| #vbro—

9% T4

FORRAKYS—CEDTFAN LEATF—LavssUnHt—ExXD7 s avoBE |

ATV T2 [T7ANDH I 77 R VA= OROT 7747 A0 )V—"71k (Appliance Grouping for File Analysis
Cloud Reporting) &7 v a v C, [JI—THDT TS54T7 2 RADEKTKT (ViewAppliancesin Group) | %7

Vw7 LET,

ATV T3 BEDT TIAT LV ADIFANLSHISAT U RID Z2FRT 5%, LFOBFE2ER L £,

TISAT VR

T77A4ILRHI 54T - ID DGR

EA—NEXa2UT 4 77
TAT A

[Ex= VU7 1 % —ER (Security Services) |>[7 7 A/ L 2T — a3y
& 5387 (File Reputation and Analysis) ] X— 0D [ 7 7 A /L3 OFERER &
(Advanced Settings for File Analysis) &2 v =

Secure Web Appliance

[Ex=VU7 1 %—E R (Security Services) |>[~v/V V=T XKLL E =
7 —3 = (Anti-Malware and Reputation) ] ~S—D [7 7 A /L34 OFEH
#%E (Advanced Settings for File Analysis) &2 v =

X2 VT4 EHTTIAT
VA

[B#T 77 A 7 A (Management Appliance) |> [#EMEBH I —E R
(Centralized Services) |>[tF¥= U7 4777 A7 A (Security
Appliances) ] ~X— YD

TFOEAR)O—CEDT7A4IL LEAT—230BRIURHY—ERDT7H 3y

DERTE

Procedure

ATYF1 [Webt¥=VUT 4 ~3—T% (Web Security Manager) |>[7 7 & A 7R U 2 — (Access Policies) ] % i#&iR

ATy T2

ATvT3

ATy T4

ATy TH

Liﬁ—o

T=TND[TNT =T XK E L E 2T —2 3 (Anti-Malware and Reputation) 1 5iZH DR Y >—D VU v

sV LET,

[FEa~ Ly = 75 E (Advanced Malware Protection Settings) | &2 > 2 > C, [77 A /L L E 2T —
Vary TANE ) T ET AN NIT S (Enable File Reputation Filtering and File Analysis) ] %

FEIRL £,

T ANSHINT B — ST Z—T NN s TS, 77 AL L EaTF—ay 74X FETN

fEfftsh £,

(EEOHHBEMOE Y A7 7 74 /v (Known Malicious and High-Risk Files) JIZ¥fLCT7 7 v a v ([F=
% (Monitor) | £721X[7 2 v 7 (Block) ]) Z&ERL ET,

T 74V MI[EF=HYV 7 (Monitor) ] T,

EHzEEL, RIFLET,

FYRIT—=D X2 UT« .



. Advanced Malware Protection DEIREICBET 57 5 — b DHERLZ1E

FybT—4 £xaUT4 |
Advanced Malware Protection [

(2R3 57 57— FDIHEELZ
Advanced Malware ProtectionlZ BIE 457 T — &2 X595 X 9|
WHZ L EMRELET,
LT OHEI

T TIAT VANREKESINT
77— eZFELET
75— bDEREA 247 BEXE
AT VIR (FTAR—=FTTTR) @ S OEYS Y #15  (Warning)
Cisco Secure Endpoint < /v 7 = 7 53877 75 A
T ANy Ty L, [T A
N EaT—va o —e 20880k
ERE] IR TWDE T AT R
ET 7T AT HALERDY 5
HREF — 2 HARYINIC /2 £ LT (TR TOMWREICXT D IEYE)
T7AN V2T —varE 37 s AN |~y = T RER %45 (Warning)
M — BRI ZEBIETE ERA,
779 R —EREOBEVPHSLINE L, |~/ T =T kK f&# (Info)
[F# (Info)
Tr7AN LT —Ta VORHENER I |~ T = 7 kR & (Info)
F L7,
DHAICEETED T 7 ANV A TRERS |~V = T HR & (Info)
Nize HILWT 7 AN ZATDT v TFa—F
A RX—T NI TEET
—EBDT 7 A I Z A T DB —RFRNIHIT |~ v T = T xR 4% (Warning)
TEEHA,
PR—=FENTNBTRXTOT 7 AN XA T |=/LD =T R & (Info)
DTN —RHEIEZICEIB S IVE T,
Mhin 7 7 4L VTP —ERAX—T9, ZD |AMP Z— (Error)
T T —ZEIET HI21E, Cisco TACIZ7 71
SV ID OFEM A4 A& T D LERH Y £
ESPEDEYS]
77—k, on page 50

e T F AN L aT =gy = RELT 7 A IO — SO U B S TR
s 77 ANDEBPIEDERREDT 7 2 a > DFEAT , on page 49

B rvr7—oEFaUT4



| #vyro—9€X2y54
Advanced Malware Protection #8E DR EE L R— b DERE .

Advanced Malware Protection #4EEDEMNEE L R— FDEERTE

X2 VT A EHT T4 T U ATLR— NEENEBRT 551X, BT 747 AL
TEETA L ~NVTERFE =Y —HA RO Web LIR—FT 47D w7 ® [Advanced
Malware Protection] 7 33 o C, BELREBEFZHERL T EEV,

TJ7ANLMLEaAT—2avBLU T 7ML TOLR—FE RSy F
Vg

* SHA-256 /N> > 2 lZ 8D 7 7 A VORI, on page 45

s Tr AN VT — a7y AN HT VAR — h®DX—, on page 46

e ZDOMMDLKR—=RTOT 7 AN LE 2T — 3y 7 4VH F—HDFER, on page 47

*Web 7 v % 7 HHE & Advanced Malware Protection #§HE(Z -2\ T | on page 48

SHA-256 /\vY > 22 & B T 74 IILDER

T ANBITHHEICER CTE DD, TTITA T AFTEF 2T Ny va T3 Y XA
(SHA-256) LT 77 ANDID ZEKLET, TS I7AT V ABARIDO R DHE T
T ANEUIRT LA TRTOA A% ZANE L SHA-256 & LTSN E T, B
DT TITATVANRI LT 7 ANVEUERT D55, 77 ANVDTXTDA AL ATIEFE L
SHA-256ID 3%V £9°,

WFEAEDLAR—=FNTIE, 77 A /MEZD SHA256 ETU A b&nE4 (EiE o Hik
DN 2T A AR AT b7 7 A VA ZEFREET HI21E, [LA— R (Reporting) ]
> [EE e~y = 75 (Advanced Malware Protection) ] 3R L, 7 — 7 /L SHA-256 U

VI HEIY v LET, BEMT SN T 7 A NVAPFERAS—VICE R ENE T,

FYRIT—=D X2 UT« .



B o rieas—vaveoranntivi—rox—y

2y b= X2 )T«

TJ7A4IL LEAT—3 ET7AMILLDHLER—RDODR—D

LAR—k

Bl

Advanced Malware Protection

Tr7AN LEaT—vary =R Lo THEINT
Ty AN R—=ADEE R LET,

HENEHEINTZT 7 A4 MO TIEE, [AMPHIEDT v
77—k (AMP Verdict Updates) ] L 7R— F & &ML TL 72
X, ZNHOHEIR, [EER~LY = 7B (Advanced
Malware Protection) | 'R — MIBESFLEHR A,

[EME 7 7 A NETNZT = A THERT7 7 ANVNOEED D
L7 AN SN SGE, BT 7 A NVEIET =0
A TWHEHT 7 A ND SHAMEDH [@EEZR~ VT =7 Bt
(Advanced Malware Protection) | L'7R— MIEENFE T,

(AT TVRIZE~/NVT =T 77 A/ (Incoming Malware
Files by Category) | &7 > = &, [ A X LkH (Custom
Detection) JIZ/3¥H S 415, AMP for Endpoints = > — /L)
bRELLTry 7 U X MIRESNTZT 7 A /L SHA OE|
HERLTVET,

AMP for Endpoints = > Y — /A bRGESIND Ty 7 U R

MBI TS 7 7 A /L SHA DFE L4 IT. LR— RO
[(ZfE LI~y =7~ 7 4 /v (Incoming Malware Threat
Files) &7 2 a v T[> FH AZ L (Simple Custom
Detection) | & L TERRINFET,

LAR— hO [ (MoreDetails) 1227 > 2TV 7 %7
Vw79 % &, AMP for Endpoints =22 Y — )L TOT 1 v 7
UAMIBEENTWASZ7AILSHAD 7 7 AV F TV =
7 MR R TEET,

[UAZ{X (LowRisk) | HIEDFEMEZ L AR— KD [AMP IZ
XV EENTZ3ET 74 /L (Incoming Files Handed by AMP) ]
BV aVICERTEET,

. FYRT—=D X2 T«




| #vyro—9€X2y54
ZOMOLE— FTOTF AL LE2F—var 7105 F—s0%7

LAR—k B2l

Advanced Malware Protection [ 7 7 | /0T HIZIE(E SNT2K 7 7 A VOBFE & HIE (F 7213
A V55HE (File Analysis) ] HIE) 2FRLET, SMAT T4 T L AX305T &1
WSA THtriRaeF =7 LET,

1000 /25 7 7 A VKRR 2 RN T D121, T—F &
esv 7T ANE LT AR—FLET,

RUINET 4D e KT 7 A NOERORMEZ G TR
IROHTHRERDF RSN ET,

SHAIZBAT 5 F DMOIFR A BT D0, £E7 7 AV
S _N—OTHOY v 2527w 7 LT, Z7 A0
EONT LTz — NI 2 BMO Mz R rT52 L8 T
=7,

GE)
[EXE/ T — A7 77 A DS L7 7 A Vs o #r
WCEE SN AR, TR0t~ 7 4 L0 SHA {72
IR [7 7 AN (File Analysis) ] LAR— MZEEhE
R

Advanced Malware Protection L© | Advanced Malware Protection XX/ £ & - 72 ¥ a5 A &KIC
BaFr— 3y EREYTHRED, BT —F TL MR ER eg s
nNd L, BEOHENEDLDAREENH Y £,

[AMP L' ¥°27—3 3 (AMP Reputation) ] L'AR— KT
I, ZOT T T4 T UATRIIS N, A vE—UZERIC
HENEDSTE T 7 ANVPERREINET, ZORBOFEM
WZOWTIE, 77 ANVEBBHEDT v 77— h (24 X—
V) EERLTLIIEEN,

1000 2 D2HET v 7T — MaeRRT DHIE, 7%
sV 7 ANE LTy AR—FLET,

1 >® SHA-256 \Zxf L CHIENEEIRE b - 235613, H
ERBETITR LS EFOHEDHNZDLR— MIEREN
i—é‘o

i FH AT RE 70 B RBFRETERIAPN (LR — B IZER S 7= BERE
PHICBMR 72 <) ITHEE D SHA-256 DL 21 54T D
A o= ERRTAHITIE, SHA2S6 U2 %7 U w7 L
*9,

FOMDLAR—FTHDIF7AIL LEATF—3Y T4 FT—2DFRE

FETLHEAIE. VAN LT = a VBRI r A NG OT =2 2O L AR—FTH
fEHTEET, 7740 P T, [BERYALY =TT 7r v 2 (Blocked by Advanced

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |

. Web k5 &> 4 #4kE & Advanced Malware Protection #£88(Z DUV T

Malware Protection) |5I33# fH AIREZ2 L AR — MCERR SN ER A, BIFIZERTRT DX, T—
TNADOTFO[F] (Columns) |V 27 %27 Yy 7 LET,

[ —F—D%HIO L AR— | (Reportby User Location) |

Malware Protection) | ¥ 7 7%V £9°,

Web ~ 5 v %> 4 #Ee & Advanced Malware Protection #8212 D VT
Web N7 v X7 TT7 7 ANVERIERERET D L ZI2E, LTOR

N

WX [EER~ L7 = 7Bl (Advanced

ICHEELTES N,

s 77 AN L E 2T a =PRI VRHENTEEEDH DL 7 7 ANV ERZET DI

X, Web A vtE—Y FT7 X7 0 [FEHlERE (Advanced) |7 v avD[~vLvy =T
J# (Malware Threat) ] =V 7 ® [T h73)TIT«1I)L3 (Filter by Malware
Category) | 47+ a2 v C [BAHIDEBEEDHS. Y RIDBE LT 74)L (Known Malicious

and High-Risk Files) | &R L £7°,

eWeb FT wx L TiE. T4 N L 2T —La VBRICETABRE, NI U

VA=V ONBERFER CREINZ DT AN L T —v g VHER TR EENE
T 2 ZIERMNCT 7 ANDRT V—=0ThD EHWEIN., TD%, HEDT v 75—k
TEDOT7 7 ANNEETHD LB sngGE, 7V —0HEDHRN NT v FitR

ICFIRENET,

IV =M 7 7 ANVBIORAF ¥ o TERVRA 7 7 A VOIFHRITR RSN EE A,
MR RO [7 a7 - AMP (Block- AMP) 1i1%, 77 A /LD L a7 — 3 L HENR

KCTrRIZoHrvarnryrmy 7SNl ézBRLET,

N7 oX 2 T OREMICERIND [AMP & A 27 (AMP ThreatScore) ]i%, 771 /L%
PREICHIE CERVWE I T R L aT—var P—E AR RT HRA N7 4 —
FMUD AR a7 T, ZOEE, Aa7iE1~100 TT, (AMPHENESNT-HE, /-
XA TR r OBAIL[AMPEE A =7 (AMP Threat Score) ] ZMEH LT 7ZEW)
TIITAT U ARIZIOAT # LEVEAZT (%= U7 4 —ER (Security Services) ]
>[NV = THRKE VU E 27— 3 (Anti-Malware and Reputation) | X— 3 CTE) &
#g LT, 7975677 avEZRELET, T 74/ KT, A7 5 60~ 100 D

BICEBEOLDL 77 ANVERRENET, T74V PO LI VEA T OEHE I THERE I
iﬁhoWMSXZTH\774w@§ﬁ/ﬂ—bnﬁ4%@VEJT_VH/T%U\

TrAN LT —Ya LIRS0 EH AL

Note

AsyncOS 1524 LI, [2F 2 T4 —ERX (Security Services) ]
>Rz T7xEELEAT— 3 UEE (Anti Malwareand
Reputation Settings) 1>[7 7 4 L7347 (File Analysis) ] > [E¥#
(Advanced) 1122 L EWVEOEREITESZ /2> TWET, 7
TIAT UAX, AMPEBA 2T LEWEA2T (%21
T4 Y —E X (Security Services) >[Iz T7xkELEa
F—< 3> (Anti-Malwareand Reputation) | ~<— Ti%iE) &
LT, E7927 7 v araP@ Lz £9, Fico
WTIX, 77 A VBEOBEEE | on page 24% SR L T 7231,

. FYRT—=D X2 T«



| #vyro—9€X2y54
I7ALOBREHEOEEHEDT Y 3 0T |

 HTEOFEH L [ AMP HEDOFH (AMP Verdict Updates) ] LAN— F7ZIFICEREINE T,

Web hT7 v X 7DD T oWy ay OFMIE, HIEOETICL > CTHEFINEE
o BEED T 7 A NICHEET D v T oV v a v 2RI DI, HET 75—k L
AR—FTSHA256 V> 7 %27 U7 LET,

o OMTHRERSCOMTHIZ T 7 A VBB EFEANE DLWl 77 A NS T D IEHRIT
[7 7 A V5380 (File Analysis) | LAR— MIOARRINET,

TINTERT 7 ANDZEOMOIEHRIL, 7T 0 RELIFZA T VIADT 7 A Vokrih—

N=DHBAFTEET, 77 A MO THAREERTXTDO T 7 A VN E R % iR

5121, [VA— b (Reporting) 1>[7 7 A /V53H7 (File Analysis) | Zi@RL, 77 A /LT
9% SHA-256 Z ANJ14 5705, £72013 Web b T v F o 7 O T SHA-256 V) > 7 & 7
Vo7 LET, 774NV —ER LTI —RDT 7 A VBB ESND L, TDFE
MERRTEET, DTSN 7 A NVORERIZTRFRINET,

IR CEEENTZ T 7 ANDERGA VAR ANT TI7A4 T AL VB SN
AL INBDA AL RIX, Web b T v ITRBRERICFRENET,

I A LOBBHEOEERDT V¥ 3 L ORF
Procedure

ATY 1 [AMPHIEDEH (AMP Verdict updates) ] LR — FZF R L £,

ATY T2 %4 T5SHA256 ) v 7% 27 Vw7 LET, TV Ra—PFZH L TT 7 8ARFATINTWZT 7 A LT
BT 5T _XTORTUYF I arDWeb T v F o7 F—ERFRENET,

AT9FT3 FIoX T F—HEHEHLT, BRESNZAEERS D2 —F L BRICEETZ 7 7 4 LOLAFIR
T ANDE T — RKIE Web A M2 EOEREFELET,

RAT9T8 77 ANVOBEOMELFEMICHERET 572012, [7 7 A4 V58T (File Analysis) ] LAR— MERFEL T, Z
® SHA-256 3T FIZEE SNTe i E D 0 a it L £ 7,

What to do next
BEEIER
T 7 A NVBBHEDT v 77— |, on page 24

J7A4N LEAT—2avERTDESI TN a—TFTa0)
12/ 77 A/, onpage 50
s Ty AN VT —vay = RERET 7 A N — N~ ORI BT D KR
77—k, on page 50
*API ¥ —DTT— (A>T VL IADT 7 A N5HT) , onpage 51
s T ANDBTEELBVIZT v 7 m— RS {720, on page 51

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
| EECEEED

« 770 RND T 7 A Vo OFEMIANFE2 T2\, on page 52
T DIZDIZEETE LT 7 AN Z A TIZT 57 77— I, onpage 52

Ay 274
17 DA
eaMp & amp I, 77 AN LE 2T — gy —bERELIIZ VU ERLTVET,
* Retrospective [ZHEDT v 77— &R L TWET,
* VRT & sandboxing L7 7 A VT —E X Z /R L CWET,
7 7 A VAT & T Advanced Malware ProtectionlZ B 2 fE#iL. 727 2 v 77213 AMP

TPV rou RSN ET, FICOVWTIE, RPICKD VAT AT VT4 ET A DES
ZYTICET D ey 7 2B R L TIEE0,

0y Avt—Y (7740 LEaT—vary 72l —ZxT 5%ZEI0% (Response received
for filereputationquery) | @ [7 v 7'm— R 727 L 3> (uploadaction) | OIEIZLL T D X HIZ

2 F£9,
«1:%{5, (1:SEND.) ZODHE. 77 ANGN OO 7 7 A NVERETHILERDD
\i‘a_o
2 E[EL7ARV, (2:DON’TSEND.) Z DA, 77 ANVGHHIC 7 7AVEERELE
A,

3 AXTFT—HEDHEFEE, (3:SENDONLY METADATA.) ZDFE. 7 7 A VDI
OIZT7 7 ANVEIRTIE R, AT —HDHEEELET,

c0: 77 ar/rl, (0:NOACTION.) Z D&, o7 7 v a A IRETT,

TJ774IL LEAT—23 0 H—NnNFEEI7AIULDHY—N\~DEHEKRICET 3%
75—t
Ra%E

T7AN V2T —Yary b= RAEEGN T — EA~OER ORI T AT 7 — b &
WS OZELE, (B—0O7 77— MI—HMRMBEOLEZRLTWSLZERHY £9, )

R %
c T 7 AN LT g ENNT—E A L OEE OB on page 29IZFEHE I TV D
BRI LTS 2 LR LT T,

T ITITAT U ARET T RY—ERLEDBEEGIT CVWAAREERSLL Ry NT—7 DR
BEMRALET,

e[V — %A LT 7 (Query Timeout) | Dffx K& < LET,

[EF%=VUTF ¥ —E R (Security Services) ] >[¥/V V=T XKLL EaT—a v
(Anti-Malware and Reputation) ] Z IR L £ ¥, [RER~ /LY = 7 —1E 2 (Advanced

. FYRT—=D X2 T«



| ®ybro—9 %254
AWPIE—0T5— (A TL32077 105 |

Malware Protection Services) &7 3 3 > @ [FElERE (Advancedsettings) | =V 7 D [7 ~
Y%A LT Y N (Query Timeout) ] DA,

APl X*—DIS5— (AVTLIADT 74 ILDH)
Ri%E

Ty AN VAR— hOFEMAFRRLE D & LELRAS, 977 A VET v 7 — K15
DIZ Secure Web Appliance 78 AMP ~ /L' = 7 3 — N —IZ#ii TX 204, APLF—0
TI—bezfELET,

fRRAE
DT —L, AMP VT =T 5O — DR A N EEE L, AMP <~V = 7 58—

N—DHCEBLFHELENT 58I AELET, £, oKW THLHRAET L RN &
VEYF, ZOMEZMRTDITE. ROFIREZFETLET,

CHILWAKRANERHD AMPVNAVY =TT 77 ATV AMBHT LWGEBREE LR L
j—o

» Secure Web Appliance |ZH1 LWVREELZ T » 7o — R LE T,

cAMP VIV = T/ T FF5A T ADAPI F—% Uty FLET, FEICHOVTIE.
AMP VT = TS5 T I3 T YV ADF LY TA v~V TEEZBLTLLTEE N,

EEEE

e T 7 AN L aT— gl —E XD AW & FRIE , on page 34

TJ7A4ILBNFREBYIZZyTO—FEhil
RiIRE

T ANBTPREBV IO E T STV EFA, 77— FERIEIH LR T —13H
D EHEA

iR AE
PITFORIZEELTLEEN,

T TFANDPMUDT TI7AT AL DG HICHEE SN TN DD, TTICT 7 A5
Hrth— 3, ETEZDT7 7 ANVERIRT DT T ITAT U ADX ¥ v ¥ 2 lTfFEL TS ]
REMENH Y F7,

[E¥= VU7 1 %—ER (Security Services) |> [V TF V=T xRE L 27— a3
(Anti-Malware and Reputation) ]X—®D [DVS = V> A7 V=7 b A% ¥ - OHlR
(DVS Engine Object Scanning Limits) | -~2— 3 CiRE L7z K7 7 A VA XDOHIIR % fife

W LET, ZOHIPRIX Advanced Malware Protection F§HE (23 FH S v E 7,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B /59 rnoorunmommrsecrn

959 AN 74 IS HTDOFEMRANTE TAHLY
%8

NT Vw7 7T79 FNDTERIRT 7 A Vo Rld, MfkD £ Ofthod> Secure Web Appliance 7>
57 v 7r— RSN 7 7 A NVTEBATE EFEA,

fER A &

T 7 ANDHNHERT — 2 2 FTHT_XRCOT T IAT U A% T —TL L TLIEE N,

TV T TR Ty ANDHY—ERADHR) TTIF3A4T A T—TDFIE , on page
NEZRLTLLIEIN, ZOREIL, INV—TDOET TI7AT VATFEITTLHLENH Y F
R

PHDE=OIZEETEE I 7ML E2ATIZETBHZIT7TI—F
]

T ANGHOTZDITEEFETEDL T 7 AN EA FIZEATL2EREFHROT 7 — Mz TR E
RS

AR A

TDOTT—HMI, VYR—=FAROT 7 AN ZA TNERENTZBER. T IA TV ARY
R—=hABOT 7 AN EA THHERLTESICEEINET, ZhiX. LTOSEAICRETS
AREMESH D £9,

« B ETOEREDOITHIBIRS N TWD T 7 AV A T HEE LT,

Y R— b HARDOT 7 AN ZA TR TT R Y —E X TORAPEIZE SN T—RIIZEE
SNiz, ZOHE, TTIAT UV ATRIRENTZT 7 AV A T OV R — MIATGERIR Y
HHIZERESNET, EH607nt AN THY, 2—FIZKOBEILED Y £
Aoe

T TITAT UANRHEH L. (2L 2E, AsyncOS D7 v 77 L—FD—E L LT) .

Web 7 )5 — 3 o~ADT7I9ADEE

ZOETHHATHINFIL, RO LBV TT,
cWeb 77V r— g DT 7B AOEFH  HE (53 4—)
*AVC £721X ADC = VU ZHNT D (54 X—)
T IV = a VEIORY) —EE (55 =)
W OHIE (59 ~—)
A VAZU N A=Y FTT 4y 7 ORIE (62 X—)

*AVC £721XADC 77 7 4 BT 4 DFmR (63 ~<—)

. FYRT—=D X2 T«



| *y b5 €%a2y74
Web 77— av~n7stansE : B2

Webh 7 TUH5—S a3 oADT7HOERADERE : IE

Application Visibility and Control (AVC) 721X, Application Discovery and Control (ADC) =~
VUEMHT DL, BT TV r—a v OREEN A R EICEE L TR TH, *ry U —
2 LT TV = ary T T4 T 4 &2HlT R =2 ETEET, T7EBEARY
Y= N=T DT TV = a VilllERE TS £Y, flell, FET TV = aros
AFDSECT, TV r—varkruy 2 3R T52ENTEET, £, FFEOT
TV r—vary A TICHIZENT 5 2 & b ARETT,
TI7RARY) =M LT, LTFOBRELZIATTE £,
T TV a v OBIERT 7 T 4 T 4 EILEE DM A 3 b r— L Z il
LET,

ADC (21, O A ar br—v (FGC) 723 8EERAH Y £4, HED
TFY)r— g kLT FGC 2R ETE £1,

MEEDT ) r—a v A AT THEAIN S EIEEO A HIET S
~

Note -1 i3, AVCICOAZEHENET,

T = arNTay s ERi Iy Ra—Y—IZ@maT 5

A VARV RN A= Tas, V=N AT A TOT Y r—3 g A\l B
nUThH

Note - j1/3. AVCICOLBEHEINFET,

AVC £721XADC o DU R LTCT 7Y r—3 g U EFHIIT A1, IFOX 27 2 FELT
Li‘g—o

2BRY BARI~DI) Y

AVC £721 X ADC = VUV ZHMNIT D |AVC £721X ADC =2 V> ZHF30Z7 5, on page 54

TI7RAR)— TN—TICHEHEZR | T78AR)— T N—TOT7 7V r—va %
ET D PREXE, on page 58

TV = a v A T ONEE T D | A e O il 4, on page 59
& 2 il [R U CHREE & i35

Note

ZhUE, AVCIZoBEA S E T,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B avczrzaczooozamcTa

2BRY BRAO~D) Y

AVAB N A= T T 4w (A ARF N A= T T v 7 O, on
EHAL, A AZ L b Ay YUY | page 62
X774/ EEIET D

AVC £7=IFADC TPV ZEBHIZT S

[fFEHFFA 22> h e —/L (Acceptable Use Controls) ] Z AN T 58481%. AVC 721X ADC =
YV ERAMMILET,

\ )

Note [L/R—} (Reporting) ]>[7 7 U —< a3 DFa (Application Visibility) 12— D [7 7V
sr—3 a3 DF (Application Visibility) ] LA — KT, AVC £7/21F ADC =2 VU DAF ¥
YTITAET 4 2B TEET,

What to do next
BEEE
TN =g VT TV NDT J 2 =3 2, on page 54

« BURANAVC £721X ADC =2 V2 k) 7 a v 7 ShizA O —3 —{KBR, on page 55

FINVG—2a3 0 T oDV ETIHILEDTI a3 Y

AsyncOS [TEHIMNCT » 7T — b = _—={Z VA bE T, AVC = VU EEHZTTO
EX 2 YT PRI E—FY MIOWTH LT v 77— FOFEL R L £, AVC
TV DT v T T ML, HLWT T U =y a v A TRT T =3 kT B
R—=EIBREENDZZENHVET, o, 77V r—a VOBERERE INT-HEF. BEF
OF7 7V = a Ak T AR — M b EHRINET, AsyncOS/N\— a3 Y OEFIZHHOET
AVC = Uy ERHTHI LWL, —n"ET v 77 L —KF5Z &7< . Secure Web
Appliance D F#RME PR TZAVE T,

AsyncOS for Web I%, 70— L 778X RY =L FOT 74V s 77 arzdlnY
TS,

cHLWT TN r—a v XA TOT 74V T 7 v a ik, [E=4%— (Monitor) | TY,

ERET SV —arNOT a7 T A NEEREDH LWT Y r—3 g VEEDT
7 4V FEREIX, [E=4%— (Monitor) ] T,

cHEDT TV =y sy AT OHLWT T r—2a v OF 74 b T v a VI,
FOT SV Ir—ary BATOF TV N T I a T,

. FYRT—=D X2 T« I



| #ybro—=9€Fa20U54
BRAAVCELIFAC T O VY Tny s sntgaor—v—Hi ]

\)

Note /'o— A7 27HARY L —Tld, 7SV r—2a b BATDTF I HV T 7 a r ZikiE
TEET, ZHCEk-oT, AVCEAIZADC =P o DT v F— ML VEASNEH LW
TV r—vasit, MESNET 74NV T 7y aryE2HBNICHKALES, [T78AKR
Vo— I N—T07 7V r—>a VEHKIE, onpage 58) ML TS E30,

ERMNAVCEFIZADC T2 VIZ&Y TAY I EN-BEDI—TF—KER

AVC 77T ADC = PNl E» TR T ovarnyay 7 E&8nb L, Web 7 aF (3=
YRa—H—l Ty I R=UEREFELET, 2L, TRTOWeb A FTT Ry 7 N—
UINERENDI DT TIEH Y FHA, £ D Web A hTIE, Y Web <X—Y DbV Iz

JavaScript ZfEH L TEI = 7 Y BRERRIN, Ty 7 R=URKRINDHZ EIEIHY F
Hh, TOEIRLGAETH, 22— —3@#HYUICTry 7 SN TVWEDOTEEDH LT —F & X
Trua—RTH5ZEEHD EFHAN, Tr Yy INTND I LD Web A Dl S /s
WEELH Y ET,

~

Note HTTPS 7 1 % I 345 C, Webroot 23R DIGE -
« [7%h (Enabled) ]: AVC 7213 ADC = > P UNIREIT 554 LB L2 WGEARH D |
PENDRSINET, hToVF 7 aid, Axy T OHEICH > TUHEINET,
« [#E%) (Disabled) ]: AVC £721ZADC =P lEHEI L, HENKRENET, FT ¥
g E. AVC F7713 ADC OHIEICHE> TR I N FE T,

7TV r—2a vElIEHOR) O—RE

TV = a el 13, UTOEREHET DLENDHY £7,

TFoay Bz

TV —vay A OFRITEROT S r—varvEEhh T 2Y TY,
=" (Application Types)

TN r—a v HHT IV Ir—r a2 T L TCWDREDT 7V r—a v,
(Applications)

TTYr—va VEME | BEENRECE DT Y r—v a VN TR E T TE D H
(Application EDOT 7 v a rETEE TRTOT Y r—3a VTRE R
behaviors) REMENREENTWDIDITTIEH Y XA,

TIRARY) = I N—TDOT7 7V r—a VHlHEZRECEET, WebtF=2UT 4 <
F—3% (Web Security Manager) ]>[7 2 A &R U 2 — (Access Policies) ]“X—3C, RET

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
. EFERDHXTE (Range Request Settings)

HARY = T N—TD [T 7V r—3 a3 (Applications) |V 27 &7 Vw7 LET, 77V
TF—va VORRERZIE, LTFTOT 7y a v ERIRTE ET,

FTF7oay B

717 (Block) ZOT v alE, BT 7Y a T, =P =T Web X—T %
ME TR, Ry F a—Y—@m—YR"EREN
EJaN

Note

T =2 a BADC/AVC T vy 7 ERbh kIR ESH T
LG, TV =y a0 _XCoVTh I T ey s Eh
F9, FEOY T HT VIS A Ul A L TRy
7 CEXETN, T OHHEIE smugmug, Facebook, LinkedIn 72 & D4f
EDOT T VICRESIET,

=% — (Monitor) TOTIvat, T 7 a T, Web X 0TR XHEx |
TN v a U EMORIERE L EE LT, WATARKT 7 v a v
RELET,

PR  (Restrict) ZOTIva it TV =y a v OEENR T By 7 END T EE
RLET, 2 2E BEDA AR N A=V T F Y r—3g
YOI FANMERET Ry I THE QT TV = a DTy
a UTHIR S E T,

HIE HIFR Media =2 Facebook 72 EDEFED T U 7 —3 3 2% LT, Web k
(Bandwidth Limit) T 7 4 7 CHEHAWREREIEEEFIRECXET, TV r—TarH
ERZFOT I r—3 gy a—F—DEIRELEIETX £ 4,

ESPEREY=]

« FEPHER OFRE (Range Request Settings) , on page 56
s TV —a VOB ED TS DN—V L FTA KT A, onpage 57

EFHERDHTE (Range Request Settings)

HTTP OFFHERNT 4 =T N DL ZICKRERT 7 A NDPEBEDA N — A TH T a2 — R
SINBHIHEE, MESINTEARNy I —VURAF Yy ENET, ZHICED, RERFT V=7 bO
HFyra— RSN Z v ra— NEH2—T 4 VT 407 SV r—yarhnh, N7 4—
T UAEDAY y RRELNRL R ET,

b0z, [BFEAZEROELE (Range Request Forwarding) | %1 r—7/WIZT 5 & (Web 71
VOBRERSWR) | FHETHRMAERONUE S EER) =L IHIEcEET, o etk
X TR =B 7] TR, KRERT 7 A NVOBERERHZEIE 2 Kb+ 572000
G

7272 L, #PHESR OERE DA 2 — T WAk, A U — ~—Z D Application Visibility and Control
(AVC) OBV REZWYIT, X2V T 1 2RETLAEMENRSV T, EX=2U 7 1 LORESL

. FYRT—=D X2 T«
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swa-userguide-15-5_chapter4.pdf#nameddest=unique_357

| #ybro—=9€Fa20U54
FIUr—vavilogEntooL—LEHA k51> [

Db AUy NOFNEBERGEIZOHR, +53IZEE LT HTTP O [#iHZER D% (Range
Request Forwarding) ] %A R —7 /LI L TLI2E 0,

Y

Note GfipHZiRak 1L, ®PHESREENAZ T, VR b 1 20T T r—vari[7avy
(Block) ], [flFR (Restrict) ]. F72iL[Arm v h/L (Throttle) ]IZEXE S LTV LA A
TEET,

RO —DEHEABERDHKE

FEHEEROFE CHEEREEELGL : 7 T4 7 MIFEORMDERZE(E L
(R.ange Request F9, 7272 L. Secure Web AppliancelX, #—% v hH¥— 31— [Tk
Settings) ET 2 BN ER D HREH~ v & — %2 HIB L £+, %IT Secure Web

Appliancel, 7 7 A VE&EKEAXT ¥ L, A MNiHE 7 T4 T >
MZEEFELET,

Note

7747 v MWD THIPHE R Z1X{57 % &, Secure Web Appliance
37 747 2 b OBROFMERZHE L T, 7 7 A 2k
EEELET, AL 747 NERITNOZ ZA4T 2 "inb D
Hfe DR TiE, Secure Web AppliancelZH /7R 2> 7 2 D
BT ITATMIEELET,

cEIFERFIRET D : 7 T4 T MIFFEOREAOE R ZX(E L F
9, Secure Web Applianceld, [F] CER%E % —75 v hh—/—|Z3%
BL. ORa T oY EZEL T IA4T  MOELET,
Secure Web Applianceld, A ¥ > #& LA IEME TRV FTHEMED B 56
G T Y DR EAF Y LET,

Blist ) 2+ BIEDIRE DRI N ORI D, N7 74 v 7 O fRETE &

(Exception list) T, DFE V| [HFPHERZEZE L2V (Do not forward range requests) | %
BIRL72581E, BEREAERET 2%k ECE £7, FERIC, [#HiPH
TR & HR1%59 % (Forwardrangerequests) ] 2 3& IR L7235A01%. Bk &L
ELRWIEEAEETE £ T,

TFIVr—2 a3 EHEHOERED=HDIL—ILETA FSM4 Y
TFU =y a VI ERET AL, UFDOL—L A RIA4 B EZEEBLTLIIEEN,

e R—hENBT TV r—arv AT, TV r—vary, BIXOT 7Y r—v g @)
fEIZ. AsyncOS for Web D7 > 77 L— R T, £72I1X AVC £721ZTADC =T DT v
7T — NI T AR N B Y T,

e —T P —FFERIIA NI T LT 4 T EANIT DL, AVC T DU,
BRRT T T DEOOT T r— g U EBRETOVLERHY £T, o1k
LT, AVC 0 VUNIIREARL B ATy L, MRT SV r—ra vzl 4, £
DFER, 77747 ATy X —%iRE LEE A,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B 7rexkus—v—Jorivr—vavemns

[TV r—arZ47 (ApplicationType) ] U A R TliL, &7 7V r—var XA 7D
TRNCT TV r—a v OFRET 7 a v R—EBERRINETN, TNHDOT 7 v a i
Ta—r L R =B REINTZbD, BEDT 7 AR U —TCTRESINTZLD
NZOWNWTIIREINFER A, FFEOT 7V r—2a 07 72 a XD CGEMZR~ S
Wi, 2077V r—vary XA TEREHLET,

Ta—RSAVT 7R AR) =TT, ET7 TV r—a v ZATOT 73NV T 7 av %
ETEET, ZHIZE>T, AVCELIZADCZ U v DT7 v 7T — MILVEASR
FEHLWT AU r— g, TOANRNT 7 a A AEBICHEA LT,

[ZM (Browse) |Ea—T7 7 U r—3ar ZAFO[TRTE2HE (editall) 1V 27 %
IV rdhE, FOT TV r—var ZATBTEHTICOT IV r—v 3 ZFE L
T varvEMEICGRETEET, L, RETEZ501X, 77V r—a VEEDT
JvaryTiRR, TV =y aroTrsva T, 77—y a VElfEER R
BT AR, 77V r—va v EEICRET AL ERH Y £,

(%% (Search) | B a—Ti&k, T—7 N7 7 a bTY—hFbE BRT 7V av
WCHANWTT =TI NN NEXONET, e 2L, [Fe— (FTuyr) Z#H (Use
Global (Block)) 11X [7w v 2 (Block) ] D#EIZEIE SALET,

cBAHNL— NEBHENZ SAT Y MIA VA =L EINTWARWESIT, BEICLY., 7
TV r—a T T —PNREAETLHIIENH Y F7,

FEIEE
T IRARY— I N—TOT Y r— 3 UEPELE, on page 58
« BIROFIIEH RO E, on page 60
* AVC £7213X ADC 7 7 7 4 £ 4 DFER, on page 63
FHRR R L= FL—TOF T r— 3 L EEEE

Procedure

ATYF1 [WebtFxaUT 4~F—V+ (Web Security Manager) ]>[7 7 & AK U 2 — (Access Policies) ] %R L

i‘j‘o
ATV T2 RV v—FT—TNT, WMETHR)— TV—TD[7 7V r—3 3> (Applications) 15ZH DY 7
7 Vw7 LET,

RTVT3 Ta—nNAVTIeARY) V—ERETILHA
a) [TV —vars ZATDOFT 74Nk T 73 a (Default Actions for Application Types) |27 > =
T, T TV = ar BATDT 7NV T 7y a v BERZLET,
b) X—=TD[T TV r—a EEERSE (Edit Applications Settings) £ 7 v a T, £7 7V r— 3
YEATDEAN=DT T AN T I are—fFLT, 4 ICmRETEET, HrxoT S
Vor—avDF 74NN T 7y aremETHFIEZ UTOEEY) T,

. FYRT—=D X2 T«



| #ybro—=9€Fa20U54
smiEosie ]

ATV Tl 22—V —EROT 7 AR —%2RETHHEIE. [TV r—va vUEsmE (Edit Applications
Settings) |27 v a > T[TV r—a DOl AX LG EREF (Define Applications Custom Settings) ]
EIRL £ 7,
AT TS [TV r—vaOE (ApplicationSettings) [fEIK T, KRy 7 X 7 A=a—05 [BE 2 — (Browse
view) | £721E [ B = — (Search view) ] Z3EIR L F7,
« [BHBEa1— (Browseview) |, 77UV r—a ¥4 725 TEET, B E 2 — (Browseview) ]
EHERATDHE, FFEXATOTRTOT T r—va VERRICRETEET, [ E 22— (Browse
view) | CT 7 U r—va vy XA TP 022N TODHEEIE, 77V r—ray ¥4 7OERIC
TV =2 arORET 7y aryB-RERSNET, ZEL, ZN6DT 7y arinsZa—r3Ir
RV = bffER SN b0, BUEOT 7 EARY V—TREINLZHDONIOWTIREINEY
oo
«[BRFEE 21— (Searchview) |, ARIICL > TT AV r—va v ZRBTEET, TXTCOT 7Y r—
arDIYANPELS, HEOT IV r—arETIERADT TRET D2MNENH HGEE. [
b 22— (Searchview) | ZfEH L £,

ARTVT6 &7 7V r—vav 77V r—va T 7 v a v ERELET,
AT T SN THET 7V r—a  OEREZRE L £,
ATy T8 BEAEFELTCHEELET ([XF (Submit) ] & [EH ZH#ME (Commit Changes) ]) .

What to do next
BEEIER
o HrlEE O HIE, on page 59

- = 4

15 iE 0D | 12
BIRHRHIIR & 22— —DHIR O &2 T o7 v a A LI=SaiE. bHIROE L
WA arRNEAENET, URLITIVDOID FAV—T75EFR L., ERIEEHIET AT 7
AR —TCEFOIN—TEFRTHZLIZLD . BED URL b7 =V I2%F L CEHmE ]
[RZEHRTE £7,

LUF ol fR 2 E&R T E £

wIEES] | 528A BRG~D) Y
R
L7 YPR=PENDT TV =gy 24T | BIROFIEERIBR O E, on

T, Xy MU =7 Oz —¥ —mTo2fkrIl | page 60
RAERLET, BRZRFEIERIIRIZ, Cisco
Secure Web Appliance & Web h—/X—[H]D ~ Z
T4y B LG ZFET, Webx ¥ vianb
DEZ7 4y 7 ITHIRENER A,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B sooxgEsRoRE

RS | 5ieA BRRO~D Y
R

A—H— |7 FVr—va v A4 7L, v U= k| 2—F —O#RIEHIR D% E,
DR E 2 —F—IZxtd SR % EFK L 9, =— |onpage 60

P —OHIRIE R R IX, Web — —nDHD k7
T4 7T TRS, WebFrvanbdD T
747 bR LUES,

Y

Note HEBGHEHIIRAZ EFRL Th, 22— —~DF —FEENEL RDTET T, 7+ —FIELED
EIMIZHEANTT =N Ty 7 ENHDITTIEHY A, Wb XN LoTET
Vir—2arD o7y a ACBIENELD, bh—"—~D Y I MBOE L= L IR A2 F
j‘o

EARDOFEHIEFIRDKE
Procedure

ATy T [Webt*x=2UT7 1 ~F—T % (WebSecurity Manager) |>[2KOHIKIERIFE ( Overall Bandwidth Limits) ]
IEIRLE7,

ATv T2 [REOHE (EditSettings) 1227 U v 27 LET,

ATy 73 [HIRME (Limitto) |47 a v 2@RLET,

ATYT4 ATy M (Mbps) F7zidFr bty M (kbps) B{Z T, HlRT LD N7 71 v 7 E&EANLET,
ATY TS BFEEEEFLCHELET (XE (Submit) | & [EEAME (Commit Changes) 1) .

A—HF—DFFEREHRDRE
2 — P —OHIIEHIRZ EFRT DHI2I1E, 727 A KU 2 —>0 Applications Visibility and Control
NV THIRIEREZRE LET, 77 EARY —T, 2—P =T LTUFDH A T D
g R 2 ERTE £,

T7iay BEL] BRRG~D) Y

TIVr—23av 34T | 7a—n"L T I E8RAR)—T, HAH| TSV r—var ZA4S
DT IA N EOBBUEH] |\ 77 Y r—va v S FICRT DT OF 7 4 /b ORI
PR (Default bandwidth TOT7 TV r—v a3 x LTT 74 | ROFE, on page 61

Iimit)for an application LR OERIEHIREZ EH X 3,
type

. FYRT—=D X2 T«



| #ybro—=9€Fa20U54

FIUr—var a1 707740 rogmEiRozE [

TF7oay

B

BRRY~D) Y

TV r—3av 347
DFPEHIR (Bandwidth
limit for an application

type)

AP —ERZDOT VA KRY —TC,
Ta— LTI EARY I —TERS
N7 IV r—yay XA TDT T
b N OFIIERIEZ FEEXTHZ N
TEET,

TV —=vay ZAT
DT 7 # v b OFIE g
R HEZ{L, on page 61

TV r— a3 nwE
TEHIBR (Bandwidth limit
for an application)

A—WP—FEFZEOT 7B RY —F =
X —N"L T rERAR)—T, T
TV =y a v AT ORSEERIR %
AT 20, HIR LW (77U r—
va v XA TORIRERER) ZIERT
¥,

T r— g U OESE
i il 481 OO F% 7E, on page 62

TINVr—3 0 B4 TDTI4IL COFEIEFIEOERTE

Procedure

ATy T
iﬁ—o
ATy T2

7707 LET,

ATvT3

[Webt ¥ = U7 4 ~<F—% (Web Security Manager) ]>[7 7 & AR U — (Access Policies) ] Z 3R L
RV —FT—=TNT, Fa— U7 78R R)—0 [T 7V r—3 a3 (Applications) 15IcH DV

[TV r—2a B ATDT 74/ 8T 273 (Default Actions for Application Types) |2 ¥ 3 > T,

WMETDT TV r—ay XA 70 [HigERIFR (Bandwidth Limit) ] OfIcH DV 27 %7V v o LE

j‘o
ATy T4

[ Sl il R 2

FoidF oy M (kbps) EALTASNLET,

ATy TH
ATvT6

LEH (Apply) 122V v 27 LET,
EEEEELTCHELET (X5 (Submit) ] & [EHAZ#E (Commit Changes) ]) .

TIVr—230 34 TDT T4 OFEEHIBROES L

X (SetBandwidthLimit) (%8R L, HIfRT25  T7 74 v 7 &%, ATy MY (Mbps)

2—PF—FEDOT 7/ EARY L —T, Zu—RNL T I ERAR) — I —FCERINET
7 H v b OFIERIREE FEETHZENTEET, ZUX (B E 2 — (Browse view) ] T
DHFATTEET,

Procedure

ATYT1 [WebtFx=UT 4~3—T v (Web Security Manager) |>[7 7 B AR Y 2 — (Access Policies) ] Zi#R L
i j—O

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |

B 77— osmmsmons

ATy T2

ATvT3

ATvT4

ATy TH

ATvT6
ATy 71

R —TFT—TNTC, wMETEHZ—Y—ERZRI — I NV—TDO[T7T7Vr—3 3 (Applications) |75/
WZHrV %7y LET,

(77U r—a VR ELfmEE (Edit Applications Settings) |27 v a > T[T U r—a v DOHAH L%
JE % iEF (Define Applications Custom Settings) | Z 3R L £ 77,

WMETDT TV r—ay XA 70O [HigERIFR (Bandwidth Limit) ] DRIcH DV 27 %7V v 7 LE
7

B D ki il BRAE 2 SR - 5 (2%, [ dilBR A 3¢ & (Set Bandwidth Limit) | Z3&R L, #lR32 ~Z
T4y RE, AHEY M Mbps) E7-EF oy M (kbps) AL TAN L x4, SR ZHIR L
W EERET DL, [TV r—a XA TR S AEEFIBR 72 L (No Bandwidth Limit for
Application Type) ] ZiEIR L £7°,

GEAH (Apply) 1227V 27 LET,

EHEZEE L THEELET (XE (Submit) | & [EFE &M E (Commit Changes) ]) .

T IV r— a3 v OFEEGIEORKE

&
ATy T2
ATvT3

RATv74
ATy TH

ATvT6
ATvF1

Procedure

[Webt ¥ = U7 4~F%—% (Web Security Manager) ]>[7 7 & AR U — (Access Policies) ] Z &R L
e 8

R — T =TT, WETDHRI— I N—TD[7 7V r— 3 (Applications) 15cH DU >
7 Vv LET,

EFRT DT TV r—varRNEENTWET T r—vary X4 7EERLET,

RETAHT IV r— a0V ru2 70 v 7 LET,

[E=4%— (Monitor) ]ZER L., WIZ, TV r— a3 XA 716 L TERE ST D HISNE PR %
B3 20, HIRLAW»EZRIRLET,

Note
HIRIEHIROREIL, 77V r—ra N7 uv 7 SRTWAEEAEe, 77UV r—ar 2471 LT
HIRIERIEAER SN TR WESITEA T E% A,

[56T (Done) | &#27 Vv 2 LET,
ERu2EELTHELET ([(%F (Submit) ] & [EEZME (Commit Changes) ]) .

AVARZU N AytE—D ST 49T O

MM T4l 7yl Eidt=d—3H20nTEET, /2, IMP—ERIZL-T
. My a b ORBEDT VT 4T (T r—raliifE) 27uv 352480
T&EFET,

. FYRT—=D X2 T«



| ®ybro—9 %254

ATy
ATy T2
ATvT3
ATv74
ATy TH
ATvT6
ATy 717

ATvT8
ATvT9

ave £z Ac 7o 7 EF s 0ET [

Procedure

[Webt ¥ = U7 4 ~<~F—% (Web Security Manager) ]>[7 7 & AR Y I — (Access Policies) ] Z 3L
£

R o—FT—=TNTC, WMETDHRY) L — I N—TD[7 7V 77— 3 (Applications) 15icHB Y 7
27V v LET,

[TV r—a O AKX LG E % EF (Define Applications Custom Settings) %27 U v 27 LET,

[f A% b A ytE— (Instant Messaging) | 7 7V —ay XA 75EBELET,

RETHIMT TV r—2arOichdr ) 7a22Y v 7 LET,

ZOMT IV r—2arDFXTONTI T4y %70y 7 35I20&, [FPry 2 (Block) | Z#@&IRLE
D

M7 7V r—rark®=F—LReNb, 77V r—ra b NOREDT 77 4 €T 4 %271y 735
I, [E=%— (Monitor) | Z&IRLTH6, 77UV r—vary@fffe LT [7 vy (Block) | AR L
£

[52T (Done) 127 Vw7 LET,

EHEZEE L THEELET (XE (Submit) | & [EHE&2ME (Commit Changes) ]) .

AVC £1-IZADC 7V T4 ET 414 DX

[LAR— b (Reporting) 1>[7 7V 7r—3 3 > ®FERx (Application Visibility) ] ~2— 2%, fiff
HENTWb o7 ) r—rar b7 7 r—ay 24 FICET L ERPEFERINE
T, T, Tyl ESNTWDLENOT T r—va kT T r—var XA T HEFEREN
5

THOwAO45 774D AVC £1-(% ADC &R

TRV T T ANMIIE, NF P I a T EICAVC E2ITADC = YU b IRE -
HWAREINTET, 7782l DRXy VHERHRES a2, LT L2787 41—
LRRHY ET,

£ ER FHORROFTDHRAL T4—)L |WICOATDHRELT4—ILK
N
TSy r—a 4 | %XO XAPP

(Application name)

TV = a v ZA | %Xu x-type
7" (Application type)

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B #=7—somamt

7Y r—3 g VEIE| %Xb x-avc-behavior
(Application
behavior)

)

Note 4KrED7 71U — 5l LTCADCT F U r—3 a v OBWEERET DL, FOT 7Y r—
TarDARERRTEET, TNUNDLEE, I AZ LEEIL [AH (Unknown) ]i1Z720 F
R

WET—2DREL
ZOETHHATLHNEIL, ROLBY TT,
o W T — F ORI IE O (64 2—)
« Ty 7 u— FELROER (66 ~—)
« SN DLP & A7 LZEIT LT v 7 r— FEROEH (67 <—2)

e F— A X2 VT 4 BLUSEDLP R Y >— Z L —TF DAL=y O (68 2—
D)

T —H X2 VT 4 RN T—BIOINEDLP AU o —DERL (69 ~<—)
« T v u— REROBEDER (72 2—)

S DLP & 2T LA DEFR (74 2—3)

S DLP R Y o —IC k27 v 7 u— REROHIE (77 ~—)

« FT—HEKBIEAT Yy OuX T (18 =)

WET—2DOREHIEOEE

Secure Web Appliancel 3L T OBEREIZ L > TTF — X DR REHER L ET,

R s EA

CiscoT —# X2 VU7 4 Secure Web Appliance® Cisco 7 —4# £F 2 U7 1 7 4 L

7 AN (I, HTTP, HTTPS, FTP 2/ L Tx v hU =7 nbREFESH
L7 =2 &l L £,

P— RX—TF ¢ 57— X I | Secure Web Applianceld, ¥ T — & 235 L CLR#ET D103
ik (DLP) O#téA f7pth— RX—F o Bl v 7 Y MR DLP Y AT AEHEA L
F9, Web 71 % (3 Internet Content Adaptation Protocol
(ICAP) ZfEH LT, 7aX ¥ P — "= AT Az
VTV AXx kA T7u—RTELEIICLET,

. FYRT—=D X2 T«



| #vyro—9€X2y54
g A XUTFO7 v Fo—FEROA1 52 [

Tyl ua—REREZETDIE, Web 7 X U3 ERET X X2V T 40 R v— J—
TRNEEDLP AR Y >— A —7 L L C, WHT 2R — 7 —7%RELES, WH
DEATORY —DREINTWDHEGEIL, SMBDLP AU > — & i3 5, Cisco 7 —
X270 R =L HREKGLEST, AU — ZA—FZEREE Y Y TH%, £
DERZRY — T N—T DR EFHHIERE L g L, ERICH L CFETTLHT 7 a v %
RELET, Ty ua— REREZWET DD T T ITAT L ADFREFIEIL, R v— 7
N—=TDHA T >THRRY FT,

)

Note ¢ X3z (0) XA FDT7ANDT v 7T u— RERLTWDLT v Fo— RERIL, Cisco
T—=H X2 VT 4 RN —FFAEEDLP AU & —IZk L CRMli S E R A

Xy MU= MBREINLDT—FEZHIR L2V T 5121F, LFOF A7 ZETLET,

ARY BRY~D) Y

Cisco7 =% EXx = VT 4 RY—%AFRT |7 v 7 m— FEROEHL on page 66

74

ANESDLP AR Y > — % AFRLT % SNESDLP v AT MZHBIT 57 v 7 e — NER

DEEL, on page 67

F s % )T 4 Y S EUSMBDLP | 7 — % £ % 2 U 1 K Y L —35 L 04 DLP
B — a5 AU & —D{ERK, on page 69

Cisco7T —# EXa T4 RV —%FHL |7 v 7 v— REROZREDEH on page 72
T7 v 7'ma— REREZHET 2

NEDLP AR Y —2FHALTCT v 7 ue— REAEDLP R > —I12 k57 v 7 u— FERD
KA HIET 2 Hill4#1, on page 77

RN AXUTO7y TA— FERD/INA /IR

0y 77y AVICREESNDT v a— RESROBEE S T7-912, F/hERY A X2 ERTX
T, 2OV A XE FRDLEGE. Ty — RERIICiscoT =X X2 VT4 7 4200
HDLP b —NR— 2 Lo TAXF ¥ ENFHA,

IHEFEITTAICIE, LFOCLL 2~y REFHLET,

* datasecurityconfig, Cisco T—H X2 UT 4 T NXIZHALET,
* externaldlpconfig, X E AL CWAHE DLP r— "—Zm@mH L £9,

T7H/NNTEH, EHEHDCLI a< 2 RTHERANLOE/ N A XL 4KB (4096 /XA k) T
T, BT ~64KBTT, 8 E LY A XT, T v Fu— FEROKIBEDOY A X2
mAINhET,

FYRIT—=D X2 UT« .
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B =xpuzr—scicinyssntBa01—y— TR IUR

\)

Note

TRTCOF v o7 2o a—RENET v 7a—REITRTCORXALT 4T FTP T P73
Ui, CiscoT —#% BX 2T 4 T4 NVFEIINH DL — =2 Lo TAF Y ENFE
T B2 HE) o 2Pl WAZLURL AT AVICESNTINS AL RATEET,

BERMBET—2ELTIOVIENEHEDLI—HF—IHVANYI VR

CiscoT —ZEXxa VT 4 74 NERHNADLP Y —"— %, 7Ty 7 r—REREZTav /7§45
EEIL, Web 7 XNy R a—P—lF5T257ry s X=UERMELES, 73T
Webt A h Ty Ra—H =7 vl R=UREXRINDIDITTIEH Y A, =& 2I0E.
—HERD Web 2.0 Web H b I3FRIY72 Web ~— D3> Y IZ JavaScript ZEH L TEIR =7
VY EFRL, 7D/7A%y%§TL&W%Aﬂ%<%Di¢O%@ib&%éf%\?%
X2 )T 4 EPEAE LV E I ——3@NC T ey 7 SNTHWETR, ZOZ &
23 Web %A FbiBam S nenGatH o 32?“0

7y JA—FEROERE

Before you begin

[E¥=VU7 4 ¥ —¥E R (Security Services) |>[7 —# X = VU7 ¢ 7 (/L% (Data Security
Filters) JIZBEN L., CiscoT—% X2V T 4 74V EZEHDLET,

Procedure

— B X2 )T RYI—TL—TH#ERLTHRELET .
CiscoT—H X2 UT 4 R —iF, 7Ty 7rn— REREZIFMT DB, URLT7 4 &Y 7 Web L
Ear—rary, BLOT vy Ta—FRar7oUEREsFEHLET, no0exF2 70 avR—xy
ML IZREL, Ty 7a—REREZ T 0y 73530 nERELET,

Web 7' 37 v 7 a— RERZ G E & g T 2 B3, NARICREZFHn L £ 9, &HlEEREIX
CiscoT—% X2 lT 4 RU—DIROT 73 DNTNNEETTLEICHRETEET,

7oLar |EBA

Ty Web 7o 0%, #FL2HFTET., 7oy 7 0BEZIHT I K 2a—F —@m3—
(Block) CHEFERLET,

. FYRT—=D X2 T«



| *y b5 €%a2y74
SEEDP LR 7 LIcks1357 v To— rEROEE [

7oLar |EBA

el Web 7%t 55— X X207 4 RV v—0EKVOEX2T T 4 —ERA A%y
(Allow) ENRANRAL, BT 72 a7 T HRIICT 78 ARY —TxF L CESRZFEE L E
—340

CiscoT —# EX=2UT 4 RV —TiX, BODOT—F X2V T 4 AF v &/ A R
ATEETH, HMBDLP LT 7 A RY =DA% IS RALEH AL, Web 7 11
FUMNERIZH L CITTDRET 7 v a ild, 49567 78RR o— (F720F,
KaeTwy s 35N H L RINE DLP RY —) IZL > TRED £7,

FoH— Web 7 x03%, BlEFix, "oV sia i ioTF—F2 X2 UT 0 RY— 7
(Monitor) N—TORIFERELZ KL, NI ravidTuay 350, $RET77ERARY
IR L TCGRHIY 2 2 IRE L £

CiscoT—% X2 VT 4 RU—DEE, Web 7 XN T4 7 MERIZH L TETTHRKT 7
vait ITuavyr ) TrarsEigTcyd, T2 —) BIO R 727y a 3T v a T
T, WTFROEAEL, Web 7 uXd, T ¥ 272 a 2 8DLPRY) > — FRESNTWIER) B
KOT778AR) —ZH LML £F, Web7md iz, 77 8ARY »— 7V —T7ORIERE (F
7%, BRET v o 7 ¢ HAREMNEN S DU RSB DLP R Y ) ICERSWCHEAT ARKT /v a vk
PELET,

What to do next
EPEREYS
« SN DLP & A7 AIZHIT 57 v 7 u— REROE P, on page 67

o 7 v u— REROBKREDEH, on page 72

NERDLP SR TLIZEITAH7 vy TA— FERDEE

SMEEDLP & A7 A TT v 7 m— RERZ T %5 K 912 Secure Web Appliance & 3¢ iE 3 51
X, LFOX A7 #FATLET,

Procedure

ATYF1 [y hU—2 (Network) ]>[#Mih DLP —/3— (External DLP Servers) ] Z 4R L £9, 4 DLP + A
TAEERLET, AX Y OEDICT v a— REREZITDLP > A7 AMIEFTIZE, D<Eb 1D
® ICAP YL DLP > A7 A% Secure Web Appliance CEF T 2 MLE N H VD £7°,

ATy T2 HEDLPARY O—FTIN—TZEZERLTEHRELET, MBDLP VAT L2 EHZE LTS, SMEBEDLP R Y v —
TN—TEER L THREL, AF Y L DEOIZDLP Y AT AIEET LT v o — RERZRELET,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B 75 5207 BEUABOLP KY o — TL—TD A 2N~ TOFHE

AT T3 77— RERPIEFEDLP R Y o —IZ—F L7254, Web 7 1%L, Internet Content Adaptation Protocol
(ICAP) ZMEH LT, AF v D=DIZT v 7'm— FERAZ DLP ' A7 AZEELET, DLP ¥ A7 A
X, BERALDar T oY EAF v L, Web 7 undiiry vy 7 73 OHEZIKLET, FFAID
HEZ, 7y 7 a— RERRT7EARY — L END CiscoT —% X2 VT 4 R —OFFa] T
7 a APl ET, Web 7B X UNRERICK L TEITTARKT 7 v a id, #HIND T 72X R
Vo —lZXoTikEY £,

What to do next
BAEIE B
« N DLP AR U 2 —IZ K57 v 7 u— REROHTH, on page 77

« M DLP & 25 A DEFE, on page 74

F—RA X1 T A BEUHNEDLPR) —FIL—TD A IN—y
7®ﬁﬁ
BT TAT v FERIZID NEID B THN, I, TRHOERPBMORY) >— XA T LHRE
LCEHMliEn., A7 ZEICEHRBET AR — FNA—THESNET, Web 72
X, 57— X2V T4 BLXOSEDLP AR o —IZkt L CT v 7o — NERZFME L £,

Web a3, 7I9A TV FERORY > — T —7 A= o FPITHESNT, REE
NTWBERY —HlfHEREEZ 7 747 > FERICEHALE T,

DA77V RERET—E LX) TABIUNEDP R O— T IL—TEDRE

54T NERE—HT AR — AN —FHHETAH-DIT, Web X303, BED
TR RABETLTCIN—T A=y FTORMEBELET, FIL—F A=
DUTOEZENERBSNET,

« 1D, &7 747 MEXRIZ %%7m774W’#ﬁ¢5ﬂ ROREIZ RIS B0 7 A b
T TR ADRE A I D D, if_ IFRREIZ R L TR T LET,

HAEREEH DAY —, EVUTOHNIRY T 0 7 7 A VN RFELE L T A, 2O
=P —NTF—H X2 VT F i%*BDLPT) V= I N—T OEBE L —F—D
VA NMIEENTEY, RV = N—FIZ—H LT DIRLERH D £, KREH~L—
P—D VY 2 MZF, EBEO I/ NV—TF 132 —T — %%ET%\ﬁ%7m774w#72
F 7R RAEFALTCOWBEAIETS A N 2=V —ZRE T £7,

BELAT Iy, X X2 VT A BIUINEDLP RY o — J—T DA L /3—
//f:ﬂbfﬁﬁ@ﬁmﬁ7/a/% RETEXET, —HWoA 7y ary (Faki R—
M, URL A7 3V 7eL) X, IDNIZERTHZ L TEET, IDNICFHEMA TV a %
HETDHIHE, 7—X X2V 7 0 £3SMTDLP R Y v — 7 —7 L oUL TR E T
XFEHA,

ZOHETIE, Web VX7 w7 u— REREZT—X X2 U7 4B ILOSE DLP Ol 5
DR — TN—T L RETHITFECHOWTHEEZHA L £,

. FYRT—=D X2 T«
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F—g wxa07 4 Ky o—s&vssmoe &y o—ok [

Web 7% 4%, AU —T—TNDERY) — TN —THEFRICHESLED £, RIT, T
T — REROATFT =X AR RHPIOR) S — TN —TF DA N— s FHUEL B L FE T, —
BLIEEE, Web X3, ZORY — FA—70ORY) > —HEXBALET,

—HLARWERIE, TOUTORY) > — I —7L T v Fo— FEREZHEBELES, 77
n— RERAL—F—FEZBOR) > — I N—TLBETHET, Web 7uFizznrntk
AEFATLET, 2—PF—EZOR) > — N —FIC—FH LRV ERIL, Za—ULRY o—
TN—TEWELET, Web7rxE, 7y 7u—RNERERY — )V —T7F72 137 v—
SNIVRY = IN—TLBRETHEXT, TOR) — I NV—TORY) —FEx@EH L E
7

T—R2 X2 ) T4 R)—ELUNERDLP /R —D{ERL

ATy T

ATy T2
ATvT3

ATy T4

ATy TH

ATvT6
ATy T17

SAE A PO URL AT TV 1 DL EOMAI T 07 7 A L2 ¥ BEOKMEOMBAE RIS
EONWTCT—=H X2V T 4 BLOSEDLP R Y > — Z—T %k & £4, KV — 7
N—T DAL R—2 sy FI0iE, Dl LB 1 OO ERTHILEND Y $9, B
WERESNTWDIHE, 7Ty o— RERPRKRY o— 7 —7L —FT 5121, TXTOEKME
il LCW i iuEen A, 2L, Ty a— RERIIERE SN T e 7 7 A v
D1OEDH—ETHNENHY 3,

Procedure

[Web EX = UTF ¢ ¥F%—% (Web Security Manager) ]>[Cisco 7 —# % = U7 ¢ (Cisco Data
Security) | (F—4% t¥2VT 4 R — T N—T AL R_R— v T 2ERTIHHE) . £7213 [Web
Xo2 T 4 ~wF—T % (WebSecurity Manager) |>[/Mi7 — Z IRiEBH1E (External Data Loss Prevention) ]
UM DLP AR Y = I N—TF A=y THERTDHEHE) ZBIRLET,

[RY > —%BM (AddPolicy) 127 U v 27 L7,

[V —4 (Policy Name) ] 7 « —/L RIZKRY v — FN—T D4 w12 NI L, [#B (Description) ]
74—V RIZEBAZ B L E7,

Note

BRY = TN—THE, FRFENIAR—ALFOLE G, —EDOARIETOLERHY £,
[EFEARY o —%4 A (Insert Above Policy) 17 4 —/V KT, KU ¥ —FT—TNLHNTHRI >— FN—T%
BlE T 25 2 IR L £ 7,

BEOR) o— TN —T5HETHHEIT. &7 V—TI8mBIM IR 2EELET, ELBESH
LHEINCRY o= TN—TDIAFEEEL T TEEN,

[TAT T 47 4 & 2—3— (Identitiesand Users) |27 > a T, ZORI ¥ — FA—TIT@EHT D
1 DU LRI 7 0 7 7 A0 T N—T % IR L £7,

(EE) [FEMEXE (Advanced) | EZ7 v a vy ZEBEHL T, BIMDOA L AN—y FEEZERLET,
WTNDDIEEA T Y a VEBHALTRY =N —TDRA =2y TEEFRT DI, JEEFT V3
YDVl L, FIRSNHN—VTAH T v a v eRELET,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |

B 75 tx205 0 KU —BLUSEBOP Ky o— DR

BEGA T ay

Bl

A= =Y ¥
(Protocols)

IIAT v MERTHEHAEIND 0 haliZLoTHRY — T N—TFDRA LR —
VT EERBTOINEIODNERIRLET, G057 0 haliBIRLET,

[ DD FT T (Allothers) 1%, Z DA 7 aro bic—EFERENLTWRWS
a2 havEERLET,

Note

HTTPS 0¥ v %A X —7 W T D&, HERY > —DHN HTTPS b7 o H7
vaCEASNET, TR NN—FT 4 TR R LT 2T
Xy, T X2 UT 1, SEDLP DR Y —DHAIE, HTTPS 7' k=
MCESTRY = AU NR—2 y FERERBTEXET A,

a¥y R—F
(Proxy Ports)

Web 70X ~D7 7B AIMENT 57 m X R— T, RV — T —F X
Ny THRERTHNEIDERIRLET, [FrF2 A— b (Proxy Ports) ]
T 4=V RIZ, 1DUEOR—=NEEEANLET, BROR— N 2EET 256
I, A~ TREID £,

BRI RSSO, 77 UFICHREINIZA— N TF, #iERO%LE
WX, AR —FERUETT, HDHAR— b EICEREZFARIOICEIRET D L0 ICRE
NI ITAT U Oy bRHV, BIOR— b EIZERAHARICERRT 5 &
INCRESINTND I FZAT o vy MRHLGE, 7rdy R— K ETHRY
V= I N—=TDAN—=V T EERTDHIERDY 7,

VAT, T TA TV APPIRREREE— RCEEINL TV LSS, £
X7 FA T BT T T4 7T 2 RZEREYURINCHIRIE T 55512720, 7e¥
VR F TR — TN —T DA A= ThREETLI LA HBELET, 7
TAT Y NERBT 774 T LV ACHEBIICY) XA L7 hEnb EXITTady
R—=F TRV — TN —TF DAL NR—=2y FREZFTDH L, —EOBERNES S
NOGENHY E,

Note

ZORY = T N—TIZBEEAT 5TV D ID S Z OFEHIRR EIZ L > TID A >
Ny TRFERLTODBHE, FEIDRY v— I A—7F LUV TR OFEE
HEHRECTEEHA,

VAV AN
(Subnets)

VTR FERIFMOT RLATRY) = T —T DA NR—= T HTEHETD
NEIPEERLET,

BT ONZGB 7 e 7 7 AV TCTERTEDLT RVAEMEHAT D, E72134F
EDT RLU AR Z ZICAJITEET,

Note

Y o— TN —FIZBEEMT DT DB 7T a7 7 A V3T RLAIZE T
N—TDAN=2 T HEFRLTWDLGEIL, MBI7T2 7 7 AV TERINT
WOHT RLADH Ty hTHDHT KL AR%Z, ZOKRY v— 7 V—TICANT5H
VERHYFT, KU — T A—FIT RLRAEZEBMTHZ L2k, 2o
N—=T R —Z—HTHET P72 arDl R MERYIADET,

. FYRT—=D X2 T«
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ATvT8
ATvT9

ATv 710

F—g wxa07 4 Ky o—s&vssmoe &y o—ok [

BEGE TV |38

URL h 7 =Y URL BT T TRY = TN —T DAL N—2 y T hEFRTHNE I DERIRL
(URL Categories) |F7, 2—V—EHREIXEREAD URL h7 TV IR L £,
Note

ZORY = =T IZBEAT 5TV D ID S OFEMEREIC L > TID A v
W=y THERLTVWDHE, EIDARY >— 7 —7 LUV T I OFREH
HERETZEHA,

=PV |7 IAT PERTHEM SN 2= — 2=V = b (T T T =2 Web 7T
v b (UserAgents) |UH D 74T T TV r—vay) TEICKRY — T—TF A N—
VT RERTLHMNEINERIRLET, —RMWICERSL TV 2 —F— = —
Ve bEBRT L0, EHERAAFEAL ORBICERTEET, A=y
TOERBICRR L ma—P— 12—V FOBREED LM, BIR Lo 2——

T—Y = bR D0 E D hERELET,

Note

ZORY = T N—FIBEMT DN TV AFER T e 7 7 A D, ZOEEMRTE
WCEoTHA T 77 ANV A N—2 T EEFRLTCWDEGE, R T 7 7
ANVKRY S — TN —T LY T ZORTEEAZRETEEE A,

a—PF— PR 2—HF—DVE— b EIFTO—BINVDEFFTRY — T N—T DA NR—
(User Location) EERTOINE I DERIRLET,

TOFTvasE, EXaTEE YT AR X —TINDOBRBRICOBRFRENE T,

EHEEREFELET,

T—2 X2 VT 4 R — TN—TEERT D551, TOHIEBREZHEL T, Web 720
7w u— RERZUHT 5 HiEE2ERZLET,

LT —ZtvXxa2 0T 4 R — I N—71F, ZHIEREDA 7V a VNRESNDHET, Zr—N
VIR = T— T OFRTE & HEIICHER L E T,

S DLP AR U v — J—T AR T 5 5801F,. TOHEBREERTE LT, Web 7 X RN7 v 7 a—
RESR AT D HFiE2 ERLET,

FHLWAEDLP R o — T N—T1F, WAXLAREPREINDIET, Z7a—L R o— I —7F
DFRTE %= BEIRITHEA L 5,

EHEEE L THELET ([XE (Submit) ] & [EEZHEE (Commit Changes) 1) -

What to do next
EPEREYS
e T—H X2 VT A BIOSNEDLP R U — Z/—TF DA L 3— T OFH, on page
68

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B 7 70— rERonroys

eV IAT U NERET—H X2 T 4 BLXOSEDLP R v— Z—7 L DA, on
page 68

o 7w u— RESROFEDE B, on page 72
<SS DLP AR U v —I2 X257 v 7 r— FEER O], on page 77

7y 70— FERDBREDEE

KT v7a—RERE, 74 X274 RV — A=A ZEHVE TN, £DORY 7—
IN—TORIMHREZWEALET, T—F X2V T 4 RY T — ZNA—7OHIEREIC

T TIITAT AP ERi T 0y 750, 237 7B ARY —ITx TLT%&%.}@H‘
DMPRED £,

[Web %= U7 ¢ ~v3x—3+ (Web Security Manager) ]>[Cisco 7 —% %= U7 ¢ (Cisco

Data Security) ]“X—Y T, 7—# X2 U7 1 R — VL —TORHIERELZHRELET,
UTOREHBEZREL T, 7Ty 7n—FERTHEITT L7 7 a VEARETE T,

TFoay oy

URL #5731 (URL Categories) |URL 7372 U onpage 72

Web LEaT— 3> Web L' E'=7—3 =3 , on page 72

B a T Y dT 1y 7, onpage 73

T—=H X2 VT 4 R — T N—TNT v u— RERZED Y ToNE, R v—7
N—TORIERENFHL S, BRE T2 v 733507 78ARY —IZx L THHIT 200
WESNET,

URL hT 1)

AsyncOS for Web T, 77054’7‘/2753‘%73?0)£3}?0) URL 47 I VIZHASNT R T 7
Va v ERET L HEERECEET, ERFEHLONT AV YA NEERALT, A7 TV
AT UV EESR—T LT /7?‘67& FRIRCTE LT, WAX L URL BT T Y ZAERK
L. BAZLTBTIYVD Web ¥ A MIXLTRT 74 v 7 %270, £E=4—, 7037y
I3 HONEERTLZELEHTEET,

Webh LEaAT—2 3

Web L E 27— a VOBREILZ 0 — LR EEMA L T, ﬁm@f)/~&w~7%
Web L BaTd—Say ZJA4NE ) TEhEDAT<AL AT BT, [Weblb B aT— 3 ViRE

(Web Reputation Settings) ] 7V & A=a—ZHEHLTWeb L E 2T —L g Aar7d
LEVMEE I AZ~A X LET,

Cisco 7 — 5?%1)74 RIS —DOWeb LE2T—arDOLEVEICIE, AFiTER
DEDOHRETEET, XTI, TXTOEDAITRNE=L—ENET,

. FYRT—=D X2 T«
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avzvvndnys |

AVTUYDTAYY
[Cisco 7—# % = U ¢ (Cisco Data Security) ]>[=> 7>/ (Content) ] ~— D% EH
BEMEHAL, Web7 L 3RO T 7 A WVFHEICHKRASNWTT =4 D7 v Fu—FFa7ny 7
HEITRETEET,

[Z7ANLYA X (Filesize) |o FRINDIHKRT v 7 — R A AERECTEET, 8
ELEKEU EOY A X7 v 7a—RiZd_XT 7 ey 7 & Ed, HTTPHTTPS B &
PR AT 4 7T FTP ERIZKH L TR DK T 7 AV A X ETEET,

7y a— RERYA ANERT v 7o — R A XL FRAX Y A4 X ((BEFaY

7 4 H—E A (Security Services) |>[v/L'V = 7 %K (Anti-Malware) ] ~—® [DVS =
VU ATV 2 b A%y O (DVS Engine Object Scanning Limits) ] 7 « —/L K C
BIE) OEBLLEVHEREVWES, Ty r—RERITZTa vy 7 SRNETH, 77 A VA4
LarF UV AL AT =2 X2 VT4 n IR ENE A, TR BT DT
FUITEEINEE A,

[Z74IL5 4T (Filetype) 1o ERFEHLDT 7 AN H A TEZIIAT LizH A H L MIME
BA T Ty TCEET, ERFHLT 7 ANEAT 2T 0y 7T 5580 £08A4T
DFRCOT 7 ANFIIEELEFA XLV b RE VW T 7 A LA T a Y7 TXET,
T7ANEATHY AR > TT vy 7T 5551E, &R77A4 VA XL LT, [k
X2 U7 ¢ H—ER (Security Services) |>[~/L' 7V =7 %K (Anti-Malware) ] X— D
[DVS=o P A7V =7 b A% v OHflR (DVS Engine Object Scanning Limits) ]~ o —
NROEERUEEZIFETEET, 774/ FTiE, ZOfEIF32MB TY,

CiscoT—H X2 DT 4 74 NZE, T77ANEATIZE-TT vy 7 TH58CT7—
HAT T7ANDALT UV ERELEYA, T—IAT T77AME, 774NV EAT
FHET77ANEAICE o TT ey s TEEST, a7Vl ioC Ty I3 A2 EIXT
EFEHE A,

Note —¥KD MIME % A 7D/ N—7"TliX, 1 2DXA ThTa vy 73
He. IN—THNOTXTOMIMEX A 7371y 7 SILET,
7= & 21X, application/x-java-applet 7 1 v 7§25 & |
application/java <> application/javascript 72 £, §-XT® MIME % A
InT w7 ERET,

«[Z74I)4% (Filename) ], FEEL-LBIO 77 A VAT 0y 7 TEEd, Tuvrt5
T ANLERET HHEIE. VT IV TFINEITEREREZ T A M LTEHATE
\i‘a_(]

A

Note Qv | ASCIL SLED 7 7 A M4 DIHEASTLTL FEV, Web
TuaxUid, 8y FASCUXFDT 7 A VA DHERELE T,

FYRIT—=D X2 UT« .
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B ssoro 7oz

SNERDLP S XA T LDEE

Secure Web Appliance Ti&, 77T A 7 2 AZEBD DLP — A2 EH#KTHZ Li2LV, L
RU = DEEL DI DLP — R Z A TEE T, Web 7B XT3 DLP v AT MMIHHET 5
BUCERA T 20— R R"T v IHiEERTE £, T, HEDODLP VAT AL EFR
THGAIEN B ET, SMEDLP — =L DX 7 REEIHEH SN T e Farolks
ENZDWTIE, SSL O EEZ S L T EE 0,

)

Note

HNHEEDLP r— R—723 Web 7 X LN Lo TERINZa T UV EEEFE LW L 2R L
F9, AsyncOS for Web 1%, 7 v 7 m— REREZ T v v 7 £33 T 2EEO L% R— |k
LTCWET, /MBDLP — R —|Z Lo TEREEIN-a T Y07 v 7 ua— RiEHhR—rL
FH A,

54ER DLP H—/\—D % E
Procedure

ATYT1 [fv hT—72 (Network) ]>[#Mi DLP #—/3— (External DLP Servers) ] Z R L £,
AT T2 [REDOHE (Edit Settings) 1227V v 27 LET,

B 58

SES DLP Yr—/3— | LU F oW g 3R LE T,

Pz kAN «[ICAP] : DLPZ 4 7 > /HF— "—0 ICAP (31305 B L S E A
(Protocol for

External DLP * [£% = 7ICAP (SecureICAP) ]: DLP 7 7 A 7 ¥ ~/H—/3— D ICAP i#15 1XHF
Servers) Bl b 2B LT TR E T, BIMOBEEAS T Y a U RFREINET,

. FYRT—=D X2 T«
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5148 DLP 4 —/\—DERE .

RIE

Bl

A4 DLP H— /3 —
(External DLP
Servers)

PLTFOE#HRZEATI LT, ICAP #EHLDLP v AT AT 7 BALET,

o [—/3—=T KL A (Serveraddress) ] & ["— bk (Port) ]: DLP v AT AIZT 7
T AFTHRA NP T KL AL TCP R— |k,

o [FFHEEEDFIT (Reconnection attempts) | : KEK7 5 £ TIZ Web 71 % 2% DLP
VAT WO AT DR,

« [—EAURL (Service URL) ] : & DLP $— N—(Z[EHAD ICAP 7 = U —
URL, Web 7' %03, Z ZIZAT) STz IS DLP — —ITiKET 5
ICAPZEsRICE® E£4, URLIL, ICAP 7’1 k=)L (icap://) DA 5 MENH
D \iﬂ—o

 [REBHE (Certificate) | (A7 a3 >) : KM DLP — " —gf 2 (hi4 5 7=

DI DA EE, BRER (CA) OBAMEFEHETH AL BAREHET
LEMNEVERA, IBEINTE—AN—00iEAELZESE L, 7774 7 AIC
7y7Fr—RLET,

GEAET s A NVESRLUCGEIRL, [77 A VDT v 7 r—F (UploadFile) ]
7 Vv LET,
Note
ZOH—T 7 A MTE, R IR TORWERTYZ 74 7 2 hEHE &
MEX—2EDDHVENHY 7,

s [EF 2 TICAPZ T2 X CTODLPY — —Z Z OFEAEEHEHT S
(Use this certificate for all DLP servers using Secure ICAP) ]: Z Z CTEHKRT S
T ARTOHEE DLP — =[] CREELZ AT 25 681E, Z0F =y
RNy 7 A%F AN LET, = "—T TR DFEEEZ AT 521,
ZOF T arEATOEEICLET,

« [T A MBS (StartTest) ]: ZDOF = v VR 7 A%F AT 5H L, Secure Web
Appliance & TE &1 A 4M5 DLP Y — RO Z 7 A N CX 7,

FYRIT—=D X2 UT« .



B om0 s——onx

FybT—4 £xaUT4 |

RIE

Bl

R—RART vy
7" (Load
Balancing)

B D DLP — "—% EHTH5EE1E, Web 7 F N & %7 DLP —/ 13—
27 v 7 u— REREZ ST DB AT 20— R AT v o FHFERIR L9,
UTFoa— RN NZ oy T RIRTE £,

«[ZL (Zz—ILA—s3—) (None(failover) ], Web 7' &% 1%, 1 -2 DLP

YP—=N—il7 v 7 r— FERZFELET, ~HRRSNTWDIERF T DLP

PN~ B E T, HD DLP P — "= TR TE 2V GE . Web 7
2X U Y A MO TOY—N—~D e RAET,

s [ R (Fewest connections) ], Web 7’103, 4 DLP Hh— —23 i~ T
WDT 7T 4 TIRESROBE B L, QR CHE R b4 72 DLP $—
N=IZT v 7 r— FEREEEFELET,

s[/vyPaR—X (Hashbased) ], Web 7' m i, N v 2 BsAMH LT,
DLP —"—(CEREZSHMLES, Ny a7 ID & URL & AJ)
ELTHEMAL, AL URL OERANFEICHE U DLP —"—2kEE&n b koI
L/i‘@‘o

[T FBEY (Roundrobin) Jo Web 7 ¥ i%, U A hZN7JEFTT R
TODLP —_—[IC T v 7 o— RESRZ %S L £,

=B RERHZ A L
7 7 (Service
Request Timeout)

Web 712 % 3 DLP $—/N—/n b DIRE Z T 2R 2 AT LE T, 2 OREfH
a4 5 L. ICAP ERIZKLM L, D/~ R Y 7 (Failure Handling) | D% E
WL T, Ty Zu—RERI7a v 7 i snE+,

77 &V ME 60 B TY,

S ONGIIEZES e
(Maximum

Simultaneous

Connections)

Secure Web Appliance?)® H i E S 41TV 5 45FME DLP H— /3~ DIa]IF ICAP ZEsR#EHe
DIRKREBERRELET, ZOX—=T0 KRGO/ KU 2 (Failure Handling) ] 3%
EIX. ZORIREZEZ DT XTOERICEA I ET,

F 740 ML 25 T,

Kgo N KU o7
(Failure Handling)

DLP YV —R—=NZ A L) = RETER DTG/, Ty u—FREREZ 7o v
T LT E0 GHEDZOIZT 78 A R —IZEESND) 2B L £7,

T 74V ME B ((TRTOT —HHRkE AXx v 72 L TR % (Permitall data
transfers to proceed without scanning) ]) T,

B TX % /1— Mk
BHZ (Trusted Root

S8 DLP H— N— |2 X » TR SN ZiEHEICR LT, (HETE 20— MNiEHEL
SZHRLUTGRIRL, [77 A4 VDT v 7 a—FR (UploadFile) 127 U v 27 LEd, FEM

Certificate) WZHOWTIE, FEAEOEFEEAZZM L T3,

N RREEA Y | S E S E B REEHEOWLE YL (Fa vy~ (Drop) | 72X [T=4—
v 3 (Invalid (Monitor) 1) ZfaE L £,

Certificate Options)

. FYRT—=D X2 T«
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| #ybro—=9€Fa20U54
SO K Y v—Izk 57 v Tn— kERO#HE [

RE SR BA

P— R —FEERE o7 va i, T IA T ATHRIEMHTREZR 97X T? DLP ¥—/N—iEH]
(Server ENFIREINET,

Certificates)

RATwT3 (A7var) (UT&EM (AddRow) 127 Vw7 L, RENDH LT 4 —/L RIZDLP H— S—1F#
EANTHZEIZE ST, BIODLP h— =% BITEET,
ATy T4 EFEEZEEFELCHELET (EE (Submit) | & [EEA2ME (Commit Changes) ]) .

SNELDLP R O—IZ kD7 v TO— FERDFIE

Web 7 X X, 7y a— RERNy X —%2ZETHILITED ., A% v UHICERZINB
DLP v AT AMIEETIMNER D DN E I DEHET L0 OLEERESE T, DLP A
TATEREAF YL, Web 7B X UNHE (Try 7 Eidt=F—) ZIKLET (FXK
X7 7 A RY —ix LCEMtis L Ed)

Procedure

ATYFT1 [Webtx =2l T 4~F—T % (Web Security Manager) ]> [#Mi7 — % b5 1L (External Data Loss
Prevention) | Z &R L £,

AT T2 [#i (Destinations) 41T, RETHRY v— I N—TDV 7 %710 v7 LET,

AT v T3 [HEERE DM (Edit Destination Settings section) |27 3 T, [ AFT Y L DH AL LFREDTE
# (Define Destinations Scanning Custom Settings) | Z%4R L ¥,

ATY T4 [A¥ ¥ T 580 (Destinationto Scan) |27 v a T, U FDA 7Y aronFiunaEZRLET,

[EDT7yvTO—FHEXF v LA (Donot scan any uploads) 1, 7 v 7'r— RERE, A%y 0
ToDICRREFEHDLP VAT KMIEEINER A, TXTOT v 7 r— RERRT 7 AR —I|Tkf
LT EnEd,

[TRTO7yTAO—KERAFX¥ T3 (Scanalluploads) 1 X THT v Fu— RERN, AF v
DIZDITHEEFAH#DLP VAT KMIEFE SN ET, 7 v 7 m— FEKRE, DLP Y AT LD AF ¥ L HE
WAL T, 7ay 7 &b, 778ARY =k L CGEFlSNE T,

HEELIEZARFILBEUNEBURL ATTYRUSNADT Yy TO—FEXF v > (Scan uploads except
to specified custom and external URL categories) ]o FED I A X L URL 7 T VIS T HT v 7
12— ROZRN, DLP A% ¥ > RY —nbAASnET, (WAX L N7 3TY YR EfHESE (Edit
custom categories list) | %727 U w27 LT, AFXx ¥ 9T 2HURLAT IV ZRIRNLET,

ATy Ts BHEAEFELTCHEELET ([&F (Submit) ] & [EH ZHE (Commit Changes) ]) .

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B = sEsprzsroonxsy

T—AEELBLERFroOOX VT

TIRA X, Ty a— RERMN CiscoT —H BXa T 4 T 4 F FETIIHNE DLP
P N—=DNTNDIC LS TAF Y VFBNEIDERLET, 77 EABT 2 FUIZE,
CiscoT =4 EX=2UT 4 RV —DAFy HEHD 7 4 —/V K, BLUSMNEDLP A% ¥
VHIEICHEASLSBID T 4 — )V R EENTWET,

77 A B ZIZINA T, Secure Web AppliancelZlE, Cisco 7 —% £FX = U7 4 R U 2 —=4)
HDLP R =% b I TNV a—=T 4 T 21bDOROL I n 7 77 A ABHEESRT
WET,

e TFT—R XxalyF4 OF, CiscoTr—% BXa T4 74N XTElianNET v u—
REERD 7 A4 T v NERRZTRELET,

cFT—AR tXxa)F4 EDa—)LAY, CiscoT—F EXa2UT 4 TANZIZETHAY
‘t"'?‘/“%gﬂﬁ Ljﬁj‘o

s T4 TAOFL O, Web Yu X clET AT —OEICINA T, 741 F
Tudxy v I DLP 3 — "=~ DRI T A A v —UNEENTWVET,
ZHUT LY, AN DLP =L DGR AICET AMEE NI O a—T 4 T
TEFET,

PTFOTFxAMMI, 5% %2 VT7 4 a0z M) OV LERLTWET,

Mon Mar 30 03:02:13 2009 Info: 303 10.1.1.1 - -

<<bar, text/plain, 5120><foo, text/plain, 5120>>

BLOCK_WEBCAT IDS-allowall-DefaultGroup-DefaultGroup-NONE-DefaultRouting ns server.com
nc

5t BA

J4—JL K&

HADLAZ L TEBLORL—A LU
Mon Mar 30 03:02:13 2009

Info:

A VA )
303

V—AIPT7 KL A
10.1.1.1

2—H—4 (User name)

EKBENTZTN—T4,

. —FILT v TR RENDETFANDT 7 AN, T 7 A
<<bar, text/plain, 5120><foo, text/ R .
plain,5120>> W HEAT Ty AN P AR

Note

ZDT 44—V FIZiE, BREESN TV B HR/NDDOIRAST A X
(T 74V 4096 314 ) L0 H/NNEWTFTHR MNTL—
V77 AMIEENE A,

. FYRT—=D X2 T«



| *y b5 €%a2y74
IV RA—HF—ADTOFL 73 00EA II

J4—IJLFE SRER

Cisco7—# X274 R —BIURTr7var
BLOCK WEBCAT IDS-allowall-
DefaultGroup-DefaultGroup—-NONE-|

DefaultRouting

Web L E 2T —v gy Aay

F&{g URL

server.com

URL 77 =V

nc

\}

Note ¢ N ~DF—&ifiEk (POSTENRZAR L) BV EDLP—N—ckoT T ry 7 SNF-H
PHERTHIZIE. T7EA 0 SODLP Y —RR—DIPT RLAFFITIARA MNERBZLET,

IV hka—H—~A0T7aXxL T7o a3 DEA
ZOETHHTLIARIT. RO LBH TT,
e TV Ra—HF—@HMOME (79 X—)
c BHIAS— VO REREHH ORE (80 ~—3)
o TV R —P—{ERINES—Y (81 N—Y)
e TV Ra—HF—@— (85—
e« LY R 22— —URL 7 4 V& V) 2 VT EER—DOFE (90 ~2—)
«FTP A A v E—VOFE (91 X—)
CIBHNR—Y EOH AL A= (91 =)
« BEI—Y HTML 7 7 A VO EHERE (93 ~—2)

HEIHIR—TDH AT (98 R—)

IV ra—F—BMOBE

DUFOEA 7Dy Ra— —~D@EMERETEET,

I FYRIT—=D X2 UT« .



B zo~x—co—peraEron:

FybT—4 £xaUT4 |

TF7oay

Bl

HRERIB T

T Ra—H—
MR —

T Ra—%—z, BHODOWebT7 7T 4 &
TANTANEZ) U TBIOE=Z—X
TWhZem@mmLEYdT, =0 Fa—W—
PIRER—=E, 22— =Y TT 7
THIZT 7R LT b —ERERGEE I
FrEhET,

T Fa— W — i~ —
<, on page 81

T Ra—H—
WA —

Ty Ra—H—iZ, FFEDOT 1 v 7 BHOD
DI EDOR—~DOT VAN T a
JENTWAZ EE@mmLET,

T Ra—H—@E~<— ,on
page 85

T Ra—H—
URL 7 4 V&
VTR R

Ty Ra—H—Z, 2—F—RN77EAL
X9 & LTWa YA kDT 787 H
TN a—A R =LAVt E
EL, 22—V —NRRTIET 72D
AT ZFFA L ET

T Ra2—%—URL 7 4 L%
U o YR P ORGE, on
page 90

FTPi@HN A vt —
¥ (FTP
notification
messages)

Ty Ra—HW—Z, XA T A 7FTP kT~
Yrvarnyay s Sn-EREmLE
F7,

FTP i#401 A v & — Y D% E, on
page 91,

RS L OVR
Ua—I 74—
2 DA R

frr—y

Ty Ra—H—iz, FEINT—FEF
TR RIHIRBICE L2720, T2 '2nT
oy INAHZ LtEr@EEmLET,

INHOREIL, [BEFaY
7 4 P—EZ (Security
Services) ]>[T Y R —H—
%1 (End-User Notification) ]
N=VD[FFHBLIORY 22—
b7 x—F DA HIRES
~— (Time and Volume
Quotas Expiry Warning Page) ]
Y7 g TITWET,

Rr P L OV +— % 25
BLTIZS N,

BEIR—VOFRIREHEEOITEZHEELET, FIRICOVWTIEZOFRIETHALET,

BRIR—DD—ARERTEB DETE
Procedure

AT T [BEF¥= VT 4 H—E R (Security Services) ]> [T K=—H—i@%1 (End-User Notification) ] Z 3R L F

—g—o

. FYRT—=D X2 T«
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| #ybro—=9€Fa20U54

ATy T2
ATvT3

ATv74

ATvTH

v ra—v—grnE— |

[%EDfmsE (Edit Settings) 1227 Vv 7 LET,

[&f%F% T (General Settings) ] &7 3 3 > T, Web 7B X U BHA_N— A2 FRT HBICHERT 552
BEIRNLE9,

« HTTP O EEXEIX. TXTO HITP @a~— (Mesdims. ﬁ/f/7X@m/hn~# BEIRSIR
AR A R LTy Ra—W—@Ha, = Ra—HF—URL 7 4 V& ) o 7kt WA INET,

+FTP OE:EIE. T XTCOFTP@MA vE—JiICEASINET,

FiaM = TR AREHT 20 E I NERIRLE T, Cisco n TERFFELZY ., [WAZ L v A%
(Use CustomLogo) ] 7 4 —/V RIZAJJLTZURL CERINADTEED T T 74 vV T ANERETHZ
ENTEET,

=L

ZORREE, IPv4 N LTRSS N D TR TOHTTP A< — VI S £ 9, AsyncOS TiE IPv6 &4
LicA A=A —bEInERA,

EREZEELTHEELET (XE (Submit) | & [EH &M E (Commit Changes) ]) .

What to do next
REEIER

« WHI— D URL & = FZEAF 2 7EESIHE , on page 92

I RA——EIELER—D

=A==

Secure Web Appliance ZiXE LT, Web 7 77 A ET 4 D7 4L F ] ‘/7&%:5’ V> THT
bR TWAZ L2a—PFIZEBMNMTEET, (FOLIICHESNTWDBIEE) T34 TR
I%, HTTP E72(ZHTTPS ZfifH L TWebiZT7 7 EA L TV EH TR THOL—HF—|Z, = Ka—
Q*Eﬁﬁ)‘?ﬁ%“\o‘—‘y%%ﬂjbiﬁ‘ Z—HF =YD T Web A MNMIT 7B RAER AT &L X
FIERE SN REEBROZIC = R — P — BN EN— U NEREINET,

FEFCa— Y —H M ARERES., Web 7 X Uiia—HF—LZItk - Ca—F—2 B L%

T, 22—V —ZEHHATERWEEIE, 22—V —%2 BT 5 5E (IP7 RV AE721E Web 7
T Y D% v 3 Cookie DVWT DY) HEINTE £97,

N

Note X157 FTP NS H Vg, =y Ra—F—fER—UnbBASNET,

« TV Ra—W—fiB— 12 L 5 HTTPS B L OVFTP A h~D7T 7 & A, on page 82
o T Ra— P —fERINE— IOV T, on page 82

o TV R —H—HERILE~— T DOF%E, on page 83

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B - 2 BRR—UICLBHTIPS BELUFIP 44 FADT V£ R

I —HERER—VIZKDOHTIPS 5L UVFIP YA bADTIER

TV Ra—P—fERINER—IL, 77872 TN a—2 R —8K%&2 7 ) v r+52 &
ZRDDHHIML X—V 52y R a—HP—|ZRRTHZ LI VEELES, =—F—»nVU
&7V 7T HE Web XL, BANCERINIZ Web A MV FA4 T vEY X
4V7Fbi¢ol*?%ﬂﬁLfﬁ%ﬂﬁﬁi%f%%ﬁ&w%éﬁ\J%f%ﬁﬁﬂf%
M (IP7 RLAFEIT Web 77 7% w33 Cookie DWWy AL T K 2—
PRI E N — U B T AN TR 2 5esk L £,

«HTTPS, Web 7’12 % 3/%, —H#—2% Cookie Z il L T R — P —FEiRIGE~—
EWERLIENEIDEEHLETHS, bT o7 a 2S5 LRWRY Cookie & HLfS
TExEH A, TV Ra—P—ERISERXR—UNA 2—T N> THEY . & 3 Cookie
AL Ca—Y—2%801 554815, HTTPS ExR%Z /XA /82 (XA A )L—) T51 K
1y 795 A IR C& £97, advancedproxyconfig>EUN CLI =t~ > R&ffif LT Z Ok
EZEFITL, Ty a_X—=ZADOEUAIZL Y HTTPS ERIZK L CTEITESNDT 7 v =
> ( Tbypass] FE721% ldrop) ) | a~» RENANZTLHLT L @R ET,

FTPover HTTP, Web 7 7 7%, FTPover HTTP k7 %7 > 3 »/IZ Cookie & 1459 %
ZEIFER VDT, Web 7' F X Cookie # UG TEEH A, ZDX DR & BEES 2
72912, FTPover HTTP h 7 ¥ 7 ¥ g NI L T2y Ra— P —fEaRIS A — Y O HR
NEAENRNE I TEET, EREHLE LT Thpy) GIARFRL) Z2HEHALTHA
ZLURLAT T Z/E L, ZOBAZLURLAT IV ICH L TCa—YF—lcoy Ra—
P—ERN—VER R LV E T HIID AR U —ERLET,

IV RA—HY—FEZRLER—TJIZDUVT

e =W —NIPT RLRIZL > TEBMINDGE, 77747 v AT KRR &L
DIEE TP T RVADKRKETA KV EAA LT A LT, = F 22— —fEGRIGNE
NR—=UhrBERRTHREEREEELET,

o 2—WF—23F v g Cookie A L CEBEINDHE, Web ' id, =—H—n
Web 77 W AU CTHEEI L L &0, BIO Web 7T 0 77U r— a3 &RV
X, =y R —P—fERIGEX—VEHER R LET,

« 77 A7 2 NS FTP over HTTP %4 L T HTTPS ¥4 N £721X FTP — —ZT7 7 & A
T 586, By a v Cookie lIZ L D2 —H—OBHHNIEMEL A,

« T TAT VAPPIRIEREE— RCRERBA S, =—Y—2 HTTPS O% A MIBEIT 5
Bt = Ra—P—fERIGEX— Y Tl BPICERSN URL IC2—H—% 1 ¥ A
LI RTDV T RAAL B DOBRNEENET, BHNICERINZURL O KA A 4
DRIZTFAINEENTNDHE, ZOT7TFA MITVETENET,

s TV R =P —fERR—T N 2= IR EINDE, FOINT T I a DT 7R

0y = MYIIZACLT VY ay #27° L L COTHER NFEREINET, Tk, &I

FRLZZURL A7 ry 7 S, by iZa—YF—2ixmr R 22— —fER— VB ER

XN TT,

. FYRT—=D X2 T«



I *ry bI—=0 X2 T 1
v ra—y—gRisa~—vozz i

IV RA—HY—EZFLBER—DDERTE

Before you begin

s RINEFEDRTE., BLOFRRENEZB IO AL <A RIZOWTIE, BHS—TDO— %%
TETEH OF%E, on page 80 SR L TL 72 &0,

s TV RZ—W—IZRRINDA v =V ENAT A AT HLGEIE, BHM_—Y LD A
XA yE— onpage9l B LT EEV, [HAX L A v&— (CustomMessage) ]
Ry ATCTELIELEDH AF ~ A4 APMBERGAIT, @H~2—Y HTML 7 7 A )V
DEEME , onpage 93 B L T LI,

Web A v H—T 2 A AELFa~vy RIL v A H—T 2 A AT, = Fa—P—fERIGE
R=UHEAFX—T ML, RETHIENTEET, WebM ¥ —T7 A ATy Ra—
P —HEGRISER—VEHET DAL, FEX—VICERTDINAZ LA =V EEDDH T L
MTEET,

CLI T, advancedproxyconfig > eun éf_"fﬁﬁﬁ [/35"91}

Procedure

ATy [BX=2VUT ¢ $—E A (Security Services) ]>[=—H —i@% (End-User Notification) ] Z &R L £,

ATY T2 [REOHE (EditSettings) 1227 U v 7 LET,

RT9T3 [HEBA—UNB7 Y v 7352 LExy Ra—HF—(ZZRK (Require end-user to click through acknowledgment
page) ] 74 —/V R&A X —T7 M LET,

ATy T8 AT a B ALET,

RE 5 BA

RSB DR RIfE R [#EFRISE OFFEIE MR (Time Between Acknowledgements) ] Clk, Web 7' 1 &% &
(Time Between Na—P -l Fa—P—ERX—U 2R T HHEELREELET, =

Acknowledgements) DFREF, 22—V —L4TEHINL2—— BLOIPT7 FLAE7midky

v 3 Cookie CIBMFEN D2 —V—|TEA I E T, 30~2678400%> (15H)
DIEEDOEAIEETEET, 7+ I 1 H (86400 F) T3,

[MERBISE DO FEMIIFE (Time Between Acknowledgements) | A% L CHEET 5
&L Web 71 % 3, Web 7' 1 F UICHEGRRIGE W AD AL —F —IZbH LMz
HHRLET,

BEEBRAALT L [fEyEEh % A 57 7 b (Inactivity Timeout) | Cl, IP 7 RL A FE ity 3
(Inactivity Timeout) v Cookie (KRERFFL—H—DH) [Tk - CGHIF SR SN —F =R, 7

I TETNA=ARY =IZFABELTWRWERRENDETIZ, 74 Fv

REEAHERF CX 2B ZFEE L ET, 30 ~ 2678400 (1 7°H) BOEEDHEE
BECEET, T 74/ ME 48R (14400 ) T,

FYRIT—=D X2 UT« .



B - rr—v—mRrs<—voms

FybT—4 £xaUT4 |

BRE % EA
yos5—k 247 Web 7' 1 % 2 pa—HF—DBBNIEH T 5 FEEE L £,
(Surrogate Type)

«[IP7 KLR (IPAddress) ], Web 7%, ZDIPT KL AD2—H—
Ny Ra—P—fERInER—= DY) v 727 ) v 7 Lz X, B
D Web 77 W ETNLT T UHFLSD HTTP 7't R & LT Web 12
TIRATELLIICLET, IPT FLAIZKHa—HF—DBHTIX

2P —NIET 7T 4 T ThHoT 0 RE SN R ERESRGE L7291,

TR MERR N LEEIC 2D . Web 7 U LWV v R — W — iR
R=—ThEFRTHET, 22—V — I Web T/ BATEET, By av
Cookie |Z X BB & X822 0 | IPT KL AKX DB CIE, %E S NT-HF
MRS REE LR WRY | 22—V —13EHOWeb 7 7 UH 7 7Y r—3 3
VERCZENTE, =V Fa—P—EERICEETHILEETH Y THA,

Note
IP7 RUARRESIN, 22—V —NRFEEIND L, Web 7 x4, IPT K
VAT, 2Lk - Ta—F—%BH LT,

* [ < 3 >Cookie (Session Cookie) ], = —H—nx 2 Fa—HF —HEid%
=V b0V 7 %27 Yy 745, Web 7 1% UFa—H—0D Web
77 UHIZ Cookie Z#%f5 L. Cookie i L Ca—¥—DEviar%
B L E9, [MERIGE OIS (Time Between Acknowledgements) ] ™
ERRETHET, £F, =2—F—2FV Y THNLR KV & KR
T T 4T ThHo720) Web 77 UHEPALDHET, 2—H—(FX Web 7
TUPEMLEH LT Web 27 7 A TEET,

TIPSO HTTP 2 FA T v s 77— a U AEH LTS5
B, =P =R Webll7 7B AT 5ITiE, = F2—HF —fERINER—
toV T EBI) o TERITNIERD A, BIO Web 7T 0% 7
UAir—a U EBIEBAIE. Web 72X U0 Web 7 7 7 HFIE v s
> Cookie Z1X[ET& % JZ o, 22— IHEET F 2a—F R0
T RAEFEITTHILERIHD 9,

Note

27547 M ETP over HTTP Z4#if L T HTTPS ¥ M2 FTP Y —/"—(Z 7
I 2T B4, ¥y 3 Cookie A Lic2—F—DBEWTIYR—F X
NEHE A,

WREAL AytE—
(Custom message)

FZroy Ra—HP— RN ER—VIWCRRT DT FA NI A~ A A LET,
WL OO HIML % 7 % 9AALTT X A a2 EXRETE T,
Note

Web A X —T7 2 A ATL Y Ra—H —HiBInER— T R ET 5B DR
HAZ DL A=A ENTEET, ZHILCLI TlETTEE
A,

BHNR— OB AKX N A vtE— onpage I H B L T &0,

. FYRT—=D X2 T«



| #ybro—=9€Fa20U54
v ra—v—amm~—o i

ATy TS (ATFvay) MERINESN— D AZ~A X% 7L E2— (Preview Acknowledgment Page Customization) ]
27Uy 7 LT, BOT7I7U% v RUICBHEDT Y Fa—Y —fERISE~N—V 2 F£R LET,

Note
HTML @7 7 A VERE LGS, 2OV Vo —HMeEIERTE <R 9,

AT 76 EHEZEGFLCHEELET ((XF (Submit) | & [EFEZMEE (Commit Changes) ]) .

Y RA—H—FHMR—T

R =B Web¥A b a—Y—%2T oy 735846, URLEREZT vy 7 LI-HBEEZ2—
P—IZBHTDEIECT T IAT UV AZHRECTETET, Ziud, LFDO LI W< OhoHiE
THEITTEET,

S0 SHRE

Secure Web Appliance TR A F SN TWD, FHHTER | ARy 7 A = K a—F—@H~—
S, ARG~ A AR~ —T a2 RR LET, ¥ DFEXIE, on page 85

¥ ED URL IZH 5 HTTP = Ra—H —@-2— |+ 7Ry 7 A Ra—P—@i2—
NWa—HP—r XL LT NLET, , on page 86

FUoRYIR TN A—HF—BHR—CDETE

Before you begin

cRREBEORE. BLUOERRENDZTTDH AZ A RZHONWTIE, WES— 2 DO—fki%
TETEH OF%E, on page 80 SR L TL 72 &0,

cF Ry I AWHEMEH L TERREINDA v =D& DAL~ A AT H5E1F, EwH~—
CEDOHAZ L A=V, onpage 9l LLTD M v 7 2B T X, [7‘]15#.
A w— (Custom Message) | Ry 7 ATTELZ ELLEDI AL~ A APMEIRGE
X, BE— HIML 7 7 A /L D EHERLE , onpage 93 ML TS 7230,

TRy I AR=VNL, TFIAT A RICHD, HAERSN A AL~ A XA[RE/ BN
R—=TTT,

Procedure

AT T [BEFX=2U T ¢ H—E R (Security Services) ]> [T K= —H—i@%1 (End-User Notification) ] Z 3R L F

—g—O
ATy T2 [# E@ﬁ%(&M%m@Q]%auyabiﬁ
ATw T3 [ A7 (Notification Type) | 7 4 —/V KT, [ Ry 7 AT K a—HF—@%Z A (Use On Box

End User Notification) ] Z &R L £ 3,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B rorvoxzora—v—ma~—s

ATYTE FURy I ATy Ra—YP—@aX—VOREEHERELET,

RIE L]

HAL DL A= | FBAMX—VICVERT XA NZBINLET, VAX L A=V ATTHE,
(Custom Message) | AsyncOS 1%, H#EEHFRE ZLEMN— Y ORBOLORNIA v =TV &2 /lE L

i‘?‘o
oy & MER BN — VICFIR SN DGl AE W A S~ A X LET,
Ifmmq) Async0S (3, =7k y |0 — 7 T RIS D= — FERTT S
nformation AT, EREE RO L2 N—VORBOLE LTERLET,

Ty Ra—H—B58E | B> TWAEE . BAEERIT. HTTPS 7 u X BWEROS-E 1T HTTPS #£
LR— T+ (End-User |HITEEEH, %hM%@ﬁAiHﬂP%mféhéhiﬁot%;)7477—

Misclassification MEENIZE L EEA,
R i . .
cporting) A F—=T T B L, 2P IS SN URL £ 2 A 2 TS TE 9, ~
VT 2T DD BT, itim&74w&ﬂ;of7m/7éht#4b
DFVRy I ATy Ra—PF—@H_X—120E, BINORZ URnFRENET,

ZORZUEMEHLT, 2—%— ﬁéﬁj\iﬁéhf%é RN N—TVE LAR—
FCEET, TOMDOKRY “/*—EQTG'?& LoTTmryZ SN_R—TICFEREN
FH A,
Note
* [SensorBase % v b U — 27 (Z& /I (SensorBase Network Participation) ] % A ZhiZ
THMLENH Y 5, FEMIZOWTIL,  [CiscoSensorBase % v k7 — 27 ~D
ZIMOAE] 2B L TIZE W,

TTIAT LV ADY Y TNAEZFIZ) 7 ST DLAR R AT U b
7‘7)3\'\ \g ‘(\\—a—o

FRPFHE T2 URL @ LA — R i, A8 Secure Web Appliance TIIA&RE L £ &
Ao

AT9 TS (AT ay) @M=V Dh AL~ A X% 7L Ea— (Preview Notification Page Customization) ]V > 7
#7 Vv 7 LT, JlOTITUY T4 RUTEIEDT Y F a—HF—@HX—TV 2R LET,

Note
HTML @517 7 A VERE LTSS, 2O Vo —EEIIMEH TE < £,

ATYT6 BFEEEEFLCHEELET (B(F (Submit) ] & [EEAME (Commit Changes) 1) .

ORI R T RA—H—@FHMR—
T RTOHTTP = R —H—@HM_X—TZEE LIZRED URLIZY XA L7 b T H L 91C
Web 7 XL 2R ETEET,

TR ET By VT HEBICESWYIRA TRy 7 A N—TU DK, on page 87

. FYRT—=D X2 T«


swa-userguide-15-5_chapter1.pdf#nameddest=unique_20
swa-userguide-15-5_chapter1.pdf#nameddest=unique_20

| ®ybro—9 %254
FoEAETOVHTRRAEICES GEYAL TRy s R A—voxx |

o TR v 7 ABI— D URL H:# | on page 87
e A TRy I ATy Ra—P—i@iE— D37 X —H onpage 87

e WAL L URL ~DTy Ra—WF—@H_—TDIU XA LT N (7R > 27 A) , onpage
89

FOERETOVY T HEHICEICBEULRA IRV I X R—DORT

F 7 4V hTiE, AsyncOS i, TTDOX—T %27 0y 7 LEEEBICEGRRL, 7uay 7 LT
TD Web ¥ & URLIZU XA L2 FMLET, 72721, AsyncOS 1%V # A L7 K URL IZZ
T —XFHNEBIML, TNENATA—X L LTETOT, 7u v 7 OMHAZHIAT 5 EA O
RV a—HF—Z LTERRTDHLIICHETEE T, MARLNNT A —F DFEIZONT
X, A7 Ry I A 2y Ra—HF—@H_— DT A—H onpage 87T B L T 72 &0,
WebH A "3 7 0w 7 SNTEBH T IR R IRV ha—Y—(ZERTDHERIL. VEA L
2 NURL ® 27 = ) —SCFH|Z T TE 5 CGL A2 U 7 F & Web b — _N—IZER L ET, Zh
WZEo T, ="l X=X A VT NeFTTEET,

IRy RBHR—TD URL £ #

« {£E® HTTP £ 7213 HTTPS URL Z /il T& £,

« URL TIIHFEDR— FEZERETEET,

« URL TIEEEMFORZRITEIEZf T2 Z LT TEEHA,
« URL [ZIT#Y R DRA N2 G0 5 VLERH Y £,

7o 21X, [WAZ LAURL ~D U XA L7 K (Redirect to Custom URL) | 7 4 —/L RIZLLF O
URL Z A ) L7 & &IZ,

http://www.example.com/eun.policy.html

UToT 782wl = M) RHLH50.

1182468145.492 1 172.17.0.8 TCP_DENIED/403 3146 GET http://www.espn.com/index.html
HTTP/1.1 - NONE/- - BLOCK WEBCAT-DefaultGroup-DefaultGroup-NONE-NONE-DefaultRouting
<IW75prt1_1_1_r Ty T T T T T T T T T T Iwisprtr -> -

AsyncOS |%, LLFD YU #4127 h URL Z{Ek L £7,

http://www.example.com/eun.policy.html?Time=21/Jun/
2007:23:22:25%20%2B0000&ID=0000000004&Client IP=172.17.0.8&User=-
&Site=www.espn.com&URI=index.html&Status Code=403&Decision Tag=
BLOCK _WEBCAT-DefaultGroup-DefaultGroup-NONE-NONE-DefaultRouting
&URL_Cat=Sports%20and%20Recreation&WBRS=-&DVS Verdict=-é&

DVS ThreatName=-&Reauth URL=-

FIRYIR I FA—HF—BHR—TDINTA—4

AsyncOS |, HTTP GET ZRDIEHE URL /N T A —4 & LT Web h— 3—|{Z /T A —H 2L
F9., UTORLREHHLET,

<notification page url>?paraml=valuelé&param2=value?2

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B totvoz o ra—v—mns—sni51—4

LT OZFRIL, AsyncOS BT = U LFHNZEF D H/XT A — X EZRm L TWET,

NS A—5% |5

Time N A IV E RS R o8

ID N7 oY v a D,

Client IP 54T RDIPT RLA,

User BREITHI I TAT > hO2—H—% 4T DHHE) .
Site HTTP 2R D55 EAHR A b,

URI HTTP YR THRE Sz URL 784,

Status_Code RO HITP AT — % A 22— K,

Decision Tag |DVSTZU U N T oY 7o g VBB LI TR RS, 77820/
VR TEZBINTWAACLT Vg 27,

URL_Cat URLZ A VE YT Py B R T oH 7 va VERICENY 4T/ URL A
T,

7 : AsyncOS for Web (X, EFRFH L 2—VF—EZROM SO URL h7 Y
DURLAT AV AREKEERELEST, W7 TVAICKHLTURL= 22— R
BPITbND T, A_—2A1F [%20) LEZRAENET,

WBRS Web L B2 —3 g2 7 40 LENEBEROURLICEIY 24T/~ WBRS A7,

DVS_Verdict DVS T P U NI oW g AZE80 Y TEH<~AoeT T3,

DVS ThreatName |DVS = P ko TR SN~V = 7 D4,

FYLIT—=U X2 UT
[ s |



| #ybro—=9€Fa20U54
HRBLURLADIY R1—HF—FBMR—SD UL LYk Fokvs2) ||

NS A—5% |5

Reauth URL | #lfRff& URL 7 4 L& V27 B v —IZ k5T Web A kb7 my 7
ENTa, 2=V —3ZDOURL 27 U v 7 L THERREZZT 5 2 &2
T&EET, ZONRTA—=FF, [URLIT IV Fida—Y— kv a0
FIRICE Y = F 2= —R3Tmy 7 SNEEEICHRET R 7 M & A
F—7 W29 % (Enable Re-Authentication Prompt If End User Blocked by URL
Category or User Session Restriction) | 7 72—/ NVLEHGERRE DA R— 7 /W72 5
T\ & &2, URL 73?:“) W7 vy 7 Sl =% =73 Web ¥
cb7my 7 SPTGEICERLET,

ZONRTA—=ZEHATHIZIE, CGILAZ Y 7 RN TUTOFRIENFETESND
XolcLFES,

1Reauth Url/\7)( &@1 %E&%Té
22URL = a— RENEET a— K75,
3.ffi% Base64 T7 22— F L., FEEOHEGEURL 28575,

4. 7a—RL7ZURL Z{ 60O HET (Vo r ElidAhz L0 =
Pi—%~ﬁﬂ&—yzmﬁﬂﬁ W rarVyr35E, L0AHT
T BANARRICRAFH LWEIEZ LT ooy VB ANTEDLZ S a—
PR THEHBRAZE D 5,

N\

Note  AsyncOSix., U4 A L7 h&ii=4 URLIZ, HIZTRCTONRT A= EMMAIABET, FE
DIRT A= DIEPFE LR WA, AsyncOS (31 72 (1) #IELET,

ARZLUBRLADIY FA—H—@BHMR—DDYFA LI b (FTRYIR)

Procedure

AT T [BEFX=UT 4 H—E R (Security Services) ]> [T K=—H—i@%1 (End-User Notification) ] Z 3R L F
D

AT T2 [REDOHE (Edit Settings) 1227V v 7 LET,

ATvT3 [I/ Rz —4 —3@%1-2—" (End-User Notification Pages) |z 27 a > T, [WAX L URL~DU XA L7

I (Redirect to Custom URL) ] #3ER L ¥,

AT T4 [@E~—T D URL (Notification Page URL) | 7 4 —/L NIZ, Vv 7 &N Web VA bE2U XA LT b
4% URL Z AN LET,

AT TS (AT ay) [BAXLURLOZ L E 22— (Preview Custom URL) 1% 7 VU v 7 LE9,

AT 76 BEAEELTCHEELET ([XF (Submit) ] & [EHEZHME (Commit Changes) ]) .

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |

B - rav—uwmorrsyresr—vons

IR A—H—URLT LB ) D TBEER—S

&M

ATy T2
ATvT3

RTv74

ATy TH

ATvT6

ATy 17

DEXTE

ﬂllll

\’

Before you begin

A URy I AWHEEH L TERRINDA v =V &N AL~ A XT H5E1E, B —
CEDOHAZ L A=V onpage 9l LLFTD My 7 EZZBL T EE W, [HAF A
A wE— (Custom Message) | Ry 7 AT CTXHZ LU LEOD AT~ A ARMERGE
I%. WEI— HTML 7 7 A /L D EEHRLE , on page 93 ML T Z &0,

T R2—H#—URL 7 4 V& ) o JHEEER—D T 2—H =3 ED URL 77 = U & Web
ﬁ%%K@@TT&?XLT#E*E%%%@%K%%%%&TO%4FHV%VVV—?4
VIHERENA X —T N DL EIL, 2=V —=RTHEI N arT VT 7 A LTEEADEE
R=VERETHZELTEET,

Procedure

[t =V T ¢ —E A (Security Services) ]>[T> K=—+—i@i%l (End-User Notification) ] Z 4R L &

T

[%EDHmE (Edit Settings) |27 U v 27 LET,

[Ty Ra—W—T 4 2 o 75— (End-User URL Filtering Warning Page] 7 > 5 V£ TAZ 1 —
NETULET,

[MERBIL A DO FEMIFIFE (Time Between Warning) ] 7 4 —/L K C, Web 7' & VN2 —H— T L (24 URL &
FTAVIIH LTy R——URL 7 4 V& ) o TEER— D For T DR EZ A LET,

30 ~ 2678400 (1 11) OEEOEZIFETE T, 774 /0 NI 1EHE (3600 ) TF, B, o %

TR CEEZASTEET, BICiE sy . i Tml . BIZE d) Z2EHLET,

[ AH A yE— (CustomMessage) | 7 4 —/V KT, #_XCHTY R2—H —URL 7 4 /L& U o7&
ER—VICERRTDHTXFANEANLET,

[URL 17 T YL~ D AH <A X% 7 L E 22— (Preview URL Category Warning Page Customization) ]
7Yy 7 LT, MOT7I79% U4 RUTZy Ra—H—URL 74 VZ V) o T EER—VERRLE
7

Note
HTML 887 7 A VEfRE LTSS, 2O Ve o —HiEIdEH c& 22 < £7,

EREZEELTHELET (X5 (Submit) | & [EFEAME (Commit Changes) ]) .

. FYRT—=D X2 T«



| #vr2

— X7+«

pEs v t—onEE [

FIP @A v tE—DETF

&M
ATy T2
ATvT3
ATvT4

ATy Th

ATvT6

Before you begin

TRy 7 AWAEEH L TERRINDA v =V ENDAZ A AT H5EIEL, @H—Y 1
DAL A yE— onpage 9l LLTFD FE Y 7 2B T EEVY, [77257-5 Ay —v
(Custom Message) | ARy 7 AT TEDLI LU EDOTAZ <A APMBEIRGAIX, @ES—Y
HTML 7 7 A /L D EHE#wSE , on page 93 ZZ ML T E &0,
FTP % — N—DFFET T —0H — " — R A A VAT DN L E a2 T — g 72 8, b
OEMEIZELY FTP a0 FTP r— N — L O AN TX 2 WEE . FIP 7 a % v idx
AT 4 TFIPY 74T 2 MIEFREHDAAL <A RARERBMA v E—VE2FR LET, @
X, BT ey 7 SNHBEHBICE > TEHARLDIZRY 77,

Procedure

[t =Y T 4 —E A (Security Services) ]>[T> K=—+—ifi%l (End-User Notification) ] Z 4R L &
R

[%EDfmE (Edit Settings) |27 U v 27 LET,

[*A 7 4 7FTP (Native FTP) | &2/ a v ETAZr— L X7 LET,

=i (Language) | 7 4 —/V RC, XA 7 4 7 FTP BHIA v b — V&2 RRZT LB 25348 L
£7.

[ AH L AytE— (Custom Message) | 7 4 —/L KT, TXTOXRAT 47 FTP A A v & —IVITRKR
TLTHRAMEATILET,

EEZEELCHEELET ([BE (Submit) ] & [EHEEZHE (Commit Changes) ])

BINR—DLEDAREZL A yE—D

DTFotvr v a rofmilix, [y Ra——@a o (Edit End-User Notification) | ~—3
THRE LIALE DL A 7D [J1 AL I A »t— (Custom Message) | 7~ > 27 A AS)T
L7 FAMIEHINET,

NN —T DA AR I Ay E—THAR—FZL5 HTML ¥ 7, on page 91
« WHIS—D URL & = FZRAF 2 7EEHIE , on page 92

BHIR—CDARAEL A ytE—CTHR—FENBHIML A S

[ AH I A wE— (Custom Message) ] AR v 7 ANHE S [Ty Ra—H —@HOfHEE
(Edit End-User Notification) ] ~—Cix, HTML % 7 % L C, H=EDO@EMDT A h &
EARET L ENTEET, ¥/ LFTANL, EEATMLAESL (K TH 772 E) 12
PEOMENRDHY F9,

AT HIML # 7 &2 T& £97,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B =<—cowmeosmysresm

o <g></a>

* <span></span>

o <b></b>

» <big></big>

* <br>

» <code></code>

o <em></em>

o <></1>

* <small></small>

* <strong></strong>

el Z2E —EOT XA RMERHRICT 2 Z LN TEET,

Please acknowledge the following statements <i>before</i> accessing the Internet.

<span>Z Z1C LV . CSSAZ A NAFEH LCF % 2 F A BRBECEET, 78 21F, —Ho
FERA N EREOICTEH T EBTEET,

<span style="color: red”>Warning:</span> You must acknowledge the following statements
<i>before</i> accessing the Internet.

\)

Note KN~ — % & SICHRIRICT HMENH DA, JavaScript Z B0 L 72\ 541%, HTML i
7 7 ANVEEERELE T, @O [HAZX L A vE— (Custom Message) ] 7R 7 AT
A7 U7z JavaScript 1Z, Web 22— —DA v ¥ —7 =4 ATIFHIBRES N ET, RS-
HTML 7 7 A VO EH:wEE , on page 93] S L T 7E3W,

BEHR—UOURL & OTICEYT 5 EEFIE
HELL FOWTRPON A S <A 4T 5 P S ET,

o [Z2 Ra—P—@mDOMEE (Edit End-User Notification) ] ~X— 3 C, fEED@ED [H
Z 5 A vE— (Custom Message) | > 7 AZT XA & AT 5,

« ARy 7 ZWMO HIML 7 7 A )L % BHRET 5,

« HAL N v TEFHT 5,

TR I ZRMOBE, DAZ L THXAMIY 7 NHDIAENZ URL N A & R AL U4
DEMHBEDEEIAZ L B ITOHLPHMAEEDLEN, LTOLONLHEREINET,

- 2 — —FRFE
« TV Ra— P —fERINE
NI 2T AX Y UBIORWeb LE 2T =Ygy AaT7REOTRTDAF v

72l 21X, LFO URL A AZ L TF A MIHDIATN TODLHA,
http://www.example.com/index.html

http://www.mycompany.com/logo.jpg

LUFO URL $R_THHH WP D AF v OGS L THbi T,

. FYRT—=D X2 T«



| #ybro—=9€Fa20U54

BHIR—J HIML 7 7 1 LD EERE .

http://www.example.com/index.html
http://www.mycompany.com/logo.jpg
http://www.example.com/logo.jpg

http://www.mycompany.com/index.html

F7z. HOIAFE T2 URL ORI <protocols>://<domain-name>/<directory path>/ Cdh D
Gy RANEDZEDT AV MY RRZHDLTRXTOY T 77 A Ve TT L7 R HFR
TDOAFXY VINBERINSNE T,

=& i{i\ http://www.example.com/gallery2/ Ewn 5 URL ﬁ‘iiy)li\iﬂfb \ZD%/EJ\Gi
http://www.example.com/gallery2/main.php 72 ¥ ® URL Ié)jd'%% L ij&bﬂi'@]

ZhICED, HYIAENT-a T Y NI URLICEE L TWAIRY | HoAEnzar
TUVEFHLTCED EERRX—=VEERTAZENTEET, 2720, VoI RZ A
AL LTCEDDLNRABRET HEICEE 2L O LERH Y £,

BHIR—HTML 7 7 A LD EERE

Kmm~—1%,  Secure Web AppliancelZ HTML 7 7 A /L & L CTIRRAFES N E T, Web N—A A
VH—=T 2 A AD[JIAX L A vE— (Custom Message) | Ry 7 ATTELHZ LU EDD
AL~ A APREIRGARIE, ZNHOHTML 7 7 A VA EERE TS £, & 23, E
JavaScript Z 5 0O 570, ETIFHFEX—V ORIV Y 7 TR 74—V ERETEET,

UTOFEHEDOERIL, =r Ra—P—fB =R 77747 L ADEEOREO = R
Z—P—@MHIML 7 7 A /WVZEHA SN E T,

< JH HTML 7 7 A /b % [EEERE T 2 72O O ZEAF |, on page 93
« @A~ HTML 7 7 A /L O E %R |, on page 93
« WA HTML 7 7 A L TOZEEOHE | on page 94

<A HTML 7 7 A VDT AL~ A ZDT=DZEH, on page 95

BEMHTML 7 7 A L EEERET H5-ODEH

s il 2 DFIBENAN—T T 7 A ML, AR HIML 7 7 AV THLILENRH D 3, fAIA
TP EMTEDLHIML ¥ 7 DU A MIOWTIL, BHR—VDON AR L A yB—TTH
— h&iLD HTML # 7', onpage 9125 L TL 72X,

e WAL A X LTCHIN— 7 7 A LOAHIL,  Secure Web AppliancelZ[FIfl & TV 5%
77 ANOLRHE BRI T 5 RERH Y T

configuration\eun 7 A L7 h UIZHBERARIZFFORED 7 7 A WG EN TN
BT TIAT L AFIEHREDF Ry 7 A = Ra—HF —@Mm2—TY %2 KR LET,

*HTML 7 7 A JVIZURL ~D Y 7 &GN TL IZE N, HAR—JIZEGEhs ) 7
T, 77 EBRA RS —TERINET 7B AHBEL—LOE L) | 22— — | TFH)F
N—TT,RTTDHDHENDY T,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |

B z2avmor o ronkEs

* BfIZ JavaScript. V3 N TV OH AL, BIFF LBV ICEIET D 2 & 2T o720, ¥
R—bFENTWDZIAT L FOT T IHFTHIML 7 7 A V&T A R LET,

M 77257'74) bez&%vﬁliﬁ%%ﬁ‘fi 5 (:Té (:@:\ advancedproxyconfig > EUN >
Refresh EUN Pages CLI 2~ REEH LT, WAX~A A L7 7 A NVEGIMET D4
ERH Y ET,

BEIHTML 27 7 4 LD EERE

Before you begin
« BENHTML 7 7 A V& HERE T 5 72D OEA: | on page 93 DEZfER L E T,

« BHMHTML 7 7 A VDI AR <A XD DL, on page 9535 L ONEE HTML 7 7 A /L
TOEBDOMEM , onpage 945 BH L T ZEW,

Procedure
ATYF1 FIP V7 F7A4 72 h&EMHHA LT, Secure Web AppliancelZ#%#5i L =97,
AFw T2  configuratiomeun T 4 L7 MU ICBEIL £,
AT9T3 RETLIEMX—VOEHET 4 LVI M) Ty AN EX T a—RLET,
ART9T4 v—HN~v T, THXANTT 4 X EIFHIML =T 4 # 2 L CTHTML 7 7 A V& fRE L £7,
RT9TS FIPI/IAT U hefEHLT, AT v 73 TINLDT7 7 ANVEL T a—RLERCT 4 L7 hUIZ,
HAB<A XLIZHIML 7 7 A VET v 7r—RKLET,
ATvF6 SSH”Z 747 h%BE, Secure Web AppliancelZ#%#¢ L £ 77,
AT wF71  advancedproxyconfig > EuN CLI 2 ¥ REEFTFLET,
ATYT8 2%ASNLT, HAZL T N a—F—@MS—I %R L ET,
ATV 79 HIML 77 A NEFEHFTIERICH AL L =0 R a—WF—@H4— F 7 g VA F—7 o> T
WABEA, 12AN LT, WAXL VRN 2= —@mm—T 2 EH LT,
INEFATLRNVE, Web 7R F L ZHETHTLIETH LN 7 A ARARIRD EH A,
ATV T EEERGFLET,
ATYINMN SSHZ 747 F&PALET,

BEHIML 2 7 4 LTOEHDOER

BHIHTML 7 7 A VERET DRI, FMEEEEDD L, EITRHROAT —X A5 LT
B AT 7 a B EITT D ifthen AT — M AL FEERTEF4,

UTFoRIT, SEIERFMELORZRLTVET,

. FYRT—=D X2 T«



| #ybro—=9€Fa20U54

BAHML 7 7 A Lh 2224 X0t=00%% [

EHEROMBH |5

%7V BHNN OHIIMZE TRV, T OFRMEEEIL TRUE IZFHE S vE T,
%!V PIFO&RBEFRLET,
else

e %IV RS E L BT L ET,

%otV LIToRMzRLET,

endif

TE %NV EHEEE EBICHERALET,

7221, UTOHTML 22— RO—ETHDTHF A FTlE, HidiE 2t EnsnE s>k
T v 7T HEMEHE L T%R PEH S, FHRBAE URL 2323 DAEAELE & LT Y%r 23ME
AENTWET,

$?R
<div align="left">
<form name="ReauthInput" action="%r" method="GET">

<input name="Reauth" type="button" OnClick="document.location='%r'" id="Reauth"
value="Login as different user...">
</form>
</div>

$#R

BHHTML 7 7 A VDI AR <A XD T DK, on page ISIZFEH SN TWAEEOE L %
FMEEE UCHERTEET, 2L, FUESTCToMIck b LA, ——IRE T
372K, 7747 v MERICEET 2L TH Y . HIZTRUEICRHE S 225 Cirdza, Ik
DU UC TRUE ICFHMli S 415 (E72IEFHl S evny) 25T,

BEHIML 2 74 LD HREBIA ADI=HDEH

BWEMHTML 7 7 A VCEFEFEHA LT, 22—V —FEHEOEFEREFRTEET, T2, £
T SR WAL T, ifrthen AT — P AV RE2ERT D2 b TEET, FEMICHOWTIL,
HE HTML 7 7 A /L COEHDOMHE |, on page 945 S L T 7230,

- S RUHEHELTHERYT S5
&. ®I(Z TRUE [5Ffi

Yoa FTP OFERE LV A FEXF I

%A ARP 7 KL A FIE

%ob ="tV P 4 FERFIS

%B vy L7-#H (BLOCK-SRC % 721X BLOCK-TYPE | Ext)i
72 E)

YoC TT— R—=VOHENH % s

FYRIT—=D X2 UT« .



B e2avmor o Lonzevs 2orpozs

FybT—4 £xaUT4 |

T8 |HA EHEHELTHERT S5
& . I TRUE 2334
%C Set-Cookie: ™~ v ¥ —{T4AK, F7I1LZED LT FEXH IS
%od 7747 NPT KL A % s
%D 24 FERFIS
Yoe T = RX=VDEF AN T FLA ithis
%oE T — ~—YDu =0 URL FExti
Yof a—Y— T4 =Ry kI ay FERtI
YoF a—H— 71— Ry 7 URL Feset i
%og Web 77 2V 4 (LR ATREZ: 55 6) xthis
%G TR SN DK T 7 AV YA X (MB HAL) FERFIE
%h FaXTDORA N K hix
%H URL OH—/3—4 %t bt
Yol NF U7 gD (16 HEEE) % hia
%ol BELIP 7 KL A PSP
%) URL 77 TV EER—DDH AL LT FA b Fxti
%k TV Ra—P—MBIEEN—VB L0z Fa—%— | IExfIn
URL 7 4 VB D o TEER= D) XA L7 g )
e/

%K VARVA T AN ZAT EISSINN
%l WWW-Authenticate: ~ v & —4T FEt I
%L Proxy-Authenticate: ~~ > % —1T FESF I
%M gk 5 ( [GET) . [POST) 72 &) XA
%on ~NT =T T AVL (ARG E) Fexits
%N ~ Ny =T A (ERAREZRGS) Fextics
%0 |WebLEaF—alOBEsAT (ERMHRESE) |
%0 Web L B 25— 2 > OBEOBE (FHATHEREA) | JExE
%op Proxy-Connection HTTP <~ % —® L5751 K hix

. FYRT—=D X2 T«
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BAHML 7 7 A Lh 2224 X0t=00%% [

8% |5 EHERELTHERT 515
&. #IZ TRUE 54

%P Protocol %

%oq ID ARV >— Z)—T D4R PPN

70Q FEIDARY T —DORY >— T —T4 PP

Yor U #4127 k URL EIS SN

O FHRBREnN et S E T, ZOEHKIL, false DHEICZE | FEXIG
DOIXFHNEMII L, true DHRITAR—RAE W IT5HD
T, HMCHEALCORILERA, Rb0iT, &
BHELTHERLET,

%S TuxDEL 7o L. %I\ FALSE (ZEE4M
%t UNIX DZ A LAZZ T (B + I UR) I
AT | RAE G

%u URI O—# &2 3 5 URL (H—"—£& %FR< URL) | %t

%U 2R D584 72 URL s
%oV HTTP 72 ha)LpNR— g %t
%W B WebUI AR— k PSS

%X Y7y 7 a— R, ACLT ¥ a .y #Z 7 WBRS |4
AaF Ry, T RA v Z\IERER ST KES D Web
LE 2T —2 a7 v Fv Ly T ERET S a—
K925 16 /31 @ Base64 fETI,

%Y REINTWAEAIZ, BHEDOD AZ A 7% A N | FES I
FH, RESHTWARWIESITZED TFH

%y T Ra—YP—ERINER—DO N AN THRALN | kS
%oz Web L E 27— g2 ZAa7 PP
%Z DLP £ %5 —% ST
%% WA= —k v iR E (%) AHAOLET N/A
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FybT—4 £xaUT4 |
B aa<—cosq7

BHAR—SD A T

T 74/ ETiEH, Web7Rr¥UE, a—HF—R7ny 7 3nkZ tBL0E0#HBEZ o —3—
W BE DA —Y 2R LET,

FE A EDBER— 1T, B F 7213 Cisco I A X ~— HF iR — F NIBIEN R MEE S5 7L
Va—T AT T HDICENOIREEOSH LI ESEha— Koy hEFRRLET, —HO
a— REv 2 apNECORAERENE T, BHR—VICEREIND I EIERa— g, A
B A R LTS —VICEHL T ENTE LA ER U TS @EFHTML 7 7 A LD A

B ADT= b DEEL,

on page 95 = &)

UToRIF, 22— —ICR RSN NN H L S ESERBMAN—V 2R L TWET,

274 NLEELD
BRA2A RIL

BENDER A

BHTHR b

ERR_ACCEPTED

P A WA =2 =1
LEL, HUNED

== RO E LR — b
(Report Misclassification) ] 4~
varEMERLERICRRIND

BHAS—

PO LR — FRRESNEL
72 (The misclassification report
has been sent.) 7 4 — K 3w 7
lEE, bR H>TEINEL

.
(Feedback Accepted, 72.  (Thank you for your

Thank You) feedback.)

ERR ADAPTIVE SHOURITY | = —H— 3@ S A & ¢ S BERELC | 20D Web A | <URL> (L, =

AU — 2k
(Policy: General)

FoTT7my 7 SNIHAITERR
SNHTuy s R=Y,

TrIREF2UT 4 VAT TH
D LHE SN0, Mo+
Fa V7 4RI =S TT
0y 7 &3uE L7z,  (Basedonyour
organization’s security policies, this
web site <URL> has been blocked
because its content has been

determined to be a security risk.)

. FYRT—=D X2 T«
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sur—sns17 |

T7A4ILEELD
BEIRA ML

BENDER A

BHTHR b

ERR_ADULT CONTENT

R 2 — DR
(Policy
Acknowledgment)

TV Ra—HF—RT7 XL ~arT
UG EN D=L T Ik
AL EITR RSN EER—
v, 22— —IERY I &
Vw27 LT, mPNCER L2 A
MZtEFeZ R TEET,

BURBICT Z v R & L—T 4
YT ENIma T Y B E T Web
R=VWIITI7EALLI ELT
£7, (Youare trying to visit a web
page whose content are rated as
explicit or adult.) FFZD Y 7 %
IV L, ZOaryrrsyrA
TNRT oA o F—Fy FOfEM
ZEBELTOOMBORY v —%
HTUCHERATHS 2 L &l
WL TLZEY,  (By clicking the
link below, you acknowledge that you
have read and agree with the
organization's policies that govern the
usage of the Internet for this type of
content.) 77 U ¥y JEMWEIZEET
DT —APE=H—Zh, RS
nNoGEMRHY £4, (Dataabout
your browsing behavior may be
monitored and recorded.) Z OFED
Web _—IZ5| & E T 7B AL
EIE. ZOA vy E— U ER
IR SH, a2 RO b E
3,  (You will be periodically asked
to acknowledge this statement for
continued access to this kind of web

page.)
ZDOAT— AV MIFEELTA
YH—Fy MIT 7B AT B
27U w7 LTS
(Click here to accept this

- -

., 22
(A
statement and access the Internet.)

ERR_AVC

RYv— 1 77V Ir—
>a Ol (Policy:
Application Controls)

= —H—73 Application Visibility and
Control T ¥l k-TCrTm vy
SINTHEEICEREINDE Ty

° S
NR—=,

MO T 722 KY —t kS
X AAT R OT TV — =
V%l ~DT T RBANRT Oy &
NE L7, (Based onyour
organization’s access policies, access
to application %1 of type %2 has been

blocked.)

FYRIT—=D X2 UT« .
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T7ANBELDV BEIDEREA BHITFR b

BENZA IV

ERR_BAD_REQUEST |7 k7 o427 v g VRIS | VAT AXZOEREZ M T %
FRIEZ2 %5k (Bad FoTHELDZZT— =, /A, (The system cannot process

this request.) FFAEHED T 7T
Ko TER 72 HTTP EORAERL S
N RH Y £4, (A
non-standard browser may have
generated an invalid HTTP request.)

g7 I UPEMERL TV L5E
T, EREFEAT LTS ES N,

(If you are using a standard browser,

Request)

please retry the request.)

ERR_BLOCK _DEST | 7'm v/ &N TWDEWebH A ~o [ffEkDOT 7 A KY v —2 i

EY o — : 5ak T RLVARIZaZ—Y =BT 78R % | &, 2O Web A b <URL> ~D
(Policy: Destination) RATGARICEREND Ty | T7®vANRT Ry 7 ENE LT,
~N—, (Based on your organization’s
Access Policies, access to this web site
<URL> has been blocked.)

. FYRT—=D X2 T«
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T7A4ILEELD
BEIRA ML

BENDER A

BHTHR b

ERR_BROWSER

tX2VT7 1750
" (Security: Browser)

TN 2T EFIANNA T =TI
Lo TRESNTWD LRI
T TV r—arynb T oW
7 > a VEDRDBE S NG AIC
FoRENDL T B Y7 N—,

MOy N =219 5
X274 LOBERTHD EHE
SN, MEOT 7B ARY
ol EEOE, At a—20h
DERNBT 1y 7 SIVE LT,
(Based on your organization’s
Access Policies, requests from your
computer have been blocked because
it has been determined to be a security

threat to the organization’s network.)
<oy T8> &L THkRIS
NI~V T 2T AN, T =T T—
Vxr MLEoTT T UVRNMRE
SNTWDHAEEMEDH D £,
(Your browser may have been

compromised by a malware/spyware
agent identified as “<malware

name>".)

<HMEL><EFA LT RLZA
>ERE L, LTIORTa— K%

FEH LT 7ZEVY,  (Please contact
<contact name> <email address> and
provide the codes shown below.)

IEEOT T U EEHL Tk
D\% ThHFEInEEbns
BlE. UTFORZ &AL T
DI Z L R—RFLTLES
VY, (Ifyou are using a non-standard
browser and believe it has been
misclassified, use the button below to

report this misclassification.)

FYRIT—=D X2 UT« .
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T7A4ILEELD
BEIRA ML

BENDER A

BHTHR b

ERR BROWSER CUSTOM

Ry v— 1 T7T0H
(Policy: Browser)

Ty sflea—Y-—r—Tx
Y EB RT W v g VERR
HEINTEXICRREINDT
0y N

ko T 72 A KUY v—Ic S
& TIUFNLOERNBT vy
7 SLE L7z, (Based on your
organization’s Access Policies,
requests from your browser have been

blocked.) ZDOT I UH [<F7 T
Y 2A 7> 13, BENLEF 2
V74 VAT DO S ER
A, (This browser “<browser type>"
is not permitted due to potential
security risks.)

ERR_CERT_INVALID

#2722 FEE (Invalid
Certificate)

Bisk K7- HTTPS $1 M%)
IEEHEEHH L CWAEAICE
RENDBT Ay T R—,

HA b <A N> DR 72 FEH
HERR LD, BEXaT By
variEayTcEETA, (A
secure session cannot be established
because the site <hostname> provided

an invalid certificate.)

. FYRT—=D X2 T«
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sur—sns17 |

T7AINEBBELY B DERBA BHETXR b

BENZA IV

ERR_CONTINUE_ #4557 7 o 5 o3 4 CTHNC|URL #7 2V <URL A7 2 V> {2

UNACKNOWLEDGED |\ 7 55 2 & L URL 717 =) DH A | 53 S5 Web—DIZT 7 £ %

KU —DOHER Fea—P—RNERLZHGEICR|LL)ELTWET, (Youare
(Policy TREN DL 2 —H— T | trying to visit a web page that falls

Acknowledgment) ezl v %27 U w27 LT, gy |under the URL Category <URL

(CELR LIz A Mol Z &3 T
TET

category>.) Fat®d V7 %7 v
7L, ZOarT oY B ATk
THA v F—=Fy FOMEHZEH
LTWDHHDOARY > —%F T L
TRIBHRATHDZ L &2MER LT
<72&\v,  (By clicking the link
below, you acknowledge that you have
read and agree with the organization’s
policies that govern the usage of the

Internet for this type of content.) 7
ZUVTEMECET 2T — 2N
F=H—EN, RLESNDHEN
»HV FEF, (Dataaboutyour
browsing behavior may be monitored
and recorded.) = DFED Web ~X—
VI &R E T 7R A LG
X, SO = U EMNICHE
RER, EREROBILET,
(You will be periodically asked to

acknowledge this statement for
continued access to this kind of web

page.)
ZDOAT— AV MIFEELTA
YHE—=Fy NIT 7B AT DI
Uy LTLIES
(Click here to accept this

- -

. 22
AN
statement and access the Internet.)

FYRIT—=D X2 UT« .
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T77A4NLEELV BERNOEREA BRTER B

BHRIAA ML

ERR_DNS_FAIL FUR SN2 URLICESN 2 KA A 2 | ZDHR A MMy <k A R> DR A
DNS D&% (DNS AREENTVWDHEEICE RSN | MAfRR (DNS/ILy 7T v 7)) I
Failure) HILT— = KR LE L7z,  (The hostname

resolution (DNS lookup) for this
hostname <hostname> has failed.)
VH—=Fy N T RLADZAAYLR
RoOTWNBD, A VX —Xy 8T
RUARBELSI TS, BA
kN <AH A N> B3 —HERICFI A T
E 720 ET72IEDNS — =0
HEICZRARIZ 72 o TV D ATEEMEDS
H Y E9, (The Internet address
may be misspelled or obsolete, the host

<hostname> may be temporarily
unavailable, or the DNS server may be

unresponsive.)

ALl =%y F 7 FL R
DAV EHEB LTSSV,

(Please check the spelling of the
Internet address entered.) A~J/L23
ELWEAIT, B TIoZRkER
ITLTLZ&V,  (Ifitis correct,
try this request later.)

ERR_EXPECTATION_ | b 7 3 g VERINHTTP4A17 | 2 AT ME Z DY A b <URL> 12

FAILED [Expectation Failed) J&& % bV | %92 EREZWUHTE EH A,
T 0 Bl H— L7 & EIZHRREINDHT T — | (The system cannot process the
(Expectation Failed) |~ %% request for this site <URL>.) FFARYE

DT T 7P Ko THE) 72 HTTP
BURMMAERR SN TREMED B v F
9, (A non-standard browser may
have generated an invalid HTTP
request.)

BT I U EEH L T 2o56
. ERZHAITLTIEES N,

(If using a standard browser, please
retry the request.)

. FYRT—=D X2 T«
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T7A4ILEELD
BEIRA ML

BENDER A

BHTHR b

ERR_FILE_SIZE
R)—: T A Y
4 X (Policy: File
Size)

RSN T 7 A ARTRIND
RO 74 L H A KED HRE
BRI REND TR YT R—
o

'y ra— R A AR IRE %
R TWDHTeH, ko7 71
RNY—IZEEDIE, ZOWebV A
NEZIEF 71— R <URL>~D
TIRANTmy T ENE L,
(Based on your organization’s
Access Policies, access to this web site
or download <URL> has been blocked
because the download size exceeds the

allowed limit.)

ERR_FILE TYPE
R —: T7A)E
4 7" (Policy: File
Type)

R LT AN T a7 XN
TWA T 7 ANEA T THIHE
ICFRRENDEZ Ty 7 =,

Tr7ANEAT [<T7 A4V 2 A
7> FFFR SR TV RN,
MEOT 72 A RY —2 ik
&, ZOWeb¥ A MELITFT
1— K <URL> ~D7T 7 & ANT
a7 SE L7z,  (Basedonyour
organization’s Access Policies, access
to this web site or download <URL>
has been blocked because the file type

“<file type>" is not allowed.)

ERR FILTER FAILURE

7 4 NZ DREE (Filter
Failure)

URL 7 A WE ) T P in—
B URL 7 4 V2 U v T %
s TE T, [BEARET—E A
NTBET TN NT I ay
(Default Action for Unreachable
Service) (A7 v arvn[Tuy s
(Block) JIZREE SN TV DA
WCERINDHTZ T — =,

BB — S — 2N BN GE E 72 13t
AT TND D, R—=V
<URL> DELRMES SLE LT,

(The request for page <URL> has
been denied because an internal server
is currently unreachable or

overloaded.)

HCEREERIT LT &L,
(Please retry the request later.)

ERR_FOUND
Fettt (Found)

—HO=T7—HOWNHI XA L
vay =y,

N—U<URL> I <Y A Lo M
URL> {2V #A L7 FSILET,

(The page <URL> is being redirected
to <redirected URL>.)

FYRIT—=D X2 UT« .
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T7ANBELDV BEIDERA BHTHR
BHEA ML
ERR_FTP_ABORTED |FTP over HTTP k7 > 27 > a v | 7 7 A /L <URL>1Zxtd 5 ZR DAk
FTP 1l (FTP PR7ASHTTP 416 [Requested I‘{ange DyLEHATLZ, (The request
Aborted) Not Satisfiable] it~ % b U & — L | for the file <URL> did not succeed.)
T EILERTRENDZT— X— |FTP H—/3— <R A M44> MR
o Pl AT LE L7z, (The FTP
server <hostname> unexpectedly
terminated the connection.)
BCERZHFAITLTIZE N,
(Please retry the request later.)
ERR_FTP_AUTH_ FTP over HTTP k7 %7 > 3 v |FTP $—/3— <R A h44> 121
REQUIRED FRAS FTP 530 [Not Logged In)  |FEAN43E T, (Authentication is
FTP 28 3438 (FTP |Wo& % MU A — L7z & &IZFKR & |required by the F:FP server.
Authorization NHTT— _—, <hostname>.) 7'v 7 MZHE-T
Required) Bhlga—F—ID ERAT L—R

AL TLIEEY,  (Avalid

user ID and passphrase must be
entered when prompted.)

Bz E 0, FTP h— "—NEA4
P O A& HIR S 2 FREMED S 1
¥, (Insome cases, the FTP
server may limit the number of
anonymous connections.) %, [
Ha—F—L L TZDHh——|C
P L CW DA, % THALT
LTL7Z&Wy,  (Ifyou usually
connect to this server as an anonymous
user, please try again later.)

. FYRT—=D X2 T«
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T7A4ILEELD
BEIRA ML

BENDER A

BHTHR b

ERR FTP CONNECTION _
FAILED

FTP #5t D K (FTP
Connection Failed)

FTP over HTTP k7 > 27 v 3
ZR A FTP 425 TCan't open data
connection] J&Z %A NU T—L7- &
XERRINDEIEZT— X—T,

AT LD FTP h—/3— <R A |
4> LiEETEEHA,  (The
system cannot communicate with the
FTP server <hostname>.) FTP H—
Y8 /Nl =5 O el = S EV/N: DI e s
LTS, Fy U —27 DR
BEIZ X0 BEREICR > TS
RN &Y £9,  (The FTP server
may be temporarily or permanently
down, or may be unreachable because

of network problems.)

ATTLT=T R AD AL 2 fifg
LTL7Z&Vy,  (Please check the
spelling of the address entered.) A~
UBELWGEIE, % TIOER
ERITLTLS7ZE N, (Ifitis
correct, try this request later.)

ERR _FTP FORBIDDEN

FTP ®%k1k (FTP
Forbidden)

FTP over HTTP b T > %27 v 3 >
FRS, =W —T 7 & ANFFA]
ENWF TV st LTT
PTG RICER RIS T —

o a3
R—=

FTP H—/"— <R A h4> 1T K -
TT 7 EARERSNE LT,

(Access was denied by the FTP
server <hostname>.) D ID I
DO RF2 A I~DOT 7 EA
HENRH Y FH A, (Youruser ID
does not have permission to access this
document.)

ERR _FTP_NOT FOUND

FTP 23 Hi S 417e
(FTP Not Found)

FTP over HTTP T > %27 v 3 >
BRI, Y= — RICFEE LR
F7 V=7 M LTIt
BlZFREINDHEZT— =,

77 AN<URL> D RO £HA
TL72, (Thefile<URL>could not
be found.) 7 KL AM[#E-> T
B, FFEESNTOHET,

(The address is either incorrect or
obsolete.)

FYRIT—=D X2 UT« .
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B aa<—cosq7

774N EBEXD BENDEREA BHTXR K
BRAA ML
ERR FTP_SERVER ERR |FTP % #HR— k L TWaWvh— |2 ZF LM FTP — 33— <k & |k

FIP #— e =5 — |77 7 B AZRAL TS FIP | 4> LlfE TE A,  (The

(FTP Server Error) over HTTP kT ¥ 7 3 3 2% |system cannot communicate with the
LCHERENDTT— 22—, 5@ |FTP server <hostname>.) FTP H—
B H— R—|T HTTP 501 Not |/S— B —RHAEITEANIZE Y
Implemented] IO AZ IR L £7, YLTWAHN, ZOV—E A&
LTV WA D Y £

(The FTP server may be temporarily
or permanently down, or may not
provide this service.)

BT RLATHD Z & s
LTL7Z&EVY,  (Please confirm that
this is a valid address.) ALV IE

LWGEIE, % T2 oEREZFT
LTCTL7Z&,  (Ifitis correct, try
this request later.)

ERR_FTP_SERVICE | ffif§ C&ZA2WWFTP ¥ — =27 7 | > AT L8 FTP H— 38— <R & b

UNAVAIL E A& TS FTP over HTTP 4> LiBIETE ¥, (The
FTP #— & & f#i A< o] Ko7 g 2% L TFas X | system cannot communicate with the
(FTP Service NAHTT— ~~—3, FTP server <hostname>.) FTP H—

N=RET—REBTH L), fHA
IZH T LTnDo, 213D
DY — B R 2t L T 7V ATRE
P23 Y £3,  (The FTP server
may be busy, may be permanently
down, or may not provide this

service.)

BT RVATHD Z & ZHERR
LTL7Z&EVY,  (Please confirm that
this is a valid address.) AL IE

LWGEIE, % TZoEREFIT
LTCL7Z&w,  (Ifitis correct, try
this request later.)

Unavailable)

. FYRT—=D X2 T«
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BEIRA ML
ERR GATEWAY TIMBOUT | 53k S 72— _R—R3 Z A AU — | AT ARIE I — 38— <7k & K

T—=RT=zA DX A L
77 (Gateway
Timeout)

WIS Lo - b X ICH RS
LT — R,

4> LiEETEEHA,  (The
system cannot communicate with the
external server <hostname>.) - >
H—Ry M= N=R TR
M AEARNZE T LT D0,
Foldry hT—7 OREIZEY
BEABRIT 2 > TV D ATREMEDY &
W %7, (The Internet server may
be busy, may be permanently down,
or may be unreachable because of

network problems.)

ANLIeA B =Sy F T RLA
DAV ERER L TLIZS VY,
(Please check the spelling of the
Internet address entered.) A-~/L73
ELWERIE, BTIOEKRER
TLTL a0,
try this request later.)

(If it is correct,

ERR_IDS_ACCESS_
FORBIDDEN

IDS 7 7 & 2 D&k
(IDS Access
Forbidden)

BREFEHD CiscoT—H X2V
TAR) =l LoTTr YV &
nNTWa77AVE, 22— —n
Tyv7u—RLLS L LEHAI
BRINDHT T — N—,

FRE DT — FEAER Y o —IT KD
. Ty e —RERNRT vy
ShE L7, (Basedon your
organization’s data transfer policies,
your upload request has been

blocked.) 7 7 A /LDFEH (File
details) :

<7 7 A )LDOFERI>

FYRIT—=D X2 UT« .
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BHTHR b

ERR INTERNAL ERROR

W= < — (Internal
Error)

W 7 — 2 JEE L 725 B ICFRoR
SNDHTT— R—=,

A=V <URL> (263 % 25K A JL B
HIZNER S AT b =T —RFEA L
% L7z, (Internal system error when
processing the request for the page
<URL>.)

ZOEREZHFRITL T IZE,
(Please retry this request.)

ZOWREEN e EIR, <fHYE
><EE A A=V T R A>T
L. UFIORTa—FERH LT
< 72&Vvy, (If this condition
persists, please contact <contact name>
<email address> and provide the code

shown below.)

ERR_MALWARE_
SPECIFIC

XU T 4w
77 O

(Security: Malware
Detected)

T ANDOX T a— Riglz<v
7T BB SN AR S
nNdx7aw g R—=,

Z D Web ¥ b <URL>[E, =2
Ea— & E3koR Y U —
kT 5 X2 VT 1 LB
EHE SN2, MikoT 7 &
AZARY =SSN TT Ry 7 S
NE L7, (Based on your
organization’s Access Policies, this
web site <URL> has been blocked
because it has been determined to be
a security threat to your computer or
the organization’s network.)

HFrIT) <N T =T BT >
DNV T 2T <)V =T 44> N
OV A FTHRIHSNE LT,

(Malware <malware name> in the
category <malware category> has been

found on this site.)

. FYRT—=D X2 T«
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ERR_MALWARE_
SPECIFIC_OUTGOING

XU T 4w
v =7 O

(Security: Malware
Detected)

Ty ANDT v T a— RERI~< L
7T NSNS AICE RS
nNa>7nvwy =,

ZREMAmROTR Yy NV —27 EF =
VT 4l THER~LVY =T
MWZDT7 7 A NBRRH ST
O, MEEORY v—zESNT T
D77 A/LDURL (URL>) ~D
Ty u—RRTuy 7 ILEL
72, (Based on your organization’s
policy, the upload of the file to URL
(<URL>) has been blocked because
the file was detected to contain

malware that will be harmful to the

receiving end's network security.)

<)V =74 (Malware Name) :<
~ )L = T >

<N x=T 7 3Y (Malware
Category) :<~/V U =T DAT A
>

ERR NATIVE FTP DENIED

AT 4 TFTP hT ¥ 7 gy
N7y InNEXIT, A
T ATFIP Y FA4 7 hTERS
nNdx7uav s Ayt—,

530 m /A UBMESRERE L
(530 Login denied)

ERR_NO MORE_
FORWARDS

Ll EEREZ2 L (No
More Forwards)

Web 7 ¥ b xy hU—2 ED
o7\ ¥ o P— N — [ ZHRE
WN—TWRHD T ITAT
AR LSRRI SN
F— =, Web7' B F I —
TEYM L, 774 T MDD
Ave—VEFRLET,

A=Y <URL> 154 2 BRI
LZ L7, (Therequestforthe page
<URL> failed.)

P—— T RL R <KRA > D
W TH L, EITZIOY—
W=7 7B AT DHIIEAR— M E
FERET OMLENRDHY £,

(The server address <hostname> may
be invalid, or you may need to specify
a port number to access this server.)

ERR _POLICY

WY — %

(Policy: General)

BFURMDAI B ORY O —REIC
FoTTmy 7 SNIZHAITER
SNHTry 7 R=,

MO T 78 A R L—I2HS
&, 2D Web ¥4 k <URL> ~D
TIRANRT Ry 7 SILE LT,
(Based on your organization’s
Access Policies, access to this web site
<URL> has been blocked.)

FYRIT—=D X2 UT« .
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FybT—4 £xaUT4 |

T7A4ILEELD
BEIRA ML

BENDER A

BHTHR b

ERR_PROTOCOL

RU—: 7abhan
(Policy: Protocol)

ERLTWA 7 bl
THERN T 1 v 7 INTEAILE
REINDHT Oy R—=,

TR m A <7 e b
VA AT BFFA STV
W, MO T 7 AR —
ICHEDSE, ZoEREFITry 7 S
NE L7, (Based onyour
organization’s Access Policies, this
request has been blocked because the
data transfer protocol “<protocol

type>" is not allowed.)

ERR_PROXY AUTH_
REQUIRED

7k R AL
(Proxy Authorization
Required)

BATT DT DICREREY LT vy
WEANNT HHEND HEEICE
RESNDEFNAR—, ZIUTIHIR
72 b W7 va BRI
SNFET,

ZDOVAT LEfH LTS 2 —
X MZT 7B AT HI21E. B
MBMETT,  (Authentication is
required to access the Internet using
this system.) 7’1 > 7 NMIfE- T
Hhlpa—HP—ID L AT L—X
EANDLTLIEEY,  (Avalid
user ID and passphrase must be
entered when prompted.)

ERR PROXY PREVENT
MULTIPLE LOGIN
Blo<=vohbm A
EH (Already
Logged In From Another
Machine)

BlO< v DOWeb 7 1% CTI T
ICFRRE SN TV D 2 —HF—4 LA
Ca—#—4%HH L TWeb~D
T 7 ARRAB D NITG AR
INbHTay s =y, THUL,
[—H—F v a R (User
Session Restrictions) | 7 = —/3/L
REA T > a Y In A F—T VDY
BRI ET,

ZOa—YF—IDIZIFBHIOIP T F
VANODT 7T 47 8yay
PAFAET D72, MfEDORY v —
WZHEDSE, AV F—Fy b~DT
7B ABRBELR SVE LT,
(Based on your organization’s
policies, the request to access the
Internet was denied because this user
ID has an active session from another

IP address.)

BOaL—F—L1LTrrA 95
YLElE, TORZ %20 v oL
T, Mloa—H—4 L2711 —
Ra AL TL7EE,  (Ifyou
want to login as a different user, click
on the button below and enter a
different a user name and

passphrase.)
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T77ANLEBELD BRIDERER BRTER B
BENZA IV
ERR PROXY_REDIRECT | J 22 L7 25 o =2, ZogERIZ, VAL LY PERE
UE AL b 9, (This request is being
(Redirect) redirected.) = O~_X— I HEIAIIZ
VEA VL7 hERRWEAIR, 2

ZHR7 Uy LTHITLTLSES
VY, (If this page does not
automatically redirect, click here to

proceed.)

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B aa<—cosq7

T7ANEBBELY B DERBA BHETXR b
BENZA IV
ERR PROXY T Ra— P —fER~— A B =Xy MZT 7 BAT HHI
mmammmmmm)ﬁwmowfﬁ\ini_ﬁ;_m\uf@x?~bxyb%%%
AV = DR HWHI—3  on page 85% S L T LT<many,  (Please

(Policy PR ’ acknowledge the following statements

Acknowledgment) before accessing the Internet.)

fali = 7 2 A i LGl
DORY v—%EHT D7D,
Web b7 W7 va VIXHEIMIC
Fo S ESET,

(Your web transactions will be
automatically monitored and processed
to detect dangerous content and to

enforce organization’s policies.) T
ROV 7%y 7408 F
=Z—=U7IZFAEL, B L
PA MIBT 7 — 2 MRS h
DA REMEIC DWW TIRRB L7z b D &
R7pSET,  (Byclicking the
link below, you acknowledge this
monitoring and accept that data about

the sites you visit may be recorded.)
F=H— ) T VAT ADOTFAEID
DONT, EHIITKRZ RO B
F£7,  (You will be periodically
asked to acknowledge the presence of
the monitoring system.) L—H—|Z
I, A& —%xy h T 7 EXICH
T OO AR Y > —I12h0 5 BN
»HY F9, (Youareresponsible for
following organization’s polices on
Internet access.)

ZDOATF— AV MIFEELTA
YHE—=F v MIT 7 R®ATBHIC
F, 2 Z2&27 Uy 7 LTKES
VY, (Click here to accept this
statement and access the Internet.)

. FYRT—=D X2 T«
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T7ANLEELV BENDER A BHATHER

BHIZA BV

ERR_PROXY_ Secure Web Appliance Web 7' 2 % |EXx =2 U7 4 734 ZADib) 72 7
UNLICENSED CORPRIA B AF—RRN | ARV ABRNID, £ 25—
Faxs DI kL A | GECERRINDLG Ty 7 X— | Xy MIT 7 EATEERA,

72 L (Proxy Not ¥, (Internet access is not available
Licensed) without proper licensing of the security

device.)

<HYFL><FEF AT LA
> L, L NIRRT =2 — %

FEH LT 72 &Yy, (Please contact
<contact name> <email address> and
provide the codes shown below.)

Note

X2 VT 4 T, AQEFHA
H—=T 2 AT 7 EBATHIC
1L, A= MIREINLTWSIP
T RLREANLET,

ERR_RANGE NOT _
SATISFIABLE

HiPH2I L] (Range
Not Satisfiable)

Web H— N—NBR Sz A b
HPHIZH IR T ERWISE RN S
NoHxTT— =,

VAT DI OERENBTE F
/A, (The system cannot process
this request.) FEIEHUED 7T 7T
£ o THRh 72 HTTP BRM AL S
NI ARetER H Y £79, (A
non-standard browser may have
generated an invalid HTTP request.)

BT Z P2 LTV 56
. BEREHARITLTSIES N,

(If you are using a standard browser,
please retry the request.)

ERR_REDIRECT

WU XA L irg sy N—,

N—T <URL>Z<V XA L7 i

PERMANENT URL> (12U %4 L7 R SnET,
Ky X4 Lo bk (The page <URL> is being redirected
(Redirect Permanent) to <redirected URL>.)
ERR REDIRECT REPEAT_ | N Y 24 L7 g v =, FURZMED KL T EEW,
REQUEST (Please repeat your request.)
VEAL VLT b
(Redirect)
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T7A4ILEELD
BEIRA ML

BENDER A

BHTHR b

ERR_SAAS AUTHEN
TICATION

RU— T EAE
75 (Policy: Access
Denied)

BATT DT DICREIEZ LT vy
WEANNT HHEND HGEICE
IRINDEENASN—T, ZHUET 7
Vor—gor~D7 7t A2#EH
ENhET,

Mk OARY > —2 S, <URL>
~DT I RABRIZ, wrA
VT U VD NN —
IV EFA VT havE LT,
(Based on your organization’s policy,
the request to access <URL> was
redirected to a page where you must
enter the login credentials.) F&RE(Z
AREh L, @bl 7 MR A - & T
WHSEIE, T = s
DT 7w APFFAESNET,  (You
will be allowed to access the
application if authentication succeeds

and you have the proper privileges.)

ERR SAAS AUTHORI
ZATION

KU — T EAE
75 (Policy: Access
Denied)

Z—F—RT 7 RAERDINT
TN — g T 7B A BRI
TP EICFREND Ty 7 ~N—
¥

AR E NIz —F =TIz
O, MEORY) —lcHEKSx, T
TV r—va U <URL>~DT 7k
ANTmy 7 SuE LT,  (Based
on your organization’s policy, the
access to the application <URL> is
blocked because you are not an
authorized user.) Jl|D—H—& L
T A T 55813, 2077
Vor—var~D7 7B ALGERA
INTWpa—HF—na—HF—4
ENAT L= AN LTLTEE
VY, (If you want to login as a
different user, enter a different
username and passphrase for a user
that is authorized to access this

application.)

ERR SAML PROCESSING

AU —: 7T EAE
75 (Policy: Access
Denied)

TV = a TR ATS
72Dy 7 YA A URL
DALFRZ N7 1 2 3R L 7=
BRI RIND T — =,

TN YA A ERO A
7=t snizied, <a—
P> ~DT 7B AERNET
LEHATL], (Therequestto
access <user name> did not go through
because errors were found during the

process of the single sign on request.)
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T7ANBELDV BEIDERA BATHFR K

BHIZA ML

ERR_SERVER NAME_ | H&#fJiZ URL Z# BB L. ZOTH | —"—4 <K A > ITEEE

EXPANSION LEZURLICE—F—% U A Lo | RSN, <) ¥A L7 b

P N DIEAE NNV XA L7 v ar X—|UR>ICU XA LY hERET,
(Server Name ¥, (The server name <hostname>

Expansion) appears to be an abbreviation, and is

being redirected to <redirected
URL>.)

ERR_URI_TOO_LONG

URI 3 &4 &% (URI
Too Long)

URLDZETEAHAICEREND
=B A S

FORESNTZURLBETEDL 728,
WP CEFHATLE, (The
requested URL was too long and could
not be processed.) Z AU F v b

U — 7 ~DBEZ R LTV D AEE
PE23& D 37, (Thismay represent
an attack on your network.)

<HYFL><FEF AT LA
> gL, L FICRdT =2 — %

FEH LT 72 &V, (Please contact
<contact name> <email address> and
provide the codes shown below.)

ERR_WBRS

F2UT 0w
T T DY RT

(Security: Malware
Risk)

Web L E 27— 3 ZAaT7 MK
W=, Web LB 2T — 3
TANZIIZES>TYHA M3 T ey
7 INTHEICERINDS T a Y
7 R=,

Z® Web ¥ k <URL> X, Web
LE=2T7— a7 4 FIldo
T, B ta—F KD
Xy NI —=271ZxtTHEX=2 Y
T4 LOBETHD LHESNT
7=, MkOT A RY —I
EoNTT7ry s EnE Lk,
(Based on your organization’s access
policies, this web site <URL> has been
blocked because it has been
determined by Web Reputation Filters
to be a security threat to your computer

or the organization’s network.) =
Web %1 ME, ~/V T =T /Ao
U7 EEEAMI b TWETS,

(This web site has been associated
with malware/spyware.)

BB DX A 7 (Threat Type) : %o
B OFLH (Threat Reason) : %0

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B ek rcoRERS T4 Vo DB

774N EBEXD BENDEREA BHTXR K
BRAA ML
ERR_WEBCAT Ty 7 ENZURL AT IVD |[Web BT I<hFa) 247

HY L — : URL 7 4 v | Web 1 B lll—ﬂi~7ﬁ§77fz7< > TS TV ARNED . M
&Uyy(RMMUmJ%ﬁ#k%ﬁﬂ%ﬁéhé?my WOT I AR =t IE
VARSI Z D Web %A b <URL> ~D7T 7
tRFTey 7 ENE LT,
(Based on your organization’s

Access Policies, access to this web site
<URL> has been blocked because the
web category “<category type>" is not

Filtering)

allowed.)

ERR_ WWW_AUTH_ | BORE N7 — " —=25ef T3 57 | ZR L72 Web ¥4 h <AR A h4>

REQUIRED DICRHALY LTV VY VD AN G (12T 77 A 5 IR LET

WWW 2R 73 38 VB LT HEIFR S5 | $,  (Authentication is required to
(WWW Authorization | "> access the requested web site

Required) <hostname>.) 7’1 7 MIfE->T

Hhlpa—HP—ID L AT L—X
ZASILTLEEY,  (Avalid
user ID and passphrase must be
entered when prompted.)

FIZEER—FTOFRE LT T4 v I DR
ZOETHHTLIRNEIT. ROLEY TT,
* RNERNT 7 4 v 7 OBHEOBE (118 X—)
L4 hTT7 4y 7 BE=H—ORE (119 X—2)
cBEFIOY A RO U AR (119 _X—)
L4 N T T 4w FE=H =D T a— LEE (120 2—)
A T T4y B E =T TN T = ADT T T = (121 X—)
c RERZ7 7 4w 7R —OFERL (121 <X—2)

A NTT 4T B R —DT 7T 4 ET 4 DFER (123 2—)

AEFZ T4 9T DEREDEE

Secure Web AppliancelZ, T XTDOxRy NV —27 R— R NBRIZDTE>TARER NI T 4 v 7 %
BIHL, vV =T NR—F8OENANALE D LT HDOFMIETOMAELVA Y4 RT T 4
JEHR=ZBEMATOWET, WY 747 b~ A T = TG L, BEELSNOR— R &7 m

. FYRT—=D X2 T«



| #vyro—9€X2y54
urs7svs x=a—nEz ||

k=2, % 4 L C Phone Home Z i A 7354, L4 b7 7 ¢ v 7 & =4 —|% Phone Home 7 7 T «
BT 4 BPEERY NI = D BANBICRESNL2OZMIELES, 774V Tl L4 BT
TA 0T EZE—BARX—TNVIIRY, TRXTOR—RNTCR T T4 v 7 2E=F—T5H L5
RESNET, ZhITiE, DNSRZOMO— ARG ENET,

LANT 7 47 BoH—E, MEONET =X _X—2 %R L, #RFELET, ZOTF—HF—
I IPT FLABLIR AL VA DOREICE > TEGRIICET SNET,

BrEST7490 EZ2—DEE
Procedure

Ean—d

ATFYT1 774 T+ —LORNBINCLE T T 4 v 7 FE=F—5HRELET,

ATYT2 LA T T4 w0 F=H =N, TaXxy R—FrDKA, "OIITAT NPT RLADFR Yy NU—27 T K
L AZEH (NAT) %2 FEITTDEBEDOT ANA ADRNZ,  EaMIs) #iish s Z 2R LET,

ATYT3 Ve— N LVEREHAEARET D

L4 T 7 4 vV BE=H—D7 1 — 3N)LERTE, onpage 1208 2R LT Z 30,

ATYTE L4 T T 40 B2 —DRY —5EkT %
(RNIE LT 7 4w 7R Y & —D1ERL, on page 121] 2B L TS 7ZE 0y,

BT A DY Xk

T7ERLZR ABA

BEAIDFFRI7 K | (77U 2 b (Allow List) ] 7' 5/57 ¢ (SRS TS IP 7 KL AET
LR (Known |52 b4, Zhb07 FLAR, [#AYRA R 7RLAELTRS 7 74
allowed) JNMIFETRENET,

RECHE AT =T A R THEIPBMOFAT RLATH LN RHRIP 7 KL
(Unlisted) R, ZHBIE, [FFATY A R (AllowList) 10BN 2 2A~<2 hvy =
77 KL A (Additional Suspected Malware Addresses) ] 7' 1 /37 ¢ (252 S
NTELT, LA T T 47 T — T —HRX=RZHLEENTOER
o TILHDT RLATIR T 77 A NMICERRINNER A,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |
B ursovrz=s—0rn—nrags

T7ERLZR A

FERABGT FL | Zhbix 7L —U X b 7 RLAELTCRY 77 A MCERESN, BT
A DT RLABFEYL LET,
(Ambiguous) B
¢ UA MIFEHEHSALTWVRWARR M EBEHIO~ VY =7 DR A MMy OW
FIZBEEMITF TS IPT LA,
e UA MIREHEINTOWARWEA M E BT HY AR F~L o =T
7 RL A (Additional Suspected Malware Addresses) | 7' 2 /37 ¢ [Z5 %
NDARA M OWTIZEEMA T 65N TWD IPT FL A,

BEDZILoT | cnbiE (Tay s A 7RLARE LTS 77 A MIE RS, T
7 (Known DT RUANZY LET,

malware) .
AT T T TR — T AN A TEEHD~ LY =7 A b LM

ESH, [FFATU A N (Allow List) JICFEH SN TWRWIP 7 KL AE
T2IIAR A M,

BT DY AT v~ =77 KL A (Additional Suspected Malware
Addresses) |1 7 m/NT g IR S AL, [FFATY 2 & (AllowList) ] VU A b
IZREH S TRy R TIEARWIP T R,

B3 T749v9 EZF—DJA—/N\ILERE
Procedure

AT T [BEX=2U T 4% —E A (Security Services) |>[L4 T 7 1 v 7 =4 — (L4 Traffic Monitor) ] Z3#& L
j—o

RTY T2 [7Ta— VERELRE (Edit Global Settings) %727 U v 7 LET,
RTYTI 4 VT T 47 FE=H—%AF—TNITINEIDERIRLET,
ATYTE LA NT T 40T TS — A R =TT HEEE. FoF—HRBDOR— 2B £,

[TRTOR—F (Allports) ], RIERT 7T 4 BT 412% LT TCP AR— k 65535 &9 _RCE=HF—
Li—g—o

[TEFL R—FEBRLSTRTOR—+ (All portsexcept proxy ports) 1o NIERT 77 4 BT 4 IZ%f
LT, UFOR—=FEBRSTRTOTCP A— h&E=F—LET,

e [E¥=VU7 ¢ %—E R (Security Services) ]>[Web 7’2 % 3 (Web Proxy) 1=V [TrX
ZERET H HTTP AA— b (HTTP Ports to Proxy) ] 7' R/37 ¢ TERE L7zA— b (@ XA — b
80) .

s [EF¥ =V T 4 H—E A (Security Services) ]>[HTTPS 7’1 %< (HTTPS Proxy) ]"X—L 0 [F'u
=A==

ﬂ?“/%mtﬁ‘é@ﬁ HTTPS 78— b (Transparent HTTPS Ports to Proxy) |7 & /37 ¢ TRE L7z AR —
i v— |k 443)

. FYRT—=D X2 T«



| #vyro—9€X2y54
WrST4vy E=8—TFoFIAYz7 L—LOT v T7—+ |

ATw TS BHEEXGFLCHEELET (X(F (Submit) ] & [EE A ME (Commit Changes) 1) .

UrS7499 EZA—TFOFINIT IIL—ILDOT v TT—F
Procedure

AT T [BX=2 VT 4P —E A (Security Services) |>[L4 T 7 1 v 7 =4 — (L4 Traffic Monitor) ] Z3#&R L F
j‘o
ATwFT2 [59<HEH (UpdateNow) 1227V v 7 LET,

REFZI T4y IEEHR) O—DER

LANT 7 47 BT —REBT7avid, RETDLLANT 747 F=H—DKRY —
Lo TR F7,

Procedure

ATy T [WebtF =T ¢~F—% (Web Security Manager) |>[L4 b T 7 ¢ v 7 =4 — (L4 Traffic Monitor) ]
IR ET,

RATv 72 [REOHE (EditSettings) 1227 U v 7 LET,

RTYT3 [T 7 4 v 7 E=H—DRIY >~ (Edit L4 Traffic Monitor Policies) ]-X—C, L4 77 4 v 7
E=H DRI —EHELET,
a) [FFAV A (AllowList) 1 2E&LET,
b) [FFA U A & (Allow List) JIZBEEIOZZ 27204 F&2BEINL 7,

Note
Secure Web Appliance® IP 7 R L ALK A M ZFF A SN2 Y XA MIEDRNTLZE N, Ehin
VLA RNT T4y BE=RE, EARNTI 74Ty LERAL

) AEHRIILIIT7 ZRLARICKLTHEITTDT 7 varzkELET,

7o av SR AA

A (Allow) BEEHIOFF R ST FLABI O A MIREHOT RLADREE N T 7 4 v
7 E IR LET,

FYRIT—=D X2 UT« .



FybT—4 £xaUT4 |

B rEr571voBuRy -0k

d)

Tovav SR AR
ETE-A— UTOESIIRMDOTT, T 74 v 7 8F=F—LET,
(Monitor)

(YA bV T =TT RLRIZKT 57 2733 (Action for Suspected
Malware Addresses) | 473 2 U2 [F=4%— (Monitor) ]IZERESN TS
Yitr. BEROFFRISNT2T RLVAUANDTRTOERE NT 7 4 v 7 &HIZ
F=F—LET,

[ AT =T =TT RLARIZKT BT 7 3 > (Action for Suspected
Malware Addresses] 47> a 3 [7 1 v 7 (Block) JICFRE SN TWDHIGE.
RN T RVADERE N T 74 vV E=4—LET,

Jovy [YAXT b~V =TT FLVRIZKT LT 733 (ActionforSuspectedMalware
(Block) Addresses] &7 > a > [ a7 (Block) JIZRESILTVD . BB~ v
V=7 T RVADERE N T 74w %k Tmy 7 LET,

Note
CARERINT 2T T T4 E Ty T EEEIRLEEAIT. RPERT RLAEZEICT
0y 7T A3NEIMNBEIRTEET, T 740 Tk, RHEBERT FLAZE=XZ—SNET,

Ty I EFTTHEOCIL N T T 4y B AR ETLAHGAIX. L4 N T T v B —
EWeb 70XV ERUR Y hT—7 BICRETHLENDH Y £9°, TAT®&74T/F#T 2 K
F74 v HAICREINTZNV— R NCT 7 BATEEZ LE2MRTHIZIE, [Fy bY—7 (Network) ]
>[b— bk (Routes) | X—T&MHLET,

-VM OE >y R 7 v 7T, HRE— FOZRPWR 2Rl ZTPIA X —T oA AL TIA V& —
T xA A&EERTAMIC. TRHLOERMERIINE T, FOOH, —EHOIPIX, Yuy s L% T
BT ITAT U AEBRBT D AREENH D £,

EMT 29 AT v~/ 7 =77 KL A (Additional Suspected Malware Addresses) ] 7' 12 /37 ¢ & iEF%
LET,

Note

EMMT 29 AT v~ 7 =T 7 KL A (Additional Suspected Malware Addresses) ] U A MMZINER IP
T RLRZBINTS &, E%ﬁﬁ%UMwHAh?74y7%:&~®vﬁ~hmvwvl7kbf
KRINET, ZOLI R ZEEET H72DIT, [WebtF =2 U T ¢ ~vR—T % (Web Security
Manager) [>[L4 bT 7 ¢ v 7 E=4%—7R 1Y 2 — (L4 Traffic Monitor Policies) ]-X—"® [EMMT 5 H A
~R7 h=/Vo =T 7 KL A (Additional Suspected Malware Addresses) | 7 « —/L RIZNFIP 7 KL A%
ATTLIRNTL 72 &0,

ATy T4 EFEEZEEFELCHELET (XE (Submit) | & [EEA2ME (Commit Changes) ]) .

What to do next
EPEREYS
s RIENT 7 4 v 7 OBHEOWEE, on page 118

. FYRT—=D X2 T«
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anukz ||

« 5507272, on page 123,

BAERK

[#FA] Y A b (AllowList) ] E£72X[BIT DY A7 b~/ =77 KL A (Additional Suspected
Malware Addresses) | 7' 2/37 4127 RURAZBIMT 5561, ZAERIEID~E2FHLT
DO N EZXED ET, UTFTOWTALDOEXTY RLAZ AN TEET,

«IPV4IP 7 KL R, #i] : IPv4 JZ ¢ 10.1.1.0, IPv6 BN 1 2002:4559:1FE2::4559:1FE2
+CIDR7 FL X, #l:10.1.1.0:24,

s FAAUE, il : example.com

« RR F4, fil : crm.example.com

BT TE=Z3—DTF7I9TAETADRT
SVI—XTFITATAX, P~V —fitEROEERGOLR— IS 2T 77 4
TRBEREPERTDHEDIC, BEOAF T aridR— L TWET,

FEZA—)TTOT4ET 14 YY) —#HEHEROERT

[LA— bk (Reporting) 1>[L4 T 7 1 v 7 FE=4— (L4 Traffic Monitor) ]~<— 2%, E=
BV T TIT 4T 4 ORI~ ) —RRRINET, LTORRLELAR—F Y —
NWEMALT, L4 T 74y E=X—DT VT A ET 4 OREREFRRTEET,

TRMER el
7747 v hOKE [LAR— b (Reporting) 1>[7F7A4 7 727 487 ¢ (Client

Activity) ]

H— L OBEEEH Monitor) ]

L4 8T 747 F=H— |[[VAT LEE (System Administration) |>[R2 7% T A7 U 7 g
oug 7y AL > (Log Subscriptions) ]

* trafmon_errlogs
* trafmonlogs

\}

Note Web 7m ¥ BNk XU L LTHESN, L4 b T 7 4 v 7 E=F—BNT_RTOR— %
F=A—FTHIICHESNTVDIEHEEIE, 7oFXFTO7—F R—KFDIP T R ANGES
. [VAR— b (Reporting) 1>[7 F7A T > 7277 4T« (Client Activity) | X—Y D7 Z
AT NT 7T 48T 4 LIR=NMNIIZTIAT L FIPT RLALE LTERENET, Web 7'
FUNBFBR T B X E L THERESNTVWDIEAIX, 7747 MOIP T FLANIEL L Figk
SN, ERENDEICIPATS—T 4 T HEAF—T I LET,

FYRIT—=D X2 UT« .
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B utsoivrE=s—0nsr7qn0zory

BrEST7099 E=Z2—00OY Z74ILOIT U R

L4 NI 74y F=F— 0l Ty ANVTE=F—V T TIT 4T 4 OFFMETIER L E
D
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TIKETAIPMDRF AV M ESELESZL,



