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DNEZER L E T,
WROFT v a v PNA TR oTND I EERER L TS,
¢ [ISENOFEFEAIZ(E#E7 5  (Trust for authentication within ISE) ]
[ T4 7 FBAER K UsyslogfllZE#H3 % (Trust for client authentication and Syslog) ]

s [ ARAY—E RO IZ(EHHT 5 (Trust for authentication of Cisco Services) ]

*ISE-PICE¥®/—F

« [fEBAE (Certificates) | >[AEBAZENEE (CertificateManagement) |>[{E3ETE 5iL
BAZ (Trusted Certificates) 1> [/ >7R— bk (Import) ] ONEIZER L E 7,

WRDOA T a v inAdilieo TnDZ EEHERL T IESN,
* [ISENOFBFEAIZ(ZHE 35  (Trust for authentication within ISE) ]

(7 TA T FRRRER X UsyslogHl (G832  (Trust for client authentication and
Syslog) 1]

[V ARAP—EXORGEHNAEHT D (Trust for authentication of Cisco Services) ]

FEHIIZOUWTIE, Cisco ldentity ServicesEngine @ R = A > 2SR L TL 72 &0,

HZZE% Secure Web Appliance 7 5 4 7 > FEEBAZ D ISE/ISE-PIC DB B BRI~ D A >~
R—k
FEARMZRFIRIILLT O LB TT,
CISEBE/—F
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B &4 Secure Web Appliance 7 5 1 7 > ~EEBIZE O ISE/ISE-PIC KB B BEIA~D A VR— + .

« [EE (Administration) ]>[EEBAE (Certificates) | > [EEBAZEDEE (Certificate
Management) |>[{E$EC& %:iEBZE (Trusted Certificates) >[4 >7/R— & (Import) ]
DIRIZEIR L ET,

WROFAT L a v PNA TR TNDHZ LEFERLTITEI VY,

* [ISENDOFEFERIZE#E7 2  (Trust for authentication within ISE) ]

[V T4 7 MRRER L UtsyslogHIZ/E#H 7%  (Trust for client authentication and Syslog) ]

[V AP —EADOFIHIZIFHET %S (Trust for authentication of Cisco Services) ]

*ISE-PICE¥E/— | :

« [FEBAE (Certificates) |>[FEBAE D EE (CertificateManagement) |>[{E38 T %3l
BHZ (Trusted Certificates) ]>[4 >7R— bk (Import) ] DIAIZER L £ 7,

ROAT v a U PNA AR TNDH I LR L TIIESNY,
* [ISENDOFBFEAIZ(E#T 5  (Trust for authentication within ISE) ]

c[7 T4 T v MRGER X Usyslog IZ{E#83 %  (Trust for client authentication and
Syslog) ]

o [VAaY—E AOFIEHIZIEHET S (Trust for authentication of Cisco Services) ]

FEAMIZ OV TIE, Cisco ldentity ServicesEngine ® R o A > h&EZBBR LT ZE W,
S

GE) B ISE JBBH TlX. Secure Web AppliancelX MNT, PAN, £ X O'PxGrid / — R L i@{E L £
T, ZOHE. SEHFEEITT X TOFERFEORITEN, sz v— FERE] (oF
Y . ISE/AISE-PIC 7 /34 A %41 L CTARL & 4172 RootCA) THEHTEX ALENRH Y £77,
[SE/AISE-PIC %41 L7ZfEBEDARK (8 <—) | 2ZML T LI,

FIE

AT F1 ISEASE-PIC Z 4 L7ZiEHED LK (8 2—) OFEICHE > T, RootCA, Web Appliance 7 71 7> k
FERAE . 35 KUY Web Appliance 7 74 7 > b —%& 4R L £,

AT 72 ISE/ISE-PIC E¥ / — KT, [ISE/ISE-PIC] > [ ¥ (Administration) ]>[3 A7 & (System) ]> [FEPHE
(Certificates) ]>[> A7 AGEBZE (System Certificates) ] 725 H OB A ELZ FE#I T/ XAAR— ML E
R

1. [pxGrid], [EAPFEAE (EAP Authentication) ], [&¥E (Admin) ], [A"—#% /L (Portal) ]. [RADIUS DTLS]
DWTHMNZ K> THEHEN TS (Used by) FEBFEAZEIRL E7,

2. [=Z7 AKR—hK (Export) | %27 V27 L, BRIz pem 7 7 A VELRFELE T,




B seserc~ooxvomE

4T D ISE/ISE-PIC 23/ — RIZOWT FEOFIEL B K L FE T,

ATY T3 openss1 A~ REMHALTC, Fvro— RLUEFEHEY 7 A /L% RootCA.pem [ FECTiEM L 7,
ISE/ISE-PIC 7 /34 Z Z 4 L T RootCA.pem CTREHIFE 7 7 A /L& kI L O 92 B2 OV T,
ISE/ISE-PIC %4> L7ziEIED AL (8 X—) ZHMML T E I,

1. #ouru—RUEEAECR L TCROa~y REFETLET,
Example:

openssl x509 -in <DownloadCertificate>.pem -text | egrep "Subject:|Issuer:

Bl (A7)

Issuer: CN=isehcamnt2.node
Subject: CN=isehcamnt2.node

2. WERERDIIICELLET,

Example:
Subject=/CN=isehcamnt2.node
Issuer=/CN=isehcamnt?2.node

3. RootCA.pem |[ZIRDITZEI L E 7,

Bag Attributes: <Empty Attributes>
4. FE Q) DV 7V B IOFITHE % RootCApem (2 (FIE3) DITE L Hi2) BMLET,

Example:

Bag Attributes: <Empty Attributes>
Subject=/CN=isehcamnt2.node
Issuer=/CN=isehcamnt2.node

5, ¥uru—RLEEHEYZ 7 A VOWNELKREZ 2 — L, RootCA DKRE (FlE @) DT —X Dt%) I
REO (T E 9,
7 a— RIS _RTOEA ISE/ISE-PIC / — ROFERAZEIZOWTFIE (1) ~ (5) /0L,
A X172 RootCA FEBAEAZRIF L £ 7,

AT T4 Secure Web Appliance® ISE #%E~<—C, ZH I/ RootCA.pem %7 v 71— RLFET, [ISE/JSE-PIC
F—EA~OHHE (9X—) | ZBRLTIZIN,

ISE/ISE-PIC ~ADAOFX T NDHETE
eI AN = AL Zu TEHETHEDIC, TIZ7 AT TITHAZ LT 4 —I)L R%mZBML
¥+ (TR OSSO AETARX)
« ISE/ISE-PIC V—E A ZFMERR SN TWAH Z L 2R LET, ERINTWARWVWEAT
ERRLET (27 %7227 0 7o g ok L OWRE) .
o L — P —DFH L FREED - DI ISENSE-PIC (127 7 B 2T 57 u 7 v A L2 EHZRLE
T (2= —BLIOIIFIATL N T MO =T ONE | 117 <—)

« ISE/ASE-PICID #fiHH L C, 22—V —FROFMHLET /2 a b BEHRTDHT IV EARY v—
ZHRELET (RY—0FE] . 191 2—)
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ISE/ISE-PIC % &> ) ISENSE-PIC ERS +—/ \—t#itgsomE ]

ISE/ISE-PIC /™ 5 @ ISE/ISE-PIC ERS H—/\—E#ll{F 3R D N5

« ISE/ISE-PIC T Cisco ISE @ REST API (API T HTTPS &"— k 9060 /) #HZZ L F
7,

A

Note /)L —FICi SN\ TEFa YT 4RY —2FRETHITIE, Secure
Web Appliance T ISE #} RESTful #—t & (ERS) ZHZhZT 5
MENRHY FT ([Fv hU—2 (Network) ]> [Identity Services
Engine]) . ZAUE, N—T =3 U 1LT LFICEH S ET,

« |SE
«[B¥E (Administration) ]>[&E (Settings) ]1>[ERSIRTE (ERSSettings) 1>[7
A4 EE/ — FOERSKTE (ERSsettingsfor primary admin node) ] > [ERS
#H%1ET % (EnableERS) | Z RN L 7,
TEhHY )= RRBLIGEIL [TOMITRTOH/ — FDOFEAERY FHERS (ERS
for Read for All Other Nodes) ] Z AN L £,

* |SE-PIC
 [R7E (Settings) ] > [ERSEXE (ERS Settings) 1> [ERSEE#1LT 5 (Enable
ERS) ] #ER L £,

o IE LWV RESTful — B2 /' )L— 7 TISE EHEZIER L TWDH Z & 2R L ET,
SE5 RESTful ¥-— B A& HE 7 /L — 721X, ERSAPI ~D 7 /)L 7 7 ¥ A (GET. POST.
DELETE. PUT) &N TWET, Zoa—% —|L, ERS API BR A 1ERk. Fe/rH Y .
T, BLOWIRTE £9, 4 RESTful F—E R AL L—% : GiLR0ERT 7+ =2

(GET EkopAH)
«ISE
« [E18 (Adminigtration) 1 >[ X T4 (System) | >[BEEBET7 Y X (Admin
Access) 1> [E¥E (Adminigtrators) | >[EEZEI1—Y— (AdminUsers) | %%
WLET,

* |SE-PIC
« [EI¥ (Adminigtration) |>[BEET7 Y X (AdminAccess) |>[BEEHEL—Y—
(Admin Users) | #38RL £,

ERS #— & 223 ISE/ISE-PIC pxGrid / — R TIEZ2 < BDOH— =T HAERGAIX. 774
~VBIOCED Y BESNTODEE) —"—0OFRA M ELITIPVE T R L AR

g‘@‘é‘@
SR DWW TIE, Cisco ldentity ServicesEngine D R = A > 2B LT 2&0,

#e



B seswescons

ISE-SXP i & D&% TE
IO vaviE, ROy 7 THRESILTHET,
*SGT 5B IP ~DT KL A~ v BV 7 DISE-SXP 7' 12 b /L2 20T (16 ~<—)
EEFEHLEHIRER (16 2—)
 BIFESAE (17 =—2)
*SGT B IP ~DT RL A~ v BV 7 DISE-SXP 712 k a v (17 X—)

¢ISE-SXP 7' ha)dar 7 4 Fab—a OfER (18 —)

SGTHALIPADT FLRAITYEYTDISE-SXP 70 ka2 JLIZDINT

SGT Exchange Protocol (SXP) 1%, > hT—2 T34 A TIP-SGT A > T «4 v 7 % A5k
HIeOIZFESNIZTn hav T, ¥xa 74 ZA—7 %27 (SGT) &, BExy FU—
JWND T 7 4 v 7 DEETLOHERETRE L £,

Cisco Identity Services Engine (ISE) /&BH % Cisco Secure Web Appliance & A LT, /Sy 7
FAREICEF C& £9, Secure Web AppliancelX, ISE 225 SXP v v B> 7AW T A7 5 47T
EET, ISEIXZSXP ZfEH L T, Mﬁﬂ%m«@?%vxv/t/ﬁT B R— A e PR
GT WA ANUEHE L E T, ISEH—_—%fHT 5 & 51T Secure Web Appliance % XET DY
%ﬁ\EE#%$@%E/7%)/X/Téﬁ7/a/%ﬁ% LEJ, ZhIZXY, Secure
Web AppliancelX ISE 22 HEBESGT £ IP 7 KL A< v B 7O CEH LiT

Secure Web Applianceld, # I —Da2—HF —3BGEIP 7 KL AZARL L ET, Z4UZiE, ISE 27
3X$@W7FVX&??%TVF@W?FVX#aiﬂiTOLﬁﬂof\@@@7§4
TYRIPT RVR%E7TAZIPT RUATRIECTE 7,

FERBIEEHNEE
SGT L IP T KL A~D~ v BV 7 DISE-SXP 7' b a/VIZBT D H A K74 v LHilfRITK
DEBY TT,
« IPV6 XfIG DT> RARA M, Secure Web Appliance V U — A 14.5 TidHR— & &
hoe

« Secure Web Appliance V) U —Z 14.5 TlL, = —HF—H L7V —T <~y B 71X, SGT 125
IP7 RLA~DY v BT TIIEHTEERA, Led - T, EFEFIL Secure Web
Appliance® ISE = —H#F—B L O N—TIZHE SN TR Y V—ZERTHZ LIXTEEH
ho T2, SGT ZEHLTAHRY > —ZERTE £7,

c—fEX T = R AOHEE X A DAAX T ERF Y 2= LT B2, ised TR E
A HEE T A% 2 HH:MM 20 (24 BEf]) CRET A VLENH Y £9°,

N

GE) a—VP 37 n AN RENDHEZNT 1 B O CEBFFICERE
THZEERBEOLET, 72L& xiE, 00:00 BRIRELE T,




SGT B IPT RLA~D= v B 7O ISE-SXP 71 k 2 /L4 ARHESEIZKR D B Y T
7,

CERETE AA— MERESLETT, EHETE 50— MEFERBNT 10T, EET
X 50— NEHEOE)] 2BBLT EE,

SGTMASIPADT KLARAIYESYDISE-SXP 7O o )LOEZNME
SGT B IPT RLA~DY v B 7 2ETe, ISE TERZINTWHTRTO~ v B 7T,
SXPZ ML TABTEXET, WMOAI=RALZHEH LT, ISE-SXP [H# A IS CTxF,

e —fEX T — R ised 7R ADOHEBE, Secure Web Appliancel, £/ — F T

HFTRE72 T R TO ISE-SXP = Y OfFREZBGT H720lc, —fEF¥ v mn— FERE
ISE7 7' U7 —4% /) —RICEELET, AsyncOSa~> KT A v A4 —7 =A% (CLI)
EEALT, BEBIOXA LAZ TRV a— )L TEET,

« =5y 851 : Secure Web Applianceld, WebSocket /7 L CHER L., ZENHHA vE—T%
BRLET, AvE—JIZI3RO 25024 TRHY £7,

o VERE : LB ST+
o HIFR : T _RTOSXP HH =

A

GE)  Secure Web Appliancelx, EH S b ZLI22oD A
iba‘o

BE#)Z AT 22— T5ZENRTEET,
FI&

AT9 1 [y kT—2% (Network) ] > [ldentification Service Engine] &R L %7,
AT T2 [REDOHE (Edit Settings) ] 227V v 27 LET,
RATY T3 [ISEV—bEREHZZT % (Enable ISE Service) | #4112 LET,

AT w74 Secure Web Appliance CISE h—E AN SXP XA T 4 V7 FE v 7RG TE 5 L9107 D12F, [A
%) (Enable) | ZA 1 LET,

7 7 4L b TIL, ISE SGT eXchange Protocol (SXP) #— b R |TMZHIZ72 > TWET,

ATy 5 [T AN (StartTest) %27 Vv LCHifiZT A M LET,

G¥)
SXP % # 1%, ISE-SGT eXchange Protocol (SXP) H—EANHFMNI/> TWEEAICOARERENET,

el |
|
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B osesxeooranoars o a—vavorR

ATY 76 [Submit] 227V v 7 LET,

ISE-SXP O )LDV T4 FaL—2 3 VDR

WONTNDOFEEZFH LT, ISEESXP 7 haldary 7 4 Fal—a AR TEE
KR

*SGT MBHIP ~DT KL A<y BV 7 OISE-SXP 7’12 b a/LoFME (175—=) T[T
A RBHAA (StartTest) 15227 U 7 LT, RSN EREHERLET,

¢ AsyncOS 2~ K I A ¥ —7x—A (CLI) ®ISEDATA =2~¥ > RO FT
STATISTICS =i~ R&FEH L £,

STATISTICS =~ > F&EMHT 5 L. ROERMPFRSNET,
« ERS &R A 44
« ERS £ Ry fHi
ckyvar—fEFya—F
c IN—T—FEHx T — |
*SGT —fEi¥ v m—F
*SXP —fE¥ U m— R
by a rOFEF
« JI—TF DEH
« SXP O FH
« A Y DEID YT
« AU OFND Y THEER
s ARty v a v
2P —ZIFTRDOBRTERSINET,
isesxp <ISE-node-ip> sgt<SGT number> <Client IP address>

il - isesxp_10.10.2.68 sgt18 10.10.10.10

ISE/ISE-PIC#HEE TO VDl RETFTROI YT AVITISRAMSIFv)
a2 —H—2EE

fEH &N A EE LR — MIHESWT VDI BEE O 2 —3 —0 ISE/ISE-PIC T X A B @i 7o i%kn %
RETEET,




Identity Services Engine B89 D bS5 TN a—T 4 5 .

Cisco Terminal Services (TS) T——Y = F%& VDI H—/"—|2ZA VA F—/LFTHLERH Y F
T, Cisco TS =—¥ = M, ISEASE-PICIZT A 7T 4 7 4 Izt LES, 747
T4 T A HERIZIE, RAA v, 2= =4 BLOF2—F = EHT 58— MRS EN
£
e AR — YA K (https://www.cisco.com/c/en/us/support/index.html) 7>% Cisco TS =— =
Y hEXT - RLET,

o BEAMIZ DUV Cik,  [Cisco Terminal Services (TS) Agent Guide]  (https://www.cisco.com/c/en/
us/support/security/defense-center/products-installation-and-configuration-guides-listhtml) % &

LTLEENY,

¢ Cisco TS =— Y = o | LS 4 X 51T ISE/ISE-PIC APl 7 u A ZZHELET, API
I— L DFEEIZHONTIE, CiscoTST—Y 2 FDO RF 22 FEBRBLTLLEE N,

)

GE) VDI Bl — W — D7 4 — Ly ZHIATY R — PSR T EH AL

eV A X —IF N H—ER =T > k& Microsoft h—/N—FRET, UE— K TR
hy 7ty a ORRKEPFRICTHLZ EZERBLET, ZNICED, #Eolcky s
V1E DS ISE 726 Secure Web Appliancel 25 SNRWE HITL, FrLnvky vra ik
FOREDS[EDEE S AL E T

Identity Services Engine (B89 ARIRED F S TN a—TFT a4 05
« Identity Services Engine (Z [ % [l
ISEMEED KT TN a—T 47 YV —)b
« ISE ¥ — " — gz 12 B3 5 M

<ISE D EHE R 7 A vt —

Cisco XDR & D#E &

ZOETHMHATINEFL. ROEEY TY,
o 77T AT AL CiscoXDR OftEd (20 =—)
« 7T AT AL CiscoXDR DFeA HiE (21 =—)

* Cisco XDR 77 7' A 2l LT SHr O EIT (24 ~<—2)
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B 7551722 ciscoxorotiz

7 T54F7 2 ARE CiscoXDR DS

Cisco Extended Detection and Response (XDR) 1, T X TO Y RAatFx = U7 ¢ ®ELITHAIA
ENcExF 2V T 47Ty N7+ —LTY, ZHITH LT 7 /e P—2H AT DHLEDR
779 RXRAT 47 TY, CiscoXDRIE, AlfitEA#A L. BHEMLZ ATREICL T, Xy FU—
J, ZURRA L, 7TUR, BRXOT N r—var2kotxa )74 257
Ty b7 =BT L2 LT BRI L OREOEREEHRLLET, AT Ty P74+ —
LTHEIZH##E S 5 2 & T Cisco XDR IZHE ATREAR /0T IR e, S E LWAR, HIHD 2
F—2MOaTRL—va LR LET, CiscoXDRTIE, EX=2V T4 A T7T7ANTY
Ty adfE ST IR TE £,

T 7T AT AL Cisco XDR DFAITIE, kDOEBZ v arRNEgERTHET,
« 77T 47T AL Cisco XDR OFEA 1L (21 =)
* Cisco XDR 77 7' A U ZAi ] LT B tr O FEAT (24 X—2)

T 7T AT A% Cisco XDR &#EA L, CiscoXDR TULFDT 7 v a v w347 C& 7,
AN OB DT 77 A4 T ANE Web 7 — X R RBIOEGE LET,
*Web LAR— hBLOMT v 7 TR SNICERZRE, A, BIELET,
REENIZURL £721E Web N7 7 4 w7 &7y 7 LET,

« FRE LT 2 ROl U, R LTI L CTHERR SN D T 7 a3 V2 FT L E
R
BB E R¥x a2 AL MEL TGRENEZREL, MOT A R LIFREILALET,
CHEREOHD RAAL DT vy 7 RERBURISR OB, AR Y —27 7 uo—0ih, £/
[T Web R Y v —%HHT 570D IT F4 v b OEREITVET,
Cisco XDR (2%, RO URL 2L TT7 7 A TE £,
« https://xdr.us.security.cisco.com/ (4££)
« https://xdr.eu.security.cisco.com/ (FKJN)
« https://xdr.apjc.security.cisco.com/ (7 7 X WyEtilk, HAR, HEH)
Cisco Secure Web Applianceld =i 72 & B THMERE 20/ 2 . BB BT, 7 vy 7| E1R
LET, £, 72 OEKZHE, FETOERBREREZT FY—2 2 FOBSLIZL->T
R# L F£9, Secure Web Appliance & ¥ = —/L Tl T X 2 BRI FTREE DOFEMIZ OV T, #

BB S W Z N ENOURLEZ A L T CiscoXDRD AT A U _—VIcBH L T2 &
A%

« https://xdr.us.security.cisco.com/administration/integrations (4t)
» https://xdr.eu.security.cisco.com/administration/integrations (ERJ!)

« https://xdr.apjc.security.cisco.com/administration/integrations (727 A FPEflEk, AA, H[E)
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775472 & Cisco X0R O#EaSE |

Cisco XDR AT HEY 2a—/MICBEIL, (185 (Get Started) 15227V v 7 LET,

Cisco Secure Web Appliance % XDR & #i& 7 % &, Cisco Secure Web Appliance ® Web 7 » %
VIT=EPRRESNET, T ar FA LT TR (60F)) (X, Cisco Secure Web
Appliance TOMBRIENRIK THAL, MENKBLET, EFITHET DITIEL. HEORE
IR Z T 7 4 b D30 Hivd 1| HEZIE2 BIZERLET, 2L, ZOREMETTS &
Cisco Secure Web Appliance DE =4 U > 7 DE M E L F7,

77547 2R E Cisco XDR D& H %

£2:7T54F7 2 RE Cisco XDR DI EFH %

BRIERNR

B3]

AT w71

AR 2Rl L £,

AR (22 ~—2)

AT T2

Secure Web Appliance T, Cisco
XDR &2 A LET,

Cisco Secure Web Appliance T Cisco XDR D
At (22 =)

AT w73

IR LT E D DAt
W LET,

BRI LT & D InOERR (23 —)

AT v T4

Cisco XDR T, Cisco Web &
X2 VT4 TS ITAT VA E
Va—/LEBILET,

FEIZ oW T, ki ESW T, ERER
DOURLIZT 7 EALTLIEEN,

* https://xdr.us.security.cisco.com/
administration/integrations (4£:)

* https://xdr.eu.security.cisco.com/
administration/integrations (EXJN)

* https://xdr.apjc.security.cisco.com/
administration/integrations (7 ¥ 7 AL
Hits, AA, PE)

Cisco XDR & A3 2 72 DIZHE 72 Cisco Web
X2 VT AT T IAT VAT 22—/

(Cisco Secure Web Appliance) (ZB@E) L. [#h
H5 (Get Started) 1227 V27 LT, £D
NR=VIIZHHINTWDLFIEE SR L TLE
S,
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(G£) 9 TIT Cisco Threat Response D L—H—T v > & BFHOEEIL, Cisco XDR D 2—H—
Ty NEAERT D LEXH Y £ A, Cisco Threat Response =—H—7 7 hdw 7 A
A # A L C CiscoXDR IZR /A » TEET,

* CiscoXDR Ca—H—T 7 M EERT AT, BHIEHET 7 AEELHEHALTL
7230, Frilna—F—7h v FEERT DI, B SW -2 F o URL &
fE LT, CiscoXDR®DOS A o= IcBEI LT,

» https://xdr.us.security.cisco.com/ (LK)

« https://xdr.eu.security.cisco.com/ (FRJN)

« hitps://xdr.apjc.security.cisco.com/ (7 27 K FEyEMl, HA, FEH)

07 A _R—=UTC [SecureX Y4 AT A FOYERL (Createa SecureX Sign-on
Account) |27 Vw7 L, usArFukRc#LEd, HrLna—F T h o hEE
BT & WA T, Cisco TAC T3S L CH AR — M &2 IT T &Y,

s (XY —N—2HEHL TN 2WEEDH, ) 77 AT U4 —/LTHTTPS (1 8
X7 T R) 443K — FBRROFQDNIZH L TA—T il > TWAHZ L 2R LT, 7
TIGAT A% XDRICEGFETE DL HIZLTLIEEN,

» api-sse.cisco.com (NAM —— 4 D | Zk}ii)
« api.eu.sse.itd.cisco.com (RKJIEA (EU) D —H D AITKEIER)

» api.apj.sse.itd.cisco.com (APJC =— D AHITHKE)

Cisco Secure Web Appliance T® Cisco XDR DA 1t
FIR

ATV TN 77747 R a4 LET,

ATv T2 [VRATLEE (System Adminigtration) 1>[RAY— bk YT bDx7 5422245 (Smart Software
Licensing) | &N L, A~— b I BV 2ABE T A %25 T LET, FIEOZEMICHOWTIL, Cisco
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