FOal 8 & U ER

COETHHTLARIT, kO LBH TT,

ey Ra—H— 7 L7 ooy LORSOME, on page 1

FREIZBAT XA N 77 7T 1 A, on page 2
?\S%‘E@ﬁ@ on page 3
FORIE L /L A, on page 16
FRRIES — /4 > A on page 43
FRRED L, on page 45
ﬁ F&IE R, on page 53

WREIZRET 5 T 7V 2 —F 1 7, on page 56

Y I)LOBREFDME

Ri—H— 5 LT

Y—N— 44 J |RBIAAR |V R—rZhdxry b7—9 F0O|FRE
LILLs 3L
Active Directory | Kerberos |HTTP, HTTPS Kerberos [FIEH#EE— KT
NTLMSSP > — 7 FTP. FTP HTTP ﬁ“ﬁ‘ﬂ_\o‘—‘ }‘ éﬂijﬂo 7 ?
RATA over YR 2k 4 E— FTEY
HAR SOCKS (FEAZRAL) H— b EhEEA,
LDAP A HTTP, HTTPS —

%A 7 47 FTP, FTP over HTTP
SOCKS

IS & VKR .-



B zaszx00mz

FAELF R DEEE

FREER K UKD

FE 2Ry BEEES L UFIEB~DY Y
1 FREEL IV A EERRT D, » Active Directory #&sik L /L A DERL
(NTLMSSP 35 L OVEA) |, on page
23
« LDAP 583 L /L A OAERK, on page
26
2 7 a—rVVRERE R RET Do o 70—/ NLVEREEDER IE, on page 34
3 SMEBRRREZ R ET Do « SMERFREE, on page 17
M55 LDAP & 72132 RADIUS H—/ =005
:L‘—‘H_ %‘fuu nmf%ij—
4 (EE) BMOFERELV IV LEER L TIERF |« FBREY —7 » ADIERL, on page 44
ERET D,
{Eﬁﬁ‘é—é%ma)%mu HE7 = }‘ :l/l/éf A ﬂf-»—
A@ﬁ#Abﬁ WX LT, < &b 1o
D nIE LA %ﬁzﬁk_“j‘é
5 EE) Z7VvT vy Y VOB FALERET | 7 LT vy L ZLORGE, on
Do page 55
6 munE%}ﬁ: %OD\TJ“—'& kyﬁ/])T:/ ’1‘_“& }5&07?47:/}\ Vv
N7 N =T ESRT AT T 7 A T =T D55
WEAERT D,
7 BT T 7 A IVOVERRRI SR L T ol a— | e R U (21D Web BEROEFL
Y= a—W— JL—T 5D Web Eik RAKNTTIT 4R
PEHTHRY — BT D,

DEEICBET SRR+ TS99 T4 R

s TE B[RV /VHD Active Directory L /L A &VERR L ET,

%44 D Active Directory L /L %

VERRT 2 &, FREETIBMD A E U NS/ £,

« NTLMSSP {3 585813

ZHELE)

+ Kerberos #3256 1%

BN T v L AEBDHITI,

v hERREEL £,

AL & UKD

Secure Web Appliance £72137 v A U — A Fr¥% v
P—NEFH L Ca—VFE2EIELEST (WA EIEHATEERA) .

( Secure Web Appliance

Secure Web ApplianceZ i /] L TRBGEL £ 77,
1 OOV AEFEHALTCHE LY 72y LD T747T


swa-userguide-15-5_chapter6.pdf#nameddest=unique_110
swa-userguide-15-5_chapter6.pdf#nameddest=unique_110
swa-userguide-15-5_chapter6.pdf#nameddest=unique_111
swa-userguide-15-5_chapter6.pdf#nameddest=unique_111

| RitsLUvER
zioita i

s —fDZ—W— = —Tx ML, BFEOBEICEEELZ KT~ I LTy b
ROWAFLBDOMENRH D Z ENHIHENTVWET, hbDa—PF—x—T 0 F & DR
FEENANRATHRERNH Y 5, MEOH L2 —F— 2 —T . FOFFED /A /N8R
on page 46 ZZM L T E &0,

TIGAT Vv NeT 7T 4 7ICEGETHZ id, VY —RAEREIIHETHX AT TT, @

AEY e — N EE AT S & REERE T Listk, BRESNHM (57 40 X 3600
) | [ l:l—/\)l/m.uIE (Global Authentication) ]>[YR%— k%4 L7k (Surrogate

Tlmeout) ] CHERR ATRE /R RRE S N2 — Y — 2B T 5 2 Lz v, .ME/\72L—<7/7\

N ESELZENTEET, 777 4 TRREHEA X SOBEHIRT 572912, AlHEZR
AEEICIP Y e — 2T 0ERH Y 7,

S48 72 Active Directory (AD) %Al L7T-RFERE DG, FH KA A D DC fifik
DRF L7 E | FBRRERE L E3, ZHUE, Sambad 1LISHAEAINZT2HTHY | {5
%ﬁ F‘X A DNy 7T TRENT HHENGH Y 9, DC OLARTERDIIL Ll 555
. [y FT7—% (Network) ]>[3BiE (Authentication) > [FREEY—/N\—D2 A T&
Z=\’— Ls (Authentication Server and Typeand Scheme(s)) | IZ&Eh L, [[BE Sz KA A
VOIEFET = v 7 OF ML (Enable Trusted Domain Health Check) | F = v 7R v 7 2%
TICTHMERDHY £,

lL-\ IJIE 0) I:I-l-

* Active Directory/Kerberos, on page 4

« Active Directory/}£ 4, on page 5

* Active Directory/NTLMSSP, on page 6
« LDAP/AER, on page 7

o 22— — DA, on page 7

Rits+vER I



. Active Directory/Kerberos

Active Directory/Kerberos

FREER K UKD

BAR B AL BRk BB, PR—XDFx v vy |ER, CookieR—ADFv vy
g ooy
Fl g Flm Fle

o NTLM & b _7=54,
T F—< A L EEAMEN
) b

RAAL AZBIML TN D
Windows 7 74 7 s &3E
Windows 7 7 A 7 > kN Dii )7
b

TRTOT TV, BLU
DIFEALEDT Y r— 3
YTCHFR—FENTWS

RFC _— A&

HE%/J MROF ==~y K (F
FIRBEH Y FHA)

Dhﬂ

HTTPS (CONNECT) R T
fEfcE%

INA T L= APRFRREY — /N —
ICEE SN2, L&
2THD

KA RLIP T L AT
<, BHNERIEEIND

IIAT U NT T r—Ta
> Secure Web Appliance %
BT LI ITRESNTY
HYE1T, Active Directory B
BCHEOYV VI H A F
v KB

o NTLM & th_ 72854, X
T F—~ A L FRRIER]

PRI A L

RAAL TSI TN
Windows 7 7 A4 7> k&
JE Windows 7 7 A4 7
s O )T &

TATOEET T U T
HEHTES

FoREZ B AN— F LT
NWa—HPF— =T
NSRS 256, 12—
A ESA el <V (e
7 UV TRNCGERES T
LI TEN

o ARy R
I

Z—H—LLATZ HTTP
R CRBRES N TV D85

A1, HTTPS ZsR CfiF
Hc&?

e NTLM & Fh_7=34
NI p—~v AL HAE
FAYEDN ) b

s RALZHML TV D
Windows 7 7 A 7 > b
L FE Windows 7 74 7
v~ &

FRCOEET T oY T
fEHTE %
uunEZ)) hj:X ]\%DIPT

—K%@HH%%%

s Cookie I N A1 VEFH
Thoid, FHOKL
Web R A A 2 CRFEY
7 AR

« Cookie &1 F—7LiZ

TOLERD D

« HTTPS ZR CEH T
VA

B EEssUER




| RitsLUvER

Active Directory/E &
B R B AL BRsk Bl IPR—XADF vy 2y | BB, Cookie R—AD
Frovy

Fl e Fls Fle
c T RTHOT T W, BILOM e TRTOEET T TP Tl T RTHEET T
DIFLALEDOT Y r—3 g ATE 5 PCHEHATES
N N R— A
LTI ERTING ¢ BFEE VAR — R L TRV o Z8EEN, R A RR2IP
¢ REC _— % a—YP—xz—T = NafE 7 R AT RL,
. e AT 258, 2=V =3 | a—¥F—c B
*IANROA /S R F—rEnB7IUECR|  bha
« HTTPS (CONNECT) ZEixkT m_mﬁénétif;w
FHTE% -

Active Directory/Z A& .

e IRAT L —ANEEE— 3 —
IR EENRWD, Lo
2THD

e RARRIP T FLUATIEZ
< Tﬁfﬂ‘ﬁ) (i nﬁéhé

cIITAT U NT T —g
> Secure Web Appliance %
BT IO ICRESN T
DY AT, Active Directory B
BCEOY TN A o F
Z YL

R

s TRTOERTNATL—X
N7 VT TxA L (Base64)
LLTEESIND

TN AT UL

. q3*if@ﬂ‘—/<—“/ K #r
OB Z L ICHRRREN L

o |2 Windows B L NFEET
F P TOHLYR—

o Fr—rN—s oy RS
W

Z— W —23 LRI HTTP &
RTCRIEEN TV DS
1X, HTTPSE R CEH T
%)

R

ROREY LT U VS,
lwﬁ“‘w“ﬂii& VIPTR
ZZBEfHT B D
(Cltrlx}in\RDP R T
FEHTE T, —F—N
IP7 RLVAZERLIGE

HEHTE W)

TN HA I UL

CRRTL— XN )T T
A K (Base64) & L CE{F
b

* Cookie 1% R A A >/ [H
HThHDHI=D, Bl
D% Web KA A T
FWEE T 1B AR
A3

Cookie & A R —7 )L
T HMERD D
HTTPS ZR CfEH T
ESA4A
T A
L

INAT L—ANT7 Y
7 7TX AR
(Base64) & LTk
fFahd

IS & VKR .“



[l Active Directory/NTLMSSP

Active Directory/NTLMSSP

FREER K UKD

AR B 75 Bk FEiB
= Al

I

o AT L— ANPFREEY— N — (2]
ninizw, Lovzee<chs

-TX%%HP?FVXT@&<\@ﬁ
mu uEéﬂé

e I TGAT N T TV r—a R
Secure Web Appliance = Z483 5 & 9
IZRE SN TWAEAIT, Active
Directory BREE CHD > 7L H A >
F o w FEH

S

(i

R :
o PR DA — "=~ R F OB
T LA HRSRED LB
e T2 Windows B L O TEHEHT T ¥ T
DI HR— K

« SO FIPED ED

1 NTLMSSP F8GEI T8 EAGEGE & Ll TuvE
T, 72770, Web7 a7 947 FEDim
Bz, BARMZR7 VT TF A FD2—H—4 L
A7 VL—ATERL, Fx LI/ VAR AHE
EERHLET,

2508 NTLM R8G9~ 2 A & R, Btk
Kuwﬁ%ﬁﬁﬁﬁﬁ”é%ﬁkﬂ%ff 71711/\ it
NTLMEEEEIZ L, 7SR 7 L— XN EREE Y — /3 —|C
EEINR2NENW) X LRDFEBHY, 7 T4
TN TTV = a R Secure Web Appliance
ZREET2LIICRESNTVDEEIT 7L
YA oA BRI TEET,

B EEssUER




| RitsLUvER

LDAP/E 7K

warzx [
BH TR B 75 Bk Eid
FIs =
« RFC ~— % s BRI 728RIE 0 & Rk,
*NTLM £V $ %< D7 T U % *NTLM £V £ < DT T U &+ HR— |
YAR—b s REAEEHHR— R LT ARV —F— 2=z |
o B/NRDOA—R—~w R PHEATAHEE, 2=V -3 R—bENBTF
« HTTPS (CONNECT) Rk Tffi ?f?%ﬂ;mﬁéhétffim
Acx5 o F—N— oy RO EREZHYIER
R o L —HF—NLIENZ HTTP ER TR I N TV B1E
i Al HTTPS ZR TR TE %
TN Y A F TR e
¢ TRTOIERTANRAT =73 |75
U7 THFAR (Base6d) L L | TN YA AL
TEEFEEIND e NRATL—ANI VT TF AL (Base6d) & LT
[E]885K - EESND
L FREES LT UV A, 22— =TI IP T
* WRAEDRIL, on page 45 R L2 ICBEAHT Hhd (Citrix 35 & O RDP BE5E
TIHEHCET, 2—F—BIPT7 RLAEZEHL
“HAELEHTE R
EIi
 FRREDILEY, on page 45

1—H— BB

Wk, 2=V —#MB L OGREETIY, 22—V —lla—HP—LZL L XX T L —XDANEZRDT
WELE, 22— —RBAN L7 LT ooyl nij‘—/\~ Ko TRREE L, £ D%,
Web 7 U, Bit&Nza—VP—LZIZHESWT AT W7 g @R o—% A
LET,

L7>L. Secure Web Applianceld, = —W 2 FHEANIFEIET D L O IZHETH I ENTEET,
DFEY, T R2—PIZI LT Uy L EERLET A, BB TIL, BIOFEHETES
V=Rl Lo TCa—F—REEEATHDLEHEEL, ZOY—ANLEEGE L LT vy b
%{ﬁﬁﬁ L/VC:L’—-H_ %ELHEEL/T %@Jiﬁj—) /‘_‘ ﬂqbiﬁ—o
a2 — W= FRITER L CUL N2 FEITTH25608H 0 £,
s 2—W—RNRy N7 LT X DFEEEERLRNE DT, YAt
REAZWMET D,

IR WA T R T NERRTERNWITITA T N T TN =g b m
NZ oW va i, BIER—ADRY —EEHT 5,

Rits+vER I



B zena—v—ammiou<

FREER K UKD

Z—P—DFBEAFEINIL, Web 70 X Na—VPF—LZ2BE LRI 7Ta 77 A L8 )4 T
LB B2 FET, 22— —AZBHE LRI 7T e 7 7 A 280 Y4 CT-1%. Web

'

FUAL, BT m T 7 A NDOEN G THIEICERRLS, BH EBYVMOTXTORY —

AWM LET,

%Lmunﬁﬁ %E&Lﬁ_ﬁlﬂ\ ]\7/'&& D= /%@ﬁ#éﬁ(ﬁ% Efﬁiﬁ‘ :l_"j_ 7X
T RAETAT DN, Fda—Y—ICFET R S N EFRRTH LN TEET,

HEF 2 —F—ID ORI LV = K 22—V —IZRFET v v 7 PnFERS L, 22— —) M
N7 VT oy MICE D EGRICRI L7258, 22—V —DOF A N T 7B RAEZHT5010ED
MERIN T £,

N

Note

HlGEE A X —T7WIZ L=, URLZ A NVE VT2 Ko TR I rvarnryay s s
TWbHEE, = R a—F—@a—URERRIN, Jloz—F—tLTualA 3547
varPRtEnES, 2—Y—BV 727 v TBHL, BREERDD T 0T FRER
SNET, FEMICOWTIX, TRRREDKRAL : B2 D7 LT v v LI K D HRRED T F], onpage
51 ZZ2RLTL IS0,

B L —H—HAIZ DT
A —F—FHNILL T O THEATE £,
¢ [ISEIZ & » T2 —H— % FHimAIZi#5] (Transparently identify users with ISE) ] : Identity

Services Engine (ISE) " — & X & 721 Passive Identity Connector (ISE-PIC) —E R34
F—T NOGAIHEREE (v b YU —2 (Network) ]> [Identity Services Engine]) . =
NoD N7 o7 va s, a— YA LEET L X2 T 4 TA—T X TIX
Identity Services Engine #—/N—/»bEfG S vE 7, ISE-PIC ZfEH L TWA5AX, = —

YV—4 EBET D ISE X2 VT« Z—7PEE SN E T, ISEASE-PIC ¥ — B A%
BT LHEDDOZ AT EBZRLTIIEIW,

* [ASA (2 & » Ca—H—ZFHWAIZF#S] (Transparently identify users with ASA) ] : =—H%—

1%, CiscolllERE ¥ 2 VT 4 TT T T L ANSZIE LIZBIEDIP 7 KL ARfo—H—
LDy BT Lo TRl ENET (VE—F 2—HF—DH) , ZOF T a3,
AnyConnect Secure Mobility 731 F—7 /L2725 TV . ASA LHE SN TV LA I
TEET, =PRI ASANLEES N, BET 57 1 L2 b Y Z—71% Secure Web
Appliance THRE SNTBFEL AV A FE T2 iF o —F v A B ENET, VE— Fax—H%—
ESBLTLIES N,

o [FRE LV AIZ L o Ta—Y— % FHimMIZ#% 5] (Transparently identify users with authentication

B EEssUER

realms) |: ZOA T T3 i 1 DL EOFRGELV VAN, LLFOWT U OFEBGEY— /3 —
L CHEA 2 AR — T2 L0 ICRESN TV OISR TE X T,

* Active Directory : NTLM & 7= (% Kerberos #%qE L /L A& ERK L, il ) — - —3k 51 &
AR =7 WIZLET, F£72. Cisco Context Directory Agent 72 & ™ Active Directory = —
Ve M ERNCERTOMNENH D E3, FEMIC OV TIL, Active Directory (2 K 5
B = — Y —ik51, on page 9 B L T 72 &0,


swa-userguide-15-5_chapter7.pdf#nameddest=unique_123
swa-userguide-15-5_chapter7.pdf#nameddest=unique_123
swa-userguide-15-5_chapter6.pdf#nameddest=unique_124

| RitsLUvER

Active Directory [Z & % B8 1 —H — 7 .

* LDAP : eDirectory & L Tk it L7z LDAP#GE LV A& ERL L, @il = — 9 —3k5l %
A X =TI LET, GOV TIE, LDAP (Z K 2% iaA) = —% —ik5l, on page 10
LTI,

AsyncOS for Web (& eDirectory & 721 Active Directory =— " = > k & EHIIZE(E LT, ik
ENTea—P—LHLBIEDOIP T RLAEZRET D~V v BV T ERFLET,

Active Directory = & % &8 891 —H —3& 5

Active Directory (£, Secure Web Appliance’s & DD 3 A7 A HFFHICIA TE 2T —
W J A ER ALk L E A, Cisco Context Directory Agent (CDA) 7¢ & @ Active Directory
T—Yxr ME, BREE A — P —DIE# % Active Directory ¥ = U7 ¢ A Xk 1/ TH
BT HMERDY E£7,

AsyncOS for Web I Active Directory =T— Y = F Ei@E LT, IP 7 KL A2 —HF =L D~ >
vy oua—h a—%uR5FLET, AsyncOS for Web [ IP 7 K L R & —F —4 | B
[T HMBERS LS. B~y rZon—hLat—aF vy 7 LET, R RO
5720 E, Active Directory T— = > MIBE L T—HT25H0E2 Ro7E 7,

Active Directory T—3 = > h DA A h—)L LREIZOWTIL, LA TF® T Secure Web Appliance
IZIE R 223 5 Active Directory =— Y = FDORE|] 2R L TEE0,

Active Directory Zffi ] L Co—H — &2 FWICH#AI T 25515, ATEZZE L T EE0,

« Active Directory |Z & @i ) = — % —ik51/iX, NTLM F 721% Kerberos FaE A ¥ — L TD A
FERE L %97, Active Directory A > A ¥ v AZxfid % LDAPRBRE LV A CIIfiH C& £4
Ao

« FHiAAY = —H—ID I Active Directory T— " = > k289 7"— k3% Active Directory D /N—
YarTEELET,

B MR RS D 72012, B~ 3 1T Active Directory T— = > hD2FH DA A
B R A ANV TEET, TOYE. & Active Directory =— 3 = > M, 7D
T—Yxy bEFHEIC, MEOIPT RL ARt —F—% v v B 7 a2 RFFLET,
AsyncOS for Web (£, 77 A4 ~VU =— = Mk 5 ping DFRATH 3 B L 712
N 77 7L LT Active Directory =— ¥ = > b & fEH L F97,

* Active Directory =™—" = > M, Secure Web Appliance & BT HFEICA VT~ R E£—
RafEH L £,

Active Directory =—3" = > M, Secure Web Appliance (22— D1 77 v MEHRE T~
YalET, L, 2—F—0u 7 v MEHRM Active Directory E¥ 2 U 7 1 1 7z
FLERESNBNWZ ERBVET, ZHE, 2 I9A4T b~ BT yvallch, a2—
P=u 77y MEFIC~v v rE2 vy y MU LEGSICRELET, 22— —Dr s
TUNMERPEX2 VT 4 BT/ & Active Directory T—3 = > ME, IP 7 KL A
MEDA—P—IZHD B TOENTWRNWIEET T IAT LV ATBENTEE A, IhE
[BBE9 % 72812, Active Directory =—3 = > kB DT v 77— R WA T AsyncOS
BIPT R A 2—P—Dv oy B 72Xy va LTRBINHORSZERTEET,

IS & VKR .“



FREER K UKD
B woar o s zEBL—y—H5

MOV TR, CLI 248 L 72 0@ i i) = — W —3l O FE/IER E, on page 122 2L T<
TZE,

« Active Directory =— = o MI, 22— —HO—EMNEZHAEAT 572D, FFEDIP 7 R
L2AMpba A F 542 —Y —0 saMaccountName & fodk L F 9,

« 7 TAT vk~ Active Directory — NIZIRIET L5 7 T4 T RO IPT RL AL
Secure Web AppliancelX[fl—TH D MLENRH VD £7°,

* AsyncOS for Web |T—H—NJET 25 OB/ N—T R 2 MR LT, *A FEhi-
TN—TIImRLEEA,

Secure Web Appliance(Z15#} % 1249 % Active Directory T—2 = > FDRE

AsyncOS for Web OS I3, Active Directory 22 HEBES T A4 7 FO P T FLAZEAGTE 20
DT, Active Directory T— = h3 5 [P 7 KU AR —HF =4 D~ v o 7R E ST
LR H Y FT,

Secure Web Appliance |27 7 B ATE, RARSINDHTXTO Windows KA 2 fp—F &
BETEDFy hU—2 EdD~ 12, ActiveDirectory =—Y = & A VA h—/L LE T,
WEDONRT =< AT T 572D, ZOxT—T = MME Secure Web Appliance (Z#) 1)
ICTELETIENE ZAICRBET 2LERH Y 9, MUK Y b T — 7 BREETIE, Active
Directory —/3—|Z[E# Active Directory T— = h& A VA h— 352 L H TEET,

N\

Note  Secure Web Appliance & Dif{Z (Zffi ] 415 Active Directory T—3 x> h DA A X 2 AL,
VAADWIGHIC X 2 VT 4 T T TAT L ARLE DD Secure Web Appliance’s &, T
TAT VALY R—FTEET,

Cisco Context Directory Agent DEXF. 41 X b—JL, BLUEE

Cisco Context Directory Agent D% 7 > — K, A A h—/L BLOREICET MO0
TIX. http://www.cisco.com/en/US/docs/security/ibf/cda_10/Install Config_guide/cdal0.html % 2
LTL7EENY,

N\

Note  Secure Web Appliance & Active Directory =—3 = h X, RADIUS 7' h =t/ & ffl L THA
WBELET, 77794702 —Vxr ME, 22— =D X7 =X % ¥k 570
WCRICHAME X —ZFH L CGRETHIHLERNH Y £, ZTofioa—F—EriT#iksh
FH A,

LDAP [Z &k 2 EiBA 1 —H —i# Al

AsyncOS for Web |&, Lightweight Directory Access Protocol (LDAP) L /LA & L CEEE I LT
% eDirectory —/N—EEE L, IP 7 RLAXf2—HF -4 D~y B T ERSFTEET,
eDirectory 7 74 7 v hafrLCr 7 A o 556, = —% —(X eDirectory #—/3—{Z%f L T

B EEssUER |


http://www.cisco.com/en/US/docs/security/ibf/cda_10/Install_Config_guide/cda10.html

| RitsLUvER

Fdma—F—mioL—Lesiq ks> |

PRESNFE T, RSB T AL, vl A v Liza—Y—D @M (NetworkAddress) & L TZ
FA T MOIP T KL AD eDirectory Y—/S—|ZiREk S E T,

LDAP (eDirectory) Zffifl L T2 —H—& @@kl T 25613, UTE2ZEL TS
Wy,

s eDirectory 7 7 A T N&% 27 T4 T b ‘7*-7%7‘ va A A =)L, =R
2 —HF—=REN%HEH LT eDirectory — N—IC L HBFEEZ T D LT HLERDHY
ESC RN

e eDirectory 7 7 A 7 hOr 7 A THEHT S LDAP Y U —i%, @WEEL /L AICHRE I T
W% LDAP Y U — LR —THLOMBENH Y £,

s eDirectory 7 7 A 7 M B3EELD LDAP ¥ U — &2 AT 28551, YU —Z L IZEREL L
VAL (S AN %memﬁvagﬁﬁﬁémﬁ/—7/z%¢%LiT

« eDirectory & L CLDAP @B L VA ERET DHEIE, 72— 7 LT v )LD A
N DN Z$5ET 20 ERH Y £7,

s eDirectory —/3—{%, 22—V —D v /A VEHIZ—Y— 4T =7 D NetworkAddress
BYEZEHT 5RO ICRET DLERDH Y £,

* AsyncOS for Web |Z—H—NET 25 OB/ N—T 7202 MR LET, *A FEnk-
TN—TI3RE L EE

« eDirectory == — % —® NetworkAddress B2 H L T, =2—VF—DFEHFon /(4 1IPT K
VAZRFETE ET,

FEBH L —H—FHANDIL—ILEHA KA

ORI —"—THEN 2 —F— ID 2T 25813, LTOAr—LEedA FTA v %
BRELTIEI,

eDHCP Z#HH LTI IA4A T b~ P T KL RAZE D U THEEIL., Secure Web

Appliance EDOIP 7 R L Axf2—F 4D~ v BV Z 3 DHCP U —A X V) HHEBEICHEH S
HEITLET, tuiconfigCLI A~y REMH LT, v v B 7 ORFERE L £
T FEMICOWTIE, CLI 24 L 7o @iy = — ¥ —35I OFEHIEE &, on page 12 5 M L
TLEEN,

«IP 7 FLARf2—HL4 D~ v B 773 Secure Web Appliance |- CH T S L5 A, = —H
W~vrmbaZTy L, loa—FREC~vica s A v LEgA, Web 7 ¥y
XA O2—Y %27 747 FELTReskLET,

o Ao — Y —FRANC 9%95( L72GEIC Web 7N N YT oa U ERWET B HE
EPRECEET, 2—P— 51]\77‘12%%#7?‘675\ FFRHE e S N
R 2= —THIC TR T D 2 E R TEET,

. éi@[ﬁ/‘j:}*—‘ﬁ-’_ 1D @%H& X ] :L’_'H- \—mu uiE7 =Ny }\7})‘2%/7—_\‘%“‘ :L’_’H-’—ﬁ‘ﬁ;j]
R VT MK VRGRCRR LGS, 22— —DF AN T 78 REHFRT N E
IMMEIBINTX E T,

cEY Y THENTG@M T T 7 AN, 22— —=NFETHEBD VIV A EEGHRGEY— 7
VAEMHAL TS E, AsyncOSforWeb (3 —47 2 A TRENDINEFTL L LD 2—
P IN—T R LET,

Rits+vER I



RilH L VKR
B zev1—v—mroze

i l*‘*ﬁ‘“‘%iﬁi@ﬁ’\]iﬁ&%”?‘é Lo 7 7 AV EE ﬁ::_g—;:)ia/\ FRREY = 7 — MiX
IP7 RLUATRIFIERD FHA, ol — K24 F2RIRTHZLIFTEXERA,

=Y —DFHMR N TP e /75_’2'%7“75 & BEAIZERE S A7 = —F— 73 [Web
~Z v (Web Tracking) | X—VICERRINET,

e osm B L W x-auth-mechanism W AX A7 4 —)L R&HHL T, AN S s — Y —
T 7vA 0T EWCIRr I Eﬁ#é k@f%iﬁszm®m7i/Fji Z—
P—2 03, BB — kRN WiEENTea—Y—H %7 FAT L MNP T KL A
LRETLZ L KJ:O“CE%%SSZFWZ\_ EERRLTWEY,  ([AERIZ, sso asaDfEIE, =—
P—NVE—h 2—F—THYH, =—HF—47 AnyConnect Secure Mobility Z{# H L T
Cisco ASA O HUGE N2 Z A RLTVET) .

FEiRE L —H —H R DR E
BRI 72— — DA L FRREDRRE IOV TIL, =2 Ra—H— 7 LT vy L OGO
% onpage UZFE L <R SN TWET, EAMZRFIRITILLTO LB TT,
o« RE LV A EAER L T AT £
ikl 7y ANVEERL, 22— —BIXONIIAT N YT U T ESELET,

sl snlca—Y—La—P— ZL—TN5H0D Web BRAZEHT LR Y —%E L ¥
j—O

CLl M L= FE B 1 —F — A DM T
AsyncOS for Web (ZLL T TUI BE®D CLI =2~ > F&2fi 2 TV ET,

* tuiconfig : B2 — Y —FH PN EET MR EEZRELET, Ny T T— F&EH
LT, ORI A= ZRFFICRETE ET,

* Configure mapping timeout for Active Directory agent : AD T— = B DT v
TT—= IRV EIZ, ADT—V = MZEo THRESNZIP T RLAICR LT,
IP7 FLARf2—Y =Dy 7oy via L TBKRORS (DB

* Configure proxy cache timeout for Active Directory agent : 7 XX U [EHADIP 7 K
LARfa—H =Dy B 7% F v v a LTBHORS (A , Axh7efE
135~1200 T3, 774/ Ml JUHEREEIZ 120 W T, K 0IERWEEEET S
. 7RI TONRT < VAICERBEE RIELET,

* Configure mapping timeout for Novell eDirectory : Y —/ X3—n5H0D7T v 75— B R
RWGEIT, eDirectory 1 —S— LG SN/ IP T RL AWK LT, IPT FL A%
2P =Dy T EF v a LTEFHORES (BHEA) |

®* Configure query wait time for Active Directory agent ! Active Directory i‘—‘.\/\\:: Ve
B DISEEFHET DRRIOR S (WHALD) 72 ) —ICET DB Z DX A A
T U MEZ LR gE . EE e — PR L E RSk Y, Zhick
V., =2 N 2= KBRT DRERRRIE S RE SN E TS

B EEssUER
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®* Configure query wait time for Novell eDirectory : eDirectory "j‘“‘/\“‘ﬁ)%@m%%
ﬁ%?éﬁﬁ®ﬁé(@%ﬁ)o7IU~K%Téﬁ%ﬁ:®?4b77%ﬁ%t
Bl 7ea. Bl —YP—i@hliT Rk L AhsnEd, Zucky, = F
o= 75\%%?5 RORELEIE DS PRE S L E T,

Active Directory DX E 1L, FiRA)L—H —F B AD =— Y = h & HT 59X TDO AD L

JV I éﬁ’biﬁ‘o eDlrectory DFEX, BWA) = — P —F&5IIZ eDirectory & H 357X
TOLDAP LV AIZE SN E T,

WD /RT A—F DGR LIS EX, EOELERINET A,
o tuistatus : Z DIV N, UFDOX S5 ADBEEOY 7 a<~ L RRdH Y £7,

* adagentstatus | T XCDAD =T —V = bOBIED AT —X A X Windows K
Ay aryhun—7LOERICETAERERSLET,

* listlocalmappings : Secure Web Appliance WRFESNTVDTRTOIP T R A%}
=P —Z D~y T, ADT—Y 2 Mo THRESNZIEFTC—EER R L
F79, ZOavr NI, =Yz MURFESNTWNWDHT U R0, BIFEZ =Y —»
T O~y v Ve —RERLERA,

ST HA A ODETE

EE%K&V?Vka%ﬁﬁﬁé’k’ib UTNYA UFUREEFEBITEET, &
@E’J:L“*‘U‘**ﬁ%ﬁu e nE V/I/A@ H/?EIE\ E D1 OVC@«

\

Internet Explorer O350, VXA L7 b RmA MG E LT, BEEM NAAL 4 TiEil,

(Fy FZEERY) FEMEEORA A EIZIEINtBIOS A LT HEH LT EE, 7203
Internet Explorer ® [R—H /v A TRy N V=T FIF3A TV ADEBEA NG &EBINT 5
ZENRTEET (YN >[A ¥ —Fy AT va]>[ktxaVT414%7) , 220,
ZOBFEETNTDY FTA7 2 FTHFTTDMERD Y 3, ZHICBT DFEMIZ OV T,
[How do I properly set up NTLM with SSO (credentials sent transparently)?] %S L T 72 S0,

Firefox 1 . OV DD Microsoft IS DT Z 7 TliL, /3T A—X

networ k.negotiate-auth.delegation-uris, network.negotiate-auth.trusted-uris,

networ k.automatic-ntim-auth.trusted-uris #ZiE— RO U XA L 7§ RA NGQIZRET D
& Y £9, [Firefox is not sending authentication credentials transparently (SSO)J &M L T

-

<&V, ZOFITIX, Firefox /XT7 A =X OEF T 5 —RIEBRNTEH I TWET,

VEA VT N ABARAICONTIEL, 72— LERRED R E, on page 34, £72I1X CLI 2~ R
sethostname %i‘\ﬂg LT < 7’2_ é Wy,
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http://www.cisco.com/c/en/us/support/docs/security/web-security-appliance/117934-technote-csc-00.html
http://www.cisco.com/c/en/us/support/docs/security/web-security-appliance/118027-config-wsa-00.html
http://www.toptip.ca/2010/03/change-secret-configuration-parameters.html

RS L UERR
. N TARALSE YT« BEAT Kerberos 325F % 1T 5 1= ® Windows Active Directory IZFH 1T 5 —EX 7ho Y FDER

N TARALSEY T 4 BT Kerberos 23 %17 5 1= ® Windows
Active Directory IZHE T H5H—ERX 7HD Y FOER

Kerberos iBal C/NA 7TXA T E Y 7 4 IZBATHRENBEL TWDHEAIE. ZOFIEEFEHL
F9, A TXATEY T ¢ BB T Kerberos idiE 235 & S ICHENEAET HHEFTO Y
FV ATk EL D TT,

A TRAZEYT 4 DRA NG D servicePrincipalName %, Active Directory N DEE D
A Ea—H ThHUY MOBMENRET,

« Kerberos 8iE1T servicePrincipalName 73 Active Directory D 1 DDA Ea—& T H 7V R
WCBMEN TV OGEITHELET, BRRDT7TIAT A/ —RTIE, a2 d—
EAF Ty NOESIZRR DR SACFININMER SN D720, 774~ ) — RPERS
D & E A T AL KT T AN H D 7,

1R DRI

oA T_AZE YT 4T Kerberos sRFEIZHEHT 2 —F —Z &R LET, ZOHMD
ORTIHERT I LD — =L 2ERT 2 L2 BEIO LET,

 BEfFOa—H A2 HT 255121, RORELXZITVET,
o =P LN AT— RRRWEEIT, SRATU—RZRELET,

=Y =T AT DT aNRT 4 AT a TRy 7 A ([Active Directory = —H— &
2> ¥ =2—# (Active Directory users and computers) ]) T, KD & Z{TWVET,

[Z— W —ITKEIDO T 7 H U WFZ/RA T — REFAPE (User must change password at
nextlogon) | F=v 7 Ry 7 ANE 7T/ oTNDH I L EMHRLET,

[/XA U — REZBEHIRIZ9 2 (Password Never Expires) | T = v 7R v 7 A& AL
£,

FIE

AT w71 [Active Directory = —H%—& 22— % (Active Directory users and computers) ] TH L\ 2 —H—4 % {E
BLET,

« NAT— RFEEELET,

o [P —FTREIDO T 7 A R NA T — REFTAME (User must change password atnextlogon) ] 5=
IRy I A% 7T LET,

¢ [VSAT — REZHEHIPRICT 2 (Password Never Expires) | F = v 7Ry 7 A% 4N LET,

RATYT2 NA TRAZEYT 4 DEA RO SPN A, AR E 721338 L 72 Active Directory +—H%— 47 V=7 K
R BTN DE N E I EMHERLET, SPNIZIX, http/ DT LT ¢ v 7 ZARMHT S, TDHBITT

B EEssUER



| RiESLVER
N TARALSE YT 1 BBIT Kerberos $25F %17 5 1= 8 ® Windows Active Directory (2§50 —ERX 7hH Y FOER .

TIAT S ADNA T_XATEVT 4 DRAMEPFTENES, 72T7A4T 2 bR, RA M ERRTE
52 LaERR L ET,

1. Windows D setspn -q 2~ R&FEHL T, BEfFOMEMITE 7 = —LET,
@'J . setspn -gq http/highavail.com

Z OFITIX, highavail.com X, 77 T7A T ADNA TXAZEVT 4 DHEA LT,
2. 7V OFRERITEC T, SPN ZHIERT 270, BIMLET,

GE)

TR AHA BV —E AT AT FONRRAT — RIZiE, T, BT A=A, BIORH LT (~!@#
%NA&() -3/ []:5,]+=%2<>) DHREEDDLIENTEET, ZNOHLD 3 DORKELT S, *. 413"
DOWTNDPR T AR A HA YV —EZATH T FONRRAT— R THEASNTWAES. GUI & CLI D7
POOFRRRRIEFICT T =R AELE T, 2L, BAHINA T — NI SN2 & 5w 5O LF T
KL ET,

D ITHER 1R1E

[ZD XD RSPNIZR SN FXA | NA T_A T E YT 4 DREA D SPN % Active Directory = — 1 —
TL7-, (NosuchSPN found.) | F 77 MBI ET,
e IRD XK DT setspn -s 2~ F&fEHLET,

setspn -s http/highavail.com hausername

ZOFIT, highavail.com | L7 77 A 7 L ADNA T XA ZEY
T 4 DR A M4 T, hausername (Z/ERE 7 ITBIN LIz — P —
4T,

TBEFDSPNR 270 F LTz, Active Directory TZ AL EOIEEIIMNESH Y FH A,

(Existing SPN found!) |

MEE4 (CN) 1%, fERE 1%
WL —F =5 R L TWET,

(The common name (CN) shows the
user name created or chosen.) |

[5i]: CN = hausername (Example: CN
= hausername) |
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| JEEIIN

FREER K UKD

J IR

e

chosen.) |

[BEFF DSPN LoD & LTz, 1. SPN #HIBRL £,
(Existing SPN found!) |

MEE4 (CN) IZL - T, 1ERE

TITRR L o — =2 TFRm &N
%4/, (The common name (CN) ZOfFIT, highavail.com (£, 7777 A T L ADNA T_XA T E

does not show the user name created or UT 4 DRA R T, johndoe (FBHHAH T 2 fRERT 52— Y —4

WD X DI setspn -a A~ REEHLET,

setspn -d http/highavail.com johndoe

T,

2. SPNZEMLET,
WD X T setspn -s A~ REMHALET,
setspn -s http/highavail.com hausername

ZOFIT, highavail.com (X7 77 A4 T L ADNA T A FEY
7 4 DFRA N4 T, hausername [ZVERK F 72 1R L 7o 2 —H —
4 TY,

G¥)

B4~ 5 Active Directory L /L AT keytab @it 3N/ > T\ D Z & Zfki8 L £ 9, Kerberos il /720D
Active Directory L' /L ADTERL (18 ~—7) ZZML T ZE W, LA ART TITER I LTV D GAEIE
V/VA%%‘E%L/\ keytab uuni%ﬁ)‘jj ]\/i-@‘o

SELIL L

FRREL LV A Ko T, FBFEY— N8t T D T OB 2 ER L. 7 94T~ b
CWEET D EXIEATLEIE I EFEE L E T, AsyncOSITBEEDOFEIEL VL&V KR— K L
TWET, LIVAEGHIEY—F7 AN =TT 52 LIk, REEEGN R D2 — —
ZRILARY o—CEETLZENTEET,

STz —ILA—/—

BUED LIV LARETIE, 774~V AD £72IZLDAP 31D, Ny 77 v 7 —_—i325bh
DET, RIDOTTA < VI —=_=ZBETESRWEE, 72U —3RmYIDONy 7T v 7T Hh—
NoZBELE Y, ROy 7Ty TP ==l bBETE WS, 72 — 3 2%HEO
Y= N—IZEELET,

Table 1: IPFW )L— L ZERA L= 7 = — LA —/\—BfH

Tz — LA —/\—FE TSAR YA E)ADNNY I T T
ADT T —I)LA—N—[ZHhHhBER (F)

774~ YU AD & Secure Web Appliance D[] D | 75 ~ 80
Hefoe - U4 % & T OREH

B EEssUER
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simzzt

7 = —)LA—/\—F5fE T4V EAFT)~ADNYIT 9T
ADT T—ILA—N—IZhBER (7))

774~ AD & Secure Web ApplianceD[# ™ | 180 ~ 250

Bt Uikt L. oDy 7T v Tk

Secure Web Appliance® ] DHEfE & BIMr3~ 2 &

T O

774~ U AD & HEEI 5 £ TORFH 2%

TT7A4~1V AD OEFENA 71278 D ETORE |75 ~ 80

]

774~ YU AD EFRIDN 7Ty T H—s3— | 180 ~ 250

DEIRNDA 712785 £ TOREH

BEDOY—R=RNE 7 L TWEEA

. BEL TV RAS a3 br—=I 08/ o0 5% %

C. Secure Web Appliance Tt DL % T L £77,

« SMHFERE, on page 17

» Kerberos

« Active Directory F87iE L /L A DERL, (NTLMSSP 35 & OVEAS)

« LDAP 383 L /L A DOAERK, on page 26

FREIE LV A OHIERIZ DU T, on page 33

o 7' — N)LEEREDRRETE, on page 34

HEIR R
« WREY —74 A, on page 43

¢ RADIUS = — % —323F

9* ﬁl-‘ I:l'Ln\

FRAEH D Active Directory L /b A DYERK, on page 18

, on page 23

AEL LDAP % 7213 RADIUS H— =M b 2 —HF— 2 BFHETE £,

LDAP -U-_/ \_(h J: ég*nﬂn:b\nﬁo)é

Before you begin

LDAP
v I DYERKL, on page 26,

POREL LV D ZAERL L, AU 1 DL EDOSEERGEY = ) —Z ik E L £, LDAP R

At uE 1%
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RSB & KR
B reows sz« 2 —Tie

Procedure

RATFYT1 T4 T A THEEIFEZENLET,

a) [V AT LEH (System Administration) ]>[=—%— (Users) ] ICBENL 7,
b) [AMAFERE (External Authentication) |2 2 2 > C[f%) (Enable) | &4 2 LET,
) UFoATvarva#ZELEd,

FFToay HL:l

IERFERE R A 50Z 9%  (Enable External |—

Authentication)

FBRE4 1 7 (Authentication Type) [LDAP] ZZR L £,

INERREX ¥ v > 2 X A LT U b FRERED 72 O IZ LDAP Y — S —|Z it § 5 £ T AsyncOS
(External Authentication Cache Timeout) | 237 ERERGIE 7 1/7‘ VU NVERGT IR, T A N

Yoo (0) TY,

LDAP #M#E85F 7 — U — (LDAPExternal |[LDAP LV AIC L VRESNT-7 =) —
Authentication Query)

P R=InEDOFRNR VL AR A B H | AsyncOS BN — =507 = ) —ZkT DA %S
A 57 7 bk (Timeout to wait for valid LRI,
response from server)

IN—"" <7 (Group Mapping) |7 4 V7 NURNDOZ T L—T4lza— x84 TET,

ATv T2 BEREEFEL., RFELET,

RADIUS S\ EREREED A ~— T IL1E
RADIUS il L 7= AMABRGEDOAEME) 25 L T &0,

Kerberos 525 5 =X @ Active Directory L )L LD {ERL

Before you begin

T TITAT VAN (/T Rax s 2E— RTiEHR<) ST — FTREShLTWSZ L
R L E T,

cm A AMEERET 2%EG. FIB9 THRE L [~ u ZEa i1 (Kerberos High

Availability) €7 v a @ [F—% TiRiEEMHE M5 (Use keytab authentication) ] F = v
TRy T A AL TLTEEN,

B EEssUER
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AR K UK
Kerberos $25F /=X O Active Directory L JL L DYERL .

TTITAT AN, B— RKRXZ %7280 HTTPHTTPS b7 7 4 v 7 5387 /3 ADW

BIZH DHE1E. Active Directory ND kT 7 4 v 7 5387 /3A AD SPN & —H—7 7

7 v MIBESTT T, [ e AE A M (Kerberos High Availability) 12727 v 2 > T%
Da—W—=Th oy vOal A MNEREANNTTHLERHY £3, Xy hT—2 bRy
T, b7 4000 &BVEA VT T DENDT /A ADSPN BT 2 0E R H Y £7,

Tz, VTAT Y NT AL ADEERY NT—V N T T4 IR NT T 4 v I~ F—
Ty, B— FAT U B L Secure Web Appliance @il 254, b T T 4 v~ F—
% @ SPN % Active Directory D= —H#—7 B MIBEML, ZO&®7 v a v Ca—HF—
TJVT UV XNVEANTLHZLENRDY £3, ZUE, NT 74 v X —U ¥V I7A47
YETAAALADRNT T 4y 7 BT DRDOT NA A TH DD T,

* Active Directory —/3—% #Efji L £ 57,

o IRDOP—/S—=DUNFIDNT Active Directory &1 > A h—/L L'£$, Windows Server
2003, 2008, 2008R2, 2012, 2016 (coeus11.8, 12.0, 12.5, 14.0, 14.5) . F7=1%2019
(coeus 14.5 D#H)

coeus 12.5 1™ Active Directory Windows Server 2019 % > A b — /)L CX £ 7,
s Active Directory $—/3— T —H —%{Ek L £7,

s RAA VEBE I N—TEEIT AT N ARV —F TA—T DA N—Th
% —H—% Active Directory ¥—/3— EIZ/ER L 77,

F7x

c ROMEREZF OS2 —HF—2 2 ER L ET,
« Active Directory TO/XZ T — K Ut v FHERR
« servicePrincipalName ~ DA FEH 4 X A Z
« T AT MEBRFEHDOE XA A
* dNShost 4 DE X 1A A

» servicePrincipalName O & X JA A

UbRiE, 7T I9AT U R%E RAL VICBMEETT T T4 T RAR5ELHRE
LTWD Z L EfERT D701, 22— —AITHE 2 f/ MR O Active Directory
HERR T,

CIGAUT Y N AL CBINEEET, FE— RSB T4 7 L. Windows
XP, Windows 10, Mac OS 10.5+ T,

+ Windows Resource Kit ® kerbtray > —/VZ i LT, 7 74 7 ® Kerberos 77
&R LE T (http://www.microsoft.com/en-us/download/details.aspx?id=17657) .

eMac 7 747> hTlt, [AA > A==— (Main Menu) ]> [Keychain Access] T,
Ticket Viewer 7 7" U 77— 3 & L T Kerberos 7~ M &R TE £,
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http://www.microsoft.com/en-us/download/details.aspx?id=17657

FREER K UKD

. Kerberos 525 5 X O Active Directory L JL LD ERK

ATy I

ATvT2
ATvT73
ATv74

« BBAETC & 72 B Active Directory K A A /1T Secure Web Appliance® BN X & 5 72 DI LB 7
HERR & R AL AMERETUSHEAH T D Z L 2R LET,

« Secure Web Appliance D HLFEDHFZ] & Active Directory H— SO HIFERZ] & Ll L C, & D
FZM Active Directory ' — "D [ B a—% 7 v v 7 B OKR KRR (Maximum
tolerance for computer clock synchronization) |4 73 2 > CE STV D R 2 2 T\
RN L AR LR T,

* Secure Web Appliance?S ¥ = U 7 4 HHT 77 A4 7 VA TEHEHIN TV DA, B2 D

Secure Web Appliance F D [RIZ DFEAEL NV AD T 0T 4 N, KT 774 T ATERIN
TN 7T 4 LRA—IZRD KR ELTBEET,

» Secure Web Appliance D% i :
o F/RMJE— R Cid, Secure Web Appliance® 7" A h44 (sethostname CLI 22 K) %
TP THRESNTNDLETaX A LERICICTOILERH D £,

« BT — FTIL, Secure Web Appliance DR A M & U XA L7 FARA MG ERLIC
TAHIRERHY £ (Ve — L3BREDRE, on page 3455 0) , X 51T, Kerberos
LV A EVERRT DRI, Secure Web ApplianceD R A "4 & U XA LT RNARA N %
BETDHMLENRDHY £97,

cHILWLIILVAZRTEETHE, LILVLADRIFETa halZBE TR 250 THEELTL
f;éb\o

T NH A F L (SSO) B TAT U NT T U TRET DLERHY ET (7
VA A DFRIE, on page 13 5 HR)

e VDA ERFTATZD, YmD D AALT 4 — )L RONRT A= AL TCT 7%
2T NARZTA R LET, 7782000 RAEZ~A X EBRLTLITETE N,

\}

Note /)L N Z2HAY—ERTHTL FONRZAT— RIZIE, 0F, P, AN—2 BI O
F~T@#% &0 _-{1' [, +=%2<>) DHEEFDDHZENTEET, TNHD3 DD
FREESCF 8, L iku"@bfﬂﬂﬁ&»NHXHA%~Bx7w?yb@ﬁxﬁ~$fﬁ%
SNTWDEE, GULE CLIOE G 06 OFRGRAEFIC= T =2 ELET, =720, BRET

N2AT = RNER SN H 6P LFEDO L F TR LET,

Procedure

Cisco Secure Web Appliance?® Web f > ¥ —7 = A AT, [*v hU—72 (Network) |> [i&iE
(Authentication) ] Z iR L £,

[Lb A% B (AddRealm) 152V v 27 LET,

FT L ANR—ALFRETE2HEH LT, ALV A —EOA4RTZEHIV Y TET,

[#8FE 77 k =/ (Authentication Protocol) ] 7 «# —/L K C [Active Directory] &R L £ 7,
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ATy TH

ATvT6

Kerberos $25F /=X O Active Directory L JL L DYERL .

Active Directory h—/ S —DZFEREH KA A V4 FETILIP T RLAEZ3OEFTANLET,

i

ntlm.example.com

IP7 RUABRKELRDIZ, 77 T7A47 A THRESIN TS DNS #—/3—7% Active Directory #—/3—
DA ML B R TE WG RTZT T,

VWA B ORGEY — N — &% Ebtﬁn\7?347yxm\%@vam®b§y$&yay@

IJLJFI

WZHBT 5 £ TIZH|R K 3 DORRGFE T — /N —

Dh DE%Bit%Lij‘o

TTIAT v A% RAL B MESEET,
a) Active Directory 77 V7 > N ERELET,

b)

e

axX ;&

glull:l

B

Active Directory K A
4 > (Active Directory
Domain)

Active Directory % —/3—®D R A A 4, DNS RAA U EZIT LIV AL BT
FnEJ,

NetBIOS K £ A >4
(NetBIOS domain
name)

F v FU—27 TNetBIOS ZFH T 2854513, RAALA U AEATILET,

Tip

TOF T a v EMHTERWVEAIL., setntlmsecuritymode CLI 2~ K
EHEALTC, NTLM X2V 7 4 T— KA [KAA > (domain) ]IZFEE S
NTWNWDLZ EEfER LET,

AV a—H T Y
>k (Computer
Account)

RAA v EDars v a—%2—ErIZa0T % Active Directory =2 > &' =2 —
g THhvs s Gg IV G T AT M) BERSND, Active
Directory K A A INOGFT&ERE L £7,

Active Directory BgIEC, 2 Ea—% 7V =27 MR—EDOMFETHEN
WZHIBRS L2561, BEHIBR D ORES L TW a7 FNIaryEa—
ZTHT OGP ERELET,

fEHHTED RAAL
D~NVAF = J %
HEZT 5

VIVADEIETE D RAL vy 2 7 v 7OELHIET 2 7-012, [{E8E
TEBDRAAUVDANILAF v ZHR-T % (Enable Trusted Domain
Health Check) ] 47" = » 7 [Active Directory” 7 7 > | (Active Directory
Account) €27 a v ([*v kT—% (Network) ]>[583
(Authentication) ]>[LJLL®MIENM (Add Ream) ]) (EMEIE LT,

ZOF T aiE, TN MTIEADT o TWET,

[RAA 20 (Join Domain) %2727 U 27 LET,

Note

FTTIBMLTND FAASLZBMLES T2 (A7 VT vy Ve lHlLTWDEET

%) . Active Directory 238 L\ % —& v ~ % Z @ Secure Web Appliancex %129 X CTD 7 747 K
WCRET D720, BFOEGIIACES, REE2ZTL7 747 MI, v 7437 LThbHER
TA T HMERD D T,

Note
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. Kerberos 525 5 X O Active Directory L JL LD ERK

ATy 71

ATvT8

ATvT9

AWS IZEBH S 7z Secure Web ApplianceD 7R A 4 IE—E THOIMLERH N £7, —BEDOHRA M
FERT DI, RA MAOKRYIDO LTI ERETHLERNH D 7,

=& zIE.
ELTERETEET,

fmgmt] MHRMOLFHNE LTHRA MITEMEILTWD5E,

I'mgmt<wsa_hostname> |

¢) Active Directory LT 7 Ma Ay 7T oy (=P —4L4BILOR T L—X) &5
EL, [TAv> NO1ER (Create Account) | %7 U v 7 LET,

(A7 ay) HBEa——iF a2 E LET,

1]

axX &

Bl

ActiveDirectoryZ{#FH L
TEBL—Y—#AZEHE
<9 5 (Enable
Transparent User

I dentification using Active
Directory agent)

77 A4~ Context Directory T— = > b A VA h—/LENTNDH~V
DY—="—=24 & ZXUIT 7B R T 5D T 5 EE O 5% AT
L/iﬁ‘o

(A7 ar) /Ny 7T w7 Context Directory T— 3 = > kA A h—)L
SINTWNDLY DY == L ZDIFREZ AN LET,

Ay hIV—=7 BF 2 VT 4 ZRELET,

=1

axX ;&

Bl

U747 N DELDP
A (Client Signing
Required)

T4 T v NDELEERT D X DT Active Directory H—/X—23FEE & T
WAEARIE, ZOF T a v ERIRLET, 2047 a v BT L
LT DA SMB B4R ANCR Y £7,
« 7T AT AN Active Directory I[CHERET 5 & EICT VX NVEL ERLE
T 556

c PRBEZEZ SR,

NATRAZEVT 4 ZEAT 255X, [Kerberos/~A1 7 XA 7 U7 ¢ (Kerberos High Availability) ]
Y/ varT[F—X TRFFEEHEMAT D (Usekeytabauthentication) 1F =~ 7 Ry 7 24 LET,

a) [t—¥—4 (Username) ] & [?¥ATU—F (Password) ] Z AL ET,

INATRATGEVT 4 JTFAXDIP T RUAEZIEHR A MK T D SPNIZEHHEAHT ST
% Active Directory = —F—D4Hi# A LET, 22—V —LKIZRAAL 4 E2GDRNTLEEN (2

AN

'DOMAIN\johndoe' X 'johndoe@domain' Ti372 < |

ljohndoe] & ATILET) ., NA T_A

FE VT BEOREEN SN — X T AT FOIERICET 2FHRICHONTE, ~A T
A 7 B U7 ¢ BT Kerberos #FEA 1T 9 72 8 D Windows Active Directory 235 F 52— E R T 7
kN DYER, on page 14% 2R L TL 72 &0,

b) " T_ATENT 4 JTAEZNDTRTCOT T ITAT L AZHONWT, ZOFEEEVRLET,

Note

TTITAT VAN, B— K RXZ %72 EOHTTP/HTTPS 7 7 4 v 7 58T 34 ADERICH DY
A&, Active Directory NOD - T 7 v 7 5587 /34 A@D SPN % —H— 7 h o> MIBERIT T,
[Kerberos/~A 7 XA 7 U7 ¢ (Kerberos High Availability) |7 > a2 > CZDL—%F—T 7 K

AL & UKD




| RitsLUvER
Active Directory 283E L L LD /ER (NTLMSSP & & UER) [

DI VT NEANNTHUERDYET, Xy NUV—27 MR IY T, V774972 )X AL

NT2DHRMIDT /3A A0 SPN ZBINT 2 0ERHY £, Io& xE. 7747 b T3 ZADik
BRY NT—=T NT T4 I B INT T 4w I7<F—Tx, B— T % BILO Secure Web
ApplianceZ @i+ 254, N7 7 4 v 7~ —T % D SPN % Active Directory DL —4%—7 H7 > k
EML, Zok7varTa—F =7 LTy VEANTHHLERHY £4, Zhid, +7
TA T IFZ—=TXWNITAT U RN TNRAADNT T 4 v 7 R TLE2RYIOT NA ATHDLHT-D
<7,

ART9T10 (A7 av) [TA MM (StartTest) 1527 Vv 7 LET, ZHICEY, 2—VF—R3EEIZh L%
AL CRREAZ T DRNC, ANLTEREEZT AN L TELWAE ) hEHRATEET, 7 A FOARK
B RATHIEIZ DN TIE,  THEO NTLM LV A L KA A O, onpage 33) 2L T2 &0,

AT TN TANICRELMEEZ NT TN a—T 07 LET, BatOMED T TNy a—T 4 7 Y —
NESRLTIES N,

AT T12 EFEEEEL, RELET,

What to do next

Kerberos ik i AT 2B 70 7 7 A VEERLET, 22—V —BLOI 74TV
AN ENEOY oy

Active Directory Z25F L JLLDER (NTLMSSP 5 &K UEXK)

Active Directory Z25E L )L L DERKX D REIIRSEH (NTLMSSP 5 &K UEK)

« SBAETT & 72 B Active Directory K A A 21T Secure Web Appliance® BN X & 5 72 DI M H 7
MERR & R A A ANEBRETSE S THDL Z L 2R L ET,

*NTLMtF =2 U7 4 E— K& LT [domain) ZfEHT285E1L. £ A b L7z Active Directory
TN—T DI EMHLET, Active Directory 7 /L— 7R3 A F I TWWEEIX, T
T4V MED Tads] ZHEHLET, ZOHA RO Tav o RIAL o A0 F—T =R
D FE > 7 T setntlmsecuritymode ZZHR L T &0,

« Secure Web Appliance D HLFEDIFZ] & Active Directory H— SO HIFERZ| & [Llg LT, & D
FZM Active Directory —/"D [ B a—% 7 v v 7 R OK KRR (Maximum
tolerance for computer clock synchronization) |4 7' 2 > CE STV DR 2 2 T\
N L EHERR L E T,

* Secure Web Appliance?S ¥ = U 7 4 T 77 A4 7 VA TEHEHEINTWDEEIX, B2 D
Secure Web Appliance FD[RIZ DFEAEL NV LAD T 0 RXT 4 N, KT 774 T ATERIN
TWL7aNT 4 LE—ICRD L DITHREL TREE £,

. %ELV\I//I/-ZA%%L—E?—%) L. LIVADORRET = 3/1/72/73‘%"(%72< fcﬁé@f(fa LXK
f;éb\o

RELH & VR
|
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FREER K UKD

. BHONIM LILLE KA VOERIZDONT

« Secure Web Applianceld, EFHTEX LT RXRTDORAASL LD RKAAL v ar br—F L NTLM

VIVAICERESNIZ RAAL yay ha—J 8T 20BN D £3, RBIENIE L < HE6E
THEIT, WAL VBLIWNERAAL L OTRTORAf v ary ba—FZx LT
WDOR—FZR< BERH Y £7,

« LDAP (389 UDP 5 L U' TCP)

* Microsoft SMB (445 TCP)

* Kerberos (88 TCP)

o TV RANA v MR : R— b <= »%— (135 TCP) Net Log-on [&E A — b

« NTLMSSP D&%, 2 9A T F 77UV YA 4 (SS0) R ETE F
T, [T A A DFRGE, onpage 13] S L TS Z 30,

BHONIIM LILLE RAAL VDFERIZDINT

PDLFOL— %, O NTLM LV AL E RA L U EERT RIS LET,

« Bx K 10 O NTLM ZBiE LV A& BT & £7,

e HAONTLM LIV LD FA T MIP T RLAD, BIONTLM LIV LD 7 54T kP
T RUVAEEMBELLZWEIICTHLENRH Y £,

« % NTLM L /L A% 1 2D Active Directory K A A NZDHRBIMTEETHR, £ORAA
PEFLTNDEHHDDH FAL Y Oa—HF—%FRIAECEET, ZOFEHEIZ, M7+ LA
FADHD R A A NZT 7 40 b THEH S, D7l Eb—HHOEEPGFEL TV
TH VA RO RAAL SEHAINET,

« BEFEONTLM LV AMEFE L TORW R A A Da— P —ZFBEET 5I121E, B NTLM
VIVAZEER L E7,

Active Directory ZREE L )L LD ERK (NTLMSSP 5 &K U ERK)

AT T1
ATvT2
ATvT3
ATv74

Before you begin

TFIAT U ANDBESDORIRAR— T (49152 ~ 65535) NI 7 AT U4+—/LTT7 vy 7 &
NEWZ ERMERLET, 2o R— NI, FER I NV—T Vo 7 T v TEREFETT DM
ERHVET, ZNOHDOR— a7y r35L, WiERRRIET T —NRAT D AREEN H
Di‘g—o

Procedure

[~ hU—2 (Network) ]>[iZFF (Authentication) ] Z3®&IR L £,
[LVA%ZiB (AddRealm) 127V v 7 LET,
PP L AN—ALF LT AL T, BIEL VL —EBEOARTZE D 2 TET,

[#8FE~7 1 k=1 & 570 (Authentication Protocol and Scheme(s)) ] 7 « —/L KT [Active Directory] % Z&#R L
i ‘aAo

B EEssUER
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ATy TH

ATvT6

Active Directory 3R5E L )L LD YERL (NTLMSSP & & UWEK)

Active Directory h—/ S —DZFEREH KA A V4 FETILIP T RLAEZ3OEFTANLET,

i

active.example.com

IP7 RUABRKELRDIZ, 77 T7A47 A THRESIN TS DNS #—/3—7% Active Directory #—/3—
DA ML B R TE WG RTZT T,

VWA B ORGEY — N — &% Ebtﬁn\7?347yxm\%@vam®b§y$&yay@

IJLJFI

WZHBT 5 £ TIZH|R K 3 DORRGFE T — /N —

Dh DE%Bit%Lij‘o

TTIAT v A% RAL B MESEET,
a) Active Directory 77 V7 > N ERELET,

b)

e

axX ;&

BLL]

Active Directory N A A >
(Active Directory
Domain)

Active Directory —/3—D KA A 4, DNS RAA U EIZL VALY
FEZALE TS

NetBIOS K £ A >4
(NetBIOS domain name)

v hU—27 TNetBIOS 4 25 61%, FAAL U AE2 AN LET,

A a—Z T

(Computer Account)

RAAL v EDas v a—&%—ERIZH#R1T 5 Active Directory = & &' = —
ZTATs G I AT o M) BMERRSID . Active
Directory K A A INOGFT&ERE L 7,

Active Directory g5 C, 2o Ea—% 47 V=7 MR EDMETHE)
PICHIBR SN DA, BEHIBRO DR#ESh TWHar T FRIca v
Ea—8 T7hU NOYGFHERELET,

fEETE D RAAL DA
IWAF = v 7 BHEMMTT
)

VIVADEHTE D RAA vy 77 » 7OENELHIET 272012, [{§
BHTEDRAMVDANLAF Ty ZFHHIZT S (EnableTrusted Domain
Health Check) |47 = L 73 [Active Directory7” %7 7 I+ (Active Directory
Account) 17 3 (v bT—% (Network) ]>[FREE

(Authentication) ]1>[LJLL®MIEM (AddReam) ]) ([TEMELEL
7

TOF T avit. TIHNNTEHEDESTOET,

[ KA A 200 (Join Domain) | %2727 U v 27 LET,

Note

FTTIEZBMLTND FAASLZBMLE S LT25E (A7 VT ooy VefflLTWEEET

t)

. Active Directory 2381 L\ ¥ —1 > K% Z ® Secure Web Appliance = &3 XTD Y 74 7> k

WZIEET D720, BMFOBEGIIHACET, BEBE2ZTL7 747 MIL v 747 LThbHEER
TA T HRERHY £7,

Note

AWS (ZEBH & 417z Secure Web Appliance D /R A F4IX— B THOIMLENH Y £,
AR T 5121, AR A N ORI D LFF]

—BEDERA N4
EEETHVERH Y T,

Rits+vER I




RIS £ UKD
B wariLL Lo

fz& ZE. Tmgmt] PEAIOILFENE LTHRR MBS TN D 'mgmt<wsa_hostname> |

ELTEHETEET,

7/7:[

) EDRALANZALEa—2 THY Y MaRERT DHERZFS, BEfFOD Active Directory =—4—?
sAMAccountName =—H%—%4 L X2 7 L —X % A LET,

( ’—DOMAIN\jazzdoej 0 ’—jazzdoe@domainj IFEAHLZRNTLEEN)
—ERTEH I, RIEFESNLEE A,

d) [THhvUy FOER (Create Account) | %7 U w27 LET,

1 ’—jazzdoej
ZOERIZ. 22— THU Y NEMILT H720]

ATY 717 ('fif) L E"jwuu E&ﬁ Ljﬁjﬂo
RE siEA
AwWUWMWEEm‘7?47UQMwHMWMyI%91VFﬁ4VXF%wéhfwévyyw
LTEBI—Y =B | ——4 L 2T 7R T 50T 2 HMEOm F &2 AN LE
ZHMIZT S (Enable| 4
Transparent User
| dentification using (47> a) /Xy 7 7 w7 ContextDirectory T— = ' h 3 A A h—/L &
Active Directory TWbL~ YO == L ZDOIGRELZ AT LET,
agent)

ATYFT8 Fy MU= X2 UT 4 E2RELET,
BRE EBA
IIAT L NDEL| T TAT v NDOELEERT D X9 IT Active Directory B —/3— 35 E LTV
W78 (Client Signing 6iE'A IOFTvarEERLET, ZOF T va rEERTLHE LT
Required) &l SMB BALDBERZR0 £,

« 7T AT AN Active Directory |[ZHEE T 5 & X IZT VX NVBL ERLET
L85,
s PEIERBEZY <HE.

ATy (AFvar) [TA kFﬂEJizA (Start Test) 1227 Vv 7 LET, ZHICLD, 22—V —NEEIZNLZ
R L CRFEE T DHNC, AN LTICREEZT AR LTIELWRNE D NERERTE LT,

AT9T1I0 EHEZREEL, REFELET,

LDAP ZE5E L IL LD 1ERK

Before you begin
T LT O RE RS L E T,
*« LDAP O/X—T g v

« fH#k D LDAP |

B EEssUER




| BESEUER
ap ZEL L L0ER |

o b —N—DT KL R

*« LDAP R— k

* Secure Web Appliance?3 ¥ = U 7 4 FHT 7T A4 7 UV ATEHEHEIN TV AEX, B2 D
Secure Web Appliance D [RIZ DFRFEL IV LD T 0T 48, KT TT7A TV ATERSN
TWA7 a7 LRI THD Z LR LET,

Procedure

ATYFT1 [Xv T —2 (Network) ]>[#ZFE (Authentication) ] %3N L £,

ATw T2 [Vra%EBENM (AddRealm) 1227 U v 7 LET,

ATV T3 BT L AN—ALTRETEEH LT, BiEL VA~ BEOARTZEI0 S TET,

ATvT4 [?E%Eflﬂ k=1 & A (Authentication Protocol and Scheme(s)) ] 77 «+ —/L K C [LDAP] Z 4R L £,
RTw TS5 LDAPBREOREX AT LET,

B 3588

LDAP D/ 3— g [LDAP D NX— g VA EIRN L, BX =27 LDAP 24508 9 2R L £97,

' (.LD)AP TTIAT A, LDAP A=V a L 2 BLO3 A RA—FLTWET, EXaT
Version LDAP |Z/X LDAP X — 3 > 3 BDMLEE T,

Z @ LDAP ¥ — /N — g ) = — P —3% 51 ¢ 3 % Novell eDirectory & %743 — k LT
WHENE I MEBRIRLET,

IS & VKR .“
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SRS & UG

RIE

B

LDAP #—/3—
(LDAP Server)

LDAP = X—DIP 7 L AFEZIIAR A M, BIOFR—FESEZANLET, &K
3OO0 —N—ZFFETEET,

ANDZS ]\%ﬂi‘ %éﬂ%ﬁl’fﬁ ]‘7{/]’ V%T&)éﬂ\gﬁ)ﬁ) ) iﬁ‘o fﬁ'J . ldap.example.com, P77
RUABRREBIRDIZ, 7T T7A4T A TRE STV D DNS #—/3—7% LDAP H#—
SO A N BT E ROHROHTT,

FEAE LDAP OF 7 4 /L hDOAR— FE 1L 389 T, BX =27 LDAP OF 7 + /L FDFE
213 636 T,

LDAP H#—/3—273% Active Directory —/S—DIEE, FAAS L ar e —FOKRA b
BEIIIPT FLA, BEXOR—FE2 AN LET, WRERIRY, Zu— L Zu s
Y= N"—DAFTE AL, A= F328 A LET, EL, Frm—L B Fns
T NN T GETICH Y, v—T AL ary tr—FDa—F—D
HEBIET HMEN D HLE51E, a—V RAf v aryhe—J%2FHT52L84T
TET

FEo VAV AICEE ORI —R—FRE LTHE. T T I9A T VAL, FOLILVAN
DTV T g OEFFIZRIT 5 £ TITRK 3 DO — N — T2 A F
‘j‘o

AsyncOS /X—7 3 115 LI TIL, LDAP/NTLM (KA A a3y ho—F#F) D%
EIAVE =T oA AR ETEET, [EEXA I —T 4 ADEE (Set Source
Interface) | F = v 7Ry 7 A%F L, Ray Xy UoNbEETLA v F—T oA
A BN L ET,

LDAP £Ffse A0
(LDAP Persistent
Connections)
([FEAMRE E
(Advanced) ]&
7 ardT )

LU DEDO W2 @R L £,

o [RBEHIEEE O (JEHIBR)  (Use persistent connections (unlimited)) ], BEfFO4%
AR LET, BRHTE BN 2WEGAIE. FrLWERAHE ML ET,

« REEHIESDEA (Usepersistent connections) o BEfEO#Sw A LT, fEES
NI OFRIHER LET, RKAEICET S L, LDAP Y —/N—~DHF LB
eI SET,

* KRR ERZ A L 4Ly (Donot usepersistent connections) ]o 473", LDAP % —
IN—~DOF LW AR L E T,

B EEssUER
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ap ZEL L L0ER |

BE ZRER

:L"—‘"j_ oy L7 4 —)v ]‘@:1ﬁ;27&j7 Lij—o

(User [R— A% (R—R DN) (BaseDistinguished Name (Base DN)]
Authentication)

LDAP 7 — 4 XR—R XY VU —HDT ¢ L7 NUEEIZR->TEBY, 77747 A%
NR—ZADNZHEM LT, LDAPT 4 L7 b Y U —NO@EY LGB E L, K%
BAtG L E7, A7 ~X—ZA DN 7 4 V& LFHNX, object-value JEHD 1 DL ED =
VIR— 2 MR ENFET, 72 2, rdc:companyname, de=com] DX HIZAT]
LET,

Note
OV —RZT T T L —RLFEHB T, 207 4 —I)L KNZEDOHE . LDAP ZREED
[T % MBSk (Start Test) | ZFTTE £H A,

[1—H—&EH% (User NameAttribute) ]
LUF DEDOWF Iz i@ R L E 7,

* [uid]. [en]. [sAMAccountName], = —H%—4%%Z$EET S, LDAPT 4 L7 FU T
—&Z " 1D,

. [jJZ’)'l L. (custom) 1o [Useraccount] 72 EDH A X A 1D,

[A—H—T 4 J)LB2 Y T 1)— (Use Filter Query) |

2P T g X I )~ 2P —D_X—ZDN & Kol 5 LDAP ik 7 4 L X
TY, I, 22—V —=FT 4 L7 b UNBX—ADN D FOREIZH LA, £
D—H— ®&—XDN®1—$~Eﬁﬂyﬁ~*ybKDﬁ%/@#aihfwﬁ
WIGEITETT,

UTFOEDOWTNNEBERL £,
[ L (none) Jo X THO—V—ZfH L ET,
s [ARA L (custom) |, =—H—DRFED I N—T % LET,

Rits+vER I
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ATvT6

FREER K UKD

LDAP H#—/3—7% Active Directory t—/N— D551,
NA Y FDN =P =M% AT HIEHTEET,

RE SRER

73:”"—‘71/7%* oS ‘H“'—'/\"—Z)‘E%&I) %X FANBNE 975 %%?RLET

SN QUY | spp iy SEA S T ) — AR ARSI, [P — Sl A ORI RS L
Credentials)

iﬁ" (Server Accepts Anonymous Queries) ] 721%3?)_&' LET,

PRRE— R—REL 7 = Y —EZITF AN WSS
DN) 1 #EIRL, LN DOIFHREZASILET,

X, [/3A > F DN %M (Use Bind

*[/N1 > K DN (Bind DN) To
Y= = D —H—,
ET,

LDAP 7 «( L7 kU OMERZFF Al Sii=4M5 LDAP
W, S Y FDNIET 4 V7 ) BERORBR X

-[/€Z7I/ X (Passphrase) ], [/34 > FDN (BindDN) ]7 4 —/L RIZ AT LT

Z—P—ZBEM T DN TWNDRAT L— X,
PLFOT %A ME, [/ > KDN BindDN) |7 4 —/v RIZA ST 5 2—F =D %
RLTWET,

cn=administrator,cn=Users,dc=domain,dc=com
sAMAccountName=jdoe,cn=Users,dc=domain,dc=com.

DOMAIN\username] DI T

(ﬁ7v3y)ﬁw~fﬁ7y;7bit

:l‘—“'j“—‘ j‘7 7:1:7 ]\ %jl\ L/T [&v/l/“—7 At uiE (Group

Authorization) | ZA x—7 ML, BR LA T a 2R ELET,

GN—FF+ToxH 5H

hEXTE

IN—T F Tz | ZOITN—TIETLHTRTO2—HF—%Y X b3 % LDAP BHEA SR L £7,

NND T N—T R
N—2y TEE
(Group Membership
Attribute Within Group
Object)

LI OEDOWFUnz2 @R L £,

« [member] #5 £ 08 [uniquemember], 7 /L—7 A > /3A 4T %5, LDAP 7 4 L

7 M) T—EDID,

¢ [ARA L (custom) |o [userinGroup) 72 E DA AKX AID,

TN—T G E
P (Attribute that
Contains the Group
Name)

RV = T N—TORETHEHTED I N—THEREE
iﬁ‘o

ATOEDOWT a2 IR L E9,
IN—THEBETDH, LDAPT 4 L7 N T—EDID,

95 LDAP B A 8IR L

* [en]o

. [j] A A L. (custom) I8 [FinanceGroup) 72 E DI A X A 1D,

B EEssUER
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ap ZEL L L0ER |

IN—TAToxy

hERRE

Bl

R AVES/ NN
=T NE D D i
M%7 =)

(Query string to
determine if object is a
group)

LDAP A7V =7 " a—W— F—TF 2R L THOENE I E2H 5345 LDAP
M7 4 VH BN L E9,

T OEDWT 2R LT,
« obj ectclass=groupofnames
« objectclass=groupofuniquenames
« objectclass=group

s [ARAL (custom) ], [lobjectclass=person] 7ZEDN AL L 7 4 )V H,

22V —llEkoT, RV = N —7THEMATE L2 —#OFRIAES V—T N E

LIhET,

1—H—F TSI b
BE

Bl

2—P—F Tk
WD T N—T R 73—
vy 7JEM (Group
Membership Attribute
Within User Object)

ZOa—PF—=RETHTXTOI/N—T% U A T HEEZRINL £,
LT OEDOWT I NZ IR L £,
* [memberOf], =—H— A NZF{ET S, LDAPT 4 L7 MU T—EDID,

. [jJX’)" L. (custom) 1o [UserInGroup] 72 E DN A X A ID,

TN—T A=y
7 J&MEIZ DN (Group
Membership Attribute is
aDN)

TN—T A=y TEMENR, LDAPA T V=7 NS T 2514 (DN) T
HHINE I DEIEELE T, Active Directory h—/3—DHH1T, oA T a v
EARX—T M LET,

INEARX—=TNMILIEEAIE, UTFTORELIEET 2HLERHY £,

TN—T 4w Em et
(Attribute that Contains
the Group Name)

TN—=T A=y TRENDN TH LA, R v— FN—TRETT

N—T4E LTHEATE 2 @MEEEELET,
LFOEDOWT AN E IR L E9,
s[en]e FN—T R EFRET D, LDAPT 4 L7 U T—ED ID,

o [ARA L (custom) ], [FinanceGroup] 72 EDH AKX AID,

Rits+vER I
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FREER K UKD

14Tk

EXTE

A

FT = NI N—
TINE D I ERIT S
27 =V 30551 (Query

LDAP 7 V=7 " a—H— T—T%RK L TNWENE I %4545 LDAP
WMRBETZ7 4N FEBERLET,

LUFOEO W2 IR L £,

string to determine if
object is a group) * objectclass=groupofnames

* obj ectclass=groupofuniquenames
» objectclass=group

. [ij@A (custom) 1o lobjectclass=person] 7REDN AKX L T 4 )VH,

F.oox)
JL—TNE

—|Z X > T, Web Security Manager KV > — G T& 5 i
HINET,

DFRFES

ATFvT1 (A Fay) a—HF—
a)
b)

(29 5 LDAP RGEZFRE L £ 77,
[FMEEAE2 = U (External Authentication Query) ] Z 38R L £,
a—P—=Th T b ERFELET,

AN—X DN (BaseDN) |#®RFEZFIETAHIDAP T4 LY b V) —HNOBEUEIGEFTICEEIT 520D

/{_Z DNo

7 ) LFH —#ED ntuuﬁ&/v“—7%3@ﬁ—71)“— i -

(& (objectClass=posixAccount) (uid={u}))

F7x

(& (objectClass=user) (sAMAccountName={u}))

= NIV SN N
S Y A ATy 1

(Attribute containing the
user’s full name)

LDAP gt (] : displayName, gecos) .

) (A7 ar) RFC23077H vy MAZHIRLDAP BIEICES &, AR 7o hiu s/

S BT SHET,
2P DN TERETIET 5 7 ) — 2 AN LET,

1 ADZ—T =D LDAP /v —F 2@ L TRBY, FFtha—P— o— LB 584801

d)

3

HIREH 20— /L DT 7 AFFADN AsyncOS I K > CEDa2—V— It 5 S FET,

AN—Z DN (BaseDN) |#H®ZZFIETHIDAPT LY L) VI —ADENRIGFFICEHNT 5-HD
/{_X DNo

7 = V) LA (& (objectClass=posixAccount) (uid={u}))

B EEssUER




| RiESLVER
BHONIM LILLE AL D OER .

AN—Z DN (BaseDN) |BEZHIKITBAIDAPT ALY ) V) —AQOBYLIGRICEEIT 2=HD
/{_Z DNo

I—F DT )L R — LD |gecos
STV 5 Bk

(Attribute containing the
user’s full name)

ATy T8 (A7 ay) [T AL (StartTest) |27 V27 LET, ZHICEY, 2—F—NEEICZNL Z2MH
AL CRIEEZ T DRI, ANLEFREETAMLTELOLWNE I EfERTEEd, 7 A BRI
EIFHFEIZ OV T, Ff@;ﬁz@ NTLM L /L& RAA O, onpage 33] LTI EENY,

Note
EREZEFLTHET DL, BCLILVADFRIEY R ha L zZBHTERRD £7,

AT9T9 BEoRzEEL, RFLET,

What to do next

Kerberos i8aE F AT 258 7 n 7 7 A VEERLE T, 2—HF—BLORI 74T F Y
TR 2T ONEEBRLTLIIEEN,

EEEHE
o SMHFERLE, on page 17

BHONIIM LILLE KAV DER
LT =T, HEONTLIM LV AL RAAL U EERTHEAICEY L ET,

« Bc K 10 O NTLM ZBFE LV A& ERL T & £,

e HAONTLM LIV LD FA T MIP T RLAD, BIONTLM LIV LD 7 54T 2~ IP
T RUVREEH LWL IIZTHMERSHD £7,

« % NTLM L /LA 1 2D Active Directory K A A LNZDHRBIMTEETR, £ORKAA
PEELTNDEHHPDH FAAL L Oa—YF—%BIALTEET, ZOFHEIE, RL74+ LA
FADHD KA A NZT 7 40 b THEH S, D7l Eb—FHMOEEPGFELTWD
T A VA RMNBO FA AL ACEHAINET,

« BEFONTLM LV ABMEHE L TRV R A A D2 —W—%2FBEET 5 I121E, IBIMONTLM
LIV AEERR L £,

FoaE L ILLDHEIFRIZDWNT

SHEEL L AREIGRT A LEET A ID BT 4 B—T7 e . X512, BETARY —nb
Zh o0 ID NHIBRENET,

ALV L AZRHIGRT AL, FOLILAN—F U ANLEIBRENET,

| Rits+vER I
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B /o mosz

S O—NILEEEIDETE

FREER K UKD

ALV LV ADOREFET 7 b BiERRIZ, Z e — LEREEORREHE B AR E L T X T O
VIV AR ER A LET,

Web 7' 12 % U OREBATE— Fi%, BETE 57 v — VLVlGEOREH B IR L £, H/RR
BXE—FED b, FilE— bf%%éhfwé%é@ﬁ#iD?<®§i%5%ﬁ%?%i

‘a—O

Before you begin

UUFOM&EE L<BEfEL TBNTLLZE0,
* FAED LAY, on page 45

s FRRED R BB 7 VT v v v I K B EREGE DFFA], on page 51

Procedure

ATY 1 [Fxy hU—27 (Network) ]> [7dd
ATY T2 [/ a—r)VEREZmE (Edit Global Settings) ] %727 U v 27 LET,
AT9 T3 [/ u— ULBGFERE (Global Authentication Settings) |77 v a2 > C, REEZMEL T,

(Authentication) ] Z R L £,

E1—)

axX &

BLL

s 'H-b‘/\”—‘ﬁ)*”);ﬁ T fotl/ b /El\
OT 7 a (Actionif
Authentication Service Unavailable)

UTFOEDOWT A EIRL £,

[REEELTHFS 74 v I DBBZEFA (Permittraffictoproceed
without authentication) ], LEE2Y, = —HF —NRFREES 72D
XolTkitranEd,
c[BRELCKRBMLIBEICTRTDO RS 74 vo%TAYY (Block
all trafficif user authentication fails) ], ALEENHIE S, 7T
DREZ T4y I RTay 7 SET,

%E& L 71:_ AT nﬂzq':fJL % (Falled
Authentication Handling)

w7 AN R —TCa—F—IZF AN T I BAZHFTD
AT, ZOFRTHBICLY, Web FrFiRNa—F—%2F 2 K&
LT LTT 78R a SCitT 5 FiE2HEELET,

=P —DF RN T 7B RAHFAOFEMMIOWTIL, FiERBE 7
AN T 7 EADF, onpage 49% SR L TS0,

B EEssUER
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so—rsizionz [

RIE

Bl

85 (Re-authentication)

(URLW 7 2 Foida—H—
tyva ORIRICEY = Ra—
P=NTry 7 SNTGEITHR
AET T A R—=TNATT D

(Enable Re-Authentication Prompt If
End User Blocked by URL Category or
User Session Restriction) )

BIRSEE LWURL 7 A4 V2 Y U R —I2 Xk » T, £8P
T RLZ~OR T A OHIRIC L > T —F—2N Web A 57
0y EINEHEAIC. 2= —ICHEREEZHF T LET,

FLOVGEREY LT o vy Ve ANITE D) v RS niz7ay
I NV Ra—P—CFRENET, LVZL DT 7B RAEFFAIT
HUVT VR NEL— PN AS T H L ERE R
TURICRRINET,

E ZoOFEIL, RIBERELWURL 7 A V2 7R —F7-1%
2—HF— kv a VORIRICE>TT By 7 S, BAEF AL —
P—lCoH@mHASNET, BiFSNTIc, Y72y Mok 7y

JENTE R U g T EA SN EY AL

SEHNCOWTCIE, REEDLAL c B b U LT L v v VD L B EERGEE
DOFFA, onpage SIZ SR L T EE WY,

N—Tw VFGE N—72 » TTL
(Basic Authentication Token TTL)

FRE—N—IC L > THRBRFESND E T, 2—HF—DI7 LTy
MRy v a NICRE SO ZHE L 9, ik, =—
W= e RAT =X BLO2—F—IZBEMTONTWDT 1
L7 N I —TRNEENnET,

T 7 AV MEBHEREN TV ORETT, [Yrr—h XA LT T b
(Surrogate Timeout) | NEXE S TIRY | ZDED [X— v 7 FGiE
h—2 > TTL (Basic Authentication Token TTL) ] & ¥ H K& WiF&E
F. IS —h XA LT T FOENETRSIL, Web TR XL, Y
17—k ZA L7 T ~OHRBEIN IR ITRBEEY — S — g L E

7o

1=

Z DO FE 7] RE 72 FBRERR
HRIEE— F) [T TR £7,

ATy T4 Web X NEBEE— FTREENTHWDIEAIL. UTD

Web 72X I NEBEINTWVWAE—F (FBiEE— NFERIZHRBR

BRETHHE Z e L £,

RIE

Bl

7 LT ¥ VORE AL (Credential
Encryption)

7747 NG 5L HTTPS ##i %/ L C Web 7 m ¥ vicmr 7 A
Y ILVT UV NEEETENE I EREELET,

Z OFREITEAZEGE T A L NTLMSPP G o FicmH S E
TN, BT EARGF ST ROBPEITEL D £, ARG T,
2—P—= LT Uy AN T L= THRARNTEEINDINLT
T,

SEFIC OV T,

==

FORED LI, on page 455 S L TS0,
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FREER K UKD

RE i BA
HTTPS U A4 L7 k IR— b HTTPS ##i % N L Ca—V—RiFER%Z U # A4 L7 T BEAICH
(HTTPS Redirect Port) HAT5 TCP R— &2 ELET,

Lo T, 7T A4 T FISHTTPS I XD Web 7' % v~
et T AR — EBEESNET, ZHUX, Z LT vy LOR;
FALDIA R—TIT f;ofu\éiz%é.\% TrEA ay ha—LOfF
R 2 — Y —ZFGE 2 RO DG E IR E L E T,

UXZ ALY kB A R (Redirect

Hostname)

Web 70 XU NEGRERE ) v ALVTHRY NT—F f U H—T =<
A ADENEA N EATILET,

FBRE— RCTEMENTWAT FI5A4 7 v AR EHRE LT85
Web 7' 1o X%, 3—*‘35_@%&@7‘_&5Lﬁ FA T MT 3@{::—?4%)
VE AL 732 URL TIDORA MM EHEHRALET,

LIFDEOWFINEATTE ET,

+[1EBD/RR % (Singleword hosthame) ], 7 7 A4 7> k&
Secure Web Appliance 7% DNS iR F[RE7R 1 GED AR A M & AT)
TEET, UKV, 7747 ME 77U IERET
Z L 72< | Internet Explorer THED T > 7V YA A & B
TExFET, 49, 7747 h& Secure Web Appliance 7% DNS
FERATREZR 1 FEDOR A M E AT LTLIZE W, 22X, 7
FA T NS KA A mycompany.com (Z&H ¥, Web 7 12 F 23
VoA LTWEAS Z—T 2 A ADFERIRARA AR
proxy.mycompany.com Coh 5551L, T D7 4 —/L NI
l[proxy| EANTHMERHY 7, 7 FAT Y MEITrFx
NI LTy 7T v 7 H ST L, proxy.mycompany.com %
R CEET,
s [E2EBE FAA 2% (FQDN)  (Fully qualified domain name
(FQDN)) 1o Z®7 4 —/L FIZ, FQDN £72ILIP 7 FL A& A
NT5Z2LbTEET, 2L, DA, Internet Explorer X°
Firefox 77 UV CEDO I VIV YA U F U ZRBET A2, A
T DEQDN £72XIPT RLVAR, 7 74T N T T70HFDs
FTAT Y MEHEFELY A F U A MOBIMENTND Z & ERER
THLERDY ET, T 74/ MEZ, XY N T T4 v
RSN H—T7 oA AT LT, ML EIEPLA & —
7 = A A® FQDN T,

B EEssUER
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so—rsizionz [

RIE

B

JVTrv Xy va
a3 (Credential Cache Options:)
Huas— K& A L7 7 (Surrogate

Timeout)

TIA T MIGEREY VT X L EFEERT H ETIZ, Web 7
2R T DR AR E LET, 2 LT vy v L EEERT
HET, Web 7’mXIVra s — MIRGFINTME (IP7 RLUAE
721X Cookie) ZfHL £,

— Wz, 7o Rfoa—Y—o—U TR, 22— =N
el VT oy VB AT HMERRNE DI, BEEZ LT v x
ARFrviaXnET,

JVTrv )Xy va T
a3 (Credential Cache Options:)

JIFGAT L MIPTA RNV HAADLT
7 & (Client IP Idle Timeout)

IP7 RLAZFEGEY A — e LCHEHT 5 ZDRERET,
TIAT L ENT A RVIRBEED & 12, HiEY VT//’V/I/%77
AT v MCHERTHETWeb 7 ud N+ AMAZEELE
‘j‘o

ZOERY eSS — K~ 2L LT MELY b REWVGE, ZOREIC
ix}ﬁ]ﬁ)fcﬁ< Yuas—hZALT Y MIELEEZIZZ FA4T B
ntquE*ﬁ)fTbhi‘a—

COBREFFHTHE, 22— Z DBV WAL 2 —
P — DMt 2 B T X 97,

a—HP— ¥ v g VIR (User
Session Restrictions)

FEEE AL —F =D EEDOIP T R AMLLREFIZA 2 —F > MZ
TIRATHI LT TINE I NERELET,

A= NRBGEL— = REE LT vy LB Lk D

W2, 12D ~DT7 7 AEHIRTCEET, 2—F—nFlD~
TR ITA UTERVEAF, = R 2=V =@ — U N FER S
NET, ZOX—=T0 [FHEFE (Re-authentication) | i%iE 2z L.

2—HP—NRE L EH ) v LTHIOaZ—F—4HTr A TED

MEIMERETHZ LB TEET,

ZOBREEAF—T MITH5EEIE, HIRZ A L7 7 MaxEATIL
F9, ZOMEIZEST, BIOIP T RLA Ty iia /A4 TEb
IR s ETCO—F—DFFEIFRIZ I E L E T, HllRZY A 27
7 MEIZ, e — 2 A L7 MELD S REVETR T NIE
nEHA,

authcache CLI Z< > F&EFHL T, BiEX ¥ v v aNOLEEED T —
PR S TOa— P EHIRTE £,

Rits+vER I
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FREER K UKD

RIE

B

Ny B R— 2 DOFBFE (Header
Based Authentication)

ZOREIZL Y Active Directory D~ 4 — N—ZAFBHEA F— L&
MR TEET,
==

N H =R ZWFEDOF ¥ v V2 iRE
cFEEX v v 2 lTT T AN N TEMC RS TVET,

WRExX ¥ v a2 DI A LT U ML, br S — A A LT T RE
IEJD‘(:“TO

XYy rallE, =P ALV —TRRFEINE

TO
Note
DY I T REE T DA, WXy v v a2k

TXA T a—F 47 LTASCH R L., 77 4/L Fa&E
DA F VD a—F 4772 L (Noencoding for Binary) ] % {#
9% %~ ¥ — (StandardHeader) | T = v 7 Ry 7 A& F 1T
Li‘g‘@

BRIN—T Ny X —%BEST 212012, [T78ARY v —DRE
|Z X-Authenticate-Groups ™~ ¥ —/7 A Z L~ B —D 7 )—"T % fifi
F4 % (Use Groups in X-Authenticate-Groups Header / Custom Header
for match Access Policies) | F = v /Ry 7 A AN LET, B A
B~y B—Z R ETDHIGEEE, [ AF L~y X —4 (Custom
Header Name) |47 a v &AL ET,

Note
[7 7R KR —DORAIZ X-Authenticate-Groups <~ & —/% A ¥
L~y Z—=D 7 N—T%fEM % (Use Groups in
X-Authenticate-Groups Header / Custom Header for match Access Policies) ]
Frxv IRy A%A 2 LT, X-Authenticated-Groups ~ > % — %
AN LRWGEIT, 77 BAR) O —ORENKRBTLZLBHD
FT, Ao TV WAL, Active Directory 2> b Htff S 17
TN—TRT 7 EAR) —EBEINET,
u”jjj“C"\ > 5’“‘ (=P —BROIN—T ~v ¥ —) ZRFFT DI
. [HICREREREMIZ %7 (Retain Authentication Details on Egress) ]
?: IRy I AEF T LET,

FERIER E  (Advanced)

JVT UV VOB EALEIET 78 A ary ba— a2 fHH LT
HGEE. TTITAT UV ARZIUMB L TS T VX LR E L

% — (CiscolronPort Web ¥ = U7 4 7774 7 2 A T EAEHE)

EHERAT L. 22 TT vy u— K757 VX LEEAFERTS
MEBEINTE £7,

B EEssUER
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so—rsizionz [

ATYTE Web 7% U BNHRIRIEEE— RTRESNTWDEHEE, LTOREEHEZRELET,

RIE

Bl

7 VT v VO EAL (Credential
Encryption)

7 TA47T v MRS L HTTPS #f5i 2/ L C Web 7' m ¥ 2m 7o v
IJVT UV NVERETINE I DERELET, ZLT vy b
Wb a4 X —7WICT HIiE, [HTTPSY XA L2 b (BEF a7
7¢)  (HTTPS Redirect (Secure)) |Z#&INLET, 7 LT v v /L O
b A Rx—TNZT DL, FBFEDT-DIZT T4 T M Web 7'
XUV HA VI bTDHEERET HBMT —V RBRFREN
£,

DO TEITEEARZREE ST & NTLMSPP 2R3E T O F I S =E
—ng)\ 4‘2_1: %Z'Knunﬁjiﬁ@ _TQjZ'l"ojiT %ztgmuuﬁjitf
R 7V7//kw#7v%/7%2Ffﬁhéﬂéﬂgf
—g—o

SRR OW T, FERED AL, on page 45 S L TL 72 &0,

HTTPS U Z A L7 ~ R— b
(HTTPS Redirect Port)

HTTPS ##i 4N L Ca—Y —FirERE2 U XA L7 T D8A10f
45 TCP R— h&HEELET,

Tk oT, 77472 FSHTTPSIZ X 5 Web 7 12 3 3 ~ D Hfit
BT DR — IR EESNET, ZhE Z LT Uy VOIS
A F—T NI o TOWBEEC, 77 8A ar ha— /Lo
E#&C:L““H_ \—nunﬁ%;k&)z) i:%ﬁ@biﬁ‘o

Rits+vER I
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FREER K UKD

RIE

Bl

VA A VL7 b ARA M (Redirect

Hostname)

Web 7 X NEERFA2) v ALTHXY NU—F A2 —T =
A ZADEFECDOR A "2 AT LET,

FROBEIHFE— RE2A X—T I TDHE, Web7 ¥, =2—V—
DFBFEDT=DI T FA T MIEETHIHXA L7 a URL T
DERANGEFEALET,

LIFfEOWFnzE A TEFET,

*[LEBDRR +4% (Singleword hostname) 1, 7 7 A4 7> k&
Secure Web Appliance 73 DNS f#ik Al fE7 1 55D 7R A f\% U NVANS
XFET, ZNCKY, FIA4T NI TP HERET D
Z & 72< | Internet Explorer TE.D Y > 7 /L A ‘/Zl“/?i’%ﬁ“(“
TET, Jé‘?‘ 7547 > k& Secure Web Appliance 7% DNS fi#
RFATHEZR 1 GEDAR A M EZ AT LT ESW, e xiX, 77
AT 2 N RAA Y mycompany.com (Z&H Y, Web 7' 2 ¥ T3
Uy AL LTNWDA =T A ADERIRHRA MR
proxy.mycompany.com C®» DAL, T D7 4 —/L RIZ [proxy]
EANTHMERDY £77, 774’7/ MI7axioxt LT
I 7T T HFEIT L., proxy.mycompany.com & ik T& F 9,

[Z2E8 KA >4 (FQDN) (Fully qualified domain name
(FQDN)) 1o 2D 7 4 —/L RIZ, FQDN £721LIP 7 FL 2% A
T2 bTEET, L, ZDGEA. In‘[ernetExplorer'?3
Firefox 77 UV TCEDOY VIV YA A ZERTHITE. A
71T HFQDN £721XIP T KL AR, 7547 b 77?%@7
TAT Y MEBHEARTA R VA MBS TND Z & AR
THLENRHY £, T 740 MaX, 7oxy v T 7407
WA ENDA o F—T 2 A ZJE LT, ML EIEZPLA o #—
7 = A A0 FQDN T,

JVTUUR IRy yVa AT
=3 : (Credential Cache Options:)
Fual—hZA L7 7~ (Surrogate

Timeout)

TIAT v MCRREZ VT o v VR BEERT 5 ETIZ, Web 7
m%vﬁ%%?é%%%?ﬁbi?o7V7//%w%ﬁggﬁ¢
HET, Web 7mFXNIvnls— MIRGFEINTE IP7 FLAE
721% Cookie) AL £,

— kN, 7o foa—Y— -V FTE, 22— =R
ﬁ@?V?Vwa%Aﬁﬁé%Eﬁ&wiﬁm\m£7V7//?
ARXy v a23INET,

B EEssUER
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so—rsizionz [

RIE

Bl

VAR ANV EDIE A A
va

(Credential Cache Options:)

IIA T MNIPTA RKIVEALALT
7 & (Client IP Idle Timeout)

PTr }‘ |2 ;EHALHE-H-D&“’— éf LT{EH%#Z)*"EA Z ; ET
TI3A T "WT A RAREED & X2, 3HaFry VT//JV/V%& Z
A7 MIHERTHE T Web 7o % 0N FHET LM 20 E LE
j‘o

ZOERY T =K XA LT T MELD bREWEGE, ZOREIS
FN DR Yu = ZFALT U MIELLRIZZ AT b
SORAEERDPATONE T,

TOREEMFEHAT AL, 2L a—FZ ORIV DI A S —
P — DT IR TE £,

a—tF—

Session Restrictions)

v a IR (User

FEEF A — P —RNEEDO P 7 RLANSFRIFICA F—F v MZ
TIRATHI LT TLEINE I ERELET,

2= NRFBAEL— P — LR LT vy M AR LN KD
2, 12D~ ~DT7 7B AEFIRTEET, 2—F—n5lo~v
TR UTERVEARIT, = R 2 — P @i — VN ERE
NnNET, ZOX—T0 [FF8GE (Re-authentication) | FEZFH L.
a—YP—NRF %) v LTHIOZ—F—4{Tas/ A TEb
MEIMERETHIEHTEET,

DFEHEA X —TNVIZT DHEIR, HIRZ A 570 MEZATIL
ifo_@ﬁ FoT, BIOIPT RLAT=oiun /A T3
IR srETCO—YF—OFFERR AR E LET, HIRY A 27
U MEIZ, eSS — A LT T MEXD B REVETRITIELR
D EHA,

authcache CLI 2= F&EFH LT, fBiEF v v aNBLREEEDL—
PR ST D2 P B HIRCE E T
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FREER K UKD

RIE

Bl

Ny B R— 2 DOFBFE (Header
Based Authentication)

ZDOFRTEIZ LY Active Directory D~ Z— N—ZXBIEAF— A%
R CcE £,
Ny B =R ZFBFED X ¥ v ¥ 2 G%0E

EREER v v 2T T AL P TAINC R 5 TWET,
PREX v v a2 DH A LT U M, VY= XA LT RE
IEIE‘/C:‘—@AO
Fyviallit, a—YP—LLta—VP—FL—TRMREFESNE
TO

Note
2PN —TRELEHTHHEE, RAEF vy vV 2k
VT LET,

FTE¥ANZa—F 47 LTASCH 2L, 57 /b bi%iE
DRAF VD a—TF 477 L (Noencoding for Binary) ] % fif
A9 % [~y #— (StandardHeader) | T = v 7 Rv 7 A% AT
Lij‘o

BEIN—T Ny X =B/ T L2012, [T7EBARY U —DRA
\Z X-Authenticate-Groups <~ X —/JJ A X I~ X —D T )—"TF % fif
4% (Use Groups in X-Authenticate-Groups Header / Custom Header for
match Access Policies) ] 7‘:1: y TRy P AN LET, WAK N

Ny =B ERET DEEX, [IAS L~y X —4%4 (CustomHeader
Name) |47 = /%{%ﬁﬁ Liﬁ”o
Note

[7 7 A KRY T —DREIZ X-Authenticate-Groups <~ & —/7 A 4%
L~y B—=D 7 N—T%EMT 2% (Use Groups in
X-Authenticate-Groups Header / Custom Header for match Access Policies) ]
F v VR v I A% A2 LT, X-Authenticated-Groups <~ % — %
AN LRWGEIE, T78AR) P —DRENKET L2 L03HD
F9, Ao T WA X, Active Directory 7> 5 Bt & iz
TN—TNT 7 AR r—ERESNET,
u“jj] T~y 7’* (=P —BLOIN—T ~v ¥ —) ZRFTHIC
. [HJICFEREREMIZ %7 (Retain Authentication Details on Egress) ]
7‘: IRy I AN LET,

B EEssUER
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gitv—s>2 I

Bl

(Advanced) TVUVF oy VO EALERIZT 78R avy ha— L2 LT

LHEE. T IAT U ANZNUE L TWDT VX LGEHFE &
X — (CiscoIronPort Web X = U7 4 77747 A T EjEHE)
EEMATL0, 22Ty a—RT57 UXVIEAEEZENTS
MEFIRTE ET,

TUXINGEAE L X —%T v r— FT 512, [ (Browse) ]
Uy LT, a—< v EOVERT 7 A VICBEIL£T,
Wi, BOZ 7 A VERIRL T, [Z7ANVDT v 7 r—FK
(Upload Files) 1% 27V v 7 LET,

RATYyT6 EHEAEZREFL, RIFLET,

I:lll..\l:IIE y '7- -/X

FBRE S — 7 > AIZOUW T, on page 43

FRRE Y — 47 v ADAERL, on page 44

ALY — 7 v A DR L ONEFZ E, on page 45

« FBEE S — 4 > ZADHIER, on page 45

EE—H U RIZDINT

mqu/‘—b‘/Xf&ﬁiﬁHj—é& éiéiiﬁmuuﬁqj—’—/\‘—%7m ]\:[/1/( 1o @ID& J:OT
I—P—FIETEFET, HiE—F U RL, TIA~VHiA T a v 2EHATE R ko
BN I T T AT a et 5 E ey HRIbL T,

Mﬁ/—ﬁ/Xi@@@mﬁva@iAfﬁ SEHT 2 LV AL, S SRR —
—FET 0 b AL ERETE £, REEL VA OFEHIC OV TIX, FRFEL /L A, on page 16
%%%LT<ﬁéwo

2HEEHORAEL VL EERT D EL [Fy T —2 (Network) ]>[#8FE (Authentication) ]1Z.
[T _XTHOLA (AllRealms) ] EWVD T 7 4L hOFEIEY —7 v A& &I [LIV L —r
A (Realm Sequences) |77 v a U ANHEIIZFEREINET, [TX3TH LA (AllRealms) ]
=l AL, =P RNERLEH LV LLANABNCEENE T, [TRTOLLL (Al
Realms) | ¥ — 7 Y ZAND LV ADIAFFIFZEE TEETN, [TXTDL /LA (All Realms) |

VU AEHIBRLIZD . 22 B LIV AERHIBRT A Z LT TEE AL

HIELD NTLM fBAE LV A% EFR L7254, Secure Web Applianceld, %3 —7 2 AD 1 DD

NmMmﬁvatﬁ%NmePMﬁﬁtfﬁmbi? [T_TD LA (All Realms) ]
VU RAEED, K AN S, NTLMSSP T i35 NTLM %FE L /L A &8 IR T X
F7, DO NTLM L /L ATNTLMSSP # 7 5121%, 2 DOFRFEL /L AIZx LT 1 20

Rits+vER I



RilH L VKR
B = -—vozonm

B7a 77 ANVEREL, 1 OOT AT T AT ANTRTCOLLVLMERAEINDLHICLE
3. LAz ﬂammﬁﬁﬁﬁéﬁm%éz\%ﬁ%@i#

mquT'fj‘ZﬁH éﬂé /“—b‘/xwo)muuﬁl//l/ﬁ i H‘F iOTﬁ%iUiﬁ"o

o fEH SN D RIEE X, 2794 T MIAN LT LT oo vV 2 A4 T THRE
INET,
e =l U ANTDOLIILLADIEFE (1 20O NTLMSSP LV AT 2 FEHATEX 50T, AL
VDI

e

Tip S/ 74—~ AEEH 1003, 1 OO LALAZERALCRLY 7%y F EOZ 5470 K
ZEFELET,

A —H O RDIER

Before you begin
 BHEOFFEL IV L2 E L ET GRAEL /L A, on page 1625 /)

« Secure Web Appliance/S ¥ = U 7 4 EBT 77 A4 7 U ATEHINTWAIGAIL, B2 D
Secure Web Appliance L D[R4 DFEFEL IV ADT 0 /XT 43, KT T T34 TV ATERIN
TN 7 a7 4 LRILTHDL Z 2R LET,

* AsyncOS Tl&, VLV AZMERH U CRGEZ LB 2BRIZ, U A FOJEEHD L L A BIEZEIC
fEHSND Z LICERE LTI ZEN,

Procedure

AT T [Fv hT—72 (Network) ]>[#ZiE (Authentication) ] Z %R L F 9,
ATFw T2 [V—4 v A%BENM (Add Sequence) 127V v/ LET,
ATV T3 WETFTEAR—ALFEHERALT, V=T AO—BO4RTEANTILET,

ATy T4 [BAAF—LD L)V LY —/ A (Realm Sequence for Basic Scheme) | fHIK DM DT T, v —7 2 AT
B DI DL L L L2 B L E T,

ATV TS [HEARAF—LD LNV A —% A (Realm Sequence for Basic Scheme) ] fHlko 2 FH DOITT, v —4F &
CEDDLLUTO L LEERLET,

ATvT6 (FAFvayv) BRILVFT Uy VEFRHT MO LV AEZBINT 5121, [1T0EM (AddRow) | %7
Vo7 LET,

ATFw 71 NTLM LV AR EFRLTZS, [NTLMSSP A% — LA D L /L2 (Realm for NTLMSSP Scheme) ] 7 4 —/L KT
NTLM L /LA A58 R L £,

Web 7303, 7747 FANTILMSSPIRGEYZ LT o VY VA BRETH L X, ZONTLM LV s %
EALET,

B EEssUER |



| RitsLUvER
gy —roanmEssvEFEE |

ATvT8 ERaEEEFEL. RFLET,

ALY — TV ADHRESE L VIEFEE

Procedure

AT9 1 [ bU—2 (Network) ]>[387E (Authentication) ] Z R L F7,

RT9 T2 WEFLFEFEET L7 A04FTE 7 Vv 7 LET,

ATY T3 VLIV AERET D —7 U ANONEEZICKHET HITT, [LbA (Realms) | Ky 7 &7 U A R
LIV LAL T EIR L E T,

Note

[TXTDO LA (AllRealms) 3 —7 > ADOEET, VIV ADIAFORZEE T ET, LILVLAAKEE
FIHZ L TcEEHA, [TRTOLIIL (AllRealms) [ —47 2 AND LIV ADNERF%2EF 3 5120
ER (Order) 1FIOKFIZZ Y v 7 LT, 4TV VADMEEZEELET,

ATy T4 TRCOLALLETVANLTCEFMTTE2ET, BESUTRAT Yy 320K L, FLILALR 1D
DITICOHRFRENTNDAZ L ZHERLET,

RATYyTES EHRAEAREFL, RIFLET,

nu..\n.lTZ/ ’7'/10)#1'“3#

Before you begin

SELL L AREIRT A LEETAID AT 4 E—T e . S5, B#ETARY —0 b
FNoDOID BHIFEESNADOTHREL TS ZEN,

Procedure

ATv 71 [y hU—2 (Network) ]>[%7E (Authentication) ] Z &R L 7,
RATFYT2 o= U ARKIET 2 AT A A&7 ) v LET,

ATv T3 [HIER (Delete) 1227 U w7 LT, = A&HIRTDIEEMHELET,
RTvT4 ERARGFLET,

I:Ill.-\ I:IIE 0) % E&

« FRED JHIZ-DU T, on page 46

RELH & VR
|




RIS £ URE
B =oxmonc

c[HEOH D 2—Y— T —T = FOFRAED /A /XA | on page 46
FRGIED 73 A /XA on page 48

FRE —EZARMEH TERWIGEORRIE N7 7 ¢ v 7 OFFA], on page 48
« AERIIL D7 A N T 72 ADFFA], on page 49

c AEDKRI - 7o B 7 VT Vv v LI K D HRRREDFF A, on page 51

AN EIZDLNT
UTOBBIZEVFTFIFICRKLIZT-D, 2—F—2BWeb2 b7 a0 v 7 SN2 E0H0 £4,

cISATFT U MAI—Y—I—Cx D bORIR, — O TA T N T TV r—va T
i, BRREAEENC AR — F &SN ERH Y T, IEESLE L LW 7 e 7 7 A
NEBREL, @7 a 7 7y A NDOEELZD I ITAT v (BEXOT 7 AT HHLERD
HURL (A7 vay) ) IZHESNHEDLZET, INHDY FAT 2 NOFRREE /SA /XA T
TFET

FHY—EREFFEATELRL, *y U7 13— =0l L - T, &k —b
AEMMHTERWEERH Y ET, ZOLI RRRBAELTEGEIIRBIENT 7 4 v 7 %
TR 562 EERBIRTEET,

cOLTUINIDENTH D, 22—V =2k > Tk, WURREA ST 0DHEMR s L
T NVERMETE RN k#%@i#(t/& R VT UV NVEFRFoTNDH L —
P—70E) . TDOLI R —VF—IZHIRfT & D Web 77 B A EFFRT 20 E ) Ina IR
TEFET,

ESPERENS

[MEOHH2—Y— = —T = FOFRAED /A 73, on page 46
FRRIED 73 A /XX on page 48

FRE —EZARMEH TERWIGE ORGREE N7 7 ¢ v 7 OFFA], on page 48
PORERIE D A N T 7 2 ZADFFA], on page 49

F'cﬁ%@ﬁ)%)l—"f— I— w "O)nnu\niEo)/\’r/\Z

—%BOD:L“—#“—'I'—T‘/‘I:/ }‘L:6i\ @ﬁ@%}jﬂﬂ: ﬁ—émunﬂzﬁﬁﬁﬁiﬁ&)é kﬁ‘#’]ﬁﬂ éhfll\
iﬁ—o

UTOa—H—x—T = MEHRTHEREZ N ST 0B RH Y £,

« Windows Update =— < = > |

* MICROSOFT DEVICE METADATA RETRIEVAL CLIENT
* Microsoft BITS

* SLSSoapClient

» Akamai NetSession Interface

* Microsoft CryptoAPI

* NCSI

* MSDW

* Gnotify

B EEssUER
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MEOHs1—¥— T—vz> toRiEn (/2 [}

» msde
* Google Update

N

Note L5777 4002 (URLATAVICHSL) & 2% ¥ (McAfee, Webroot)
W, BlEfE, 772 A R O—FEIKEN, T7EBAR) =X TEITEINET,

Procedure

ATV FHELa— Y — 2=V FNEDRIEANA NATLEICH AN T 7 7 A NV ERELET,

ATy T2

a) [Webt¥=UT 1 <vx—% (WebSecurity Manager) |> [#5>7°' 7 7 7 A /L (Identification Profile) ]
ERLET,

b) kBT v 7 7 A L@iEM (Add Identification Profile) 1 %27 U v 7 LE9,
o) EHREANLET,

r7oay [

47 (Name) 2—H— T — = O AuthExempt il 7 7
77 A,

Fiz#E A (Insert Above) BB ORI DT 1 7 7 A WIZERE L ET,

BT Hxy M A D EF (Define Members by T OFEFEICLET,

Subnet)

FOREZ BT A & EFE  (Define Members by FOREIIARE T,

Authentication)

d) [FEMIRRE (Advanced) |>[—H#— x=— =k (UserAgents) | %7 U v LE7,

e) [EIR72L (NoneSelected) 127V v 7 LET,

f) [HAXbLz—H—x—T =k (CustomUserAgents) | C, MEDOH L2 —H— =T x> FOXF
HafRELET,

TIREARY —DRE

a) [Webtx=UT 1 ~%—% (WebSecurity Manager) ]>[7 7 A &R U 2 — (Access Policies) ] % i3
RLUET,

b) [EU L —%BM (AddPolicy) 127V v LET,

o) THMEANLET,

TFoay fis
FY—4, TP T — Tz b OFRFER R
EsHRY v —%4 A (Insert Above Policy) WEERF O FAN DR Y 2 —IZ3%E L E T,

Rits+vER I



RELH & VAR
B =0 a2

7 ay &

sl 7w 7 7 A v R Y 2— (Identification Profile | = —'— T — = > ;s ® AuthExempt #5727 7
Policy) A,

AR E  (Advanced) 2L

ATY T3 EHEFEL., RFELET,

ST /INA INR

FIE 3

1 [FEHIEXE (Advanced) | 7'm /X7 4 ZREL T, | VAKX LURLAT Y OFEKRE &
AT D Web A haEETeh AKX A URL A7 2 | OV tE

U E{ERR L ET,
2 UTORMEZREO#wIN T 7 » A VEERLET, |2—V—BIO®II7A4 T V7
e |
CRIALE LTS ID AECRE SR TG, | DT PR
e HAX LAURL BT T UNEFNLTND,
WL T H I TAT N T T =g
NEFNTNWD,
o MAEZ MBE L LW,
3 AT T ANLDRY S —EER L E T, RY T —DER

BEIE
e Web 7123 D/XA /XA

ALY —EANERTERVZEEDRIELE NS 7« v I DFFA]
\)

Note - D EIL, A —ERZHHTERWERICOREH S E T, EANICREEZ /31 /SR
THDITTIEH Y THA, RBEDOFHIE _Ol/\’ﬂi\ FRRED KU Z-DU T, on page 46 &= R L C
<TEEW,

Procedure

ATy T [fv hT—72 (Network) ]>[#ZiE (Authentication) ] Z %R L £,

B EEssUER |
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| ®Es&UER
pissrosz k7o e o ]

ATY T2 [/ u—r)VERELmE (Edit Global Settings) ] %727 U v 27 LET,

AT9 T3 REEV— =R TE2WEADT 7 2 a > (Action if Authentication Service Unavailable) ] 7 4 —/L K
T, @2 L7 7 4 v 7 Ol F ] (Permit traffic to proceed without authentication) ] %2 U v 7 L
£

RATYyT4 EREEREFL, RIFLET,

LB EBEDT AN 7O EADEFA
TANT 7 RAETAITHIZIE, UTOFIREZETTAIMLENRHY 77,

1. FANTI7RRAEYR— T 2#BNT 07 7 A /LDEF, on page 49
2. FANTI7R8AZYR—RMLTWD#BT 077 A VDKRY > —TOMH, on page 50
3. (AFvav) FAL =P —DOFEMOFLE T IEDFKE, on page 50

Note GBI7T 077 A NBNTFARNT7EAZHFAILTEBY, ZO#EMN 77 7 A VE2FEHLTND
=P —EZOR Y =N RWIEE BEHCRE L e —YF— 3@t e R o — 24 T D7
n— LAY v—EBRAEINET, 72 & 21X, MyldentificationProfile 237 A k7 7 & A & FF Al
L. MyldentificationProfile i f1 2 2 —H#—EERDT 7 B AR Y O —NRRWEE, FRAEICE
WLl-a2—V— 3/ n— V772 R —Z—HLET, YA 22—V —% T n—r1
RY—LBAELZWERIT, FAM2—VF—ICEA LTI TOT 78R % T 0y 735K
Vo— I N—"T%, 7Ja—r R o—20b BICERLET,

’7“Z I‘ 77‘&1%4}7'_:_ FT%E&EE“?OD 77’(“/0)/%%

Procedure

ATYFT1 [Webt¥=VUT 4 ~F—T% (Web Security Manager) |> [#3~7' 2 7 7 A /L (Identification Profiles) ] %
HERLET,

ATY T2 @A77 7A1DBEM (Addldentification Profile) ] %27 U v 27 LTH LWID 2B 50, HHT2
WEAFD ID O4RITZ 27 ) v 7 LET,

ATV T3 [FAMEREYAR— T (Support Guest Privileges) ] F = v 7Ry 7 A%A 12 LET,
ATv7T4 BREEXREL, RIFLET,

I Rits+vER I



RSB & KR
B 72+ 7oexs9k— LTV 2B TOT 7 A LOKY S—T O

AT ERESR—FLTWAHERMNTOT74ILDORY) O—TDFER

Procedure

ATFYT1 [WebtX=VUT 4 ~F—T% (Web Security Manager) | A == —/nbHRY — XA FE2ERLET,
AT9 T2 RV v—FT—=TNHNOR) >o—4%27 ) v 7 LET,
ATY T3 A7 a7 7 A4 1E L2 —H— (Identification Profiles And Users) ] K2 v 7 # U X kv, [1 2L

LR 7 e 7 7 A L% EIN (Select One Or More Identification Profiles) | #&&R L F7 (F7-ERL TV
WIGE)

ATw T4 #7177 A/ (dentification Profile) 14D Ka vy X VA WS, AN T 7 AZYHR— b
LTWL 777 AV E@IRLET,

AT9 75 [FA N GEAEICHK L7z2—H—)  (Guests (Users Failing Authentication)) |47 a > RA &7V v
L\ijﬂo

Note
IOFTvarEHEATERVWEAE, BIRLETAIFAUNT AN T 78 A2 R— 589 1C#%
EINNTWRNI EERLTWVWET, AT v 4IRS THDOLDEFERT B0, AN T 78R EH
R— RT 50717 7 A )VDFERK, onpage 494 ML T, FLWAKRY U —Z2ERL T LI,

RATYyT6 EHEAREFL, RIFLET,

TR A —DFMDREAEDHRE

Procedure

AT9T1 [y FT—2 (Network) ]>[#%F (Authentication) ] & &R L E7,
AT T2 [V u—r)VEREZMmE (Edit Global Settings) %27 U v 27 LET,

RAT9 T3 K LUT-RFETFHi X (Failed Authentication Handling) |1 7 4 —/L K C, WIZRT [FA ha—HF—pnu s
% (LogGuestUserBy) | DA 7> ary R %70 v LET,

TIFarvRay Bl

IP7 KL A (IPAddress) |7 AN 22— —DI7 FA T MNPT FLART 7 A nJiiddkSnET,

TV Ra—P—=BANL | BUNCRIECRR LIz —F =N T 72 v ZiZiigk s E 7,
7o —H—4 (UserName
As Entered By End-User)

ATy T8 ERzFEEL, RFLET,

B EEssUER



| RitsLUvER
nunE@%E& E&égl/T//‘\”)bl L S EFRDFA .

EEDKRY - BIGDH U LTI vILIZK HBERAEDEFA]

BB LT Uy v M X D HRREDFFA[IZ-DU T, on page 51
BB LT Uy T X D HRFEDFF AT, on page 51

BB LTV IIICEKBBEIEDIHAIIZDNT

ANCAE L7227 T oo v L DSEEREL ’%E&Lt B, 2= =DRD 7 LT v LA
LTHEREZ=Z T Z L 2dr 4 51T n»qu*Aé EEEALES, =—P—IXEH \—nLuEé
AWETD, 77‘?275‘u¢73ﬂf£b\ﬁﬁ<@\ Web V) Y —R|ZIEXT 7 BATEEHA, Tk, &R
AEE, MEELTZZ LT vy VAR =T eIl a—F =233 57215 THY . U
V= ADA—YP—=DT I AL (F73EEL) TH5OIERY o—EnbTT,

FRgaE & 51T 2121, 22— P =T EFICEIES N TV D RLERH Y 7,

c 22— PF—EROT Y Fa—PF—i@H— U THBHER AT 21F, VF ALk
URL Z #1925 CGl A2 U 7 kT Reauth URL /X7 A — & T L CHEHAT 2 L8R H
D ET,

BHBYLTUIvIZLBBRIOHT
Procedure

ATy T [Fv hTU—2 (Network) ]>[#ZiE (Authentication) ] Z %R L F 9,

RTw T2 [Ta— LR EETRE (Edit Global Settings) 127 U v 7 LE7,

ATYF3 [URL A7 Y Flnida—HF—tvra ofiRlck =y F a—¥—n7 o v SNHEICFitiE Y
7 | (Re-Authentication Prompt If End User Blocked by URL Category or User Session Restrlcnon) 1 F=v
IRy I R F AT LET,

ATw 74 [Submit] 27V v/ LET,

HAlE AL —F —DIEH
A\

Note 77547 AN vF—_R—ZADRFAY 17— 2T LEICRESNTWDLEA, 7
7747/xiHﬂP%*%ﬁLtHﬁ%kiUFW@7747/b#%&/% 15 % B
SLERFA, 20D, 7 ovF—0ba—YP—LERETEEEA,

RELH & VR
|



B ssuskcovk—rshaRiyosr—

8

FREER K UKD

Eﬂﬁﬂ‘]g*'@"fﬁ I\é;h'%)munIE-H-le\_ I‘
HO5—k |JLTUIYILOBSIERATAE—| YL Y ILOBEIELS 2—TILDI5
247 TILDEE =)
AR = HTTP  |HTTPS ¥ | A7 7 |HTTP HTTPS 5L | AT 47
U e FTP FTP over HTTP |F 1V
FTP over
HTTP
WAl =R/l N S YT ESII KR P AL AL
L
[P ~— 2 pSIIN KIS KRS pSITN PSS pSIIN
Cookie ~~— | %}t KpREEEE | g 1) Hxx PSS FEXPIE /R IEHE | K ik
A
iﬁi@ﬂ"]g*fﬂ'ﬂ's I\éhémunmﬂ-nlf\_ I“
A\
Note ——H—LONVTAT7 kY7 hT=T OO [FRIEY 24—k (Authentication
Surrogates) | A 7Y a LV OFMHLEHR L T ZE0,
HO5F—k |[9LTUIOYILDOBESIERT s E— |2 LTUIvILOESIENA 2—TILDIE
247 TILDEE &
@ = |HTTP |HTTPS *A ¢~ |HTTP HTTPS AT 4T
JL o FTP FTP
Hrr—h | NA AL RN L AL |l AN
L
P _—2Z |5t FExtIG/ x| FERIG/ R SE | R FEXFIE/ XN | FEXRF I/ X i
F\[;*
Cookie ~— | %t FEXFIG/RE | FEXRTI/RES®* | 5t it FEXTIG/REIE* | FEh R/
Z FE;**

* 7 FA4T 2 NHBHTTP A MCEREZ %

cFZUH T gy AL AT o TRARY 9,

XA T4 TFTP b UH a2,
*HTTPS kS oHH L3,
T BHEAO HTTPS BxRA2EF5T 5L 91

B EEssUER

rNSoH s arRRuyrEnEd, =FL
CHTTPS 7u X A RETXET,

L. WGES N RICHRE L 3, ZORTOEET

NI T g UREEEE A RA Liﬁ“

\ IJ‘LA FL[E% H E’j
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| RitsLUvER

sritx—v—onts ]

** Cookie N — ADFFEEFH L TV D5A. Web 7 2% 0%, HTTPS., *A 7 4 7 FTP, io
;UmTwaHHP®%h7/%7/a/ WL Ca—Y—%2FECcE ¥ A, ZOHIRIZ

. T RTOHTTPS, A 7 « 7 FTP, FTPover HTTP DERNRFRILE /N A RATH =0, &
uﬁigkéﬂiﬁm

*rx = OIPAIL, Cookie XN—ADH 1 F— FRFREINTWVWTE, YaXrf—MIfEHIhEE
/L/o
REEIE B

% | A = i () v

IJIL-\ nIE ad— -U- 0) pL=Y) .tut)]‘

=R R

FERAEDEA . LV RN ER 2R o — W — NG ROAGE END &, Web 7' 23 U3
BRESNTWEERIEY a7/ — MG LW Zoa—F—D0ID 2%y v = LET,

«[£ w3 ¥ Cookie (Sessioncookie) |, e —V—DT7 AT T 4T 4B, 7T U W%
U272, By a v NEAL LT MNIRLETHEAISNET,

« [k #iB7%: Cookie (Persistentcookie) |, fiHEL—F—DT A T T 4 7T 43, b —h
ZALT Y NTLETHEHINET,

«[IP7 FLR (IPAddress) |, #ite2—H—DOT AT T 4T 40, e — B2 A A
TUMTLETHERSNET,

«[HO4%— 4L (Nosurrogate) Jo 7 7 4 /b kTldk, Web 71 30308 LW 2 & 1T
A TSR LETS, FEEESA 2 — 7 A OBAITH LWESR 2 LSRR ER LET,
Z D712, NTLMSSP 29 % LBFEY — "—D AR LET, 72720, RiET 7
T4 BT 4 OHEINT—F—ITIZDOL SR WEERH Y £, FEAEDT T UHFTIE
TIOYRALOND ETREL—T—D 7 LT Uy LlidF v v a3, BFAERK
D5 ERRIAEPITONLNETT, 7o, Web 7' F U3 FE— N TR I,
[BRAYESIRZEERICFE U e 7 — 3 E%‘:Jﬁﬁﬁ (Apply same surrogate settlngs to explicit forward
requests) | A7 T a VA RX—T LTV v PRI ZR BRI BRICRRGE Y 1 77— R s
R ST, BRGEC X Dﬁ?ﬂi‘m‘i%ﬁﬂbi@‘o

Note  Secure Web ApplianceZSiFlEH 12 7 — KT Cookie Z T 2L, 7 LT v ¥ v L OKEEAL

A R—=TNMITHIEEHERLET,

SEE LT vy MR, =YD I EIIR O FA T N T IV =g RN L

TCa—Y =TI LT ooy VDA ERODZ LI Lo TCa——nbERESN D0, F
T2 Y — 2N S EBIIC RS E T,

sy v Ay DS LT LY LD BRI OB, on page 54
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B coo=vosLsovrLoBRADEN

FREER K UKD

o« FRAER K OVKGR O JHY, on page 54
« 7 LT ¥ LOJER, on page 54
« ARFRFED 7 VT v v v LD EAL, on page 55

vy avdmDI LTI LOBRADEH

oy a1 Ela—YP—ZFE L%, ke — ha AT L HILWERT &I

2—P—ZFET L0 TR, 2Oy v a rBERIZBITL7 LT vy VORFIHZ BT
x4, By ey —hMI, 2=V —DUV—I AT —2a L DIPT KL AFHRITEYy 3
IZENY YT 57~ Cookie IZHESL 2 EMNTEFET,

Internet Explorer D550%, VXA L7 F ARA M & LT, BRER FAA 4 TIEL
(Py%%ﬁi@w)@m%mfx%%itiNﬁMﬁ%%b#ﬁ%LT<téboit
Internet Explorer O [ —H /L A > T Ry NV =T T I7A T V ADKA N EBINT 5
TENTEET ((Y—N]>[A ¥ —Fy AT va]>[kxaVT4]14%7) , IEL
ZOBEE T RXTOI FA TV NCEITTHMLENRDY £, ZHICBET D3I OV TIE,
[How do I properly set up NTLM with SSO (credentials sent transparently)?)] % 2 L T< 72 &0,

Firefox 35 X OV DML Microsoft LIANAD T T W Tl /"T A —X

networ k.negotiate-auth.delegation-uris, network.negotiate-auth.trusted-uris,

networ k.automatic-ntim-auth.trusted-uris # ZiE— RO U XA L 7 § R A NAITHRET D
&Y £7, [Firefox is not sending authentication credentials transparently (SSO)J &2 L T
IZEV, ZORHFITIE, Firefox /X7 A —X OEEIZET 2 —BIFHRA L SN TOET,
VEA LT N EARGIZONTIE, 72— VL3BREDOR%E, on page 34, £72IXCLI 2~ N
sethostname M L TSV,

I:I'L.\I:IIEJ—D (J: Uﬁ D'b\o)%ﬁ\&

oLTY

HHEDIR NI FAT o T AN r— g RIRTE ZHEE CHREHCRM LIS A1T
BFANT I BARHFRCTXFET,

mun Ekyj ]\/71753 utu %Eﬁbf; i g;k L/f; ) Y~X~®77?1ﬁ35¢ﬁféﬂéﬁfﬁﬁ
@#%6%”0)7 PS¢ 0 7 Nt J:éﬁuwi%ufFTfé“iﬁ‘
ESPERCRS

FRRERIIL D7 A N T 7 B ADFFA], on page 49
CWINDB T VT v T K D EFEGED R ], on page 51

T I)LDRH
FRREA JLToovILORH
NTLMSSP MyDomain\jsmith

B EEssUER


http://www.cisco.com/c/en/us/support/docs/security/web-security-appliance/117934-technote-csc-00.html
http://www.cisco.com/c/en/us/support/docs/security/web-security-appliance/118027-config-wsa-00.html
http://www.toptip.ca/2010/03/change-secret-configuration-parameters.html

| RitsLUvER
gxgiEns Ly vrronst |

FREEA LT vILORR

Fok jsmith
MyDomain\jsmith

Note
2—H—7 Windows KA A & AN Lo 725815, Web 7 v
12X > TF 7 4V b ® Windows f\)‘/f/iﬂﬁﬂﬂéi’biﬁ—o

%z:nn:\nIE@g LT T2 /"V)I/ODH "5'”:

%Zﬁmnﬂf@7 I/T.//'\")lla) %“:'-OL\—C

BAL LB TZ VT v vl & HTTPS R T ET D%, Z VT v v VO E{b%E
/1’2 T LET, ZHicko T, EARFGTFET w20 Xa2 Y T o N M ELET,

7 7 4L FTIL, Secure Web Applianceld, FRAEDLZRZMERT H7-HIC, B H DOFEHE &
&% AEMLTY 747 FEDHTTPS #fiia ML L E T, 722 L. Ko7 7 v%T
E. ZOREAENEN TH L Z e — -G SN E T, EORAEAEICET L A v E—
ThA—PF IR LWL SIZT 51T, MATHEA L TO 2 ARGENE L F—DT &
Ty7rua—RKLET,

LTI w LEESIEDERTE

Before you begin
PV —  NEEHTHEICT T IAT U AERELET,

o (FE) EAELRE A LINTEMEX—Z2BELET, 22 CTRELIEAEL —
TR aryha— A THEHAINET,

Procedure

ATYF1 [y bU—2 (Network) ]> [ (Authentication) ] ZEIR L £,
ATV T2 [Vr—OLRREZHE (Edit Global Settings) | %7 U v 7 Liﬁ‘

AT T3 [ VT ¥/LOBEE{L (Credential Encryption) ]7 4 —/L KT, [FRFEICIIREBAL & L7 HTTPS $%#5i % il
Hl (Use Encrypted HTTPS Connection For Authentication) ] 5&; > 7 N 7 AT LET,

ATy T4 ((EE) FRIEFRFD Y 74 7 2 RO HTTPS 82t LT, [HTTPSY # 4 L7 hR— k (HTTPS Redirect
Port) 1 7 4 —/V RCT 74/ hOR—  EE (443) ZfRELET,

ATvTE ({EE) FEHELF—%2T v Fu—FLET,
a) [fEME%E (Advanced) |7 v a v aRBEALET,
b) [REWIH (Certificate) ] 7« —/ K T[S (Browse) 127V v 7 L, 7 v u— KT 5itl#7 7 4
NWERRBRLET,

| Rits+vER I



RELH & VAR
B =zacmvarsonsa—s0y

¢) [F— (Key) 17 4— /L RT[ZM Browse) |27 Vv 7L, Ty 7u— NI OMEX— 774/ V%
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