Y4 +FfE VPN

e A FHE VPN IZDOWT (1 =)

e A FEI VPN hARBR D H A7 (4 2—)

o A M VPN OFME LRSS (5 =)

o 4 KH VPN OFH (5 2—)

e RN —=_—=2ADH A ME] VPN OEE (7 ~—)

N RNV A H—T 2 AZONT (23 8—Y)

AR RN B =T 2 A ADHA RTA  EHIREE (28 <—)
VTIA v H—T = A ZADBEM (32 2—)

o b— FR_R—2DH A FE VPN OER (34 =—)

Ny T INTL RNV EN LT NT T4 T DON—T 4T (48 =)
¢ — hRX—=Z2DH A FMEH VPN DX A F I v 7 VII OFE (50 =X—)
VTIDONL—TF 4V TEBLRACKY —DORE (50 2—)

« Umbrella |Z SASE U RV Z BT S (54 =2—)

« Cisco Umbrella TP SASE b > RIVDOBREIZETHHA R T4 > EHIREE (56 2—)
« Cisco Umbrella |Z SASE > R /VHEBAT 5 Hik (57 =—)

e A FEVPNDE=FX U L7 (63 2—)

« 1 NE VPN OJERE (69 ~—7)

Y4 LA VPN [ZDUNT

Secure Firewall Threat Defense 1 R} VPN Tid, IROEKEN VR — FEHTHET,
* IPsec IKEvl 3 XL OVIKEV2 7' 12 b 2L O )5,
FEER X O E B E L IX TR O FRI ALY —,
« IPv4 35 KOV IPve, WL, SMBOT R TOMAEDEE AR — |,

* IPsec IKEV2 "1 hE] VPN bR I2 LY, %2V 7 4 BEICHENT H 72D DR E LT
ik,

CARAT AT AE =T 2 A ABI OIS T I T A F—T = A A,

4 FRIVPN
|



#4 FRIVPN |
B 5 rmveniconc

» Firewall Management Center & Firewall Threat Defense D[ 5 > HA Bg5%,
s NURABRE T LTEBED VPN 7 Z7— b,
» Firewall Threat Defense #t & CLI (2 X W R AlREZ e b > RVHEE .

e ARAVEY—RA LV PN ZI AT HRY K VPNBLOINT T RZAHR—27 VPN @ IKEv]
BIOIKEV2 Ny 7T v 7P ETRIE,

e INTTURAR=7 ] BETONTELTOTI A NI Ry FTA A,

e [RAVFY—FRAV ) BETOZI A NI Ry T, R LG R
RA LU RT VT DEAFI w7 IPT RLA,

TV RRA L RELTDTZI AT Ry hTFARLADEAFI v 7 IPT RLA,
o [INTTURAR—=Y ] BEECTOZ I ATy M LT,

VPN k7RA o

Bt FE VPN MR B UZ2ERT 5121E, —BOAFIZ T, Ma 24 72HEL,
IPsec IKEv] £ 7213 IKEV2 & 5 W MEZ O T I S5 IKE /S— g o L RERES A& 351
LN T, Fio, BAEHEEZRE L ET, HE LD, Firewall Threat Defense 7 /3 A
AN hAR v UEEB L ¥, Secure Firewall Management Center |%, Firewall Threat Defense 7 /3
A ADYA ME VPN OHFHE L ET,

WD3ODEZATDRFRaNLERTLZZENTEET, PRI, VPN LR 1

SUEEENTHVET,
e RA LV RV —FRA 2 (PTP) BlOREBIL, 250 => RFRA > NETVPN kv R EFE
SELET

e NT T RAR=IVHRIORERIL, VPN o XV DITNVN—T %MWL, NT = RiRA v
N AR—7 ) — RO V—F1C8H LT,

e TV Ay 2 BIDRERIL, = RRA L FDE Y FNT VPN kv RILD TV —F %ML
LET,

IPsec & IKE

Secure Firewall Management Center Ti, - FE VPNIL, VPN hARr IZEID YT o472 IKE
AU =B LW IPsec 7 R—PMZESNWTHRESINET, RN —LTaR—HF g7
A—=ZDEy N THY, TNHDNRTA—=HIZE->T, IPsec N FRNVND T 7 4 v 7 Tk
X2 T A 2RI DO ENDEX2U T4 71 barle7va ) XN E ¥4 b
M VPN OFENER SN E T, VPN MR D20 Y TalRER B RREREA A — V& ER
B0, BEORY) v— A THRUELRDIGENDHY 7,

1

VPN 8 OFRFEICIE, PR PN TEAIHAX—, FREET NA AT I A MRSV FaH
ELFT, HRHEEF—ICLY ., IKERE 7 = — A THHTAMEH#EEL 2 > O TRITHET

Il 1 rRAVPN
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Secure Firewall Threat Defense 4 R VPN 4 K51 > L #I#EIE .

XF9d, FTARRA LML, CADID, CAEAED/NRT A—HF  BEgEENTWHE—DID
EEFHE L DT Vi — g U EENTWET,
IH9RESRY R TNAR

£ bR w U X A FIZiE, Firewall Management Center CEH L2AWT NS A THDH, =7 A T
XY NTRAANEENDHREMERH D T, ROLIRLORH Y 7,

« Secure Firewall Management Center ClI VAR — F N TWH 3, 22— —DFHPRHY LT
NN R TNRA R, ol 2 E, HROMOEHMANERT L1y NT—TNDAR—
R, P—ER Tu s F == b= Ry T =7 ~Ofe & T,

o VAaBIPSN DT RA A, Secure Firewall Management Center 2 i L T, A a4
TNA RN T DREEER LD, B LAV TAZ LiIxTEEHA,

VA ALSDT NA A F 72T Secure Firewall Management Center CEBES LT e A 3
TNAA%ZVPN AR DIC [/ A TRy b TAALRELTEMLULET, £/, &Y E—
NTFNRAZDIP T RUABIEELET,

Secure Firewall Threat Defense Y- FfE] VPN 54 K54 > EHIHEIR

*ECMP V' —>A X —T = A AL, A b VPN THHR—FSINET,

R ACL ¥ 13 SNy NT—2Z 00T a2 FEH LT, FArRYHOTRTO
) — REBRETIHMLERHY ET, D/ — FTIIFES ACLAZEHA L., Bl — RTiX
R#EINT-RXYy NIV #EHTH PR UERETHZEITTEERA,

CHIED RAAL VNTIHERWZ Y RRAV FHOZ 7 A T3y FETHEHL T, FAA
D VPN i a3 ETCE £T,

« Firewall Management Center /X 77 7+ 7' Z{#i [l L T Firewall Threat Defense VPN % /X 7
Ty TEET,

« IKEvl IZ. CC/UCAPL #LDFT A 2% HR— L TWEFA, TNHDOT /A R
IKEV2 ZfH+T 52 L B8O LE T,

*VPN hAR B V% FAAL VETEBIISESZ LIITEEEA,
«VPNIZ., [#iPH] 7> ar0Hb%y NU—0F 727 bEYFR—FLTOER A,

* Firewall Threat Defense VPN Tl., HfE, PDF O/ AR — r B IR Y > —D Lk %
A—FLTWEHEA,

» Firewall Threat Defense VPN Tl b & RIVEN. F 72137 A ABN. OMREAS T2 a L i3H Y
FHA, MRV EEKOLFEETETET,

s B5 5 ACL #3%IR L72354 . Firewall Management Center (%, 7 AR — hE— DTN
AAAL B =T 2 A AT RUADKGEEZITWER A,

cH#IX 77— ACEAKITVR—FENFEHAL, ETDIT—ACEARKIT., EHELDMAITY
FHE S0 R TT,

4 FRIVPN
|



#4 FRIVPN |
B v rraven rrooos T

* 555 ACL T, Firewall Management Center |31 > F Y —&KA >k VPN OB % PR — k
L. PR~ AAL Ry NIV ER—FLERA,

« IKE 7R — |k 500/4500 BMEHA SN TW DA, £/ 7 77 4 77 PAT RN H 55513,
INHDOR— T —EZZMETERNWED, A VPN ZE UAR— MR ET 5
ZEITITEEREA,

» Firewall Management Center CiX, I R/LOIRAEITY 72 A LTI, SHMBETT v
Ta—REhET,

o 5 Iy (ZESIHA) FFERAEF—0—H L LTHEHATEETA, FAiiAX—T
M) M L7SEEIE, XFLTeLE LTS,

. 2 DD T 3A AH[E U Firewall Management Center (2 2> CTEE I TWA Y1 ME VPN
HETIE, T RAEN T v FETE L THETEERAL, MR YRNOET 734
X®10%172%7X/F77vﬁ2kbf RETLOMEND Y E,

e T XRTADOVPN FABEYOTRTDO RN RZAT—EOR—HBNVIKET AT YT 4T 4 3%
T LET,

B4 FEVPN fARASDE AT

H#4 FEVPN FARO D BL)] FHBIEER

Jb— h_X—Z VPN RN B —T =2 A | )= F_X—Z2DHY A K] VPN
A (VID A Liz—T 4 2 | OfERL (34 ~<—20)
TSN T, X =aT 7%
Fy FT—=IHNOET O k
T7 47 EEICRELE
7

R —~_—Z VPN RSNy NI =T 2 | R o—_X—=2DH A i
AL, B8R Y > —I2HES0 [VPN ORE (7 2—2)
T, *2v NU—Z7HNOET[H
DEXaT NI T4 v %
HELET,

SASE bR m ¥ Threat Defense 7 /31 A7>5 | Cisco Umbrella D SASE k>
Umbrella Secure Internet Gateway | %z )L DR E (60 ~=2—3)
(SIG) ~0 IPsec IKEv2 k>
FNEFRELET, ZO R
FVE, A F =3y MTWH
MITRCTDONT T 4 w7
. BmELETANE) L TD
72 ®1Z Cisco Umbrella SIG (2 #z
ELET,

Il 1 rRAVPN
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4 ~fE VPN D24 EFREH

ETILOYKR—
Threat Defense

HR—rEhB ALY
J—=

HR—bENBSEF—T (R

#4 rraven oE¢ eaness ]

fROSHA T

AB—DIARRAT

WY ==

WA =T o A
- JEE B
AV HE—T 2 A RAE—RIL N—T v
K] F720% T L) onFhnicd
DLENRHY £
TN R =T 2 A A A H—T A A
CTEA VA —T A A
e EtherChannel f > #—7 = A &

*VLAN A ' H—T = A A

JL— Fh_X— R

AZT Ay IR RV A B —T A A

H4 ~fE VPN DEE

[t FEVPN (Site-to-Site VPN) ] X—\Z1E, 4 RE VPN F RV DR F T a v bR
TREINET, NRNVDRAT—=HZREFRRL, TAM A, bAReY EFlixbhorprrg A4~
WCEDSWT R RV E T A VPR TEET, ZON—IZE, X—=Y L2200 bR Y
N—EFREN, X—VWEBEH LTI R POFEMEFRRTEET, [MxD VPN AR Y
7 Vw7 LTEBRL, = FARA YV hOFEMIZFR R TEET,
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B 5 rmvenoz=

FIE

#4 FRIVPN |

1R BHHEIIZ

WA FE VPN OFEAEFGEOL G IX, FEAEOTBICE, P T A MKRA U MEE D ETT
TN, A WEFT VBN H Y £77,

[7/34 X (Devices) 1>[VPN]>[H kFE (Site ToSite) ] %3 L T, Firewall Threat Defense
DA b VPN OfE LR EH L £

ZONR—=INIZE, A FE VPN bR e R —ER RSN, a— RZEHL TR D A
TR ANREINET,

[TV T 47 (Active) ] (Bk) : 7277 4 772 1Psec b RABHY FT,

« [RBH (Unknown) | (AL ) @ T/AL AN U RIVRESLA X b A2 FEZE LTV
FEA,

s [#r (Down) 1 GR) : 7277 4772 1Psec b RNANHY EHA,
s [BEARE H (Deployment Pending) ]: AR B L ELET A AZEHINTHERA,

WDOAT v arnHRIRLET,
o [ (Refresh) ]: VPN OFEH SN2 AT —H ANFKRINET,

c[GEM (Add) 1: HLWAKRY v —_—=2F 23— b _"—=ZADY A M VPN 2B L &
R

« [fRfE (Bdit) ]: BEfFO VPN AR POREEZEF L ET,

GE)
rRa Y A1, BUORGFRIGHERET 2 EIITEERA, MRV X4 75 ER
T 5121, PR PEEHIRLTOALH LWL OZ/ER L E T,

2 ND2—H—TR U hbARa PERFHIMFE LN TS EEW, 272 L, Web A & —
7 A ATIEFRIFRETE £,

« [ (Delete) 1: VPN DR Z HIFRT 51213, [HIER (Delete) 1 (W) 22U v s LE
D

« &R (Deploy) ]: [EBi (Deploy) ]1>[BBl (Deployment) %72V v/ LET GEEZL
WO #51) |

GE)
—#D VPN RET, BEAFICOABGEES N E T, BADPKII LI L2 L TES
Uy,

Il 1 rRAVPN
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Ay y—~—20%4 rrveN oz ]

R O—R—XDHY 1 ] VPN DEHE

FIE

ATy T

ATv T2

ATvT3

ATvT4
AT975

ATvT6

ATy T17

ATvT8

ATvT9

ATy 710

[7 /34 A (Devices) >[4 K (Site To Site) |, Z D%, [+¥ A FEVPN (+ Site To Site
VPN) 1227V v 279250, VARINTWS VPN AR UERELET, ZBRLET,

—BoO MR 4B AN LET, bR PUIZiL, Firewall Threat Defense VPN Th b Z & & kiR
0y AT ERT AR EMNTD I EE2RBEIO LET,

[RUS—AR—=R (U )Tk <vF) (PolicyBased (CryptoMap)) ] 74 RE %27V v
7 LET,

ZOVPNORy hU—27 MR YERIRLET,

IKE x> x— g UHIEHAT 2 IKE N—Y 3 & LT, [IKEVL] £7213 [IKEV2] = v 7
RNy 7 Aed N LET,

7 74V MI[IKEv2] TT, HEIZE U T, WTFNLEIIMAFOA T v a 28R L £7,
FRB UNOT N AN IKEV2 2% AR — h L TWRWEEE, [IKEvI] 23R L £,
RAVEIY—RAV P ZIARTRZRY RVPNDORY 7T v 7T HHRETEET, SEMIZO
T, Firewall Threat Defense VPN = RikA > b 7' v a3y (8 —) &ML TL 72
éb\o

VIE: RARB VD% ) — RO LEM (Add) 1(T) %2V v 27 LT, 20O VPN EBEOEHOT
RS R EEMLET,

Firewall Threat Defense VPN = RiRA > h A7 v a v (8 X—) OFHAICHKE-> THEZ U R
RAY N 74—V RERELET,

cARA VRNV —=RA L DEEIEL, S RFRA L/ —FBERELET,

cNT TURAR=IOEFEIF, T )= REAR—T ) —REHFELET,

c TN Ay aDEE, BERO ) — FERELET

(EE) ROBMAIHES T, ZORHOT 7 /v NUSADIKE A 7> 3 » % F5E L E 7 Firewall
Threat Defense VPN IKE 47> 3 & (13 _X—)

UEE) WROBBIZHE- T, ZOREOT 74/ SN D IPsec 47 > a VEFRELET
Firewall Threat Defense VPN IPsec 47> 3 > (16 X—)

(f£&) Firewall Threat Defense @4 ~ [ VPN BEEOZEMA 7T a3 > (19 2—) OFHA
W~ T, ZORBAOT 7 4V NUANOFEMA T > a v ERELET,

[fR7F (Save) |22 U w7 LET,
T2 RARA » MBI EMEVE T,

#4 rraveN ]



#4 FRIVPN |
. Firewall Threat Defense VPN T> KR4 > b A T3>

RDBERY
RELF LR LETHRELEDORMEZZRL T EE,

\}

GE)  —¥#o VPNREIL, BHRICOLBGESNE T, BENKH LI L 2R LTI Eauy,

VPNt > v a BB L TWADIZ VPN N RVRIET 7T 4 T ThHDHENI T T— a5
TES78BE81E, VPND R T 70y a—F 4 V7 FIEICHE ST, VPNRT 75 4 7 ThbH
CERMERLET, FHEMICOVWTIE, VPNOE=Z Y L L NI TNy a—TF 4 7B I OVPN
DINTTNY 2a—T 4T HSRLTITEIN,

Firewall Threat Defense VPN T KR4 > b AT 3 Y

FTEZF— a3 R

[7 /34 A (Devices) |>[¥1 N (Site To Site) |, =D&, [+¥ A MEIVPN (+ Site To Site

VPN) 1227V v 73 25h, UARINTWD VPN ARV EZRELET, [T RAA U b
(Endpoints) ] # 7 %27V v 27 LET,

J4—ILF
Device
BT 2 FRA b ) — FEBIRLET,
+ Z @ Firewall Management Center C/&¥9"% Firewall Threat Defense 7 /31 &,

« Z O Firewall Threat Defense T4 #9% Firewall Management Center /~1 7 XA 7 &Y
THq AT T,

s [ZZ A NZ %> b (Extranet) |7/ A A, Z ® Firewall Management Center ‘& B %}
ZTEHBRWVMERDOT ANA A (VAAEFTY— =T 1) ,

T34 X4 (Device Name)
TIANT XY T RNAADFEDI, ZDOT A ZADLFIEZANLET, VAT,
BHIRTIERWT AL AL LTHRINTE D L) RAREMT D L E2HERELET,

A4 23— x4 R (Interface)
TV RARA Y b ELTERNRT NS AERRLEEIT, TOEENRT N, ADA
H—T o AEIR L F T,

[RA LV MY —RA Vb BROEAE, AT IvIA =T AEHHL TR
RAVMERETHZIELTEET, ¥4I v I A F—T oA ABFEHLI-Z FR
AL MIZIANTRY DT ARALAREDHT Vo I TEET, HBHEHART A R 2R
TV RKRAL U PEEFT Y T TTEER AL

Il 1 rRAVPN I
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| & rRAVPN

Firewall Threat Defense VPN T> KR4 > kAT 3> .

[7 734 A (Devices) ]>[7 /A AEEE (Device Management) > [7 731 A DiEMN/HmsE
(Add/Edit device) ]>[A % —7 = A A (Interfaces) | TT /A ADA L H—T = A A%
RETEET,
IP7 FLZ (IP Address)
» Firewall Management Center D EHIGI R T NA ATIEBWZ 7 A T Ry b T/ A%
BIRLEGAIE, =V REA YV FOIPT RLAZERELET,
T ARTFy b TAL ADEEE, [AFT 4 v 7 (Static) 1 Z@RLTIPT N
RAEET D, FI2E[F AT v 2 (Dynamic) |ZEIRLTHAFI v =7 X
FI Xy b TN REFFALET,
e TV RARA L M E LTHEIMGT N, ZZEINLTZGEIL. Fry P XU R R
5150 IPvA T FLUAEIZFTHEED IPve 7 FLAZBIRL £, ZAbiET Tlcz
DEBRT NA ZADA o F =T 2 A ZIZHY B THNTNDIP T RLATY,

s FARBVHNOTXTOZY RARA U ME, FICIPT Kby o 7T
DEHA, IPvd b FIVIXIPVE T 7 4 v 7 HEETE, Wb EFERTT, i
Iy NU—27TlE, bRV TDHRNT 747 THERTHT KLy v VRN ESR
ShEd,

BB G T NAAWNA TRATGEY T 4 arTFThHIHEF, A ¥ —T=A
ADY AN HERLET,

ZDIPXFTSA4R—KLTY (This IP is Private)
TURRAL I, Ry hT—7 T RUVAEH (NAT) 22727 747 U4 —LDH
BB SN TWAEAIE., 2OF v /Ry 7 Ae A A2 LET,

)

GE) ZoAd7vaid, ©7MFE U Firewall Management Center (2 L& > TEE S LTV D55 (1C
DHIEHLET, BTN A NTIRy 8T AL ATHLIGEIT. 2O 7T a iR
Ljﬁ‘ﬁ‘/\/o

INT Y4 1P 7 KLA (Public IP address)

[ZDIPIXT T A ~_— K Td (ThisIPisPrivate) ]| F = v 7 Ry 7 ANA L DEAF. 77
AT A —=NDONT Y7 IPT RVRAZEELET, = FRA LV R VARSZ DY
alE. ZOEERELET.

¥R 2 4 7 (Connection Type)

PPl EfLH R 2 m—3 3 % bidirectional, answer-only, 72/ originate-only & L CHg
ELET, s A 7O R— SN HMEAEDLEIIRDO LB TT,

R1EHIA TOYR— FEShBBHEDYE

JE—F/—F R/ —F

Originate-Only Answer-Only

#4 rraveN ]
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. Firewall Threat Defense VPN T> KR4 > b A T3>

FIERA

R:€

A

YE—F/—F k) — R
Bi-Directional Answer-Only
Bi-Directional Bi-Directional
Evv7

EHRE SN E~ v 7 ATV 7 NERIRT B0, DEM (Add) (D %2V v
LCitE~ v 747 V=7 MBI LET, fEAE~ v 713, VPNER TANCR 512
WZELE 947 FMEAETED XL O RIERPMLENETERZLE T, FFHICONT
it Sy AT Ve b EBRLTLES D,

Shf=%v k7—% (Protected Networks)

IE

Il 1 rRAVPN

NTTURAR—S NRBY XA F 292 0 VT kv T TRT T4 v /DRy T %
BT DT, TH DT KA v M CRBESNT=F Y h T —2 12 any 28R LN TS
EEw,

RSNz y P =7 Bl DT FARA  FTany & LTRESNLTVDHE, b
FIVCHERET D55 ACL MR S U EH A,

ZOVPN =Y RARA U MZEoThiEcshD 1y NYV—22ERLET, 2O FR
AV Mk TR #EESND XY NT—V REFRTHH TRy MPT RLADY R | %%
REBZLT, %y hT—2 58IRT 52 L CTEET, DB (Add) (%2 D v
LT, fEHARER Ry NU—2 4T V=7 FDOLIEIRT L, LWy NT—T A7
CxV MEBIMLET, Xy hU—2 A7V FOMERAEBR LTSN, Tk
ayhbe—L A NMNI, ZTZTERENELONLAEKRSINET,

[T xRy NPT KLA (X U —2) (Subnet/IP Address (Network)) ]: VPN =2~

RARA Y MIFLCIPT RLAZRSZ LIFTEEHA, £/, VPNV RARA 2 b
RT7ORESNT-Fy NT—7ITEBETLHZLIETEEHA, T2 RRA V FORH#E
ENTF-Fy FU—ZICIPvd £721IPv6 = U NG EN TV DA, o= FR
A hORRESNT-Ry NU—21X, RIUZA 7 (IPvd £721X1Pv6) D= FV %
Dl LB 1 DR TV AORERH D T, ZOXI7=r M) Z2FFo T
Gy MO RRA L FDIPT RVANRFELZA T THDHI L, BLOR#EI N
X FU—Z7HNTZ P UBNEHLRNZ EANKETT,  (IPv4Z-250TIE/32CIDR
T RV AZMEH L, IPv6IZOWTCIE/128CIDR T KL A 7y 7 &2 LET) . =
NOEDOMGTOFT =y ZIZRMTHE, = RABRA L FOXTIIERELEE A,
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Firewall Threat Defense VPN T> KR4 > kAT 3> .

A

() Firewall Management Center ClX, 7 7 4/ K CYN—R JL—k A
ooz a R EMILELOTVET,

[P 7%y MPT FL A (v hU—72) (Subnet/IP Address
(Network)) 11ET 7 4V FO@EROE FICLET,

(R Sz N U —72 (ProtectedNetworks) ]% [{E& (Any) ]
ELTCEIRL, 7740V ONA—RMMTFT7 4 v IR Ry T Sh
HTLHRMERLEBOIE, UNR—RAL— AVl ark
HEZNIZ LET, [VPN]> [V ~# (Site to Site) ]>[VPNO#mHE
(edita VPN) ]>[IPsec]>[U R—A— KA V=T v aih
275 (Enable Reverse Route Injection) ] Z 3R L E9, REL
FaRE LT, e~y 7TREND setreverse-route (U 73—
N—h ATl vary) ZHIBRL, U= UL b7
T4y DRy FEGIEEITNVP TY RANZ A XS/
N—=Z— N EHIFRLET,

[T7®AYUAL (JE3E) (Access List (Extended)) ]: #E3ET 7 AU A ME, GRE

7742 7R0SPF hTF 7 4 v 07xED, 2O RiRA v MZLoTEITFANLD
NDENT T4 w7 DX TERETOHMELRMLLEST, FTT7 v 71F TR
FER— ML VHIRTE ET, BB (Add) 1(T)E2Z Vv 2 LT, 727&2 =
vha— L YA NF TV NEBEBMLET,

N

GE) 777kAzarbu— L URANMNI A MY—KRA b bRE
VTOHRY R =PI THET,

MR E (Advanced Settings)
[FATFTIvT UNR—RNV—F ATV =V aruHBMNIT 5 (Enable Dynamic Reverse
Route Injection) ]: V/N—A)L—h AP xZ a2 (RRD) TliE, VE—F bR/ =
VERRA ML THR#EEINTWA Ry MY BIORA NDOA—T 4 T TR A
(2. = bR HEIRICHAAT Z ENTEET, X147 I v 7 RRIL— M IPsec £ =
V7rg 7Y vxz—ay (SA) OFESLRIIFFIZORERR S AVE T
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. Firewall Threat Defense VPN T> KR4 > b A T3>

\)

6=

o« XA F 3 v/ RRINIIKEV2 TOHYVHR— bk &, IKEv]l £7213 IKEv] + IKEv2 TiE ¥
A—hrSNEFA,

c XA F I v 7 RRIIE, BEOHDOET, 7VAyvabhay, BLORZIZ AT
Fy FET TV R— SN THEEA,

cARA VRV —RA L FTIE, 1 DO T TOBRFAFT IV 7 RRIZENZTHZ &n
T&EET,

NTLAR—=IDOEITIE, 12O RARA LV S TORE AT I v 7 RRIZADTT
HZLENTEET,

e HAFI v I RRIIE, FATIv I 7 )T b~y T EHABEDLEDLZLILITEEY
Ao

[T ~Dr—7 /) IDO%IE (Send Local Identity to Peers) |: 72— 4 /L ID fF#H A £ 7 7
ARTEETHITIE, ZOFTvar 2@ RUET, VA IDRLROWTAND [2—T
JVIDH#ERY (Local Identity Configuration) ] Z1@R L, m—H /L ID Z58E L £7,

«[IP7 RL A (IPaddress) ]:IDICA X —T A ADIPT RLAZEMALET,

«[HE) (Auto) ]: FRIHEAF—IZIXIPT FLUAEMEH L, GEIER— X OB ILGE
& DN 2 H L £,

*[[EFA—/VID (EmaillD) |: IDIZEHTAEFA—/VIDERELET, EFA—L
ID 13K 127 LF T,

o [[KA b4 (Hostname) ]: 52 RMEHMiRA M EHEHAL E5,

«[¥—ID (KeyID) ]:IDIZfEHATHF—ID ZfELEJ, F— ID L 65 LFARIMIC
TOMENRDY 7,

a—AVIDIE, TXTHO RO 77— YLD TlidZe<, IKEV2 h LT EI—E
DID ZRET HLEDIMHEHINET, —EDID Zi%iE7T 5 &, Cisco Umbrella Secure
Internet Gateway (SIG) (ZHkid 5 7212, Firewall Threat Defense 7% NAT D5 IZHEE D
IPsec ho RN ZRFOZ ENTEET,

Cisco Umbrella TO—FE D k> )L ID OFEEIZ2WTiL, CiscoUmbrellaSIG —H—A
A4 F[FEFEZ2ZRL T EEN,

[VPNZ /L% (VPNFilter) ]: U A RD2DILBET 7B A Y X M &RIRT 570, B (Add) ]
IV LTHULWIEIRT 78RV A NE TV =7 MaEAERKL, %A i VPN ~Z
TAw T BT ANEY T LET,

VPN 7 4 W Z3Exa U T 4 2gffb L, JBET 78 AV A R &EFEHLTHA FEVPNT —
BaTZ 4 NB) 7 LET, VPNTZ 4 VX RHIGEIRENTIET 7 BERAY A ATV =
N 25L&, VPN R U RVIZADRNCFRIFE LS N T 7 v 7 & VPN v
INEMDE SN T T 4 v 7 BT 4 VE ) 7 TEE T, sysopt permit-vpn 47
arEANCTLHE, VPN h RN D T T4 v /DT 78 A ar ha—L iR

Il 1 rRAVPN



| & rRAVPN

\}

Firewall Threat Defense VPNIKE = 7> 3 > .

T VAR X2 ENE T, sysoptpermit-vpn 47 Y 3 U INEENC 2 5 TV DA
VPN 7 A V213, A FH VPN b T 7 4 v 7 Ol & 7 4 V2 U o TITRKIL L £T,

GE)

)

VPN 7 4V ZE, RA LV EY—KRA b bR YBIUONT Ty RAR—2 bR T
DHIR—=FENET, Aviya bR TEIR—-FSTWEEA,

NTT v RAR—7 R POEE., BED N FATRIO VPN 7 4 L E 2 HHCT 5
VERHDHEEI AT, AR—T 2 RiRA » R TANT VPN 7 4 NV H Bt —R—TF 4
K952 L HERTEET,

AR =2 DINT VPN 7 4 L2 H e 5121, [T TOVPNT L Z DA —"—F A
K (Override VPN Filter on the Hub) 147> 2 VAEIR L £9, [VE— FVPNT 4 L%
(Remote VPN Filter) #L3ET 7B AV A MAT V=7 FaBRIRT 50, EEETDHT 7
TRV A FMEERLET,

GE)

\}

TIARNTRY NT A REAR—27 & UCTHERT 256G, /N7 COVPNT 4 L Z DA —
/N—7 A K (Override VPN Filter onthe Hub) 147" 2 v OAZFEHATXET,

sysopt permit-VPN DFERIIZ-DUNTiL, Firewall Threat Defense O K VPN k> R /L D
HMAT v ay (22—=Y) ESRLTIES N,

NAT b 7 3—H/L (NAT-T)

NAT h Z/3—H/LZ & V| BT Firewall Threat Defense 7 /31 A[EIZ NAT 7 /351 A3 %
BE. ZNHDTNRAL AFDOY =LV A 3 a=r—v g UNAREIZ/AR Y £97, Firewall
Management Center UL Zf# ] L C, VPN Z & I|Z NAT K 7/ 3—H/L (NAT-T) % HE5hC9
HZEFTEEREA, ZOF T avid, N—Ya 7410 BHHTE £, FlexConfig
A LT, NAT-T #8802 T& £9, FlexConfig 47 ¥ =7 1 IZ crypto map map-name
seg-numset nat-t-disable =~ > RZBIITE £9, 72L& 21X, cryptmap CSM_outside_map
1 set nat-t-disable 72 & ¢,

GE)

J&BH % [EveryTime| . # A 7% [Append] & L T FlexConfig 47 ¥ =7 h&A{ERkT 544
ERHDES, ZOREICLY, a~vr PRl ETS, BEILICEZBMSE
T, EBHE NE ICRETHE, a~vr NIIROEMTHIBRESNET, ZOavr RT
FlexConfig 47 ¥ = 7 MR ET 25 G IXEET 54823 Y £7°, Firewall Management
Center (IZL > Ty =T U AFGNELRIND &, AR LET,

Firewall Threat Defense VPN IKE = 7> 3 >

ZORMREPITEIRLIZIKE D= 3 U OEIE, [IKEVI/IKEV2 32 E (IKEv1/IKEV2 Settings) ]
ERELET,

#4 rraveN ]
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. Firewall Threat Defense VPN IKE + 7 3 >

\)

6=

ZDOXAT R OREF. FARr IR TTO R, TRTOEHMLRT A R

MahEd,

3]

FESF—Ya v R

[7 /34 A (Devices) >[4 K# (Site To Site) |, = D%, [+¥ A FEVPN (+ Site To Site
VPN) 1227 Vv 79250, VARSI TWALVPN bR VEFEELET, [IKE]Z 7427V v
7 LET,

J4—ILF
R >— (Policy)

HRIEFRY A MO MLERIKEVI £ IKEV2 R o —F4 7 V=7 F&2RIRT 50, %
TEHT 2 LWARY o—F 7227 FE{ERRL 7, #D IKEv] 3 XV IKEV2 7~
Vo—%Z@IRTEE7, IKEvl & IKEV2 1L, /&K 20HD IKE RY > —%HR—KLET
B, EOE Yy MIZENENEZRY 3, fFT R v —oxnzhic, EHEDOT 744
VF 4 280 YTES, TITAF VT ABEDNIWVEE, TTA4F VT o BEL R0 F
7

10, 20 2 EDEITFERA LAz 2R LET, VE—h T 27X VPNDOFT 7 4/ k
IKEV2 R =7 TAF VT 4L LTINDDEEZRE L TWALERHL1ET
9, EHANZ, IKERY >— (A NEBEIRVE—KNTZ7EAVPN) OF T4 4V T«
ERBA L2 N E 2R LT &N,

FEHNZ DWW TCIL, Firewall Threat Defense IKE AR U > — 22 L T 72 &0,

SHEEA2 4 7 (Authentication Type)

\)

A R VPN TlE, FadEAF— LFEHED 2 SOFBFEF AR AR —F S TWET, 2
DD SHARDOBIZHOWTIE, AT HFRE T ADREEZSH L TSN,

6=

IKEvl Z %R —F42 VPN hARB U TIE, BRLZIKEVI RY & — 47V =7 FTHRE
Lt [FEAES 0 (Authentication Method) 1723, IKEv1 @ [RRAEX A 7 (Authentication Type) ]

WEDT 7 ANV MRV ET, ZODEIT—BTL2L6ERHY £T, —BLRVERE
ﬁh:?*—ﬁiﬁ D ET,

o [FaTdA BEF— (Pre-shared Automatic Key) ] : Firewall Management Center (Z X V) |
ZO VPN OFRIHAF =D HBMIZER SN ET, [Fa1EA ¥ —FK (Pre-shared Key
Length) | #HELET, F—OXFHIL1 ~27 XLFTT,

X (ZEIIHAA) BETEAE S0 LT FR— SN TWERA, Fajdk
Ax—TT" A L7=8E1L. Secure Firewall Threat Defense 6.30 LARRIZ T » 77 L —
K L7211 Jé\ﬁ’i%%/ﬁﬁ LTL7EE,

o [FHTdEf FE)F— (Pre-shared Manual Key) ]: Z ¢ VPN O Faijdfg % — % F8#) TE
DY CTET, [F— Key) ]Z2HEL T, [F—DMER (ConfirmKey) ]IZ[FL¥F—%
BASLET,

Il 1 rRAVPN
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| &1 rRAVPN
Firewall Threat Defense VPNIKE = 7> 3 > .

IKEV2IZ L CZ DA T v a U EEIRT 5 & [168ER_— 2D FERiHEAE X — DA%
9% (Enforce hex-based pre-sharedkeyonly) ] F = v 7R v 7 ANRERINDHDT,
VEIECTA T LET, @HT2581%, F—0f2k 16 #iiz. %+ 0~9
FIITA~FEZHEHLT, 2~256 XLFOBBTANTLHLERSH D £7,

[FERAE (Certificate) ]: VPN Bt OFBRES L & L CGEREEZHEHA T 2546, 7
mﬂ4/77x%77%%W@CAﬁ~ﬂ~ﬂ%7/&wﬁﬁi%ﬁﬁb FHA IR
FETA7DIC L —FRLET,

[REFAZE (Certificate) |7 4 —/V KT, FHEIETE SNIZAEAEREGEA T U =7 b &38R
LET, ZOBGEAT V=7 MIEY, BEXHGT A A ETRUARIO b T A RR
A2 MERERA S ET, FEHERGEA 7 V=7 PABEMIT LN, T3 RITA
VARV ERN, BETOEARETLTNS, T A MRA Y FBMERENET,

MNZARRA L FEIEL, CAFZIZIDRTEZRELAELDOTT, PTARKRA M
IZ. CADID, CABEBDZL 74 Fal—ar T A—F BEESNTWASID
FEAELDOT V=g UBNEENLTWVET,
ZOF T a rEBRRT LA, ROBITHEE LTSI,
s FRBEYHDOTNTOT Y RRA Vv MIGEHERGEA 7Y = 7 BRI TWD
HZLEMERLUET, GEREREA T Y 27 MO, EPAEE4ER (CSR) %
W&L\%Eéhtmﬁﬁ(wob%747/7474£%£%ﬁﬁ¢61
(CHEET CAY—_—1EREBENRT A= REEINTWET, EAERGRA T
Y M, BENRTANA AEPKIA VT T AT 7 F ¥ 8L, VPN #
ﬁ%%f FFBTF AL AL T AMRA U b (CAFT V=7 b)) ZVERT
LI SN ET, EHEREA T Y =7 FOEKRFIEICHOWTIE, FEHE
DRGFA T V=7 POBMESRL TSIV, T FRRAS M T V=7 b
ZRGRT D FIHIZOWTIE, ROWTINESRLTIEIN,

« HOBABERZHEH LIiEED A VA h—L
« EST Bk & i ] L72iEMED A X b —/L
* SCEP DX kA LIAEHIED A A h—)L
s FEVBGRAMH LIZFEED A VA h—b

*« PKCS12 7 7 A VA L2 ED A A b —b

GE) WA FEIVPN FARE YOS, FUIAERGEAS TV =7 R
hTD/W@#AT@I/FT%/F_%ﬁéﬂfwé Ltk
BLET, dFMIZOVWTIE, ROKRESRLTLEIW,

 SEIFER VTV AOBEEHIZONTE, KOKXRESBLTLIEEN, —H#HD
TFUATIE, FEDOT A AOFEHERSRA 7V =7 M LEXTLHILERD
VET, 7PV FOEEXFEZONTUL, 7 V=27 hA——F 4 RO
FHAESZBL T EEN,
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. Firewall Threat Defense VPN IPsec = 3 >

#4 FRIVPN |

SRAZDEZZA |[TRTHOIVERRA D EDTNARID |[TRTHOIY KR
7 SEBAZED CAARE L A2 RDTFINA R

— — IDEEBAZ M CANE

TNAZREBRD/NR | THRAREED/R |4 2

S A=A HERAE |5 A—2HMFIHE

BREA ISz | BEATSH b+

THEESATWG |THEESATLS

Ly
FH bEEEEFAE EEENALE EEXNMLE
EST EX IR EE NS o N
SCEP EEXIAE bEEApE EENNE
PKCS EEEXNHME EEENMIE EEXAME
BOE4 N/A N/A N/A

» Secure Firewall Threat Defense VPN ZEIHEOEE S HE & I SFHETEH I TV D
VPN Gk R O il R FIH % e

GE)  Windowsiiks (CA) ZEMT 256, 774V DT 7V 7r—
va R —HRITIPEFR ) T4 IKEFRETY, 2077+
NV AREZBEHA L TWDEEIE, BIRLZA 7Y =7 FO[PKIGE
Bk (PKI Certificate Enrollment) |4 A 7 0 77Ky 7 ZAD [F—
(Key) 1# 712dH % [HMaxE (Advanced Settings) |27 = >
C [IPsec — O AL 2 M4 (Ignore IPsec Key Usage) | 4~
Va v EERTOVLENDY £9, TR OGE. =2 RARA
> FTHA MH VPN Bt 258 T T& £ A,

Firewall Threat Defense VPN IPsec = 7 3 >
Y

B ZoXATalZOREIE. FRa UK, TRTO MR, TRTOEENRT A A
Hanxd,

KAV RY—RA 2 b bARO YO RRA V FOREDOHBIHE- T, /— h_X—Z VPN
DRA LV NI —FKRA N MROPOIERRT A= 5FEL, [IPsec] ¥ 7% 27Uy 7 LET,
91) Tk <y T 24T (Crypto-Map Type)
7 U7~ <> 7IZiX, IPsec Security Association (SA; EXx=V7 4 7YV vxm—ay) &
HET DHLEDICKELRTXTOaAryR—R L MPHAEDINTHET, 22O ET A SA

Il 1 rRAVPN I
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| &1 rRAVPN

Firewall Threat Defense VPN IPsec = 3 > .

N L XD ETH5E1. FNENCO R EL 1 DOE# I Y S N~y = R
ﬁhﬁfﬁlmwﬁ%n)74ZH/IwVa/Tm 7P h~wy 7T hVICER
INTTaR—YFLEHFHLT, D7 U7 v~ v 7O IPsec /L—/WZ K-> THRE S
T=HT7u—PEEINET, ZTOREMOI VTN vy AR T 4 v T ERITE AT
v EBRIRLET,

[AZT 4y (Static) 1: AFT 4w JVT b=y E, KA MY —=FRA b
FIFEEA vy a2 VPN MR U CHER L ET,

«[#A4F v 7 (Dynamic) |: FEEHWIZ, XA FIv /s~y FILo>T, T
DIRT A= PRRESNTORWVIEE~y 7= MU MERSNET, RESIIL T
RUVNRT A—ZT, IPsec 2 AL — g VOFERLE LT, VE—F ETOEMEICS
I EITHhHETEMICHRESNET,

BAFIvIME~y T R —F, "I T RAR—=7 L RA L FY—KRA b
VPN FARr Yo FICEHINET, 260 RY —%2@EHT 5123, hAe YN
DETD1DICEAFTI V7 IPT RLAZIEEL, 20O RO TEA T I v 7K
BT IMENNI > TNDZ EEMRLET, 7AYo VPN bR e T,
ABT 4y I~y TR —DHEWMATEET,

IKEV2 E— F (IKEv2 Mode)

IMWKEQ@%Q@A B FENMALE— RiE b RV ESP K5 Bk L 3G 24 5 7
WWHRELET, ZHUCED, ESPEAIND AU PFADIP 37 v kO 3SR E
éhiﬁo

s [F> % E—F (Tunnelmode) 1: (F 74/ 1K) 7 EMELE— R R E—
RICERESNET, b/ F— RTliL, ESP KB EFRIENTD IP 237 v R &K
(IP~y F—bF—58) [TEHAIND T2, BA&INRIEEILT RL A L5507 RL&
MWIERRIZRD  FLWIP Ty TS m— RNIZR ) £,

Moo= ROELFBIL, T RUVATLAEEERE L7 TH IPsec ZFIHTE 5
ZETT, TOEFE—RTIE, V—ZREDRY NU—27 T80 AN Psec DS 1 %3
ELTEECEET, 2F 0, VL —FBFEA MMRDLo THREAFLEITWVET, HET
No—Z Ny N ERGE L L, IPsec b RV afH L Clgk LES, st — 21k
JTEDIP T —H 7T LEE T L, S8 AT AIEELET, £, 771097
IO IR#ETHZ b TEET, PRV E—REHEHT D E, HBEHEIZIT X
NDOTY RRA Y bbb T, bR 7SRl y MORFOEF T L5
HITONOFHAL (ZNOR R ROy RARA N ERIUEATHEEE)

[HRIEMESE (Transport preferred) ]: B 7 3K — F L TWARWESE, 7B/ E—

RiZ, PRV ET— RT3 =Ny 7T 54T v a N EOEEXE— FIZRES N
79, FTFUAR—FE—FTIE, P B— RETBRESLEI, TTOIP A~y X —
FEOFEFEAINET, LEEB-T, BEHEIL VPNA L X —T A ADIPT R
VAL T HREINTZRY NT—7 ZRINTDIXLERNH Y £,

ZOE— RIZE, BTy MEA FLpamEn T, N7V v Xy hU—7 b
®?N4XK\Aﬁ/F®W%%ﬁ%@ﬁ8m%%mﬁﬁéékw5ﬂﬁﬁ%@i
o BAEE— FTIE, TRy FU—27 TORRIZRLEE (72L& 21X QoS) %, IP~v

#4 rraveN ]
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. Firewall Threat Defense VPN IPsec = 3 >

A —DERITIESNTEITTED LTV ET, 72720, LA Y4~y X =05
fbEnsizd, Xy hOBRENHBENET,

o [H55 428 (Transportrequired) |: 7 7 /AL — RIFHGEET— RORIIRES L, k

VRNE— RIZT ANy JTEET, BEE— R R— LT RN 2DOx
VERBRA L ERHBZENT, = RRA 2 FREEEE— R EFICRI o — FTX
G, VPN Bt i T E A,

Z'aR—4)L (Proposals)

B L2 IKEv] £721XIKEV2 A Y v RO 7 aR—P L2 Ed 512k, [fE (Edit) ]
(#) 22V v 7 LET, FIAATEEZ [IKEv] IPsec” 1 78 —H /L (IKEv1 IPsec Proposals) ]

F 7213 [IKEv2 IPsec” 12 AR — /L (IKEv2 IPsec Proposals) 47 2 = 7 F i BIRIRT 5 0,
FEITH LT B AR =P EAER L CGRIRL 97, FHMIc oW Tk, [IKEv] [Psec 7'H
R—=PNL AT FOFRE)] BELO TIKEV2 IPsec 72 R—H )L 472 =7 hDORIE]
EZRLTIEE N,

tHFa)T4 FTYVI—3ar (SA) OBREBEADERE (Enable Security Association (SA)

Strength Enforcement)

COF T arEEMMCTEHE, FIPsecSA THEAENAREE(LT L TY XA, BIKE
SA LV b8 25 2 L iEH Y FHA (F—HNOE Yy NIOBLEND)

JIR—R )=k 4222923 0FFMIT S (Enable Reverse Route Injection)
UNR—2)—h A=z 7ay (RRD) 12XV, 2%F 47 —KZ, VE—hF F
VAN T RRA L P TREESNTNDRY NV =T LRANDL—T 4 7 Tk R
WCHBRNICFRA S IVE T,

Perfect Forward Secrecy M & #h1t (Enable Perfect Forward Secrecy)

RSN AT LIc—EDE Yy gy 2—2ARBLOMERT 572512, Perfect
Forward Secrecy (PFS) ZfEHT 20 E o2& ELET, WADOE Yy a L F—%fH
THZ LT, BROESDPOZBMPREINE T, Fo, RBEENTHEINLTWNT, K
%#I/FT%/FTA%XTﬁméMTwé$w X —OMEXF—Z2 AFLTND
AThoTChi#ESNET, 2047V a U E2BIRT25A1L. B 27v—7 (Modulus
Group) ]V ART, PFSt v g F—D4pMHTf# ]9 % Diffie-Hellman 3 —3& 7 /L
Y ALHEIRNL £,

%% )L—7 (Modulus Group)
250 IPsec BT HIOEARME X —%2 EWVCEETD Z LR BGT 520
% Diffie-Hellman 7 /b—7, ZRENRRKEWIFEEF 2V 7o Bk SvE 305, L8
R RS RV ET, 2008712, —BT 28T NV — T PRIE STV D HLEN
HVFES, T arDFELN EEﬁ IZOWTIE, f# 3 2 Diffie-Hellman #2571 —
TOWREESZRLTLTEIN,

54 T34 LER
X2 VT 7YV a UHIREINIC R DRI CEX DB, 77 4 X
28,800 F> ¢,

SA7EALYAX
FEDEX2 DT 4 7Y vm—2a URBIREINIZZRDRNCEDEXR 2T 4 TV ro—
varEFEHALTIPsec BT EZBIBTES NT 7 4 v & (KBHAL) . 7 74/ ME
4,608,000 KB T9, HEHIRDOT — X IFFAf SN TWEHA,

Il 1 rRAVPN
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| & rRAVPN
Firewall Threat Defense 0>+ 1 Ffl VPN EBID M4 T2 2> [

ESPv3 52 (ESPv3 Settings)

EEICMP DI S —Avt—T%REE (Validate incoming ICMP error messages)
IPsec o XN ENLTEZESI, 774 X—F xv hT—27 EONEARA R HB%E5E
DICMP =7 — X v —VZMGEET 50 E O na@ER LET,
(23542 hELlE) R >—%2FHITT S (Enable 'Do Not Fragment' Policy)
IP ~ # —|Z Do-Not-Fragment (DF) B v bt FN&EORE 7237 v % IPsec
TUVATLENED LIS DN EERLET,

RyS—
«[DF £y KO = &— (Copy DFbit) ]: DF By M &R L £,
«[DF £y K2 U7 (Clear DF bit) ]: DF B R &M L £9,

«[DF &'y h®DOF#FE (SetDFbit) 1: DF By h&FE L THEALET,

S T4 vy JO0—HEERE (TFC) /N7y FZFEMITT S (Enable Traffic Flow
Confidentiality (TFC) Packets)
NoRNVEBRT DT T 4y TR T A NEYATTHEI—0 TFC /X7 v b
EHMMILET, [/S—A b Burst) ], [ 72— KH# A X (PayloadSize) ]. BILW
[#4 L7 Dk (Timeout) /37 A—X &M LT, $8E€ L= SATREMIZT v & L
REIONRT Yy NEERLET,

\}

GE) IPSectFxalT g 7Vxz—rar (SA) IZBIFSD, 7V LARESBLUORBO S
=D LT T 4 vy T7ua—0EE (TFC) X7y haFMicTcEEd, TFCA2A x—7
JZT DL, IKEV2 IPsec 7 BAR—H LR EINTWDLLERSH D 77,

TEC /Ny R EHIT DL, VPN R RANRT A RARREIZZ2 D Z E Bl ESnE T,
ZDl®, TFC X7y NERIIZTHE, JNA—TKRY —TREZINIZ VPN 71 Kb
BALTT NP EBDITHEL 8 A,

Firewall Threat Defense Y1 5] VPN BRI OFHA T a3 >

Z T, A FE VPN OEMTHRETX 254 7Y a VIZHOWTHBALET, 60
BREIL, PR TYL2E, ¥ _XTO b, BEOTRTOEFEMNRT S A ZHEAINE
—é—O

Firewall Threat Defense VPN O IKE A4 7 3 >

[(4#0z%E (Advanced) 1> [IKE]>[ISAKAMP %% (ISAKAMP Settings) ]

IKE ¥—77 54 7 (IKE Keepalive)
IKEX—77 94 72BN EIXEHCLET, ZOF T v a % KA T 5
(Enablelnfinite) JIZREL T, T ABENX—T T 74 7E=4 1 7 52BIA L7
WEkoltTEET,

I #4 rraveN ]
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B Firewall Threat Defense VPN > IKE 344 7+ 3 >

L EUME (Threshold)
IKEX—77 74 7OEHEMREZEELET, ZORRIX, =77 714 7F=41
VI EBMGT HETICETIZH A ESND T A RAVRER (B)) ?“o BINBLXOT 7 4
v N ORIFEIEZ 10 BT, HRORMIRIE 3,600 £ T,

BR1THEMR (Retry Interval)
IKEX—77 74 7OHFRI T L HRITE COMEREERBELET, T 740 NI
2T, AMEIT 10 BT,

E7IZ#E{ESN S ID: (Identity Sent to Peers:)
IKER Ay T—a U CETNAS OB T 5 ID #RINL £,

s [autoOrDN] (F 7 4 /v k) B XA S ICL > TIKE R T v =— 3 VAR L E
T FHAFEAF—DIPT F L RAEITFEAZFRGEOGEHEDN CRYAR—h) 2

LET,
«[IP7 K LA (ipAddress) ]: ISAKMP il 1E#H 2 T 2R A ROIP T R L R &
L/i‘j‘o

« [ A 4 (hostname) ] : ISAKMP f5IfE# 2 ZZ# 9 58 X F OFERER N A A 4
PHEALET, ZOLRNE. RA M E RAL VA THRENET,

N

CE) T RTOVPNEBOZDOLT T g 2880 E-I3ENC L9,

E7IDORER
IKE h > RNVDRESLHFIZ, ETIEEDOTAT T 47 4 IPT KL A, SEREMi KA A
4 (FQDN) . FE71%54 (DN) oWzt LEd, £/, iEHELRRLE
T, INHDT7 4=V REFoLEE RV, —HEEL, FLETXTEELOWTR
T,

IKE BT TAF 2T 4T 4 DREENA X — 7 VD4 . Firewall Threat Defense (X E°7 D
774’ TUT AT AAEAEDOXINT DT 4 — /L FEHEE LT, ERN T 20 E I 0Ehk
FBLET, BFEL—BTHL, ©TOTAT T 4T 4 DFEES U, Firewall Threat Defense
WV EHSL L ET, HERA L TORWES, PRV SN ER A,

« [fEEE L7 Ly (Donotcheck) ] : Firewall Threat Defense lZ &7 DT A 5 27 4 T 4 %R
SELEHEA,
« [478 (Required) ] : Firewall Threat Defense |ZE'7 DT A T 7 4 7 4 AEL £,

cGEBAZETHR— kS TULS1EE (Ifsupported by cert) ] : Firewall Threat Defense (%
E7 NEHEA RIS DG BICORETOTAT U T 4T 4 ERFELE T,

7Ly T E—FOEXE (Enable Aggressive Mode)
IP7 RLUANARBT, 7731 2T DNS ik 2 i TE WA & 55513, Z0x
A —2a VEREZBRL T —ERELZBLET, FA MBI RAA /@&Z%O
WCRIvT—va rRMTbnEd,

Il 1 rRAVPN



| & rRAVPN
Firewall Threat Defense VPN @ IPsec 3§l 7> 3 > .

FU RO DER ZEXNZF S (Enable Notification on Tunnel Disconnect)
BTHFIX, SA TRESINTEBEGEXTFr Yy MREDOSAD N T 747 BL I X E—H L7
WIHADOET ~OIKEBMOEEEAIE T T s enTE 4, Zo@mET
7 4V K TN TWET,

[GE#ME%E (Advanced) I>[IKEI>[IVEv2 ¥ 11T 7Y IT—2 3> (SA) RE (IVEv2Security
Association (SA) Settings) 1]

IKEV2 IZ2WTC, =7 SA DEEHIRT D X Sty v a VHlEZERT D Z &0
TEFEd, T4/ NTIE, A—7 2 SA OEICHIBIZH D XA,

9 wF— F ¥ LT (Cookie Challenge)
SABIG/ S o FDISE L LTET FARL R vF—F v LU PEBHFETHNE I 0%
RELEY, Zaud, 4= 2EF (DoS) WEOPILIZELSZ ENHY £, T 7+
JU kTR, ERTTREZR SA D 50% N R T T— a VI THLIHAICY vF— Fr Lo
PEMERALET, ROF T aronThnl SRR ET,

o 7 A4 A (Custom)
o« L2\ (Never) (F7 /L 1K)

« W2 (Always)

BEEVYF—FrLPDLEWME (Threshold to Challenge Incoming Cookies)
TR ENDLEFAT =2 g O SA ORBOEIS, ZOREEEETDH L. LD SA
FAY T =g NIH LT vF—F v Lo VN U =S ET, #PHIL 0~ 100 %
<7,

FaiEhbdrdIT—2 3800 SA D (Number of SAs Allowed in Negotiation)
—HRFR TR AL T =3 g VI TE D SADRAREBEZHRIRLET, 7 vF—FrL vl
HIFEHAT2EAIE, B/ v A F oy INFETEINDHLIICTHRED, 7 vF—TF %
PO LEVMELZ ZOHIBRIEL D HES LTI EE 0,

Fral S b SA DERREL (Maximum number of SAs Allowed)
TP &5 IKEV2 #5082 HIR L Ed, 7 7 4/v b CIXEHIR <9,

FoRILOYIEEOER EE#NZF S (Enable Notification on Tunnel Disconnect)
EHFIL, SA TREEINLEGE Ty MBRZEDSAD N T 7 4 v 7L 2 E—FK L7
WA DET ~O IKE BAIOREEZANEITEHCCEEST, 774V FTEH [2D
B %5159 % (Sending this notification) | IZIEZNIT/2 > TV ET,

Firewall Threat Defense VPN O) IPsec ¥4 < 3 >

[¥#0=%E (Advanced) ]>[IPsec]>[IPsec EX7E (IPsec Settings) ]

ESIEDRNZT T T A T—2 3 0 &FHIZT S (Enable Fragmentation Before Encryption)
ZOFTvaiF IP T I AT =y arEYAR— K LTOWRWNAT 7354 A% b
T4 NBEBTEDLLIICLET, ZOF T arE2HEALTH, IPTTITA LT —
YaraEYR—F L TWRWNAT 731 ZAOBERILIT O Z LiTdH 0 FHA,

#4 rraveN ]



#4 FRIVPN |
B Firewall Threat Defense >4 FRIVPN F > R LDEEMEA T a

NRADRKEELIZY FOI—T 24 (Path Maximum Transmission Unit Aging)
FACTHE NAERBEL=y b (PMTU) O=—I 7 2F0, X207 47
Vyvx—valy (SA) OPMTUR Uty &N D ETORRNANC/RY 77,

fED )t kR (Value Reset Interval)

SA D PMTUEATTOMEIZY £~ b END E TOER (4) 2 ADLEd, Aoh&MIE 10
~303CT, T 74V MIESIR T,

Firewall Threat Defense WY1 FFEIVPN k> RILDFFMHA T 3>

FESF—Ya v R

[T/34 A (Devices) ]>[PA K (Site To Site) ], D%, [+ FEVPN (+ Site To Site
VPN) 1227 U w7350, VARSHTWS VPN hRo DEHRHELET, [FEIRE

(Advanced) 1#7 %27 Vv L, X =23 L U T[hr3/b (Tunnel) | 38R L E
-éAO

[F¥# (Advanced) ]>[ k> )L (Tunnel) 1.

foRrILA T3y

NTTURAR—IBIRTINLN Ay a "R TOLMEHATEXEY, Z20® 7 g U iER
A2 BV —RA v MEROBEIIETENET A,

c[NTENLIEAR—=T Y — AR — 7 Bl H2)Z 3% (Enable Spoke to Spoke Connectivity
through Hub) ]: 7 7 4/ b TIZEEhZ > CWVET, 2O 74— L RERRTLHE, A
RN—7 DM DT A AL, NT ) — RE L TLDOT A A~OEERi A JLIETE £
o

NAT & E

(=TT TAT AvE— FT8—H/L (Keepalive Messages Traversal) ]: 7 7 4+ /L b

TAHHTT, ZONRTA—=HT, bARYHNOTRTOIL RARA > MR LTNAT-T
EEDNCTH7a— VR ETT, NAT I NRX—HP VDX —TT I3 T A vE—V%F
ST BT, ZOF =2y 7Ry 7 A A LET, VPNEERINT TV RAR—=27 LD
BT A 2 (T AL A) BPEEBSNTWDLEAE, ¥—7 T 94 7 A vk —V % lnk
THIZDIINAT b T N—HP VX —T T T4 TEFEHLET, ZOT /31 ATlE, IPsec 7
17— NAT NFEfTEINET,

NAT k7 3—HP L2 X V. BT Firewall Threat Defense 7 /31 ABIZ NAT T34 2035 5
BE. INOLOTF AR, ABDOY—A LA A a=r— g URAREICRD £, ~NTT
RAR—=27 AR OHA. ZOF 7 3 AIAR—7 TOREHTXET,

COF T a v ERBIRTAERIE. By a BN T I T 4 T THDLI L HRTTZDITA
A= LT AL AT =TT 74 T EEREEFESINIHR (B) 2%ELET, fE
X, 5~ 3600 BOFMTIHEELET, T 740 ME20 B TT,

Il 1 rRAVPN



| & rRAVPN
wEr AL 8—Tz4R1z20T [

VPN b5 T 4 v I D7 U+ R

[E5EN/=bT 7 42 (sysoptpermit-vpn) (ZxfT D/ XA /RAT /A2 hr—LKRY —
(Bypass Access Control policy for decrypted traffic (sysopt permit-vpn)) ] : Firewall Threat Defense
?7%»%?ﬁ\77?13VFH~»KUV~@@EH@%§ME%774V7Kﬁ%é
NWET, ACLIMEZ A /AT 52T, ZOF T a /T LET, Firewall Threat Defense
LiIMA%~A—#%&¢/H~béﬂtww74w&ﬂlkiomﬁM1i%%m%
VPN F 77 ¢ v 7 IZEH S ET,

T_XTOVPNEGOLT TS a VEANETTENZ LET, ZOF T a U EENIT H
BlX. NI T4 n™T Ay hue— L A RY—FIT T LTV ERY) T —I2 Lo
TSN TWAEZ EEZMER LTI IZEN,

\)

GE)  b— bX—2® VPN DA, sysopt permit-vpn [3HHE L £ A, /L— FX—2ZD VPN k7
T4y AT 5I0E, T B AL -V ERET HMLERDH Y £,

SEFAEY Y TDETE

o [ZY RARA > M CERESINEAE~ Y 72 LT bR 2 BT 5 (Usethe certificate
map configured in the Endpoints to determine the tunnel) |: DA 7> a Y EH DT D (F
I29%) &, ZELIZEAZEONRZ = RBA U R — RICRESN TV SR E
Yy TF TV NERETHZEICL T Rl S E T,

s FEAEDOOUZ 4 — vV REFEH LT VBT 5 (Use the certificate OU field to
determine the tunnel) ]: BN L725HE, RESNT~vy BT (ERROA T v av) 12k
DT/ — RIS R WAL, ZE LR EOY 7Y =7 Mkhl4 (DN) O
fEAL (OU) DEZEEH LT R 3 z2HBIT 22 L &R LET,

+ [IKEIDZFEH LT ho x5 3 2 (Use the IKE identity to determine the tunnel) ] :

mbtﬁu\OU(t£®ﬁ7/a/)& ﬁ¢5w~witiouﬁ%@%éhtw—
VIZHEASNWT  — RIS WGaIEL, fEESN—ZADIKER vy a3, 7=2—X

1KMD®W§K%6WTFV*WK7V5775hé:&%%Li¢O

[ETIPT FLUREMMH LT Rz ¥519 %5 (Use the peer IP address to determine the
tunnel) ]: IR L72HA. P AR OU EILIKEID R E—EHT H 00—V E 72320
FRADNS G SN — SO THIB S 2 W EEIE, LS ET IP T FL X
EHERAT L EERLET,

RELORILAEZ—T T4 R[ZTDUNT

Firewall Management Center (%, /8 > FbA v X —T = A A (VTI) LFHINDNL—T 4~
T[RRI B, A — T 2 A AP AR — N LET, VII TIL, IPsec By a rnoiiiag
=T 2 f A~DART 4 v I <o TIIRETT, IPsec b /L RIRA > MR

I #4 rraveN ]



. AETF4 vV

#4 FRIVPN |

AH—T oA AZEEMTONET, BEA X —T o ABMMDA X —T = A A LR
WWHALT, AT 497 BXOFAFI v =T 47 R —%BHATEET,

R 2 —_—=2D VPN O iz, VITZH L CTETRIZ VPN ko RV EERTE £,
VTLIZ., % bRV O#&IZ Psec 710 7 7 A LIS iz /b— b _X— 2D VPN 2 ¥R — b
LET, VIITIEAZ T 4 v 7 F723 XA FI v 7 —BMEHESNET, 75 A%, b
AINALB=T 2 AREDEDNT 7 4 v 7 W EALETITE S L, V=T 4 T T—TNIZ
Mo THRE L E T, BEAVPHEILRY, ¥4 FIv I v—FT 47 7a haloi— hX—
ADVPN ZHR—hrTHVIIRHDLE, HETTA =17 T 7 FOE OES LT
7", Firewall Management Center Zffi 195 &, K5~ > 7 X—2AD VPN OFE 4 VT ~N— X
O VPN [ZfHICITCE £9

YA FEI VPN 7 4 P — RZHH LT, O EIZEA T v 7 VII T/Lb— h_X— X VPN Z 4%
BRTEEd, NI T4 v Tk AZT 4 v 7 — . BGP. OSPEv2/v3, E7-1ZEIGRP %
LCh B hEanEJ,

N—FT v REFalT g V=0 ZERR L, ZZICVIIA L Z—T = A%38ML. VII v
INENLTEFENEZNT 74 v 7HOT 7 8 AL —VEEFETEET,

VTI~—AD VPN (&, ROMTIERTE £,
* 2 O Firewall Threat Defense 7 /31 A,
» Firewall Threat Defense & /37U v 27 7 Z 7 K,
o — B R T B A KX —O IR % % 7= Firewall Threat Defense & %!/ Firewall Threat Defense
« VTI A U ¥ —7 = A ANFRE STV 5 Firewall Threat Defense 33 L OV DD T /34 A
« R Y ¥ —~_—Z D VPN #fk % £§-> Firewall Threat Defense 35 X OV DD 7 /3 A A

AZT 4y INTLEFAFT IV I VNTLE NI 22DFA TDOVTIA v H—T = ABFIEL
E0

SR OWTIE, AX T 47 VT (24 X—°) B L UDynamic VTT (26 ~X—) Z&M L
TLIEEY,

A2 T4 99Vl

ABT 4w 7 VNTHE, b fhA v Z—T oA ZA&FHA LT, 2004 FETHERERD -
VHNVEAER LET, AXT 4 v 7 VNTIO R RVEEILE LT, MBS X —T = A%TE
BITDHULENRDDET, T4 AT EITHRK 1024 O VTL ZBE ST 5 2 LN TEET,
Management Center CAX 7 A v 7 VTIA X —7 = A ABMEHRT H5HE1E, VIIA VX —7 =
A ADEM 323—=) ZBLTIEE N,

IFoRIZ, A¥%T 47 VTIZ#2#EH L7 VPN hARn YR LET,

Il 1 rRAVPN



4 VPN
287 cvuvm ||

Threat Defense 1 1‘/ \", Threat Defense 2
@_ 10.0.149.220 7 s 2\ 100149221 _m
192.168.1.0/24 : EREIERE] : ) 192.168.2.0/24
192.168.10.1 ke o ————— T 192.168.10.2

Tunnel Subnet
192.168.10.0/24

Threat Defense 1 D4 :
cAXTF 47 VTIOIP 7 KL A : 192.168.10.1
o FRADOE(ETT 1 10.0.149.220

o MU RILDFESE 1 10.0.149.221

Threat Defense 2 D345 :
e AR T 47 VNTIOIP T KL A :192.168.10.2
o MUV DOEFIC 1 10.0.149.221

o ML DFESE 1 10.0.149.220

=
« BOE & i NRICH A TR R L L £

TV =T TI7AVAMDT_RTCOYE— T Xy N2BIRL, BHRT7 7
ZVRARNERIFZZ ) P b~y TE2RETIDHLETIH Y TH A,

=T 4 VT AREIRA U H —T oA AR L E T,

BGP, EIGRP, OSPFV2NV3 72 EDIPIV—T 477 hane AEZT 4 v 7 — &
R—FLET,

« Ny 77 w7 VPN b RO HHR— |

ECMP 2 L7 — R XT3 7Y R—FLET,
RN —F Y R—FLET,

* VPN b7 7 ¢ v 7 IZEBUE LT T 7 & Az 24 L £ 3,

X2 VT4 V= EBEALTCVIIZREL, ACRY V—CHEfATE £, ZOREIX
UIFZAREICLET,

VPN T 7 4 w0 %7 VT THXANNT 7 4 v 7B EBLOENL L, VPN kb
TT 4w BRI TEET,

¢ B70 %5 VPN b R/VEID VPN N7 7 ¢ v ZIZEIUL LT 7 B Al Z et L
ﬁ‘o

#4 rraveN ]



#4 FRIVPN |
B oynamic v

Dynamic VTI

A F I v I VIITIL, IPsecA v X —T7 =4 ADEII /A > A X 2 2B L OEEO =D,
AT 7 r— MR ESNET, BT T L— NI, VPNE v v a v T LB ORAET
TR B =T oA AZEINTAER L ET, ¥4 F I 7 VILIE, HED IPsec EX =2V
TH4T I vE—varEPR—FL, AR—ZICL o TIRESNIZHEED IPsec L7 ¥ —%
ZATFANET,
Pl
s RE=HR/DRICI A THBILLET,
M7 72 AV ALV b~y 7T ERETHSLEIIH Y FHA,
 BHAEMAILLET,
s KB EDNT T v RAR—VERT, T REERIGIEHTEET,
« AR—7 T LI 1 OB VII ZRET DD TR, BEOAR—721oDF A
FI v 7 VIIOBZEFEHL £,
=T 4 VT[RRI A VA —T oA AR L E T,

BGP. EIGRP., OSPFV2N3 R EDIPIV—TFT 4 7 Fa hajb, REZT v — %
PAR—FLET,

« 24—V v 7 DO FEA

HLWAR—Z ZBIMLTS, N7 TEIMO VPN ZEXITHIVNEITIH Y THA, HEIC
FoTIE, NATBLOA—TFT 4 VT OFREDEHDBMEIZRDGENH Y 7,

« RNy T7 v FVPN b EHR—FLET,

c BAF I I AFE—Y B FE— P LET,

AR—=27 ODHCPIP 7 RV AEED = DI NTHELELHT HLETH Y A,
cIP7 RLAZHEKNLET,

cIPOTUFUN—= R A F =T A AEREZHEA LT, BOWEA 4 —T 2 X
FHIN—T Ry I A F—=T 2 ZANBIPT FLAZERHLET,

o« XA F I v I VIHZBEEM T 5N TWETRTOEMBET /R, X —T =4 R,
FUIP7 FLAZEHLET,
s VPN N7 7 4 v 7IZEBUL LIZT 7 & AHIE 2R L £,

X2V T4 = EREALTCVIIZREL, ACRY v—CHEATEET, ZORTIX
PLFZAEIC LET,

VPN T 7 4w 0% 7 VT TXANNT T 4 v 7O HEBLOEN L L, VPN k
T4 w7 BERICHF R CEET,

Il 1 rRAVPN



| &1 rRAVPN

Dynamic VTI .

e 5725 VPN R R LID VPN T 7 4 v ZIZERUL LT T 7 2 Al 2 1eft L $
‘g—o

Firewall Management Center (KD VPN 2 Y>3 > DF A+ I 99 VIl F R ILDERFE

Management Center

iy

Virtual
Template

Threat Threat
Defense @ Defense

[l "<

H H H

a - = H
» = -

poke

Hub
Main Office I @ T I Branch Office

DVTI Tunnel

@

AR=T PWNT & D b RNVERZBIGET 256

1.
2.
3.

AR—7 B VPN 8BS D T- D27 & O IKE 2% Bds LE9,
INTMWAR—T BFIELE T,
Firewall Management Center 73 A AR —2 ONTIZH A F I v 7T 7 L— h&EID 4T
3
AT > L — NI ANTORBT 7B AL L H—T 2 A AN ERSNE T,
DA VE—T A AT, AR—2Z LD VPNt v g @A TT,
INT DT 7B AL o H—T oA AR LT, AR—T LDFAFI w7 VTI horx
JVERESL LU ET,
1. "I T U RAR=7TIE, UFAEBEHALT, bRV ZNLTCRT 7 4 v 7 INKHES
nEJ,
IKE AN L CAR—Z I L o TIREINTFEBEED T 7 4 v 7,
« IPsec %1 ® BGP/OSPF/EIRGP 71 k=)L,

2. VPNt a BB TTHE, FrxridbilrEsn, N7 i3stsd 2487 7 & A2 A
vHE—T oA ZAEHIELET,

#4 rraveN ]



#4 FRIVPN |
B rEr s o8- RDH1 K51 Y EHBEE

Firewall Management Center CX A 7 v 7 VI A V¥ —7 = A A&AERT 2I121E, VTI A
H—T A ZADBEM (B24—) ZBRBLTIIEEN,

FATFT Iy 7 VII 2L Tb— b= YA i VPN Z&ET D I21E, b— b N—2D
A FE VPN DX A F I v 7 VITOFRE (50 X—) BB LT &,

REFORILLABZA—DTTARADHA FS54 2 LHIRE
i

IPv6 DHHR— +
¢ VTLIZ IPv6 AR —F L TCWWET,

s NURNVRERFILA VH—T A AZIPV6 7 RV AZMHTE, ML RLA% b xb
T RRA L PELTHEHATEET,

» Firewall Management Center |[£, /X7 U v 7 IP/X— 3 > &4 L7Z VTIIP (E7213NE xR v
FNT—=2 P N—=Va ) OROMBEDEEZYR—FLTNET,

¢ [Pv6 over IPv6
¢ [Pv4 over IPv6
* IPv4 over IPv4
¢ [Pv6 over IPv4
s VTILiX, FURAOREEFILBIO%ELE L THNEB X O@EH IPve 7 KL A ZH KR — K~ L

s NURNEETLA U F—T 2 A AZIEIPV6 7 RV AZRETE, PRIy RRA v

N7 RVAZFRETEET, TOT FLRAZIEELRWES. 7 7 4 /L FTlX, Firewall
Threat Defense IZ U A FNOFEHID IPv6 7/ a2 — )7 KL A% M) RiRA b &
LTERLET,

BGP IPv6 D H7KR— k
VTI X IPv6 BGP # %R — F L TWET,

EIGRP IPv4 DY 7R— k
VTI I IPv4 EIGRP Z %R — kL CWET,

O0SPFv2 # & Uf OSPFv3 IPv6/IPvd D H 7R— k
VTI1Z. IPv4 B L OVIPv6 OSPE ¥ 7R— b L CTWE T,

Il 1 rRAVPN



4 ~fE VPN

FELV RN E—T A 20HA FS1 v esmEE [

ECMP H7/R— k

TN —ay NI T 4yl Da— R NRT U T EITHIEDIC, ECMP V' — 2 TA
R—=T DAZT 47 VIIZHELET, ECMP V' — U ZRELRWEAS, R DA
I, T7I9ASVRARE T L &R I T o7 RAE LTHREL £,

INFAVARBUVARAELVISRE YUY
s VTLIZEE DA A H VA TYR— K ENTWET,
e VTLIXZ 7 AZ Y T AR—FINTWERTA,

2747 94—ILE—F
VIIINN—T v RE— RFRORTHR— SN THET,

AET 4w NTI DFIREIE
20 fHDO—FEDIPSec 70 7 7 A VDI BYR— I ET,

s )— FR—=2ADN—F 4 7T, VIIZH A F—T 2 A AL LTORBRETEE
9,

A2V VTl OHIBEEE
c FAFT Iy VILIFU T2 R—FLTHEHE A,
« ECMP & VRF
A Ve
« IKEv1
* QoS
« AR—ZIZHIP T RLARH Y, ~NTIENAT DEHRD T AT v 7 VI D54
VAT = Z AT £,

cHAFI VI T AT Ry NOBA, BEOAR—7 BNEG AT D L, A N
Ay 2R—RICfllx D b FANERENET A,

A AT I T AR—T DHD NAT OFEBRIZEAFTI 7 VIIL ZHHA L AT EHRET D
L. VPN =X Y 5 — X NARIEREIZ 2D £97,

AATFAVIELVEAFTI VI VTIDORTEHO— B TESIE

eV A FHE VPN CEAF I v 7 VT b~y T HZAFT I v 7 VI ZERT 2581, 7
AFI VI VTI b RADOHNEERLET, ZOEET, 7V T b~y X400
VIIDOWGFRTFT 74 D R RV TI—T2FERL LS T 5D ELET,

RONTNNEFATT D LR LET,

#4 rraveN ]



#4 FRIVPN |
B rer om0 8—04 2051 K54 L LHIRSBE

oA FEIVPN 24 A4 v 7 VILIZEBITLET,
MEAD N RNTN—T RO ) T A~y T EFEHLET,

e VTI iZ IPsec BE— RO TERERHETT,

« Management Center Ci&, ¥4 I v 7 VILIINT 7 RAR—7 hARu YOI % YR —
FLET,

« XA F w7 VILIL, /X—T 3 7.3 AR D Threat Defense 7 /XA ADH %P R— kLT
WET,

e = "k R—=ZDNT T RAR—=7 hRaiZid, 1 OONTEIFERETDHZ L 288
WLET, —MHOAR—ZIZK L TEBONT2EHE, 1 OONT 2Ry I T v TFAT L
LTRSS AR P2RET DI, DT LE U —HDAR—7 2EOBE D -
RelEHELET, HEMZONTIE, L— FX—Z2@ VPN TOEENTOHE (43
R=) ESRLTIEEN,

s ho RN =T A ZAEFEHTD T 7 4 v 71Z1%, I, BGP, EIGRP IPv4,
OSPFv2/v3 v— M &2 T& £,

AT IvIN—T 4 T EFEHLIZHARBKTIZ, 26D N RWVET 7T 4 7 721P
T RUAERFHLUTIERESND =D, AZ A F A ZTVTL b x4 U TCEEAI O
YT Ry MZT 7 EBATEERA,

e TNRA RNIHRK 1024 DRI T 4 v I BIOFAFT I v I VIITZHRTETEET, VIIIK
PEETARNT. ROEEZEZEB LTI,

enameif ' 7 A LV H —T 2 A AE GO T, T AIRETE A VTIORE 2 EXH L
F9,

e AR—=R"F X XNVDA L IN—f L H—T 2 Al nameif ¥ ETHZ LITTEER A,
L7ENoT, R VRIZERDOAAL  R— " F ¥ RV A v Z—T = A ZDEIENT
WL, ZORANR—A U H—T = ZADOITHD LEEA,

« 7Ty N7 F—ALTOVIIOEIL, TDT T v b7 5 — L TREAREZ VLAN D%
WCHIBR S Ed, 72 & 21E. Firepower 1120 1Z 512 {E D VLAN Z AR — K LT\ 57z
D, MUORAVEBITSR2DORESNIEEA 7 —T 2 4 ADE I\ EIZR 0 F
D

e B A AMERRTE TT /3 A2 400l 2B 25 VII 2% T 546 1%, Firewall Threat Defense
HA Ozx=vy FOREEEME LTS BEHRETHILERNH Y £,

e VII O MTU 1%, LR A L X —T7 oA RS U CHEBWICRESHE T,

A F I I NTIOEE, BT VB AL v Z—T =4 AL, FRESHTZ R EET
AHE—=T A AN MTU ZfK LET, M RAEETLA L F—T oA AEFEELR
WIS, IR T 78 A A X —7 = A A%, Threat Defense 7% VPN & v > 3 VERZ 5T
ANDEETEA v H—T = A A5 MTU &K L £,

Il 1 rRAVPN



4 ~fE VPN

FELV RN E—T A 20HA FS1 v esmEE [

« AAT 47 VIHXIKE D=V a vl BEXOWV 2 AR—FLTEY, Lok
I LB DETOT — X 1521512 IPsec ZEH L 97,

e XA F I VIHIZIKEDNR—2 g 0 2 2R —KMLTEY, M RIAVOEET 5650
DO TOTF —Z EZ{EI12 IPsec ZfEH L £,

AT 4 v I BIOEA T Iy 7 VIIOGEIX, EHIPA o F—T = A 2% VTIA 4 —
T2 A AD MRV —AIPT RLAE L THERLARNTEEN,
CRET Ay I EIITA T I I VTIA v 8 —T = A AL TL— FR—2DH A b

] VPN 2R ET 52, BGP AL TCWAEAIL. TILA Yy 7OEN2UETHD Z
LHERMER L TLZENY,

NAT Z AT 2 MNERNH 554, IKEBLIWESP X7 v MME, UDP ~y X —|Zh 7 &L
fbanEd,

-IKEkJ:UIPsecO)*’E%;)T% TV E—a it FORIVNDOT—F N T T 4w
TIZBMR7e < L RIS —OBFAERBNITONET, ZC kY, VI b R/UEHEIZ

Ty LTEIRERIZ A D £9,

o NI N—TFLL. ETDBEHF O IKEV]I £720% IKEV2 #BIE#HE L CEETIHD

E—HIAMENRDY FT,

« LAN-to-LAN k> %L 27 L—F DO IKEvl TlE, F I RAOFGFSITRNT VX IVFFHETH

BEES. DOIFEFIIET N T VLT E— REFEHATALHIICREINTWAES, TP
7 R AUSNOLARTEFEHATE £,

EE Y FICHRTESNDHET T RL AL VTID k2 VSRR B4 VTIRE &I
Ev T OREEFR UMEA L 2 —T oA AHEFEIEDL LN TEET,

« T 7N PFTIE, VIIZRHA L TEREEINDIZTRTO N T 7 4 v 7 13RS E T,

cVTIRHED N T 7 4 v 7 Z#HHT D, VIIA X —T oA AT 7 AL— L&A
THZENTEET,

VTL A > ¥ —7 x4 A% ECMP ' — N ZBJ#fFIF, ECMP A% T 1 v 7 v— N &K TE

T, RO L HEBHTEET,
O —RKRFG T (T T 47T 7T 47 VT  EEDOF VTL bR E5
LCHEmaEs N TEET,
o« U= LV AREGRIBAT  VTI b RN EBIFEARREIC 2D L, 77— IR LY — Tk
EINTWARIDOVIIA v Z—T A AT —AL LV RAIIBITEINET,
RN —T 4T BHAVIIA v E—T oA RAEN LI NT T v T T a—%indk
L. BIOVTIA v X —T 24 AN LEVN—RARNT T 4w 7 70 —%BELET,

ECMP OFRTIZOWTIE, A A MAXT 4 v I NV—FDORTESRL TLIEE,

s = b RXR=ZAD VPN DL, HEESNTE N T T4 v I DA NRAT /A Ay ba—)L
ARV — (sysoptconnection permit-vpn) [FHEEEL A, L— FX—ZADVPN 77 1 v
7 HFFAIT DR, T B AN — NV ERET DM ERS Y £,
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#4 FRIVPN |

B v s—ozrz0eEm

VTl 1 > 5 —

FIE

&
ATvT2
AFvT3

ATvT4

ATvTh

ATvT6

ATy T17

Ny D7y VT OEFEEIE & HIWNEIE
o NURNT 2= VA —N—LRKDO T a—DETLINIHR— I TWERHA, 72 203,
RY RV T o= LA — =512 7 U 7T % A RO TCP BN b, 7 = — A —3—
2T FTP 5t 2 FBAG T DL ER H Y F7,

e Ny 77 VT Tk, FEAEFRREI Y AR — SN TWEEA,

BEENEYD
N—T Ry A B—=T A ADHA KT A & HIRFIH
J— h_R—2 DY A i VPN OFERE (34 =—2)

24 ADEM

= hR_XR=Z2DH A MEVPNZFRLET HIZI1E, VII R RO D ) — R TT 3, AT VTI
A E =T 2 A AT DHENDH Y £7,

FoRNEA T AT Iy ELTHREL, FEART A—FZRET D &, Firewall
Management Center (X4 1 7 v Z{KAET > 7 L— b 24K L ET, BT 7L — MMI, VPN
Ty var TEICEADEBT AL U F—T = AEBNITER L ET,

[T /734 A (Devices) |>[7 /31 A& H (Device Management) | Z3{R L £,

VIL A v 8 =T =2 A ZREAEET DT A AOBICH HmET A 227 ) v 7 LET,

[f & —7xAADEM (Add Interfaces) 1> [~ R/ A X —7 =1 A (Virtual Tunnel

Interface) | Zi&IN L £7,

[N H A7 (Tumel Type) 1 & LTCT[AXT ¢ v 7 (Static) | E72T [F AT v 7
(Dynamic) ] %R L £7,

A B =T 2 A AR EHAZATILES, T7 4 b TE A0 F =T =2 RIS =7

W72 > TWET,

28 LTFLLFOAFIZFREL TSN,

UER) [BEF¥=VUT 1 —r (SecurityZone) | KRy FH T Ama—nbEXa YT ) —
VEBIRLT, TV —UIIAZT A v I NTIA Vv =T 2 RAFEFEXATFTI v 7 VII A
VE—T 2 A AZBIMLET,

X2 VT 4=V T NI T 4 v I EEFETTLHGEIE, VIIZEX 2T 0 —
VicBiL, 77kvzxarybhe—iL (AC) L EHRELET, FXALENLIZVPN T
T4y EFATIHICE, 20X YT 4 =B =AY = LTERT S ACL—L
ZEMTH20LERH Y 7,

[BFEIERL (Priority) ] 7 4 —/V R, BEDOVTIBI TR I 74 w7 Dua— RT3 Tk
ITH O DB 2 AT L ET,
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| & rRAVPN

ATvT8

ATvT9

ATy 710

ATvIN

ATwT12
ATy 713

viiqva—2z4z0iEm

FEETZ A% 0~65535CT9, ImbL/DNIWVESVRERLHVWVELIEMNIZ/RY T, 2o
a ., FATFTI v VILIKIEEH ENET A,

o Z A TR T, ROWTANEFITLET,
XA F I v I VTIOHAIX, [T 7 L— FID (TemplateID) |7 4 —/L KIZ 1~ 10413 ®

P C—HEDOID AN LET,

« AHXT 4 v NTIOBHAIEL, [ F/VID (Tunnel ID) ] 7 4 —/L KIZ 1 ~ 10413 O#i[H

T—EDOr VD EASLET,

(XA F o7 VIIOBAEITEE) [ MR Vik{EJC (Tunnel Source) | Ku v F X7 U & K
MO P RIVEETA A —T oA AZBIN L £9,

VPN h v xUE, ZOA v H =Tz A A A v H—T oA AETIIN—T RNy 7 2 F—
TxAR) THIHLET, Fuy Xy VAN, 2 —T A ADIP T KL A ZEIR
LEJ, IPSec h v F/E— RIZEERRLSIPT RLRAZRINTX E7, IPv6 7 KL AR D
DA, RNV RIRA P ELTHEMAT DT FLURAEZERLET,

[IPSec b > & /LE— R (IPSec Tunnel Mode) ] C. [IPv4] 72X [IPv6] AT a v Ry %7
Uo7 LT, IPSec b RIVEZEIHT D NT T4 v DIATEEELET,

[IP7 KL A (IP Address) | C, IROFIAZFEITLET,

IPv6 7 FLAZ AN LET, ¥A4FT IV I VIIA L Z—T 24 ADIP T RLAIRET
XFEHA, FAFTI VI VIIA L E—T = A ZZHONWTIL, [IP DfER (Borrow IP) ]
T 4=V REHFEHLET,

«[IPOMER (P72 /3— 1K)  (Borrow IP (IP unnumbered)) ]: Kue v 7Z U X Mk

DY VB —T 2 A AETIN—T NN 7 A F—T 2 AR L ET, VIIA
B =T A ZXZDIPT RLAZMEKLET,

M FWVEETTIP 7T RV AL ITELRDZIP T FLAEZEHAL TWAZ L 2R L T &
W, ZOF T at, AT 4w I VTIA Vv Z—T oA ZAFEEIEAFI v 7 VITA
VR —T A AHEHTEET,

B (Add) 1+ 227 Vv 7 L TnA—T Ry I f X —Tx2f RAERELET, V—7
Ny I Ao B =Tz AX, NABEEORRIESLDLET, A VX —T A ANRT T L
TeHa, eIy I A E =T 2 A RZHVYTHENTIPT FURAZEH L TTAT
DAL H—=T 2 A AT IV HBATEET,

[OK] %27 Vv 7 LET,
[f:7F (Save) 15227V w27 LET,

#4 rraveN ]



#4 RREIVPN |
B . x—zoY1 rE VPN DR

IW— ER—ZXDY A & VPN DERL

WD2OD AR Ik L T— b _"—2DH A M VPN 2R ETX E T,

e [RA > bV —iRA b (PointtoPoint) 1: M RADESHTD /) — R TVTIZEREL, V4
P—RZHEHLTVPN ZRELET,

[NTBELOAKR—2 (HubandSpoke) ]: N7 EAR—7 CTVTIZHELET, "NT &4
AFI v 7 VII THREL., AR—7 ZFH VII TREL£7,

TIJARTRY T NRARENTELTREL, BEIBT NN, A AR—7 L LTERET D
TENRTEET, HHONT EAR—T EZRETE, X I T v TDONT L AR—7 HRET
xFET,
¢TI ARNT Ry NONT EAR—T ORE, HEOIPE NNy 7T v 7L LTHRETEE
j‘o
EHBAR—T DA, TIASTIVIIA L E—T oA AL BTN I T TDAR
FUYINTIA LV E—T oA AERETXET,

VTI OFFEZOWTIE, R N A v H—T =2 A AZDONT (23 X—=) 2R TL
ZEwn

)

GE)  VII~OTRTCOEMIT. HEE SN TWARWhEY, AXT 4 v I VTIEFAFI v 7 VT %
FLET,

FIE

AT Y F1 [T/84 R (Devices) ]1>[VPN]>[H4 kR (Siteto Site) &N L £,
ATw T2 [+¥A FEVPN (+Site ToSite VPN) 1% 27 U v 27 LET,
ATvF3 [FARa 4 (Topology Name) ] 7 ¢ —/L KIZ, VPN bR R Y OARTZ AT LET,
ATFw T4 Jb—h_X—2 (VTI) (Route Based (VTI)) ] Z#EIR L., ROWTNnEFEITLET,
e Xy hU—Z hARua L LT[HRA Y Y —3HRA >k (PointtoPoint) ]Z&RLET, /L—

FAR—ZD [RA VBV —RA VM bR RARA V MERET DL, A1V
rY—RA b hARBYOT Y RIRA V FORE 353—=) 2BRLTLIEEN,

« Xy hT—27 hARu Y LTC[/"7 T RAKR—7 (HubandSpoke) |Z&EINL F7, /L—
RR—Z2D [NTTL RAR—7 | hAEaIPOxy RRA Y FNEBRETHITIE. AT T
FAR—Z7 FERaYOx RRA v NOBRE 6&w—9)%§%bf<témo

ATy 75 ({EE) Firewall Threat Defense VPN IKE 47> 3 o (13 ~<—) O#FAICHE- T, B
[IKE]| A7 a v Z2HELET,

Il 1 rRAVPN I
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Aq v by—Rao b koo kRs s roE 1

ATw 6 (&) Firewall Threat Defense VPN IPsec &7 3 > (16 X2—3°) OiBHIZNE-> T, BEO
[IPsec] A7 v a v afEELET,

ATwF1 (HEE) Firewall Threat Defense D% A k[ VPN BEHOFEMA 7 a2 (19 X—) Ot
WZHE~>C, BEED [FEM (Advanced) 147> a v E2HELE T,

ATy T8 [fR1F (Save) 127V v LET,

RDBRY

WHFDOFNAZTVIIA B —T A AL VTL ho RAEBRELES, ROLDOEHETH
WERH Y F97,

eVII F o XNV ESNLTCT AL AMTVTL NG 7 4 v V2N —T 4 T AV—T (VTR
Ur—, ZEMIZOWTIE, VIIOA—TF 4 VB INACKY —DFE (50 <—)
ZERLTLLIEE N,

RSN N T T 4 v I EFAITHT VA hr— i b—)L, [RY T — (Policies) ]
>[7 7 & A (Access Control) ] Z &R L F9-,

AR Y—RA bk FARABOODITY FRA Y FDEETE
AV EKEY—RA bk PR Y J—RDONL— FR_R—=Z2ADH A FEIVPND T RiRA v M &k
ETHITE, RONRTGA—HEERELET,
1R BHEIIZ

Jb— b _X—Z2 DY A M VPN OFERK (34 ~2—3) OFHIZHES T, /L— hX—Z VPN DR
LU RY—RA L b FERVOERRT A= EHREL, [T FHRA >+ (Endpoints) % 7
7 Vv LET,

FIRr

ATYF1 [/ —FKA (Node A) 1D [T/3A4 A (Device) | Ky 7 X A =a2—"T, VII b2 RO
WO RiRA > b & UTHERT 286k 7 731 A (Firewall Threat Defense) F7z1XT 7 &
F 7Ry FOLARTEZER L E T,

TIART Ry FETOHEIE, RONTA=FZRELET,
L T 2ADLHIERELET,

2. [ RAEA > bDIPT FL A (EndpointIP address) ] 7 4 —/V RiZ, 77 A4~V IPT KL
AEANNTLET, X7 T7 v VIIZHELTWDHEEIL, hor~&2BMLT, Ny 7
ToTIPT RLAEEELET,

3. [OK]%27VUvZ LET,

4 FRIVPN
|
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B ocorv—Rror bROSOTIY PRI bORE

ATy T2

ATvT3

ATy T4

T ARNTHy bATIZHT DRIRD/RNT A —H dEk, [IKE] ¥ 7 T2/ A NI %y D
H G — A ST LET,

GX)

AWS VPC (21%, 7 4/ hDRY 3 —& LT AES-GCM-NULL-SHA-LATEST 23% ¥ £,
UE— MET 2 AWS VPC IZHHt T 28551, [RY v — (Policy) | Rey7Z o U X R
5 [AES-GCM-NULL-SHA-LATEST] Zi#{R L C, AWS OF 7 4/ Ml & 2 H89°12 VPN #4i
ZHESLLET,

BERFE IR T INA ZADEA, A 3 A v F—7 = A A (Virtual Tunnel Interface) ] K2 v
THEGLYARNNL ) —RADVTIA VH—T 2 A AEFETETET,

BIRLIEZ M XN A —T 2 AT —RADEETA L X —T 2 ATHY, /—KB
D R RILDFEYE T,

J—=RAIZH LA v H—T = A AEERT 251, B (Add) [+ 712> %227 07
LT, VIIA v Z—T = A ZADBM (32—) OFHBIZHESTT 4 — IV FEHRELET,

BEAFD VTI OFRE ZfET D561, [IRAE > rvA % —7 = A A (Virtual Tunnel Interface) ]
Kawy 77Xy 7 40—V RTVTI ZBR L, [VTIOMRmE (Bt VT 1227V 27 LET,

) —RAT A ARNAT T3, ADERICHHLGEX. [N RVEE TIPS 74 X— T

3 (Tunnel Source IP is Private) | T = v 7Ry 7 A4 A LET, [ M RAVEEITLDO/NT

Y » Z7IP7 K1 A (Tunnel Source Public IP Address) | 7 4 —/V RIZ, F o RAEKETLDO/NT

Uy 27 IPT7T RLAZ AN LET,

[E7 ~Dr—H /L IDDO%IE (Send Local Identity to Peers) | : 72— /L ID 1§ A BT 7 /31 A

WCEET DT, 2047 a v ZBRLET, URXENLKROWTNO [7— B /VIDHEK
(Local Identity Configuration) ] Z#ERL, 27—/ ID ZELET,

«[IP7 LA (IPaddress) ]:IDICA > Z—T =4 ADIPT FLAZMHEHLET,

«[BE) (Auto) ]: FRIHLAF—ITIXIPT RV AZMEH L, GEHESR— 2 ORI TG E
DN ZfEH L E7,

s [BFA—/ID (EmailID) ]: ID (T 2EFA—/LID ZHELET, EFA—/LID
3K 127 CF T,

« [A"A h44 (Hostname) ] : Fe@fEffiln 2 M2 L,

«[¥—ID (KeyID) ]:IDIZfHTHF—ID ZfEELET, F—ID X 65 LFRMICT D
VENH ) F9,

m—HLID X, TRTO R FADZa— 0 ID TR, IKEV2 hr RV T EI—ED
ID ZRETHEODIHEHENET, —EFDID Z45E 15 &, Cisco Umbrella Secure Internet
Gateway (SIG) (Z#%5i9 5 7=8IZ. Firewall Threat Defense 7% NAT DO (2452 IPsec b >
FNEFFOZ ENTEET,

Cisco Umbrella TO—F D k> %V ID OEFEIZHOWTIE. Cisco UmbrellaSIG 1—H—H 4 K
[JEFE] 2R L T2 &0,

Il 1 rRAVPN
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Aq v by—Rao b koo kRs s roE 1

AT9TE (EE) [Ny 277 v 7VTIOEM (AddBackup VTI) 1% 27 U 7 LT, BIMO VTI /Xy 7
Ty T A A =Tz AR LTHEL, RNIA—FEZHELET,
GE)
MR YOEGOET T, Ny 77 v 7 VINUIX LTH U b RVEE LD E ST
TLEMERLET, TN AL, RIU MU RAVEEITLE b RS EFFO2 OO VIHERE
TERNWED, —BO N FAEETE bRV EOMBAEDEEHRELET,

RN RNV A L BZ—T 2 A RFINRN 7T o FVIITHEEENE TN, EH50 MR RNT
TA<YVFERIIN I T o7 LTHERENDI N, V=T 4V ITREICEL>THRED 7,

ATv 76 [BIMOHE (Additional Configuration) ] T, WO FNEEZEITL £,

«[v—=7 14 7 A Y > — (Routing Policy) 1%~ U v L%, Firewall Management Center
T[T/3 X (Devices) 1>[Ib—T 4 »¥ (Routing) | N—YBERENET,

VPN R TFT7 4w I DAET 4 v I )—TF 47, BGP, OSPF v2/v3, F721% EIGRP /L —
TH T ERETEET,

VPN s 77 v 7 #FFA[T 5HI21%, [ACH YU >— (ACPolicy) %7 U 27 L%7, Firewall
Management Center T7 /NA ADT 7EA a2y ha—)LR) o—X—=UNRFRINET,
VIIOE®X2 )T 40—V BET D, 7/ 78y 7 b—OBINCERET, Ny o
Ty Z VI ZRHEL TWLHEIE, 774~ Y VIIERILEF 2V T 4V —r~Dy
IT T RRADEFENTNDZEEMERLET, ACRY V—_—=V DNy I 7T v
VTLIZRFEDREITHED Y £ A,

AT 97T [FEMERE (Advance Settings) | & BB L C. T /340 ADOBENMHERZHE L 9, FHMIZONT
X, L= F_X—=ZA VPN DRA > FY—KRA 2 b bARa VOFEMRE 383—) 25K L
TLEE,

ATy T8 /J—FBIZH LT LERROFIEEZMEY KL £,

AT9F9 [OK] #2777 LET,

RDZRY

 ({EE) Firewall Threat Defense VPN IKE 47> 3 > (13 X—) OfBHIZHE-> T, B
D [IKE] A7 v a v aRELET,

« ({£E) Firewall Threat Defense VPN IPsec 47> 3 > (16 ~X—) OFHBICHE- T, B
BAO [IPsec] 47> a v ZIREL 7,

+ (f£&) Firewall Threat Defense DA K~ VPN JBBHOFEMA 7> 3> (19 %—) DOk
BICHE> T, EBBHO [FEM (Advanced) 147 v a v AHRELET,

o [fRTF (Save) 1227 U w7 LET,
c NI T 4w 7 BNTHIN—T 4 7T 5L, [T734 A (Devices) |>[7 734 A&

(Device Management) | % 384R L, Threat Defense 7 /31 A& fREL T, [NV—T 4 7
(Routing) 1 #7427 Vv 7 LET,

I #4 rraveN ]
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B L rx—xveNofs s by—kg o b b RO CORERE

VPN b T 7 4 w7 DN—T 4 o TI0F, AXT 4 v I —ERELZYD ., BGP, OSPF
v2/v3., E£72IZEIGRP 2 L= T&x £,

*VPN R 77 4 v 7 ZFFA[T 512X, [V v— (Policies) 1>[7 7 & AH#lf#l (Access
Control) 1 Z#EIRLET, , VIIOEX 2T 4V =V EEETLHL—NEEBNMLET,
Ny 2T v VNTIOEAIEL, 774~V VITERLUES 2T 40— 2T v
VIIREENTNAS Z 2R LET,

W= rR—=ZXVPNDKRA Y M Y—RA 2 b b RODOFMEETE

FIE

ATy T

ATvT2

ATvT3

J— h_R—=AVPNDORA > FY—RA b hARB IR LT, ROFEMRREEZRELET,

IR& B

KAV EIY—FRA b ARy RikA v FOFRE (35—) OFBAIIHE- T, L—
F_R—ZD VPN THRA » hY—RA > b RO POIEARNT A—F ZRE L., [FFHlRE
(Advance Settings) ] ZJEB L £7°,

[T b o jvA B —T = A AIPZ%{5  (Send Virtual Tunnel Interface IP to the peers) ]
Fxv IRy 7 A%FATLT, VIIIP 7 RLAZET 71 RZEELET,

[E7 226 DE(SIKEV2/L— h ZFF A5 (Allow incoming IKEv2 routes from the peers) | 7= v
IRy I AEF NI T, AR—Z BIOET Mo OEE IKE2 b— M EFFRILET,

[t % 4 7 (Connection Type) | R v 7 H 7 U A Rinh, IROWTAMNEBEIRL £,
ZE DI (Answer Only) ]: 7 /85 Rid, BT T3, ARG EZBIE LT2 & S IZORIGE T
=, HEiIBA TE AL

[MH1m (Bidirectional) |: 7 /A AFEHG A BIGE I ITNETEET, TNADBT 740 FOF
7 arTY,

NITTURAR=7 rARODODIT Y KRA YV FDERTE

FAFIv I VI EZEH LT, "I T2 RAR—=7 hdRua PHHDO/L— F =203 A K]
VPN ZEC&E £, "T A AT I v I VTIOREFEHTE, AR—TIIAXT 4 v 7 VTI
AVH =T 2 A ADHEMATEEST, TIARNTRY FT NS RENTELTHRTIZ L
HLTEET,

NI FUERK—=9 FERY J— FOL— hS—2DOY A R VPN D2 KHA 2 b2
ET DI, RONRT A—ZEFELET,

Il 1 rRAVPN
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FIE

ATy T

NIFYRRA—s tROSoTy kHq v roBE [

1R BHIIZ

JL— b _X—=2Z2D YA M VPN OFERL (34 _X—2) OFBRIZHE-> T, /b— bX— R VPN D/~
TT U RAR=T "RV DOIERNRT A—=Z2FE L, [ R4~ (Endpoints) | ¥ 7 %
77 LET,

[/~7/—F (HubNodes) ]® FT, OFJEZEFITLET,

a) [B (Add) 1+ %227V v27 LT, [T KRS > DEM (Add Endpoint) 1 %A 7 a7
Ry I ATNT J—RERELET,

b) [T/ A (Device) | Ky 7 X7 U R RNNONT EZRINLET,
T ARTH Yy MNTOEET, WONTA—=FERELET,
1. TA ADL4RTEATTLET,

2. 7I9A4<=VIPT RVRAREADLET, N7 T v 7 VIIEZHFRELTWDIHEAIE, I
<ZBIMLT, X" Ty 7IPT RFLAZEBELET,

3. [OK]&2VUvZ LET,

T ARNT Ry "ATIZHTDRIRO/NT A=K i EKk, [IKE] ¥ 7 T2/ A NI Ry
N OFEFHEAE X —ZEEL T T,

GE)

AWS VPC (21X, T 7 #/V hDKRY v—& LT AES-GCM-NULL-SHA-LATEST 23% Y %
T, UE— MET A AWS VPCIZESHET 25613, [RY 22— (Policy) | Fry 7 X w7l
A 7B [AES-GCM-NULL-SHA-LATEST] # iR L C, AWS OF 7 4/ MEZZHH7
|2 VPN #ft N L E 7,

o) [FAFTIvI IR RNV A L H—T A A (Dynamic Virtual Tunnel Interface) | K2 v
TET YA NNEE AT Iy VIT 2R L £,

HAF 7 VILIZIE b RV Y — ADORENSAETT, Ziid, Management Center C
IFAR—=T O N RNVSEEERET DT DI OERE LB D720 TT,

CEM (Add) ]+%227 Vw7 LT, HriLWAAFTI v 7 VIIZEMLEST, L—T v
AVE =T 2 A ANLENA V=T =24 ZADMEHIP 2% ETHZ 2B LET,

BEFEOFAF I w7 VI ZRETHHAE, A V¥ —7 oA AZEIRL T, [VIIOfFHE
(Edit VTD %7 Vv 27 LET,

d (FTvay) =2 FRA Y bTFRL AR NAT T3 ADERICHDHEEIE. [P
EIEICIPIL T T A ~X— K~ CTF (Tunnel Source IP is Private) | F =7 Ry 7 A& F L
T, [ RAVEEILD/NT Y » ZIPT KL A (Tunnel Source Public IP Address) | 7 « —/L
RTRYREEITDOIP 7 RLAEFRELET,

e) V=T 47 RV~ (RoutingPolicy) |27 V7 LT, "NTDNL—T 4 TRY—
ERELET,

#4 rraveN ]



#4 FRIVPN |

B o7 exfk—s koo pRe L roRE

f) [ACKYU— (ACPolicy) |27 Uy 27 LT, 77EAarba— LR R) vr—%2&ELE
TO

g) [FEAME%E (Advance Settings) ] # BB L C. N7 OBIEREZFRE L E T, MOV T
X, L= F =D VPN DT T v RAR—=7 6T D3R E (42 =) 25|
TLTEEWY,

hy [OK]%27 YUy 7 LET,

ATy T2 [AR—2 /) —FK (SpokeNodes) ] D F T, WDFNEEZFEITLET,

a)

b)

c)

d)

e)

Il 1 rRAVPN

GEM (Add) 1+ %227V v LT, [TV FRA Y LDEM (Add Endpoint) ] %A 7 &
TRy I ATAR—=I BRELET,

[T/34 A (Device) | Ky X JARMNLAR—T BRI LET,

T AT Hy BAR=T OFEIL, RONTA—=ZERELET,

1L T ADARTE AT LET,

2. [=¥ FARA L RPT KL A (EndpointIP Address) ] T, IROWTNNEZRINL £,

o [§#09 (Static) 1: TN ADIPT KL AL MEIZEL TNy 7T v IPT K
LAZANTTLET,

« [B1Y (Dynamic) ]: =7/ A T F v hAR—=7DIPT KL AZBIE Y 4T
BI20%. ZOF T a v EBEENLET,

3. [OK]1%27VUvZ LET,

[AXT 4 v TN R A X —T = A A (Static Virtual Tunnel Interface) ] Ku > 7
YA RNBAZT 47 VIT Z IR L £,

GEA (Add) 1+ %227 Vv 27 LT, HILWAZT 4 v 7 VITZBIMLET, Z¥T 4 v
JNTIO > RNVIP XA ENET, ZOIP T RLANRAR—ZIZH L T—ET
HAHZEEEBRLTLITEIN,

BEFOARST 4 v 7 VT &ZRETDIHEIL. A V¥ —T =4 AERNLT, [VIIOHRHE
(EditVTD) 14227V v 27 LE7,

(AFvary) mU RRA Y TN ZABNAT T3 ZADOHFERZIZHDHGETEL. [Fr*x
JVIEETTIPIE T 7 A ~X— K T (Tunnel Source IPis Private) 1T = v 7 R 7 A& A4 \Z
L %9, Management Center TlL, AR —ZIZ b FNSEHIP T RV AEZRET D720
W2, PRV DERILA VF—T 2 A AT RUARMETT, [N REFILONRT
Y > ZIP7 KL A (Tunnel Source Public IP Address) ] 7 4 —/L KiZ, F> RIAEEFETD
NTZY 7 IPT RVAZANLET,

(A7vay) [BET7~Or—H/VIDOEE (Send Local Identity to Peers) | : 27— 7%/ 1D
BHREET TN RAZERFETDHICNE, ZOF =2y I Ry 7 A4 LET, [R—AL
ID&EXE (Local Identity Configuration) | K2 v 7% 7 U X RN BIROWTIND /ST
A—Z5ERL, m—VID Z&ELET,

«[IP7 R A (IPaddress) ]:IDICA > X —T A ZADIPT RLVAZMEHLET,



| &1 rRAVPN

g)

h)

i)

NIFYRRA—s tROSoTy kHq v roBE [

«[HE (Auto) |: FRTHAFT—ITXIP 7 FLRAEMHA L, EFAER— 2O
FEBHE DN 2R L ¥ 7,

s [EFA—/VID (EmaillD) |: IDIZfEATH2EFA—VIDERELET, BT A—
JVID K 127 CFE T,

«[RA 4 (Hostname) ] : 56RERiA A M2 EH L ET,

*[¥—ID (KeyID) ]:IDIZfEHTHF—ID ZHEEL £, F—ID L 65 LT Al
T HRERHY T,

a—HNVID X, TXTO R RO B —rVLID TiE/e<, IKEV2 h R &ii—
EODDEZRETDHEOIHHENET, —EDOIDZFET D &, CiscoUmbrella Secure
Internet Gateway (SIG) |(Z#%f¢3" % 7212, Firewall Threat Defense 7% NAT D514 (244K
D IPsec h o RN EFFOZ LM TEXET,

Cisco Umbrella TO—E D b > )L ID D EIZOWTIE, CiscoUmbrellaS G = —4F—%
A RN [EEE]) 22 LT IEEV,

(FFvay) [Ny 77 vy 7VTIOEM (AddBackup VTI) 1% 27 Y v 27 LT, BIID
VIIA U H =T 2 A AN I T v T A B =Tz AL LTHELET,

GE)

FNRBRYOWAFOET T, AL~ RVEEITITNy 7T v P VTLREE ST
TEEMERLET, e ETATIOD P URAEETA VE—T = A A
(10.10.10.1/30 72 &) ZHEHAL T2 oD VTI (FT7A4~V RN I T v 7)) BDRESN
TWAHEHEIE, 7 BTH 120 RGP (20.20.20.1/30 72 K) ZfEH L T2
ODOVTI ZRETDHZ EIXTEERA,

AN N A B =T 2 RINRN 7 T v 7 VII THRESNETN, EHEH60 Mrx
IWNTTA= Y ETIRN I T L THEREIND NI, V=T 4V TREIZEL ST
BED ET,

v—7 127 Y > — (Routing Policy) 1 %27V v 27 LT, AR—TDNV—T 4 7R
Vo—%mELET,

[ACAKRY >— (ACPolicy) 127 Vv Z7 LT, 77®A arbta— R —%&EL
3 N

[FEAMEX & (Advance Settings) | ZEHH LT, AR—27 OBIEENR AR E L £T, fEMIC
SONTIE, b= FR_R—=ZD VPN DT T v RAR—= T IZRT HEMEE (42 =)
L TIEIN,

[OK] %7 U > 27 LET,

RDBERY

({f£&) Firewall Threat Defense VPN IKE 47> 3 & (13 _X—3°) OfAICHE-> T, BB
D[IKEl A7 v a vy ZRELET,

#4 rraveN ]
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B . rr—zovwNoNTTL RRK— 21T HRmEE

o (f£&) Firewall Threat Defense VPN IPsec 47> 3 v (16 X—) OEHIZHE- T, B
BAO [IPsec] 47> a v 2IBEL 7,

+ (f£&) Firewall Threat Defense O %1 K[ VPN BEIOFEMA 7> a3 > (19 X—) D
BRICZHE> C. BB [R5/ (Advanced) 147 v a v EHRELET,

« [PRAF (Save) 1227 U v 7 LET,

IW—FR—=ZXDVPND/INTT7 2 FRR—YIxT HFEHMRTE

FIE

ATy

ATy T2

ATvT3

V=R _X—=ZD VPN DT T v RAR—7IZx LT, ROFHMRRE 2R L E 57,

4R8O SRS

NI TV RAR=7 bR POy RRA  FORE 38 ~—) OFAICHE-> T, /L—F
NR—=ZADVPN TNT TV RAR—T DIEANRT A—2 % E L, [FEMEXE (Advance Settings) |
ZREALET,

[ETIWEAE b prvA o Z—7 = A AIP%%/F (Send Virtual Tunnel Interface IP to the peers) ]
Frv IRy I A% F AL T, VIIIP T RLZAZET T, ZIERE LET,

NTDOE. =T 47 7a bajLd: LTBGP ZHT 28581, ZO0Fzv IRy 7 A
EACTHLERHY ET, TOWHKICEIY, v»—F Ry T IPT RLABBGP V—T 1
T =7V THEINET,

AR—T DA, ZOF T2 5 NIT 7 H 0 B THEN > TWET,

[fRESIT=Rr >y T —7 (ProtectedNetworks) JZBIL T, VPN KR4 > ML - TR
HEINDH Ry NU—IREHRLET, BN (Add) 1+%227 Vw7 LT, RSNy hU—
7 BB L ET,

NTDOEE, NTORRIZHLIRESNT XY NV—TZRELET, ZOEHREAR—7 D
He#EINT-Xy NU—212k 0, AR—IT727E8AY A MDBERSIET,

BAF I IVNTIEFER LIEAT OFRET VAL v B —T 2 ADAZT 4 v 7 )b— MIfE
BTEERA, TNEDA L Z—T =4 AL, b RIVORESLE LU TSN T TEIRIC/E
B L OHIBRES N ET,

AR—=T DFH, AR—7 OR#EINTFy NT—T 2R ELET,

AR—=T DAZT 4 v I N—T 4 T2 HHIT 212, bRy Oxy RRA » FERE
e, [Psec] ¥ 7% 27 Vw7 L, [UNRN—AN—h ATz awHlZT% (EnableReverse
Route Injection) | T = v 7Ry 7 A& A NI LET,

BGP, OSPF, F7/2IZEIGRP i+ A&, 247> a VIARETT,

[T 5 DEFIKEV2/L— R & 773 % (Allow incoming IKEv2 routes from the peers) | 7 =
VR I ABFANILT, AR—=ZBLOET 1HOEE IKE2 b— M &FFA L ET,

Il 1 rRAVPN
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ATv74

IL— FR—ZD VPN TOEHNTDHRTE .

NT DA IKERHR . ANTIETEENAER S NVTARET VB A A v F—T =2 A RE AR—7
27 RRE AR, AR—=ZFZFDVTIIP 7 FLAZANTIZT RAZ A X LET,

AR—=T DHEH : ZOF TV a U NET T AN N THEMNZ s> TWET,

[B5ft % 4 7 (Connection Type) ] R v 7 X 7 ARG, IROWTNNDOA T L a v ik
RLFEF,

DD (Answer Only) ]: 731 AL, BT T8, AREEREA LA LT & IZORIGET

=, BERIIBATE A,

[MJ51H (Bidirectional) |: 7 /3NA A X PR E IZITIGE CTEET, INUBT 740 FOA
7va T,

IL— b R—Z®D VPN TOEH/NTDERTE

—HHDAR—=T7IZX L CTHEBEONT HFEHTH MR AR ETEET, 1 DONTENNy T
Ty INT L LTEGA, BIMONT LR C—MOAR—7 O8O b ARn VR ETEE
7

WOFITIE, 2 2O NTBREC—FDOAR =7 I SN TWET, NT 1IEFT T4~ I T
T, N7 203D # Y T TF, Firewall Management Center TZ DR~ MU —7 ZRET D
Wi, W= R—=2ADNT T R AKR—7 hRaTE2ORETILENDHY £7°,

s hRE Y1 AT INAR—I 1 EAR—I2ICHmEINT VD,
e RIRED 2 AT 2NAR—T 1 EAR—Z 2ICHmEINT VD,

192.16§|i0.0/24

- e = HUB2

L) -
HUB1 Summws 2
g Do
E butside--"" ; E
20 o ) \
ah: &
SPOKE1 SESEz SN2 SPOKE2
192.168.20.0/24 192.168.30.0/24

FARB Y1 ZRET DT, WOFIHEZFATLET,

#4 rraveN ]
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B - rx—zovncomsnTozE

FIE

ATv 1
ATvT72
ATv73
ATv74

ATy TH
ATvT6
ATy 717

[T/34 X (Devices) ]>[VPN]>[H4 & (Siteto Site) JZ#R L £,

[+% A FEVPN (+Site To Site VPN) 1 %27 U v 7 LE79,

[ FAR P4 (Topology Name) ] 7 4 —/L KiZ, VPN hARu PO4HTE2 AN LET,

[V— FX—2Z (VTI) (Route Based (VTI)) | ZZ=IN L, ROWVWTINNEFEITLET,
3wy hU—2 hARa YL LTIARA Y RV —KA >k (PointtoPoint) [ZEINL F9, /L—
FR_R—=ZD [RA LV RV —RA LN MRBYOT RBRA V MNERETHITIE, A
Y —=RA U h FARRYDOZY RRA L FOFRE (353—) 2L TIIZEN,

c Xy hI—27 hARu Y& LT[/ T RKAKR—7 (HubandSpoke) |Z&EIRL F9, /L—
FR—=2D [NTTURAR—27 ] vRaIYOxy RBRA v NERETHITIE, AT T
RAR—=Z7 bR POy RRA v hORE 383—V) 2R LTLLIEEN,

IKEN—T g v ERELET,

[Z> RAA >~ (Endpoints) | # 7 %227 Vw27 LET,

[/~7 /7 — K (HubNodes) ]» F T, ROFINEZFITLET,

a) [BM (Add) |+ %27 Vv 7 LTATZEMLET,

b) [T/ A (Device) | Ka v 7 X7 A RNNOANAT 1 ZIEBRLET,

o) [FAFTIvIRBLIURILA VA —T x4 X (Dynamic Virtual Tunnel Interface) ] K& >
THEG YARNNLHEATI v I VT ZHET S0, B (Add) [+%227 Y v 7 LTH
LWHAF Iy VILZBEMLET,

N—=T R I LA BE—T o ANHE A =T =2 ADEHAIP 2R ETHEE2E
oL £,

d F7varv) ZURRA L FT AL AN NAT TAA ZADOERICHDHHEEE. [Frrxr
EEICIPIL T T A ~X— K~ TF (Tunnel Source IP is Private) | F =7 Ry 7 A& AL
T, [FoRNEETLD/ YT U » ZIPT KL A (Tunnel Source Public IP Address) | 7 4 —/V
RCTRUFLVEEITDOIP T RLAZZRELET,
e) [Vv—7 4 7RV — (RoutingPolicy) 127 U7 LT, "NTDN—FT 4 TR —
ZRELEY, BGP 2 L TERILV—T 4 v T 2RETE £
f) [FAMIEXE (Advance Settings) | B L ET, N7 OROFEMERE LR L T, By —
T4 T DR NG EIEHCEDIKE2V—T 4 VT EANCTHZ LN TEET,
« (ATvay) [ETIRIE bAoA v F—T A AIPZ AR (Send Virtual Tunnel
Interface IP to the peers) | F = v 7Ry 7 A4 12 LET,

cNTD[ET NG DERFIKEV2L— F & FFA[T 2% (Allow incoming IKEv2 routes from the
peers) | F vV Ry 7 AeA N LT, AR—I DD —KEFAL, L—T 4
VTN ERHLET,

o [BEi ¥ A4 7 (Connection Type) ] TlE Fu v 7 Z o U X i [RHRA (
Bidirectional) | Zi®R L ¥,

Il 1 rRAVPN
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ATvT8

ATvT9

JL— ER—Z D VPN TOEHNTDHRE .

g) [OK]%27YUvr LET,

[AAR—2 7 — K (Spoke Nodes) ] D F T, IROFIAEZETLET,

a) [EM (Add) 1+%227 Vv 7 LTAKR—Z ZBMLET,

b) [T/31 A (Device) | Ky 7 X7 A RNNLAR—7 1 Z#FIRLET,

o) [REATa4vIRBERILAVA—T AR (Static Virtual Tunnel Interface) ] K=z >~
A7) A RN AR—=T DAZT 47 VILE LTSVILL 28R4 55, A (Add) ]
+ &5 7V 7 LTHLWRAEZT 4 v 7 VIL ZBIMLET,

SVTI-1 @ b RVEEITLE LTHMNIA v ¥ — T = A A%EIRLET, SVTL-1 O kb
IPIZHBASISNET, TOIPT FLAR, WiHFO MR YO TR TAR—2 11Txt
LT—EBTHDZEEMBLTIEEN,

d) [FEMEE (Advance Settings) ] Z BB L £, B —F ¢ v 7 &M LARAVEAIEL, =
NHDOBREEIT>T, AR—IDIKER V—T 4 VTGN DHZENTEET,

[ETITHAE F o Rr A ¥ —T = A AIP%E%[E (Send Virtual Tunnel Interface IP to the
peers) | F =y VAR y 7 A%A NI LT, VIIIP 7 RLAZET T3 AZEFELE
7

« [ET B DFERFIKEV2L— R ZFFA[4 % (Allow incoming IKEv2 routes from the peers) ]
Fry IRy 7 AA LT, BT 0B OFH{E IKE2 b— hZFF LET,

o [Bkt ¥ A 7" (Connection Type) | TIE K v 7H T U X Kok (M (
Bidirectional) ] Z3#{R L £7,

e) [OK]%#27 VU wvZ7 LET,
f) FlAESa~5e ZEVIKLT, AR—72%EMLET, SVII-l ZAR—T 2DAZT £
7 VTL & LTRELET,

MBI CCTIKE B LWV IPSec /NT A =X EZFRET D), T 74/ MiZEFEALE T,

RDERY
1. "72, ZAR—27 1, BIOAR—=I7 2ZMFEHLTrREY 2 2% ELET,

SVTIR2ZAR—T 1 DAZT 4 v 7 VIIE LTEREL., SVTI2EZAR—=T2DARAET 4 v
JVTIE LTERELET (EOMEER) . SVII2 D b R ViEE TiXE UV A & —
TxA AL LTLEE N,

2. AR—=7 LI V=T 4 TR —ERELET, FEMICOVWTIX, L— F—2R
VPN TOHEENT DON—T 4 T ORE (46 X—) L TIEIN,

3. BREL P ARNVDODRT—H AR LET, sz TiE, — h_"—2ZX® VPN T
DEBNTREROMER (47 2—) | ZBRLTLIFEN,

#4 rraveN ]
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B . —rr—xvencoEgnTOL—F 1 v DRE

IL—ER—X VPN TOEHNTDIL—T 4 VT DETE

FIRr

ATy T

ATvT2

WOFIETIZ, "NTEAR—=T TEAFTIvIN—T 4 VT HEREL, AR—FTKRY —
NR—AN—TFT VT HFRETDHEICHOWTEHHALET,

1R BRI

Jb— h_R—Z D VPN TOBEENT OHRTE (43 X—) THAINTWALH LI, FERrY 1
LR Y2 ERELET,

BGP 2L CNT DA FI v I N—TFT 4 T HRELET,

a) [T /3 A (Device) |>[7 /A A& H (Device Management) ]>[/L—7 1 >~ (Routing) ]
IR E 7,

b) EORA T, [fEFHE (General Settings) ]>[BGP] Z 3R L £9°,

¢) [BGPOFH%#Mt (EnableBGP) ]| T =v /Ry 7 A% AL T, ASESEZANLET,

BN TD 7 4 — LV FEFRETEET,

d) [FR1F (Save) 127 Vv 7 LET,
e) ZEMD~A T, [BGP]>[IPv4] Zi&IR L £,
f) [IPvaD 2N (Enable IPv4) | F v/ Ry 7 A% A LET,
g) [~ A /38— (Neighbor) 1# 7% 27 Vw27 L, B (Add) 1227V v 7 LT, RNTA—F%
HELET,
1. [IP7 KL A (IPAddress) |: AR—=Z 1D b FNVA v Z—T 2 AIPT FL A% A
HILET,

2. [VUE—MAS (Remote AS) ]: AKR—7 1 ® AS FE 7,
3. [7 FLVADAZLE (Enabled Address) | F = 7Ry 7 2%+ LET,
4. [OK]%7Vv7 LET,

FROFMEZEEVIRL T, AR—27 2234 3—L LTEMLET,

h) [fR7F (Save) |27 VU2 LET,
i)y [r>y hU—72 (Networks) [#7 %27 Uv 7 L, B (Add) 1227V 27 LT, "NTDH
BIZHDRY NT—T HETICT RREZA A LET,

BGP #H LT, AR—I DEAFI v I N—TFT 4 TEFRELET,
AR—2 @ BGP iR E L. IROMEREZFRVNT/ANT D BGP RE L LI TWET,

c NTLENT2EBMIFDAR—T DRAN—L LTHREL, NTDR A B —T
AAIPT RLAZEHLET,

Ry M=V EBRETDHELEZF, FAR—IOERICHLIR Yy MU —7 2L ET,

Il 1 rRAVPN
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r—r_—z0 veN comsnTERoER |

RATFYT3 AR—TTRY I —R—A )V —F 4 T EHFHELET,

a) LMD~ A T, [RY P —_X—=21—7 17 (Policy Based Routing) | ZER L, [HEMN
(Add) 1227V >y 27 LET,

b) Fey X URXENE[AJIA ¥ —7 A A (Ingress Interface) | BN L F 7,

c) [BM (Add) 1#7VU w27 LT, —HACLZHELET,

ezt AR—7 1 0OHAE, EHETHRY FU—2713192.168.20.024 T, $6dexky h U —
713 192.168.10.0/24 T4,

d) [38J (Sendto) ] Ru w7 X T UR NG [HHA ¥ —7 AR (Egress Interfaces) ]
ZIEIR L7,
e) [ ¥ —7=A ADNEFAHT (Interface Ordering) | Ku w7 X w7 U A Mo b [JIEfF
(Order) | Z@EINL E9,
) A H =72 A AL LTSVIL A X —T 2 A AL SVTI2 A ¥ —7 = A R%&EIR
LET,
g) [fRfF (Save) &2V v 27 LET,

NTHa—RKNRNFG o I RTE L TCHERT 55681, ECMP 2% ETH2L4ENH Y 77,
ATy T T L AR=TITHREERERLET,

RDBRY
REEL N FRNVDAT —H AEERLET, FEMIOVWTIEL, [b— FX—2D VPN TOH
BANTHREROMER (47 2—) | #BRLTIEEN,
IL— ER—Z D VPN TOEH/\THERDOHER
BENTHERE N RVDAT — X A BT A%, ROFIREZETLET,
R, Xy v aBR— R T RAVAT—H A %R LET,

oA MHBER L v 2R — Ko7y h L=V 2HEHLT, T 740 v 7 DOFBIREN
7oA (NT 1L ETFANT2) 2R LET,

e LU RIRA L R EITRD show 2~ RZHHA LT, MR AR L £,
* show run route-map
+ show run access-list
* show route-map

» show route

I #4 rraveN ]
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NPT ITN R RILEN LIRS T4 v I DIL—

Ta4T

Secure Firewall Threat Defense 13

JL— F_X—2 (VTI) VPN DX 7 7 7 b RIVORER %

YR—brLFET, 7T7A4~IVVTIR T T4 v I EN—T 4 T TE&RWEAE, VPNHROD
ST 4w IFIN Ty FVTIEZ N LT R v 7 EanEd,

WD F VAT 77 v VT b rVERBEATEET,
MG OETICH—ERT N, L —DIEMN Y 7T v TR0 %,

TOBRE. 200MEIA L E—T oA ANRBY, ETD2ODOVIIDO LY —2 L L
THERE L 7,

c —FDETIZDOI, —ER TN, X —DINEMNN I T v TR 5,

TOBE. ETO—FOEIFEFICA Y E—T oA AR I T o TIRHY . O —HFOuT
TR R YV —AALE—T A AN 1D 1THY F4,

FIE

BRIEFIR

B3

1

HEHFHLEHRFHZ MR L ET,

(R Y R S F—T = ADTA RTA b
HIFREIE (28 ~—3)

VTIA v 2 —T = A A&EVERL L ET,

VILA v Z—T7 =4 ZADENM (32 2—3)

[T LVWPN k7R P OFERL (Create
New VPN Topology) ] 7 « ' — F®D
[Z> RARA > FoBEN (Add
Endpoint) | # A 7 1 7R 7 AT,
[Ny 77 7VTIOEN (AddBackup
VTI) %27 Vv 27 LT, EETDZ
NENDONRY I T v T A F—T =
A AT L ET,

cHA R b B YO R
A2 FOBRE (35 2—)

e NT TV RAR—T AR YD RRA v
hORBE (38 =)

N—T 4 TR —a R LET,

o [T/3A A (Devices) ]>[7 /31 AEEE
(Device Management) | Z 4R L, Threat
Defense 7 /3N A ZfmE LE T,

e [V—71>7 (Routing) 127V v/ L%
D

TrIEARay a—LRY L —EFH
}\’:.E_‘Liﬁ—o

«[R YU > — (Policies) 1>[7 7 & Al
(Access Control) ] &R L £7,

Il 1 rRAVPN




| &1 rRAVPN
Ryo Ty IV bR LERLERS 74 vo0n—F125 |

Ny DT TVN U RVEERT 2-0DHA F514 2
s TV AT XY NETOEE, NI T v T A H =T A AD R FIVLY—ZPT K
LAZRIEE L, WHARBET T RAO55% 1P #REE X £,
[BHVPN F AR 1 P OERL (Create New VPN Topology) |V 4 ¥— KD [T KK A > RIP

7 KL A (Endpoint IP Address) | 7 4 —/V R T, Ny 77 v 7ETDOIP T RV RAEIEE
ISCEXE

Create New VPN Topology

Topology Name:*

| VTI_VPN1

) Policy Based (Crypto Map) (® Route Based (VTI)

Network Topology:
Point to Point [g[Vle}Tgle] Spoke‘ Full Mesh
IKE Version:* ] IKEv1 IKEv2

Endpoints IKE IPsec Advanced

Node A

Device:*

‘ Extranet v ‘

Device Name*:

Endpoint IP Address*:

‘ Primary IP*, [Backup Peer IPs] ‘

NI T T A BT =2 RERE LT, V=T 4T VT T4 I ON—F (2
RYV—eT7 782 aryhba—L R —52RELET,

TIAYNVTLE Ny 7Ty T VNTHIEIHEHARE TS, M7 7 4 v 7 id—7 4~
JRY —THREINTZ N NVOHE@ELET, FBMICONTIE, VIIOL—T 1~
TEBLORACHY v—0DE (50 2—) ZZMLTIEE,

e Ny T I VNTIEZHRELTWDLHEAIL, 774~V VITERLUES 2T 40—~
DRy T T T MR BREENTNDZEEHRLET, ACRY v —RX=T DNy
7 VTR EDOREFILELH Y FH A,

NI T T N RINVICAZT 4 v I v— NERETDHIHRIE. NI T v o FiLk
ML RNT 749770 —D7 2—)VA—R"—ZET L7012, BARDHARN) v 7 TR
AT 4y I —bMERELET,

#4 rraveN ]
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B r~—zxo91 rrvPNOS A+ 5 TIOR

JIL— rR—Z2NDY A FEIVPNDS A F I v VTl DETE

Management Center C/L— hX—Z2DH A ~E] VPN DX A F I v 7 VTl & ET HIZIL, RO
FEZF4T L £

FiE BEFIE SHIIER

1 NTNWZHEAFI VI VTIA v Z— |VTIA v Z—T A AZADEM (32 2X—
T A AEERLET, )

2 AR—=DICAET 4 v 7 VNTIA >  |VTIA v Z—T = A ZADEIM (32 ~2—
H—T A A&AERR L ET, )

3 Jb— b R_R—=ZDH A M VPN Z{EK | /L— F_X—2DH A L[] VPN OERL (34
| =3 ~N—=)

4 N—F 4 VTRV =T IR I | ANTTy RAR—T hFEa oy RRA
vha— L RY—ERELET, |V hOEE (38—V)

— N > (] 3

VIIOIL—T 4 T EKLVACK) O—DERTE
W DTNRAATVIIA H =T 24 AL VTL FURILEZRELTEDL, ROLDOERETH
PVERH Y F3,

VII h o %NV EZNLTCT NS ABTVII NI 7 4 v P2 N—T 4 T T DN—T 4 TR
Ji—,

WAL SN N T T4 I EFFAIT LT /A3y hr— L — )L,

VIIDIL—TFT 4 VT HRE

VTI A v H—T =2 A ADFEH, AEZT 4 v I NV— b EIINV—T 772 ha,L (BGP,
EIGRP. OSPF/OSPFv3 72 &) #ETE £,

1. [T/3 A (Devices) ]>[7 /31 A& (Device Management) ] % 3%k L, Firewall Threat
Defense 7 /31 A&t LET,

2. V=747 (Routing) 127V v7 LET,

3. AX¥T v )—L, F72iLBGP, EIGRP, OSPF/OSPFv3 Z#% T L £,

Il 1 rRAVPN
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Mon—7+¢o5s8vac Ky —nEE [

N—Ta25

INTGA—4H

FHRTEEHR

Static Route

A EF—T AR
(Interface) ]: VTL A > & —
T A AEBEBRLET, Ny
TT TRV DEER,

NPT T NTLA o H—

T A AERLET,

c[EBIN LRy NU—7
(Selected Network) ]: U E—
FETORESNTZR Y b
I—7,

[F—FUxA (Gateway) ]:
VE—KETD R RLA
H—TxA ADIPT FL A,
Ny I T T N FIVOLE
3. VE—HMET DNy 7

T R H—T =
A AZADIPT FLAZEIN L E
7

[AFVU>Z (Metrick) ] :
N0 T 97 N DFE
X, BA AN v BRE
LT, Ny T vF hrri
ERNLE T 74w 70—
DTz =)V —/N—Z LB L
£,

ART 47 b— hDiB
n
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B oL/ ossvacky v —omE

#4 FRIVPN |

N—Ta25

INTA—4H

FHRTEEHR

BGP

o [—#%EE (General Settings) ]
>[BGP] T, BGP AT

L. B—ALT 31 ZD AS
FrwfEELT, L—XID%
BMLEY (FF) (Manual) ]
FEIRLIZGE)

« [BGP] C. IPv4/IPv6 %A%
LT, [*A 73— (Neighbor) ]
BT TCHRAN—GHELE
R

«[IP7 KL 2 (IP
Address) ]: VE—hET
DOVTIA L Z—T A A
IPT RLA, NI T v
T RURVOEEIE Y
FT—hET ORI T
TINTIA B —T = A A
DIPT FLAEER L7
XA N—=ZBMLET,

+[VE— FAS (Remote
AS) 1: VE—FETD
AS T,

o [FE2AT (Redistribution) ] #
TEI7 U7 L, [V—AT R
I =2/L (Source Protocol) ] %
[Pl 7~ (Connected) ] & L
TER L, BERLHHL— FD
Ml E AN L ET,

BGP O E

Il 1 rRAVPN
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| &+ tRIVeN

Mon—7+¢o5s8vac Ky —nEE [

N—Ta25

INTGA—4H

FHRTEEHR

EIGRP

«EIGRP Z A%hc L, v—H/L
TN, AD AS FEFHFRE L
T. EIGRP V—F 4 77 n
vRIZEZMT HHRy NT—7
FIATRA N EEIRL £97,
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o« T—T T, RV —_"=ZAD VPN BIL ORI T v VTI DNy I T v~ v
BT AIEHRITE RSN E T A,

« VT RAABBMDEE, T NTIE, TA VI EZDEFFI TNAEA LT —F TIIERE
NFEFA, VPNRERENZEEITHFEELTCWET 4 L7 ZIEROBBRFREINET,
TAVIAEFL, BERIC N RVAMDPEERENZBICOBRT =T VI KM ENE
‘j‘o

Y4 FEVPNERSY v o akh—

[#%ZE (Overview) 1>[4 v a7R— K (Dashboards) ]>[#4 FREIVPN (Site to Site VPN) ]
ZBIRL TH A MHEHRY v v a R — FEHEET,

PA FEVPNEH S v v 2R — RiZid, A MEH VPN P RVDRDY 4 P =y FHRERS
NEJ,

« FURILAT—AR R (Tunnel Status) : Firewall Management Center % /] L TEE/E S 172
B4 FE VPN (Umbrella HD SASE b > R ZEETe) O R FRNAVAT—HAD Y A R )UR
INDHT—T I,

o FURIILER (Tunnel Summary) @ N RNV AT—H AREFF SN K—F Y 7T 7,
- MRAY (Topology) : hAEUBNCBERK S F RV AT—H ,

VPN o RILDAT—R R
P MRS > v 2R — RiZid, IROIKEEIZH D VPN b rbD Y A MPRRRINET,

«JETFTH T 47 (lnactive) : T _XTDIPSec F > FNANE T L TWAHIES, RN —_—

A (BF~y =) VPN Fo RWVIHT 7T 47 TT, RNV TREE-ITHE
Wl BT ARIENRAE LTSS, VIIBEXWUSASE hAR Y VPN o viiZd v LE
j‘o

« 74974 7 (Active) : Firewall Management Center Ci%, &R VU > —X—2DH A K] VPN
£, VPN FARRIIZEH D Y THNLIKER Y > —8B LW Psec 7' 1 AR — P /LT HADWTER
ESIVET, EBH%IC Firewall Management Center 38 b & RV A BB T 25 T 7 ¢4 v 7
%ﬁ%#ék\ﬁ9y~N—X@wwby*wHT&%47ﬁ*’@Di¢ KEFV
FE, Dle< &b 12D IPsec b 2 FVDBEBIRAEIZ 72 - 725 B O A BREIRERIC 72 D
ESC RN

JL— h_—Z2D VPN (VTI) BLSASE FARBEYDVPN RV TiE, AR NTF 7 1 v
INT 7T 4 TIRETHLIVNEITIHY A, ZNHIE, =T —R L CTHREBIVERS
nNadE TIT 4 TIREIZRY F£9,

cFTH T4 TTF—4%L (NoActiveData) : RYU I —_—2D F o RILEBLINSASE MR
7Y VPN bR id, PR ERIBTD T T 4 v 7 a =N CRETHE T,
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TIT 47T =2 LIREOE LRV ET, T/ T 47T —F72 LIRKEETIL, BB A
TS5 —OHABRY I —_R—2Z2BLUOL— FR—Z VPN DY 2 N FERINLET,

Firewall Management Center TD b U R A T—F2 XICET L EELTESIE

» Firewall Management Center C® VPN A 7 — & AT A X h_X—ZX T, Firewall Management
CenterlI A7 — X ZADOEFZM L £, EDTD, ¥ v 27— R &Firewall Threat
Defense C h RNV AT —ZAN—FLBRWGEERHV ET, ELWAT—FZ XX [h
KV AT —4Z A (Tunnel Status) ]V 4 ¥ = h® [CLIOFA (CLI Details) ] % 7 THR
TEET,

» Firewall Threat Defense?’ & 7 > % U Firewall Threat DefenselZ A A » FA— "—F 2 L |
Firewall Management Center & Firewall Threat Defense T VPN k> RV D AT —Z A Z—EH
BELET, T M ARTTA VT AL RAZRD & IELW R USRIV AT —F ZARER
SNET,

« Firewall Management Center(X, 7 /N1 A D FEEI%, 7.3 X U #iOFirewall Threat Defense7
INAAD R RNV AT —H A% FH LEH A, vpn-sessiondb logoff index =~ > K% i H
LTChorxnafEil L, "7y hhL—FE2HHAL TR RV ZEENTH 2 & AHELEL E
j—O

Tunnel Status

ZOT—7 ML, Firewall Management CenterZ {8 ] L Ca&iE S/ ¥ 1 i VPN (SASE b
ARV VPN ZETe) ODURAMPRINET, PRI RAD— Y VEGDET [FR
(View) 1 (@) %27V v r325L, FRu BT 2ROFMERNSERINET,

o[ (General) 1:IP7 RLARA v B —T = A A4 Y, 7 — FICET 5 EEMEHRNR
RENET,

« [CLIOFAM (CLI Details) ]: kD~ RO CLI HANFRENET,

« show crypto ipsec sa peer <node A/B_ip_address> : /— K A &/ — K B OITHEE S
7= IPSec SA N FR SN ET,

« show vpn-sessiondb 121 filter ipaddress <node A/B_ip_address> : VPN & v o 3 T
DIERPERINET,
T AT Ry bTAL ADYE, avy M IR RS EE A,

s [/37 > b b L—+ (Packet Tracer) ]: /X7 > k b L—H%%4EH LT, &ZBIH#E VPN k>
FND T TNY a—T 4 TEATOET,

Packet Tracer

Ry h R L—HE2fHT S & 2 D0 Threat Defense 7734 A D VPN h > /LD 57 )L
Va—T AU TEITOZENTEET, T/ A A LT /31 A B DB D VPN ke 1 Bk e
MEIPET =y 7 TEET, ZOYV—ILE, Xy hET AL RHEAL, AJIR— 1D
HAR—F~D 7y hT7a—%BfCEEd, ZoV—Wd, R#EShL 3y hU—7 L L
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BIZT A ADATIA VB —T = A RAuFE LT-14,
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Ko7 4w 7%V Ialb—FLET, /N

oy b hb—YTiH, 7o —BIXOWL—T 4Ny T v ACL, 71 koA LAY
g, NAT, QoS EDEY 2 — /WIS LT 7y M FHi S Ed,

[ 1: Packet Tracer

General CLI Details Packet Tracer
S ————
SELECT TRACE
= e INTERNET e -
= nliiiiﬂ GE%FH )
o L C=p =

ZOY—=E, TRA AT LI, BRI —REEFSMNL—RAEZEITLEST Xy MIE
HFENTZVPN 774 v 7 L THROAET) . T ADATIAR—F A — FORT
AODHEIRD N L—AEFITTEZET, OB A T v a v BLOEEF T varv w7y

7 LT,
M—=2Z2ETTD L YV —iE ROMEFT,

1.
2.
3.
4.

ML= A GNETITEDICLET,

ML= A ZEFICETLET,
A DI Z L b L—2A,

B DG FL—2A,

B DiF 5L F L— A,

A DEG FL—2A,

FL—ZANFETLIEL, BEV2—LORREEL FL—ADH N 2R R TEET,

)

GE)

Jb— F_X—2 (VTIX—2Z) O VPN DEE ML —R3FETTEETA,

Ny b b= FTT I, ROFNEICHENET,

1.

AR E 2 &7 % (SeeDetailedConfig) 1427 U v 7 LT, VPNA V' F—T = A A4,
VPNA Vo Z—T =24 ADIPT RVA, VIIA v X —T =A A%, BLOVITIA ¥ —7 =
AADIPT FLAZFIRLET,

(EE) [Fu bz (Protocol) | Rey X o UXA b7 e haLz@ERLET,
[ICMP/8/0], [TCP]. F7-1%[UDP] &R CTX £,

[ICMP/8/0] 73T 7 4 /v b DA T 2 T3, [ICMP/8/0] ZiBIRT 55A X, 8 N a—H
ROICMP # A 7% L, 0 ICMP 22— R& /R LE9, [TCP] £7-1% [UDP] % &7 %
Baid, 555 — K (DestinationPort) | K2y 720 U 2 R BEasER— M &3 R L E
T, FRETE DAL 0 ~ 65535 T,
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3. [ANJA v #—7 x4 A (Ingresslnterface) | v XU R Nnpb, Ny e hb—
AT DHMITDTNAADANIA B2 —T 2 A ZA%EFRLET, ~F v b MLr—HiF L—
TRy A B =T 2 AP R—=FLTOEFA,

4., [R#ESNT=F Y hT—27 DIPT KL A (Protected Network IP Address) ] 7 1 —/L KiZ, A
AL =T oA RALRE Y TRy EDBEDIPT RLAZ AN LET,

5. [47<hL—A (TraceNow) %7V v 7 LET,

N—2ZBMETHE, EVa2— VT LI ML —ARRA LN E I DERRTEET,
RN ME T L TWAEA, NAIIRETERRINET, b RADBERREDY;
B, RNAFFROATERENET, FURARE T LTS EAIE. [FhL—2
(Re-trace) 1227 Vv 7 LTY—/VEHITLET, B~y 7 —2D VPN D4,
KRN T T 4w TN, PURABRHET I T 4T DL EIL, HAD b L —ANRFREGIT 72
HAREMENH D £9, [FF L —A (Retrace) |7 Vv 27 LTCHhL—REHETLTLLE
AN

2: FL—ADRB LIz D/ry b b L—Y

A: B: >4
General CLI Details Packet Tracer
SELECT TRACE
B B @
ERNE
(| @R = & [
© - - - B =
Ir
Node A Traces e Node B Traces 8
> A:In — Out > B (Decrypted): Out — In
> A (Decrypted): In < Out > B: Out — In

IHVRESHRYR/ —F 12D/ — K& ATy hELTHEHLTVPN b gL
v b M —2AZBTEET, TI/ANTIXY N —ROGH, AN F—T =4 X%
Ry bixcxEdi, X7y b hL—20K Y OFAZFALCTT, =7 A 7%y MIIT
ML—REFEITTHI LT TEERA,

ez V= FAPNERINTEBHTHY, /J—FBRTZIARTIXRy FThHLILHE
I ROFNEICHENE T,

. /%‘ I\‘A @j\jj/]) V§7*‘71*‘X%§}ﬁﬁbij—o
«/—FAL/—FBORESNIERY N7 ZRELET,

[5FT < hL—R (TraceNow) %7 Vv 7 LET, FL—RE, /—FKBTlde<, /—
RAIZOWTERREINET,
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BET— 2 EH

T—TIVHNOH A N VPN 7T — X [XEMMICEF SN ET, VPNE=X U 7T —X DHEH
Rl 24 E OIS CRET D0y, HEIT — X HHa A4 7I0THZ N TEET,

BHERO Ny 7200 2s ) vy 7 LT, T—7ARNDOT —Z OFEFIAEH T 2 2 2R
Lij—o

B FURLT—EDEH

X | Apply Refresh every | 15 minutes v‘ 11

5 minutes

10 minutes

30 minutes

[—FEE1E (Pause) 127 YV v 7358, BERIZTHBT -2 EFziFIb T3, MUARY
YEIV I HE FORANT ORI EHERTEET,

4: EHNG T2 BHO—KEIL

Apply Refresh every | 15 minutes I 1

Y4 FEVVPNE=ZZ YO TT—2D T4 ILAREBE LYY —+

VPNE=H ) U T T —TNDT—H%, hARuY, T4 A, BIOAT—HATT 4 VHFML
HLTCERRTEET,

e 2 FED PR TE Y RIBIZHD h ANV EFIRTEET,

TUNBNERR S 7 ZANE T ) v 7 LT T AN ERRIRL, 7 4 VAT AEEZEEL
F7,
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5: NORIILT—EADT 4 I)LANE

Topology

Status

BED 7 4 VFBIEREIZ LD | BRCESNTT —F 2R R TE £,

T2l 2T, BERIEL X7 L RRED R U R VDB EFER L, AFIRRED F LA RS K
INTIBIRTX E9,

6:61 : FURILT—EDT 1 IILZNE

¥ Status lnactive X NoActive Datax X  Topology SJC-BOS-1x X X m C

Tunnel Summary

T—ADY—k  HZLIZT—2%Y— 512 VoRHLEZ Y v 7 LET,
EENE YD

B A R VPN IZOWT (1 2—)

AR RV A B —T =2 A AZOWNWT (23 _—)

Y1 & VPN O &

T RE =/ =/ FEE

Firewall Firewall

Management | Threat

Center Defense
Umbrella SASE v |7.3 Eoy=x Umbrella SASE FAR 1 P& #%%E L. Threat Defense /XA A & Umbrella
DX (Any) DN IPsec IKEV2 b RV A RBATE E£4, 2O horxud, A&

F—=Fy MZAPITXTD N T T 4 v 7 &, ELTANZ ) T
D722 Umbrella Secure Internet Gateway (SIG) Z#ak L £,

TAF I 7|73 & HAAF I v 7 VIIEERL, TNEHERALT, NT T RAR—7 K
INA B =T A A (Any) Ae P Th— hb_R—=2DOY% A MNE] VPN ZZETE E7,
DO R— |k
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HEEE =/ =/ B30
Firewall Firewall
Management | Threat
Center Defense
VTI ® EIGRP IPv4 ¥ |7.3 £& ARAT 4TI BILOEAFI v VILA » F—7 =A AL, EIGRP
A—h (Any) IPv4 V—7 477 v harzdrR—hrLTWnET,
VTI @ OSPEv2/v3 7.3 & AAT 4 I BIOFAFTI v I VTIA F—T = A A%, OSPFv2/~3
IPv4/v6 YA — k (Any) IPvalN6 V—T 4 77 a hajnzdaiR— KL TWET,
+4 M VPN B 7.3 TE PA R VPN E=Z YL T Xy aRlR— ROy h hL—H Y —
Xy adh— RO (Any) VM LT, Threat Defense VPN b XV D N T TNV a—T
ok L—H THEATVET,
TR/ AR S -
[#Z (Overview) ]>[# v a7R— F (Dashboards) ]>[#Lm=f& VPN
(Site to Site VPN) ]

YE— 77 EAVPN|7.3 £E JE— T V7EAVPNA v aPRlR—REHEHLT, 4 X LOT
By aih— K (Any) T4 T RI)VE— T Z7EBAVPNE Y 9 6D TSR A LT —
HrE=H—LFT,

HIR/ETE S -

[BIZE (Overview) 1>[4 v > a7R— F (Dashboards) ]> [#LmfEVPN
(Site to Site VPN) ][ E— bk 72 X VPN (Remote Access VPN) ]
IPSec 7a—DO A7 7.2 =y Cisco Secure Firewall 3100 TiX., IPsec 7u—|X7 7 4/ N A7 —
o— R (Any) FEET, Psech A M VPNELIZVE—FT 7 EAVPNEF =2
V74 7Y rxm—3 3 (SA) DI ER ., IPsec #ktliX T /31 2D
T4 =N R T T I<xT N =k T LA (FPGA) IZF 7 r— N3
LI, TNAADNRT p—~ 2 ANMHELET,
FlexConfig & flow-offload-ipsec =~ > FZfiH L TR EZ AT TE £
—a—o
P4 R VPN 7 41 |71 =Y TR aryra— L RY)—%2FHLTYHA FE VPN T 7 4 v
o (Any) 7 EHETE £,
g—HnhrxAID |71 & YA FE VPN DEZ 2 RARA » MZHOWT, ET7 L2580
DHFR— K (Any) oV ID AR ETEET,
BEHODOIKERY > —n |71 5= TV RARA U P EICEBOIKEVI BEWIKEV R —F TPy
PR— k (Any) MEBMNTEET,
P FE VPN B |71 & P4 FE VPNER A v v 2R —F&E2FH LT, ¥4 FE VPN ko ®
v aR—R (Any) IWDAT =B AL RRBLOEMRLET,
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-1 =/ =/ EE2
Firewall Firewall
Management | Threat
Center Defense
o= FR_R—=2DH% A |70 T RN ZNVA B —T 2 A AT 59 A M VPN 23 ET 5
il VPN [\ /N> 7 (Any) A, NNy 7T I VT Z#RIRTEET, Nv o T v
7 v TR kv VTI Z$8ET 25 LB INGEonNd =0, 774~ VRN L T L
A H—T AR THETO NNy 77y TH Ik L CTHREL 3, 2& T, 7T
(VTD A< IVNTI2H DL —ERTaNf Z—Dx RKRA > MO L.
Ry 7T v IVTIEZHOY — AT a M X —Dx RRA v M
CTExET,
RA Y N —RA > MERID VPN X A 7L LT [Jb— h_— 2
(Route-Based) ] #iEIRT 52 & T, ¥+ FMEHVPND 1 #— FIT Ay
77 v VNTI ZBINT& E7,
VTI O¥% A 2 — |70 A=Y VTI DI KE DR — 3, WA X —T = A AHT=0 100 5T
7 A AHTZY 100 /> (Any) WA ABT=D 1024 VITIZHEIR S LE LTz,
HT A AT 0 1024
W25k
IPv6 D H7R— K 7.0 EN=Y IPv6 7 RLUARFRE SN VTIZHETEET, M RAOEETLE
(Any) LB LTHR— b ENDDIE, Y IPV6 7 F L AT

25, VTI T IPv6 BGP IXH A — h S TWER A,
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-1 =/
Firewall
Management
Center

=/
Firewall
Threat
Defense

Ed 0]

FIOKF S OHIER & BELL 6.7

VL

LRMEDIRNKE 5OV R — P KBRS L E L7z, VPNASIE L < HRET
5 & 912, Firewall Threat Defense 6.70 (27 v 7' 7' L— K3 B HilZ, ¥
R—h&N2 DHB LU ELT /LT Y XA VPN iR EE HHT 5
TLEHERLET,

Firewall Threat Defense 6.70 CTHHR— FZNTWNEHHDE—HTH LD
IZIKE 7B AR—H /& IPSec R v —%HH LT D, REDEL%
R L ET,

DM DIKRE 51X, Firewall Threat Defense 6.70 LARE TILEIBR £
7RSS E LT,

« Diffie-Hellman %' )L— 7 5 /% IKEv] TIZBEIE &4, IKEv2 TIEH!
REnE L=

« Diffie-Hellman 7 /v — 7" 2 B L O 24 [FHIBR S E LTz,

+BEE1b7I)LT) XL : 3DES. AES-GMAC. AES-GMAC-192,
AES-GMAC-256 IFHIBR &N FE LT,

GE)
DES I%. #fiE— N, 713805 b ol L 27—
SV —P—DEwIcHR— S E T,

NULL (X IKEV2 AR U o —TIIHIBR S E 3235, IKEvl & IKEv2
WG DIPsec hT AT xF—bEy hTHAR—FINET,

@) RRI VAR — b 6.7

(R %R

BAFIv 7 UN=ZAN—h V=7 a it IKE2 X—2AD
IR B~ v 7T AR— P SRET

P A VPN D3y 6.6
IT7 v TET

&
(Any)

Firewall Management Center Z i L T, A M VPN #&ei2/3 > 7
TyTETEBNTEET, HEZIE 2200 ISP BHILHAE. &
WD ISP ~DFEEHENMEH TE R e o T2 GHBIC, Ny 77 w7 ISP I
T =)A= —F 25 L O VPN i 2 ik ETE £,

BRUER S~ —2

[T/34 R (Devices) ]>[VPN]>[H4 k& (SitetoSite) ], &A1 >k
Y —iRA v NEZIIANT T RAKR—2 O FTD VPN bR % B0
FLEREL Ty RRA Vv F2BINT 2854, [IP7 KL (IP
Address) 1 7 4 —/V RTH U ~XEIY DNy 7T FET IRHYR— kK
INET,
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