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b) HRAFIEELRRY FT—I B VPNT RL A F—L Ry hU—27 28R L, [KET% v b
7 — 7 1ZBA0 (Add to Source Networks) [ %#727 U w27 L&,

ZOMDMERT 7 AHIEL— L2 E LT HEEM (Add) 1227V v 7 LET,

V=TI A ay ba—L R U= RIELET,

(=) NAT RPRDHRTE

NAT SbRZHEHT D L. 7 RURAIEBRN SR S, BREADOHRANE Y E—F KA R
DOl STIMREES TR A N E OB AR TE X122V ET, 74T T 47 4 NAT &
RIS, FFEDA H—T =2 A ATHA MNOEBRZHIRT 2D TIERL, TXTHOA ¥ —
T A AEREHT DEERIC NAT GRE2 AT 208N H D £9°, 72720, NAT @pRCIlIAEH
KBEDEBEDOT FLARRET DL XIZEEOT FLABLUOSEET RLAZIEETE £
(RYUT—NAT LHL) . 778 A VA NDR—= 2BETIHINE, AT 497 TAT
T 47 4 NAT ZfEfH L E 7,

UE—hT 7 BAEIEYA N VPN OFHT AT 27 47 4 NAT i &9 8541, L—
My 27T AT a A LTNAT ZRETODHLENRHY E, Vv— Ly I T 7
N7 GA . Firewall Threat Defense i, /v—7 (4 > 7 T—T7 LV ONFIZERR <. NAT =2+
VRTHRESNTA LV E—T A AND N7 7 4 v 7 &2EELET, 72L& X1E. Firewall Threat
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FIE

ATy

ATy T2

ATvT3
ATy T4
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) nateirome I

Defense CTDHCP A2 —7 D K77 4 v 7 HilolcA V¥ —T 2 A ARBATEEFE LARNVI DI
LET, T 740 I MA L H—T=2AADIPT RLVAIZEDZ EiEH Y A, L— Ly

T T F T g s EFEHAT S L, Firewall ThreatDefense (X, | > % —7 = A A& &FIC

AV B =T 2 A ADIPT RLVAETHESENT 7 4 v 7 OFEEBIOEZ N HETT, VPN 7
FTAT LV IMPOENERY NU—7 EOFRA MDD NI T 4 v I DBE. V= vy 7T v

F T arBnhoTHELWHAA X —T7 =4 A (W) IZR2D720, BHEDONT 7 4 v
0 —|IEEEZITET A,

1R BHEIIZ

VE—h 77 AVPNRY —REHINTNWEX—F v b T8 ZIZNAT BRRESINT
WAENEIDEFERLET, NATBH —7 v b T, ZATHDI 72> TV DA, NAT R
V—%EHZELTCVPN T 7 4 v 7 BRBRIMNITHIXLERNLY £,

Secure Firewall Management Center ® Web A > % —7 = A AT, [T /31 A (Devices) ]>[NAT]
7 Vv LET,

B9 2 NAT AR U 2 —Z38IRF 570, KL LAY &— (NewPolicy) > [FBO6T RNAT
(Threat Defense NAT) 127 U w7 L, T XTDOA U F—T = A A~OERZFF A 5 NAT

=L EET NAT R Y S —Z B L £,

v— DB (AddRule) 1 %7 U v 27 LTNAT L—/L&BIIL £7,

[NAT /L—/LDiEM (AddNATRule) ] 7V ¢ > RV T, RERIRLET,

a) [NAT /L—/L (NAT Rule) ]!Z [F-#) NAT /L'—/° (Manual NAT Rule) ] Z#R L £,

b) [#A 7 (Type) 1IZ[AZT 1 v 7 (Static) | Z#INLET,

) (M Z—TxAAFT7Y =7 I (Interface Objects) | %27V v 7 L, BEILEsEEDA

H—=T 2 AFT T2l BN L £,

GE)
TDAVE—T A RAFTT 27 M, VE—F T 7 EAVPNARY O—TBIR LA & —
TxAAELERUTHALENDY £7,

FHEAZOWTIEL, VE—RMTZ7EBAVPNDOT V7 BA L H—T 2 ADKE (52 2—)
R L TLZE 0N,

a) [£#t (Translation) | %27 V27 L, #EILEHWEDOR Y NT—7 ZRIRLET,
s [JEDE(ETE (Original Source) |35 XUV [ H#iE %415 7C (Translated Source) ]

* [JED%E5E (Original Destination) |35 X O [ #ai5 A %64 (Translated Destination) ]

[ (Advanced) |# 7 C[BEdiA v X —7 A AT X ARP 2 L72\ (Donotproxy
ARP on Destination interface) ] #3&R L £,

BidfeA v H—T7 A ATTFrH ARP ZfiH L7210 (Do not proxy ARP on Destination
Interface) ]: ¥ v BT IPT RLANDERE Ty FOTF XL ARP Z#EHICLET, v v

YE—F 7Y EXVPN .
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FIE

ATy I

ATy T2

YE—F 72 EZVPN |

BT, —=T 2 A AR LAY N EOT RVRAEFERA LSS, VAT AT 2%
VARPEZMEAL T~y BV T FLADTRTDARPERIZIGETHZ LT, ~v I T
RUAZSHETD N T 74 v 7 Z2MRITZELET, ZOHETIEH, T/ ANRZDMDOF v
NI —T D= U= THDIULENRNZD, V—T ¢ T REE LS ET, LEIZGT
T7RFUARP ZHHCTH L TEET, TG, Ty 7 AN —LA L—X T
J— FDFESERICRE SN TV TEe ) /A,

[OK]Z27 VU w7 LET,

YUE— | 727 & A VPN 2 HJ 5121, Firewall Threat Defense D47 234 A TCDNS Z3%7E L
F9, DNSB7eW & T3 AL AAA Y —3—4 A& URL, FQDN £7213HK A M4 %
o CAV—N—% L TExEHA, IPT FLADOREREITXET,

DNS %—N—DFffl e RAAL Ny I T v T A E—T oA A% [TT N7+ —LRE
(Platform Settings) ] ZfEMH L TRE L £7, #HEMIZ OV TiZ, DNSI LUDNS #—/ 7 /L—
TEBRLTLLEE W,

VNP > b U — 727 #H T DNS — —[CHEFRERGAIL. VE— K~ 727 EA VPN F 3
NENLTDNS 77 4 w7 BHFFaTH20DAT Y v b b E I —7 K —(l#&
FELET, GOV TIE, =T RV —F TV x27 FORE] 2BRL TSN,

Secure Client 7 A7 7 A4 JLXML 7 7 14 JLMD3EM

Secure Client 7' 11 7 7 A /L 1%, HERR/NT A —2 DT N—T"T, BECRROREILT T7A4 T
FCHEASNDXMLY 7 A VAICRIFENE T, ZRHO/RTA—=F (XMLFZ) 1ZiF, 7
AharCa—HO4HIET LA, BEXOBMOZ T4 7 v MERERNCT DRENE E
nTHnET,

Secure Client 7’12 7 7 A /L (X, Secure Client ¥ 7 h 7 =7 Xv r—YO—#E L TRELEI NS
GUIR—ZDFHEY —/L T 5 Secure Client 712 7 7 A )L =F ¢ X 2 L TIERRTE £7°,
Z AU, Firewall Management Center DA77 6 FEITT HMNL L7270 77 5 TT, Secure Client
TuT7 AN T 4 X OFEMIZ OV TIL, Cisco Secure Client (AnyConnect % & d¢) EEEH A
A R [EEE] 2R LT Z30,

1R BHHIIZ

Secure Firewall Threat Defense J E— F 7 72X VPN R U > —DFH, VPN 7 T4 T7 2 MZ
Secure Client 7’2 7 7 A )L ZE|V U CHVENHLV ET, 7747 v T 77 A /WE 70—
TR =BT S E T,
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Secure Client 72 7 7 A )V TF 4 ZX, AaDV T Ny=zT X ora—R B EZ—nbA
you—RLET,

[7 /34 % (Devices) ]>[VE— k7 27+ A (Remote Access) | Zi#IN L £,
BH4 2V E—h727EAVPNARY —T [ (Edit) 1227V 2 LET,

EXaT I TAT U N T T A NVEBINTSER e 7 7 A LT (Bdit) 1227V v 72
LET,
[ —7RY —DfEtE (EditGroupPolicy) 1227 U >y 7 LET, LW IL—TRY v—%&
BT 5%A0%, B (Add) 1227 V> 27 LET,
[SecureClient] > [ 7B 7 7 A )L (Profile) [& &R L £,
[ AT 777 A (ClientProfile) ] Ky 727U X Npb 7 a7 7 A &%
LET, BILWI I Ty M7 a7y A VEBINT5%541E (B (Add) 127V v 27 LT,
ROFNEEFEITLET,
a) 77 AND[4ET (Name) | ZfRELET,
b) [ZM (Browse) |27 U 2 LCSecureClient 7”27 7 A /LXML 7 7 A V&R L FT,
G¥)
THERBWGEOYE, EXaT 074 T N T a7 s ANOEA LT 7 MEX 60 FLLEIC
BRELTLZEN,

c) [fRfF (Save) 127 U7 LET,
EHEERFLET,

B) RATYy bk FoRYTDETE

FIE

ATvT1
ATy T2

ATV N hUFATIEESF 2T PO Y T— 3y hU—27 ~0D VPN 8523 il i
TT2, VPN h WS OFRy U =T ICb i C& Ed, VPN —HF =R E— 7 /&
A VPN ([ZHHE SN TWABL, ARy hT =27 7B ATE A L9275 12F, A7V v
MRV T EFELET, A7V ML VR NERETDHITIE, BEET 722 Y
ZNEFIIVEET 782 VA FNEERT DLERDH Y 9,

FEZOWTIE, =T KU —DFEE (60 X—) 2L TLIEE0,

[T/34 A (Devices) |>[VE—hF7 7 A (Remote Access) ] ZER L F9,
ATV NN RY T ERETDHYE— T 7 EAVPNARY U—CffHE (Edit) 127V v
7 LET,

JE—F7YEXVPN .
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(FE) F4FIv 9 RTUY b boRYTOHRTE

ATv73
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ATvT6

ATy 17

ATvT8

ATvT9

VBB 7 a7 7 AV T [tk (Bdit) 1227V vy 7 LET,

GEM (Add) 1227V v 7 LTI A—TFRY —%BMT 50, EHE[FA—TRY v —DfF

42 (Edit Group Policy) ] #7 VU v 7 LET,

[2f% (General) 1>[A7U > kb Y 7 (Split Tunneling) ] 3R L £7,

[IPv4A 7V > b b2V 7 (IPv4 Split Tunneling) ] £721X [IPV6 A7 U » h bR VY 7
(IPv6 Split Tunneling) ] Y A b, [RICIEE SN2k >y hU—2 Z R4+ (Exclude networks

specified below) ] ZIR L, VPN 77 4 v I MBERAT 237y MU —27 ZRINLE T,

F 74V FRETILZ, VPN o RXABHEDOTRTO T 7 4 v I BRFRTENET,

[fE%ET 722U X | (Standard Access List) | £721L LT 7 A Y 2 I (Extended Access

List) |27 U7 L, Ray7XZ o nbT7 78 A YA RNERNT LD, HiLWT 78R

A NEBHLET,

BUWERETY 722U A MEFIFIEET 7B R Y 2 FEBENT28801%., ROFIEEFTFLE

7

a) HLWT7Z7EA VRO [4RAT (Name) | ZHEEL, BN (Add) 1227V v 7 LET,

b) [T 27 ay (Action) | Kry 77X T rnG 7] (Allow) | 23R L ET,

¢) VPN bRV ETHA[T DRy NU—2 v T 7 4 w7 &&IRL, B (Add) (%27 v
7 LET,

KHEERFLET

EENEY D
TIEAY X

(FE) 84 FSVvO RTYy b boRYDTDETE

FAFIv 7 ATy b Y7280, DNS RAAL VAICHESNWTAT Y » F horx
Vo 7 kM cxEd, VE—FT7ZEBAVPN bR ED D, £720384 T 2 0EN
HDHRAA LV EFRETEET, BRI RAAS L ITTry 7 SRERA, bVIZ, b
DRAL~D T T 4y 77X VPN bRV OINTIREFF SN ET, Tt X "7V v 7o
A B —Fy b EDCiscoWebExIZ N T 7 4 v 7 BB ETHI LT, RiESNT-Xy hT—7
WY —N—=~D T 7 4 v 7 FIZ VPN b RANOFIRIEZfEiCE £3, ZOHEDK
EZET 2RIV, [FMC TEEE9 5 FTD L AnyConnect # 4 7 v 7 A7V
b R RVORRE] SR LT TEINY,

48O HREIIC

N—3 3 2 7.0 LIFETlE, Firewall Management Center & Firewall Threat Defense %/ L CTZ ®
HERE A FR T C& £ 97, Firewall Management Center D\ 3— 3 U 2 L TV 5 5E 1T,

'FMC % {£ /| L 7= Firepower Threat Defense FHIZ [T 7=, & 72 AnyConnect VPN D Ji£fH] Dt5
RIZHE> T, FlexConfig ZfiH L TERETE £ 77,
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FAFIv T ATy b hoRAVEFEHAT LRI NA—TRY) —5RELET,

a) [7/3 A (Devices) |>[UE— 7 7 A (Remote Access) | IR L F T,

b) ¥4Iy ATV b bRV T ERETDHYVE— T 7 EAVPNARY —T [
£ (Bdit) 127V v7 LET,

c) MERMEG T 77 ALT[MRE (Bdit) 1227V v 27 LET,

d) [/ N—7KY —ofE%E (Edit Group Policy) 1227V v 7 L%,

[Z V=T R o —DiBM/FRE (Add/Edit Group Policy) |1 %A 7 & 778 v 7 A C Secure Client

AR NEEERELET,

a) [Secure Client]| # 7 &7V v 27 LE7,

b) [ AZ LJEME (Custom Attributes) 1227 Vw27 L, [+] &7V v 7 LET,

c) SecureClient[JEM (Attribute) | RKe v 7X T U A MNS [FA4F Iy 7 A7 v b b
* U 27 (Dynamic Split Tunneling) ] Z 3R L £,

d [HZEZV 7 LT, HILWIREZLEEAT V27 P EERLET,

e) NAXZLBMAT V=7 FOLEIEANLET,

f) [Include domains] : VE—FT77EA VPN b RV EDD RAAL VA EBELET,

IP7 RLRIZHASNWTEHRASIND RAS LV E DN RMIEDDLZ ENTEET,
g) [Exclude domains] : VE— h7 7 A VPN LRI D RAAL U4 ERELET,

BRALSND RAAL L ET7 ey 7 ENT, LD RAAL 2 ~D T 7 4 7L VPN k>
IV S IVE T,

h) [Save (fRfF) 1227V v 7 LET,

) [ (Add) 1227V >27 LET,

RESNIZ AL LEMEEZ R L, [IRTF (Save) 1227 U v 7 LTI NA—TF R v —ZRFL
iﬁqo

[fRTFE (Save) 127 Vw7 LCEHm7e 7 7 A VERTFELET,
[MR7F (Save) |27 Vv 27 LT, UE—FT7Z7EBAVPNRY O —ZHFELET,

RDARY
1. Firewall Threat Defense (5% E % L £9°,

2. Firewall Threat Defense B XN BF 277 74T b TRESINTZEAATIvI A7V v
b PRV OREEHBLET, FMIZOWTIE, (¥4 FIv 7 27U vk FoxY
VU RREDOHER (26 X—) | EBRLTLIZEN,

JE—F7YEXVPN .



JE—R 7Y RPN |
B 553092709k borygEORR

BAFIVHORTYy b boR) DTHFEDHESR

Firewall Threat Defense TUU T #EfTLE T,

AT Iy 7 ATy b bR U IREZHRT DI, ROa~ FEERLET,
« show running-config webvpn
« show running-config anyconnect-custom-data

« show running-config group-policy <group-policy-name>
XaTF7VS47 b TUTEERITLES,

~

[#i7t (Statistics) ] ( I_ ) TA=av%&7 Y w7 L, [VPN]>[## (Statistics) ] Z3&R L F
T, [FAFT I v 7 A7) v hOBRIMEE  (Dynamic Split Exclusion/Inclusion) ] 47 =Y T K X
A EHERTTET,

X TEDFERR
FIE

ATV TN ARy b= D=2 TWeb 77 U H A& £,
AT 72 Firewall Threat Defense D E— F7 7B A VPN — 7 = A 5854 2O URL # AT LET,
ATY T3 Tur 7 IRERENEL2—F L ERRT—-REANL, [mF7 42 (Logon) 127V v
7 LET,
(6]
Secure Client & 3 A7 LI A A =L 95 L VPN ~Ok 2N B B SN E T,

Secure Client 23 > A b —/L ZILTWRWEE L, VPN 25 Secure Client & % 7 > 12— K925
XoERINET,

ATV T4 A A =L ENTWRWEATE Secure Client 2% 71— KL, VPN IZHEEHG L £,
Secure Client 75 HH BIRIIZ A A b—/L IV ET, FRREAEKE) L7 5. Secure Firewall Threat Defense
UE— MV 7 EBAVPNT — U = A ~OEfi LML L ET, VE— 727 EXAVPNIEL, VPN
RY—RECHST, AT DT AT T AT AR —FT QoS ARY —ziH L%
7T
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BEOYE— 7oA VPNKRY o—nat—otki [

BEDYE—FF7Y9EXAVPNRY —DaE—DERK

BFOYVE— T 7EAVPNRY —%ab— LT, i n 77 ANRT VAL 2 —
T R E, TRTOREZFOLHLWVWIE— T 27 EA VPN 2{ERTE T, D%,
TNAREFH LR —I28 0 H T, LEIZSLT, # Y THRIZT /N1 AT VPN % &
fcEET,

\}

GE) UE— h7 7t A VPN OB EAMERZFFO 2 —V—%, VPN DO ab—%2{Ek T £
o RAA L THLRYEAEREZF > 2—F—X, VE—F T 7EAVPNEZab—TZ %
j‘o

FIE

RATY 1 [T/Af R (Devices) |>[VPN]>[JE— 75 X (RemoteAccess) | #HR L 7,
ATFY T2 av—4 5K —T[a2t— (Copy) 1227V vZ LET,

ATV T3 HLWIE— T 27 A VPN D [4ET (Name) ] ZFEL £T,

ATy T4 [OK]Z27 V7 LET,

RDBRY

TNAAZAEFH LAY —IZED Y THITE, VE—FT77EAVPNARY —DF—7 vy b
THRAADORE 27 X—Y) ZZRLTIEEN,

JE—FT7OEAVPNIRYY —DE—5 Y bTINAAD
= o
=% TE
VE— T 7R®AVPNRY —%1ERLTZ5, £DAR YU 2 —% Threat Defense 7 /31 AZE| Y
BTHZENTEET,
FE

AT 71 [Devices] > [VPN] > [Remote Access] % 3K L £,
ATV T2 WETHVE—FTZ7EAVPNRY > —DOMICH D [ (Bdit) ] (F) 227U v 27 LET,
RTY T3[R —ED YT (Policy Assignments) | %7 U v 7 LE7,

JE—F7YEXVPN .
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B crrnseyz—r7oexvPNKY S-SRI+

ATV T8 KOWTINEFEITLET,
T NRAANATRATEVT 4 X7 FLET A AT N—T %R —IZEH KBTS
21X, [Available Devices) | Y A R C&IRL, [Add] %7 UV v 27 LET, ZRINTWDET
NAARERT I Ty RRay 7 LTERTAHAZELTEET,
« TNA ZADFENY B TEHIRT DL, (BRI N72T /31 A (Selected Device) ] U A hdD
FONA A BAAMEART . ETIET AL AT NN— T ORECH S [HIR (Delete) ] (W) %
7V w7 LET,

ATy 75 [OK] &7 Vv 7 LET,

ATYT6 [(RTFE (Save) 122V v/ LET,

RDBRY
REEFEZRALETRELTEDORMEZZRLTIZEN,

O—AILUILLEYE—FT7OEAVPNAR O—DRE
1+

0—H LA LEYE—RT 7 A VPN RY —IZBEAMT T, v—hla—Y—3RiEa A
NMCTHZENTEET,
VL ADIERR & FRIZHOWTIE, LALADOEEESIR LT EN,

VE—hT7 7 EAVPNDu—H L —PF—FIAEDOREICONWTE, VE— T 7 EAVPND
AAATRIE (32 °—Y) BT EEN,

FIR

AT 71 [Devices] > [VPN] > [Remote Access] % 3R L £,
RTv T2 HEFTDHVE—FTZ7EAVPNARY >—DRICH S [fRE (Bdit) 1 (£) 227Uy s LET,
RATv T3 [m—H LA (Local Realm) | DRRIZH DY 27 %27 ) w7 LET,

AT9 T4 VA INE [B—H L L)L AP —s3— (Local Realm Server) ] Zi#IR4 57, BN (Add) ] %
7Yy 7 LTH LY=LV LV AEZBILET,

ATy TS5 [OK]Z27 V7 LET,
ATvT6 [{RF (Save) 1227 U w27 LET,

RDZRY
cREAHE LRI L ETRELLORERMEZSRLTIZ SN,
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ZDDYE— TV X VPN DEEE .

ZFDHMDY)E— 7O EXVPN DT

EHEIJO D74 ILDETE
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ATy T
ATy T2

ATvT3
ATy 4
ATy TH
ATvT6

ATy 71

ATvT8

VE—RF 7 7EBAVPNRY —ITiT, BEDTFNAA AR LT AT 77 A AREE
NTOWET, INODOFRY —F b RVEEROIERICBEEL TWET, =& 21X AAA 21T
D, 7T RUA (DHCP T RL A F—)L) & VPN 7 T4 7 MZEID ¥ THHERET
9, F7-. Firewall Threat Defense 7 /31 A T EINTZ (721X AAA P —INBELN D)
IN—TF R =Tl EN22—FREL, TNUHICEENET, £, T30 AT

DefaultWEBVPNGroup & WS 4 FIDT 7 4V M7 e 7 7 A Vb bV £F, V4P — K%
o TRESINTHE T 0 7 7 A VR Y X MIERINET,

DT N—T"D VPN 22— —|Z R DR 2T 53 25 81%, KF2—F— T L —TDRED
Be T a7y A LEZBIML, VE—FT7 78 AVPNRY I —TCTEBOFER 7 0 7 7 A L%
FcxEd,

[7/31 R (Devices) 1>[VPN]>[1)E— 7YX (RemoteAccess) | ZiR L £ 7,
UARDSEHFEOVE—F 7272 AVPNRY —Z2 2R L, ST 5 [ (Bdit) 171 =
YEIV T LET,

[#&e 7 1 7 7 A /L (Connection Profile) ] Zi#R L, [t (Edit) 1227V v 7 LET,
(AFvary) HFILWEERT a7 7 A Va2 BT 28413, B (Add) 1227V v27 LET,
VPN 7 54T DIPT FLAEZRELET,

VPN 7 FA4 7 FDIP T RLADOEE (29 2—)

(FE) VE—FTZ7EBAXVPN DO AAMAREZEHFLET,

JE— N7 7 A VPN D AAA BT (32 2—)

EE) =A VT AEEREITEFRLET,

Vi a7 ANDTA YT ZAO(ERET-ITED (51 2—3)

EHEERFLET,

WNOYSAT7RDIPT FLADERE

II7AT T RLVADOEDETIZLY, VE—RT7EAVPNZ—HF—HOIP T RL X%
Bl MTHZ N TEET,

VE—RVPNZ IA T FDOIPT FLRZ, a—ALDIPT KL A7 —/L, DHCP ¥—/3—,
BLOAAAT— =00 E 0 S TEHZENTEET, ROICAAAT— " —0E ) ¥ ToHh,
ZOHTHOLOREID ETHNET, M (Advanced) | ¥ 7 T/ IA T T RLAD
E|VY 24T (Client Address Assignment) |78V U —ZF%E LT, B0 Y CHEELZERLET, =

JE—F7YEXVPN .
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B vwwosqc7ororrrizonE

FIE

DT 0 7 7 A VBT 5N TSI N—T R =LV AT LDT 7 )V NI N—TF
RV v —"TdH 25 [DiltGrpPolicy] TEFE SAZ IP 7 — I NHEELZWEGEE, ORI e 7 7
ANTEHBENTWVWDIP 77— LOBRMEF SN ET,

[IPv4 7 R LA 7 — L (IPv4 AddressPools) ]: SSLVPN 2 5 A 7 > kX, Firewall Threat Defense
FONA AT LI EIZHLWIP T RLAZZITRY £, 7 RLAT—L T, U E—
NI FGAT U ERZTWMAZEDOTELT RUARBANERSNET, IPvd BLOIPv6 7 K
L AFNFIUITERK 6 DD S — )L EBINTEET,

N\

(G¥)  Firewall Management Center OFEFD [P 7 — /L2026 P 7 RUAZEMAT 500, F7203 EM
(Add) 147V a v EEHLTH LW —VE2ERTEET, £z, [F7 V=7 kb (Objects) ]
>[4 7Y =2 MEPE (Object Management) ]>[7 KL A 7—/L (Address Pools) /34 % {# f]
L T, Firewall Management Center |Z IP 7" — /L ZA{ERkT 2 2 & & TE £4, FEMIZ OV TR,
T RVA T=nz2ZRLTIEE0,

ATYT1 [T/3%4 A (Devices) |>[VP]>[VE— b 727 &A (Remote Access) ] ZiBIR L F7,

BMAEDO)E—F T 27EA R —0NY A2 NENET,

ATY T2 VE—RTI7E®AVPNRY U—%@&IRL, WETA 2270 v LET,
ATy T3 BHT LT e 7 A NVERIRL, RET A 22270 v 7 LET,
ARTYTE [V T7A4T 2 87 RLAEY ST (Client Address Assignment) ] % 7 C, RO FINEZEFITL F

—g—o

ATFYv TS5 [7 KLA7—/L (Address Pools) | DEEICH D [+ 227V v 7 LET,

a) [7 RL A7 —/L (Address Pools) | DFEICH D [+] 227 Vv 7 LTIP T RLAZIBIL,
[IPv4] F721E [IPv6] 38R L CThnd A7 RL AT — & BMLEY, [FHAFTES—L
(Available Pools) |5 IP 7 RL AT — )L &R L, B (Add) 127V >v27 LET,

GE)

#3454 Secure Firewall Threat Defense 7 /34 ATV E—k 727 A VPN R —%&IHf
THHAE, TRXTCOT A ABRFELT RLA = a2 AT HZ LICEEL TS
W, 2R, TRAALRVDF T V=2l M A—N—=F 4 REFHALT, 7 u— ULESR
BETNAATLED—ERT RLA F—VICEZMZ D56 ERE £, NAT 2 LT
WRWT N ATTY RUAREBELRWESIZT DI, —ERT RLA T — U B0ET
7T

b) [7 KL A7—/L (Address Pools) 17 ¢ > K T [FIHAHEZ—/L (Available Pools) ] DA%
WD [H &7 Y vy LT, HiLWIPVE £72131IPv6 7 RL A — &8I LET, IPv4
TV EBRIRT H5E1E, BMHEKRTOIP 7 FLAZEMLET, HLWIPV6 7 KA
TN EHHH L EREIRTAEAIT. 1 ~ 16384 OFPHO [7 KL A% (Number of
Addresses) | ZAJILET, A7V =7 EBREZEOT A A THESNLDGEIX, IPT

. YE—F 7Y EZXVPN
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| YE—F 72X VPN

<)

o517 ko7 ELoEE [

R ADOHEEREET 572012, [A——F 4 R&§FA] (Allow Overrides) ] 47> =
EERLET, IOV, 7 RLA =Lz B LTLESN,
[OK] %7 Vw7 LET,

IP7 RLUART = VEHRETDEAIT. AT AMBTICROFINEZ FITT 5 2 L &2HE
ﬁb\i—g—o

1. VE—FT7Z7HBAVPNILLTNA AZADEIN B TEMERL ET,
2. TAAREFRL T, B (Deploy) 1227V v 7 LET,

TOREBETIE., AL ANLTRTOYE— TV EAVPNEENEIBREIL., UE—
KT Z7EAVPN Y a MR TLET, Tyva VITHBELEINET A,

3. IPT7 RLAT—LVORIZHLMET A 2% 7Y v 7 LTREL, %ETIE U C Firewall
Management Center Cfth> U E— ~ 7 7 A VPN X ELXE L £,

4, FTHENZVE—FT 7B AVPNRY —IZF A ZA&E ) B CTET,
5 REZET NA AZERLET,

VE—hRhTZHEAVPNIZ TA T ME, AT F oA O#%, T34 2R T
F7,

AT w76 [DHCPY—/3— (DHCP Servers) |DORICH D [+] %2V v~ LT, DHCP ¥ — "—ZBiIL £

ATy FT17

T

G¥)

DHCP —/3— 7 KL AL, IPvd4 7 KL A TOREEAFETT,

a) 4 Hi& DHCP (Dynamic Host Configuration Protocol) DY —/3— 7 KL A% Ry hU—7
A7V FELTHELET, B (Add) 1227V v 7 LT, 7YY= FU A R»
O — N—Z@IRN L £7, DHCP H— —ZHIRT H1Ti%, [HIFR (Delete) 1227V v 27 L
£,

b) LWy NU—2FT7 =7 FaBIIT 212, LA 7Y =2 (New Objects) ]
N=UTHEM (Add) 1227V v 27 LET, FiLnA7 o =s MMy, @, Xy hU—7
AL, BEUTE U T [ —3—=F A RZFFrl (Allow Overrides) ] A4 7' 3 28R L
FT, FEICOVWTIE, XYy T2 FT7 V27 FOERB LA T V=7 hOA—3—
T4 FOFA 2B LTI ZEN,

¢ [OK]%27VUvZ LET,

[PRAF (Save) 1227V v 7 LET,

EENEYD

B 70 7 7 A VOFRE (29 2X—)

YE—F 7Y EXVPN .
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YE—F 72 EZVPN |
B /=772 vnoamazsE

JE— 745+ X VPN O AAA 25F

4a & SRS

MBIt a—Y—DHEN T RRA V MIBRESNTWDLZ 2R LT
XV, Firewall Threat Defense D FEAMIZ- DUV TlX,  [Firewall Threat Defense FIEBH 2 D& #1 |
ZHERLTLLTIEEN,

o VBEZRFEIE A L C SecureClient 7 1 7 7 A VA FRE LE T, oW TIL, [Cisco
Secure Client (including AnyConnect) Administrator Guide] #Z M 1L T 7230y,

FIE

AT9 1 [T/INA R (Devices) |>[VPN]>[JE— 7YX (RemoteAccess) | IR L £,

ATV T2 VAINOEEDYEF—F 727 AVPNRY —ZBR L, 5T 5 [fE (Edit) 174 =
YEIZVY I LET,

ATYT3 AAMARENEHEIND LI T v 7 7 A VAR L, [#R&E (Edit) 1>[AAAlZ 27 U v 7
L\i‘é—c
AT 74 [FBFE (Authentication) ] TIRDIEH Z3#IR L £7,

o [(BFES . (AuthenticationMethod) |: —H—IZxf L TRy hU—27 L Xy T —7 P —
EASNDT 7B AZFAT LIS, 2—F =B HEEZRELET, Al —H—72
LTyl (BEIE, 22— =4 LA T—R) ZERTHZLET, 772 2ARHIES
nNEd, £, 79447 b bOGERELEENE T, FAR— éﬁ“L“Cl/\éniji_E
X, [AAA DF (AAAonly) 1. [Z T4 7 FFEBIED I (Client Certificate only) ]. 3
WN[AAA &7 T4 T > MiEBE (AAA + Client Certificate) ] T3,

[8REJ72C (Authentication Method) ] DIRIZIE U T, RO K H 2720 £,

* [AAA D% (AAAonly) | : [&FEY—/3— (Authentication Server) ](Z [RADIUS] % i3
WUTGE, 7740 FTHFAI— =R U2 Y £9, Rey 7y U R b
MB[T DT 47 % —s3— (AccountingServer) | &R L 9, [FRIEY—/3—

(Authentication Server) | K v 7*Z U X kovh [AD] 38 L OV [LDAP] Zi&IR 45
B, FEICENEN KGRV — 3— (AuthorizationServer) | & [T AU T 47
‘U‘H/\H (Accounting Server) ] Z3&IRT 20 NH Y £,

[SAML] : 2 —HF —XSAML > > Z VY%A A o —"—%EH L RISV E T,
PRI OWTIX, TSAML2.0 v > ZvHh A AV 3BGE (101%—2) | 5L TL
7ZE0,

[ID7 v/ \A X —FEED A —/3—F 1 K (Override Identity Provider Certificate) ] : i
T DE, SAMLT 0" X —DTF7 4~V IDT a (X —EHERN, a7y
ANVEIILSAML Y 7Y 7 — a VICEA D IDPREFETA— =T 1 RSN ET,
IdP GEEZ Ko X7 U BIIR L E 7,

. YE—F 7Y EZXVPN
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| YE—F 72X VPN

yE—r7staveno Az [

Microsoft Azure 1. FIL—> T 4T 4 IDICKH L CEEOT 7Y r—a a2 iR—

FCEET, K77V r—vay (B8 707 7 A My 7IRTND) I
I, —EOEHENLETT, BUEOER T 77 A NVDO TN A o F e FT
VxZ NOBFEOT T 47 4 ID ZRFFL, RO P AEFAEZEHT 25613, 2
DAT v arBRRTEET,

ZHUZ LD . Microsoft Azure SAML ID 7 234 X —Z L 15D SAML 7 7Y 47—
YarPYhR—- EINB LT FT,

FI5 A=Y IDAEAEIL, oI ATy == F Ty NI SN E
Er

TN YA F L = R—= F TV = T SOOI OWTIE, v
VA Y= N—DBEMES LTI,

[SAML© 7' A 7 2~ = A (SAML Login Experience) ] %1% L C. SAML
Web RALH DT T U &R L ET,

* [VPNZ Z A 7 > MiLIIAFZ T Z 74 (VPN client embedded browser) | : Web 78
DEFEIZVPN 7 74 7 ]\&’ffﬂﬁi&\i%’b“(b‘éf? UHEEHT DI, 20
A7 arEERLET, R VPN #5i I 0 A H S E T,

[T 74V FOST 7 U (Default OS Browser) | : WebAuthN (Web #&FED FIDO2
) YR — T 2T 74NV NERERAT AT T T OAX L —T 4 7
VAT DEBRT A0, SOA T a v EEBRLEY, SOt T arid, A&
(REREE72 & D Web A HIED S v A > F 2 (SSO) HAR— k& HEhz
7

T 7 AN NOT T UL, WebiBAEH DN T 7 U YRy 7 — U NRETT,
Default-External-Browser-Package /X v 77— 37 7 4 )b b TR S TV E T,
T T HNSOINRT T IRy =T EBERTHITIE, VE— T 7 EA VPN
RV —%RE L, [BHMIERE (Advanced) ]> [SecureClientf * —< (Secure
Client Images) |>[/\w# 7 —> 774 JL (PackageFile) | T7 7 A V&SR L &
D

WERIRL T, HILWR o r—U 7 7 A VEBMTAHAZELTEET, (TP
2 b (Objects) 1>[# T2y FEE (Object Management) ]>[VPN]>[Secure
Client 7 7 4 JL (SecureClient File) ]1>[SecureClient7 7 4 JLOD:EN (Add Secure
Client File) ] DJEIZEIR L £,

[V T AT MEBHED A (Client Certificate Only) ] : &2 —W—137 71 7> FiEHA

EEFEHLGRRESNET, 77472 MEEIL, VPN 747 b = RiRA

Y INCERETDHLERHY T, T 74NV NTlE, 22— 4137 747> MiEHE

74—V FCNBIROUMBIRELET, 7747~ MEHEOHMD 7 4 — FIZ

=P —LPEESNTWDEEIE, [FF7A4~ Y (Primary) ] & [EH Y
(Secondary) 17 4 —/V RZMHH L CHliyl7e~” 4 — NV Ke~y 7 LET,

vV VREAE L =Y —FEEAMH L CVPN Y 74 7 > N &2FRFET 521X, [Enable
multiple certificate authentication] % 2R L ¥ 37,

YE—F 7Y EXVPN .
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B /=772 vnoamazsE

YE—F 72 EZVPN |

B OFHEZEZEH DL TV EAIL. ROWVTANOFEHELZ RN L C2—
Y=L~y 7L, VPN —V —%33E & £7,

« [HIOFEAE (First Certificate) ]: VPN 27 4 7> R BEE ST~ o L 3EH
ENSa—HF—LEv o BT HICE. O a EBIRLET,

« [2% H OFEHE (Second Certificate) ]: 7 7 A 7 > b Bk Sz —W—3E
HENS =P N~y B 7 TDI0T. ZOF Ty a e BRLET,

GF)
W OTY BRI LD LAVES, 2—F—EWE Q%HOMIT 777+
Ak CRAECHEI S E T

7 IAT v MNEHEO - -4 083G END vy S EAE T 4 —/L K (Map Specific
Field) | A7 v a v %a8iRT5HEL, [FF74~U (Primary) | BLO[EH XY

(Secondary) |7 4 —/V RIZ[CN (—#%4) (CN(CommonName)) ] & [OU (Fi#k—=
= F) (OU (Organisational Unit)) ] D7 7 #+ /L MEBRENENFRRIILET, [DN
BRE 2 —Y—4 & LT (Use entire DN as username) |4 7Y 3 > 23R L7285
A 22—V —IDAEHWICIG I ET, @4 DN) X lx D7 1 — Rob
RSN —EOMAFThY, a—W—2Eirn 7 7 AV ERET D L ZITFHH
F L LT SILET, DN V—/LX, JLRAEAERRGEICEER S E T,

[EA D7 —/ K&~ (Map specific field) 147> a VZEESTH[FT74~
(Primary) |7 4 —/V F&[&H &Y (Secondary) |17 4 —/v FiZix, IROILBEDE
PEENTNET,

«C (|H)

«CN (—f%44)

« DNQ(DN/&fifi1-)

*EA (B FA—L 7 FLR)
* GENQ (HH:AGE+)
«GN (4 D4)

el (A= ¥ )

<L (M4)

«OU (Miffkr=v 1)
«SER (VU 7L EH)
* SN (k4 D)
* SP (HBIEIFIL)

. YE—F 7Y EZXVPN



| YE—F 72X VPN
yE—+7o 22 WND AR EE ]

T (A4 bV)
+UID (2—¥—1ID)

¢« UPN (z—H%— 7 J 2 v4)

o [7 T4 T FAEBIE L AAA (Client Certificate & AAA) ] : %:L~47“‘ X7 747 b
NE%EEAAA'&-—/\‘_‘@ﬁﬁﬁ%{i)ﬂ fowu nﬁéﬂij‘ utun Z‘gfd:nﬁﬁﬂik AAA
HEZIEIRL 7,

DFBFEAREBIRT 25512, [2—F—DEKRBT —F _X—RFHET D & &I
D) 77‘1%#% %7 Al (Allow connection only if user exists in authorization database) | % &N &
IR L £

o[ T4 7 FAEBHE L SAML (Client Certificate & SAML) 1] : %:L~47“‘~c17 FAT
Ve ]\nftﬁﬁi& SAML‘H_‘—/\‘_‘@E%%{%}% quunméﬂiﬁ‘o uuu YLIZ‘E%J?%LT:%%&
SAML OFREZHTIRNL E T,

o [fEFAE & SAMLO —H —Z M[FE CHAIC OB 27 ]9 25  (Allow connection
only if username from certificate and SAML are the same) ] : AEPHE D 2 —HF —4 )3
SAML o > J YA v a—HP—4 & —BT L5820 A VPN i 2 7F il
5HEXITBRINLET,

[FREEHD Y AT v NiERENS 22—V —4 &5 (Useusername from client
certificate for Authorization) ] : RFEDTZOIZT 7 A 7 v FEHEN G 22— W —4
BIRIRT DA TV a VEBRSGES, 7747V MEHENLIBRT L5127 41—
IV RERETDHMLERD Y 77,

BEDT7 4=V Rea—P—4L LT~y 7 T50, Rikliky4 (DN) 2K
ZAEAT A0 AR TE £4,

e[~y 7EAT 4 —/ K (Map Specific Field) ]: 8{RIT25L, 77447 b
FEEO L —F =B EENET, [T A~V (Primary) | BLO[ED
AU (Secondary) ] 7 4 —/V FIZ[CN (—f&4) (CN(CommonName)) ] &
[OU (fif#k—==+ F) (OU (Organisational Unit)) | D7 7 4/ MADRZIZ
NERINET,

« [DN2fK%Z 2 —H—4 & L THEM (Use entire DN as username) ] : 7K8H(Z
A=Y =T AT T 4T 4 PAHBNCIRGISNET,

BAF v s TI7EARY — (DAP) #AERL T, =—% —[EHAH D SAML 7 H—
vavEtEziia—Y—4% DAPGEHAERMIC B IEDHZ L L TE LT, DAP
D AAA FEEVERTEZRERT 222 TES,

o [FEREY—/3— (Authentication Server) | : #BiE& X, =—HF—lZxtLTxry hT—7 3:7? %
NI —2 —ERA~DT 7B AZHAT LRI, 22— —DiBl 21T 9 FiETT, #i
X, A== LT o p b, GERE. T T OmGBMLE T, BIET, @ﬁ
THERTL2ZEL, BAIBLOT IV T 7 BIERATHIZELTEET,

YE—F 7Y EXVPN .
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. JE—FT72 X VPN AAA

YE—F 72 EZVPN |

P

X JE

PR — % T T \—ij[/'(b\%)i‘a 1. VR MDOOREGFE—"—%8IRLET, HBHW
I, BRRE— N—Z B L7,

[Iﬂ —# (LOCAL) ] : Firewall Threat Defense D 12— L7 — X _X— AN 2— P —F8
R S E T, v — b FRGEERET H1TiX. Firewall Threat Defense 73 /3— 3 =
v 7.0 VB CTHDIVEND Y i‘é‘o

¢ [Local Realm] : = — /L LIV AZIEIRT 57, [Add] 27 U v 7 LTLILAZRR
ELET, [LDAP L /LA FE 72T Active Directory LV AL LNV AT 4 L7 b
UDER] 22 LTIEEN,

e[/ (Realm) ]:LDAP 721X AD LV AZ#HE L ET, LDAP L /LA £ 7213 Active
Directory L)V AB IOV VAT 4 L7 MU OERR 22 LT &0,

+ [RADIUS #—/3—2"L—=7" (RADIUS Server Group) ] : RADIUS #—/X— 7 )L —7"%
7YV =/ FERADIUS —_"— L & HIZBM L E9, RADIUS — _— 7 1 —TFDjA
MmuEsRLTLTEEN,

» [Single Sign-On Server] : SAML #BFEH D v 7/ A Ay == FT V=7 k
AERLET. [V oo vt — =0l 23R TS,

[Fallback to LOCAL Authentication] : &2 — /L7 — & RX—ZANFEE I T, —HF—
=W NT —H_X—= 2 &M L CRIAES I, AAA Y — =7 L —T Rl TE 220 f%
VPN k> RV EFESLTEET,

s [BH X VUFAEE A (Use secondary authentication) ]: VPN v v a>otX U7

%3§1Kﬁ‘5f_&)\ TIA~ VRFEOMIZ B X VBFEERE L E T, B & U
. [AAA DF (AAAonly) 1& [7 T4 7 2 MaEBIFE L AAA (Client Certificate & AAA) ]
umquiT IOHEH S IET,

?ﬁ/&)mpiﬁfyay@%AT%D 205Dty hOI—HF L L RAT— K%
Secure Client & 7' A V' EEIZ AT BI21Z VPN =2 —F— 3BT, FEE— 1 —F 71T
7?47VFE%£#%?ﬁ/&)l%ﬁ L EERIANT B LI ICRETH L HTE
i? UE— K T727ERAVPNRRILX, 774~V v h 2 OISO LT

WCOBTFAEINET, WTHOTAY — R —CBFETEXRNES . 1 DOIRIEN LK
j—}:) (l: VPN § [ uEﬁ‘*ETéﬂij—

T H U FVRREOERERNCS, 2208 D2—WF—Z LA T— KOB I &7V BFEOY —/3—
TN—7 (AAA H— =) BRETHILERSGV ET, L xlE, T4~ VB —
/N—% LDAP % 7213 Active Directory L' /L A2, & H % UGEGE%E RADIUS H—/N—|Z5%
ETEXET,

GE)
T7ﬁ‘/l/ T L. '{ij/ﬁ PR s i%‘g% ) i'@‘/\/o

[nm AEY— N— (Authentication Server) ]: VPN 22— —Dt h X a—H—4 LA
— K ff*ﬂff/xﬁ—é'{zﬁ \/& U3 I quj_"—/\‘—‘

. YE—F 7Y EZXVPN
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| YE—F 72X VPN
yE—+7o 22 WND AR EE ]

* [Fallback to LOCAL Authentication] : &7 — /L7 —H# N—ZANRE L TOIUE, 2—
']j- j:]j"—‘j]/l/T 5/\“—'1%{%)% Lfntuuﬁéh AAA -]j-"—’/\"—‘7/l/"—‘775 'fﬁ)ﬂ«(
ERVGETH VPN PRV EMSLTE 77,

[BEH & VFBAED 22— W —4 (Username for secondary authentication) | TR DIHH % N
LET,

[k (Prompt) ]: VPNT — DUz A ~DRTA U HICZ—HF—Z LA T—
REANTHEI 22— —ZERLET,

o [FT A~ VRFEL—W —4 &M (Use primary authentication username) | : 77 A <
)&tﬁ/&)o)ﬁﬁﬁ@muu 77/(7)nun£E>'j_’—/\’—7b)6:L’—'bL ZIZ)E& éﬂi
T, NATU—=RNIFI2OANTLHUENRHY 7,

[V T4 T NEAENS D2 —W—4 %~ » 7 (Mapusername from client certificate) ] :
AT MEHENSED XY 2= A RERICAT S NET,

BEHOFRAETFIF LA L TWDEEAIT. ROWTNOFFHELRIRTX £,

« [First Certificate] : VPN 27 74 7 > b RE Sz~ v VREAEN S 2 —F—4
oI HI0E,. Z0F TV a v EBRLET,

* [Second Certificate] : 7 7 A 7 ¥ M biEE &Nz 2 — VP —fEHEN D 2 —HF—4
o TTHIE, ToF T a s EBERLE T,

VT4 T Y MIEAEO VL EET[EHBED 7 4 —/v K&~ v (Mapspecific
field) |47 2 v 2 BIRTAHA, [FF4~Y (Primary) | 74—V FE[£H
> % (Secondary) ] 7 4 —/L RIZiX, 7 #/L MAD [CN (3Li@4) (CN
(Common Name)) ] & [#iffk—=+ & (OU) (OU (Organisational Unit)) ] 234l
ENFERREINET, [DN G4 2t —F—4 & L“Cﬁﬁﬁ (Use entire DN
(Distinguished Name) as username) |47 a V&I L 255 1Z2——ID 3 H
RIS SN ET,

T =) EVDT 4 — RO~y B T OFMICONTIE, [3BEAH
K| OBHAZSRLTIEE N,

=V s AT RUISGEAEN b 22— =L ZFHANAT) (Prefill
username from certificate on user login window) | : ==—%—73 Secure Client 77 7 A1
MERCTHE LT & S T4 7 v MNEAENOE D X ) a—Y -4 %5
ANZA LET,

(vl A L U4y Ry Ta—P—4%IEFRKRICT S (Hide username in login
window) ]: B H o F Y 22—V —4137 T4 T FEHAE NS ERIICAN S
NETHRa—PF—ZFERINT, 2—F—NHEFICAT SN2 —F—4
EEFELRNEIICLET,

*[VPNEv T arO®h o #Y) a—H—4 %M (Use secondary username for VPN
session) ] : VPNt v a v D= =T 77 4T 4 DLR—MNIEH L ZV
a—P—HEHEHLET,

YE—F 7Y EXVPN .



. JE—FT72 X VPN AAA

AT 75 [RA

YE—F 72 EZVPN |

P

X JE

(Authorization) ] TIROIEH Z &N L L7,

« [?2 7 (AuthorizationServer) ] : AFEDTE [ #. B2 X » T, IEFHADFK L —HF =Ml

ATV —v2BL0a~vy RIS E T, B, 22— —NET2RAT SN T
WD Z EERRTEEDOE Y b, EEOBEE, BIOHIRFHREZT BT LT5Z &1 ;o
CHERE LiTomT%@mbﬁWﬁAﬁ\mﬁﬁﬁﬂf PREE A DT R TDOL—H —
MLUTCTRIUT 7 AMEERRM L E 3, BN, FRAESAMETY,

UE—k 727 A VPN RBA ORI DN TIE, HERB I OEEOR Y o —EhE o5
(7 =) 2L TLIIEEN,

RADIUS #— =385 7' 1 7 7 A LD 22— P — KGR K%ﬁéﬂf“é%é\)%—%
7V AVPN VAT LAOFEHEX, 22—V —F i —— 7 N —FITEEOEKGRIENE
ZHERKCE £9°, RADIUS — N—TH SN D GRIEM X, = — Y —F i —P— 7
N—TWEAICTEET, 22—V —2DFRAESND &, 2D DOFFEDARIBENEN Firewall
Threat Defense 7 /341 A v v 2 S ET,

G¥)
A — = GG L AAA P — =R, 7V —7 R v—FRiFER e 7 7
ANVTEANICREIN TSRS s EMMEE LEE LET,

« VBB, [ — NIRRT — H = R AFET D & X C OB 2 A (Allow

connection only if user exists in authorization database) | &4 2 L £ 7,

BT DL VAT DMIEFICHER T H7-01C, 7747 2 bOa—F—A0NEKRT —
HFN—=2ANIAFET D2 Z L 2R LET, 2= —HDIKRT —F = 2ANIFEL 2
e, B EG ShET,

ﬁT%—A—&LvaA%@RﬁéﬁAi LDAP @Mk~ v 72 R ET 2ME N H Y F
Fo AL ERBACH— DOV —N—ZBIRT 52 & b0 —N"—ZRRNTHZ L HTEE
'ﬂ[HMPEﬁvyf@%ﬁ(QM@mmD@AmhmM@)]%7U77LT\MTW
@ LDAP JgtE~ v 7 ZBM L £,

GE)
Firewall Threat Defense |%, #BA[H— =L LTSAML 7 AT 7 47 4 TN f X —%
PAR—KFLTWEEA, SAMLID 7' r/3A X —DEH%IZ&H 5 Active Directory 7% Firewall
Management Center F £ O Firewall Threat Defense %41 L CRIZE A[GE/R LA X, IROFIAT
WA ERETEET,
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ATV T6 [TH 7T 47 (Accounting) | CIRDOIEHE 23R L £,

[T T 4 7Y —s3— (AccountingServer) |: T AU LT 4 TN, =Y —NT
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T4 U TIERICIE, By v a ORI LE IR, 2—Y—4 By arTEoT
INA R @il L3 M, RSN —EBEA, BLEEYy = :/@H#F'ﬁﬁé?iﬂf
WET, TOT—F%E, Xy NT—JEH 77472 bER, FREEEDZOITONT
TEET, THUUT 70, BIRTHERT 22, AR LU & &b+ 5 2
ENTEET,

VE—F T Z7EAVPNE® YV a U EBERT DO H SN2 RADIUS Yr—/3— 7 jL—
THATV 2 FERELET,

AT FTT [FEMEXE (Advanced Settings) ] TWRDIEH 2R L 9,

[:L—‘H§~%Z)>E LV A ZHIBR (Strip Realm from username) ] : Jﬁ‘ﬁsﬁ%%AAA‘H‘h/{*
CET AN, 2= =00 LV LZHIBRT 2IFERRLET, e2E ZoF 7 v

2B LT, domainlusername Z45E L7t 22— =40 D R AL U BHIBRS 41,

ABREA D AAA Y —"—IZERENET, 774V T, 20X TV a 34 7Iilkeo
TWET,

[—HF =257 L—7%HIkk (Strip Group from username) ] : =—H#—4 % AAA H—
N—{ZPEFT RN, 22— F—ANnE 7N —T%HIBRT 2ITTERLET, 77 4/L FTIE
ZOFT a3 A 7o THET,

GE)

LILAEIZEBRAAL LD LT, 2NLDF T a2/t bE, 2—F =47
FICHESWCERIETCTE F9, 2N bD0A T v a VEAEBEICHASDLE TAHERIC TE £9,
L, P SRRE Y CFEMT CE RVEAX, WFOF =y 7Ry 7 AeAd 0l T
LHRENHY FT,

s [/SATU— REE (Password Management) ]: UE— F7 27 A VPN 2 —H—D /XA T —
FEBEBETEH LI LET, AT — FRBIREIAICAR DENZERT 50, /SAT—F
SARREIAIC 72 D HACIBAN T 2 2@ IR L £,

ATy T8 [IR1F (Save) 1227V v LET,

EENE YD
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LIV A DEH
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(GE)  Secure Firewall Threat Defense 7 /31 A3 & — 1D 3076 DJ@Ex VAR — L TWET,

R D . —H—3H A {73 Firewall Threat Defense 5 /31 A 75 RADIUS r— X—|Zi&E &SNV E
R

« RADIUS J& 1 146 38 LUV 150 13, FEREER X O A @R D 454512 Firewall Threat Defense 5
INA A5 RADIUS $— "—{ZEE ENE T,

«3ODEM (146, 150, 151) (XT_XT, TH U T 4 7 OBMG, BEER., BIOEIE
Fisk D 7= 12, Firewall Threat Defense 7 /34 A 735 RADIUS $r— X—|[ZEE SN E T,

& 2: Secure Firewall Threat Defense ™ > RADIU H—/\—[Z3%4{E S 5 RADIUS Bt

Attribute SR UG IVERIT
B Number A BAT|TIFE SREAE - (X(E
BT 7 A V4 F 72| 146 b=l D% 1 ~ 253 3¢
T ho R S —F
£
II3AT s BATS 150 A VTN 2=t %27 275A47 > FSSLVPN, 6=tF=7
(Client Type) 2 A7 b IPsec VPN (IKEv2)
tyiar AT 151 I D/ l=t%27275 47 FSSLVPN, 2=tF a7
275 A7k IPsec VPN (IKEv2)

& 3:97R— k&N B RADIUS SBEEE %

Bt hewd| B4 | HBX/24 7 |DUPILE |SBAFE-IXE
Threat| .= &< ILF
Access-Hours Y 1 String T HrE#iPH D4 Al (Business-hours 72 &)
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=

Bwxys47

SUTNLE
=< ILF
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SEAFERIXE

Access-List-Inbound
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Pl

DI

Access-List-Outbound

87

pas2 Tl

T

T 2A VR NBHEOW A, Firewall
Defense 7 /3 A A TEE STV 5 ACL
HLES, A~v— M CLILET 7 &~
F TV NEATEFEHLT, Tht
ERLET ([T /31 A (Device) > [if

(Advanced Configuration) ]>[A~— h(
CLD ]>[47 Y =% k (Object) ] %%
SR

ZiILHDACLIL, #17F (Firewall Threat De
A AZAND T 7 4 v 7)) ET2135E (Fir
Defense7 /NA ANHBHD T 7 4 v 7))
T4y 7u—ZHIELET,

Address-Pools

217

pa2 ]l

D%

Firewall Threat Defense 7 /3 A CiEF &

ND—0 ATV FO4RET, UE— |
VPN ~D 7 T4 T 2 MNERDT KL A
THERHINAY 73y NE@ilLET,
7 I (Objects) ]"X—I TRy hU—7:
FEEZRL, RICKXY NT—7 4TV
N—TRY o—F 3w T e 7 7 AL
JET,

Allow-Network-Extension-Mode

64

LTIV

0=1E%1=FH%

Authenticated-User-Idle-Timeout

50

D%

1 ~ 35791394 45

Authorization-DN-Field

67

LTIV

Axh72fE - UID, OU, O, CN, L. SP,
T. N. GN, SN, I, GENQ., DNQ, SEI
use-entire-name

Authorization-Required

66

D%

0=\ 2 1 =(ZW

Authorization-Type

PIPIN

65

T

0=72L 1=RADIUS 2 =LDAP

Bannerl

Y
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D%
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Bt hevd| Bt | B3/24 7 |V dLF |FHREBEZEIKE
Threat| = = F &< ILF

Banner2 Y 36 |3 7N |CiscoVPNUE—rT7 2782ty gy (1
IKEv1. Secure Client SSL-TLS/DTLS/IKEv2,
7747 UV ASSL) IZx L TERRIANZ
CF 4| Banner2 SCF-411E Bannerl X T8I 8
F9 GREINTWIEHE) .

Cisco-IP-Phone-Bypass Y 51 #x Y 0=4E2N1=8%

Cisco-LEAP-Bypass Y |75 |#e YU 0= =%

Client Type Y |150 |#e 22V |1=Cisco VPN Client (IKEvl) 2=%F =27
7 > SSL VPN 3 = Clientless SSL VPN 4 =
Cut-Through-Proxy 5 = L2TP/IPsec SSL VPN ¢
Xo27 27747 b IPsec VPN (IKEv2)

Client-Type-Version-Limiting Y 77 pa==l D/ IPsec VPN D/ — g &5 2 s SCEEA

DHCP-Network-Scope Y 61 peEil| D% IP7 RLA

Extended-Authentication-On-Rekey Y 122 |3 P 0=1M2h1=H%)

Framed-Interface-1d Y |9 |3 YU BB TENTEIPV6 A X —T = A A 1D,
B THNTZIPV6 7 KL AEERT 57
Framed-IPv6-Prefix & #lAEbE¥ x4, # :
Framed-Interface-ID=1:1:1:1 &
Framed-IPv6-Prefix=2001:0db8::/64 % 75
&L IP 7 R LA 2001:0db8::1:1:1:1 235 H 1

Framed-IPv6-Prefix Y |97 |ZwA VTN BB THENIZIPVE LT 4 v T ALRES

WZEID Y THNTZIPV6 T R L A& ERT 57
Framed-Interface-1d & #lA&HEET, # :
7 4 w7 A 2001:0db8::/64 &
Framed-Interface-Id=1:1:1:1 Z#lAEbE 5 &
R L % 2001:0db8::1:1:1:1 M5 b Fd, =
PHEHALT, ZJLb—AbAf v Z—T A A 1d
FFIZIP T RLAZEID Y THZ ENTE
T, T v ARN28 HfER L
72IPv6 7 RLAZEID Y TET (72L& I,
2MEENTZTIPV6 7' L7 4 v 7 A =2001: 0dt
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B4 fevel| B4 (#8247 |SUTLFE |BRAFERILE
Threat| .= e
Defense i
Group-Policy Y 25 | e D% VE— 77 AVPNLEY gD
U—%ZRELET, ROWVWTINDTE
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« IN—T R —4
cOU=/N—TRY > —4
cOU=/ N—T R v —4,
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YRV ML= IREEEMT D
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IKE-Keep-Alives Y (41 |7—n YU 0= =A%)
Intercept-DHCP-Configure-Msg Y 62 7 —)L D% 0= 101 = H%)
IPsec-Allow-Passwd-Store Y 16 |7—1 TN 0= =A%)
IPsec-Authentication 13 |3 LTIV 0=72L 1=RADIUS2=LDAP (GRA[ D
RAA > 4=8DI5=M#B 6 =RADIUS T
WGk 7 = Kerberos/Active Directory
IPsec-Auth-On-Rekey Y |2 |T—n DV ES 1 35)) SRRy
[Psec-Backup-Server-List Y 60 peEZil DAY P—R— T FL R (AR_—ZXXE)Y)
IPsec-Backup-Servers Y 59 | el D% 1= AT MIRFRELTZY A %A,
2747 F YA baEHL L TIHETS
77 == U R NS
IPsec-Client-Firewall-Filter-Name 57 Pl TV TJIAT L M7 7 AT I —IL RS
BET 27 4 VZDARTEIRELET,
IPsec-Client-Firewall-Filter-Optional Y 58 E1& e T 0=WHE1=F4T>3a
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[Psec-Default-Domain Y 28 b=l /Y TIAT v NMICEETDHT 740 RAAL
1 DIZFHEELET (1 ~2553X5F) .
IPsec-IKE-Peer-ID-Check Y |40 |#Es DA% 1=WZH2=ETIEHETHR— FINdHH
Fv 7 Lgn
IPsec-IP-Compression Y 39 | #&g T 0= =FH%)
IPsec-Mode-Config Y 31 | 7—n DI 0="1E2h1=H%)
IPsec-Over-UDP Y (34 |T7—n YU 0= =A%)
IPsec-Over-UDP-Port Y 35 e D% 4001 ~ 49151, T 7 #/V biZ 10000 T,
IPsec-Required-Client-Firewall-Capability Y 56 LSS /Y 0=72L 1="Y%— b FW Are-You-There (A
EFENTWVWAHRY 2 — 2 =Policy pushed C
P R=INEDRY v—
IPsec-Sec-Association 12 b=l DAY X2 VUT 4 T — 3 U DOAH]
IPsec-Split-DNS-Names Y (29 | % 24T MIEET LI HY FAL
UANERELET (1 ~2553F) .
IPsec-Split-Tunneling-Policy Y 55 |#&kg TN 0=AFU v bk bl r7L1=27Y
VR 2=a—#H /L LAN ZFA]
IPsec-Split-Tunnel-List Y 27 | SRS P 27w b hrrxLOAEY A NEEm L
N —27 %7213 ACL O4RiIEHE L £,
IPsec-Tunnel-Type Y 30 | EH D% 1 =LAN-to-LAN2=UE— K 77 &R
IPsec-User-Group-Lock 33 |7— T 0=M%h1=H%h
IPv6-Address-Pools Y [218 | 7 |IP B—1L )L IPv6 DA R
IPv6-VPN-Filter Y 219 | scH| % ACL f&
L2TP-Encryption 21 | D By by 1= RN NnE2=40 £
128w b 8=AT— b L ANMEL 15=40/1
hCHE B L/ AT — F L AR
L2TP-MPPC-Compression 38 | EkH YU |0=1E51 =A%)
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B4 fevel| B4 (#8247 |SUTLFE |BRAFERILE
Threat | .5 fIE< LT

Member-Of Y (145 | sl TN | B~ R OFH, B
Engineering, Sales
EAFI v T7RvARY —TCTHEM
B, 7 —7 WY —ITRE S E

MS-Client-Subnet-Mask Y 63 |T7—n D% IP7 RFLA

NAC-Default-ACL 92 | %) ACL

NAC-Enable 89 | EEHL Dz 0=\\"Z 1 =TV

NAC-Revalidation-Timer 91 et DA% 300 ~ 86400 F»

NAC-Settings Y 141 | 3es Y7 INAC R Y v —D4 i

NAC-Status-Query-Timer 90 | #&%K U7 |30 ~ 1800 b

Perfect-Forward-Secrecy-Enable Y 88 7 — ) U 0= \\"% 1 =T

PPTP-Encryption 20 | HERHK D By b=y 7 1 =5 % 2 =40
128 h8=AT — b L ADPLLEE 15=1
N CHEBAL/ AT — N L A EE

PPTP-MPPC-Compression 37 | YUV 0= =A%)

Primary-DNS Y |5 pel YN |IPT RL R

Primary-WINS Y |7 T 7N |IPT KL A

Privilege-Level Y 220 | g D7 0~ 15 DEEHL,

Required-Client- Firewall-Vendor-Code Y |45 | T 1 = Cisco Systems (Cisco Integrated Client
= Zone Labs 3 = NetworkICE 4 = Sygate 5 -
Cisco Systems (Cisco Intrusion Prevention
Agent Z /)

Required-Client-Firewall-Description Y 47 | e D% il
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R fevd| Btk #3247 |PUULE |GRBAFERLEE
Threat | .= fIE=ILF

Required-Client-Firewall-Product-Code Y 46 B T R Bl b
1 = Cisco Intrusion Prevention Security Agent :
Cisco Integrated Client (CIC)
Zone Labs #5, : 1 =Zone Alarm 2 = Zone Al
3 =Zone Labs Integrity
NetworkICE #44% : 1= Blacklce Defender/Ag
Sygate 4 : 1 = Personal Firewall 2 = Persor
Firewall Pro 3 = Security Agent

Required-Individual-User-Auth Y 49 | % 0= =%

Require-HW-Client-Auth Y |48 |7—1 T 0= =A%)

Secondary-DNS Y |6 5 7N |IPT KL A

Secondary-WINS Y 8 el D IP7 RFL2A

SEP-Card-Assignment 9 LiESs T FRESE

Session Subtype Y o |152 | EEgk YU 0= L 1= TA T N VAR2=0TAT
74T NDR
Session Subtype 23 H S 415 D%, Session

(151) BIEDEAS 1, 2, 3. £l 4 D

‘(“ﬁ‘@

Session Type Y 151 | #%% D% 0=72L1=%%=727547 >k SSLVP
X272 747 K IPSec VPN (IKEv2) 3
A7 hUASSLVPN4=2 F A L RE
JL 71 %3 5=Cisco VPN Client (IKEvl) 6
LAN-LAN 7=1KEv2 LAN-LAN 8 = VPN &2 —
T

Simultaneous-Logins Y 2 #E T 0-2147483647

Smart-Tunnel Y 136 | x4 D% Aw— K~ h I RIVDLH]

Smart-Tunnel-Auto Y 138 | #&sh D% 0= 14—V 1=A4%—7)12=HEH=

Smart-Tunnel-Auto-Signon-Enable Y 139 | s DA/ R A A % 231 &7~ Smart Tunnel Auto
U 2 DA

Strip-Realm Y 135 | 7— D% 0=2%h1=FH%h
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Bt heva| it | B3/24 7 |V dLF |FHREBEZEIKE
Threat | .5 fIE< LT
Defense i

SVC-Ask Y 131 | se2%1) T 0= 4 EB—TN1=A4FX—TN3=FT 7>
EREARX—T T DH5=FT 7V |
YRV AREARZ=TMITD (2L 413
V)

SVC-Ask-Timeout Y 132 |3k /Y 5~120%

SVC-DPD-Interval-Client Y 108 | #&; T 0=A75~3600 %

SVC-DPD-Interval-Gateway Y 109 |#&f /Y 0=475~3600%

SVC-DTLS Y 123 | #&$; U 0 =False 1 = True

SVC-Keepalive Y 107 |3 /Y 0=47. 15~ 600 %

SVC-Modules Y 127 | e DY XFEY] (Y 2 —I)LOLHI)

SVC-MTU Y 125 | &% v |MTU fE 256 ~ 1406 /A |k

SVC-Profiles Y 128 | TN | R (e T 7 A VD)

SVC-Rekey-Time Y 110 | #&%% U |0=F 4 —7 11~ 10080 4>

Tunnel Group Name Y 146 | z4| TV 1 ~ 253 ¢

Tunnel-Group-Lock Y 85 b=l T MoV Z—7D4R1E7-1% hone|

Tunneling-Protocols Y 11 #x T 1 =PPTP 2 =L2TP 4 =1PSec (IKEv1) 8 =1
16 = WebVPN 32 = SVC 64 = IPsec (IKEv2
FEHE, 0~ 11, 16 ~27, 32~ 43,
AN fE,

Use-Client-Address 17 | 7— T 0=ME%h1=8%)

VLAN Y 140 | #%%5 D 0 ~ 4094

WebVPN-Access-List Y 73 pc=il| /Y TR YRR

WebVPN ACL Y 73 | e T 7 /NA A D WebVPN ACL 4

WebVPN-ActiveX-Relay Y 137 | #&% U 0= F DMt =F%h

WebVPN-Apply-ACL Y 102 | s YU 0= =A%)

WebVPN-Auto-HTTP-Signon Y 124 | xc52%1) Y TFHRIFF Fr

WebVPN-Citrix-Metaframe-Enable Y 101 | #&%% D% 0= =H%)
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B4 hewd| B4 |/ 4 7 |DUPILE |SBFE-IXE
Threat| = = flE < ILF
Deferse i
WebVPN-Content-Filter-Parameters Y 69 #x T 1 =Java ActiveX2=Java A7 U 7 M d= A >
=AA=VICHFENDT v F—
WebVPN-Customization Y 113 | 5% D% HABZ< A= 3 L DLHI]
WebVPN-Default-Homepage Y 76 | SCEA T URL (7= & %.iZ http://example-example.com)
WebVPN-Deny-Message Y 116 | sr52%) D% Bahre CEF] (500 SCELAN)
WebVPN-Download Max-Size Y 157 | %% T (O@iiiiiil
WebVPN-File-Access-Enable Y |94 | v 0= =%
WebVPN-File-Server-Browsing-Enable Y 96 | #&H D% 0= =Ha%)
WebVPN-File-Server-Entry-Enable Y 95 |#&s; D% 0=M%h1=H%h
WebVPN-Group-based HTTPHTTPS-Proxy-Exception-List | Y |78 | 57251 TN | FTFa DAL= () ZEML
~ X)W @ DNS/IP (7= & 21X, *.cisco.com
192.168.1.*, wwwin.cisco.com)
WebVPN-Hidden-Shares Y 126 | #85g T 0=7pL 1=FprENb
WebVPN-Home-Page-Use-Smart-Tunnel Y 228 | S— ) DY TIGAT Y FNLAR—DLR_R—Tk Av— |k
AR TERART DAL X —T T LE
WebVPN-HTML-Filter Y 69 Bitmap Y 1=JavaActiveX2=A27 U 7 h4d=A XA —!
V\_,’r»__
WebVPN-HTTP-Compression Y 120 |#&%% DI 0=471=77L— MEHE
WebVPN-HTTP-Proxy-IP-Address Y 74 | e Y http= £ 7213 https= 7L 7 4 v 7 AfF& D,
X1V » DNS/P:AR— k(5] : http=10.10.10.
https=11.11.11.11:443)
WebVPN-Idle-Timeout-Alert-Interval Y 148 | #&¥k /Y 0~30, 0= F&—7,
WebVPN-Keepalive-Ignore Y 121 |35 TV 0~ 900
WebVPN-Macro-Substitution Y 223 | TN piLiiil |58
WebVPN-Macro-Substitution Y (224 | D% TR,
WebVPN-Port-Forwarding-Enable Y 97 |#&H; D% 0= =H%)
WebVPN-Port-Forwarding-Exchange-Proxy-Enable | Y 98 | d&H D% 0= =Ha%)
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B4 fewd| Bt (#3247 (YU LF |GBAFERIKE
Threat | .= FIE=ILF
Defense i
WebVPN-Port-Forwarding-HTTP-Proxy Y |99 s PV ES 35 IEFEEs)
WebVPN-Port-Forwarding-List Y 72 | SreEA| P A— NEEE Y R N4
WebVPN-Port-Forwarding-Name Y 79 peE DIV i3T5 (], [Corporate-Apps| )
TDTHFARNTIIFIAT Y MR R—4
=T DT 7 )V S XFF [ Application
BEEHRZONET,
WebVPN-Post-Max-Size Y 159 | 3% VT Ox 7ttt
WebVPN-Session-Timeout-Alert-Interval Y 149 | #&¥k % 0~30, 0=F 4 &—7 /1,
WebVPN Smart-Card-Removal-Disconnect Y 225 | 7—1 /Y 0=H%h1=6%)
WebVPN-Smart-Tunnel Y 136 | sr5%1 % Z<— Tk hr VO HI]
WebVPN-Smart-Tunnel-Auto-Sign-On Y 139 | sc2%) T RAAL I ENTZA<w—K hos
A A VR MDA
WebVPN-Smart-Tunnel-Auto-Start Y 138 |# TN |0=1EG = A= AEA X — b
WebVPN-Smart-Tunnel-Tunnel-Policy Y 227 | e T lexy hU—24] . Tixy FU—7
fa] OV, 22T, Fv FT—:
~— bk PRV Ry NT =7 DY A R
o elX b RABBRI SN Z L AR
VRABEESND I EERL, aldd-
FNERLET,
WebVPN-SSL-VPN-Client-Enable Y 103 |#s YUV 0= =A%)
WebVPN-SSL-VPN-Client-Keep- Installation |Y  |105 | #&sy TN 0= = A7)
WebVPN-SSL-VPN-Client-Required Y 104 | #&55 YU |0=1E51 =A%)
WebVPN-SSO-Server-Name Y |14 | PRV el
WebVPN-Storage-Key Y 162 | g% TV
WebVPN-Storage-Objects Y 161 | xce%| T
WebVPN-SVC-Keepalive-Frequency Y 107 | #&% T 15~ 600 >, 0=47
WebVPN-SVC-Client-DPD-Frequency Y 108 |3k D% 5~3600 ., 0=47
WebVPN-SVC-DTLS-Enable Y 123 |E YUV 0= =A%)
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R fevd| Btk #3247 |PUULE |GRBAFERLEE
Threat | .= fIE=ILF
WebVPN-SVC-DTLS-MTU Y o [125 |EE 70 IMTU L 256 ~ 1406 /31 kT,
WebVPN-SVC-Gateway-DPD-Frequency Y 109 | #&kh S 5~ 3600 . 0=47
WebVPN-SVC-Rekey-Time Y 110 | #&¥ T 4 ~ 10080 43, 0=47
WebVPN-SVC-Rekey-Method Y o1 vr7n |0 (F7) L1 (SSL) L 2 (LW ko
WebVPN-SVC-Compression Y 112 | ##5 D% 0 (F7) .1 7%/ FDEHE
WebVPN-UNIX-Group-ID (GID) Y 222 | #H T UNIX TOHE2 7 v—7"1D
WebVPN-UNIX-User-ID (UIDs) Y 221 | #Eg DI UNIX TOH 72 —%—1D
WebVPN-Upload-Max-Size Y 158 |3 D% (D'giiiiiia
WebVPN-URL-Entry-Enable Y |93 |#es TN 0= =A%
WebVPN-URL-List Y 71 b=l T URL U A 4
WebVPN-User-Storage Y 160 | 5% /Y
WebVPN-VDI Y 163 | x5 /% HED Y R R
# 4:3215 1 % RADIUS [E 1% Secure Firewall Threat Defense
Attribute DU | DU IVERIE
B Number A, B4 T |TILFIE REAEfIEfE
Address-Pools 217 pred] TV Firewall Threat Defense 7 /31 A TER SN/ F v
NI =2 F TV FOLHT, VE— T 7 A
VPN~D T T4 7T 2 MMEROT KL AT =& L
THEHENL Y73y NEHBHILET, (A7 V=
I RR—=T TRy NI 3T V=7 MEERL
\i ?—O
Bannerl 15 pedl DA% =R s A Lt ZILERIND T —,
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o) TAVTRAEEHCT DL, &V 4 RUTHAS (Enabled) | F =y 7Ry 7 REF
WZLET,

d [OK]%7 VU v7 LT,

T A Y7 A URL ZBMT HI21E, ROFIEEZFATLET,

a) [=A U7 AURL (AliasURL) ] ® B/ (Add) 127V v 7 L7,

b) UARME[=A YT AURL (Alias URL) ] Z&IRT 257>, HTLWURL A7V =2 MEAE
HLET, FEHIICOWTIE, URLA 7Y =7 POERESRBL T &,
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TLOMENRD Y 7,
VAADY T MU =T Xy ra— R =B RLTEFaT I IAT U A A=V T 7
ANEL T a—RLET,
EErEYY

Secure Firewall Management Center <~ Secure Client f A — Y DB (55 =—)

Secure Firewall Management Center ~@ Secure Client 1 4 — < DB

[Secure Client” 7 £ /b (Secure ClientFile) 147 =7 M & L T, SecureClient {f A — %
Secure Firewall Management Center (27~ 7' 02— K925 Z & TXE9, fEFlICOVTIE, 77
ANTT V27 hEZRLTIEIWN, 7747 MM A=Y OFEMIZOWTIX, Cisco Secure
Client f A — (55%—2) ZZ&RLTLEEN,

JE—F7YEXVPN .


management-center-device-config-73_chapter31.pdf#nameddest=unique_728
https://software.cisco.com/download/release.html?mdfid=286281283&flowid=72322&softwareid=282364313
management-center-device-config-73_chapter31.pdf#nameddest=unique_1248
management-center-device-config-73_chapter31.pdf#nameddest=unique_1248

YE—F 72 EZVPN |

B /=722 VPN Y5472 1o Secure Client % — OESH

FIE

ATy T

ATvT2

ATvT3

RTvT4

ATy TH

ATvT6

ATy 17

[7 /34 A (Devices) |>[VE— K7 27 EA (Remote Access) | T, U ARINTNDHYE—h
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[RELIEN—NEFEHL GEHELZEG 0 7 7 A VAT 5 (Usethe configured rules
to match a certificate to a Connection Profile) | : #7077 f L~ v 7 TEFXIN TS
W—VEMERT 52X, 20+ T a v EAMCLET,

(6=3)
AEAE~ Yy B 7 ERET S 2 Eid AEHFICESGRIEEZER L ET, RESN TV LG
FECRRZRLS, VE— b= —137 T4 7 v FEAEZRET L L9 ROLNET,

AT 7S GERAEZENOHER 07 7 4 L~D~ v 7 (Certificate to Connection Profile Map) &7 3 >~

T, [y 7 DEM (AddMapping) |27 U7 L, ZORU —DOFEHENLER 7 0

T AN~D~ T EER L ET,

a) [REBE~ v 74 (Certificate Map Name) |47 2 =7 FERIRT D50, ERLET,

b) FEHE~Y Y TA TV FOAL— AN SN HGEIER TS (B e 7 s AV
(Connection Profile) ] %K L £,

) [OK|Z27 V27 LT, v v TEERLET,

ATvT6 [R17FE (Save) |27 U w27 LET,

TI—T R O—DERE

FIE

IN—T R —ZIN—T R =47 V=7 MNIRFESN D B L O —HEDRT T,
VE—bFT7I7HEAVPNOTZI ARY 2 AEERKLET, ezE, =T R v—F7
VxZ T, T RUVAL Ta b ajb, EREGER EO RN BIEZ R L E T

a—P—ICHEAEIND TN —T R > —T VPN F U RS SN AT ESHE T,
RADIUS KGRV — =N T N—T R o —%ED BTH), FEFBREOER T 27 7 A L)
LEGSHET,

)

(G¥)  Firewall Threat Defense (Z 7 /L — 7 R U U —@EDOfKITH Y A, =—F—lZONTiE, 7
N—T RV —FT V=7 bREEELTERENRET, 27 A VIFIZAAA Y —R—THIE
SNTZITN—T RV —FT7 V=7 FPIMERASNDID, LR INDHEE SN TV WG
L. VPN ERCICHR L CRESNTET 74NV MO T AV—T R —RNERESET, fEEIN
T 74N MDD N—TRY =37 7 4/ MEICRETEETHA, Ziuk, #7774
JZEND YT HIL, D7 N—T R —RNa—F—(Zxf L THRE S TR WA IC DA
HEnE7d,

AT9 1 [T/N4 R (Devices) |>[VPN]>[JE— 7YX (RemoteAccess) | Z#IR L £,

. YE—F 7Y EZXVPN
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ATy T2

ATvT3

ATvT4

ATy TH
ATvT6

war Ev v s sz [

UARMNSEEFEDOY E—F 772 AVPNRY —&RIR L, 515 [#fRE (Edit) |74 =
vEIZVY I LET,

[¥#E%E (Advanced) 1> [Z/)L—T /R >— (Group Policies) ] >[iBA0 (Add) [& &R L *
D

[BE A AE72 7 L — 7R U 2 — (Available Group Policy) ] UV A Fn5 7 —T7 7R Y 3 — %8R
L. B (Add) 1227V v 27 LET, ZOVE—FT7 27 A VPNRY —|ZBHAT S 7
N—TRY) o—% 1oL E@ERTE £,

[OK]Z2Z7 Uy 27 LT, A= RY o —0O@REZET LET,
ERERATFLET,

EENEYD
ITN—T RIS —FT =7 +D

e
it

LDAP BiE <~ v EV T DETE

LDAP B4 IC LV, LDAP 22—V —F 72137 L — 7D RBMEL N, v AaTHMEI N DLEIC
v EnNET, ZOREME~Y Y FI2E D, Active Directory (AD) F 721X LDAP H—/3—
WCHET D BN, YA aoEEs ER—HIND X 512720 9, [LEOEHELDAP EM%
BER O Z—igEEM (VSA) ICv vy B 7 T&xET, 1 DLLED LDAP EM:% 1 DLLED
Cisco LDAP BH:ic~ vy B /T £, )%~b77txww%ﬁ®%i¢’ADit

LDAP #—/X—73 Firewall Threat Defense 7 /31 A ZFRGEA X9 & . Firewall Threat Defense 5 /3
AL, ZOHEREFEHL T, X277 7470 NBEREARE T T2 HEEZRETCEET,

VPN 2 —HP —Z X F ZFERT 7 B AFARLVPN 27 Y #4328 41%, VPN I —/3—
TEESERVPNRY O—ZREL, Z LT iy MIESNWTINSDORY —k v b &
HZa—P—ZEDYTHZ ENTEET, TN % Firewall Threat Defense THIF I 5 1Z1%. LDAP
Eﬁv/7%@%LTUMPMT%§ELi¢ LDAP L C/N—TF R v —% 21—
P—1ZH VY THIZIE, LDAP @A~y B 7T~y TERETLHILENRH Y £7,

LDAP Bt~ v 713, RO 3 DD R N—r2 hTHIEINET,

s [L/V A (Realm) ]: LDAPJEM:~ v 7O4FIEZRRELET, ARilx, @R L L LAICE
SWTEKRESNET,

s B4~ v B2 (Attribute Name Mapping) | : LDAP = —H# —F 72137 v —7 D@4
Z, VAR THBINLAFNCY y B 7 LET,

s B~ >~ B> 7 (Attribute Value Mapping) | : LDAP = —# —F 72137 v —7 D@D
%, BRLEARI~ Yy BV 7O 2aBiEofElc~y B 7 LET,

LDAP @t~y 7T EN D VL —FRY) >—iZ, VE— 77 E A VPN#ERD I L—7
KU —D U A MIBMENET, VE— LT 7 EBAVPNERNS 7 L—TRY > — &%
5 &, BEfT 5N LDAP Bt~y B 7 HHIBRESNET,

N—= 64~ 6.6 TlL, FlexConfig ZffiH L CD LDAP Bt~ v 7 ZETE£¥, it
Az oW TiX,  Configure AnyConnect Modules and Profiles Using FlexConfig] #Z L C< 72
0y,

YE—F 7Y EXVPN .
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B wrrEr~cvessozE

FIE

ATy T
ATvT2

ATvT3

RATv74
ATvT5

ATvT6

ATy 17
ATvT8

N— 32 7.0 LTI, ROFIEZFER X 9,

[7/31 X (Devices) 1>[VPN] >[1)E— 7YX (RemoteAccess) | iR L E 7,
UARMNOBFEDY T—F 778 AVPNRY —5 RN L, 515 [fRE (Edit) |74 =
YEIZV I LET,
[#%E (Advanced) ]>[LDAP @M< v E >4 (LDAPAttributeMapping) 1227V v 7 L
\i—g—o
GEAN (Add) 1227V > 7 LET,
[LDAP JE 1t~ ~ 7 D% E (Configure LDAP Attribute Map) ]-X—"C, [L/bA (Realm) | %%
WL TRt~y 2R ELET,
GEAN (Add) 1%227 YV v 7 LET,
BEORYE~ Yy TERETEET, KR~y 2O T, AR~y T e~y TERET D
VERH Y £7,
()
LDAP @M~ v 7 ZAER T DB8E, ROTA BT A > T ES U,
« 1 DO LDAP BHEIZ SN TA R b 12O~y B 7 E2FELET, [[ U LDAP B4
EROBEEO~ y BT S REY A,

* LDAP Bt~ v 7 H1ER T DI121E, < Eb 1 DD&4RI~ Yy TERELET,

s UEB— T 78X VPN #EROER 7 10 7 7 A4 VIZBEM T 53TV 720 LDAP @it~ v
TIIHIBRECTE £,

o« VA L LDAP OEADEMNA I L OMEIZ DWW T, LDAP @~ v 7 CTIELWAAYL &K
FINLFERFERA L TLIEE 0,

a) [LDAPJ&M:4 (LDAP AttributeName) ] Z+5&E L, U A MO LB [ A a@ME4  (Cisco
Attribute Name) | Z 3R L £,

b) [~y 7 DiENM (AddValueMap) %7 U > 2 L, [LDAPEM{E (LDAP Attribute Value) ]
& [ A EMEE (Cisco Attribute Value) ] Z457E L 7,

SOOI~y 7 2BINT 521, ZOFIEZHEDRLET,

[OK] %7 Vw27 LTLDAP @~y 7OREEZZET LET,
[f#17F (Save) 1% 7V v 27 LTCLDAP @Mt~ v B 7V ~DEFHREFELET,
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vNo—knsvovroiE [

i
FEMIZ2 2 >V CiX,  TConfigure RA VPN with LDAP Authentication and Authorization
for FTD) ZZML TS 7IZ&0y,
EErEYY
UE— 7 27EAVPN D AAARE (32 5—)
FERRF X VRO R Y o — O (7 =)

VPNO— R NS ULV TDETE

VPN O— KIS 22051220 T

Firewall Threat Defense ® VPN 2 — RAXZ U U T H2ERTH & 2L EOT A R 23T
W N—7 L, TRAABTYIE— T 7 EBAVPNE v g U2 ICHECEE 4, VPN
R—RNRZG U Tl DL, n—= AT UL T IN—=THNOT A AT xR 2T
FA T NVPN v a rnEFEInET,

VPN B — RNRZ v 73, A—"7"y NEIZZOMOERZEE L WHilile hT7 7 ¢ v
T DFEIZHEASNTNET, VPN r— KN T v 77— 1%, 2 DL E® Firewall Threat
Defense 7 /3NA A TR SILE T, 1 DTN ANRT 4 L7 X ELTHIEL, TOMOT N
A RFA U NR—=FT N R EF, TA—T DT A AL, BRIZFECZA 7 ThDHLET
B FCY T Ry =T NA=2a UROERAEENT 20 ELH A, VE—FT27EX
VPN % R — b9 %9 T Firewall Threat Defense 7 /3 AN T — KT 77—
IZZIC& ¥4, Firewall Threat Defense %, Secure Client SAML F25E% fifH L7z VPN 2 — K3
T T EYR—=FLTOET,

VPN — RS U o T T N—TNDOTXCDT T 4 TRTNNA AN® v a v OATRER
ELET, VPNO— RRFZ Tk, NI 74 v 737N —7RNORLARDODIRNT
N ZNZHEERE S, AT TR TCOT AL AMICoBENET, ZUTED, YATH ) Y —
ADGHHRINEH S, N7 —~v AR EL, N TRATEV T NEBINET,

VPNO— KNS odmayviR—xr b

VPN H— RSy v T Daryi—3y MIKD LB T,
cO— KRNSO U HI—T : VPNt v g o 2IEHET B0 2L O Firewall Threat
Defense /XA A DRAE T )L —7F,
VPN B — KRS > 70— 1%, WU U —2F77-131EE Y U — A Firewall Threat
Defense 7 /3 A THER TEETN, T A ATUE— T 7 A VPNFEHRLIFR—F
SNTWDIRLENDHD 77,
VPN B — RT3 v T DT N—TREDHERK (65 —) BLOr— KT o7
DEBNREDOHER (66 2—) ZBRL T TEEW,

cTALIE  TN—TDIODTNRAANRNT 4 LI X ELTHRELET, 7L —THNOM
DAL= AMESEHEE, VPN 'y a ORIz ML £,

YE—F 7Y EXVPN .
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YE—F 72 EZVPN |
VPN O— R RS20 T ORE

TAVIHE, TNA—THNOTRTOT N, RAET=S— 1L, KT 31 ZADOAM 2B L
T, ZOAMIZESNTEy v a VORAWMESRLET, T4 L7 ZOEEIL. 1 >0
BTN RFEMIT 5N O TIERL, TS A[TY 7 hC&xEd, & z2iE, Bl
DT 4 L7 B TRENRET DL, JA—THDRA L IN=FT 5, AD 1 ONTDOEE %
FlXMNT, TCICH LT 4 L2 2Tk 3,

A UN= TN=THNDOT 4 L7 ZLSNDT S, ZE, A A= EFEINET, n— A
Tz MmL, VE—RT7 78 A VPN ERaAELET,

BINT R, ADRE DR (66 ~—)

VPN O— KRNSO U DRNREH

SEBAZE : Firewall Threat Defense OREEIIL, #eD UV XA L7 MNEE BT 4 V7 2B
LR N—=DIPT RUAEIFFQDNREENTWALERH Y 7, £5 Lk,
SEFAEIIGHETE WL R ESNET, EHETIEY 7 U =7 MBS (SAN) F213V
AN KA — RiEAEEZFEHTAMNERH Y £7°,

[7/V—7URL (GroupURL) ]: VPN — RKRZ 7 T N—T1PT7 RLAD I L—F
URL 2855 70 7 7 A VICEBMLET, ZA—7DO URL 25E+TH L., 2—HF—nnur
A VTN —T B RINT DL EN R 2D 77,

[IP7 KL A7 —/L (IP Address Pool) ]: AL/ R—=F A4 ZAD—EDIPT RLAT—)L %
BIRL, AL /3—F /3 & Z LT Firewall Management Center O IP 7 K L A 7' — )L % 4 —
N—F74 FLET,

e Xy hU—Z7 7 RLAZEH (NAT) OB IZHAT A AT, a— KRS T T —
FICEDAH L TEXET,

VWNO—R NSO UTIZETHH4 K54 2 LHIRREE

s VPN 0 — RNZ o 3T 7 40 h CTIREGIZ > CTWET, VPN — RT3
TR A X —T NN T AHMERH Y £9,

o [6] UHFTIZ 3 5 Firewall Threat Defense 7 /NA A D 0 — RXT o 0 J7 7 )— 10BN

TXFET,

s 0— NRZ U T T N—T1TiE, D7 b 250 Firewall Threat Defense 7 /3 A D34
FTT,

« Firewall Threat Defense /& ] P DT 34 2L, B— RT3 T NL—FIZHBINTEF
7,

e Xy NU—2Z 7 RLRAZEH (NAT) OHERIZHATNNA AT, a— KT T T —
NG DHT EHTEET,

CAUN—FRFT A VI IDTNAARE T T HE ZOT A AR DY £— b
T 7 A VPN #5 UIr S AUE T, VPN #kt & FEB AT 5 LB H D £7,
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VWNO—RNRS2IY

Flig
&
ATFw T2

ATvT3
ATvT4

ATvTh

ATvT6

ATy T1

ATvT8

ATFvT9
ATy 710

VPN O— RS2 0T DT I —THEDERK .

BT NRAADT AT T 4T 4FEHEIZIL, 37V =7 MUEEL (SAN) £/21FUA LK
B — RRMETT,

0TI —THEDHER

VPN — RNRT o TEAMIL, B—= R KNT o T N—=TOFNTDA =T H]
TELIN—TRECHET DI LNTEET, JN—TZ2ElT5 L&, n—FRTv
YT DOBMEELCRETE £,

[7/34 R (Devices) | >[VPN]>[JE—F7Y X (RemoteAccess) | &R L E£7,

T 5V E—RT7 7 A VPNKEY —C[sE (Edit) 1227V v 7 LET,

[F+#E% % (Advanced) |>[A—K/\5 > 2% (LoadBalancing) | %7V v 27 LET,
[ANR—=FT A A DO B — RT3 T EANZT 5 (Enable Load balancing between member
devices) | NI AR BT Vw7 LT, B—KRXTU U TEHEMILET,

[N —7EOFE (Edit Group Configuration) | N— U D& E£9, 7 A—TRT A —H (T
H—RNRT T TN—=TDFDTXTOT A AT SNET,

MELZIS UC, [/ v—TT1PvdT K LA (GroupIPv4 Address) | & [Z/V—7TPv67T KL A (Group
IPv6 Address) | ZfEELET,

CITHEETAHAIP T RLAEIR— RRT U FNN—TFRRKTHER SN, T4 L7 XITE
{2 VPN #HICZ D IP 7 FL AR £,
0— RRZ T T N—TD g A % —7 =4 A (Communication Interface) ] ZEiR L

F9, B (Add) 1227 Vw7 LT AV Z—T oA AT N—TFFex=2 T4~
B L £,

WEAVE—T A R, TA LI HERAR—PNAMICET AEREILEGT 20D T T A
R—h f o HF—T A AT,

F UL I BETN—TFHND A R— 0@ 4% [UDPAR— ~ (UDPPort) ]# AL E
+, F 74 FOKR— FE 9023 T,

[IPSecH B4t (IPsecEncryption) | F 7 VAR Z &2 A NI LT, T4 VI X X N—DE D
fFIZE1F % IPsec i ok Az LE T,

Wbz ahcd e, FaiAXT—Z2MHH LT, T4 L7 F & A —D[MIT IPsec k
VAV SIVET,

[IPsech& &1t (IPsec Encryption) | 4 7Y a > % %52 L T Firewall Threat Defense 7 /N1 A %
Ty T L= RERFZA T T L— RT 2856, BEOKKZP<7-9HIZ, FirewallManagement
Center & Firewall Threat Defense DEICFRED R —ENB RN & BHER L T IEEU,

IPSec K5 5L [KE 51— (EncryptionKey) 1 Z AN L. BB LF®—% MR L 7,
[OK] %27 Vv 7 LET,

JE—F7YEXVPN .



JE—R 7Y RPN |
B o5 v voemzroms

O— KRNSO UTDBMFRTEDER

VPN 2 — RARZ 2 ZOBMEREICIE, FODN B L WIKE VXA L7 bR EENET,

]

ATvT1 [T/N/4 R (Devices) | >[VPN]>[JE—FrF7Y R (RemoteAccess) | IR L 7,

AT T2 BHh+HVE— T 7 AVPNARY —T[RE (Edit) 1227V v 7 LET,

AT 73 [FHMHRE (Advanced) |>[B—FK/N5>> 2% (LoadBalancing) | %7 U v 7 L%,

AT T8 FEAEDCLTORWEGEIL, [A =T A ZAOu— KT 70T 5 (Enable
Load balancing between member devices) | N7 VR Z &4 LT, B — RRZ U T 5H
o LET,

AT 95 [RE (Settings) |27 Vv LET,

ATYT6 BEREHMi NAA L LEMER LY XA LT NEFNIT 5L, [IPORDYIZFQDNZ BT 7
INA AZEET 5 (Send FQDN to peer devices instead of IP) | R 7 VAR & v &4 2 LET,

77 # /)L b TlL, Firewall Threat Defense {X VPN 2 — RKAXZ 2> 70U XA L7 NTIPT K
VAT 27 AT v MIEELET,
ATwT1 [IKEv2U #A L7 + (IKEv2 Redirect) | 7 = — A DWFRNEEIR L 7,
« [SAFBEEHR D) A4 LY b+ (Redirect during SA authentication) ]

s [SAFIHMEFR DU # 4 L2 K (Redirect during SA initialization) ]

ATYT8 [OK]ZZ7 Vv 7 LET,
ATy T ERERFLES,

ST INA RDEBTE DK
FNRA ZADBMBETIE, A ANRVPN B — RS IV TCED LI ICAME AT S
ERELET, 7/ ATVPNR— RNF U T EFRC L, T3 REFDOT 01T ¢
EERTDZELEIZED, ZIMTET A AZRELET, ZHODOEIZT ANA AT -> TR
DET, B—RKNF U TIEBIMLTNDET N, ADEFENANME S AR E TE 3, EELIE
NMNBEFNREVITE, TOT A AL, OT A ZAXY HT 4 Lo XD aeEERNE < 7
DNET, 2L, INV—TDT 4 VLI ZITRDBTNAAEZERTIHZ LI TEEE A,

FIE

AT9 1 [T/INA R (Devices) | >[VPN]>[JE— 7YX (RemoteAccess) | Z#INL £,
RTF9T2 EEFTDZVE—FTZ7EAVPNARY —DfICH D [E (Bdit) 1227V v 7 LET,
AT T3 [#MERE (Advanced) |>[A— K/A5 > >4 (LoadBalancing) 1 %7V v 7 L%,
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ATvT4

ATy TH

ATvT6

JE—k 75X VPN® IPsec DXRTE .

FEHENMZ L TORWIGEI, [A =T A A Oa— RT3 73235 (Enable
Load balancing between member devices) | N /LR &2 A NI LT, B— RKRT U U T hf
L ET,
[T /34 2D (Device Participation) ] iR EZ Rk L £9°,
[T /34 ZADZN (Device Participation) &7 v a i2i, #RL7=Y E— h7 7 & A VPN &%
EDOTXTOLZ =5y bTF AL AR—HRRSNET, INLDOT A AL, 5 VPN & v
varDRmMEEAT LR OIIRETE T,
a) [m— K~ F 7 (LoadBalancing) | N7 /WK F L&A N L TT A, ZADR— R/NNT
YU TEAMICL, [WE (B 1227 Y v LET,
b) T A AD EHNENL (Priority) 1 Z AT LE T,
T 74N NTIE, T3 AOBEIAMIE S ICERESNTVET, 1 ~10DF A BN T
e

c) T/NA AMNAT DERICHHEE1E. VPN A LV H—T A ADIP T K L A|Z [IPv4 NAT]
F721X [IPV6 NAT] 7 KL A& E L £,
d [OK]zZZ7 Vw27 LET,

[f#7F (Save) 1227 Vv 27 LT, VE—FTZ7EHAVPNRY O —HEEHREFELET,

JE—Fk 74+ X VPN ®D IPsec DETE

FIg
ATy I
ATvT2

ATvT3

ATv74

IPsec X EIX, VE— K 7Z7EAVPNARY U —%RETHEC, VPN 7’12 kL& LT IPsec
BN LIS AICOREMAARETY, 9 TRWEAIX, [T 8 A A v F—T = A ZADFRE
(Edit Access Interface) | ¥ A TR ARy 7 AZMEH LT, IKEV2 ZANCTHI ENTEE
T, FECOWTIE, VE—FTZBAVPNDT VA A H—T 2 ZADRE (52 ~<—
V) BBBLTLIIEEND,

[7/84 R (Devices) 1>[VPN]>[UJE—F7%2 X (RemoteAccess) | #iER L £7,
fEAATREZR VPN AR Y o —D U X bbb, REZEHET LRI — 2@ IRL £7,
[FEMEXE (Advanced) [ %7 Y 27 LET,

IPsec (RED Y A I, BEAMOTES—var v RUICERESNET,

Fer—rvar v FURMBEHLT, RO IPsec A7 a wZffELET,

a) KB~ v~ (CryptoMaps) : [f55~ > (CryptoMaps) ]~3—1Zid, IKEV2 7’1 h /b
DAHEIN I TNDA B —T oA A TNV—TPRY A SN ET, Ko~ 7L, IKEv2
7a haARERI o TNDA U E—T oA AFICHBIERSNE T, Wi~y 7 Zm
F£TDIE, VE—F T 7 EAVPNEHS~ Yy 7ORE (68 X—) #BHL TS
W, [T78AL L H—7 x4 A (Access Interface) ] T, R L7 VPN R Y > —DA

JE—F7YEXVPN .



YE—F 72 EZVPN |

B = +7rexvenms<yJonE

B =T A AT N—TZBMELIFHRTEET, FFMICO VWL, VE—FT 7 EX
VPN DT JERA A2 =T 2 A ZADORE (52 5—) #ZRLTIIZIV,

b) [IKEAR YU ¥ — (IKE Policy) ]: [IKEZR Y — (IKE Policy) ]-~~—3IZi%, Secure Client -
Y RARA b3 IPsec 71 b AL &R L CHERE L TW A5G, BIRLZ VPN AR Y v —IZ
BWHAARERT R TOIKERY =47 V=7 MR—BERRINET, FEMICONTT, Y
T—h T7Z7EAVPN TOIKERY — (71 =) 25ML T ZE0, HLWIKE
R =BT 5120F, IKERRY > —F47 V=7 hOREEZSZRL T 7ZEV, Firewall
Threat Defense 23 %" — ~ L T\ % D% Secure Client IKEV2 7 74 7> h DB TT, H— K
PR—T (EHED IKEV2 7 T A T > NIV R—hEShTWEEA,

c) [IPsec/IKEv2 /XF A—%4 (IPsec/IKEv2 Parameters) ] : [IPsec/IKEv2 /3T A —%4 (IPsec/IKEv2
Parameters) | X— I Tld, IKEV2 By a ViR E, IKEV2 X =2 T 4 T/ v o—Ta v
RIE, IPsec RE. BLUONAT ZHREXEHETE LT, sElllc>NTIX, TVE—RFT
7 A VPN @ [IPsec/IKEv2/3T A —% (IPsec/IKEv2 Parameters) | DF%E (72 X—) |
EZRLTLLEEN,

ATv 5 [fR1F (Save) 1227 U w7 LET,

JE— K 72X VPNEEETY TDHRE

FE
ATy T

ATy T2
ATvT3

ATvT4

ATy 75

ATvT6

K5~ > 71X, IPsec-IKEv2 7’0 h 2 L RFHT > TWDHA ¥ —T = A AHICHEVER S
NEJ, [T78AL ¥ —T x4 A (Access Interface) | T, BTIRL7Z VPNR U & —DA >
B —T 2 A AT N—THBMEZITHIFRTEET, FFMICONTEX, VE— K727 &EA VPN
DT ITEAALA B =T 2 ADORE (52 =) 2ZMLTILEEN,

[7/31 X (Devices) 1>[VPN] >[1)E— 7YX (RemoteAccess) | ZiER L E 7,
fEATREZ: VPN AR Y o —D U X bbb, REZELE T LRI —z @R L £7,

[FEHIR%E (Advanced) ]> [R5~ 7 (CryptoMaps) &7 U v L, T—7/LDIT& R
L. [ffE (Edit) 227V v 7 LTS~y 7OF T aramELET,

[IKEv2 IPsec 7 &2 AR —+# /- (IKEv2 IPsec Proposals) | Z#3R L, N T A7 4—Ah v F &
RLT, bRV ND T T 4w 7 OREITHEH SN DBIET VT Y A LB L O {LT v =
URXLEHELET,

[URN=R2AN—b ATVl v arZfMIT 5 (Enable Reverse Route Injection) ] Z3&4R L |
ABT 47 —hFE, VE—bF PRV U KRSV M THRESNTWDE Ry NU—T &
RANDON—F 47 Fav ACHEHASLET,

[Z7FA47T v b —ERADOA%ht (Enable Client Services) | IR L, A— FESZHE L E
R

7547 v b —ERAYP—s3—F, HTTPS (SSL) 77 A &ML 3, ZHIZX Y. Secure
Client #vruo—%\x, Y7 b7 7 v 7 7L —K, 7arZyA), a—hU¥—a08
OB AL~ Af ¥~ ar 77 A/, CSD, SCEP, BXWI T4 7 "RREL T HZ DI
DT FANE T 0 — REZETEET, 2O T a  ZERLESERIE. 29470 F
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| YE—F 72X VPN

ATy T17

ATvT8

yE—F 7o NEEvy ToBE ||

P—EADOR—FEEEHELET, 77T F =R J—NR—ZFH LR WNEE.
2—H—{%, Secure Client NI L T HRBEMERH DL ZNOLD T 7 ANV E XU 0 — R TEFE
A,

G¥)

[ UFNA A TEFITT D SSLVPNIZK L CRIUA— F &2 TE £, SSLVPN%‘: RE LT
ATH, IPsec-IKEV2 7 FA T FTSSLE ML C T 7 AV EE 7 a— RT512. 2D
F T a v EERTAILENRH Y 7,

[Perfect Forward Secrecy ™A %0t (Enable Perfect Forward Secrecy) | Zi&R L, [f&# 7 v —7
(Modulus Group) ] Zi&R L £,

b sl Lic—BDE Yy v ay F—2ERBIOEHT 572912, Perfect Forward
Secrecy (PFS) ZEALET, EAEDOE Yy a v F—2FHTDH I LT, H“iDOE SN LAH
MEESNET, /2. TREEPTESNTWT, WRENT L RARA Vb T80 ZA TR
ENTVDLFHAFEAFF—CEX—2 AT L TNWIHATH THIREINET, 2047
va v ERIRT D5A1L. [R5k v—7 (Modulus Group) ]V A R T, PFSt vy gy $—
DK 9% Diffie-Hellman ¥ —#EH7 /L3 XA LN L £7,

BRI N—T1E, 2 DD IPsec BT HOLAMEX—Z2 HAWVIZEET LI L BET L7120
23 % Diffie-Hellman 7 /b—7"T9, BN REIWVIFEE X2 T 40 B SN ET A,
ﬂf_ﬂiﬁ%ﬂa% E<RVET, 2200E7IZ, —ETHREIN—TNREIILTODLLERDHY

9, VE—F T 27 ERXAVPNGE E%.:?T?‘éﬂ»%ww~7 B L ET,

« [1] : Diffie-Hellman 2 /L —7 1 (768 & v M&ED) .
« [2] : Diffie-Hellman 2 /L —7"2 (1024 £ v ME¥) .

« [5] : Diffie-Hellman 7 /L —7"5 (1536 &' MEE, 128 B h F—DORFEITHELI S 11 528,
TN—T 14 DFNEVRT)) . AES B EALEAERT 2561, o7 v—7 (Fix%
nELE) 2R LET,

« [14] : Diffie-Hellman 7 /L —~7" 14 (2048 £ MR, 128 B b T —DfR#ICHEE S
é) o

« [19] : Diffie-Hellman 27 /b —=7" 19 (256 &£ > b OFEM MR~ 1 —/L K ¥4 X) |
« [20] : Diffie-Hellman 2 /L —~7"20 (384 &> hOFEHHI#R T 1 —/L K 4 X)
« [21] : Diffie-Hellman 7 /L —=>" 21 (521 &> FOFHEHR T 4 —/L K H 4 X) |

* [24] : Diffie-Hellman 7 /L —7"24 (2048 &' MRHIF LN 256 £ MR EH 7 7L —

[T A 7 %A Lk (0%  (Lifetime Duration (seconds)) ] Z45&€ L £,

XV T4 TYvE—ay (SA) OIAT7XA L B . ZOTFA 754 LEBLD
L. SAOHIRRAGII, 20O E TR THA I Z—2a VEITHOMLERD Y £9, — NI
—EDREIZETDHET, T4 7XZALPHNEE, IKEXTY =3 a BN Fa 7220
9, L, FATFALBRENVE, 5%DIPsectX 2T 4 TV m—aryOky b
Ty TN, FHWTA T EA LOYE XY bREIITOIET,

YE—F 7Y EXVPN .



JE—R 7Y RPN |
B = +7rexvenms<yJonE

120 ~ 2147483647 M OEEEETCE £¥, 7 7 4 /v ML 28800 T,

ATYTY [TAT7HALDH AR (KB) (Lifetime Size (kbytes)) ] #f5E L £ T,

BEOEX2 VT 4 7TV vm—ya RN 2ECZEDEX 2V T4 T/ m— 3
VEEAL CIPsec BT A WIBTEA T 7 4 v & (KB HAL)

10 ~ 2147483647 KB DEZfRETE £9, T 7 4/ ML 4,608,000 KB T, ERDT —4 %
HETHZ LIITEEREA,

ATv 710 KO [ESPv3FZE (ESPv3 Settings) ] Z# IR L E7,

s [BEICMPDO 7 — A vt — %Gk (Validate incoming ICMP error messages) ] : IPsec b
YRNENLTCRESN, FIA4_—F Xy bU—27 LOWNEKZ M5S0 ICMP —
T— A=V ERRET 5008 ) D EBRIRL T,

[ 77 A MR RY > —%F2ZT 5 (Enable'Do Not Fragment' Policy) ] : IP -~
4 —|Z Do-Not-Fragment (DF) B> k v h&HT D2 KED /7> R % IPsec 7 &
TANED X IR T o0 a2 ER L, AU — (Policy) ] U A bW TFNNDIEA
ZIEIRL £ 7,

e 2t— (Copy) :DFE v hERFFLET,
« 7 U7 (Clear) :DFEyw FEEHLET,
X (Set) :DF B>y FZ&FgELTHEHLET,

[NT T4 v T a—EREE (TFC) 7y N EHNZT % (Enable Traffic Flow
Confidentiality (TFC) Packets) ] Z&R : Mo XAV ZBWTH N T 7 4 v 7 T 77 A )%
VAT THEI—=DTFC N7y hEFHIZLET, [S—A b (Burst) ], [ o— K #
A X (PayloadSize) ]. BLU[ZA LT 7 I (Timeout) /37 A—ZZMHHL T, fEEL
7o SA TREMNZ T U X LRI/ Yy MEARKRLET,

GE)

N7 7 4wy 7 a—EREE (TFC) 7y NEAMCTHE, VPN F RN T A Kb
REEIZ D Z NI nET, TS, TEC N7y NEFNCTHE, FL—TRY
V—THEINT VPN T A KA ZA LT D M EBY ICHEELEFA, ZV—7 K
U —DEA T a B BRL TSN,

e NX—Z  (Burst) :1~16314 NOEEBELET,
o X m— K H4 X (Payload Size) : 64 ~ 1024 XA FOIEZIRE L £7°,
e XA L7 7~ (Timeout) : 10 ~60DMEAIEEL £,

ATvIN [OK] %27 Vv s LET,

EErEYY
A& —7 = A A (Interface)
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| yE—+r75€R VPN
yE—r 722 WNTOKERY o — [

J)E—FT7YEXVPNTDIKER' > —

Internet Key Exchange (IKE, A % —x v b ¥— 7 XF =) X, IPsec 7 DRFE,

IPsec 55— DRI — 3 v EEA, 3L OV IPsec Security Association (SA, ¥ = U7 «
TYvIE—yvay) OHBNREIE SN F—EH# Y e ka3, IKERrITT—
a2 o0T7 2= A THEEINTWET, 7=2—X1TiX, 220 IKEETHOEX 2V
T4 TVvE—varexrAadva—MLET, THTEY, ETIET =2 — X2 TERICHET
X555V ET, 7x—RX203rIvm— 3 Tld, IKEIZ X 5T IPsec 72 EDfD T
TV r—2a VO SAPRESLINET, MFO7 = — X THEiOR I — 3 VRHIZT B
R—PFLMEA S ET, IKE 7A=Y Lid, 2 00 T7HOFIv=—va v 2 Ri#T5
FOILINLOE T HERENLEZT AT X0ty hTF, IKEXI T —3 3 0%, HiE
(HA) IKERY >—ICABELTWAERETICEoTHAENE T, ZORY —if, %D
IKE XA —2a U RiETHEOIHEHENEX 2V T 0 NTA—FERLET,

\}

(G¥)  Firewall Threat Defense (. Y E— k 727 & A VPN TIZ IKEV2 DAV HR— k LET,

IKEvl & 138720 IKEV2 7aAR—HP LT, 1 DOFR ) —TEEOT VI A LLEY 2
TAITN—TEBIRCTEET, 72— R 1 ORI T— gV TCETEZBERNT I, 1oOD
IKEZ 0 R—PLEERTHZ L TEETN, EEOERLZ 7o R—VLE2ERL T, &b
PELWA TV a SNCEWEBEIEM Z50ET 5 Z & bet L T<7E &, IKEv2 Tik, &~V

VATV =7 MIRIEOREII I TOT, MMORY o —CiRIEOEM 2 ERT HHLENH Y £
R

Y&— kK 727 A IPsec VPN X ET DBEITITIKE R Y =0 METT,
VE—hK 7272 VPNIKERY > —DHE

IKER Y > —7—7WIZi%, IPsec 7' 2 b 2L & L C Secure Client D> KikA > b~ & Be
TAEESIZ, SBIR L7 VPN A ECHHRE2 TR TOIKERY v—F7 V=7 haEEkLE
TO#MLowT@\)%%b77ﬁxvmr@DmEﬁUy% (71 =) &ML TL
7ZE0,

\}

(GX)  Firewall Threat Defense Ti%. VE—hk 727 & A& VPN @ IKEv2 DA%t L TCUVWET,

FIRr

AT9F1 [T/NA4 R (Devices) |>[VPN]>[JE— 7YX (RemoteAccess) | Zi#IR L £,
ATy T2 FHER VPNRY =Y 2 Minb, REEZEFTIHRY —2RIRLET,
AT w73 [FEMEXE (Advanced) |>[IKERY v — (IKEPolicy) 1 %7 U 27 LET,

ATy 74 BN (Add) 1227V v 27 LT, FIAMEERIKEV2 R U > — BRI 55, #H LU IKEV2 &~
Vy—%BMLT, ROBEAZRELET,

JE—F7YEXVPN .



YE—F 72 EZVPN |
. 1)E— b 722X VPN D [IPsec/IKEv2/ X5 A —4 (IPsec/IKEv2 Parameters) ] DE%7E

» [Name (£4Hi) ]:IKEv2 ARV > —D4Hi,
o [FiH] (Description) ]: IKEv2 AN U ¥ — DL E D7

« MBS (Priority) 1: 2O T7AF VT AEHICK T, Hl@DOEF2VT 4 7Y m—
vay (SA) OBMHEATRHIZ, rAvT—2a 9520087 2 e %52 & T, IKE
RY P —DNEFRRELET,

[TA4 75 AL (Lifetime) |: BF¥=2U7 4 7YV vxm—var (SA) OIFA 7545 (B
%) .

s HEEE (Integrity) |: IKEV2ARY —THEHESN D Ny 2 T XLOEEET LT
) X BEB TS,

o [H55{t (Encryption) ]: 7= — X2 RxIFvT—3 g L 2T 570D 7 = — X 1SAD
MENLIAER S DB kT LY X LTT,

* [PRF/~> = (PRFHash) |:IKE RV U —(ZfEHESND Ny o 7T Y XAOEBIEL
#B9%% (PRF) ¥ CT¥, IKEV2 TIiX, TNOLOERICERHLT LAY RAEZFETEE
j—o

« [DHZ /.—=" (DH Group) ] : Kf={bi2f# 3% Diffie-Hellman 2 /L— 7" T,

ATy TS5 [{R17FE (Save) |27 U7 LET,

1)E— bk 72X VPN O [IPsec/IKEv2/X5 A —4 (IPsec/IKEv2 Parameters) ] D% E

FIRr

ATYT1 [T/N/4 R (Devices) | >[VPN]>[JE—FrF7Y R (RemoteAccess) | Z IR L 7,

ATY T2 EHMRER VPN AR Y > —D U A "D, REEZEFETLHRY O —28R L ET,

ATw 73 [FEMERE (Advanced) ]>[IPsec]>[IPsec/IKEv2/37 A —# (IPsec/IKEv2 Parameters) %7 U v
7 LET,

ATv T4 [IKEV2E v 3 % E (IKEv2 Session Settings) | CIRDOIEH 28R L 97,

s [ETIZE(E 451D (Identity SenttoPeers) | : IKE R T m—3 3 TET A HH ORI
B2 ID #3IRL £,

«[HE) (Auto) |: A A FZEDIKE R T v —a A RELET, HATiA
X—HDIP T KL R, FERAEFRGED 72D D Cert DN (FEXRTIS)

«[IP7 FL- A (IPaddress) ] : ISAKMP ifkBl{E#H a4 T 2R A FDIP 7 LAz
LET,

¢ " A N4 (Hostname) : ISAKMP #BIEH A XL T AR A N DOFEEEM N A A 4
(FQDN)) ZfEH L E4, ZOARNEL, RARME AL A THEEINVET,
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| YE—F 72X VPN

1JE— bk 749t X VPN D [IPsec/IKEv2/ X5 * —% (IPsec/IKEv2 Parameters) ] MDE%E .

o [ NV OUIWREOE I 2 H %23 %  (Enable Notification on Tunnel Disconnect] : 4 FEH
X, SA CREINTLEET Yy MREDSAD T T4 v LI X B LRWES
DET ~O IKE BHMOEEEADEITERCFT L ENTETET, 7740 P T
[Z DI %1%{E7 5 (Sending this notification) ] IFHEZhIZ72 > TWET,

[TRTDEYy Y a B TTEHETT A ZAOHEEZEFF L7220 (Do not allow device
reboot until all sessions are terminated) | : A2 T D L, T_XTCOT I/ T 477y gy
DHFEMITETLTOL VAT ARHBEBINET, 774/ T, EHIZh>TnE
j_o

ATY TS [IKEVEx=2UT 47 Vot — 3 IKEv (SA) Of%E (IKEv2 Security Association (SA)

Settings) ] TR DHH ZEIN L 7,

o [7 v ¥ —TF ¥ LY (Cookie Challenge) ]: SA BH#E/ X7 v MILE L TET T3 AT
X —Fx Ly VERETINE I NERRLET, HIEYV—ERI5E (DoS) WEIZ
BNEDZEMBH FET, T 74/ M T, BEHFTRER SA D 50% BN Fr A o— g VT
BOLGHEIC vFX—F X LU VEFEALET, ROLFT v arondhinl S5 RRL E
R

o [BIAH L (Custom) |:[EE7 v¥—FT v LD LEVME (Threshold to Challenge
Incoming Cookies) | ZfEEL 7, ZAUTFFAIESNDH XTI T — 3 D SA DR
BoRETY, ZOREZEETDHL, UBOSAR IV == a LT vi—
Fr LN M)A —SET, #@FIX0~100% TI, 774/ M 50% TT,

o [HWF (Always) |: E7 TA AT v ¥ — F ¥ LU UEFICEELET,
o [RA] (Never) |: E7 TNRA AL vFxF— F ¥ LU UVEERFELERA,
s[fFrlsnsrar=— a3 YHOSAOEL (Number of SAs Allowed in Negotiation) ] : —RF
RTORITY =3 P SADRBERIRLES, 7 vF—F ¥ Lo P HEMATS

BRI, A0 A Fo o I RFETENDILOICTEED, JoyF—F L UDL
EVMEZEZ ZOHIBRE L Y HES LTLEEY, T 74/ ME100% T9,

« [P &SN DSAD I KEL (Maximum number of SAs Allowed) | : #F A & 415 IKEv2 #45t D
ZHIR L E9,

AT v T 6 [IPseci%E (IPsec Settings) | TRDIEH Z& R L £,

B AALDENC 7 7 7 AT —3 a 2 HTT % (Enable Fragmentation Before
Encryption) |: ZOA 7> a N, IP 777 AT —3a &R — kL TRV NAT
THRAAME N T 74 v 7 PERTEDEIICLEY, ZOFTFvary2FEHLTH, IP
TITA T = arEFR— L TR NAT 735 AOTERTITF b d 2 Lidd
0 FEHA,

o [NADFRKIEEL=y FOT— 7 (Path Maximum Transmission Unit Aging) | : PMTU
(NADFERIpEL=Y F) O=—=V 7 SA (BFX=2UT 4 TYvxo—vary) O
Ty FPMTU £TOA ¥ —/30) BA[RETH DL AR L E T,

YE—F 7Y EXVPN .



JE—R 7Y RPN |
B sccure Client VPN L 0EE

s[fED Yt~ FERE (Value ResetInterval) ]: SA (BF¥=UT 4 7V —Tgr) O
PMTU B3 EDMEIZ Y & v b &2 £ TORE (43) 2 AN LET, AL 10 ~ 30
DTCT, T 7 AN NIRRT,

AT w71 [NATE%E (NAT Settings) | CWROIEH 28R L £,

(=TT TATAvE— KT 3—H/L (Keepalive Messages Traversal) | : NAT ¥—7"7
FTAT A=Y FIN=HVEHNNT 20E D DERELET, VPN N7 & A
R—=27 LORIZT A A (BT AL R) PEESNTHWDEE, =77 747 Ay
TV EIRIETHIEOICNAT b T RX—P L =TT I THEHLET, ZOT /31 R
TIL, IPsec 7R—TNAT 2 FITLET, ZOF T a Vv E#RRTI5E51E, By vay
DT ITT 4T THDHIERBRTIEDICAR—7 LHT S, AT =TT 74 TEEN
EESNLHE (B) ZRELET. MIL10~3600 &R0 ET, 7740 ML20 M
<7,

o [[Af@ (Interval) ]: NAT ¥—7" 7 74 7RifE% 10 ~ 3600 FPIZHELET, 7 74/ b
£20 T,

ATY T8 [R1FE (Save) 1227V v LET,

Secure Client X2 VPN > RILDEETE

BEEVPN b xUE, VPN —HF =R VPNIZHERE L7 Th, 72747 b AT LAOER
BADLTZRNHAR Y N =T ~OEHRERILLET, 2L, iy 7 ho=T7 0
Ny FLHEHF T RARA Vv eFOREBICRESZ ENTEEY, =2—F—2BAth L7- VPN
N VI VA (SR = &2 NV g v) | T g Ph= i

Z DOt 7 3 »TiL, Firewall Threat Defense T® Secure Client H ¥ VPN k o R/ DR EIZES
T HEH A2 ML L £ 3, Firewall Management Center { > % — 7 = A A %Z{#i f§ L C Firewall Threat
Defense T Secure Client HHE b L RV EZRET HITIE. IROFREDLIE T,

« FEAER—ZOWEEL VY L—F URL 2T 5K 07 740,

« SecureClient BB VPN 7O 77447 7A )L, HLEIZLU T, Zb—7 URLB LUy
TT o T —N—2fEH L T —"—2FRELFET,

cEHVPN 0 7 7 AV, BRIICEEND Ry NT—TIZLDAT Y v h b x U 7
BIXOIIA4T o b AR T a balifL, NXF—=2RR Lo IL—TFR) —,

Secure Client &2 VPN h > R/ %R ET DM 72 FNEIZ-SUWCid, Firewall Threat Defense ¢
Secure Client &2 VPN k> RLORE (76 X—) 2L TLEEN,

. YE—F 7Y EZXVPN



| vE—t72ZVPN
Secure Client X VPN + > R ILOEH L FHREH .

Secure Client E32 VPN + > RJILDEH L HiIREH

VILIITERBLUVUREEREYR

Firewall Management Center Web - > % — 7 = A A % f {1 9% Firewall Threat Defense % {# ] L
T Secure Client B b RIVERET HENT, RO G D> TWDZ L 2R LET,

» Firewall Threat Defense 33 & O Firewall Management Center /3N—3 = > 6.7.0 LA A2 L C
WD EEHERLET,

» Secure ClientSecure Client VPN Web JEBi /S 77— 4.7 LIFEAZ X > m— R L, Firewall
Threat Defense V E— F 7 7B A VPN IZT v 7 a— RKLET,

e 0 7 7 A NV TCHFHERGENRE SN TWA Z L 2R L9,
s JN—TRY —TNRFT—=RREINTN W L 2R LET,
EHHL N XA TN—T R —DAT Y v b b U TREEHRLET,

SEAEDEH

« Firewall Threat Defense (21X ) &— 7 7 & 2 VPN O %72 ID FFAENLETHY . 17—
FIVEEEER (CA) 235 D JL— FEFFAZE Firewall Threat Defense ([CTEET 2 LERH Y £
—a_o

HHL VPN b RVICHSET D= RaRA > MZIE, A2072 ID GEREN LB T,

Firewall Threat Defense @ ID FEEHED CA fEBHEZ = RAR A MIA VA F—L L, =
v RiRA > @ CA FEFHE % Firewall Threat Defense (A A b—/L T B MERH D £97,

FUBE—H/LCAILL> TRITSNIZIDFEHENR~ VA N T NICIFET 2L ER’H Y
F9,

SEHHEX M7 (Windows DFE) BLIWELIZT AT LAF—F = —2 (MacOS DEE)
NT9,

Secure Client EXE VPN ~ > R )JLDHIFREIE

» Secure Client & H VPN b > R /VIFFEAEEEO % VR — F L, AAA X— X OFFETY
AR—FLTWEHRA,

cNRTY I FEFRIITTAR— OB F VHRETTR—FEINTWERA,

« HELVPN b2 RV STV 5354, Secure Client 7 > 72 L— R & AnyConnect
EVa—AOF 7 ra— REIPR—bFIhEEA,

JE—F7YEXVPN .



YE—F 72 EZVPN |

. Firewall Threat Defense T® Secure Client E¥2 VPN bk > RILDHRFE

Firewall Threat Defense T Secure Client X2 VPN > R )LD

FIRr

ATy I

ATy T2

ATvT3

ATy T4

Ko
it

VAP —RFEFERLTYVE—F7I9EXAVPNRY O—BREERLET,

VE—F7 27 EA VPN OERIZOWTIE, #FHUE—F 72712 VPN #HEORE (14 ~<—
V) BEBLTLEEN,

BEVPN FUoRILDEHR IO I 7M1 IILEEEZHERLET,

GE)

Secure Client ZF VPN > X VIO ME AT HH LWERE 7 0 7 7 A VEERT 5 2 & 2 B
HLET,

a) TEL7=UE—FRT7 7 EAVPNRY >—ZiRELET,

b) EEEVPN h o RV 288 7 0 7 7 A LV ZEIR L TIRE L £ 77

c) [AAA]>[#iE 70 (Authentication Method) 1% 72 U v 2 L, [Z T4 7 > hiEHED A
(Client Certificate Only) 1% 27V v 7 LEd, BLEISLT, HFHETAHAVT 4T D
RELERER L ET,

d #7777 ANLD[A YT A (Aliases) | Z7 %27 Y v 7 LET,

e) [URL=A U7 A (URLAliases) ]D FiZH 2D B (+) (AddH#+) 1227V v 7 L, ¥k
v 77 ANO[URL=A Y7 A (URLAlias) %7 Vv 7 LET,

f) [f%) (Enabled) 1% 27V >»Z7 LT, URLEZAZLET,

g) [OK]ZZ7 Vw7 L, [fR1F (Save) |27V v/ L7 7 7 A ViR EERFLET,

B 71 7 7 A NVEREDFEMICOWTIL, B m 7 7 A L Og%E (29 X—) ML T

<TEEW,

SecureClient 7AZ7 7 A LIT 4 2 &FEALT. EB RN TOT7AILEERLET,

a) Cisco Software Download Center 7> & Secure Client VPN M anagement Tunnel Standalone Profile
Editor # £74 v ru— RLTCWaeWEAIL v re—RLET,

b) VPNaZ—H— B RREEEA L TEE N 2T a7 7 A VEER L, 7 7 A V&R
FLET,

c) ¥ T 7 A NTHERL L=/ —7 URL ZfEH L T, [— 3=V & | (Server List) ]
TH—N"—ZHER L ET,

T T ANET 4 X LEERE T 07 7 A VOVERITIEDOFEMIZ W TIE, Cisco Secure
Client (AnyConnect = &7p) EHLE N A N [HRiB] 2L T &,

EERNORLA T FEERLET,

a) Secure Firewall Management Center Web f > % —7 = A AT, [#A7¥ x4 bk (Object) ]>
(#7724 FEE (Object Management) ]>[VPN]>[SecureClient7 7 1 JL (SecureClient
File) NoBEIL £,

b) [SecureClient7 7 A JLMIBH (Add SecureClientFile) |27V v 7 LE 7,

. YE—F 7Y EZXVPN
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| YE—F 72X VPN

ATy TH

ATvT6

Firewall Threat Defense T Secure Client E¥ VPN > )LD E .

c) Secure Client 7 7 A /L [4H (Name) | ZFEE L £ 7,

d) [ (Browse) |27 Vw7 L, RFLEEHEH N XLV TR T 740 77 A NV EEIRL
5

e) [Z77ANEAT (FileType) | RKuv 7 ¥ %27 1) v 7 L, [SecureClientE¥EVPNZ O
774 )L (SecureClient Management VPN Profile) ] 3R L £,

f) [fR1F (Save) 127 Vv 7 LET,

GE)

I N—T 7RV v —® Secure Client i EZVERRE T IXHHTH L X2, BN RINAT V=7

FOIERLET, =T R —DXaT 774 T ATV a BB LTI,

EBIOI7ANETNL—TR) O—ICB&ERIT, TIL—TRY O —BREEERLET.

BN RV VPN 50 T 28 7' e 7 7 A WIZBEMIT b Tn D 7 —7 K o—
WCEB VPN 707 7 A LV EBMNTHA0ERS Y £3, 2—VF =08+ sL, Z7L—7KY
VTR vy B T ERTNDH = — VPN b bk EHIZEE VPN 7' 7 7 A LR
Zru— K&, BH VPN b2 RVBERER AN 4,

AR

[/NF—72 L (NoBanner) |: Z7/b—7 7R Y I —KE TN —DHEIINLTWNRWNWT & 2R L
T3, NF—REIL, [FI—TRY >— (Group Policy) ]>[—#%E%E (General Settings) ]>
[/\F— (Banner) | CHERTE £,

a) EELVPN b VHICHERR LTz 7 0 7 7 A LV EfRE L £,
b) [FIL—TR—D#EE (Edit Group Policy) ] >[SecureClient] > [EEB 70774 )L
(Management Profile) 1227V v 7 LE7,
c) [EFFLVPNZ' v 7 7 A/ (Management VPNProfile) | ke v ¥ %27 U7 L, fERKL
FEBRTO Ty AN Ty AN F T2 FERINLET,
(3¥)
[+1Z227 YV vZ7 LT, #HLW Secure Client EFL VPN ' 7 7 A VAT V=7 N &IBINT 5
ZLEHTEET,

d) [fR1F (Save) 1227 U7 LET,

TIW—TRYO—ZRTVy bR TEHRELET,

a) [FIL—TRY—D#wE (Edit Group Policy) 1> [£#% (General) [>[RAFY v b bR
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P TAP=FEFEHALTHLWIE— |HLWnW)E—h 727 A VPNKRU > —DIERK

T | b T IEAVPNRY U—%2%ETDH| (16 2—)

T4 |, BEFEOY '— K 727 & AVPNR
U —%imELET,

A | BBFEY—/3— & L CTRADIUS ##iR | UE— F 7 7 & A VPN O AAA #%E (32—

7w | L, Duo 7%y $h—N"—ZEL V)

75 | TYERE L 72 RADIUS H—/3— J' )L —

T EFRAE—N— L UCGEIRLET,

A |\ BREEEEREALET, RIEL T DR

T

717

B

Secure Firewall Threat Defense D& 4 > %)

FoRlE I T ERRRRIX, 2 DD R DFGEEY— /N —

ZEALTC, VE—F 77 AVPNEGICSIHIZHEI 120XV T DA YEBML
Y ) EIENAE N> TV B4, Secure Client VPN O — % — (% VPN 7 — k
T AT AT HEDIC 2D LT oy VERETAIVERDH Y 7,

Secure Firewall Threat Defense U & — k 77 A2 VPN X, AAADHDEH o ZFURIELE, 75
AT v FFFAEFIE T RB LN AAA Bt F R AR —FLET,

ijﬁo

YE—F 7Y EXVPN .
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YE—F 72 EZVPN |

B /=—t75cxvnoenrrymiEng:

.2 U:E f*77't’7( VPthJJ@U;LnIEgsflli Euun

ETD VPN Authentication Authentication
Remote VPN Gateway Serverl Server 2

1. Attempt Connection

2. Request for Credentials

3. Respond with Credentials
(Username, Password,

Second Username, Second Password) 4. Request | Authentication

(Second Username,
(Username, Password) Second Password)

5. Validate | User

FY )

6. Grant or Deny VPN Access

( VPN tunnel is established only if both primary and secondary authentications are successful 0

BENEYY
VE— K7 Z7EAVPNDOEH X YBIFEORE (98 2—)

J)E—FrF7IOEZAVPNDEAHF ) REEDEHRTE

74T }‘gﬁEﬁ LR i '&%/\w@ﬁjﬁ%'fiﬁﬁ—j«é X 9 ZUEe— Kk 7 27EA VPN ntunEZ))gm
EINTWDAEE, VPNZ 747 2 Falibld 7 74 7 > FEFHEDOKGE L AAA H— X—Diji]

TG LTETSNET,

1R BHHEIIZ
 2ODFGFE (AAA) —R—DRTE : 7 I7A~IVBIOL &V RGEY— " — LI
ID FERHE, FEFEY—/ N—IZi%. RADIUS H—/3—_ AD 721X LDAP LV AR TE &

kR

e JE— K T U AVPNEREDPHEAET 5 XL 912 AAA Y—,3—|Z Secure Firewall Threat Defense
TNRAANLT JEATEDHI EaMRLET, AAA b —N— DR HIEICT D7
DIZ, V=T 4 T EFRELET ([T 31 A (Devices) ]>[7 734 AEH (Device

Management) |>[7 /3 ADfw#E (Edit Device) 1> [/V—7 « > 7 (Routing) ]) .
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| YE—F 72X VPN

FIE

ATy T
ATy T2

ATvT3

ATy T4

YE—r7o2AVPNOwH 7y RE0EE [

Secure Firewall Management Center © Web A > % —7 = A AT, [T /34 A (Devices) ]>[VPN]
>[VE—h 727 %A (Remote Access) ] ZiZR L £,

UE— "7 7 BARY U—%RIRL, [fWE (Edit) 127V »27 LEd, E72id, B (Add) ]
7 Uy 7 LT, HLWIE—RTZ7EAVPNARY —%ERLET,
HLWIE—RTZEAVPNRY =2, #5707 7 A VORERISRIEZRE L ET,
MEFEOREDHEIL, 7 74T M Ta 7 7 A VBEENTNDEH T 7 7 7 A VA BIRL
[ (Bdit) 122707 LET,

[AAA] > [EREEA X (Authentication Method) ]. [AAA] £721E[7 74 7 RREHE & AAA
(Client Certificate & AAA) %227V v 7 LET,

o [f3FES R (Authentication Method) ] @IEIRITIE LT, RO K D220 £,

[7 T4 7> FiEH#E L AAA (Client Certificate & AAA) 1: 7 74 7 > FFEIHE L AAA
ﬁ_/\_mﬁﬁ%ﬁi}?ﬁ I_/Tuu nﬂiéhi‘d‘

« [AAA] : [FRFEY—/3— (Authentication Server) ](Z [RADIUS] #i&R L7-35&. T 7 4
U R TR — A= IR CEICRY £3, Fry T X VRN [TAT T 4
> 7 H—s3— (Accounting Server) | ZiER L E T, iV — 1 — Kooy 7rH o U
AR5 [AD] & [LDAP] #33R L 7235813812, [FF 7] — 3— (Authorization Server) |
C(THhHOT 4T =N (Accountmg Server) | ZZALEILFE) TEIRT 208
B0 ET,

ORISR A BRT 255 H . [2— P —DERBT —F X=X ET D & X
D %@r’m %Z# Al (Allow connection only if user exists in authorization database) | % S8R &
ToIRIEHIERR L 47,

[Bh U ZVFRAEE M (Use secondary authentication) 1: VPN v v a Dt x =V *? ~
it B0, TIA < VBIEOMICE D X VRREERE LE T, B XY R
X, [AAA DFH (AAAonly) 1 & [7 T4 7> FaEAE & AAA (Client Certificate & AAA) ]
DORBFEFRICOHFEH S ET,

T FVEREIA T v a VOBKEETHD , 200y hOL—HF—HZ L XAT— %
Secure Client @ 7' A VB E AT BITIL VPN 22—V — N KB TT, FiE—/—F 721
IAT v NEAENSE D X)) 2P —ZEREFATTLLIICHETHZ L HTE
F9, VE—F TZ7EAVPNRHIEL, 774~V &vD ) O ORBIENE LT

/El\*—@%‘Ln?Téhi‘a— b\‘a—h@wuuﬁﬁ“—/\_ @J $¢C%7P£l/\7ﬁmx 100):1qu73)9%§&
T2 &, VPNERGESESR S E T,

v hK ) FREDFRE/TIZ ZOH@:LF"H‘*‘% &/\OXU*‘]\@’EjJ‘/ﬁjpmpE@'ﬁ‘*‘/\*‘
ITN—7 (AAA — =) ZRETLHMLENDY £T, Tt xE, 774~ VRGEY —
/N—7% LDAP F 721X Active Directory L' /L A2, &5 > % U FEREE RADIUS H—/N—|Z5%
ETEET,

G

YE—F 7Y EXVPN .
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B = t7rexvenown sy REoRE

T 7N NTIE, B XV EREINEDH D FH A,
[nm FEY—/N— (Authentication Server) ]: VPN 2—%—Dth &) o2—HF—4 L XX
— }\ ;&TIET ﬁ—é'ﬁﬁ /& ) s b]j_"—/\"—o

[BEH & VFBIED 2 —H—4 (Username for secondary authentication) | TR DIHEH % N
LET,

s[Fur7 K (Prompt) ]: VPNT — Uz A ~DRTA U HICZ—F =4 LA T—

FEANTLHE ) 2= —IZERLET,

o [FT A~ VRFEL—Y —4 &M (Use primary authentication username) | : 77 A <
)&tﬁ/&)o)ﬁﬁﬁ@muu 77/(7)nun£E>'j_’—/\’—7b)6:L’—'bL ZIZ)E& éﬂi
T, NAU—=RE2OANTLHUENRHY 7,

[V T4 T NEAENS D2 —W—4 %~ » 7 (Mapusername from client certificate) ] :

7747 v MEHENS I XY == RERNIATISNET,

« 7 TAT v MNEAEO - —ZEEL [EAD 7 1 —/v K&~ v (Mapspecific
field) 147> a U EBBIRT 55, (774~ Y (Primary) |7 4 —/V R&[&D
> & (Secondary) ] 7 4 —/L RIiZiX, T 7 #/L MA®D [CN (3Li@4) (CN
(Common Name)) ] & [#ifii—== I (OU) (OU (Organisational Unit)) ] 72371
FTnFErENET, [DN GEil4) 2fEa—3—2 & LTEMA (Use entire DN
(Distinguished Name) as username) |47 a V&@LU 25 I1Z2—F—ID 3 H
RIS SN ET,

TIA=V I AVDT f—L RO~y B OOV TIL, (3REEA
K OBAZSRLTIES N,

c[2—V—m s AT RUICGERAEN D 22— = ZFHAMNAT) (Prefill
username from certificate on user login window) ] : = — % —73 Secure Client 77 7
TUMEHTER L L XICZ TA TV MEAEN DB U F Y =P 5 H
AN A LET,

(vl A L U4y Ry Ta—P—4%IEFRKRICT S (Hide username in login
window) ]: B H o F Y 22—V —4137 T4 7 FEAE NS HEFNICAN &
NETHa—PF—ZFERINT, 2—F—NFEFIICAT SNl —F—4
EEELRNEIICLET,

[VPNEv a0 h o #Y) a—¥F—4 %M (Use secondary username for VPN

session) |: VPNt v v a v HO2—HF =T 77 4T 4 DLR—MNIEHZY
a—PF—HEHEHLET,

FEMICOWNWTIE, TUE—F7 7 EBAVPN D AAAFZRTE (B29—) | 2BRBLTLIEX

Wy,

BEErEYD

W7o 7 7 A LOFRE (29 *—)
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| vE—t72ZVPN
samL20 &> o4 vt viRi I

SAML20 > > T I)ILY A A DEBEE

SAML > > T )Lt A A UEREEZDINT

X2 VT TH—Tarv—2r7 v 7EiE (SAML) X, Bloar 77X A Toly e
VEFERL T A A=y g vila—Y—mu A U ER LD —S AR E— KT
9, = —H%—7 Active Directory (AD) RAA L FEZFA L b TRy MZul A4 LTWbE
G MBIT T Tl = —DT AT o T4 T4 ZRBELCOET, ZOTAT T 47 1 1EF#H
ZEA L., SAML 2 H LT Web XR—Z2DT7 7V r—ya i EooT 7Y r— a9 12
a—F—mn A ERET, HAOT TV r—aidn s A ERERET D LENR
<, 2=V —=IlxOT7 7V r—rarOfiesn 74 A5ty MR CERT H0EIT
HY EHA, SAMLY Y 7 YA A (SSO) 13, 2=V —=DT7 AT T 47 4 &b 550
(TAT T AT 4 Tang Z=) DOHIOGFHT (P—ERAT a2 =) [CEETLHI LI
KoTHmEL £,

SAML > > 5 LY A oA > & D&EH - Secure Firewall Threat Defense

Secure Firewall Threat Defense 7 731 A%, Secure Client Z{#f L7~V £— K7 7 & X VPN B¢
TSAML2.0 > > 7 WA A (SSO) #BiEE YV a"— b LE 9, SecureFirewall Threat Defense
T SAML 2.0 SSO Z AT D121, RO DPMETT,

cFATUTAT 4 FAINASH— (IdP) : Duo Access Gateway 37 A T > 7 4 7 4 7 BN
AF—L L THREL, 2—F—RAEETL T —va VERITLET,

cH—EXTFA/NA S — (SP) : Firewall ThreatDefense 7 /3 A AP —E 2 F a3 #— L
L/VC*}%%'F?E L/\ 74:7::/5:/]’5:/]' 7013/{/( &v“‘ﬁ)rﬁnunﬂ:.qu_"—‘f/a /%E‘yﬁ'g]’biﬁ—

*VPN 2 54 7 > bk : Secure Client 1%, #HAIALT T U ¥ %I LT SAML 2.0 F¥FFE% F(T
F9,

SAML2.0 [ZB8¥ X B BIR L FIHEIR
« Firewall Threat Defense (3. SAML iBGEMICIRD T 7 =F v ZH AR —F L TWET,
* RSA £ L O'HMAC # {7 % SHAI
* RSA 8 L UVHMAC %+ % SHA2
* Firewall Threat Defense (%, T SAML IdP TH# R — bk &4 % SAML 2.0 Redirect-POST
WA T 4 o T R—FLTHET,

« Firewall Threat Defense (X SAMLSP & L COREREL T, F— F T = A F— 9T
ET—RTTAToT AT 4 Tua =L L TEMETAZLIITEEREA,

* SAML KA A NZ—T % AD LV AICBEEMNT SN DAY U —03H 5546, SAML
PAEL—— 27 VARV —FEHTEXET, 727F L, Azure AD D7) K ID %

Threat Defense T/\/l’ Z FOBEETALALALAIDIZY Yy B VT ABIMNRENLEL AT
W, Azure AD SAML TIIERE L 8 A,

JE—F7YEXVPN .
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SAML20 I ¥ 5T BFEEHIHNEER

« DAP §TAf Cffi I AT RE7: SAML BBGEEMEIL (AAA $— =75 RADIUS FRGEINE TEfE &

% RADIUS gt & FEEIZ) AR — kSR TuWEH A, Firewall Threat Defense (3, DAP
ARY T —TSAML ®e 7 N—T KR o—%2HPR—FrLET, =72 L, 2—F—LEMET
SAMLID 7B N A X —|Z X5 TvRA7 SNH72D, SAML iBREQEHFIX=2—F—4 8
PEEHERTE T HEA,

ATV — g UNEUNZELES I, 2 A AT U COAEUNIHERET D X 9 1T, Firewall
Threat Defense D& ¥ 1%, Firewall Threat Defense & SAMLIAP & D7 v~ 7 [RIE] & fEff
HUENHY T,

« Firewall Threat Defense DEHE 1%, RD 5% %[E L T, Firewall Threat Defense & IdP Dl
FCEN R BAEHEEZ R T AETEH Y 7,

» Firewall Threat Defense (Z IdP 3% E 3§ A BRIZ1X, IdP DB A ERMETT,

« Firewall Threat Defense 1. IdP 7> 55 T Bl - 7-ZBA B EICx L TR F = v 7 21T
WEH A,

« SAML 7 #—3< 3 i, NotBefore & NotOnOrAfter $:f4£233 ¥V £ 4, Firewall Threat
Defense SAML I[ZEXE SALTWDH XA AT U & ZIHDO5EME OFBERBRKRITRO & B
@ ‘(\\—é—o

e NotBefore & % A AT 7 ~DEED NotOnOrAfter £V b BWEEEIX, XA AT 7 kS
NotOnOrAfter (284 L £9,

* NotBefore + # A4 L7 7 b 725 NotOnOrAfter £ 0 & IEVWVEAIE. NotOnOrAfter 28 A ZhiZ
e ET,

* NotBefore JB M 23F(E L 72 W 554 . Firewall Threat Defense 12 7' A R A2 G L
7, NotOnOrAfter JBIENFET T, SAML % A A7 U FAFEE SN TV RWEE,
Firewall Threat Defense (7 7' A VR ZHES L E T,

« THIREE (Fyva, a—F, NRAU—FR) OF ¥ L UVIRETIZ FQDN BAAEFE S
%7, Firewall Threat Defense 2327 T4 7> h & D71 X ZMEIRNCEEIFT 5. HNE
SAML % i U 72 JBBH Tl Firewall Threat Defense I% Duo & ## L 8 A,

» Secure Client T SAML #3255, IROTEBEFHEIZHES T EEW,

BT X N — N—FEAER, AL T T ORI INERA,

o $LISATL T T 7 SAML 4 1%, CLIE— RE7-1E SBL E— RCIEHFR— F & E
A,

e Web 77 U ITHENL & 3U7= SAML #25iF1X Secure Client & e X3, 20w E U
‘(“‘ﬁ—o

¢ WEIIG U T, MAIART T UYPFEHEHD~y = NIZHm T2 & X0, SEIER
TFEMERESNET, 72L& 21E. Secure Client Tl IPv6 #5k: L 0 & IPv4 5D )5 78

IFELL, #BIART T TP TIXIPV6 DFBHFE LWEELH Y £, HDHVIT,
FotbHFET, FLL, 72 L THREEMNIAE L7=DIT Secure Client 78 £
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| vE—r7o&Z VPN
samL > v o4 v vsEnsE ]

DTaXFNE T =Ny 7 LBEWEELHIIE, Ted e L CTEENREAL
T~ CHPIABRT T IR FEF— g U2 EIET 58 bH D 9,

o SAML #fEZ{# -4 % 7= IZ1%. Firewall Threat Defense @ Network Time Protocol (NTP)
P —/N—% IdP NTP %—_— L FA#T 20N H Y £,

s WERIdP 2l L Tr 7' A & L7242IZSSO T — "—IZ7 7 B X $ 5 Z LIETE
A,

« SAML IdP NamelD @Bf:i%, =— WP —Da—WPF—LZEME L, IE, THU T 4 v
7. BLXOVPNEY gy F—E_R— SN ET,
» SAML I Start Before Logon (SBL) Z#AR— kL TWEHA,
* SAML 7% —v 3 » CZE LEBEEROBMEIZ R — NS TnERA,

« 7747 U4+ —/VIL, Firewall ManagementCenter CIERK L7 > 7V A A v Hr—r3—
FTVx 7 NOSAML AT V=2 ML LTCTATUT 4T 4 TunNfFd— 2T 4
T4IDEFEHLET (#7229 k (Object) |>[A#T2 v FEE (Object
Management) ]>[AAA H—/\— (AAAServer) >[IV YA A2 H—/\— (Single
Sign-onServer) 1) . LR oTC, 19O 77 AT U4 —ATRILTAT VT 4T 4 71
NRA X =D T 47 4 ID ZFFOEBOSAML A7 V=7 h&HTZ L3 cEEd
oo

SAML > VT LY A VA VERIEDETE

1R BHHEIIZ

Firewall Threat Defense V) £— 7 7 = &2 VPN T SAML > > 7 )VH A A4 v R ET DRI,
WOVEZENTET L TWAZ EEZHRL TN,

*Duo TT H 7> b EIERLT 5,

* Duo Access Gateway &2 ¥ 7> 12— R LTCA VA h—/LT %,
*SAML 7 A7V 7 47 4 7r (% — (Duo) NHREZEGT 5,
cTATT AT 4 TunNf X —x7 17 4 IDURL

« #1424 URL
A7 7 URL
cTATUT 4T 4 T unA X —FEE

eSAML > > 7 B A vFy == F T =7 NEERT 5, FEMIcOWTIE, o)
VA G = R—DBEMESR L T &N,

JE—F7YEXVPN .
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YE—F 72 EZVPN |
B sawzions

A

GE) VE—FT7Z7HBAVPNRY >—7 0 P—RE2HEHLTH LA
U —aAERET BBRIC, B8t 1 7 7 A /L (Connection Profile) ]
RETY TN YA vFr =R —FT V=7 FEERTEE
—d‘o

FIE

ATy [7_“/(‘43( (Devices) 1 >[VPN]>[UJE— 7YX (RemoteAccess) | Zi&R L 7,

ATw T2 SAML B2 RETHVE—RT7Z7EAVPNRY —DOREICH D [ffg (Bdit) 1227V v 7
LET, FTLWARY O —%2ERT 2546813, EMN (Add) 127V v 27 LET,

ATV T3 ERTHER T 7 7 A VT [fE (Bdit) 12270 v 7 LET,
ATY T4 [AAA]REZZEIR L, [RIFE7E (Authentication Method) | K1t w7 & 7 275 [SAML] % 4R
LET,

AT w75 [FRFEY—/3— (Authentication Server) | & L C, M E72 SAML &> 7 /LA A v P—s—%
WL FET,

ATYT6 VE—RTZ7EBAVPNICHLERREXIRELET,
AT 71 Firewall Threat Defense 7 /34 ATYE— 77 A VPNRY V—%2REBI OB LE T,

EErREYY
UE— 77 & A VPN D AAA BE (32 ~2—)

SAML :ZEEDERTE

SAML EEEEIZDLNT

SAMLZFHL, AAABLIONE A FI v 77 8ZRY > — (DAP) 7 L —LT—27NDSAML
TH—rarCRESND 22—V —EEE2 Y AR—hLTET, SAML7 H— a3 »VEMT
TATUT 4T A TN X —TLHFEEDORT L L THRETE, i%@kbf%ﬁéﬂi
T, ZESINTBMEL, DAPL = — FNCTRIEHELZ EXRT L L ZIHEHTEH XL 512, DAP
THHTES L5270 £9, SAML 7#—3 3 > cisco_group policy |Z, VPN & v/ 3 |Z
WHIND I N—T R =% RET HOIERSNET,

BAFTIvI 7OERAR) O —DEHERR

DAP 7—7 /L ClX, DAP EHEIFROFEATEHRINET,

aaa.saml.name = "value”
1 : aaa.saml.department = “finance"

ZoORMIE. DX ) DAP EIRTHEATE £,
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| YE—F 72X VPN

SAML FEEEDERTE
FE
ATy T

samzzEnzE i

<attr>
<name>aaa.saml.department</name>
<value>finance</value>
<operation>EQ</operation>

</attr>

BEHRIERM

BEAEEME D DAP THAR— h & TWTC, DAP 7—7 M2 VT v 7 AR ohE T,
aaa.saml.name.l = "value”

aaa.saml.name.2 = "value"

Active Directory ® memberOf | %

Active Directory (AD) ¢ memberOf JEMEIZIX, LDAP 7 =V IC L HMEL VLA E —89 5, Fihl
IRV T O E T,

TN—T%1%, DNOCN gic ko TERENE T,
B — =B E SN EIEoM -

memberOf = "CN=FTD-VPN-Group,OU=Users, OU=TechspotUsers, DC=techspot, DC=us"
memberOf = "CN=Domain Admins,OU=Users,DC=techspot, DC=us”

BAFI v TI7RARY —DEM

aaa.saml.memberOf.

1 "FTD-VPN-Group”
aaa.saml.memberOf.2

"Domain Admins"

cisco_group_policy [E 4 D FER

group-policy I%. SAML 7 ¥ —3 3 »J@&MIZ L » THE T& £, Firewall Threat Defense 7
"cisco_group policy" EMEEZZIET 25 &, kLT DA FEH L THEE group-policy 2388 4L E
—g—-

1R BHHIIZ

DUO 2 XDy TN A U F o —NR—%RE L, BRERTAT T 4T 4 T X —
(IdP) BL OV —E AT (f F— (SP) OREZTZET L TWAZ EEHERLET,
SEAZOWTIE, SAML 2.0 > > ZuH A AV iBEE (101 X—2) 2B LT &0,

VUL A P N—= T V= MR LET (R L T RVWES)

a) [A7Pxs b+ (Object) 1>[A#T2 v FEE (Object Management) | > [AAAY—/3—
(AAAServer) 1>[> T IS A V7 o4 —s3— (SingleSign-on Server) | 3K L £,

b) [NV A F o —"—@ENM (Add Single Sign-on Server) | %7 U v 27 LET,

) VTN A UF Y —R—OFE A AT LT [BRAF (Save) 127V v 7 LET,

JE—F7YEXVPN .
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B ossera7o5070 8%

ATy T2

ATvT3

ATv74

ZEHNCOWNWTIR, YU At A v F =R =BRSSBT &,

UE— 77 EAVPNER T 77 7 A /LT SAML FBREZFHE L £,

a) [T/3M R (Devices) | >[)E—FT7%Y X (RemoteAccess) |Z RN L £7,

b) SAML EFEZEETHIVE—RT7 7 XA VPNRY —T[#RE (Bdit) 1227V v 2735
M BHLWARY —ZEk L ET,

©) MEREHET T T 7 A NERE L, [AAA] ZBIRLET,

d) [RBREY—/3— (Authentication Server) | K1 v 7' X 7 inb L TAYA Ay Pr—rim
FT Vel NEBRIRLET,

e) VE—FT7Z7BAVPN OREEHREFELET,

DAP 7R U 3 —TC SAML ##EZ A L £,

a) [T/N\M R (Devices) |>[F4F+ 3 v I 7Y AR — (DynamicAccessPolicy) ]z iR
LT,

b) HiL\>DAP Z1ERT 57>, BEfFD DAP ZfREL £7,

c) DAP L a— RZEKT 20, BEfFOLa— REHELET,

d) [AAAZZE (AAACriteria) ] >[SAMLE#E (SAML Criteria) ]>[SAMLE#MEM (Add
SAML Criteria) |27 U v 27 L7,

e) SSO H— N—nHIKSjLiz SAML 7 H—3 3 NSV T SAML AEYEA Rk L £,

VE— 727 A VPN ORTEEXRELET,

EErEYY
Pi7r a7 7 A VORE (29 _—)
Firewall Threat Defense 7/ —>7" iR > — 47 =7 b

Mk X270 547 2 b &E

Firewall Threat Defense THD X179 5472 EDa2a—ILDHETE

XTI ITAT U MIE. EE8ERCiscon V' RRA Vv X2 T 4 Y a—ark
HETAHAZENARET, O X2 T 7 74T V2= Va2 Texa T 05208
fbcExd,

BHLkIG~ > R K Firewall Threat Defense Z# i L T, =2 RARA > M X272 T4

Ty MY 2 /LA L CEBTE £9, 2 —3—23 Firewall Threat Defense (285t 9 2 &

XTI GAT N EMERET 2= AP RRA LV MU ra— &, A VA b—
NENET,

N—0 5 6.7 LA TClL, Firewall Management Center (2 & » TEHELE L5~ K= K Firewall
Threat Defense ZfH L C, X277 74T F BV a2a— VBT FARA LV MIEALTE
HTEET, TORINOGDOEY 2— /UL, ST O A3 RRA X2V T 4
YV a—TariEahInEd,
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| YE—F 72X VPN

t%275547 vk EV2—L0447 [

N— =32 6.4~ 6.6 TiL, FlexConfig %] L T Firewall Threat Defense TZ AL 5 DE Y = —
a7y ANVEEMNITEET, FEMIZOVWTIE,  [Configure AnyConnect Modules and
Profiles Using FlexConfig] ZZ&M L T2\,

FR

Firewall Threat Defense ZfEfHL C %277 74T F TV a—/VE T RiRA > MCEMAG
LCET DL, UTOX A7 ZHBEICETTEET,

BT RKRA LI TDBXR2T I ITAT U M EVa—ET 0T 7 A VOEARE L O
ﬁo

KLU RRA LV NTCD XTI I3AT L s DT v 77— K,

X ATISATUONED2A—ILDEAT

AMP A 2—TJ'5
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