VPNOE=ZRY G E RS TILYa—T 4«
2l

Z OFTIX, Firepower Threat Defense VPN DE =% U L 7Y — )L T X —Hx  IFEEHER, B
LTI TN a—T 4 71OV THILET,
o [YA R VPN #EZE (Site-to-Site VPN Summary) ] -~<X— (1 ~<X—)
cVE—FT7Z7EAVPNY v aR—F (1~—)
* VPNt v varea—F—fFg 3—)
e VPN LA ARk (4 3—2)
*VPND E T TNy a—T 47 (53—)

[4« P VPN #EZE (Site-to-Site VPN Summary) ] R—

[+ N VPN#EZE (Site-to-Site VPN Summary) ] X—YZHH LT, 2= —DHIED XA T —
BATNRARABEALT ITAT N T TV =gy, a—F—OMEER, Bl
EDOVPN 22— — BT HHAERERRCTEET, VPNA X —T =2 A, MU FILAT—
A2 E | REESNZ VPN PR POFEMEREFRTEET,

TNTHOVPN bR IZHONWT, RERY EHIBRRZ V2R LT h AR VA REE 1T
HIbkC& %9, SASE hAR B P VPNOHA, hMARu UERERE, e, BIOHIRT24 7Y =
VRHY ET,

JE—FF7HOEAVPNE Y aRh—F

VE— T 7RV AMEBT T4 X~y hU—27 (RAVPN) ZfiHT5LE, UE—haz—W—
%y N =7 ICEEBICER TEE T, RAVPN X v 2R —RKTlE, A A LEDOT 7T 4
TIRRAVPNE Y > a oD T NAE A AT —HEEMTE, 22— —F v v a SCBET
LHREETIERCHEL, Xy NI =7 La—V—DfEZEE TE 7,

RAVPN % v v adh— R (M2 (Overview) ]>[# > 24— K (Dashboards) ]>[VE— h
7 72 AVPN (Remote Access VPN) ]) Zi%, Firewall Management Center |Z X > CEBLE 15
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B ov=—t75cxvwngysag—

Threat Defense 7 /XA A D7 77 4 77 RAVPN By a DR F v T gy RRARREN
\iﬁqo

Fyvafh— R TOV 4Py bRHY £7,
[T7 T 477>y 3 (Active Sessions) ] (FEFEXbE 2—)
[TV T 477y a (Active Sessions) | (¥ 7B a—)
« & v 3 (Sessions)

[THAA AT AT T 47 4 iEHE  (Device Identity Certificates) ]

(7574 Tltv 3> (Active Sessions) ] (R E1—)

O 4 Yy ML %ﬁéhfw577747ﬁRAww;—% DERFRDE 2 —NFE
TRENFET, a—P—4 B YBTHLNLIP, X7 Y v 7P, vl A U], VPN — 7 =
A (ThreatDefenseT/\/l’X) ITIAT U NT IV =Y ay, VAT N ANL—FT 4
VT VAT A, BRI 7 v AN, TA—TR) =Y T T 4772 RAVPN v 3
VORMEMRTEET, TN EHEALT, SEIEREBEICE SO TRREERK VAT Z
ENTE, filxDEYyaryTUTOT 7 v arbIATTEET,

HFEDOZ—Y =Dy a B TTD,

CHEFED VPN F— R 2 A 12 SN TV AR ED 22— —DT X ThOE vy a VEKT
T3,

HFED VPN F— F U 2 A IR SN TNDE TR TDOE Yy a Va2 R TT 5,

DTATV NTNNAANT 2T )VT RUAARZ v 7 %4 7"— bk L, Firewall Threat Defense 7 /3
A ADRAVPNRETIPVE BLWIPV6 7 RL AT — A NFA SN TWBHE, 7747 b
I~y RV RTF NS ALEDRAVPN £ v v a VAT & mwk;@mw7va%
IIAT VMDA E—T 2 A AZEHD B TET, RAVPN &> 3 ITiE, Threat
Defense 7 /34 ADIPv4 7 KL AL IPV6 7 RLAD 22D IP 7 RLANH Y £9, Firewall
Management Center X, [F]CL2—H—D 250ty aZRLTWET, 1 DX IPv4T KL
2. 59 12 IPv6 7 RLAT, By g ix2 -7,

L7=MR - T, T34 AT show vpn-sessiondb |12 filter ipaddress = < > RA3FE(T S — P —7n»
HDORAVPN &> a1 DLRWEATH, Firewall Management Center (%2 DD #7202
tyvarERLET,

(75T 4Tty 3> (Active Sessions) ] (¥ TE1—)

ZOU Yy M, T ZAORAVPNE Yy ¥ a3 V&0 L THER I TWHa—H—0H;
b7 2777 4 7 — b~y TRERINET,

3 :1*—‘H:~—-t \\/ j‘/ = 3/75§E§)§)0i\ jﬁzméé\b\fﬁﬁéhiﬁdo

e~ ZOMNFNCIE, Eoty v a B ZoEIHEREINSFORES WL OFMEBERE =
FTAT—=NARERINET,
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Nty aveai—v—tEm [

TS R TURRA v E DY EAET VT 4 Tl ——k v a DR
BERRINET,

e A—b Ay, A—=LT UL, BIOY Y hOF TV g B FERATEET,

v 3> (Sessions)
DU 4Ty bTIH, TARALEDT 7T 4 7R RAVPN B a 6D U TLH A A
F— R EEHTE, ROBERIZES>T, 77T 4 772RAVPNY v a VOS5 %E 7 4 IV ZRL
BLCERTEET,

«[F/RA A (Device) |: TRA AT LDy v a v BRFRENET,

o [ B1t% A 7 (Encryption Type) 1: ©¥% =27 27747 FSSL £721X Psec & v a v
DENRRRINET,

s [Secure Client’/N— 2y (BFx =27 27747 K Version) |: BEFX=2T7 7747k "—
CarvlltobyiarpnERINET,

o [ARXV—TF 4 AT L (Operating System) ] : AXL—F 4 VT VAT AT EDE Y
va URFERENE T, Windows, Linux, Mac, E/3A /L 0S 72 L,

s [##i7 1 7 7 A )L (ConnectionProfile) |: #&ft 7 m 7 7 AN T LDy a VIRFRIH
EJ RN

[TINARTAT2T 4T «5EBAZ (Device ldentity Certificates) ]

ZOYU 4 Y=y MIE RAVPNT = U = A DT AT 2T 47 1 GEBEOFZHRIZEET 2
BB FRINET, HIRONWOGEELE . 15 ADWNICHIRN N 25EEZ R T £,
[FEMiO R (View Details) | %227 U v 27 LT, [T /3 A (Device) ]>[iEB]#E (Certificates) ]
NR=UISFEAFEE R R LE T,

~ A K

VPNt v 3> éai—H—15%H
VAT AL, VPNBEET 77 o 7 s 2G5, *y NUY— O —W—T 277 4 BT 1 DFE
MAGETAHAR FEERLET, VAT LOE=FY IR ENT AL, UE—RT
7% A VPN OMENRNFETLE20E ), BLOEFEET A2 HEH A ETEET, Z0F
WEFHL, 2y NU—IEFBY—LE2FHL T, 2y bV =7 BL O —V DORIEZ 8 L
720, R L0 T 52 ENARETY, £ 7Y 3T, BESCLTYE— T 27 A VPN
a—H—%a T NTHIENTEET,

JE—FTF7O9EAVWPNT7 T4 YL a3 vDERTR
[9#7 (Analysis) |>[1—H— (Usars) | >[9P T« FHtEvi 3> (ActiveSessions) |

a—W— ad A R, BREX A T, BV Y THEANT Y T IPT RLA, T/ AD
. IIA T FOR—=T gy v RARA v MER, RAL—TF v b, EHRIEHE L —T
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B /= r70exvN2——TFo74E7DER

AU — FoRATNA—T7EOVR— MEREMHEALT, Bl /A4 LTS VPN —
P =% TEORE TR R TEET, £/, HEOZ—Y—1FRez 7 VXL L, 22— —%
77 Rl BRY R ML= —%2HIRTHrZ b TEET,

\}

GE)  m AR T VPN 2H T 254, 72774772 VPN v v a LIZ L TR REND T A
A AGIE, 22— =y a VE@BIN LT TAS VT AL RET®ED L F VT NA A TH
HAREMENR B Y T,

JE—FTF7H9E/AVPNLI—YHF—F7HO T4 ET A DRE

[#7 (Analysis) |>[1—Y (Users) |>[1—H 7974 ET« (User Activity) ]

Ry FU—2 LOA—F =T 7T 4 T 4 OFME R R TEET, VAT AIEFEA NV b
LR L, BT a7y A UER, IPT RU A, (CEE®, #EiFEE, AL—"7"> b, T34 X
7 & D VPN BIEFSAE N ET,

VPNANIILR £ ANk

[~V AA X | (Health Events) ] ~—3 TlZ, Firewall Management Center (D~/L A E = & —
TRk S NIz VPN SV AL R M EERTE £ T, 7754 A O 1280 ED VPN b2 Fus
o dhHE NVAEZZ—TIROA N2 BB L ET,

» Secure Firewall Threat Defense ™A [ VPN

* Secure Firewall Threat Defense @ U &— b 7 7 & A VPN

VPNANIILR A R FDRTE

Secure Firewall Management Center £ [~/L A X | (Health Events) ]~X—Y B~ A A
N PMIT 7 BA LTSGR, TRTOEHART T4 7 L ADT RTDNVA AR R
BfRENET, RLEWASLVAALSXRY VEARLEEY 2 — VERETHZ EICL-T, A
N MERVIATLZENTEET,

ZDEAT EFATT DT, BHE -V — AT F o Aa—Y— FFtxF=2V747
TUANTHLLENRDY £,
FIE

ATV [VRATL (System) 1> [ANILR (Health) >[4 X2 kb (Events) | Z#IN L £,
AT9 T2 [£Ya—4 (Module Name) ]%|C[VPN A7 —# A (VPN Status) | Zi&R L £,
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VPND +Z

VWNO ST a—F4v5 |

VPN a URNBE L CWTH VPN o RANET VT 4 T THDHENDI T T7— FMRFAE
THEAIL, VPNEHWT 7 — F2c+ 5 2 8N TEET, FiL, ko by 7 250
LTLEENY,

e NIVAREZH N T MNEDT T TAT v ADKRS

 EFMERY —FY 2 — /LD

\] ~ — ~ N
)IVoa—FT429
T a T, VPNDO RTINS a—F 4 07 Y — L e F Ry ZERICOWNTEHA L
i‘ﬂ—o

DARATFLAYvE—D

VPN > X T L

Aoyt —Y v H =L, bT TNV a—T 4 T EBBTIETY, ZOMEEERTS
L. VAT AOMHRREB L AT —Z Z TN TN AR SILD A v — D A AT X
FT, AvkE—UbrZ—%HICE, AM U A=a—D B (Deploy) 17R¥ > OAEMKICH
L [VAT LAT—H A (System Status) |27 Vv 7 LET,

a4

Firewall Threat Defense 7 /34 AD VPN k7 7 /L = — hsyslog DR X > 7 AN TE T,
EEz X 73528 T Xy MU= ORBEET7IET A AREOMBEZRE L THRET
xF9, VPNE XU 7 E2HMTT % &, Firewall Threat Defense 7 /XA A 7> Firewall Management
Center |Z VPN syslog 23255 SV ET,

J_XTOD VPNsyslog l21F, T 74V MOV ETT ¢ (HKE) L-~v [T — (Errors) ] 2L L
NERESNTWET (BEEINLRWIED) VPN 2 ¥ 71X, Firewall Threat Defense 77 » k
T+ —LBEEN L TERCTEE T, [P L7 DHT /3( AD Firewall Threat Defense 77 > k
T A —LRERY —T[VPNE X 73 E (VPN Logging Settings) | ZffE LT, A »vt&—
TOVETT 4 (ERE) LV EFETEETS, VPNrX U ZOHME, syslog — SDi%
E. BEOVRAT A v 7 ORRFOFEMIZ OV TIL, Firewall Threat Defense 7 /31 A D syslog
BT ORE 2R LTIIZSN,

[NT7 TNy 2—F 47 aZ (Troubleshooting Logs) 17 —7 /v ([T /34 A (Devices) ]>[ h
T TNy a—T 47 a7 (Troubleshooting Logs) ]) Tl&, VPNsyslog X vtE— Y%K RE X
OSHT LT, Xy hU—=2 LT ZOREICHT HREEFFERL LOOBECE £,

VPN 7 DOu 7 L~yb% L~y 3 ([£F— (Errors) ) IZE%ET D2 E2HEREL £, VPN
nX T L)L E LUV 4 DR ([#4 (Warnings) ] [ (Notification) . [1&#

(Infromational) ]. F721X[7 /3> 7 (Debugging) 1) (Zi%E 3 % & . Firewall Management Center
PR ARIZ e D ATHEMER N B U £,
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. debuga< > K

\)

GE) YA MEVPNELIZVE— R 7 EAVPNEZREL CT A RAERETDH L, 774/ T
H#fJ1Z VPN syslog 7% Firewall Management Center (2268 SAVE T,

debug <> F

Z I T debug v REEH LT, VPN BIEORE &2 2 Er KO T 2 I715I2 20Tt
ALET, ZZTHHATL a2 NI, 3R TEHEELTWLDITTIEHY A, 221
IZ. VPN BS#H O BEOZWHIIE L >a~> RRGERTWET,

FEREOHA KS4 > Because debugging output is assigned high priority in the CPU process, it can render the system unusable.
L7eo T, débug=~> REFEHT LD, FEDMED T TNy a—T 0 U THEN, F
721% Cisco Technical Assistance Center (TAC) & D N T 7N a—TF 47 &y a VRFICIR
ELTLEE, 62, débuga~r R, Xy bT—2 b T 7 4 v 7 3b7el, 2—%%
DN XIHERT LI ZHIRLET, TR T E IO L) RRERAICIT S &, debug
Ay RO A —/N—~y RO LY ¥ A7 LA O IR K SRt k< 72 0 %
R

TNy ZHNIE, CLIty v a y CORFRTEET, HAE, a3 Y — /b R— MR L
& &M, ET72ITE2W CLI (system support diagnostic-cli & A7) CTEEAF T E4, £/,
show console-output =~ > & LT, % @ Firepower Threat Defense CLI 2> & O Hi /) % fife
RIEBHZEHLTEET,

BEOHEDT Ny 7 A vt —V&FRTHI21E, debug 2~ FEERALES, T3
A=V DFREENHCTHITE, 20w FOnEREZEALET, T 3TOF Ry
7 a~y REA 7129 5I21%, nodebugall ZiH L £,

debug feature [subfeature] [level]
no debug feature [subfeature]

X DA feature TNy T A X—T T HHERERRTE LE T, FEHRE/ e+ &£
AT HITIE, debug? 2~ REFEHALTCLI~NV T 2R R LET,
subfeature (A7 ay) BREICE > TE, 12 EOYFTHREOT Ny 7 A
=T A X =TI TEET, FHARERY THEREA FIRT DITIT
PEMALET,
level (AT vay) TR T LUV ERELET, HARERLLE

FORT DX 2 Z A L £,

ATV ERFI4IE T IANBDOT ARy LAYLE 1 TY,
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debug o< K .

il

VE—F7Z7EAVPN L TCEEDOE Yy a v 2FT7T5E, a7V A X2EEBTH
ENTTNYa—T 4 T RRECI D ERH Y £9, debug webvpn condition =
< REMHALT, Ty 7 7k R2&2 L0 EECKVALTZDD 7 4 VX &% ET
xFET,

debug webvpn condition { group name| p-ipaddressip_address[{ subnet subnet_mask| prefix
length}] | reset | user name}

TNENOHPFITRD LBV TT,

egroupname (X, Z—7 KU — (bR ZTNA—TEii3BH7ra 7 7 A v
TIE7R) TTZ A NVFRBEZITNET,

* p-ipaddressip_address [ {subnet subnet_mask | prefix length}] i, 7 74 7> FdD/X
TV ZIPT RVATTZ 4 VEREEZITNET, 7Ry h~vA 2 (IPvd) £7z
X7V 7 4 w7 A (IPv6) 1$A 7> a3 TT,

ereset TXTOHOT 4 V%% Yty FLET, nodebugwebvpn condition =~ > K%
ERALT, FFED T A NFEFTIZTEET,

suser name ., = —HP—LTT 4 L FNHEITOET,

BEOFMZHRET D L. RMENHES (AND THRE) S, T TOFRENZ S
TG BNCDHBT Ny TIRFRRENET,

7 4 NV B BRE LD, HARD debugwebvpn <> RE2EH L CTF Ny 7 %4

CLET, FMEERETLHETTET A ZIFEDR T, Ty 7T OBE
DIRFEE FR T D I2IE, show debug F5 L O show webvpn debug-condition =~ > K%

HHLET,

WIZ, =P — jdoe THRUATET Ny FHHIMT 20 2R LET,

firepower# debug webvpn condition user jdoe

firepower# show webvpn debug-condition
INFO: Webvpn conditional debug is turned ON
INFO: User name filters:

INFO: jdoe

firepower# debug webvpn
INFO: debug webvpn enabled at level 1.

firepower# show debug

debug webvpn enabled at level 1

INFO: Webvpn conditional debug is turned ON
INFO: User name filters:

INFO: jdoe
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. debug aaa
BEa< R avy kR EREA
show debug HET 774 ThFRNy TR EELPRLET,
undebug HOREDT Ny VT EBMILET, ZDa~r Ridnodebug DJF
EiETT,
debug aaa
'3:‘/*\‘)75&7]?&71 IAGE, BB, BT o7 o4 N (AAA) %h/ﬁ::z:/)l/\fbi\ Yk@ﬂ‘?
Y REZRLTIEIN,
debug aaa [accounting | authentication | authorization | common | internal | shim |
url-redirect]
BX DA aaa AAA DTNy T A F—T M LET, A RER Y T HERE 2 R
TAHITIT?ZFHLET,
accounting (AT ary) AAAT AT T 407 TRy T AT LET,
authentication (AT av) AAAGRRET Ny 7 HNC LET,
authorization (AT ar) AAA BAF ARy P2 LET,
common (A7 >ay) AAAEET Ny 7 L-ULEIRELET, A AREZR
LV RRT DT 2 FHLET,
internal (A7 ary) AAARNEIT Ny 72BN LET,
shim (A7 2) AAAshim T8y 7 LUV ZFEE L ¥, HHATEER
LV RRT DT A LET,
url-redirect (A7 ar) AAAURL Y XA L7 b TRy T ERHCLET,

ATV RFI4NLR T IZANVEDT ARy T LULE L T,

BEav R avy kR £ EA
show debug aaa AAA DBUET 7T 4 7T Ry TR EETRLET,
undebug aaa AAA DT Ry T8N LEd, Zda~ 2 Ridnodebugaaa D
/|_4 HD‘/C‘?—
debug crypto

B ESICBET 57 Ny Z O ETZITEHEIC OV T, ROa~vr REZRLTIEIN,

debug crypto [ca | condition | engine | ike-common | ikevl | ikev2 | ipsec | ss-apic]
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debug crypto ca .

BXDEREA

crypto crypto DTNy T A F—T M Lk, HHATRER Y T RERE A R
THIF? B HEHLET,
ca (7 ayv) PKIFAy 7 LLaisE LET, EHRe Y 71
BEZFoRT AT 2 LET,
condition (A7 a>) IPsec/ISAKMP 73w 7 7 4 VX fgE LET, HH
FREZR 7 4 N E RN T AT BEALET,
engine (ATvay) ez P TRy LV ERELET, AT
REZR L~V EFRT HICIE? 2L ET,
ike-common (A7 ayv) IKERBT RNy 7 LULZEE LEd, HHRER L
AL EFRRTHITIL? R L £,
ikevl (A7vary) IKEXN—=Ya 1Ty 7 LUV aRELEY, A
AREZR LUV FOoRT AT 2 EA L £,
ikev2 (A7 vay) IKENXN—=Va 273y 7 L LEEELET, HH
ARER LV EFORT DX 2 2 LE T,
ipsec (7> ay) IPsec TNy 7 LULARELET, R/ L~
NEFTRTHITT? ZHEHLET,
condition ATvay) BEltXaT Y7y NAPIT Ny 7 LULEFEE L
F9, EHARER LV ERRTHITT? ZEHLET,
vpnclient (7> ay) BasyVPNZ 74 T b TRy 7 LUV RELET,

ERAIREZ2 L~V AR 213 ?2 2 FH L E7,

AU RTIHIE

TNV EDT Ry T LoULE T T,

Ea<v >R

debug crypto ca

av Uk Hl:|
show debug crypto W SALDBUAET 7T 4 T T Ny FREERLET,
undebug crypto B b DT Ny 7 LET, Zda~ 2 RiLnodebug crypto

DIFREFETT,

crypto ca [ZBE AT HIT=T Ny F O F 721X I oW TR, RO a~r REsRLTL

TZE,

debug cryptoca [cluster | messages | periodic-authentication | scep-proxy | transactions |

trustpool ] [1-255]

WNOE=4YVTERSTLVa—T425 |



. debug crypto ikev1

WNOE=ZYTE RS TN a—Fa2T |

BX DA crypto ca

cryptocaD 7 /X 7 A F—T W LET, M RE/R Y THERE & £
RT AT ? ZEHLET,

cluster

(A7 vay) PKIZTZAY TRy 7 LYLEEELET, AR
R L~V EZFRT AR 2 HLET,

cmp

(A7 ay) CMP RSB o ary TRy T LULERIEELE
9, AR LNV ERRT A2 A LET,

messages

(A7 ar) PKIODANNH DA 2=V DT Ny 7 LUV ERE
LEd, BAMERL NV EFRRTHIIT?ZEALET,

periodic-authentication

(A7 ay) PKIEHERGET Ny 7 UL ZRE L £, i HE
ML~V EFRRTDHIT? 2 HHALET,

Scep-proxy

(A7 ar) SCEP7ua%s TNy 7 LLERELET, HA
BEZR LV ERIRT BT 2L ET,

server

(AFvay) a—HNVCAYV—R_"—DT RNy 7 LYULEFEELE
T, AR LV ERRTHITT? ZHFHLET,

transactions

(A7 ay) PKLNS o7y ar IRy S LR RELET,
FRHARER LNV EFRRTHITIT?2Z2FEHLET,

trustpool

A7vay) FTARNT—N TRy T LULERRELET, A
AREZR LV B FRT AT 2L ET,

1-255

(AFvay) TR T L ULEEELET,

ATV RFI4INE T IANIDOT Ny T LULE ] T,

BEa<v> R = N

B

show debug crypto ca

cryptoca DBUET 77 4 T T Ny FELEZ R LET,

undebug

cryptoca D7 Ny T EMEHZLE T, D=~ Ridnodebugcrypto
ca DIFEFETT,

debug crypto ikev1

A B =Xy hF—2 IV AF 2PV "=V g1 (IKEvl) IZB#T 57y O £ 7213
REIZONWTIE, kDa<wr FEBRLTLLEEN,

debug cryptoikevl [timers] [1-255]

XN ikevl

ikevl DTNy T A 2—T M UET, EHTTRER Y 7 HRE & KR
THITIF? ZEHLET,

timers

(A7 ay) IKEVlI ZA~—DFT Ny T EH/ILET,
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debug crypto ikev2 .

1-255 (A7vay) TRy T LV ERELET,

AU R TIHIE

FTT7FINVEIDT Ry T LyLiE 1 T,

BEa<vy KR

debug crypto ikev2

avw >R Bz

show debug crypto IKEVI ODHAET 7T 4 72T Ry TR EERLET,
ikevl

undebug cryptoikevl |IKEvl 0)?/*\ v VRN LET, 203~ FiEnodebugcrypto
ikevl DRIEFE T,

AVH—Fy hF =TI AF 2V _"—V 322 (IKEv2) [ZBEH#T 5T Sy 7O E -1
BREIZDOWTIE, kDavy REZRLTEE0,

debug cryptoikev2 [ha | platform | protocol | timers]

B DEREA

AR R FI4ILE

ikev2 TNy 7 ke =AM LET, MR T EEE F T B2
PEMALET,
ha (A7 a3) IKEV2HA TNy 7 LULZFEE LET, [FHTTRER

LAV 2 FoRm T DI ? 2 L ET,

platform (7> a) IKEV2 7Ty b 74 —L TNy 7 LULERE L £
T, EHAARER L~V ERRT AT 2R LET,

protocol (A7 ay) IKEv2 7a ha T3y 7 LULERELE T, fE
HARRER LV B RoRT AT 2EALET,

timers (A7 ay) IKEV2 XA <—DT Ny T EHNNILET,

FIXIN DTNy T LoYLit 1 T,

EEav> R

debug crypto ipsec

AL 9

show debug crypto IKEV2 DEAET 7T 4 TITF Ry V& iEZR T LET,
ikev2

undebugeryptoikev2 |IKEv2 OF /Ny 7 &M LE 9, Z =~ K nodebug crypto
ikev2 DRIEFE T,

IPsec (ZBHE# T BT /N O E T2 ITGREITOWTIE, ROa<wr RERBL T ZEN,

debug cryptoipsec [1-255]
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. debug Idap
BX DA ipsec ipseC DT Ny T A X =T W LET, HHREZR Y 7 HRE A R
TOZIT? AL ET,
1-255 (FFvary) TR T LV ERELET,

AR KR TFIAILE

FIZXIN DTNy T LoYLiE 1 T,

EEav >R

debug Idap

avU kR A
show debug crypto | IPsec DBUET 7 7 4 77T N\ J@EZ R LET
ipsec

undebugcrypto ipsec

[Psec DT /Sy 7N LET, T O3~ Ridnodebug crypto
ipsec DIFIEFE T,

LDAP (Lightweight Directory Access Protocol) (ZBIiE#E T 57 /N v 7 O F 72 1358 EIZ DWW T
X, ROa~xr FEZRLTIEIY,

debug Idap [1-255]

B DEREA

aAvU R TFI4ILE

Idap LDAPDF Ny Tk A 32— M LE T, EH e THERE 2 FoR
THITIE? A LET,
1-255 (AFvay) TR T LV EEELET,

TN NDT Ny T LoYLiE 1 TY,

BEEavT YR

av ok SHER
show debug ldap LDAP OBUET 7T 4 T T Ny VR EE R~ LET,
undebugldap LDAP OF /Sy 7 &M LEd, 2D~ Kidnodebugldap

[FEH T

debug ssl
SSLE v ¥ a NNIBE#T 57 Ny VT ORER E T2 IR EIC DWW TIX, koa~vy REZLTL
720,
debug sd [cipher | device] [1-255]

BX DA ss SSLOT Ny J A X—T M LET, HEHAEERY THREL T

DT &= ERLET,

B VNOE=Z2JLTERSTLYa—TFa4VY
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AU R TIFIE

debug webvpn .

cipher (A7 ay) SSLEGET Ny 7 LoV aRELET, HRER
LAV ERRT DI 2 EHLET,

device (A7 ay) SSLTFRAL AT Ny 7 LV IEE LSS, AT
BER L~V EERTHITIE? 2 L £,

1-255 AFvary) TRAYT LV ERELET,

TNV NDT Ny T LoYLE 1 T,

BMEav>F av vk BLL]
show debug ssl SSL OHIET 7T 4 7T Ny FkEE R~ LET,
undebug ssl SSL OF Ny ZENZLET, D~ Kidnodebugsd DRIE

ESERS

debug webvpn
WebVPN ([ZBH T2 7y O ETZITREICHOWTIE, kDa~vr RESZRLTES
AN
debug webvpn [anyconnect | chunk | cifs | citrix | compression | condition | cstp-auth
| customization | failover | html | javascript | kecd | listener | mus | nfs | request |
response | saml | session | task | transformation | wurl | util | xml]

BX DA webvpn WebVPN DF R 7% 2—T /W LT, R Y THRe %2 %

AT HITIE? 2L ET

anyconnect (f:E) WebVPN Secure Client 7 /3 7 L~V A FRE L EF, AT
REZR LV BRI T HITIE? L ET,

chunk (X7 ar) WebVPN Fx 7 T30 7 L~ULafgELET, il
FHFRREZR2 LV RRT DI ? 2 L E 9,

cifs (A7 > a>) WebVPNCIFS 7 /8y 7 LUV EFEE L E T, A
RER L~V EFRT AT Z2HEHLET,

citrix (7> 3 >) WebVPNCitrix 78y 7 L~V EEELET, AT
RER LU EFRTHIZIE? ZHEHLET,

compression (A7 3 ) WebVPN [EfGT N 7 L~uLZfaE LE9, HHT
RER L~V EFRT HICIE? 2 LET,

condition (7 3>) WebVPN 7 4 VR SNEFT Ny 7 LoL A HEE LET,
ERAIREZ2 L L AR 2132 2FH L E7,

WNOE=4YVTERSTLVa—T425 |



. debug webvpn

WNOE=ZYTE RS TN a—Fa2T |

cstp-auth

(A7 3 ) WebVPNCSTPEREET Ny 7 L~ULEEE L £4, i
HAAHEZR LV A RRTHICIE? #FEHLET,

customization

(A7 ar) WebVPN O AKX <A TNy T L~ L2 RELET,
ERTTRER L~V A RRT A3 2 2 H L ET,

failover

(7> 3 ) WebVPN 7 = — )L — _"— F Ry 7 L-ULEEE L
F9, MARRER LNV EERTDIL? ZEALET,

html

(7> 3 ) WebVPNHTML 53> 7 L~ LR ELE 4, HH
ARE/R LV ERIRT AT A LT,

javascript

(A7 3 ) WebVPN Javascript 7 /3> 7 L~UL&fEELET, #
MATREZR LV B R T 2ITT? 2 L ET,

ked

(7> a) WebVPNKCD T8y 7 L~L&xfgE LE T, MR
HEZR LV B RRT DI ? 2 LE T,

listener

(A7 a) WebVPN U 2 — F R 7 L~V EEELET,
AR L~V KRR T DI 2A LT,

(A7 a) WebVPNMUS 53w 7 L-UvZafgELEd, #HHA
RER L~V EFRT HITIE? AL ET,

nfs

(A7 a) WebVPNNFS T8> 7 L-ULaRELE T, HHAS
HEZR L UL A FRRT DI 2L FET,

request

(A7 a>) WebVPN ERT R 7 LYV EEE L £ 9, AT
RER L~V ZFRT DI 2 H L ET,

response

(A7 ay) WebVPNIGET N 7 LUV aRELET, HHA]
RER L~V EFRTHIZIE?ZHEHLET,

(A7 3 ) WebVPNSAML 53w 7 L-~ULZRE L9, A
AR/ LNV ERRT DT AL ET,

session

(X7 ay) WebVPN Y > gy TRy 7 LULEZIRELET,
ERAIREZ2 L~ UL AR HI1T 2 2 H L E7,

task

(A7 ar) WebVPN X 27 TRy 7 L~ LafgE LEd,
FREZR LV B RIRT DT ? A LT,

transformation

(A7 a) WebVPN ZHT N 7 LYV EfRE L E T, AR
BEZR LNV ERRT BT 2L ET,

url

(A7 3) WebVPNURL TNy 7 L~ &g LEd, AT
BER L~V EZFRT DI 2 A LET,

util

(A7 ay) WebVPN 2—T 4 U T 4 Ty 7 LYULEFEELE
T, AR LIV EERTHITIE? ZHEHALET,

B VNOE=Z2JLTERSTLYa—TFa4VY
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debug webvpn .

xml

(A7 a ) WebVPNXML 53w 7 L-UvZafgE LEd, #FEHA]

REZR LIV FoR T DI ? 2 L £,

AU R TIHIE

TNV IDT Ry T LoULE T T,

EEa<w >R

avw o rR 5 BA
show debugwebvpn | WebVPN DBIET 7 7 o 7727 N Z % E xR LET,
undebug webvpn WebVPN DF /3 7 & 52 L £, Zd =~ FiEnodebugwebvpn

DIREFETT,

WNOE=4YVTERSTLVa—T425 |
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. debug webvpn

. VWNOE=RYUTERTI TN a—TFTa0y



BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



