LTIV 7oA KR) O—

HAFTIv 7 TI7EARY— (DAP) ZMEHT 5L, VPNEREDOX A F I 7 AZxsT 5
FAZRETCEETS, 4TI T778AR) —iF, FEO=2—V— b RFArEIT2—
Pt BT —EOT /R ar he— U BEEERRELCERLET, oh
SORMEIZEY, BEDOITN—T A R—= IR RARA Vb X2 U7 ¢ OREICK
WMLLUET,

» Secure Firewall Threat Defense # 4 X v 7 727 A RY —IZONT (1 —)
e X AT I v T TITRARY —DRHEFRMLE (=)

cHAFIvI T EARN) —IZEATHEREFHEFRFE Q=)

XA F Iy T EAKRY— (DAP) OFE (4X—)

AT Iy TI7RAKRY =L UE— LT 7R VPN OBHEIT (14 X—2)
cHAFTIv I TI7RARY U—OERE (153—)

Secure Firewall Threat Defense 514/ 73X v 9 7Ot X 1~
1) —[ZDIVT

VPN 7' — h 7 = A [ TEN R BREE CEME L £ 97, x4 D VPN #:558121E, HEOER N EL b
ZHAREMERH Y 9, 72 & 2, HBEICATINL AV RT3y FEE, MBENO%=2—

PO FSEhn—n, BLOREL X2V T4 LW RELDZVE— T 7 BAY
A M oour A4 EiTRETT, VPNRETOZ—YF—RBA[OX X7 X, AXT 4 v T IRi%

EDF Y N —27 TORAZ A7 L0 b2 0 HHETT,

AT Iv 7 TI78ARY V—F, EDOZ—Y— b RXAELFT2—VF—E vy 3 VITH
HAHF S —#HOT 78 Aary ha—VElEaSRE L TERTEET, ZNL0RMEICEY, &
BDITN—T A NR—=2 IR RBRA v beFx=2 ) T 0 OREICKHL L £, Firewall
Threat Defense TiE, ERBLIERV O —IZESE, HEDE Y v a »r~DOT 7 & AMEDFFED
a—H—fF 5 & F 9, Firewall Threat Defense 7 /31 A%, 2 —HW—DFRIFHIZ, DAP L
O— RS DEMEEEIRFZITENT DI LI > TDAP 24K LET, ®iZ, VE—FT
NAADEZY RRA v heFa VT 4 HREB LORRGRES iz —F—D AAA FEAIIE#RICEES
WTDAP La— RZEIRLET, TO%, T30 ATEIRLIZDAP L a— REa—H— h
FNFERITEy v a TERALET,

g4+3v9 792Ky — [}
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. Firewall Threat Defense TOHERH L UEHED R L —EARKE

Firewall Threat Defense TODIERH X VEMHD R O —EAEE

Firewall Threat Defense 7 /34 A%, = —HF —Br[EtE (oo—WF =R E 2L —F—HERE b
FEZAL D) @ VPN #Efi~DiHz=R— h L TWET, JEIMEIL, Firewall Threat Defense ™
DAP, AMBREGEY —/3— E721TR ] AAA —3— (RADIUS) (HDWEZHHDFN
T) . F721% Firewall Threat Defense 7 /XA AD 7 ) —T KR —0biH S ET,

Firewall Threat Defense & /XA A%, T _XTHOY —ANnLBHEZZET S &, F0 B2 2
L. L Ca— =R —Z#HALE7T, DAP, AAAY—— T F I/ NV—7KY o—
MEES L2 BB CEZEN D 2856, DAP O EUG L BN EICERSNET,

Firewall Threat Defense 7 /N1 A XK DONEFF CEMEZ2#HA L E9,
1:R)>—FE70—

Dynamic Access Policy (DAP)

k4

[ User Attributes ]

(From AD, LDAP, or RADIUS)

h 4

Group Policy Attributes
(on FTD)

Y

Group Policy Attributes
Associated with Connection Profile

1. FTD Lo DAP &Y : DAP EIEE, thoT ~TORMEL Y bELSNE T,
2. %EB AAA -U-_/<_L0)l—4jz—ETﬂi :L_‘-H-»_‘HLA DEE%D; Tﬁ‘ﬁkﬁjﬁ"é . ==
IORESIRSNET,

3. FIDTEEINTWLSYIL—TRY P— : RADIUS #— 3= 5 2 —H%—0 RADIUS Class
JEMEIETF-Class-25 (OU=group-policy) DfEZNK S #17-354 . Firewall Threat Defense 7 /XA
AEED2—W—ZE CARID I N—TRY O —IZ AT, TOIN—TRY —DEME
DL, == LEINR2NbDOZEH L ET,
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4. EHTOIT7AIL (FoRILTIL—TEEENDB) TEYHETOAESTIL—TRY o—:
e v 7 7 A VX, B OFRIEE &, RRRERNC 2 —F—IZEH ENDT 74V D
TNN—TRY T —NEENTWET,

\}

(G¥)  Firewall Threat Defense 7 /XA A (X, T 7 4L kD7 —7F K1 2 — DfitGrpPolicy 7> B kA& L

TPV AT AT 740 NEEEYR— L TnERA, 22—V —BMHEEZITAAA P — =D
N—T R =L o TEEXINRWVGE, TA R, BT n 7 74 /UZEHID Y THR

eI N—TRY) —DEkra—F—t v a SEHLET,

BAFTIVY TOERX R D—DHEIHIREH

» Firewall Threat Defense |ZIZIRD X 2T 7 74T 8 T4 ADD7 EH 1 DB %
gf‘é‘o

¢ Secure Client Premier

* Secure Client Advantage
* Secure Client VPN D #

« Firewall Threat Defense Essentials 5 A & > 212 L U #ai GRS REN AT SN A MLER H D F
j—O

BAFTIVIT7IEAR) O—ICHAT HFTEFEHLHFIR
FI8

¢« DAP TP AAA BIHEORREIZ. VE— 727 EBRAVPN By v g VAR 2T AIT5
LEICELWEHEZIET LI AAA V—_R—RNRESN TV DIEEICOHERE L £,

* DAP TH AR — bk X115 Secure Client 3 L U8 Secure Firewall I8N A F ¥ /v r — VU D/ —

TaF 4.6 T, L. BE/N— 3 > @ Secure Client {55 = L < B0
LET,

*DAP IV TAZ Y T ETZF~NT A LV AZ L AE— Rt R— L TWERA,

¢ IPv4 £7213IPv6 7 KL ANE Y 4T Hi7- DAP SefFid. n— B VG ECIIMSRE L £ 8
/\Jo

g4+3v9 792Ky — [}
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B 5 rsvs 75Ky~ Onp) oBE

A4+ 3299 7UEAXKR)— (DAP) DERTE
ATV TOEIAR)O—DERK

FIE

ATy T

ATy T2
ATvT3
ATvT4

1R BRI

AT Iy TIRARY —%FET DHRINC, Secure Firewall RAF ¥ Ny r—I b5
Z LB L TL &, Secure Firewall RAF ¥ 77 A /WL, [A# TP x4 b+ (Objects) |>
[A#T72 Y FEE (Object Management) ] >[VPN] > [SecureClient 7 7 4 JL (Secure Client
File) 1 CiBlICc&£9,

[T/84 R (Devices) |>[FA4F+ 2 v 9 T7H AR — (Dynamic Access Policy) | >[5 4 F
SO T ERARY) —D¥ER (Create Dynamic Access Policy) [ 3R L £,

DAPARY 2 —dD [4H1 (Name) ] Z45E L, LEIS U T[] (Description) ] Z45E L E7,
a7 &) 2 Ros [HostScan/ Ny & — 2 (HostScan Package) | ##4R L £,
[fRTF (Save) |27 U w7 LET,

RDEZRY

DAP L a— R&ZRET DT, A FIv 7 T7I78AR) v— La— RofElk) 2R L
TLTEENY,

BAFIVvY TOERVRAAR)D— La— FOER

FIE

&

ATy T2

AT Iy 7 TI7EAFRY— (DAP) IZiF, 2—H—L =2 RARA U NOBRMEEHERT S
BHODAP L a— RE2EHLH T ENMTEET, 2 —F =N VPNEFEZRAA D & S THERK
#£ % Firewall Threat Defense 733K 3 L ONERFFHT T 5 L 912, DAP N® DAP L =2— R{THE
FENERE 211 B Z N TEET,

[7 /34 A (Devices) |>[#AF v 727EAKY T — (Dynamic Access Policy) | Z &R L
9., >

BFEOXAFT Iy 7 77 BAR) O—ZRET L0, (XA TFTIvr TI7EAR) —0DFF
Ji% (Create Dynamic Access Policy) %7 U v 7 LTHLWARY > —Z/ER L THH6ARY »—%
e LET,
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ATvT3
ATv74
ATvTh
ATy 76

ATy T17

ATvT8

ATvT9

ATy 710

ATvIN

DAP ¢ AMA £ £ 4R 5 ]

[DAPL =2— RD{ERK (Create DAP Record) 1 %7 VU v 27 LET,
[&f% (General) | ¥ 7 &7V v7 LET,

DAP L 22— RO [4#1 (Name) | ZHEELET,

DAP L 22— R [SENENL (Priority) 12 AL E T,

EIR/NEWNTE, TTAFV T 4 BRE< e E£9,

DAP L a— RR =K LGB IATT 27 7 a v a1 1 DBRIRLET,
«[#:4T (Continue) |: vy aic7 272 KU —EBHLZEA LTS, FETIHE
I%, KD DAP L =— F (BEIEMLOERNKROKRY > —17) el E 4,
o ¥ T (Terminate) |: = Ra—¥—t v a VZlifilE T LET,

o 1% (Quarantine) ] : ez MREAEL £ 97,

[ L& a2—H—2X vE&—TU%FR (Display User Message on Criterion Match) ]
F2v IRy I A F NI LT, 22— —RA vV EBMLET,

Firewall Threat Defense T, DAP L 22— R —HT 25512, 2D A v -V N2 —WF—|ZFR
INFET,

[FS 749212y bT—%9 ACL Zi#AT % (Apply aNetwork ACL on Traffic) | = v 7
Ry s AA LT, KRy P Ao vinbT 7 A4 2 k%I LET,
[IDFRIFEBRODEXF2T7 V5472 b hRELEHMZERT S (Apply oneor more Secure
Client Custom Attributes) | F= v 7 Ry 7 A% AN LT, Ray T XU U nb AT LNE
WA TV FEBIRLET,

[fRTF (Save) |27 U w7 LET,

DAP O AAA A4 ERTF AT 5

FIE

ATy T

ATy T2

ATvT3

DAP I AAA VP —t 2 Z&Mi5E LT, HBEIN TV EIRABEMEOE v MIR L TWET A,
ZNODBMEIZ L - T AAA TSN 23R B A 2012 C& £9°, Firewall Threat Defense
X, 2= —DAAARBAERE & v > 2 v ORAF ¥ FHlIEHRICIE SV TDAP L o — R4
U E£¥, Firewall Threat Defense I, Z DOIFHIZIE-SVTHEED DAP L a— REZEIRTx,
ZTNH0 L a— REEK LT DAPRATEMEZER L 9,

[7 /314 A (Devices) |>[#AF I v 727EAKRY — (Dynamic Access Policy) | Z &R L
E9, >

BEAF DO DAP R Y v —%MRET D, HLODAPRY U—ZER L THHRY U—%fREL £
‘d‘o

DAP L 22— RZEIRT 508 L L a— REZ{ERRK LT, DAP L 2— R&fRmRELET,

g4+3v9 792Ky — [}
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B orr oz pks s rEERREEORE

AT T4 [AAAKEYE (AAA Criteria) 15227 U v 27 LET,

ATY TS RO [L7 v a OB HERE (Match criteria between sections) ] DWWz B4R L £ 7,
c[{EE (Any) ]: WIhhoHEC—%T 5,
[T (AlD ] TANTOLEME BT 5,
«[72L (None) ]: &% ESN/-HKEEOWTNIZEH —FK L7V,

ATv 76 B (Add) 127V 27 LT, #E7 CiscoVPN E#E428MLE,
Cisco VPN ZEHEIZ|T, 7 —TRY — BV Y THNIPvET R A, EID B THATZIPY6
TRUVA, BT w7 AN, 22— =4 22— —42 LERSCEPDRBRMENEGENET,
a) BMEZEIRL, BEEELET,
b) [BIOSAME%EM (Add another criteria) |27 U > 27 LT, I OIZEFEZEMLET,
c) [&R%E (Save) 127V v 7 LET,
WME T SCEP

AT w71 [LDAPKYE (LDAP Criteria) ]. [RADIUSK:#E (RADIUS Criteria) ]. [SAML:#E (SAML
Criteria) ] Z3®R L, [JBYEID (Attribute ID) ] & [ (Value) | ZfEE L 7,

ATv T8 [fR1FE (Save) 1227 U w27 LET,

DAP DI KR4 2 FEMEIRREEDRTE
T RARA MNEtEZIE, =0 RRA U b U AT ARE, RATF v ilHlifER, BT 7Y
rr—a VBT AIERNEG E TV ET, Firewall Threat Defense (X, =2 KiRA > MEgtkd
HhEE YV a VHENIRFICEINICAER L, By v a VBT DN T — 2 R R E DR
MEERIFLET, %4 DAP L =— RiZiZ. Firewall Threat Defense 23 v 3 @D DAP L =2 — K
PIRINT D7D THENSH DT Rl A v MEIREEDFEE S E T, Firewall Threat
Defenseld, BXE INIZT XN TORMAN/ZT DAP L a— RIZF 2RI L £ 7,

FIE

RAT9T1 [TINA R (Devices) | >[FA4FT 2y 9F7U AR — (Dynamic AccessPolicy) 1> [4 4 F
SO T ERAR) —D¥ER (Create Dynamic Access Policy) [ 38R L £,

ATy T2 DAPRY > —%EL TS, DAP La— RaERELET,

G¥)
DAP R U 3— & DAP Lo — R & FEMER L T2 WA TIER L £,

RATw T3 [ RARA » MEHE (Endpoint Criteria) 1% 7 U v 7 L, IROT > KRR A > hEHERMEZ R E
L/iﬁ‘o
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DAP AT LY T FRET Y KR4 > rEHEDEN [

G¥)
R TDOT RIRA v NgthDA v AR A ENER TEET, £ DAP L a— NIZHRT
ARE7R = RARA v MBIEOEIZHIRBIZH Y ¥ A,

* DAP ~D~ /LY = 7 RIRT 2 RARA Mgt BN

s DAP ~DT /A A TV RiRA ¥ NaMEDEM

* DAP ~® Secure Client = KRR A > MNaMEOEM (9 =—)

* DAP ~® NAC = RARA > ~N@EMEDEMN

*DAP ~DT 7V r—3 = v EEDIBN

*DAP ~D/NN—=Y F )V T 7 AT Tt —)b T KRA » MEMEDIBN
*DAP ~DA XL —F 4 7 VAT H T RiRA 2 Mgtk
*DAP ~D 7 kA T2 RiRA 2 MNatEDEM

*DAP ~D LY A KU T RARA > MNatkoEmn

«DAP ~D 7 7 A )b = RiRA > Mgtkosm

* DAP ~DOEHGEH EFRRE R ME OB

ATy T4 [fR1F (Save) 1227 U w7 LET,

DAP ADTILI T 7REIY KKRA Y FEEDIEBM

FIE

ATy T

ATvT2
ATvT3
ATvT4

ATy TH

ATvT6
ATvT1
ATv78
ATvT9

DAP L a2— RZfREL, [TY KRS > FEZ# (Endpoint Criteria) ]>[TI)LD = 7 Xtk
(Anti-Malware) (%R L £,

—FIEYE [T_T (Al ] EEF EE (Any) ] ZBIRLET,
EA (Add) 1227V vZ LT, BitEEBEmLEd,

[f A h—iEH (Installed) 1Z227 YV w7 LT, ®RULIZ=2 RAA > etk & i 5 &
itz A A= T BN, AL A= LARWhERELET,

[£%) (Enabled) ] FE721%[fE%) (Disabled) | ZEIRL T, VT AFA LDOVLT =T AFX ¥
BT VT AT ERITIET 7T 4TI LET,

[X>#— (Vendor) | DU AR RNPDHVILY =7 RRRH —DARTZIRIR L 7,
~ U = 7 RREG O B OFB (Product Description) ] Z 38R L E 97,

<L = TR O [3— 3 > (Version) | 238N L £9,

(&5 (Last Update) | H DO HEZIEE L 7,
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. DAP ADF/NA R TV KR4 ¥ FEHDEM

AU = TRRRGOE A2, FHELEEEEY bR (<) #7350, B ([>) FE7T
TONEEETEET,

ATy 10 [R1FE (Save) 1227 VU v 27 LET,

DAP ADT/INA R T RRA 2 MEMDIEM
FIE

ATy T1 DAPLa— REfREEL, [T KRA4 > FE# (Endpoint Criteria) 1>[T/34 X (Device) 1%
EIRLET,

RATY T2 —FIEHE[TT (AI) ] EEFUEE (Any) | ZBIRLET,

Ty T3 OB (AdD) 157 Y 2 U, [=] £ 7203 [ HELT 28I LT, Ko RIS A L7 f & g
PREE NN L 2 E R LET,

«[ARA M4 (HostName) ]: 7 A MHROT/NA ZADRR Ma, SEREM FAA 4
(FQDN) Tit7e<, avEa—ZDKRA MOLZEEHLET,

* [MACT FL 2 (MACAddress) ]: 7 A MKISRDORy NU—F 4 F =T x2 A A JJ— KD
MACT7 RL A, 7 RLADT #—< v M XXXXXXXXXXXX CTHDH 2 EDRNETT, x 1T
16 HEHSLFTT,

* [BIOS> VU 7 /L% 5 (BIOS Serial Number) ]: 7 A M50 T /34 2D BIOS vV 7 L5
DIl a7 +—~ v ME, BEEFEHFTT,

o [R— +FE (Port Number) ]: T34 ZAD Y v AL R— "E5,

* [Secure Desktop/3—3" = > (Secure Desktop Version) ]: =2 RARA » hTETEINTWVD
RARNAF Y A A=V DN—=T 3,

s [OPSWAT/N— = > (OPSWAT Version) |: OPSWAT 7 A4 7 2 FD/N—T 3 L,

« [T A N —{ri# (Privacy Protection) ]: 72 L. Cache Cleaner, Secure Desktop.

* [TCP/UDPR— h &% (TCP/UDP Port Number) |: 7 A hxfGdD U A= 7 REED TCP £
721X UDP R — |k,

ATy T4 [fRT7F (Save) |27 U w27 LET,
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DAP ~( Secure Client T> KR« > FEiEDEM .

DAP ~0) Secure Client T> KR4 > FEHEDEM

FIE

ATy T

ATvT2
ATvT3

ATvT4
ATv7T5

ATvT6

ATy 17

DAP L 2— RZfREL, [TV FiRA4 > FDOEZE (Endpoint Criteria) ] >[Secure Client] %%
RLET,

—HIEHE [TT (AlD ] EIEHEE (Any) [ Z@BRLET,

LEM (Add) 1227V v 27 L, [F] 3 [#F EEFZ#RL T AT LB L BERFE LWL
FLL ROV ZHERLET,

[Z7FA4T7 > h/S—=T 3> (ClientVersion) & [7'F > N 74 —2A (Platform) ] %@L E7,
[T v 7+ —2/3—T 3 (Platform Version) | Z3IR L, [T /31 AX A7 (Device Type) ]
L [T A ZADBEFID (Device Unique ID) |1 ZFE L £ 7,

[MACT FL A (MAC Addresses) | % MAC 7 RL A7 — /LB L ET,

GE)

MACT R L A3 XX-XX-XX-XX-XX-XX TG THLHMERH Y £, & X 13 16 EHLFT

F, [HIOMACT FL 2 %381 (Addanother MAC Address) 127 U v 7 LT, &5HIc7 KL%
ZEMTEET,

[fRfF (Save) 122 U w7 LET,

DAP ~MD NAC T R R4 > FEMEDEM

FIR

ATv T
ATvT2
ATvT3
ATvT4

ATy TH

DAP L o— R&fFfE L, [T FR4 > FE# (Endpoint Criteria) | > [NAC]ZZIR L £7,
—FIEYE [T_T (Al ] EEF MEE (Any) ] ZBIRLET,
B (Add) 1227 VU w27 LT, NAC @itE&2BmL £,

HAEFZ, RAF v b—27 U XFFNTFE LY (5) FFFLLRY (B ICRELET, FX
F¥ h—2 TN % [RAF ¥ AT —H A (Posture Status) |78 v 7 AZAHLET,

[PRAF (Save) 1227 YU v 7 LET,
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B o ~oriusr—vavEEDEm

DAP ~D7 F ) r— a3 VEMEDEM
FIE

ATY 1 DAP La— REfFEEL, [TV FRA > FE# (Endpoint Criteria) 1>[7 FU 47— 3>
(Application) 1Z@ERL £7,

ATy T2 —BHAE [T T (AI) 1 EFEUEE (Any) ] Z2RRLET,

ATy T3 BN (Add) 1227V vy27 LT, 77V r—var@giaBnl x4,

ATy T8 HSLW ([5]) 3% LRy (#) 22K, [ 747> hZ A7 (ClientType) ] Z457E
LT, VE—NT 7 BREHROZA T 2R LET,

ATY TS5 [R1F (Save) 1227V v LET,

DAP ADIN—YFIL T7AT794+—IL TV KKRA 2 FEEDIEM

FIE

ATY 1 DAP La— REfFEEL, [TV RRA4 > FE# (Endpoint Criteria) 1> [/S—YFILIT7A4 7T
4 —JL (Personal Firewall) ]Z3&#iR L £,

ATv T2 —EIEHE [TT (AID) ] EEFUEE (Any) | ZERLET,
ATY T3 B (Add) 1227V v 7 LT, X=YVFNT7A4T ovr—@EEBEMLET,

ATy T8 [ A M—NiEH (nstalled) |27V v 7 LT, =Y F LT 7 AT T4 —/LDT KKA
v @M L ATRE D EHTF ([4AT (Name) ]/[#1F (Operation) ]/[fE (Value) 15D FD 7 1 —
WVER) BAVAN=NAT LD, A A=V LARWNERELET,

ATv 75 [%) (Enabled) | £721%[M%h (Disabled) | ZEIR LT, 77 A T VA —NREET VT 47
FFHET 7T 4TI LET,

ATFYT6 VAIMNSL T 7 AT 74—/ [_XZ— (Vendor) | DARTZEIRL £77,
ATV T 7747 74— [BEFH] (Product Description) ] 28R L £,

ATy T8 HLW ([5]) Fo3ZELL W ([#]) HEETZRIRL, =Y I L7 74T Uxr—n8EO
[/X—= = > (Version) | &@LU £,
ATY 79 [R1F (Save) 1227V v LET,
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DAP ~DA N L—

FIE

ATy T
ATvT2
ATvT3
ATy T4

ATy TH

ATvT6

DAP ADARL—F 4 v4 Y27 L Ty Fis v rEEDED ]

TAVT DRTLIVERRAY MEHDIEM

DAP L 22— R&fREL, [T FRA4 > FEE (Endpoint Criteria) |>[ARXL—F 4 2 F X
7 /L. (Operating System) & &R L 77,

—HIEHE [T (AlD) ] ERIFHEE (Any) [ Z2BRL £,

GEM (Add) 1227 Vv 27 LT, = KRS MagtasBiIMLET,

LW (5 FREFELIRY ) EETZERL, (AL —7 17 A7 A (Operating
System) ] AR L £,

FHLW (5) FREFFELI Y ) ERLZERBRL, XL —TFT 4 VT VAT AD [N —V 3
> (Version) ] ZfELET,

[*17 (Save) 127V v 7 LET,

DAP AN 7AER TV FRA4 > REMDEM

FIE

ATvT1
ATy T2
ATvT73
ATy T4
ATvT5
ATv 76
ATvF1
ATvT8

DAP L = — R&EMRELET,

[TY FiR4a > FE# (Endpoint Criteria) | # 7% 27 U v 7 LE,

[FrEAX (Process) | &7 U7 LET,

[—E &% (Match Criteria) 112 [T3C (Al) 1 £721X EE (Any) | Z&RLET,
[+ &7V y27 LT, 7avxahksBMLET,

F1ET 5 (Exists) | £7201% (fFTE L 72V (Does not exist) | AN L F T,

[7e®& A% (Process Name) | Zf8E€ L £7,

[fR1F (Save) 1227V v 27 LET,

DAPADL IR KR TV FRAY FEHDIEN

LA RY = RiRA > MEtEd A% v 1% Windows XL —F 4 7 S A7 AZD A
SNnET,

1R BHEIIZ

LYARNY =y RARA Y NEWERET DRI, EOLTVAN) F—%2AX v T 50%
Cisco Secure Desktop @ [Host Scan] 7 -t > K7 CEF L 7,
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B orvr~oo7q0 T pReL rEMEDEMD

FIE

ATy T
ATvF2
ATvT3
ATv74
ATvT5
ATvT6
ATFvT1

ATvT8
ATvT9

ATy 710

ATy 7N

DAP L =— R&fREL T,

[TY KR4 > FE# (Endpoint Criteria) | #7427V v 27 LE7,

[LYARNY (Registry) 1227 U7 LET,

[~ L% (Match Criteria) 112 [T (All) 1 £ EE (Any) | Z2&R LT,
[+1Z27 VU7 LT, LYRM)BHEZBINLET,

LY ARYOD [ b U XA (Entry Path) | 28R L, "RAEZHELET,

LUA M) OFE (T 5 (Exists) | £72013 [F# LA LY (Doesnot Exist) ]) Z3&R L %
To

UARNNPLLYA RO [FEFE (Type) | ZRIRLET,

FLW (3) FFFELLRY () EEFZBRL, LYX MY =0 [fE (Value) | #AT)
L/\i—a—()

AX X VIV AN = Y ORILFE/NLFE TR T D510, [RICF &/ T K
L72u (Case insensitive) | Z3IRL 77,

[fR7F (Save) |27 U w7 LET,

DAP DT 74 IL TV R RA > FEHDEM

FIE

ATy T
ATvT2
ATvT3
ATv74
ATvTH
ATvT6
ATvT1

ATvT8

ATvT9

ATy 710

DAP L a— R&fREL £,

[TY FRA > FE#E (Endpoint Criteria) | # 7 %27 U v 7 LET,
FilezZ7 Vv 27 LET,

—HIEHE [T (AlD) ] FIEHEE (Any) [ Z2&RLET,
(H&E27Y>y 7 LT, Z7AVEEZBIMLET,

[Z7 7 A /W/RA (FilePath) | €L ¥7,

[fFET D (Exists) | 721X [FFE LRV (Doesnotexist) | #EIRL T, 77 A VDIFEERL
7

Fo/han (<) F2ixEvREy (P) #BIRL, 77 A O [EKEEH (LastModified) ]
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