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Y—X H< ) —1ER

[ —A (Sources) ] X—UIZiE, RESNTVDHTRTOY —ADOMEEFFRNERINFET,
ROFET, MEFRICEEND 7 A — /L FIZOWTHBEICHALET, 2hbD7 4 —L FD
FEACOWTIR, YV —AOBERE FE Y 7 OFBHEZZR L T ZS N, T—F V=A%
AT A T ary (10—Y) ZZRLTLIEEN,

=R 13:V—R Y7 —IE8K

J4—ILF EBA

(&A1 (Name) ]| v —=4,

Type V—=ADT =2 ([STIX] £721X [7T7 v b7 74 /v (FlatFile) ]) .
BLiE Threat Intelligence Director 7% Y — R & HifG4 2 DI T 2 Fik,

B (Action) |ZOY—RCHEENDET—HL—BTD T 74 v 7 LTV AT ATEITT D L) ICHESH
TWb727vay ([FuwyZ (Block) | £72i% [E=4%— (Monitor) ]) ,

"R, MK, B X ORI O A —/3N—F 1 K% & TeThreat Intelligence Director D 7 7 3 = > OFERHIC
DWTIX, 77 v a il r 52 55K 28 —) 5L TIEIN,

NIT)wya > (On) 1 £72iF A7 (Off) 1 b7, BERINTWDHEFE (Threat Intelligence Director %
R— N T 272 DI E SN E BT /3 A) T Threat Intelligence Director 73 — A5 DT —
BENHTOMNEIDERELET,

SVl — B LY — A [AH (Publish) | BEAMRTE | TP ST LB U — 2
N5 [ZABH (Publish) |EXE&MA TE 9, FEMIZ DUV TIL, ThreatIntelligence Director % iE 123317
LA (46 X—) EEMRLTLEEN,

&EEHBAKF | Threat Intelligence Director 23412 Y — A & B L 7= A B,
(Last
Updated)
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. V=R RAT—E ADFHM

J4—ILF Bl
Status (R7— | V—Z2ADWMED AT —HF A
2 R)

[T (New) ]: Y —RIEFHICIER S NET,

o [AT Y a—)LiEH (Scheduled) ]: #IRIDOX 7 oa— RELIXZDERDOEHFN AT T 2 —/L S
NCTWETR, FLEETHTIEIHY £H A,

«[# 7> u— K| (Downloading) ] : Threat Intelligence Director 23 fJ[AlD & 7 > v — RE 72 |3
B cd,

o (AT (Parsing) ] F 721X [LBEH (Processing) ] : ThreatIntelligence Director 73 — A Z H{ 1 iA
ATNET,

[58 T (Completed) ] : Threat Intelligence Director |% Y — A DY iAZZHE T LE LTz,

58T (=7 —&1Y) (Completed with Errors) ] : Threat Intelligence Director (& — A DHL Y JAF
ERTLELREN, —HOF 7Y — "TNSR — NI TR ERTT,

o [=Z — (Error) ] : Threat Intelligence Director {2 & 2 ZELC =T —23 %4 U Lz, [EHRIE
(Update Frequency) ] 2MEE S#72 TAXIL Y — A £ 721X URL Y — ADHA, FHN BRI
T2 F4UX, Threat Intelligence Director [ A 7 ¥ = — /L S LTV DR BIO B H CTHEFAIT L E 77,

R—TEFHFLCAT—HAZETHFLET,

[fmEE (Edit) ]
(#)

IOTAarEIYvITHE V- ADREERETE LT,

[HIB: (Delete) ]
(@)

ZOTAarEs Yy 5L Y—ARBEECHIBRIET,

Y—R RAT—H AN

V= ADWER—VICRREND Y —AD[AT—H A (Status) [fHIZ~ T AA—/"—F25 &
Threat Intelligence Director [ZIR DFEMIfE H 2 KR L ET,

F—%

B

AT—BRAAYE—D |V —2DBIED AT —F A ZHEICHIA L £7,

Updated)

REREHA (Last Threat Intelligence Director 2342 Y — A% HH LI HIF 2 FR L E T,

Update)

REIFEHA (Next TAXII 3 XV URL Y —ADHE . Z OfElE Threat Intelligence Director 237K IZ Y — A & B H 7

DR ZFRE L £

"
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V=R RAT—R ADFM .

T—4 SRER
A=A A= i NERRLET,
(Indicators) ) . .
s [BEFH# 7 (Consumed) ] : UL D Y — AR FHH|Z Threat Intelligence Director 23 ULEE L 72 A

VU= O, Z OHIE] i\ B IAHRSIRFE DM T O T2 E D MR <, £TDOH
HICEENTWETRTOAL P —FE2RLET,

o [%ZEH A~ (Discarded) ] : FIE DT HI T AT A2 Threat Intelligence Director (2801 L 7¢
N TN In A T — X DI,

CGF)

Tax11 Y — ADYA . Threat Intelligence Director % [ f& # #1 (Last Update) | & [& &t
(Total) 1 &I CTA P —2aF£RrLET, Zhut, TAXUDOHA, BFEOT —
2 EEBRT HEATIE R, M7 — 22BN T 52BN CTEHBITOND 6 TT, fill
DY —=RABZATDA =2 DG, ZhbDY —ADEHTIIRAFOT—F b
MNERTEH I N D DT, Threat Intelligence Director | [ #& 8 87 (Last Update) ] DAED
HrERRLET,

DA LT —EDET =T IORT T[S (Invalid) ] DA, ThreatIntelligence
Director |ZZ DA > T — X BIEFE L £7,

+IHF—RT
(Observables)

F TP =T NOEEFRLET,

s ¥ A (Consumed) ] : Fifd Y — A FH T Threat Intelligence Director 23LER L 72 4
TP =T N, ZOFMEE, WY IAHRLWIESTOIIZNE 5 B R 20
EFCEEN TNV T R TOFTF =T NERLET,

o [FAR— bxI54+ (Unsupported) | : 5L B H1 T A7 A28 Threat Intelligence Director (&
BINLZRN o To Y AR— F SNBRWNA T =T LD,

PR—=FEINTNWEL T =TIV DHX A ST LMWL, Y — AT (6
N—=V) TarrToY XA TICETLERESR L TIE SN,

o [#%h (Invalid) | : FITOFEH T A7 LD Threat Intelligence Director (ZiBAN L 727> 72
WIhIn A 7 — T LD,

FT = RTNUNELLAER I TOARWIEGEAITENC /Y £3, 728 20E.
10.10.10.10.123 1ZAZR IPv4 7 RL A TITH D 8 A,

GE)

Tax1I Y — ADA . Threat Intelligence Director X [fcf&H#1 (Last Update) ] & [AFt
(Total) ] &L ICF TATHF—N"TAEELRRLET, ZiUL, TAXI 054, BEFO
T =X wERT LA TIE L, T — 2 ZBNT A TR TOIL D TT,
oY =2 XA TOFTF="TNDEE, LD Y —ADEHF TIRAFOT —H
v FARERITER I D O T, Threat Intelligence Director 13 [Hf&H#r (Last Update) ]
DD HZ R R LET,
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B or—soznecss

15— DRTEEE

A=, WUAENT Y —ANLHBMIZARINET, ZOX=U0OFEMIZ DN T
X, A= = —iFl 41 <X—) ZSRLTIEIN,

FIE

AT [4oT) PR (Intdligence) [>[Y—XR (Sources) | DIEIZEIR L E5,
AT9 T2 [ Vr—% (Indicators) |27V v 7 LET,
RAT9T3 BIEDA T —2ERDIIICRKRLET,

c R VICHERENBA LA BT ANEY TR, [Z 4% (Filter) | ()
7 Vw7 LET, iz oOWTIL, 7 —7 /b B = —"TO Threat Intelligence Director 7 —
BOT 4 VHIE (45 X—) ZZRLTIEEW,

o A U —EZDFMIBEHR BT ONTNWALT T =T ) 2F5R-4 512, A
VO —B %) v LET, FEMICOWTIR, AP —Z DM (42 =) &
ZHLTLEEN,

e A V=R ICEHEMTOENTNEAL TV MCOWTOIEREFRT DT, [V
v7 v b (ncidents) [FINOFEZE 7V v 7 LET, T/, /1T bR —Y L
ERENTAHE, AUV T VU MRREEICERINED, OB ERINE0EERTEE
—a_o

« V—ANBDA T — X OFHA D Threat Intelligence Director T5E [ L7z E 5 7% )5l
THIIE, [AT—F % (Status) | H &R LET,

AT T BEOA P —2EROLHIITEFLET,

«[77 ¥ ay (Action) | ZMRET DL, VY—A, AV —F FlEZA T —RT L
L LG Threat Intelligence Director 7 7 ¥ 2 > OfFte (48 X—) 2B L T2
W, HESNTWAT 7 v arBNbrihh, Y —AD[X AT (Type) IZIX, TDOT 7
va IRt R—- b ShET,

« [ABA (Publish) |REZRET DL, V—A AV F—4 ETATF -7 L
~LC? Threat Intelligence Director 7 — & D —Rp{E 1L F 7 1XAB (50 X—) 2#5ML
TLEEW,

AT =L DDLU EDFT =N T N ET a7 LW 2 MIEMT 51X, A~
Chr—54% 7 v LT [A T —2OFM (Indicator Details) ] <~— 27 7 &AL
F9, FEHCOWTIX,  [Threat Intelligence Director 47— X7 v D7 1 v 7 L7g U
A RA~OBIZONWT (523—=) | 2R L TSN,
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tovor—ayey—ER ]

1295 —5% 43 1)—IFH

[f > —%4 (Indicators) ]-X—IITIE, REINTZ Y —AZEEM TN TWDLTXTOA
V= OB RN R RINET,

RM:ATT—8 $7 ) —I1ER

Ja4—I)L K |8

(ZA7 N DT T =NTNEFFOA T —ZIE, EOFTHF =T VDT —
(Type) ] 2 B2ATHRYAREIET (URL, SHA-256 72 &)

2L LA T RTNEEEOA U — 2T, [HE (Complex) ] &
LTYUAREET,

HMEDF TP —NRT NN EMHRET AL, Z2ATORICH— Y VEaBE L £,

E2:) AT —24,
(Name)
V=R AT EREENTW Y —R Y —R)
(Source)
(AT Y (Ao —2CHET NI RTOA o F v MOBT 515 ®,
[ . .
(Indidents) | s AU T VU IRESMICER ) b, BEIZER () Sha»rzis
ETHT A2,
o f UV —FIZEEMIT BN TV N
1BE A =BT O NTET v a v, HEICOWTIR, V=R, AU

(Action) = FETA T =T LT O Threat Intelligence Director 7 7 3 =
YOfE (48 X—) EBMMLTIEEL,

AVl —ZTE Y — AN [T 7 Va3 (Action) |RREEMKTE, A7 —
NRTWTEA =25 [T 273 a (Action) |REEMATE E4, 7F
AMIZDUNTIX, Threat Intelligence Director X EZ31T DK (46 X—3) &%
LT ZEN,

INT) oy AT —=EONT Y v aBE, FEMICONWTL, VYA A T4
va F 3 A TP — 3T )L LULTO Threat Intelligence Director 7 — % O — ¢ IE
£330 ~—=2) 2ZMLTILEEN,

A V= ZFB Y —ANG A (Publish) [REXZMATE, A7V =T
JITEIA P — 2B [AB (Publish) |REZMAKTE E7, FRHIZONT
I%. Threat Intelligence Director i EZ351F DK (46 ~—2) ZZML TS

é l/ \O
=AREHB | Threat Intelligence Director 2N IZA > P — & Z B L= H i,
B (Last
Updated)
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Ja4—I)L K |58

Status (R | A P —HDHAED AT —HF A,

T—3X) , . .
7 o [fREE (Pending) ] : ThreatIntelligence Director |31 > ¥ —¥ DA 7 —

NTNE IR AHHTT,
« [58 T (Completed) ] : Threat Intelligence Director (X1 > ¥ — & DA 74—
NI N T RTEFICIYIARE LT,

[T (=7—%Y) (Completed With Errors) ] : Threat Intelligence Director
3A V= F M IARE LT, —HOF T F— TR YR— S
IUTVNZRNES) T,

14— DM

[ > —%—DFH (Indicator Details) ] X—I2iE, A TV hDOA P —H 4T
P T (BEHATRE) T —Z BERREINET,

R 15: 4 27— 5 OFMIER

J4—ILFK

B

(%81 (Name) ]

ATl —2 4,

Description

V—ZAnbigtInio A U — 2 O,

Y —X (Source)

AT REERTNWEY — X,

AR

V=D [TTLIEIZES L, A P — 2 BRI 2 5 A,

124 (Action)

AT —=2IZEEMN T ONTET 7 a v, FEICOWTIR, YA AV =2 T
I$A 7 P — 371 L~ULCO Threat Intelligence Director 7 7 > 5 » Dtk (48 X—) %%
BLTIZE,

AT —RIEBY —ADG [T 7 v a v (Action) |EEMATE, A7 — T 138lA
IO —=EMNG[T 7 v a (Action) |EREEMKTE 7, FHMIZ OV TIL, ThreatIntelligence
Director iX E 2T HHkK (46 X—) S L T EIWY,

NT)wsa

AV —B DT Y oV a BB, RECOWTIE, YA AT —F AT —
N7V L~YL T O Threat Intelligence Director 7 — & O —FRHE L E 721X ARK (50 X—) %%
LTS 7ZE,

ATl —2IBLY —ANE 237U v o (Publish) | EEMKEKTE, AT HF— 71T
BA =85 [/37 Y v a2 (Publish) |EZMATEET, FEMIZOWTIX, Threat
Intelligence Director i iE(Z351T Hfk7k (46 ~—2) B L TIIZE VY,
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rov—nIrozress [

Z4—ILF HL:L

AVOT—=BDINE— | (D= =D — BT DA T =T A A, WAL — 2 —N
> (Indicator DATHF =T %Y 7 LET, ANDPBRIZ[AND]HE - ORENET, ORBEMGIZ, OR
Pattern) WET. £3EROL TP =R T NOBEE R I N— T > TRENET,

VIS CTC, [FARy Y LAWY X MMIEM (AddtoDo-Not-Block List) | AR& &7 U w7
LT, ATV —=RTNETay 7 LR A MIBMLUET, SOV TIE,  [Threat
Intelligence Director 47— "7 L D7 10w 7 L7 A hA~OBANZHOWNT (523—2) )
ZZRLTIEE N,

FITH—NTILORTEEE

[ 7% —,37 L (Observables) |<—IIZiX, EFICIVIAENTZT X TOF 7T HF— TN
RREINFET AT =T < —fHf (4 —) 22H) ,

48 HHEIIZ

o V=R L LTHEAT A TAXIT 7 4 — FOHEAE (10 2—) | URL 60D Y —RADOEE
(12—=2) | FFY—RAE L THHATI =L 77 A NVDT v 7 r—K (14 3—
V) OFAIHE-T 1O ED Y =2 ZFRELE£T,

FIE

AT [4T) PR (Intdligence) [ >[Y—R (Sources) | DIAIZER L E 5,
ATw T2 [A7TH =7 (Observables) ] %7V v 7 LET,
ATY T3 BHEOFTF—=RTINERDO LI IZERLET,
c N DU RREND AT F—ART L% T 4 VA o TF B, [7 4% (Filter) ] ()

7V w7 LET, FEICOWTIE, T —7 /b ¥ 2 — T Threat Intelligence Director 7 —
EDT 4 VHHB (45 =) EBZRLTEIN,

[ (Value) 1FIDFEHRBETN T LHEIE, EO LI —Y Vv eBELET,

c EDFTHF—=NTNaEGeA LV r—2ERAT HITIE, [M ¥ —# (Indicators) ]
NOFFE7 V7 LET, [ 37 b (Incidents) | X—URHE, A7 HF =71
DN 7 4 V2 e LCHEASNET, FBHlICONWTIE, AP —2OFRREFH (40
R—=) SR L TSN,

AT T4 BEOF T =T N EZHkOLHIITEHRLET,

[T 27 ar (Action) | ZfRET HITIT. VY —A AP r—F FREFATH—RT L
L LT Threat Intelligence Director 7 7 3 = > OffitE (48 X—) ML T2
AN
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B o onseu—mn

« ATV RT LD AR (Publish) |FEAMRET HITIL. YV —A, AV —F FE
F 7 W =T )L L)L T O Threat Intelligence Director 7 — & O—RFE 1L F 72 1XAB (50
N—=) EBRLTIEE,

« TP —NRTNVOHHMREET T HI21E, BLY —AD[TTLIZEE L ET, sEMlzoOn
T, V—ADFREEH GB6—Y) 2L TN,

A TYW—NRTNET a7 LAWY A MIBIMT 512, [FAEvY LAWY R MZEM
(Add to Do-Not-Block List) | A& &2 U > 7 LET, FHEMIIZOWTIL,  [Threat
Intelligence Director 47— X7 /D7 1 v 7 L7 A RA~OEINZHOWNT (52 ~X—
V) | ESRLTIIEE N,

FITHF =T H< 1) —1EH

[A 7% —,37 /1 (Observables) ] X—IIZiE, MVIAENTZT X TOFTHF— T L OEE
WAFRINET,

R16: A TH—NTIL 57 )—1EHR

J4—IL K |58

(A7 FTHF =T (BARAEEE) T — X DX A 7 : sHA-256, Domain, URL. IPvd,
(Type) 1 | E£721% 1pve,
fiE AT P—=NTNEES DT — 5

AT — | FTP =T NEELHA P — 4 D,
3

(Indicators)

1R FTPF—=RT MK U TRE SN TWDEE, FEIc WX, Y—A, M~
(Action) V=X F23 AT — T LT O Threat Intelligence Director 7 27
va Ol 48 —) EZRL T EEN,

AVl —BITH Y —ANS [T 7 v a v (Action) |REEMEATE, A7V —
WNITWTEA P —2 MG [T 7 a (Action) |REZMAKTE Ed, 3¢
AIZ DU TIX, Threat Intelligence Director 3¢ E(Z331T DK (46 X—2) &%
LT 7ZEw,

INT)y FTF—=NRTNDONRT Y v aBE (V=R AT r—H, 347V —
va T Lo L C D Threat Intelligence Director 7 — & O — K& 1L £ 72 XA (50
=) 2B

o

AUVl —HITH Y — A B[R (Publish) |REZMATE, A7V —nT
JTEA P — G Vﬁ%@wMM] REL WA TEET, FEMZONT
I&. Threat Intelligence Director g% EIZF 1T HAkAK (46 ~—) ML T2
YN
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T— 7L E 2—TO Threat Intelligence Director 7—% D 7 1 JL 2 JL38 .

Ja4—I)L K |58

B Threat Intelligence Director 23 FcfZ (2 A 7 — 37 L & For L= H I,
(Updated
At)

AREAR BlA T —H D[TTLICEES W T, A7 — 37 L)1 Threat Intelligence Director
2D HEIICHE SN D B,

[FRYIL | 2oRE &I Yy F5E, ATPF—RTART Ty 7 LY A MBI
FWYRE & ETF, Threat Intelligence Director 47— "7 LD 7 1 v 7 LAWY A b

[SEI (Add |~z >N T (52 8—) ZBRLTL S0,
to

Do-Not-Block
List) | R#
e

T— 7 )L E 2 —T® Threat Intelligence Director T—432 D 7 1 JL 3 ALIE
FI

AT Y71 ROWT IO Threat Intelligence Director 7— 7 /b B o — & &R L F7,
« [#& (Integration) ]1>[4 >T 1)z X (Inteligence) 1>[4 T2 b (Incidents) ]
« [#4& (ntegration) 1>[4 >F'Y xR (Intelligence) ]>[Y—A (Sources) ]

 [#& (ntegration) >[4 > T ') PR (Inteligence) ] >[YV—X (Sources) |>[4 >
Ur—4A (Indicators) |

« [#84& (Integration) [>[4 T xR (Intdligence) ]>[Y—R (Sources) |>[E48
AJHE (Observables) |

259 T2 [74n% (Filter) | Q) 22002 L, 74X EMHERIRLET,
ATY T3 ZOT7 4 NVEBEEOEEZBIRETZIIALE T,

T VA TIIRICTFNSCFENEBI SN E T,
ATvT4 M7@ay)@ﬁ®ﬁﬁf74w&uyﬁ¢émm\p4w&(mwﬁMQ)%ﬂuyﬁ

L, FIH2 & FNE3 20K LET,

ATV TS HiEI7 4 VW ZZEA L T DITo AT EZR Y ETI2E, [Fr 'L (Cancel) 1227 U v 7
L\‘i‘g—o

ATYT6 T4NFEENLTT =7 NVERET5120E, [T (Apply) 127V v 27 LET,
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. Threat Intelligence Director 5% 7€ (2 85 [+ 5 #f &

AT TT 74 EEEZEBNCHIBRT DI, 74 V2 EEoRICHDEIBE (7)) 227V v 7 L, [E
A (Apply) 1227 Vw7 LTCT—TNAEEHLET,

Threat Intelligence Director 5% 7€ [ & [T 5 ¥ &

Threat Intelligence Director | —ANHA T VPV A T—2# RV iATe L DY —AD
FTATx I N LTA =2 e F T —=N"TNVEER LET, (ElFIC, Zhb0T7F

TVl NI, BIRREMNS [T 7 ¥ a3 (Action) 1B LU [ABH (Publish) | fREZMAK L £
R

AT —2E, B ADPLINLOREEMWERLET, 1 U r—XiF, BlY—A%1D
LR CER A,

FTF—=R_RT T, BA O —ENE I DOREEMKLET, A7 =T,
DA T — BB oOZ LN TEET,

FEANZOWTIE, BLFESR LT Z X0,
« BEHEDOBLD S O TID 3% E DA (46 =X—)

MR SHTZ TIDRED EEXIZHONWT (47 =)

BFEHOHFD 5D TID 5% TE DHE A

F TP RTNVNEEOBA P r—2 b DGE. VAT HMITRTOENLMK LT-RE
P L, A7V —RTMRkb X 2T AT a 2B S TES, OFD,

«[7Z73ar (Action) 1:[7 2 v (Block) 1if [E=% (Monitor) ] XV X7 T
—g_ﬂO

« [2AB8 (Publish) ]:[4> (On) 11X [~ (Off) ] XV bEXF=2T7 T,

7= & 2 1E. SourceA I IndicatorA & B35 ObservableA (253 A R[EEME N H Y £97,

Ein SourceA IndicatorA ObservableA

Tovay Tayy 71w/ (Block) vy (Block)

NITYwa 47 (off) +7 (0ff) 47 (0ff)

SourceB 73%% T ObservableA % & ¢ IndicatorB IZBH 5T 254, > A7 Aid ObservableA %KD
LOITEELET,

snoE SourceB IndicatorB ObservableA
##4E (Action) = — T —

[7 a7 (Block) ]
(IndicatorA 7> H ik
)
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WA INI-TID

grsnrmoEEorzzonT i

oE SourceB IndicatorB ObservableA
NITYwa 4> (on) 4> (on) [4> (On) ]
(IndicatorB 7> & fk
7K)

Z OFITIL, ObservableA 21X 2 DOFNH Y £F, 1 21X [T 7 3 (Action) |FXEDH

T, b9 1 2IX[AB (Publish) |RREDPHTY, AT —N"TNLORELFETREL TNDH

REZICICE LTZEE. [77 v a3 (Action) ]#ZEN IndicatorA EIZFRE S 4v. [2A6
(Publish) ] &% E 2’ IndicatorB fEIZFRE SN E T,

REDEEEICONT

MASNTZHRELE LFEEXTDHIE, FLAVTREEZELLET, Y—A, AV 7—4 %
72X A 7Y — 3T L L~ULCO Threat Intelligence Director 7 7 ¥ 2 > O (48 X—) B
TV =R AV =% FlIA T — 3T LULTO Threat Intelligence Director 7 —
B O—RHEILE T TNRB (505—) 2ZRL TSN, RkSNEREEX LEET DL,

BA TVl MCERIIhPDLLT, 747 Y7 N TIEZORENMRFFSNET,

e, EESEREE I, ROTLORETHRIGET 5L LET,

neE SourceA IndicatorA ObservableA1 ObservableA2

a.

INT Y wn +7 (0ff) +7 (0ff) +7 (0ff) +7 (0ff)

IndicatorA DR E % EEE LIZGE, ZEIXRO L 12720 7,

SourceA IndicatorA ObservableA1 ObservableA2

RE

47 (off) %4> (on) %4> (on) %4> (on)

NT)wsa

Z DA, SourceA @ [/ABH (Publish) ] E~DZH X, IndicatorA (Z HEHIIZIZH A — K
ENL R0 ET, 2L, ATV AR"TNVOREITHEME EEXTIHLIICHEFESNT

VW22 IndicatorA 7> 5 ObservableAl 35 & O ObservableA2 ~Dfk &I THA T SV E T,
#7125 ObservableAl DR EL FEZT2LEIE, RO X OITD £7,

B SourceA IndicatorA ObservableA1 ObservableA2
NTYwa +7 (0ff) #+> (on) +7 (0ff) #+> (on)

IndicatorA @ [/ABH (Publish) ]F%E~DZEHE X, ObservableAl |Z HEIHNTIT I A r— F S/
<72 EJ, 727201, ObservableA2 1T EEZEICITRRE SALTWRNZD, ZIHDOEH TS|
X {5t X ObservableA2 (2 A7 — RENFET,

FTHF =T LT, EEEBRED DMK SR EICRT I ENTE, VAT AL,
BA =D SEDOF T = NRTN~DOREEEDO I A r— R BEMICHEBR L E7,
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. Y—R, Ao —4 Ff=EFTHF—/3T )L LRJLTO Threat Intelligence Director 7 ¥ & 3 L DiRE

Y—R, A —43 FfEATH—/NT)L LXR)LTD Threat
Intelligence Director 7 9 < 3 > DiRE%E
()
cHOT I arERETDIE, TRTOFIH LT 7y a UBRESNET, V—Z LR
NTCT I vavkiREToE, ZOTRTCOA P —HIZT 7 a DR ESNET,

ATl —H VLNNTT v a v EmETDHE, TOLF T =T LOTATIHRHLTT
7varnNRESNET,

DT Vv arERETHE, MEBNTFRENET, AU —F LRLTT v a vk
EL, FENVTY —RA LV THRET DL, e =207 7 v aramETDH
EFCT, AT —2OT7varyPRESNET, BHEATBEL LV TT 7 v a v E iRk
L. BeWTA O —F LNV THET D &, [Hax DA THF—NTNDOT 7 a ki
THET, ATV —NRTNOT 7 v a UMEREESNE T, BEHEAREL LT, Bla1ry
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