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RUVATHRLVY 7 T v TRETSN, —BHTDHhT7 7071k V—FDOBHED
N—FT 4 VT RRH T, ZONL— b P THEHINTWARI A MKy
ICERE S NE T,

[T 74/ (Default) 1: —HTDHFT 74 v 7 kT HEEONL— VYT T >
TRRTHE, ZZTHESNIZR I AR Y TIPT RLRIZ T 7 4 v 7 Big
rEhEd,

FTARNKYTT RLAZET T RLAE LTHERTSIZE, [E77 KA (Peer
Address) | F = 7Ry 7 A% AN LET,

GE)
FI I DRI A MRy TFT RLREET T FLADOBGFE2FEH L CL— b~y 7%
RETHZLIXTEET A,

IPv4 % E DA, [FTAMEORREE (Verify Availability) ] T/L— b~ > 7DD 1Pv4 78 v

FIEATE H0LE I PERBTEET, GBI (AdD) |(H R &7 7L, &
JANKYyFIPT RLAZY MY ZBMLET,

«[IP Address] : X7 A R Ry IPT RLAZATILET,

s [>—/ A (Sequence) ]: TV h ULy —47 v AFE S EMA L CIEIZRHE S E
T, BETHL T U ABERATEIN TN 2R LTSN, B8k
#iPHIZ 1 ~ 65535 T,

s [F7 w7 (Track) 1: B2 ID # AN LET, A&FHIT 1 ~ 255 TT,

. RYS—AR—Z)—F 1Y
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ATvT8

RzEESy v ar—ronen [

k) [fR1F (Save) 1227 Vw7 LET,
R = RIFT HI2IE, [RTF (Save) | BELON[EB (Deploy) 127V v LET,

Firewall Threat Defense (. ACLZEA L ChT7 74 v 7 2BEL. b T T4 v T DA—T 4
TTrvarEFTLET, @E., FT7 74y I BREINS ACL ZfRET HL— vy
EREL. WIZEDI T 74 7R LTIOUEDT 7 a v BHELET, RNAE=Z]
VWK, PBRCANTI 74w T DON—T 4 U TICHKERH A v F—T = f AZEIRTE D
KRV ELE, KB, TXTOERNI 74 v Z7ICPBRZEHTHA X —T = R
\b— b~y FEEEA T £,

INABEIRA w < a7 R— FMDEM

FIE

RATvT1
ATvT2
ATvT3
ATv74

ATy Th

ATvT6

NAE=Z Y T AN v 7 BRARTDHITNE, NAERY v aR—RET A 2D [~V A
E=# 1 7 (Health Monitoring) ] X—ITEMT2LERHY £,

[ AT L (System) |>[IEEEM (Health) |>[E=4%— (Monitor) |Z&RL 7,
FTONA AZBEIR L, B v 2B — DB (Add New Dashboard) 1% 27 U v 7 L7,
NAL LRy aRh— RO Z AT LET,

[A NV w2 (Metrics) |8k T, [FFAIERINT-MEIEELR5EM (Add from Predefined
Correlations) | R¥ %27V v 7 LET,

UARMPS, (A F—T A A-%ZARX U v 7 (Interface - Path Metrics) | Z27 V v 7 L ¥
j’—o

T4V ERTIE, FyvaR—RIAR—hry hELTERIND4DDA M) v 7 BT T
RS, BIORA KU v 7 74— RbFrSnEd, B (Delete) ] (W) %2V 2
T5HE WITNOOR—F Ly FERAATE ET,

[# vy ai— ROENM (Add Dashboard) 1% 7V v 7 LE1,

R O—R—=ZJV—T 1 2T DFEELH

TRCDOTToF Ry hIT—7 FTT7 4 v 7 B™E¥ESX Yy U —27 DJ)L— h_"— 2D VPN % i
WL, BREIIEC T A M TRy MRS 25— EERy NI =73 F U FE2EZT
{TEEWV, ¥Ry U —2 %5 LTHEEBIIXHLT D Web X—2ADT 7Y rr—a Z
T RvAT DA, WReFry NT—ZBRE AT Aa XA MR ELET, Zoflix,
HALVI N A EZ—Fy N T Z7EADPBRREFIEZ R L TWET,

RY—R—=Z)—F 125 .
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FIRr

ATv I

KORNE, ¥Ry NU—ID R ERLTWET, 770F Ry NU—7 X, A—F
NR—AD VPN 20 L TRER Y N7 TR SN TWET, fEk, % Firewall Threat
Defense |3, 77 U F AT 4 ADONE T 7 4 v 7 EAER T T 4 v 7 OWSG2 LT 5 X5
ICRRESILTWE LT, PBRAY v —i2k V., 77 > F Firewall Threat Defense (%, #FED b
T4 7 BIR N RV TIERS WAN Ry NU—2V—T 4 VT T HRY) o —TRES
NET, OO Z 74w 71E, BHEEBY, L— FX—ZXD VPN ZE#H L £7,

ZOBITIH, 0= NRT UV T EERT LD ECMP Y — U 2 EH L7 WAN B L OVVTI
A HE =T 2 A ADHRELRL TWET,

1: Firewall Management Center ) 7 5 > F Firewall Threat Defense TDR ) —R—XJL—TF 4 VT DEHE

Physical Connection

Internet — — — — VTl Tunnel

{ Applications ) ECMP on VTl Interfaces
DIA Traffic

i WAN1
BN " iz )
Branch Corporate Corporate
Internal Threat Defense Threat Defense Network
Clients : i
it Management Center- Threat Defense i
i Management Connections i
e e e 2 e 8 e e R s e .
15 H B HEIIC

Z O TIL, Firewall Management Center >~ 7 > Firewall Threat Defense @ WAN 35 & Y VTI
AVE—=T 2 A ZAPTTICRESNTND Z LaRifEE LTWET,

7' »F Firewall Threat Defense DR J o —_R—2 )V —F 4 VT HREL, ASIA X —T A
AR FE T,

a) [T/34 R (Devices) |>[T/\1 REH (DeviceManagement) | Z3%®R L. Firewall Threat
Defense 7 /N A A & L E7,

b) [Jb—F« 2% (Routing) 1>[R1) —_—XJL—F 1 % (Policy Based Routing) ] % i3
WL, [RVU—_—=2)L—F 17 (Policy Based Routing) ]-X—C., [IBI (Add) |1%
7w LET,

c) [RYU—~_—2L— DiEN (AddPolicy Based Route) ] %A 7 2 /ARy 7 2T, [ANA
v B —T7 x4 A (Ingresslnterface) | R2 v 77X T U R b A Z—T7 x4 A ([N

(Insidel) 1& [NEB2 (Inside2) |72 &) ZBIRNL £,

. RYS—AR—Z)—F 1Y
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Ky s—m—2L—7 1 w50z |

ATvJ2 —EHEELRELET,
a) [BA (Add) 1%27 U >y 7 LET,
b) —EOEMEEERT ST, A (AdD) 1(H) REL R s LET
¢) [FILWEIET 7 AU A A7 V=2 kb (New Extended Access List Object) ] T, ACL @
£l (72 & 21X, DIA-FTD-Branch) # AL, [[B (Add) 1227V > Z7 LET,
d) [EETZ7®AV A2 =2 hU OB (Add Extended Access List Entry) 1 %A 7 v 7R v 7

AT, [TV —a (Application) | % 7D LE R Web X—ADT 7Y r—3 3 v
IR L ET,

2: [Applications] % 7

Add Extended Access List Entry

Action:
| & Allow - |
Logging:
[ Defaun - |
Log Lewel:
nfonm b
Log Interval:
3 Sec.
Metwork Port Application
Application Filters Clear AR Filters X Available &pplications (3) Selected Applications and Filters (2)
| 4, Search by name ! |-'-k youtube Applications
» Risks {Any Selectad) & YouTube
[ Very Low 530 Youtube Upload
O Low 450 YouTubeMp3
[ Medum 280
[ High 138
[ Mery High 60
» [Business Relevance (Any Selected)
O Very Low 577

Firewall Threat Defense Tix., ACL D7 7 U r—2 g o IV —T Ny U —7 —E R
TN—TE L THRESN, T 7V r—>arBNxy NI—7 =247V 7 h &
LCHREINET,

RY—R—=Z)—F 125 .
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3: k53R ACL

New Extended Access List Object 7]
Name
DIA-TD-Branch
Entries (1)
Sequence Action Source Source Port Destination Destination Port Application
YouTube
1 @Allow  any YouTubeMp3 a1

Youtube Upload

Allow Overrides

Cance | m

e) [fR1F (Save) 127 Vw7 LET,
f) [ACLOMA (MatchACL) | K v 7 #w U AR5 [DIA-FTD-Branch] Z 341 L £ 97,

ATw T3 WA Z2—T7 =24 2FHRELET,

a) [FE% (SendTo) | BLW[A 2 —T 4 ADIEF+ (InterfaceOrdering) | K v 7
gy VA RNG, [HA % —7 A A (Egress Interfaces) | & [ Z—T = A AD
EJENANL (Interface Priority) ] & EALZAVEIR L £,

b) [fEHMHE/ZRA 2 —7 = A A (Available Interfaces) | T. TNENDA X —T = A A%
DO@RHF w7 Y v LT, [WANI] & [WAN2] 238001 L7,

. RYS—AR—Z)—F 1Y
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Bl 4:7 K1) S—R—Z JL—F 14 VT DHRE

Add Forwarding Actions (7]
Aatch ACL:* DIA-TD-Branch w |+

Send Toc* Egress Interfaces w

Interface Ordering=® | By Priority e

=elected Egress Interfaces™

4, Priority Interface

Friortty Interface

¥
o m

e e o ©

c) [fR1F (Save) 127 Vw7 LET,

AT Tl AU F—T oA ADBERIEM ZRE L ET,
[BRA 2 —T7 = A ADFwHE (EditPhysical Interface) |X— Y £ 721X [RY ¥ —_"—2)b—TF ¢
> 7" (Policy Based Routing) ]X—3 ([f > ¥ —7 = A ADEIENAN.OFE (Configure Interface

Priority) 1) T. A ¥ —7 = A AOEFEIEV.OEEZRETEET, ZOBITIE, WA ¥ —
7 = A ADfFHE (Edit Physical Interface) | D A Y v RBREINTWET,

a) [T/31 R (Devices) |>[T/31 RAEE (DeviceManagement) | 4R L. 77 > F Firewall
Threat Defense % #mE L F9°,

by AU F—T A AOBERIMNERELET, A ¥ —7 A4 XX LT [k (Bdit) ] %
7V w7 L, BEIBAOMEZ AT LET,

RY—R—=Z)—F 125 .
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5:403—7 14 ADEEIBLLOEE

Edit Physical Interface 7]

General P 1203 Advanced Hardware Configuration FMIC Access

Mame:

: WA Ivi-]

Enabled
_| Management Only
Description

Mode
| Nore * |

Security Zone:

: WAN v |

MTU

Prriarity:
| 10

Propagate Security Group Tag: _

¢) [OK] %7V vZ L., [{#1F (Save) |27V v LTHIFLET,
ATy TS B—FKNRT U THOECMP Y — 2 B L E£7,
a) [/L—7 «1 7 (Routing) 1= T, [ECMP] %27 VU v 7 L%,
b) A ¥ —T7xA A% ECMP V' — BT 52T, BN (Add) 1227V v 7 LET,
¢) [WANI] & [WAN2] Z3#R L, ECMP V' —> (ECMP-WAN) Z1Epk L %9, RIEEIZ, [VTIOl]
& [VTIO2] Z3B/M L. ECMP ¥ —> (ECMP-VTI) ZA{EREL £,
6: 43— A RE ECMP)— > DERESIF

Device Routing Interfaces Inline S=ts CHCP

Equal-Cost Multipath Routing (ECMP).

Manage Virtual Routers

Virtual Router Properties

Nama Interfaces
ECMP-WAN AR ANE ]
ECMP-VTI VTIO1, VTI02 |

Poficy Based Routing
RATYT6 B—RKRNTG UV THOY = A B =T 2 f ADALT 4 v I )V— NeFHELET,

a) [b—7 47 (Routing) | "~— T, [RAFXT (v 7 /b—1] (StaticRoute) 27 U v/ L
\ijqo

. RYS—AR—Z)—F 1Y
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K o—n—z2 -7 1 vromEs ||

b) B (Add) 127V v 2 L. WANL, WAN2, VTIOL, BEXOVTI2D A X T 4 v 7 )b— |k

ZHEELET, 43, RUECMP Y — @ TH5, X2 —7 A AZFERLCA MY v 7l
FEELTLLEXY (FIES) |

7:ECMPJ—2A VB —D A ADAET 4 v IL— FDHRTE

+ Add Routs
v P Leaked from = ot Tunr tric Wi

Metework nterface Virbual Router Gateway unneled Metric Tracked
¥ Pvd Routes
any-iped vTIoz Globa 152.108.102.21 false 1 £ u
any-iped VTIon Global 132.188.101.21 false 1 £ u
ary-imed WANZ Globa 10.10.1.03 false 10 £ u
ary-lpvs WaNT Gioba 10.10.1.33 false 10 P ]

GE)
S A BT 2 ADEHRT RLALE AN v 7 ZEICTHEIN, F'—bU=AT K
VANRERILAZ EEERLTLLTEE N,

RATFYTT] A E =%y hADRERNT T 4y 7 70 —RBHRENS X 512, 75 F Firewall Threat
Defense ® WAN 47 V=7 N TEFICE S DNS & ELET,

ATvT8

a)

b)

¢)

d)

[T/34 R (Devices) 1>[TF 5w b7+ —LEE (Platform Settings) | Z##IRL, 77 F
Firewall Threat Defense C DNS R U o — % 4B L £7,

B TX 5 DNS 245 ET 512i3, [fRtE (Bdit) 1227V v 7 LTHRY >—%fREL, [DNS]
Vv LET,

WAN 472 =7 hHMiti 9% DNS fi#ik > DNS H— " — % F5ET H121%, [DNS % &
(DNS Settings) ]4# 7 T, DNSY—_— T —T OFHEREZIEEL, A1V F—T = A A
AT Fovh WAN iR L 97,

[{E#E C & HDNSY—/3— (Trusted DNS Servers) | # 7 Zfffl L C. DNS R D= DI2(F
M CTX DREDDNS ——%fRELET,

[f#7F (Save) ]. [JEBE (Deploy) ]DIEIZZ V v 27 LET,

F v R U —27 INIDE1 £721Z INSDE2 ND 7 Z > F7> 5 D YouTube BIED 7 7 = A B3R X,
DIA-FTD-BranchACL & —#3" %72, WANL £ 721X WAN2 [Z/V—TF ¢ 7 &£, googlecom
REDOMOT RTOERIE, YA FME VPNERE THEINTWD X DT, VTIOL £ 721 VTI02
EILTCA—T 47 INET,
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B <xz==%y @A PBROBES

INAEZAR

FIE

ATy 1

8:49 A I~ VPN DERE

'llcllli"l_l‘__:' - ’ O Analyiis Palbzias Davicad Objscts ane Intalliganca Doy =} f ﬂl- 0 L
—
Acdd VPN -
Nads A Node B
FTD-SJC fWTION / 192.168.101.20 FTD=BLR / VT [ 192.168.100.27 o
FTO=-SJC FVTIOZ / 192.168.102.20 FTD-BLR { VTI02 § 192168102 21 o

ECMP "R EINTWEHE, XY NT—F7 bTT7 4 v 73— L AIHBENET,

1) >4 %{EF3 L - PBR DX EH
ZOBITIE, FEIRA N v 27X DBROT TV r—a O AET=H4 ) 7 &4 272 PBR
DEEICHDONWTHFH LB LET,

Vv HEDHD, BEERETANREEIL DL AREERNH LT 7Y r—3 3 (Webex
Meetings 72 &)

CRITD®H S, 757 RR—2DOT7 F VA r—3 3 (Office365 72 )
e Xy MBEKEODBHDH, Xy NT—I RXR—Z2D7T V& AHIH FFEDOEEIC L EER) |

theb BEIIZ
1. ZOfNX, PBR OIANZRERETFIEAZBEME L TWD I ExAifEE LTWET,
2. WHAIZEDANA =T 2 A AEHNA U F =T 2 A ADBIENFET LTOES, =

OB TlZ, ANJTA v Z—T 2 A ZADO4FIIE Mnsidel ] . WA F—7 = 4 ZADOLFIIL
[SpPo1) . [ISP02) . IO MISPO3) T,

A B —7 A AISPO1, ISP02. BLISPO3 TO/NRAE=HX ) VT DHRE -

HAA v B =T 2 A ZATDA N v ZIEIZONWTIE, FNHDA v X —T 2 AT/RAE=

YT HEANNILTHRETDLENRHD £,

a) [T/\M R (Devices) |>[T/\1 REHE (Device Management) ] %i%®R L. Firewall Threat
Defense ZifmtE L £79°,

b) [ F—7=AA (Interfaces) | Z# 7T, A Z—T7x=A X (ZOHITIL M1SPOL] ) %
ELFET,

B R)y—R—z1—F425
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ATy T2

ATvT3

ATy T4

ATy TH

d)
e)

R"zxE=gy vy &mEmLEPrBRORES [

[/X2E=#1 7 (PathMonitoring) | ¥ 7 %227 Vw7 L, [RAE=XV T DHML
(Enable Path Monitoring) | T = v 7Ry 7 A4 NI L Thb, E=X VT H A4 T kE
ELET (RRE=H VU TORE (6°5—) M) |

[OK] %727 Vw27 L, [#1fF (Save) 1227 U v 7 LTIRIFLET,

MU TIEA S L, ISP02 & ISP03 DRAE=X U L T OBRELIEELET,

A% D Firewall Threat Defense ICZ ENA T T FDORY o —_R—2)—F 4 VT HEREL. A
NAVE—T oA AR LET,

a)

b)

<)

a)
b)

[T7/31 X (Devices) |1>[T/\1 REHE (Device Management) | Z &4 L, Firewall Threat
Defense 7 /31 2 &t LET,

[JL—T 4 >4 (Routing) 1>[R1) >—~_—Z)L—F 14 % (Policy Based Routing) | % i
WL, [RVU—_—=2)L—F 17 (Policy Based Routing) 1~—C, [EM (Add) 1%
7V w7 LET,
[RY 2 —~_—2/L— hDiBJ (AddPolicy Based Route) | ¥ A 7 R 7Ry 7 AT, [AS1A
V4 —7 x4 A (IngressInterface) | K v 7 XU A ot [N 1 (Inside 1) ] & 3R
LE7,

—HEELFRELE T,
LEM (Add) 1227V v 27 LET,
—EHEWEAE ERT T, GBI (AdD) 1 (T RE %2 v LET,
[BrLWEEET 78 AU A R4 7= 2 b (New Extended Access List Object) ] C, ACL ®

c)

d)

e)
f)

Al (72 & 213 PBRWebEX) Z AL, BN (Add) 1227V v 27 LET,

[EBET 72 AU A b= kU DiB (Add Extended Access List Entry) | Z A 7 127K v 7

AT, [TV —a (Application) ] % 7 BB Web X—ADT 7' r— 9 v
(WebEx Meetings 72 &) Z BN L £7,

A E

Firewall Threat Defense Ci&, ACL D7 /U r— a0 7 A—7 RNy hU—27 H—E R

ITN—TEL LTRESN, 77V r—varvPNxy hU—7 =R 4T V7 b &

LCREINET,

[fR7F (Save) |27 U w7 LET,
[ACLOMEA (Match ACL) | Ku v X w2 U A Ry [PBR-WebEx] Z3i# IR L £ 9,

WA =T A A ELET,

a)

b)

<)

d)

[%6%¢ (Sendto) | Km v X UR R 1A ¥ —7 A A (Egress Interfaces) ]
EEIRLET,

[ % —7 = A ZADNEFAHT (Interface Ordering) | Ku v 77X 7 U A RinD [f/hy v
% —Z2 X% (ByMinimal Jitter) ] ZE4R L £,

[BEAFIREZ2 A > % —7 = A A (Available Interfaces) ] C. TNENDA X —T = A A4
D [4%H (rightarrow) | (2) A% 2 %2V v 27 LT, [ISPO1], [ISP02]. 5 L X [ISP03]
ZBEMLET,

[fRTF (Save) 1227 U w7 LET,

FE2 EFINE3 2V IELT, AUA ¥ —T7 x4 A (Inddel) 2. Office365 B L% v k
T = R—=AT 72 T 7 4 v 7 EI—TFT 73 % PBR Z1ERL L £,

RY—R—=Z)—F 125 .
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ATvT6
ATy FT17

—EBIEEF T 27 b (PBROfice3657 &) ZAER L. [7 7'V r—< =2 (Application) ]
275 Office365 7 7V r—va U EBRIRL 7,

[ ¥ —7 = A ZADNEFAHT (Interface Ordering) | K v 77X 7 U R vk, [KET
7 R MY v 7EEMIZ XL D (By Minimal Round Trip Time) | Z3R L 97,

iAo —7x4 2 11SPO1J . TISP02] . X O 1SP03| #fEEL., [(RIF1Z2Z U >
7 LET,

ZIZTC, —HEEAST Y27 b (PBRnaworks7 &) EERL L. [Fy b U —2 (Network) ]
AT TCHEETBLOSEA v —T = AZHELET,

[f > % —T =A ADNEFFHT (Interface Ordering) | K v 7Z 7 U X Ihh [T D
Y R RMU » 7EERIIC LD (By Minimal Packet Loss) | 3R L £ 77,

iAo 2 —7x 142 M1SPO1) |, [1SP02) . LT TISPO3) A#45EL. [RIF]Z7 VU v
7 LET,

[%1E (Save) 1. BB (Deploy) 1 DIEIZZ U v 27 LET,

NAE=H Y T AN w7 BFRRTHI2E, [T/AM R (Devices) 1>[T/ 31 REE (Device
Management) ] Z#4R L, [ZOff (More) ] () 736 [~V ZFE=%— (Health Monitor) ] %
7V w7 LET, TAADA U E—T oA ZADA Y v 7 12T EHMEREZFRT HI
i, NAA N I Xy aR—REBINTH2ULERSH Y 9, FMIIONTIE, ~REH
Ko vaR—ROEMm (11 3—) 22 LTI EE0,

Webex, Office365. BLIWRx Y NU—27_—2 ACL FF 7 ¢ v 7%, ISPOL. ISP02, B LN
ISPO3 TUNE SN A N v 7N LE LN DR/ — hE L TisksnE 7,

R —R—R JL—TF 4 V5 DEFE

x1:
Hae =/ =/ B30

Firewall Firewall

Management | Threat

Center Defense
7 27 )L WAN/ISP 7.3.0 7.3.0 7 2 7 )V WAN SO BHE T, H—DF —X A v 2 —T = A A
Threat Defense /& #.0D 2% Management Center & H{E 32 L 2 IS vE L7z, BIfE, 77
A—k A=) T—H A F—T A AEENRELIZGEIZEET v %

APBHERFSND X OIC, Bh v F U T—F A F—T = A A&k
T 5V R— R STV E T, Management Center (%, B SEIEA &
SLA A b U v 7233\ T, SF-Tunnel b7 7 ¢ » 7 % Tapnlp (PN#H)
AUE =T 2 A APBHERHWRERT =2 A F—T A AD 12|
N—T 4T FTHIHICPBR xHERE LT,

. RYS—AR—Z)—F 1Y
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Kyo—rR—z 1—51250BE |||

Hae =/ =/ EE2
Firewall Firewall
Management | Threat
Center Defense
PBR/L— b~ > 7D |7.3.0 7.1.0 Ry NERIET 7 v a VEAIZ LR S, PBRIV— kv T DR
7 ARNK Y T DORRE ARRy THFRETEET,
FH/ARINZEE : HOA X —T 2 AEBRET DD [HE%E
T a v OiBENMmE (Add/Edit Forwarding Actions) ]-2— D L
W7 4=V R [T/N4 REE (Device Management) 1> [JL—T 14 >
4" (Routing) 1>[R) ¥—~_—ZJL—F 4 >4 (Policy Based
Routing) 1> [85iX7 ¥ >3 > MiENM (Add ForwardingActions) [~<—
¥,
7.2.0 7.2.0 PBR ClINAE=HX Y o T HMHAL T, HHA 2 —7 = A ZADFHf

PBR &L R E=H Y
P

B RTT, Yy & —, <7y MEK, MOS) BINEINET, 1
B =T 2 A ADNAE=X VU TERHZL, FE=X VT HAT%
RIET HDUHERDY T, NAOPEIZKERA M) v 7 2HLT
PBRAY v —%FRETXET,

BHVAEE SN : RRAE=Z ) U T ERNCT H72DD[A v F—
7 x4 A (Interfaces) | X—TDHFH LWX T : [T/84 R (Device) |>

[F/31 A& (Device Management) | >[4 V32— 4 ADRE
(Edit Interfaces) 1> [/SXE=%1)>% (Path Monitoring) ]# 7,
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Ry o—R—2L—F 4245 |

Hae =/ =/ =3
Firewall Firewall
Management | Threat
Center Defense
FMC Web A > % — 7.1.0 7.1.0 TvFTTL—FDEE, 7v7TJL—F&IZ, FlexConfigZHPUEL

T A AMBRY —
NR—=AN—T 4 T &
FRELET,

353—0

FMCWeb A > % —7 = A ANHRY —_—2)L—F 17 (PBR)
ERETEHEITRVELE, Zhicky, 77V r—v g ik
SNWTCHRY NI—F v T 74w 7 B0 L, A4V 7 A A —Fy
k7 Z7®A (DIA) 23ELT, 77 0FREEANLA VX —F v M
NTFT7 47 %KETHENTEET, PBRAY V—%EHEL, A
NA v E—=T =2 AHREL T, —BREELH A o F—T = 2%
EETCEXFET, 77ERar b — R o — KT A%y hT—
7 8T 7 4w 71, R Y U TRRIE SAVTW A ESENANL F 72 1 3NEFF I
BoNWT, A v F—T oA AN L TCHEEESNET,

ZOBEREEMF AT AI2IE, FMC &7 /31 AW FIZN— 3 > 7.1 B
BNV T, FMC A=Y 3y TIURBICT v 77 L—RK+5 L,
MEFDORY v —_—2)L—7F 4 > 7 FlexConfig NHIE S E 4, T
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