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hU—2 DEMTFIECONTIEL, v hT—2 2BBLT S0,

[OK] %27V w7 LT, #iRELRTFLET,

[RAEY > 2 (Virtual Link) ] 238 LC. GBI (Add) 1 () 22V 92 L, #heho
OSPF utv R ZUTDOA T a v 2B/ ELET,

«[B7 /—% (PeerRouter) ]: 7 L—ZDIPT L AZERLET, HrLHET L—

2 EBIT I, BB (AdD) (D) 22V v 7 LEF, v hU—27 0BmEIEc->
WTH. *y hT— 2 BB LT S0,

* [Hello [E1f@ (Hello Interval) ] : hello /X% > RidA & — T = A A THERE S ND AL O
fETJ, helloEIf@IX. hello/X%7 > hTT RAZ A XINAHFF570 LEE T, ZOfEIL,
BEDORYy NT—7 EOTRTON—FBIOT 7 BA Y —N"—TCRIULCTHILERDHY
F9. AREOHPAIL 1 ~ 65535 T, 774/ ML 10 TT,

hellofif@ /NS T2 L, MR UERENREIND ETORMMNELS 720 928, 4
H—T 2 ALETEREEIND T T4 v 713%< 72D FT,

o [B52%0#4E (Transmit Delay) ]: 4 > #—7 = A AL TLSA N7 v b EEET 0108
TEHE SO (BHEAD) , Eu kv b REWEEMELIEEL LT, AHEOFMA
1~8192 C¥, 774/ hiE1TT,

Ty 7T — R N7y RO LSA HIERORGEIER I, S5 Z OMEO 57T S E
T, U7 TOREERNCBIEN IR SN TWARWEAS, LSABY 7 20 L stk T D
MIZEZEShERA, T A X =T 2 ZADOEEBLMGHEEREIEL ZE L TH YT
DRENRHY FET, ZOHREIT, FEEIMEEDY 7 TRV EEREREZELET,

J Open Shortest Path First (OSPF)
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I Open Shortest Path First (OSPF)

osprzy 7. @A, mEy oz [

s [HIE2EE (Retransmit Interval) |: A > ¥ —7 = A RZET 2 BRI D LSA HEM
OFEME (FPEAD) . FXERRIL, BRI s 3ry T —7 LOEED2HDONL—H
MOTEENL T RN v FBIETT, ZOfEiE, THRSNWHT U Ny 7T
EVRELRY, 1 ~65535 DFPHCHRETEET, 774/ ME5TT,

N—BEBAEDRAN—IZLSA ZXET D56, V— X IXERINEA v —Va%ET
HETEDLSA ZRFF LET, MERINELZE Lo GE, — % TIX LSA ik
LET, ZOMEITIEZDICRET DILERDH Y T3, £H L E, RERFEENHAE
THREEMENRDH Y T, U TERBIOERY > 7 OEAIT, HERE LT H0ER
HoET,

« [7 v K#lE (Dead Interval) ]: L—FNRNX T LTNWD I E%ERA/X—DP/RTHIC hello
PRIy N EFIEFORICT DR EAL OB, Dead FIFRITA 572 LIS T, 7 7 4 /L Midhello
MFED 4 f5E71T 40 BT, ZofE, REoOxy hU—2] %ﬁéhfwéﬁ&f@
N—BBIOT IV HAYP—N—=TRILTHD I ENMLETT, FOMEOHMIL 1 ~ 65535
<7,

* [#3FE (Authentication) ]: LA F75 OSPF RARY > 7 OFEREZ RN L £ 77,
«[72L (Nome) 1: (F7Anb) Y 7 =V 7 OFEFELEN L ET,

o [= VU 7#ZFE (AreaAuthentication) ] : MDSZffH L C, =V 7#EEEADIC L E T,
B (Add) 1227V vy 27 LT, ¥—ID &XF—% AL, ¥—%MRAL, [OK] 27

Vw27 LET,
o [/SAT— R (Password) |1: 7 U7 TF A b /\XU RAMRAR Y > 7 OFREICEH &
NETH, X2V T BB ELER->TND ITHESE L 8 A,

« [MD5] : MD5 #8REAFFAI L £, 1B (Add) 1227 Vv 27 LT, ¥—ID &¥—%
ANL, F—%fEREL, [OK]Z27 VU v 7 LET,

G¥)
MD5 % —1ID & L THEHFDAHAEATILTLLIEEN,

e [F¥—Fx=—> (KeyChain) ]: F— F=—FAFA4HF T LET, DB (Add) 1% 72
Vo7 LTHxF—F=—VZER LT, [R1F (Save) 127 U 7 LET, T
EIZOWTIE, F—F=2—r DA T V=7 FOERESRL T 7S, R E
EFICHESTT2120E, BT LCRICRRFEY A4 7 (MDS £72i3F%— F=—2) &
¥—ID#FEHLET,

ATYvT13 [OK]%Z2Z7 Vv 7 LT, MY 7 OREERFELET,
ATYTN8 N—T 4T RX=UT[RAF (Save) 127 U v 7 LTEREERGFLET,

RDERY
Configure OSPF Redistribution 25t} £ 97,

Open Shortest Path First (0SPF) I}
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B osrEmmonE

OSPF BB D

FIE

ATy T

ATy T2
ATvT3

ATy T4

ATy Th
ATvT6

ATy 71

Open Shortest Path First (OSPF) |

2% TE

Firewall Threat Defense 7 /3A 2%, OSPF /L —F 1 > 7 F & A/ —  BEAG 2 H#H T &
9, 1O0ON—TFT 47 FTat A0S 0OSPEFLV—T (v 7 Fat A~OFHEAiL— KDL —
VINFEREET, EIGRP, RIP B L UNBGP TRt &h/L— K%, OSPF L—F 4> 771
TRACHEAAT DI ENTEET, A¥T 4 v 7 — FBIOERINTHD/L— R, OSPF
N—F 47 Fat R CEHREATEET,

[T/34 R (Devices) |>[T/31 AEHE (DeviceManagement) ] ZE&R L, Firewall Threat Defense
TNA A%t LET,

V=7 +4>7 (Routing) 127V w7 LET,

(RAEN—Z ST 3 ADEA) [FA—% (Virtual Routers) | K w7 & 72U & K
5. OSPF Zi%ET DAL —F 28N L £7,

[OSPF1 %7 U v 7 LET,

[OSPF2—/L (OSPFRole) ] Fry X7 it m—/L a2 R LET,

[BE# (Redistribution) ]>[E40 (Add) |22V > 27 LET,

TUTHEGIVEY, av— G0 T, AL BIBRT 212, MR (Bdit) 1 (4) 22Uy
7B, A7V v L TA=2—%FR, BIRLET,

OSPF 7t 2 Z L2, ROBEMIA T Y a v 2R ELET,

« [OSPF Process] : 7R A ID #RIRL ET, AL —T 4 V7 E2HEHTHT 314 205,
By ZORryFZY ) 2 MOER UL — 2 FICERshiz—E0 7 rt X ID
DERRSNET,

s [)V— bk ¥ A7 (Route Type) |: IROWTINNDH A T &BINL FT,

[AXT 4 vV (Static) |: A¥T 4 7 — & OSPFIL—F 1 7 Fat AZH
Bl LE9,

o [#Efis A (Connected) |: BEfisiio—h (M X —7x2A A ETIPT KL A%
BAINCTHZ LI K> THBMICHSLEN DL — ) ZOSPFL—T 4 v 7 Tt
WCFFRAR L E 3, B AL — M, T3 Z04NBE L THEMSNET, (7
23 (Optional) |V A ROY TRy AT 50 E ) nEBINTE £7,

« [OSPF] : B OSPE /L —F 4 v 7 Tt A bb— M Z2EET LES (NS5, 4ME 1
E20 NSSAAMA 1 L2, 737 Ry AT LNEI D) , [T va v
(Optional) | Y A R TINHDOA S a v ZERTEET,

«[BGP] : BGP V—F 4 2 T AnHA— FEHEMLET, ASEEBLOYT
Fv NEMEHTNE I NEBINLET,

*[RIP] : RIPV—F 4 > 7 v A0b— F&HidA LET, [47 2 2> (Optional) ]
YA MOV TRy NERT 0089 0E@BIRTEET,

J Open Shortest Path First (OSPF)



| Open Shortest Path First (OSPF)
ospEy 7RI7 sy v s0EE ||

GE)
—P—EZEDORENL—F TIIRIP B R— FENTWRWEZDH, RIP O L— &
HEATHZEIITEETA,

* [EIGRP] : EIGRP/V—F 4 > 7 uatv ZA)nb0— M EFHEAM LT, ASESBIOY
Txy NEFEHATLZNE I NEBINLET,

«[A NV >y 7l (Metric Value) ]: BEART DL —hDA MY v 7 fl, 774 /L MEIZ 10
T, ARREOFMAEIL 0~ 16777214 T,

U7 /34 A ET1-20 0OSPF 71k A 5510 OSPF 7' & ACHEAT 5546, A b
Uy ZMEEEELRNVE, AN v ZiZ1o07atAnbMO T et 2a~F LT,
fthdo 7 mt& A% OSPF 7B AZHEMM T H L EIC, AN vV EERELRWGS, 7
TANV DA RNY v 71E20 TY,

(AU > 27 247 (MetricType) ]: A MU > 7 ZAF1E, OSPF/L—F 4 27 RAA
2T RAREALRENDT 7 40~ — MIBEEM T N o XA 7T,
FREZ A T v a Nk, XA T 1INV — FOBAIT L, XA 280N — N DBAIX2 T
7,

[# 7l (Tag Value) ]: ¥ 71332 B b 10 #EEEFEE L £7, ZOfEiX. OSPF HE

TIIEEAH 720 ASBR [H O I T & 2480 — S OZ - Z U BEAT T &
NET, MHLETELRWEE, BGP BLWEGP 25D/ — MIZV E— FEHEY AT A
DEESVHERESNET, 2ofo7a harizonTid, PuMEflEnEd, G071
1% 0 ~ 4294967295 T,

[RouteMap] : E(FT/L—T 4 > 7 78 haANSLHIEONL—T 7 7 v k3 ~Di—
FOALYHR—=FDTANE) T T2yl LET, ZONRTA—FERELZWEGA,
TRTCONL— IPHEMINET, ZORTA=HEREL, V—h v 7 X TNRFR
SRTVARVEAS, b— MIAfUF— FShERA, EHE, BN (Add) () EZ Y >
7 LTH LWL— b~y 7EBINTEET, HiLvvb— b~y 7OBIMI>0nTiL, h—
F~y 7 = N)DORE] 2L TEIN,

ATYv T8 [OK]Z27 Vv 7 LT, BRAMEEZHRFELET,
ATY 7T L—7 17 (Routing) | X—V T[T (Save) 127V v LTEHREZRFLET,

RDHBERY
OSPE= U T 74 NZ ) v TOERE (13 3—) [TERLFET,

OSPFT ) 7RIZ«4ILRY)2VTDEKRTE

ABR DX A 7 3LSA 7 4 /W% 7%, OSPF #FE{TL T\ 5 ABR OREFEZYLIEL T, B/
HOSPF Y THDOXATILSAZ T ANEZY T LET, V7497 A JRAMRRES
NTNAREXT, EBESNET LT 4 v 7 ADHLPOSPF U T THEINET, oo

Open Shortest Path First (0SPF) I}
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Open Shortest Path First (OSPF) |

B osrzurmonsysoRE

FIE

&M

ATvT2
ATvT3

ATv74
ATV TS

ATvT6

ATy T17

ATvT8

TRCOT VT v 7 AX, ETNEFENOOSPF =) TIZHIBBENET, 20X 7D T
TANEZ Y7L, OSPE=U T HAVTDH NI 7 4 v 72k LT, £RITZFOY 7O
BERBOWMFDONT 7 4 v 7 L CTHATEET,

TV T4y I AYANOEBOZ L NUPRESNTZT VT 4 v I AL —HT D56, v—7
VAFREDERb/NSWZ S NUBMEHIRET, FEEEED LD, HEIC-ET 5= b
VEIT—H LW ML, NEWS—F U AFEETFEHTEHYVYCLZ LT, b s
UA D EEICEET S ZEHTEET, T 740 T, V=7 AFFITHBOICAERS
. BHEARMEIX S TSP ol Tn&E £,

[7/314 X (Devices) |>[T/31 AEHE (DeviceManagement) ] Z# &R L, Firewall Threat Defense
TN A EfRELET,
V=7 +4>7 (Routing) 127V w7 LET,
(BN —Z ST 3 ADEA) [ —% (Virtual Routers) | K w7 & 72U & K
5. OSPF Zi%Ed DB — & IR L £7,
[OSPF1 %27 U > 7 LET,
[T 7 (InterArea) ]1>[BM (Add) ] Z#IRL £,
Y TMAEYVERY, av— 0T, AL HIBRT A2, [fRE (BdiD ] (4) 227U >
TN, BV v LT A= a—%Fon, BRLET,
OSPF 7mtAZT L2, WO VTRIZ4NE )T AT varzeRELET,
* [OSPF Process] : RAEN—TF ¢ 72T 27 /310 ADE ., SR LI A8 Lr— 2 HIC
EEnNz—BE07uv A ID R Ky X7 A2 A NERET,
«[=UT7ID (ArealD) ]: /b— h&EHTH U T,

o [PrefixList] : 'V 7 4 v 7 ADLH, HTILWT VT 47 AVARNET V=7 FEIBINT
LI, AT v 75 EBRLTIES N,

[T 7 4 v 7 ®FM (Traffic Direction) | : EH{5 E/213%(E, OSPF= U 7T ~DLSA% 7 «
WA 7T HITIE [EIE (Inbound) | ZEIR L, OSPF= U T MNH D LSA %7 4 /L4 1
Y 7FBHIIE 318 (Outbound) | ZBIRL £9, BEFO 7 4% =2 b ZfREL T
D56, CORTIIEETEEHA,

GEM (Add) 1(H) 22V v 27 LT, LT L7 4 w7 2D R NO&RTE. d—"—F 4 F
RHATAENE I hEANLET,
TVT7 4T A= )VERETDHENI, TV 7 4 v 7 A VA NEERETHLERD Y 7,

BN (Add) 1227 Vw7 LCT VLT 4T AN—NEREL, WORTA—XEHELE
R

J Open Shortest Path First (OSPF)



I Open Shortest Path First (OSPF)

ATFvT9
ATy 710

ospE 7« Lan—noEE ||

«[7 27 a (Action) |: FEAGT 7B AICK LT [7 2y (Block) ] £7-1% [FF7]
(Allow) ] ZEIRL ET,

o [—4 v AFE (SequenceNo) |: /V—T 4 T = AFK S, T4/ TIE, v—
o AEFZITABIICAER S, BIREIT S TS OB THnEET,

«[IP7 FLA (IPAddress) |: 7'V 7 4 v 7 A& 5% IPT RLA/~ A7 BORNTHREL
EJ AN

[N TVT 4w 2K (MinPrefixLength) 1: (A7 ay) g/hoO7Fv7 407 A&,
[ RKFVT 4 v 7 AK (MaxPrefixLength) ]: (A7 ay) mRROTVT 4 v 7 AR,

[OK] %27 Vv 27 LT, =UTHM7 4NV FEREERFELET,
[V—7 4> 7 (Routing) 12— C[fF (Save) 127V v/ LTEHARFLET,

RDERY
OSPF 7 4 WX L—)LDFRE (15 X—) (R FET,

OSPF 7 4 JLZ )L—ILDERTE

FIE

&

ATy T2
ATy T3

ATvT4
ATy T5

ATvT6

OSPF 7ot AZLIZABR Z A 7 3LSA 7 4 VAR ETEET, ABR XA F3LSA 7 (/b
BEBRETDHE, RELET V7 4 v 7 AT N1O0x ) TinbRlOx Y TIZEESN, £
OO T VT 4y 7 ZFT_XTHIRENET, ZOFATOYT 74 vZ2 ) 2 TIE, FFED
OSPF = U 7225, RE®D OSPF = U 7~ F721%[A U OSPF = U 7 ~[AIFFIZi#H T& £97,

OSPEABR #Z A F3LSA 7 4 V&Y 7T X > T, OSPF = U 7D /L— FEAT O HIEIAS [f)
ELET,

[T/314 R (Devices) |>[T/3f RAEHE (DeviceManagement) | Zi%®R L. Firewall Threat Defense
TR A fRELET,

[V—7+4>7 (Routing) 127V v7 LET,

RN —Z RS T 3A ADGA) AR L—% (Virtual Routers) | K w72 A ki
5. OSPF Z & Ed 2L — X 23R L £,

[OSPF] %27 U v 7 LE,

[7 4 L& JL—IL (Filter Rule) | > [/ (Add) ] &3 L%

MRt (Bdit) 1 (#) 22V w7350 A7V 7 A=a—%2FHLT, 74 LEL—1LD
TIVEY, av—, BEofHF, A, BEOHIBRZITY Z &N TEET,

OSPF 7t A= L2, RO T 4 NZ L—L F 7 arvaBdE LTI,

Open Shortest Path First (0SPF) I}



Open Shortest Path First (OSPF) |
B osrrv<u—7rLzoBE

« [OSPF Process] : RV —T ¢ T 2T 27 /310 ZADGE . BIR LIV — 2 HIC
EREINT—BEOTaeAID N Rry 7F T A2 A RSRET,

[77&7AUAF (AccessList) 1: TDOSPF 7 uEvADT Z7EA UA N, HLWERET

JEAYANFT s FEENT AT, B (Add) 1(H %2V v L, fEiACL
F TVl FOBREEBBLT &,

«[NF 7 4 v 7 ®J5IE (Traffic Direction) |: 7 A VX VT D 8T 7 4 w7 DJEE L
Ty (In) JEZIEX[T Y (Ou) 1ZEIRLET, OSPF = U T ~DLSA %7 4 /L ¥
Vo 7351234 (In) 1Z&KNL, OSPF=UTMHEDLSA%Z 7 4 VX U 7T 5
7Y (Out) JZ@BRLET, BEFEOT7 47 = M ZREL TWDLHE, 20O
ERFERETEEEA,

s[AH—TxA A (Interface) ]: TDT7 4 NVHF N—NDA L Z—TxA X,

ATy TT [OK]Z27 Vv 7 LCI—iREEREFELET,
ATY T8 [V—T 47 (Routing) | X—Y T[RIF (Save) 1227V v/ LTEEERIFLET,

RDARY
OSPF %=1 —7 RL ADOHKE (16 X—) [ZHEHRLE T,

OSPF 4 <) —7 FLADKTE

fo 71 k2B O/— & OSPF ICHEATT 2356, &/Lb— MISMB LSA TEBNIZT K

NEARXEINET, 270, BRASINDINL—FDOIE, FEEDRYy NT—F7 T RL AL A
JIZEENDTRTOLOELIODODN—FTEL, ZONL— | EFET RRX AL XFTBH L9512
Firewall Threat Defense 7 /XA A ZRETHIENTEET, ZOREICL>TOSPF Y 7 &
T—= KT —=HRX=ZADH A XP/NEL D ET, FHELILIPT RLA YA X7 L—HT 5
Jo— MNIflcEET, V— b~y I THEMEZHET 572012, ¥ 7 EE-BdEE L CEH
TEET,

hDON—TF 427 T R ANPLEE L= b Y T A XTCEET, v U —DT KAH
AR END A MY v 7%, B2 — b _RTORTRADA MY v 7T,
V== NI, =T 4 T T =T NOY A XZHT D DI HET,

OSPF ¥~V — L—  Z2FHAT 5L, OSPFASBR L., DT RLATHNRN—ENDHTT
OFFEANL— FOERKE LT, 1 2O — 2T RARXZ A XL E9, OSPF IZHAEAT S
TWa, o—T 47 Ta harnbol— 2T E2Y~TF7 A4 X TEET,

FIE

AT T [TNA4 R (Devices) |>[T/\14 RAEIE (DeviceManagement) ] #3&R L. Firewall Threat Defense
TNA A% RELET,

J Open Shortest Path First (OSPF)
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I Open Shortest Path First (OSPF)

ATy T2
ATvT3

ATvT4
ATv TS5

ATvT6

ATy 71
ATvT8

OSPF 1 > %2 —

0sPEf v —T 1 REAAi—0EE [

v—7 427 (Routing) 1227 Vw7 LET,

(RAEN—Z ST A ADEA) [F—% (Virtual Routers) | K w7 & 72U & K
5. OSPF Zi%ET H AL — & 28N L £7°,

[OSPF1 %7 U v 7 LE7,

[<)—7 KL R (Summary Address) ]>[BA0 (Add) ] Z3&R L £,

[ (Ediv 1 (£) 22Uy s LTRET 20, A2 Y v/ A=a—&EALT, $~U—
T RLVAOGIVEY, a— B0 T, A, BIOHIBRAIT) 2N TEET,

OSPF 7’rtEAZ LI, WOV~ —T RLA AT va R ELET,

* [OSPF Process] : IRAE/N—TF ¢ T 2T 27 /310 ZADGE ., SR LI A8 L— 2 HIC
A Eniz—BD 7oA IDN Ry 7E 02U A hERET,

s [FIFAIHEZ2 v U —2 (Available Networks) ]: %~ U —®D 1P 7 KL &, FIHHEZ:
Fw hT—=27 U R RH1 2% CHEMN (Add) 1227V v 7350, BN (Add) ]
MEZ V7 LTHLOER Y hU—2 ZBMLET, Xy b T—72 2807 % FIECH
WTH, Ay FT—2 %R TITEEN,

«[# 7 (Tag) |: &AMBL— MCfHINER 5 32 €y hoo 10 HEME, Z OfEix OSPF H &I
R SN EREAD, ASBR M OERIREICHEHTE £,

o [7 RAAZ A X (Advertise) |: EfIL— &7 RAZXA X LET, h~U— T FLRIZH
HN—NEMIET 52, ZOF 2w IRy I RAEATIZLET, T 74V NTIE, IO
Fzv 7 Ry AFA il THET,

[OK] %27 Vw27 LTH~)—T RLAREZHRTFELET,
V—7 1> 7 (Routing) ] ~—Y TC[R1F (Save) |27 Vv 7 LTEEZRFLET,

RDERY
OSPE A v Z—T = A AL XA NR—DRE (17 X—) ITEARET,

T A RERAIN—DERTE

VEIECT—HOA v H—T = A AFEHF D OSPFV2 /RXT A —H EEHTCEXET, b
TA—R BT LHZ EIIMATIEH Y A, hello A > ¥ — 3L, Dead [HfE. LS —
WA =T o2 ANRTA=FL, BRI TWDHERy NT—7HOTRTONL—H T—
HLTWDABERHY ET, ZHOEDNRTA—ZERETHHERIT. Fv hT—27 EOT T
DNVL—HFT, AT 4F2lb—a OEPFEFEL TN EE2MHERLTIEIN,

RA LV RNY—FRA L bDIFET B —R¥¥Y AR Ry hT—2 %4 L TOSPFV2/L— N &7 R %
ARXTHITNE, AFZT 4 v 7 OSPFV2 XA N—ZERT HLENDHY 3, ZOEREIZED,
OSPFV2 7 RXZ A XA % GRE b > /W H 7ML L7 < T, BEFD VPN 8k T
H—R¥y A NTHZENTEET,

Open Shortest Path First (0SPF) I}
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Open Shortest Path First (OSPF) |

B oosrrs—oraretrsn—nmE

FIE

ATy T

ATv T2
ATvT3

ATvT4
ATvTh

ATvT6

[T/314 R (Devices) |>[T/3f AEHE (DeviceManagement) | %% L. Firewall Threat Defense
TN AZMRELET,

[/V—7 47 (Routing) | %7 U v 7 LET,

URABN— Z %t T N A D (A8 v—4 (Virtual Routers) | K v 7' Z 7 U A ko
5. OSPF %7 ﬁ#éﬁﬁw%&%ﬁmbiﬁ

[OSPF1 %7 U > 7 LT,

[41>3—T 4R (Interface) 1> [N (Add) ] ZBER L £7,

TUTHEEVERD, av—, BE0ART. AL BT A0, [fRE (Bdit) ] () 22U
BN, A7 Y v I L TAma—%FKRr, BIRLET,

OSPF 7utv AL, ROA VB —T A AT a B ELET,
s[> H—T7 x4 A (Interface) |: ZKET DA X —T = A A,

GE)
7A41ﬂﬁﬁw~74/?%@mbfwéﬁm\_®Pﬂy7ﬁ?VUX%Kﬁ\w—
ZIJETHA B —T = A AT NFRENET,

[7 74/ K 2Zx K (DefaultCost) |: A v F—T = A A% LI Ty MEEFEDTRX |,
77 %V MEIE 10 T,

[ESENERL (Priority) ]: % v b7 —2 OREL—5, HRREOHIAIL 0 ~ 255 T, 7
T4V MEIZ1TY, TOREC0EZANTDH L, BWUTRVWL—ZPIEEL—ZIT->
0, FBELV—F DN T TR b LET,

2ODN—ENF Yy NI — 7R L TCWAEES, MFNEEL—ZIZRA)ELET,
Io— FAESNENL D ENT S A ARFEEN— X720 7, N—ZERNENL AR U E1E.
J—F ID BEWEBIEEL—FIZR Y EF, ZOREIL AL MY —=FRAL L vDA
=Tz A AL LTRESNTNDAS F—T A AZTHEHINEH A,

[MTU#EE (MTU Ignore) ]: OSPF (X, HilDA ¥ —7 = A AL THRA /N—NF—OD
MTU ZH L TN E I NaeF v 7 LET, ZOF = v 71, *A3—|{2X 2% DBD
Ny N ORRREZATOIVE T, DBD X7y NAOZAE LIEMTUR, ZfEA ¥ —7 =
A ATHESN TS IPMTU L D K& WAL, OSPF BEZEIMRITME. S EH A,

[T —H#_X—R 7 ¢)L#% (DatabaseFilter) ]: ZOKEIL, FME 7T v T 17D L X
HIELSAA L H—T A R T 4 NEZ I T HOIEALET, 774/ Tk, OSPF
IE. LSADEIE LA v F—T 2 A Z%ZRE, AILZYTHOTRTOAS o F—T xA A
THLWISA %277 v FLET, BRAv v aflb bR YT, 2077 9T 471
o THIENRE SN T, V7 BLOCPU OBREIFEHICSRND Z E08H Y £,

IDF 2y IRy 7 AEFNTHE, BIRENTWASA ¥ —7 = A ATl OSPF O

LSA 77 v T 4 7 MThbh/a 720 £97,

J Open Shortest Path First (OSPF)



| Open Shortest Path First (OSPF)
0sPE A v 8 —7 1R 1—0BE [

s [Hello ]l (HelloInterval) ]: A > % —7 = A A _ETEE &5 hello N7 > kDG Z R
WAL CHRE LET, A27RMEO/MIL. 1 ~8192FTF, 774/ MilX 10T,

hello % /NE< 5L, PR UEENRESND ETORMMPELSRY ETHB, A
H—T 2 AETEREEND T T4 v T13%L< 2V FET, ZOfEIZ. FEDA X —
T2 A A LEOTRTCOL—ZBLORT VA P —_R—CRICLTHLILENRH Y 1,

« UzXI#IE (Transmit Delay) ]: 4 > #—7 = A AL TLSA N7 v b EEETEDITHE
IRV (RVEAL) . BARhZRMEOFPHIL 1 ~ 65535 T4, T 7 4/ MEIZ 1 TT,

FH 7y RO LSA 11, EERNS, 2O 74—V RTHELZEICL > TS Eh
TeRREE I S N E T, U 7 TORBRNCEEDS A ST WS, LSARY
VI ENLTEIET ARMIEIBE SN EFA, HIEX, ¥ —7 = ADOEEL L OMERE
BEEZEZE L CED Y THMNENDHY £, ZOFREF, EFIEEDY 7 TL v HE
REWRERLET,

o [FF5EMM (Retransmit Interval) ] : A > % —7 = A AZJ@T 5 BHEBIfR O LSA FiXEM
DO FEALD) , ety N —7 EOTED2HED/L— X THEE SN D FEEBEE X
DRERMBEICT D2MERDH Y £, ARRMEOFMHIL, 1 ~65535HTT, 774/ M
5T,

=B BEHHDRAN—IZLSA ZEET %6, V—ZITHRISEA v E—VEZET
HETEDLSA ZFF L E T, MERINELXZE Lo TcmE . b— 2 TILLSA ik
LET, ZOMITEZDICHRETHIHLERH D T, £9H Lanek, RELRHEEENEA
THRRRMERSH D £9°, U T AEKRB LMY 7 O8R5, B2 KE T H0ERN
b0 ET,

s [Dead f#]f@m (Dead Interval) ] : hello 737 v B ER S NRWIGEIZ, V—ZBX T LT
XA N=HWT 5 ETORFLEREE (BPHAAD) . ZofEiEx. Xy NUY—2 EOFTRTO
J—=RTRILTHLMENRDHY, 1~ 65535 DFPHTHHRETE £,

s [Hello %k (Hello Multiplier) ]: 1 2 EIZ8(E S4125 hello N7 bOFAERE L £9,
A7 fEIX 3 ~ 20 TT,

o [FA 2 N Y— KAk (Point-to-Point) ]: VPN k> /L COSPF /L— h %[5 TX &
R

* [#%3E (Authentication) ]: OSPF DA ¥ —7 = A AFWFEE RN LEIR L E T,
s[72L (None) 1: (F7ANDK) AU ¥ —T = A AFiEE BRI L ET,

o [V TFGE (Area Authentication) ]: MDS 2 L7cA > ¥ —7 = A AFEFEE AT
LES, DB (Add) 1227V vy 27 LT, ¥F—IDD&F—2ANL, F—2MRL,
OK] %227 Uv 7 LET,

o [/SAT— R (Password) ]: Z U7 TFXA M RATU— ROMEAEY > 7 OFRGEICEH &
NETH, X2V T A BBRELE 2o TWVAEEIFHERE L IR A,

« [MD5] : MDS5 #8REAFFRI L £, 1B (Add) 1#27 Vv 27 LT, ¥—ID &¥—%
AL, F—%fER L, [OK| 22V v LET,

GE)

Open Shortest Path First (0SPF) I}



Open Shortest Path First (OSPF) |
B osrzmro 7 oxE

MD5 X% —1ID & LTEFOLEASTTLTLIETE N,

«[¥—Fx—> (KeyChain) ]: F— F=—BiF2F A LEd., B (Add) %7
Vo7 LTHFR—FT =—ZER LI2tk. IR1E (Save) 1227V v 7 LET, FEMleTF
IIIE :Ob\fli X¥—F 2= DAT V=7 FOERESRL T 23, HHERERE

\ZHENL T H1Z1E, ETICR L TR CRBRESY A4 7 (MDS £72i3F%— F=—2) &
#*ﬂD%ﬁ%LiTo

e [/XATU— RDAJ) (Enter Password) |: GED X A 7L LT [/SA T — K (Password) | %
BRLIG AT, BRET H/3AT— R,
s XA T — ROfER (Confirm Password) ]: R L7- /XA D — REMEGE L £ 7,

ATvF1  [®R4/8— (Neighbor) ]>[BA (Add) ] ZIR L F7,

TVTEGIVEY, av— B0 FAL BB 2121, [fRE (Bdit ] (4£) 22Uy
7950 A7)y LTA=a—2FoR, BRLET,

ATvT8 OSPF 7ut AT LT, RONRTA—HEHELET,
* [OSPF 7'z A (OSPF Process) ]: 1 £721X2 ##=IRL 7,

o [£A 3= (Neighbor) ]: Ra vy 7 X7 A RNTRAN—=D 1 DEFIT D0, [BM
(Add) [(MZEZ U v 7 LTH LA A—&BMUET, 4. 30, Xy hv—2,
BIOA—N—=F 4 REHFRITENEIDEATIL, [IRTF (Save) 227 U v 27 LET,

c[M > #—7xAA (Interface) |: A N—|ZHEfIT HNToA VF—T = A AZTIRL F
R

ATFvFT9 [0K] %27V v7 LT, FANRN—REERITFELET,
ATV T [Jb—7 17 (Routing) ] X—YT[{RTF (Save) 127V v/ LTEHEERTFLET,

OSPFE¥# T 0/ T 1 DERFE
[FEE72 7 137 1 (Advanced Properties) | &M % & syslog A v B—T 4, 7 FI =

M—FT 4T N—FFARAZ LA LSAZA~V—, TL—RATNYRZ— N EDOF T3
VERETEET,

JL—RIIL YRE— K

Firewall Threat Defense 5 /XA A CTi&, BEANOBEERINFELETHZ E0NHY £9, Zhic
0. AL v F T TTy N T F— A ﬁVC/\&/ MREICERE B2 D2 ENH - TE
729 ¥ A, Non-Stop Forwarding (NSF) BERETIE, V—T 4 7 7'u b a/UFREE T
LTWaHIZ, BEsD /L — h~DFT — &%é#ﬁﬁéhi#o_@% X, A7 ya—nu
%#tybvx/7%?:77/77V—Fﬂ%5k% Zf#EF]T9, NSF Cisco (RFC
4811 B JLOVRFC 4812) F /21X NSFIETF (RFC 3623) OWEiua{#EH L T, OSPFv2 I
T L—RAT7 N VAL — P ERETEET,

J Open Shortest Path First (OSPF)
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I Open Shortest Path First (OSPF)

FIE

osprx@ 7057 nEE [

\)

GE) NSFHRBITHAE—REI TAZ Y I THERIHET,

NSF 7' L—Z 7L J 2% — MEROBREITIL, HREDRRE & NSF %)t £ 7213 NSF #85#% &
LTCDOTFNRAL ZADFEEEND 2D AT v TR ENET, NSEXGT XA AL, RA /38—
WXL THMBDOY AZ— KT 2T 4 €7 4 &md 2 ENTE, NSFR#KT A 2T A
NP Y AL — Y R— T HIENTEET,

FNA 2L, WL ODDEEITS T T, NSE RS EZIEINSF ik L TRETEET,

o TS XL, BIEDOT NA ZADE— FIZBRRL< ., NSFFEFRT XA AL L TRETE
i—a_o

e TNA 2% NSEXfIGnE LTHRET DL, TAA AL T 2 — b F—_"—F 7213 A R
* K EtherChannel (L2) 7 7 A¥ E— RFOWTNNTHILENHY 9,

o 773 A % NSF 785k F 72 1L NSF #fISIZ 3 212i%, SEIZL U Topaque V7 AT —
N7 RARZA XA (LSA) /Y7 m—Jin v 7 F U (LLS) 7w v 2 Ok
BE> TRETOILENRDH D £7,

AT T [T/NA R (Devices) |>[T/\14 RAEIE (DeviceManagement) ] #3&R L. Firewall Threat Defense

TNA A B L ET,

AT9 T2 =7 47 (Routing) 127V w7 LET,
ATv T3 (B —ZHINT A ZADOBA) AL —4% (Virtual Routers) | K v 7 & U & ks

5. OSPF iR ET DML — ¥ &I L F7,

AT w74 [OSPF]> [;t# (Advanced) 1 %27 V27 LEd, >
ATYTE [—#% (General) | Z&IRL., KDL HIIHELET,

« )V—#ID (RouterID) ]:[H®) (Automatic) ] £72IZ[IP 7 KL & (IP Address) ] (FEZ
T AKX ¥ L VA3 R EtherChannel £— KD 7 T 2% DIFHITFER) 7213 —F ID D
[7 F A% 7=/ (ClusterPool) ] (ERIA & —T = A AF— KDV T AXDLFHITER)
ZIEIRLE 9, [IP7 KL A (IP address) | Z#EiRT D551, Mg+ 257 4 — /L RIZIP
T RVABANLET, [/ T AZ T —/ (ClusterPool) ] ZEIR L7-5EX. BET DR
0y FHEY T 4 =)V RTIPVA 7 T AL T — L OEEZRIRLES, 7 IFIAXT—NLT R
VADERIZOWTIE, 7 RV A =L 2SR LT EEN,

« [LSA MOSPF % ##41 (Ignore LSA MOSPF) ]: /b— F Y HR— F SN TWRWLSA # A 7
6 ~v/LFF ¥ Ak OSPF (MOSPF) /%7 v h&%A5 L84, syslog A vE—U % | L
£,

* [RFC 1583 A.#ft (RFC 1583 Compatible) ]: H£fI/L— hDa X M &FHETH720ODFEE L
TRFC 1583 O HIE A% E LE T, RFC 1583 O HHMENH e, V—T 7 L—
TRRAETLHZERDVEST, V=T 47 A—T%B5IET A0, ZNE2E\HILE

Open Shortest Path First (0SPF) I}
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Open Shortest Path First (OSPF) |
OSPF 1 7 0/ T 1 DERTE

4. OSPF/L—F 4 v 7 RAAL LHNDOTTDOSPF/L—F D RFC AR ENF LU TH D
VBN H Y F4,

[BEEEBEIfR DA E (Adjacency Changes) ] : syslog A vt — U NikE SN D EBEEROET
NEZERLET,

T 7 4V N TIL, OSPF 1A N—037 v FIREEET2IL X U RBEIZ 72 572 & Z T, syslog
A=V NEMRINET, OSPF XA N—NHX 7 Liz& Xl syslog A vE— TV %EG
THLON—HFEHRETHIEH, REZ L TsyslogZ B G T DL IICRETHZLEH T
TET,
o [BEEEEEfR O AT D v 7 5iEk (Log Adjacency Changes) | : OSPF R A N—NE#EhFE 7213
{51 L7z & =12, Firewall Threat Defense 7/ A AIZ L 5 Tsyslog A v E—UNREE S
NDEITRYET, ZOREIF, T7 4/ FTEAATRS>TVET,

o [BEEEEEMR DA TR OFEM O v 7588k (Log Adjacency Change Details) | : R /N—237
TREBETNIZ T RREIZRoTc & E 2T TR, IREBOEERNRAE LT L EZITDH
Firewall Threat Defense 7 /31 AIZ L 5 Tsyslog A v BE—UNEEINDH LI F
o T AN PTIE, ZOREFA TR TVET,

[T FI=A b b—FT 47 Jb—h T 4 AHX A (Administrative Route Distance) ]: T! 7
M., TU7AH. BLOHNEIPv6 L— FDT RI=A KL —T AT )L— KT L AXZLAD
REHHEINE-HEEZEECTCEET, TRI=ZA ML —T 47 —F T4 AX U AZ
1 ~ 254 OFEHTT, 7 7 4/V ME 110 TT,

« [LSA 7 v—7 ~_—3 7 (LSA Group Pacing) |: LSA Z 7 /L —IZELHTY 7Ly
Va, Fzv VLR, == VT HMREHEA THRE L E T, AR EOHIX
10 ~ 1800 TF, F 7 # /b MEIL 240 T3,

«[F7 AN MEBRORIEE AT S (Enable Default Information Originate) ]: 7° 7 4 /b I
DINEBL— b % OSPF )V—T 4 7 RAA AT B12iE, 4t (Enable) 1 F = v
IRy I AT AT LT, MOFT T a v R ELET,

[T AN N— NEEIZT RNX A X3 2% (Always advertise the default route) ] : 7
T AV = RBRHIZT AR A XEND LI LET,

o [A MU v ZfE (Metric Value) |1: 7 7 # /b hb— FOAERIZHERAT D A N v 7 &85
FLET, B A N v ZEOHMIL, 0~ 16777214 T, 57 /L MEIZ 10 T
ﬁ‘o

o [ANVU w7 #AT (Metric Type) ]: OSPFV3 b—F (7 RAAL NIT RANZ AL X
ENDT 7 4 b — NMTBEHT SR v XA T, ARhIERL (XA
1 OAERL—R) BEOR2 (XA 7 2090— 1) T, T 74/ MIZA 724
li— kT

s [/b—F~v7 (RouteMap) ]: /L — b~ v 7Nz SN TWDIEEITT 7 4V hb—

h%é&?éww?4yﬁ7mfx%ﬁmﬁéﬂ\%mlmw)u+j%7vy7b
T, HLW—T 477 REEBNMLET, HrLWL— k< 7OBIMZONT
X, M—h <~y 7 2 bP)ORE] 2R LTLIIZEN,

J Open Shortest Path First (OSPF)
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I Open Shortest Path First (OSPF)

ATv 76
ATy 17

ATvT8

osprx@ 7057 nEE [

[OK] %227 Vw27 LT, X ELRTLET,
[/ ANy 774U —F 17 (NonStop Forwarding) ] % %R L, NSF %f)iis % 72 1% NSF 2%
TR ATk LT, OSPFV2 @ CiscoNSF 7' L—A 7 )L ) 24— N ERELET,

()

OSPFv2 {Z1%. CiscoNSF & IETENSF D2 DDV L—ZA T )L Y AZAZ— K AH=ALNH Y F
T, OSPFA VA Z L AR LTIE, ZNOHDITL—RATN Y ZAZ—K AHN=RLDH HL—F
WICRETEHDIL 1 D721 TY, NSF BT /31 A1, Cisco NSF ~/L/3— & IETF NSF ~/L
N—OMl & LTERETE ETH, NSFXIST /31 AL OSPF A A% AZ%F LT, Cisco
NSF F7-1Z IETENSF £ — FOWFNnE LTHRETXFE T,

a) [Cisco Non Stop Forwarding #6E 4 A %0123 % (Enable Cisco Non Stop Forwarding Capability) ]
Fry IRy 7 A F A LET,

by F7var) LEZEUT, BENSF#EBER Yy hU—F% 7 TS AR S iz
L EIINSF U R — &% v /1§ % (Cancel NSF restart when non-NSF-aware neighboring
networking devices are detected) | F = v 7Ry 7 A% A I LET,

¢) (A7 =) [CiscoNon Stop Forwarding ~/L/X— E— K& H%hZ9 % (Enable Cisco Non
Stop Forwarding Helper mode) | F = v 7 /R v 7 A% A4 72 L"C, NSF#ik7 /A A TO~
Wi — F— RN LET,

NSF %this F 72 1% NSF #8357 /3 A A1Z%F LT, OSPFV2 ® IETFNSF /'L — A7)V J A% — F &

mELET,

a) [IETF Non Stop Forwarding #$#E % £ %029 % (Enable IETF Non Stop Forwarding Capability) ]
Fov IRy At Az LET,

b) [ZL—AT7) U x¥— L ElE () (Length of graceful restart interval (seconds)) ] 7 A —
NV RIZY 22— Mg e BEMTAN LET, 7740 MEI 1208 T, 30RO/
EEFRECIX, ZL—A70 U R X — FAHE LT,

c) (FFvay) [~/3—FE— RO IETF Nonstop Forwarding (NSF) Z %029 % (Enable
IETF nonstop forwarding (NSF) for helper mode) |5 = v 7 7R v 7 A% F 7|2 LT, NSF ik
F 34 ATO IETF NSF ~ b 38— B— RZ M LET,

d) [EERV 7 AT —F DT RNRNEA XA N F =7 EBHMNIT 5 (Enable Strict Link
State advertisement checking) ]: AT 5 &, HEEN—XIZT7 T v T 4 > 7 D ARE
PN D LSA ~DEHENHDH Z ENmH SN HE, 37 —RAT7Vv JRAZ— K7
Ry ARSI L ZICHEBIL— 2 OFED A FNICETE SNTZLSAR S 5 L &
NSa, ~SR— =2 = ORET T e R AR T I ET,

e) [IETF Non Stop Forwarding % %1129 % (Enable IETF Non Stop Forwarding) ]: AA >
F—=N—=RIIN—T 77 a haVERPEITCINDH, T—Z Oy S OEEENEE
FND— b THAT 415 Non Stop Forwarding # H 22 L £9°, OSPF |Z OSPF 7’1 k =2/b
DILFEZMH LT, BEET 5 OSPF 735 Ab AT — b &EE L ET, U B3 23kkne
THIOITIE, KA N=NNSF 71 b3 VRZ AR — L, RET 57514 20 T
R—] & UTHBRICEET 2 0ERHY £, *A N —FFE, 7r bar A7 —h
DV INYBITONLME, BEBT LT, AT —H T 7 4 v 7 BEE LT D0
bdH Y ET,

Open Shortest Path First (0SPF) I}



B osrrzomz

Open Shortest Path First (OSPF) |

OSPFv3 D&% 7E

axX AE

ZZTIiE, OSPFV3/v—TF 4 v 7 7Tt AOREIZE#ETH X A 7IZHOWCHBA LET, K18
N—T 4 T EFERALTOBET A ADEGE, 22—V —EROBHIEN—F TiE7el, Zue—N
IARAEIL— Z1Z5%F LT DI OSPEV3 2R ETE £,

OSPR3 T )7, IL—F&EH, BLVERED) VI DEERE

FIE

&

ATvT2
ATvT3

ATvT4

ATvTh

ATvT6

OSPFV3 ZHNCT 5121%. OSPEV3/L—F (> 7 Fuatv 2 Z/E L. OSPFV3 O 7 Z1{E
% LT, OSPFV3 DA ' H—T = A ZAEHNITHEMERHY £, TDH%, ¥—7F > +D
OSPFV3 /L—F 4 7 Fav A2 /b— N EHEMATHZLERND D £,

[T/34 R (Devices) |>[T/3f AEHE (DeviceManagement) | Z %R L. Firewall Threat Defense
T A %RELET,

[/v—7 4 2 (Routing) ]>[OSPFv3] Zi&R L £,

T 74V RNTIE, [FrERA 1 ZG%2T 5 (Enable Process 1) ] BRI AL TWET, K2
DD OSPF 7't A A VAL L AZAHTTEET,

OSPFV3 = —/L% Ry 77X URRNLIERL, ZIUCHICT 2 E A LET, 47
Ta Ui, [NES (Internal) ], [ABR]. [ASBR]. [ABR 35X TO'ASBR (ABRand ASBR) ] T,
OSPFv3 T —/LDFHIIZ OV TIL, OSPFICHOWNWT (1 —) 2B LT EEW,

[T)7 (Area) |>[BM (Add) ] ZERL 9,

TUTEGVED, a— B0, AL HIERT 210, [#RE (Bdi) ] (£) 2270 v
3B FH7 Yy LTA=a—kFoR, BRLET,

[—f% (General) ] Z#IR L. 4 OSPF 7 XZHOWTHKRDA T a v ERELET,
[V 7 ID (ArealD) ]: V— F2FEKTHT U T,

s[ZADF (Cost) 1: ZOHEKNL—F DAY v 7 EFaR R, S8E~DERE A ZRIE
T 572 ® OSPF SPF #t5 CHEMA L E3, ARRMEOFMHIX 0 ~ 16777215 T,

«[#A 7 (Type) ]:[F=#E (Normal) ], [NSSA]., [A% 7 (Stub) | Z¥EE L £4, =%
(Normal) |Z&IR L7ZHA. RETDLOMD/NT A—2TH Y £ A, [AX T (Stub) ]
EIRIRLT-GAE, V7 T~ U —LSAZEETHZENTEET, [NSSA] ZiER L 7=
BE. D3 ODF T a rERETEET,

(2O YT ~DH~ Y —LSADEFEZFFAT S (Allow Sending summary LSA into this
area) |: TU T <Y —LSAZRETAHZ L 2HFAILET,

J Open Shortest Path First (OSPF)



I Open Shortest Path First (OSPF)

ATy T17
ATvT8

ATvT9

ATy 710
ATvIN

osPR3 U7, L—rEH. srvmEEyvroiE

o [FE#ER L UNNSSA=T U 7 Z/L— h & A > 7"— b (Imports routes to normal and NSSA
area) |: BRI CL— FE2 AL T 7 CRAEREZY TIZAL VAR —FTEDH LT
Y ET,

o [T 7 4V MESAR (Defaults information originate) ] : OSPFv3 /L—7 4 > 7 KA A
YDT T AV ML — N EER L ET,

*[ARYvZ (Metric) 1: 7 74/ Fb— NEERT HIOIERTHA N vy, T77
U MEIZ 10 T, AR A B v 7 EOMIEL, 0~ 16777214 TT,

ﬂ%FUv7&4f(Mmme)y%b)/7&471(mwww—%4yﬁkx4
VNZT RREAL RENDT 7 4V~ — MIBEEM T DAY v 7 24 7 TF,
FRMRERR A7 v a id, ZA 71988V — ROSEIX 1, A 72488 — FOHET 2
<9,

[OK] %7 Vv 7 LT, —HEEERTFELET,
(WS OSPFV3 m—/ L2l S hvEHA) [Jb— F&EH (RouteSummary) > [JL— FEKD
BN (Add Route Summary) | #3R L £,

MR (Edit) 1 () 22V 09250 A7)y 7 A=a—&FHLT, L— MEKDOYEIY
Wy, av—, BT, A, BLXOEIREITS 2N TEXET,

OSPF 7ot ALz, kDL — NEKIA T v a v B ELET,

«[IPv6 7'V 7 (v 7 A& (IPv6 Prefix/Length) ]:IPv6 7L 7 4 v 7 A, H LW K v b
U—s ATV NEBNT A, BN (Add) (T &2 Y v LET, %y hU—
7 & BT HFIEIZONTIE, *y hUV—7 2L TIEIN,

s[ZA N (Cost) 1: ZOHEMNL—F DA N v T FTaR b, FE~OREB/ XAEZRE
?ét@@OﬁFwFﬁ SO LET, A7 EofFHIZ 0 ~ 16777215 T,

«[7 RARZ A X (Advertise) |: EfINL—FE2T RAZA X LET, B~ U—T FLRILA
H— REMIET5ICE, ZOF 2y IRy 7 ZAeA7ICLETd, T4 RTIE, 20
Frvl Ry 7 RIA N5 TWET,

[OK] 227V w7 LT, M MERBREXIRELET,
(B OSPFV3 1 — /L ZidEH & vE®A) [AEY > 7 (Virtual Link) 28R L, [{KEY >
7 OB (Add Virtual Link) 227 VU v 2 LT, % OSPF 70t R ZOWTKDA TV a &
RELET,
«[B7 L—#Z ID (PeerRouterID) ]: BT L—FDIPT7 FLAZERLEd, LRy
hU—2 AT Vs FEEINT B, GEM (AdD) ((TZE2Y v 27 LES, v hU—
7 EBMTBFEICOWTIE, *y hT—2Z7 2L T ZEW,

«[TTL %= U7 4 (TTL Security) ]: TTL ¥ =2V T 4 Fx v 7 E&HMILET, 2D
By T AT NOMEIE, 1 ~254 OFETY, T 7 A ME 1 TT,

OSPF %, IP ~v ¥ — 1 Al RERE (TTL) DS 255 DIFIEr v R EEEL., HET
RERLEVWVELY HIENTITLEDOA Sy FEEFELE T, IP/ry FEERET 545

Open Shortest Path First (0SPF) I}
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Open Shortest Path First (OSPF) |

B osrrazu7. - rE0. BRUREY VS OBE

ATvT12
ATy 713

FNRA ZEITILME T 2720, BHiE (1&yY) ERICLVZEEINTZ 7y O TTL
EIF2550272 0 77, 220K vy P &@ET 5/ v FOfEIZ254 L5 X H 12720 F77,
ZELEVMEIL, X7y "ORBEIT 2 AEMER S D KA vy T TRESNE T,

[Dead [l (Dead Interval) ]| : hello 7347 > R DSR2 oG B INZ KA N—DR—F DX
7 v ERT ECTORM (AL . 77 4/4 M hello MfRD 45 £ 721540 T, H%h
TREDOFPHIL 1 ~ 65535 T,

Dead fIFRI3FF 570 LK TY, ZofiE, HBOFR Yy MU =27 ITHH SN TNDHT T
DNV—=ZRBEIRT 7 AP —=""=TRLTHDL I LPLETT,

[Hello fif& (Hello Interval) ] : hello /37> "3A U ¥ —7 = 4 ATEEFEINH R (FPH
L) o ARNREOFFIZ 1 ~ 65535 T, 7 7 #+/L ME 10 TY,

hello Fl&IZ, hello /37 v FTT RAZ A4 XENDLH 572 LEKTT, 2O, HED
I FT—7 EOFTRTONL—ZBILOT 7 AP —N_R—TR U THLILERHY £7°,
hellofiif@a/hs< T L, MR UERENIRMIND L TORFMMPELS 2D FT2, 1
H—T 2 AAETHEREEINDNT 7 4 v 713%L 0 ET,

[FFéziEfIfE  (Retransmit Interval) |: A % —7 = A AIZET 5 HEHEBIFR O LSA P& ]
DOWEE (FPHAD) . HEERRIL, B Tnd Ry NIV —27 FOEED2HEONL—F
MOTEENLT TV MY v FBIETY, ZOfEIE, PRRENADLT U N MY » 7IEE
FOREL D, 1~65535 DFETIHRETE LT, 7741 ME5TT,

=B PNHHEDAXAN—IZLSA ZEET D56, V— X RIS EA v —V a2 ET
HETEDLSA ZIRFFLET, MERRINELZZE L olciGh, —H TILLSA & Fik
LET, ZOMTEZDICRETLI2HLENRHY T, £ Lans, RELRFEENRE
THAREMERH Y £3, U T ERRB I OMAEY > 7 O5E1E, HERKE T 20N
HYET,

[R5 4E (Transmit Delay) ]: A > ¥ —7 = A A ETLSA /X7y M EEET D7D
BEHEE SN AHE (BHAD . Pe Xl b REWEHMELIETE L 3, A7l
L1 ~8192 CT9, 74/ E1TY,

77T — K Xy RO LSA BIROBGERFFIT, BRI Z OMEO 272y S E
T, U7 TOREERNCBIENINE SN TWARWES, LSABY 7 20 L Tafkd 5
MIIZEESNEEA, HIZ, A X —T 24 ADEEBLOVEHBEELZZE L CTEH Y LT
LHVENRHY ET, ZOREX, FEFIEEDOY 7 T EEREREZRLET,

[OK] %727 Vw7 LT, AU I REXRFELET,
[/L—% (Router) | "X—TT[fRT7F (Save) |27 Vv 7/ LTEREZRFLET,

RDRARY
OSPFv3 HlcAi DR EZFEdT £97,

J Open Shortest Path First (OSPF)



I Open Shortest Path First (OSPF)

ospr3 BEAOEE |

OSPFv3 BECfH DEXE

FIE

ATy T

ATy T2
ATvT3

ATvT4

Secure Firewall Threat Defense /34 A%, OSPF /L —F «( v 7 & A O /L— - HEAR % |
BTEET, 12OV —FT 47 FatAN5 OSPFAL—TF (7 Fat A~OFEAL—
DN—IPNFRRSET, EIGRP, RIP 3L UBGP THi S#v/z/L— K%, OSPF L—7 ¢
TR RCHEATOLIIENTEET, A¥T 4 v 7 —FBIOERINLTNDL—
t, OSPF /L—F 4 7 7 o& AICHEMI T& £7°,

[T/34 R (Devices) |>[T /31 AEHE (DeviceManagement) ] Z#E&R L, Firewall Threat Defense
TNA A%t LET,

[/v—7 ¢ > 7 (Routing) ]>[OSPF] Z&ER L £,
[FFECAT (Redistribution) ] 23R L, BN (Add) 127V v 7 LET,

TUTEGIVEY, a—, AR, AL BB 5. [(fRE (EBdi) 1 (£ 2270 v
5B, A7V v LT A a—RFER, BINLET,

OSPF utv A Lic, WOBEAF Y ar ZHTELET,

«[V—A 7 u k=2l (Source Protocol) ]: b— MOHEEAFTE 2D Y —A T hanr, ¥
RA—h&Ehsd7a haud, #kigs, OSPF, #1, EIGRP, BGP T, OSPF Zi#{R L
751, [FrEAID (ProcessID) |7 4 — /L RIZ7rERXIDEZANTHMERDL D E
7, BGP Z3i&IR L7-5A 1L, [ASTE S (ASNumber) |7 1 —/L RICAS HHZIBIMT 54
ERH ET,

“[A NV y7 (Metric) ]: Bfishd— DA N w7 fl, 774/ MEZI0TT, A
REOFPAIL 0 ~ 16777214 T,

U7 /34 A ET1-20 0OSPF 71k A5 510 OSPF 7' vt ACHEA T 586, A b
U ZEEEELRNE, A RN w7 X1l o007 e a2nbiio 7ot 2~ L E9,
D7 mv A% OSPF 7B ACHEAMA T H EEIC, AN v 7EERE LRWEGEE, 7
THNV DAY w7120 TT,

s [ANY w7 ZAT MetricType) 1: A MU w7 A 71X, OSPFL—FT 47 RAA
T BRI A RXEINDT 7 F/V 8 b— MCBEERT b)) o A4 7T,
FRER AT Y 3 E, XA T 1IANRL— FOGAIEL L, XA T2V — FORAIL2 T
—gqo

«[#7 (Tag) 1: #71%32 8y b 10 #EEEAFRELET, ZOfEIX, OSPF & CixfEH
7228 ASBR [ OFE YR T & 28— o2 E U BEEMN T i E T,
MHHEE LRWEES. BGP BLOEGP 6D /L— MIZ YU E— FEHEEY AT LDOF SN
HINET, Too7 e hariconCid, TanMfERsSnEd, A27EIL0 ~
4294967295 T,

s[/b—F ¥> 7 (RouteMap) |: EETN—T 47 7a ha/VinLBEONV—T 47
70 ha~OL— DAV R—T"DT 4 NE ) T eF ey LET, ZONRTA—X

Open Shortest Path First (0SPF) I}



Open Shortest Path First (OSPF) |
B osrrzv<u— T vozomE

ERRELZWEGE, T XCTOA— MRFEEMAINET, ZOXRTA—FEHFEL, L—F
v HITRFRREINTORWEGE, b— MIA v AR—bEnFEHA, 2L, BN

MM)M+U%7Uy?LT%wa%FVyT%EWT%ifoﬁLWW%%Vyf
ZBINT 5 FMEIZONWTIE, v— b vy 7 EZSRLTEIN,

«[FmEAID (ProcessID) ]:OSPF 7mtEXID, 1 £721%2,

(GE)
FuatRAIDBENTHHE, OSPFV3 7t R |3RID OSPFv3 Fut A SiEE L1 —
k& FReAT L ET,

«[—# (Match) ]: OSPF /b — hZMlDON—T 4 7 FAAL CHEMTEHLIICLE
‘j‘o

« [N#ES (Internal) 13, FFED BT AT LONEIZH H/0— FTT,

s [SMH1 (Externall) 11X, BAV AT LAOMNTTH DA, OSPFV3IZH A 7 14—
reLTAVvFR—FENDBNL—FTT,

o [#ME2 (External2) 1i%, BEV AT AOHNETH D73, OSPFV3IZ X A 7 24—
FELTA A= bFENDNL— T,

+ [NSSA#MiF 1 (NSSA External 1) 11, BT AT LD TH DM, IPv6 Fl D NSSA
@ OSPEV3 12X A4 7 1 DN —FE L TA VAR — & H/L— FTT,

+ [NSSA#}i2 (NSSA External2) 11E. HHET AT LD TH D03, IPv6 D NSSA
D OSPFV3 IZ X A 72 DAL — R E L TA v R—FENDL— T,

ATv TS [OK]Z7 Vv 7 LT, BRAMREZRFELET,
ATYvT6 b—7 17 (Routing) | X—YT[RT7F (Save) 127V v LTEHREZRFLET,

RDARY
OSPFV3 Hr~ VU — 7L 7 ¢ v 7 ZDkE (28 ~—) TR E T,

OSPFV3 5 <1 )— L7 4 v ADEKTE
BESNEIPVG LT 4 v AL ATDNTIC—HTHL— 2T RAE AL T 5L 91T
Firewall Threat Defense /XA A Z R E CTE £97,

FIE

AT T [T/NA4 R (Devices) |>[T/\1(4 REE (DeviceManagement) ] #38&R L. Firewall Threat Defense
TNA AL RELET,
ATFv T2 Dv—F 17 (Routing) 1>[OSPFv3] Z3&R L £,

J Open Shortest Path First (OSPF)
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I Open Shortest Path First (OSPF)

ATvT3

ATy T4

ATy TH
ATv 6

OSPFv3 1 > %

FIE

ATy T

ATv T2
ATvT3

0SPR3 1 v 8 —T x4 X, Wil s&UR1—0%E [

[ —TL 7499 R (Summary Prefix) 1>[BM (Add) ] Z2R L £,

e (Bdit) 1 () 227V v 0320, A7 Vv I A=a—2EALT, ¥~V —TL 71
77\0)@@@1@\ At —, BRI, AL BLOHIBRZITO 2N TE X,

OSPF 7utv AZ Lz, ROV~ —F LT 4w I AT T ar2RELET,

s [IPv6 7'V 7 4 v 7 A/FE (IPv6Prefix/Length) |:IPv6 7'V 7 4 v I AL T VT 4 v 7 A

BDZ~ v, UARNS1O%ERNT 52, (B (Add) ](+)é>7 Uy 7 LTH LAY
NY = F TVl FEBIMLET, Ry FU—27 Z2BNT 5FIEICHOWTIE, v b
V=27 zZRLTIZEN,

o [7 RARZ A X (Advertise) | FEESNT-T VT 4 v T AL~ AT ORTIZ—FT H/L—
a7 RREALRXLET, ZOF =y IRy I A4 712358, BESNZT V7 4>
JAL A X7 =T 50— "Il S ET,

« (FFvar) [#7 (Tag) |:/v— b~y 7 CHEA ZHET 57200 match] e L
THEHTE %% J1E,

[OK] %27 Vw27 LT, v~ =TV 74 v 7 AREEREFELET,
v—7 4> 7 (Routing) | ~—I T [R{F (Save) 1227V v LTERZRIIFELET,

RDARY
OSPEV3 A X —T = A A FBiE. BIORA NRN—DFRE (29 X—) ([ZH#HLFET,

— AR, Bif. BEUVRAM/N—DEETE

VNS U THEDA V2 —7 2 A AEBFD OSPFV3 RT A—Z 2 EETCEx x4, ZnbHon
FTRA=HEVT  LHEETRTAH0LETH D 8 A0, hellointerval & deadinterval &5 A & —
T2 A ANRTA—=2L, B SNTHDHRy NT—TNOTRTONL—HFT—EH L TNDHME
BV ET, ZNOEDONRTA—ZERETLHEFT. Xy NIV —7 LOFTXTONL—FT, =
Y74 X2l —ya VDENRFE L TWRNZ EAMERL TS0,

Nexus A1 v F T OSPFv3 Rk IEWICFEET HIT1E, A0 HHN—Ca VDAL v F
(Nexus 3000, 7000, 9000 >V —R AL v F L) NdbdHZ L 2R LET,

[T/314 R (Devices) |>[T/3f AEHE (DeviceManagement) | Zi%®fR L. Firewall Threat Defense
TN AEMRELET,

[/b—7 1 > 7 (Routing) ]>[OSPFv3] &R L £,

[4123—T 4R (Interface) 1> [BMN (Add) | Z#ER L £7,

Open Shortest Path First (0SPF) I}
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Open Shortest Path First (OSPF) |

B osPrz 5Tz B BEURAA—ORE

[ (Bdit) 1227V v 7 LT T 2RETLIN, A7V v I Ama—2FHL T 7%
IR TR :t“—\ BE0 AR, fAL HIBRT D Z N TEET,

ATy T4 £ OSPFV3 7t AZHOWTC, RDOA v H—T =2 A LT aaw#dELET,

[ Z—T7 AR (nterface) |: &KET DA F—T = A X,

« [OSPEV3 Z A9 % (Enable OSPFv3) ]: OSPFv3 ZAZNZ L £,
« [OSPF 711z A (OSPF Process) ]: 1 7212 #3#IR L £,

s [=U7 (Area) ]: 27 kAN U 7 ID,

e[ AL A (Instance) ]: A v F—T A AZEINV K THZY T A AZ U A1D & fi

FELET, A Z—7 A A%, OSPFV3AZ U 7 Z 1O RAETEET, BHOA & —
T2AATRILZ Y TZ2FEHTE, ALV F—T oA ATEZ RV T A L AX A ID
PREHTE £,

ATv TS5 [FusF ¢ (Properties) | B L, 4 OSPFV3 7' BB A ZOWTKRDOA T v a VERELE

j—o

c[RBIFV 7 AT — KT FRZA XA h&T 44 (Filter Outgoing Link Status

Advertisements) ]: OSPFV3 A > # —7 = A A~DRIELSAZ 7 4 VAMBLET, T 71
VR TIEH, TRTOREBLSANA LV E—T oA AT T T 47 E3NET,

s [IMTU R—%cks & #5129 %  (Disable MTU mismatch detection) ] : DBD /37 v k3545
ENT=H4A. OSPFMTU R —Ek 2 #5012 L £, OSPFMTU A~—Eitix, &7 41
N CHEMZ 2> TVET,

[7*7 v ROHIJEK (Flood Reduction) ]: =V 7&K T3600 L1277 vT 47 L
oz, BE#ED LSA % [LSA Z#=— 7 L72\» (Do Not Age LSAs) JIZEHE L7,

OSPFLSA [X3600 70 Z L IZH T &vEd, KB/ OSPF * v hU—27 Tid, ZHuz kb
KEORERILSA 7T T 4 IR Y Tnbx ) TIZRETHHAEENRH D 97,

o [RA > NV —KA 2k £ hU—2 (Point-to-Point Network) ] : OSPF /L— k% VPN h

VAR TEETEXET, AV F— T2 RAERA L MY —FR A, T — RFy
ARNELTRETDE, ROFIBEAEH I ET,

e AU H—T 2 ANIRANR—% | DIEITERTEET,
« IA NI FECRETILENH Y £,
VT NZURKRA VN TAET 4 v V= EERTOHLERHY 7,

c NURNMBRADOSPEF A v Z—T = A4 ATFEITHTHLIESIT., Ty AN —L4
I— B RT3 EDOOSPFEZEI LA v —T =2 A A L TCETTDHZ LITTEER
Po

* OSPF XA N—%f8ETDHHIC, 7V T v~ T A F—T A AINAL 2 KT5
PVERHY F9, ZiuL, OSPF7 v 75— F2B VPN h U RV EEBTEDH X HIT
B2 TT, OSPF RA N—%BE LB TI IV N~y T oA X —T A AN

J Open Shortest Path First (OSPF)



| Open Shortest Path First (OSPF)
0SPR3 1 v 8 —T x4 X, Wil s&UR1—0%E [

A RL7=HE1%. cear local-host all =~ > RZ{#HEH L TOSPF ##ix 7 V7 L%
4, ZALT. OSPF Bi#ff% % VPN b U RV TN TE A L 91070 £9°,

[ — K%y A K (Broadcast) |: A VX —T 2 A ANT B —RFX ¥ AN L H—T A

ATHHZEERELET, 774NV EMTEH, 41— Xy P U F—T oA ADFEIFTZ
DF 2y IRy 7 AINF NI o>TWET, TOF =2y IRy I A EFT7I2TD5E, A~
H—T 2 A%RA Y N =R,V FDOIFETE— Ry A A X —T 24 AL LTHE
L7zZlicEd, f v F—T 2 ZAEKRA LV NV —FRA 2 FOIETa—FREy 2 L&
LTIRETDHE, OSPF/L— % VPN b RURRH TEETEET,

e[ZAL (Cost) ]: A X —T A ATy hERETHIANEEELET, 0%
EDHIMEDFIAIL 0~ 255 T, T 74/ MEIXI T, ZORETICOZANTSH L,
WY TRV —ZBIRENL—F o720 FRENLV—Z DNy 7T v 7Tz LE
T, ZOREIX, ALY —FRA L DI ET o —RF vy AP X —T oA AL LT
EINTNEA L Z—T oA ATFEH I ER A,

2ODN—FNFRy NT—=T I8 L CWADGEA, MENEELNL—ZIZRAH)ELET,
= BB D ENT S, AREEN—F T2 0 £3, V—ZEBIRNEA N E UHEA T,
=% 1D WNEWENFRENL—Z I £97,

o« [EESENEAL (Priority) ]: % v NU—27 OREN—F EZRELET, HRRMEOFHIL 0 ~
255 T,

s [Dead fiIf@ (Dead Interval) ] : hello 7347~ M BFER INRWIGEIZ, V—FRFX T Lz
ERAN=DHWTT 5 TORFBEE (WAL . ZoMEiEry NUV—7 EOFTXTO
J— RTRICIZTZ2HENRSH D 9, HO®PEIL, 1~ 65535 TT,

* [Hellofl&@ (Hello Interval) ] : A 73— & OBHZEIR DN, S D RICV—F N EFET 5

OSPF /7 v NEIOIE (B¥AL) . W—T 4 VT THNAANT IT 4 TIP3 A N—% R
3% & hello 7 > MERRIZA—V o 7 RlE CHE S U7 R 2> 5 Hello @ T E &
NIZRFRICAE SV ET, A EORMAIE, 1 ~ 65535 T,

o [F={EH0E (Retransmit Interval) |: A > ¥ —7 =4 RZET 2 RO LSA H4EM

DR (BPEAL) . Bty NU—2 FOEED 2 BEON—Z [ THE S H1EERIE X
DREMECTDZHERDHY T, BRMEOFEMAIX, 1~ 65535 T3, 774V M
5TT,

o [BR5RAE (TransmitDelay) |: A V¥ —7 = A A LTU V7 A7 — NEH /7 v M EEE
T2 PAEREM (PEAL) . AR EOFMAIL, 1~ 65535 B Cd, 774/ MEX 1 BT
j_o

ATFwT6 [OK]%Z27Vvwr LT, 7uxs o REEHRHFLET,
ATy F1  [FE (Authentication) ]Z3EIN L. 4 OSPFv3 70t AZHOWTHKRDA TV a v 2R ELET,
«[ZA T (Type) ]: Bk XA 7, EHFHERA T v a id, [=V 7T (Area) |, [f ¥ —

7 x4 A (Interface) ], [72L (None) ] T¥, [/eL (None) |47 a v ZiEINT S L,
FREDM TN ER A,

Open Shortest Path First (0SPF) I}



Open Shortest Path First (OSPF) |
B osPrz 5Tz B BEURAA—ORE

[BX 2 VT 4 RNT A=K AT v 7 A (Security Parameters Index) ] : 256 ~ 4294967295
DO, #ATELLT[A > Z—7 =A% (Interface) | ZHIR LTS, ZOF T a2
X E LET,

« [#%FF (Authentication) | : FBFET /LT Y X LD HZ A 7, YR— F S5, [SHA-1] ¥
LOMD5] T, #A4 7L LT[A v F—7 AR (Interface) | 23R L7-5A. 2O
TFrarERELET,

o [i2FEx— (Authentication Key) ]: MD5 iEZ AT 254, F—0OFE 3L 32H1D 16 i
¥ (16 34 F) THAHLENRHY 1, SHA-1 ZiAr 2 HT 2548, F—0FE S 4047
D16 2051 8 THLHAIVENRHY T,

o [MAEXF—ZHF 5 k9% (Encrypt Authentication Key) ] : iZiEF— DK 5L AN L
7,

s (B3t Z2 &5 (Include Encryption) | : Kb 2 A LET,

o 5 b7 v =Y XL (Encryption Algorithm) | : 5L 7 v T U X LD X A7, HR—k
SNDHMEIXDES T¥, XAy FUIEHKSLESNETA, [5kEED 2 (Include
Encryption) | Z N L7-5E., ZOF 7 a v aRELET,

o [K551t%— (EncryptionKey) ]: H5¥—Z AN LET, [EELEZEHD (Include
Encryption) | Z RN L7-GEG., ZOF 7 a v aRELET,

o [F—%K; BT D (EncryptKey) ]: ¥—%Bs{b T2 oL ET,

ATv7T8 [OK]%#7Vvr LT, R EERTFLET,
ATFvF9  [FA3— (Neighbor) 1ZER L. B (Add) 1227V v 27 LT, %4 0OSPFv3 7' 2t A|ZoW
TRDA TV a v wFHELET,
[V 7 m—A 7 KL A (Link Local Address) ]: A¥ 7 v 7 A /N—DIPv6 7 KL
X o

c[ZA L (Cost) 1: A PREAMILET, 7 XA XFTDH5GAEIE, [2 A (Cost) ]
74—V RIZIANEANIL, [BIEV 7 AT —KT RNZA XA N7 4% (Filter
Outgoing Link State Advertisements) | #4112 L E 7,

s (AFvay) [RA—U 7R (Polllnterval) ]: &~"—V MR EAINZ LET, B
JIERE  (Priority) ] L-~bk [R—VU > 7@ (Poll Interval) ] (FPHAL) AN L ET,

ATy 710 [EM (Add) 1227V v 7 LT, FA—&BIMLET,
ATy TN [0K] 227 Vw7 LT, £ F—T A ABREERIFLET,

J Open Shortest Path First (OSPF)



I Open Shortest Path First (OSPF)
osPr3 7057« 0Bt

OSPR3 ST O/ T 1« DERTE
[FE 7 v /37 ¢ (Advanced Properties) [ &M T2 &, syslog A vE—T4RK, 7RI =

Me—F 4T N—h"F g RE A, Ny T OSPFVINL—FT 47 LSAZA~—, 7L —
ATNVYAH = DA Ty a vV ERETEET,

JL—RIILYARE—Fk

Firewall Threat Defense 7 /N4 A TiL, BEHODOBEERNARET L2 ENHV 4, ZhiC
KV, ALy F T T Ty N7 —bR WTA#/b%L’%%%ﬁzé:&ﬁ%of@
72 £¥ A, Non-StopForwarding (NSF) #EETIZ, V—TFT ¢ > 7 v ha/ViEF®REET
LCWa Rz, BEEDOL— h~DT — &%é#ﬁﬁéhi#o_@% X, A7 ¥ a—
WHEY NVA YT =T Ty 77— RRdbseEIEMNTT, ZL—2X71 U X
% — K (RFC5187) =ML T, OSPFV3 LT/ L—RA 7L U RAZ— hEHRETETET,

GE) NSFHfEIZHAT—R&EIZTRFZY 7 THEMYDBET,

NSF 7' L—RA 7 )L J A% — MEREDORREIZIT, HEEEDRRE & NSF %t & 7213 NSF #8:#% &
LTCOTNRAADEEE NI 2DODAT v T RFENE T, NSFXILT /3o AL, FA 73—
WKL THMBEBDOVAX =TI T 4 €7 4 2R 2 ENTE, NSF BT A AT xrA
NP Y A= YR =" TDHIENTEET,

FRA 2L, WL ODDEMEITIS U T, NSEF XS EZIINSF @ik L TRETEET,

o TS AL, BUEDT NA ZADF— RIZBRZR< NSFEEFRT XA AL L TRETE
F7,

o TNA A% NSF ®Iin & LTCHRET DI, T3 AL T = — A — " —F 72 g AR
> K EtherChannel (1L2) 7 7 A% E— RKOWTNNTHALENH Y 47,

« 7/3A A Z NSF a8k £ 721X NSF 6l 5121, MEIZS U T opaque UV > 7 AT —
b7 RREAL XA (LSA) /Y7 m—din 7 F U7 (LLS) 7wy 7 O
REZM > TRETHLERDH Y £7,

FIRr

ATYF1  [T/INA R (Devices) |>[T/31 REHE (DeviceManagement) ] Z 4R L, Firewall Threat Defense
TN, 2 ufmELET,
ATvT2 MFT4J7(RMm@]>D$Hﬂ>h1 (Advanced) | &R L £,

ATvF3 [JL—XID (RouterID) ] . [HE) (Automatic) | £7/2IL[IPT KL A (IP Address) ] (37 7
A B LA/ R EtherChannel E— KDV T A X DGEIZER) £ [7 T AX T—)L
(Cluster Pool) 1 ({HBIA > X —T = A ZAE— RD Y T AXDGHEIZER) Z&EIRLET, [IP
7 KL A (IP address) ] Z#3R354850%, [IP7 KL A (IP Address) ] 7 4 —/L NIZ IPv6 7
KL 2B AN LET, [7 T AZ T —/L (Cluster Pool) | Z@EIR L7=H/IL, [7 T AZ T —L

Open Shortest Path First (0SPF) I}



Open Shortest Path First (OSPF) |
B osrrat@Toss comE

(ClusterPool) | Fe v 7% 77 4 — )L RTIPV6 7 T AX T—)VEEBIRLET, 7T AH
T =T RUADERKIZOWTIL, 7 KL A T — L 2SR LT ES0,

ATY T4 N— FBRYR—F SR TWRWVLSA ¥ A 7 6 Multicast OSPF (MOSPF) /X% v h&%(57 %%
AT syslog A v — &9 5 121%, [LSA MOSPF % #41 (Ignore LSA MOSPF) ] = v 7
Ry 7 At LET,

ATy 7T5  [—#% (General) | ZIRL, KDOXIICHELET,

o [BEREEATR DA (Adjacency Changes) | : syslog A vt — U085 S5 BEERBMR DA T
NEZERZLET,

T 7 4V N TIL, OSPF 1A N—=37 » FIRIEE 72 1L X U RBEIC/2 572 & 1T, syslog
Ay B—=UNERIINNET, OSPF XA N—RNH T LIzk &l syslog A vE—T%E[GF
THEON—FERETHZ LD, RET L TsyslogZ it ZFT2LIICHRETHZELT
TET,

o [BEHZBIFR DZE T (Adjacency Changes) ] : OSPF RA /S— 3 fid) & 72 (35 ik L7z & &
|2, Firewall Threat Defense 7 /3 A A2 X 5 Tsyslog A v E—VREEFEIND L OITR
DET, TOREZ. T 74NV P TEHAAZRS>THET,

s [fEZ & 5 (Include Details) |: 1A /N—N7 v AREE 21T X U RBEIZ R - 72
X TRL, REOEE NI LT L X2 % Firewall Threat Defense 7 /34 Z |2
Lo Tsyslog A vE—UBEEFEIND LIV EST, T 74/ FTIEL, ZOHET
A7l TVET,

[7 RI=AFL—FT 47 )b— |k T 4 AX A (Administrative Route Distances) ]: =V 7
M, =UT7HN, BEOSHIPV6 L— DT RI =AML —T 4T )b—F T L AXLAD
REHERAEINT-REEEFTTEET, TRI=ZAML—T 4T b—h T4 AZX AT
1 ~ 254 OFEFLTT, 77 4/ ML 110 TT,

[7 7 4V MEMODOIE(E  (Default Information Originate) | : 7 7 4 /L k DA /L— k & OSPFv3
W%?4VfF}4V7$W¢é7mwﬁ@m(&%M]%Iy&ﬁy&z%ﬁyﬂb
T, ROFT T a v 2RELET,

o [FIZT RARZ A XF 2% (Always Advertise) |: 7 7 4/V N b— EBFIET D72 E 9 0
Wb BT, FIZT RAZ A XLET,

o [APVU s (Metric) 1: T 748 M— b EERTDHEDIERTEA NI v 7,
e A Y v ZfEOHPHIX. 0~ 16777214 T%, 57 /L MEIZ 10 TT,

[A RNV wZ HAT (Metric Type) ]: OSPFV3 b—TF 4 > 7 RAAL UNZT RARX AR
ENDHT T 4V Fb— MBI SR v XA T, BRhiEEl (X4
1 DI — ) BEOR2 (XA 7208 8V— 1) TF, T 74/ MIZA T 254
Hr—hTY,

b= hr=v 7 (RouteMap) ]:/b— b~y N2 TWEEGEIZT 7 4L hb—

NEERT BA—F 4 v 7 T a2 RIRT 50, DEM (Add) (T 227V w27 L
T, HLWL—F 47 7at2E2BMLET, FTLWWL—F v 7F5BMNT 51
F. b— b vy FEBBLT S,

J Open Shortest Path First (OSPF)
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I Open Shortest Path First (OSPF)

ATvT6
ATy T17

ATvT8
ATvT9

ATy 710

osPr3 7057« 0Bt

[OK] %227 Vw27 LT, X ELRTLET,
[Ny T A B —7 A A (Passive Interfaces) | ZiBIN L T, [FEHAMHERA V F—T =1 R
(Available Interfaces) ] U A b/ 532 27 OSPEV3 V—T 4 LV TR BN HA X —T =
A AL, B (Add) 127V v 7 LTHRIRLIZA ¥ —7 =1 A (Selected Interfaces) ]
YANMZINGEZBH#LET,
Ry T —F 4 7%, OSPFV3L—F ( LV TIERDOT RAZ A XA NOHIEICEZ Th
D, £ F—T A ATD OSPFV3 L —F v T HEHDOEZE BN LET,
[OK] %27 U7 LT Ry T Ao F—T 2 ARTEERELET,
[# A ~— (Timer) | 2R L, KD LSA_X— 7 & SPF At L A ~—%ZHELET,
« [B17 (Arrival) ]: 1A N— ORI T SR — LSA OREZEMEE X UL CHRE L
F9, BRRFMIL 0 ~ 6000,000 X UTY, 7744 ME 1000 2 VT,

[77 v K= (FloodPacing) |: 77 w7 47 Fa—NOD LSA BEFFIC~—
VU SN DR ZRE LET (R UBHEA) , RETE HHIPHILZS~100 I UM T
T T 74V MEZ, 33 IV TT,

[ N—T~—3 7 (GroupPacing) ]: LSAZ 7 N—TFIZELDTCI 7y va, Tz
IV LEE, ==Y 7T LRRAE DAL CIEE LE T, AR MEOHFAIL 10 ~ 1800 T
T, 7 74V MEIE 240 TT,

[FiEE 23— 7 (RetransmissionPacing) ] : FFiE{E % = —PND LSA 32— R X415 HEfH]
ZI UMM THEELET, RETE 2#PMHITS~200 T UBTY, 7740 MAlx 66
TUBTY,

[LSA A kL (LSA Throttle) ]: LSA DRHIDA N Lo A& BT HBIE 246 E L %
T (RUBEA) . 7740 MEZ, 0 VB TY, R/IMEIE, R U LSA 257 2 &/
BIEA I U BHAMTIHRELET, 774/ MaX, 5000 XY TY, mKAMEIE, FTLSA
BIEET DRNEIEEZ I UM TIRELE T, 77 4/0 MEIX, 5000 2 VT,

GE)

LSAAw v U 7Tk, /R FE I3 KRN BR NI4T L ADE L Y B/ S0
Yy, OSPEV3 S HENIZERM DA L o AMEIEIE L E T, FERIC, BE S BT
D/ NEIEL U /NS W4, OSPFV3 28 BB R/ NEEEIZEIE L E9,

[SPF 211 v kL (SPF Throttle) ]: SPF #HRDOEH 225+ 5Bk X V) AL TIHRE L
F9, T 740 MEIX, 5000 X UBTY, FIMEIL, &E#E 2 FEFHO SPF EHEOMDE
e X UL CTIEELE T, 7 74 /L MElX, 10000 X UVF T, HKfEIZ, SPFFHE
DI KPS Z I VBB CIRELE T, 7 7 4/V M, 10000 X UV TT,

GE)

SPF AT v b 7Tk, Hm/EMEZ IR RKERNRIOLT I L ADE LD /S0
. OSPEV3 S HENNC MDA I L o AMEIEIE LE T, FRIC, BT S kBIE
D /NBIE LV b/ WS OSPFV3 728 H BFIC i/ MBIEEICETE L E T,

[OK]%Z7 Vw27 LTLSA ¥ A4 ~—&EEMRITFLET,

Open Shortest Path First (0SPF) I}



B osrroEE

ATvIN

ATvT12

ATy 713

2Ty 14
ATv 715

Open Shortest Path First (OSPF) |

[/ ARy T 75 T—F 47 (NonStopForwarding) ]ZER L, [/ L—AT7 /LY XX — |
AN R—EBFMZT 5 (Enable graceful-restart helper) | F = v 7Ry 7 A& 4N LET, I
DF =y IRy 7 AF, T 74N TR AATR>TOET, NSFEik7 A AT L—RA7
VY AZ— | SR —F— REENZT LT, ZOF =y IRy 7 RAEF7IZLET,
(Vo7 AT =K 7 RNZA XA NEHNTT 5 (Enable link state advertisement) ] F = v 7
Ry I Red AT LT, BRI AT—RT RREALA XA N F 2y I BN LET,

HNZTHE, BFRENLN—ZIZTT T 4 7 SNDARENENRH D LSA ~DEFENRHDH Z &

P ENTHE, FHF7V—2A 70 VU RF— s Tab AREB I L S ICHER) L —
ZDOFEY A MICER SN LSA RS D L SN Ga, ~/S— —HZ 3L —F D
EE oA 2K TS EERLET,

[FL—Z TN JRE—FEFNITD (RN R FRABEIET 2 — A —R—RNRES
NTWBIEAIEM)  (Enable graceful-restart (Use when Spanned Cluster or Failover Configured)) ]
EAUCLT, =270 UAS — Milia B TAT LR, fiE 1 ~ 1800 T3,
774V MEIZ 120 BT, 30 BARmOBEBMETIZ, ZL—AT7 U AZ— FH L
\i—g—o

[OK] %27 Vw7 LT L—27)L ) 24— " REERGFELET,

V=7 47 (Routing) | —I T [frfF (Save) 127 VU v 7 LTERZRFLET,

OSPF OO /& FE

% 1: 0SPF DHEHEBE

taE

=/ =/
Firewall Firewall

Management | Threat
Center Defense | Z¥#

OSPFv2 BL V3 I
%4 % BFD ¥4~ — b

7.4 7.4 OSPFV2 3 XN OSPFV3 A ' #—7 = A AT BFD 288N T& £,
PO/ AT Sz
+ [EXE (Configuration) 1> [T/N Rt 7 v 7 (Device
Setup) 1>[IL—T 1 >4 (Routing) ]>[OSPFv2]
« [B%E (Configuration) ]>[T/8 Rty b7 v 7 (Device
Setup) 1>[IL—TFT 1 >% (Routing) ]>[OSPFv3]

J Open Shortest Path First (OSPF)
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CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



