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TAR=Va UV BEZDHZ L EH 0 A, 7272, 37Xy MZIGMP OX—V g >
1 DFRANENR=V a2 2DOFRAMNCRESEDZEHHEETT, IGMP X—V a3 v 2 %
F4T L TV 5 Firewall Threat Defense 7 /34 A%, IGMP /X— 5 > 1 DR A SBTFEL T
HIEFICEEL 7,

[ =V — A %=L (Query Interval) |: F8E L7c/—F 25 IGMP R A 7 =) —
A= UNEE SN DA ORI, fEE TE SEMIL 1 ~ 3600 T, 77 4V
ki 125 T,

GE)

BEINEZAA LT DU MEAOEM 2 F1E L Tt . Firewall Threat Defense 7 /34 A3 A
B =Tz A A LTI Y = Ay =V RITERDPSTZIGEIL. TOT A ZARIEE
W=D, V) — Ay E—VOEEERIGLET,

[J5& e (Response Time) ] : Firewall Threat Defense 7 /NA A T 27 /L— 7" MHIER S 712 il
OB ORFRIRIE, f8ETE 2HMIL 1 ~25 T, 774/ MME10 TY,

Firewall Threat Defense 7 /N A AN Z OFFEIANICHA A b 7 =) —DInEZZE Lo -8
G, IN—THHIEELET,

[Z v—7HIBR (Group Limit) ]: A > X —7 =A A L TMATHHAKRA b, HEETE
DHHEPHIL 1 ~ 500 TF, 7 74 /L X500 TH,

IGMP A > N— TS DORER D IGMP IREEDHIL, A o X —T = A AZ LIZHIRT 5
TN TEET, RESNT-EBEZEB LA A=y THEITIGMP F v v ¥ 2 IZA
NENT, BBLESDA L AR—= y THED T 7 4 v 7 FREENEE A,

B <175 vxtb



| wLF7Frzt

ATy TH

IGMP 7 £ R J L — T DERE .

[V —ZA LT 7 (QueryTimeout) |: FPHAL ORI T, AIO YU 7 = AZNY 7 =&

2L L TOMEZEIEL T 6 Z ORI RIET 5 & Z @ Firewall Threat Defense 7 /3 A
ANEDA L BZ—=T 2 A ADY 7 ZRAZOEFNZH| S E T, FHETE 2HPHIL 60 ~
300 T¥, T 7 AV ME 255 T,

[OK] %227V w7 LT, IGMP 711 ks 2 LR 2 R AF L %4,

IGMP 7V R T IIL—TDETE

FIE

ATy T

ATy T2

ATvT3

ATvT4

TR arybto— VA EFHLT, S VFXXY A TNV —T~DT 7B ZAEZHI T
i‘j‘o

[T/84 X (Devices) 1>[T/3f RAEHE (DeviceManagement) ] %Z#4R L. Firewall Threat Defense
T AL LET,

V=T 4> 7 (Routing) |>[~¥/VFF+ A ~L—7F 17 (MulticastRouting) ]>[7 7 A7
JL—7" (Access Group) | ZEEIRLET, > >

[7 27 '8AZ—7 (Access Group) | T. [EN (Add) | E72IT[#E (Edit) 1227V 7 LE
D

[IGMP 7 7 £ A 7' )V—"7" /35 x—X& %58/ (Add IGMP Access Group parameters) |4 A 7 2
Ry 7 ZEFERALT, HILWIGMP T 7 B AT N—T % T 7 ¥ AT N—T T =T VB L E
T BEFEONRT A—=REETTH551%, [IGMP 77 8 A ZV—7 R X —% %fHtk (Edit
IGMP Access Group parameters) | %A 7227 HR v 7 A&EH L ET,

WKDOAT > a v EFELET,

a) [ ¥ —7xA4 A (Interface) | Fa vy 77X 7 U R Npb, 7 278A7 VL —7 3]
FTonoA v Z =T = AR L ET, MEOT 7R IN—TEfRELTNDH L&
X, B L H—T o AFEETEXEHA,

by KOWTNNEZ Vv LET,

s [fEHeT /2 AU A b (Standard Access List) ]: [IE#7 7 & A2 Y & | (Standard Access
List) 1 KRy 7472 U2 b bEE ACL Z@IRT 575, GEN (Add) 1(T) &2
U w7 UTH LUVERE ACL ZERK L 97, FIHICOWTIE, FAEACL AT V=7 |k
DREESHLTIIEIN,

s [(JEEET 72 AU A~ (Extended Access List) ]: [#E3E7 27 AU A | (Extended Access
List) | Ry 77X U X b, JEiE ACL Z3IRT 570, £721X B (Add) ]

)22V v 7 LTH LVMER ACL 2B L £+, FIEIC WL, #53E ACL 47
Vs FOBEEBBL TS,
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ILFErAL |

B ovwezs5(9s s—TomE

ATy TH

[OK] 227 Vv 27 LT, 727 8RAITN—THER ARG LET,

IGMP X 2T 4 v9 JIL—TDEKFE

FIE

ATy T

ATy T2

ATvT3

ATy T4

TN—T AVNR—=INTN—T DA NR—2 T UR— NTERPoTY, Xy FT—7 &
TAL NZTN—=TDAN=DPFELIRWIGETH, TOINV—T DO LF Xy AL M7
T4 T HEDXY NT—T7 87 A MIEELRITNUEIRL2NZERHVET, 20 X5
RIN—TDVNT XX AN NI T4 v I BZDET A MIEFETDHITIE, AXT 4 v 7
AL IGMP ZV—7 %2R ELET, ZDOHEDEA . Firewall Threat Defense 7 /3 A A3/ %
Ty NEOLDOEZEET, BREETEFEITLET, TORD, AL v F U 70N EHIcFH i S
NEF, BEA X —T7 oA AZIGMPF ¥ v Va2 NICFELE TR, 2O H—T oA A
I~V FXRY AN TN —=TDA L NR—=TEH D XA,

[T/31 R (Devices) 1>[T/\1 REHE (DeviceManagement) | 2384k L, Firewall Threat Defense
TR AZRELET,

IL—TFT 4 >4 (Routing) 1>[YILFFvX IL—T 4« >4 (Multicast Routing) | >[IGMP]
IRIL E77,

[(AZT v 7 7 N—7 (Static Group) ] T, [EBIN (Add) ] £721% [#RE (Edit) 127 U > 7
LET,

AT oA R LTINTHXY AN T N—TERAET 4 v 7280 Y THLAEIE, [IGMP
ABT 47 TN—T T A—2 DB (AddIGMP Static Group parameters) | %A 7 2 77K v
I ARBHALET, BIEOALT 4 v 7 ZTA—FOEY Y TEERTLHA1L, [IGMP A ¥

T AT TN—T RT A= DfEHE (Edit IGMP Static Group parameters) | XA 7 2 7K v 7

AEMHLET,

G¥)

IGMP ) 7 N—T %925 &, PIMIZAE L ERIZ T T 77— A4 > b (RP) mFIZ&M
FREZEFETEXET, 27 L, 20avwr ROT77A T U+—UE, a~vr FBREHEINASA
VE—T A Z O PIMAAFE/NL—F (DR) THDHI EREMLETT,

WX T arEBRELET,

c[fF—T7 x4 A (Interface) | KRy THX TV R RNL, vAVTFXXY AN V—T%
B Y THA v —T oA AZBIRLET, BEfFO= M) ZfREL TN DL E &
%, EIIEETCEERE A,

s [¥ATFTF ¥ A KMZL—7 (Multicast Groups) | KRy 77X T UXRnb, f V¥ —T x

£ AEEY ETHCNTF L A I A—TERRT 570, BN (AdD) 1) %27V vs
LTHLOWALT XY A NI A—T 2B LET, FIRIZ OV TIX, Creating Network
Objects ZZ ML T 7230,
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| wLF7Frzt

iemp s L—ToizE [

ATFYFTE [OK] 227 Vw7 LT, AT 47 TN—TREEHRGFELET,

IGMP =% )L—

TDEHRTE

A B —=T 2 A ANV TF XX AN T N—=T DAL= LTRETEET, v LVFF¥ X b
T N—7IZMAT 5 X 5 I Firewall Threat Defense 7 /3 A&/ ETH E, Ty 7T A MY —A4
N—BIIEDTN—TDNFXx AN N—T 47 T—TNUEREMRF LT, 207 L—
THET I T AT DN AERFFLET,

N

GE)

IGMP A X7 (w7 TN—T0OFE (12X—=) BB L T, FEDODITNV—T DT FHx
ANy NEFFEDA VH—T = A ANTRET DB DN H H85512, Firewall Threat Defense
FTRAANEFDONRT  NeZF DT NV—TDO—H & L TZTTAZENRWEDICT 5 )EE

FIE

ATy T

ATy T2

ATvT3

ATy T4

R LTS 7EE VY,

[T/31 X (Devices) 1>[T/31 REHE (DeviceManagement) | Z iR L, Firewall Threat Defense
TNA R ERRELET,

[V—7 4> 7 (Routing) ]>[<v/VTF+x A ML—7 47 (Multicast Routing) ]>[IGMP] % &
RLES, > >

(B 27 v—=7" (Join Group) ] T. [EM (Add) 1 F7-id [(fRE (BEdit) 1227V v 7 LET,

Firewall Threat Defense 7 /31 A& v /L FF v A K F—T" DA L N—|ZRET H561E. [IGMP
BINT N—"T XF X—4 DiBHN (Add IGMP Join Group parameters) | Z A 7 & 77K v 7 A %&A{#
HALET, BEFONT A= EERTT H551L. IGMP ST L—7" /37 2 —42 Oftk (Bdit
IGMP Join Group parameters) | %A 7 27 KRy 7 AZMHLET,

GE)

IGMPZ M N—T % T 25 &, PIMIZEELERIZT T 7 =384 b (RP) [ANFIZ&M
HERAEETEXFET, 27 L, Z0a~vwr FOT7 7 AT U+—E, a~vr FREHAINSA
VE—T A Z O PIMAAFENL—F (DR) THDHI EREMHETT,

WDOFAT g r BRELET,

(A HF—T7 x4 A (Interface) | KRy T X T VR RNL, wVFXFXY A NI L—TD
AUN—ZT DA H—T 2 A AZTIRLET, BFOZ P ZREL TS & XX
HIZEFETEETA,

s [BIMZN—7" (JoinGroup) ] Rr vy 7 X7 URARNNPL, A —T A A%EID YT
BYNTF XY A RNTN—TEEIRT D, [FT7A Plus) 227V v 7 LT, HrLn=r
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ILFErAL |
B rmisseons

FX¥y A NI NV—TE2ERLET, FIEIZOWTIL, Creating Network Objects & 2 L C
<TEEW,

PIM #£HED EX TE

N—FIZPIMEZFEHL T, ~VFXXY AN XAT VT LERETDH-OIF LI DIRET —
TN T HEEF L E4, Secure Firewall Threat Defense 7 /31 A T~/ F X ¥ A M —TFT 4 VT 5 FH
T HE, PIMBEIUIGMP BT _XTDA U H—T = ATHERNZA N2 £7,

)

GE)  PIM I, PAT TiZVAR—rENFEHA, PIM 72 b /L IR— &R, PAT IZAR— k
PHEATAH T b a izt L COREELET,

TR AREED PIM BREZAT 9 FIEIZHOWTERBI L £ T,
FIE

ZFvF1 PIM 7 khaloiE (14 2—)
ATFYw T2 PIM RAN— T 4 AHDOHEE (15—) |
RTw T3 PIM WG RA N— 7 4 L ZORE (16 %—2)
ATy T4 PIM T T 7 — B hoiE (185—) |
AFwTE PIM/L—Fk VU —DRE (19 2—) |
ATYT6 PIM YUV TA R 74 VEDFE (20 3—2)
RFvTT wAFEx R NERT A LZORE (23 <—) |

PIM 20O FIJLDETE
PIM L, ¥sEDA v ¥ —T = A ATHENEZIFEINIT D N TEET,

KFENL—H (DR) DT TAF VT 4 H#FHETHIEHTEET, DRIL, PIM BFk A vt —
V. PIMIIAA v =Y BIOXT V== Ayt —VDRP ~DOEEZHY LET, 15
DFy NI =7 8T Ay MIEBOLT XY A MN—F BB L5551, DR 744V T ¢
WCHESW T DR BNEIRSNE T, BEOT A ADDR T4 4 VT 4 N5 LWEGE, kBT
DIPT RLVAZFFOT/NA ZANRDRIZZ2Y 3, 7 74/ b Tid, Firewall Threat Defense 7 /X
AADDR FTAF VT 411 TT,

N—4& 7 A ytE—F, PIMDR O&EFUCHEAHINET, PIMDRIZ, Wv—& 7l A v
T—UEFELET, TIANIRTIE, —F 7] A vb—V30 BB TEEINE
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PIM A /N\— T 4 LR DHRFE .

I, IHIZ, 60 Z LT, Firewall Threat Defense 7 /34 ZZPIMIIA X v E—U B IO L—
=T Ave—UEREELET,

FIE

AT T [TNA4 R (Devices) |>[T/\14 RAEIE (DeviceManagement) ] #3&R L. Firewall Threat Defense
TNA A% mELET,

RT9 T2 [Ib—T4>% (Routing) ]>[IILFFv X MIL—T 4 >4 (Multicast Routing) ]>[PIM] %
WL ET,

AT w73 [Protocol] T. [Add] £/ [Edit] 2 U v 7 LET,

A B =T 2 A RTH LW PIM /N7 A —F ZBINT 5551L, [PIM /37 A —Z D1 (Add
PIM parameters) | %A 7 2 VR 7 ZAEMEHLES, BEONRT A —=F 2EH T 55513,
[PIM /T A —% Ot (Edit PIM parameters) | %A 7 2 7Ry 7 2A%HL T,

ATV TE OS> arERELET,

e[ ¥ —T7xA A (Interface) |: Ky 7FX > UXRMpbH, PIM 71 ha/LasET
DbAVE—T oA ABRLET,

* [PIM ZH %023 % (Enable PIM) |: PIM Z AT HIZIE, ZDOF =y IRy 7 A%F
ZLET,

*[DR 77 A4 A4 VU7 1+ (DRPriority) ]:&RL7ZA > Z—T7 x4 ADDRDE, 7w K
FEOL—=2D5L DR7IAFT VT A BPROBREVEOBIEENLN XD ET, A%
PR OFPHIL 0 ~ 4294967294 T, T 74/ FDODDR T ITA AV T 411 T, ZDfE
Z 0ICRE LTI=8A1%. % D Firewall Threat Defense 7 /XA A A L Z—T = A ANFEE/NL—
Bl DbZ Eiddb A,

« [Hello 5]l (HelloInterval) ]: A > % —7 = A A5 PIMhello A v & — U035 &5
MikE (BHAL) , fEETE D%PMHIT 1 ~ 3600 T, 57 4+/L MM 30 TY,

(BT N—=" Rl (JoinPrune Interval) ]: A > X —7 = A A5 PIM OAIAT KX
BARXA NBIOTN—=0 T T RARZ A XX MPEE SN HRRIFFE (BHAD)
FRETX HHPHIL 10 ~ 600 T, 7 7 4/V ML 60 TY,

ATFv TS5 [OK]Z7 V7 LT, PIM7 1 FaLViREERFELET,

PIM r 1€ /N\— T 4 JLR DERTE

PIM XA N—IZTEBNL—HFDEZXNAFETT, PIMREA NI TEXBRL—FET 4T
TIBHE, WROMEEITH> ZENTEET,

e A I TWRVIL—Z N PIM A N—Z BN E 9T 5,
AT ENT- AR T L—F R PIMICEBINTEXRNE HICT 5,

| TILFFEYR .



TAFEYRE |
B rvusarsn— s ns0mE

FIE

ATYT1 [T/NA4 R (Devices) |>[T/31(4 RAEIE (DeviceManagement) ] #34R L. Firewall Threat Defense

TN, 2w LET,

ATvT2 [b—T 4% (Routing) 1>[TILFF¥RX bJL—TFT 1 2% (Multicast Routing) 1> [PIM] %
EIRLET,

RATY T3 [RA/3—7 ¢ )% (Neighbor Filter) ] T, [BM (Add) ] E72i1% [fmE (Bdit) 1227V vr L
ES

A B —T = A ZZH LWPIM A /3— 7 4 L2 2B 585413, [PIM XA N— 7 4 L4
?3BAN (Add PIM Neighbor Filter) | ZA 70 7R v 7 Z&MH L ET, BEDONRT A—Z &5
HI 2551, [PIM R A N— 7 4 L Z Ot (Edit PIM Neighbor Filter) | %A 7 7 7R v 7
2EFEHLET,

ATV TE ROF T arERELET,

s[> —T7 x4 A (Interface) | Ky T XU R R0, PIM XA /N—7 ¢ )LX %8
MTHA 2 H—T oA AR L ET,

s [JEHET 72 2 Y X b (Standard AccessList) ]: [fE#ET 7= A U 2 b (Standard Access List) ]
Ruy 7 #2050y 2 b EEACL 28 IRT 57, GEM (Add) 1(FH) %2V v 7 LTH
LUVMEREACL 2B L E3, FIEIZOWTIX, BH¥ACLA 7 V=7 FOREEZZRL T
<TEEW,

GE)
E#eT 72X YA~ = U OB (Add Standard Access List Entry) | %A 72 7R v

I AT (Allow) [#BIRTDHE, LT FXY AR TN —TF T KRRNE AL XA MIZ
DA Z =T 2 A AZBBTELLICRVES, [Try 7 (Block) | Z&ERT D &
BELEYATFXFXY AN ITN—T T RREAL XA MNIZOA H—T = A%BIET
RV ET, AV H =T 2 RAKH LTEATF T A MNEREZRET D E. A /—
TANG 2 U THFASHTORWIRY | T_XTOYAF I AL T T 4 v 7D,
AU E—=T A ZADBBMEEL SIVET,

ATv TS5 [OK]Z27 U 27 LT, PIM XA NN— T 4 VABRELRTFLET,

PIM AR A4 /18— T 4 ILZ DEKTE

PIM B %A 73— 7 4 LA (X, Designated Forwarder (DF) i®EICBIMTE 514 3— TN
A A% EFKT D ACL TT, PIM WA A N— T 4 VEBPA L Z—T = ATRES LT
RITAUT. HIRIZH Y E A, PIMBUTHAA /S— 7 4 L EPRESN TV D5HE1E. ACL
THFAIEND XA N—721F A DF @R 7 o A 2B IMTE £,
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FIE

&

ATy T2
ATy T3

ATy T4

PM %A — 74 LanEE |

MG PIM Tlit, Vv FF v A b —F TREFTHAT— MEBREZHOT Z LB TEET,
DF Z8IRTA7-0I1C, B ALY FHRNOTRTOSLF F¥ Ak JL—Z BRI E THII -
TWAMENRH D F7,

PIM M IFIH A 73— T 4 M BENIGE, £ D ACLIZ X > THF S B —21%, WIFIH
I L TCnB A INnNET, LENoT, ROZENYTITEY £9,

« R ESNTo R A N=DPHG AT — A R— L TWRWES, DF IERITIERI L EE
Ao

TG ST A N T — R AR—F LT 5856, DFERITERIWEE A

AR SNTERA N=RGAE— R R — F L TWRWEGE, DF RBIRPSETIhD ]
REMER DV £7,

[T/84 R (Devices) |>[T/\1 REH (DeviceManagement) ] #3%&R L. Firewall Threat Defense

TNA Xz LET,

[V/VFFx AR b—T 12 (Multicast Routing) ]>[PIM] %8R L £,

[ A 73—7 ¢ /L4 (Bidirectional Neighbor Filter) ] T, [EM (Add) ] F721% [fRE
(Edit) 1227 U2 LET,

PIM M5 % A 73— 7 4 )% ACL @ ACL = kU Z/ER T 2 35-& 1%, [PIM B IFE R A 73—
7 4 v DiBNI (AddPIM Bidirectional Neighbor Filter) (%4 7 v AR v 7 A& LET, BE
FED/RT A—=Z B ET LG5I, [PIMBG AR A S— 7 ¢ L% Offk  (Edit PIM Bidirectional
Neighbor Filter) | %A 7 /Ry 7 A%fMHLET,

WROF T a BB ELET,

s[4 ¥ —T7xAA (nterface) | Ke vy 7 X7 JARNNDL, PIMB G FRA N— T ()b
ZDACL=Y M) EZRETDHA L F—T oA ZA%FIRLET,

o [fE#ET 722 Y X b (Standard AccessList) ]: [HE#ET 72 A U X k (Standard Access List) ]
Riw 750U 2 kS HEYE ACL 23809 5 70, [EM (Add) 1(T)%E 2 YU v 27 LTH
LUVMEHEACL ZER L £3, FIEIZOWTIX, BH¥ACLA 7 V=7 FOKREEZZML T
TZ&EW,

GE)
[fEHT 72 A U A~ > hU@ENM (Add Standard Access List Entry) | %4 7 12 7 7R >

7 AT[FF (Allow) ] Z&IRT DL, FBE LT NS AN DR BRI 0B RAIZHMNMTE
F7, [ v (Block) [Z&INT DL, FHE LT A AIDRER 7 1€ R ZHMNT
TR0 ET,

ATvT5 [OK]Z27 Vv 27 LT, PIM BRI RAN— T 4 VEREERFELET,
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ILFErAL |

B rvs 55— %o ronE

PMS T T—HRA2 FDETE

FIE

ATy I

ATy T2

ATvT3

ATy T4

Firewall Threat Defense 7 /XA A ZHEEH DO 7V —7TDORP & U THET A L 9 ICERETHZ &N
TEET, ACLIZFRESNTWD Z /L —THHIZ L > T, PIMRP DV V—7 < v B TR
TV FT, ACLBEESIN TV RWEAIE, v/ FFv A N 7 —T7 2RO (224.0.0.0/4)
\ZZV—7ORP AN SN E T, WIFH PIM OFERIZOWTIE, <~ /L FF v & k516 PIM
4=) L TITEEN,

RP (21, KROFRIFEIEH S vET,
«[MICRP 7T RL AL, 2 EFEHTEERA,
B RPIZH LTIE, [TXTDZL—F (All Groups) ] ZfRETE £H A,

[T/34 X (Devices) |>[T /31 AEHE (DeviceManagement) ] Z#E&R L, Firewall Threat Defense
TNA A%t LET,

[IL—T 4 >4 (Routing) 1>[TYILFFx+v X IL—T 4 >4 (Multicast Routing) ]>[PIM] %
BIRLET,

[Z T 7 —&RA >k (RendezvousPoints) 1T, [BM (Add) 1 E721% [fRE (EBdit) 127V v
7 LET,

[7 77— A > (RendezvousPoints) 17 —7 /WIZH L= MY BT 2581, [7
VT T —RA 2 FOEM (AddRendezvous Point) ¥ A 71 VR 7 AEEHLET, BEFED
NI AR EERETIHERNL. [T 7 — KR4 > oL (Edit Rendezvous Point) ] %A 7
nryRy I AEFEHLET,

WOF T a v ERELET,
[Z>T T —RA 2 FDIPT KL A (Rendezvous Point IP address) | ke v 7 # w7 >U Z |k
M. RPE LTHEMT S IP 7 FLRAEZRRT 57, [EM (AdD) 1(H) %22V v s LT

LRy =747 V=7 b2fELET, FIRIZOVWTE, 2y M= 47 V=
7 FOMERESRL T &N,

s G mAEEEOMH  (Use bi-directional forwarding) | F = v 7Ry 7 A% 41245 L, i
EINTWDLIALTFF ¥ AR T A—TIRGMET— RTEELET, BGME— T,
Firewall Threat Defense 7 /3 AN /L FF v A b Xy N[5 Lo & 210, HEERS
NIz A R—=3 PIM XA N—HAFE LW AL, BMETRICTNV—=0 7 A ye—U0
EINET,

HEELIZRPEA LV H—T 2 A A EOTRTOVALFF v A NI L—TIZk L THERT S

BAIE, [TRTOAF Xy X M7 A—TFI2% L TZORPAEM TS (Usethis RP for All
Multicast Groups) 1 &7 U v 27 LE7,

[RIZHET DT A_XRTOYAFF v AN NA—TIZk L TZORPEMHT S (Use
this RP for all Multicast Groups as specified below) 1% 27 U > 27 LT, $5ED RP & & H I

B <175 vxtb


management-center-device-config-73_chapter31.pdf#nameddest=unique_629
management-center-device-config-73_chapter31.pdf#nameddest=unique_629

| wLF7Frzt

pm—t vy—nEE ]

MT2~NVFxR¥Y AT N—T%ELET, RICHERET 72 AU X | (Standard Access
List) ] K v 72w U 2 ks bIEHE ACL 238 27, LB (Add) 1(H %2V v
7 LT, HTLWVEEREACL Z{ERR L ET, FIHIZOWTIE, BMH¥EACLA 7 V=7 FOKE
B LTLIEENY,

ATy TE [OK]Z27 V7 LT, 0T 7 — KAV bREZREFELET,

PIM/)L— bk V1) —DEEE

FIE

T 74N T PIMY =7 b—21%, B LWEE TN BIRYIONT » FERE LTZ BRI,
BEANAY Y —IZMALET, ZTOFETIE, BENEMSAETH, AV Y —IThT
SDOAFIYNRRENZRZDET, TRTOVATHY A NI NV—TF3FEDO/NLTF ¥ A b
7 R UL AIZ%f LT, Firewall ThreatDefense 7 /34 A & g/ S A Y U —ITMA S50, /Y
V—%FEHTI2NERETEET,

[Multicast Groups] 7 — 7/VT? EINTWARWT =13 RENRNAY ) —=MEH I ET,
[Multicast Groups] 7 — 7 /WL, HHY U — %_”@ﬁﬁﬁ‘év/l/?"ﬂ?’vx N N —TRERINE
T T— 7wm/L)1\L#%T®%fmﬂéhiﬁ HLFHDNVF F ¥ X b T —
TIREENDT L R EER L, EOHEPOFNLRED 7 N—T"% N DI, £ DRSS
T B TN =Kk DR — V2T — TV OEHEICRE L, TO®EANO~/LF Xy A k7
J— T BRI T DA V—/L % deny XD FIZELE L £,

\)

() Z ®EEIL Shortest Path Switchover (SPT) & FFENLE T, [3:4 Y U — (Shared Tree) ]

arEEIHEATLZZEERBEIOD LET,

F 7

AT 1 [T/ R (Devices) 1>[T/ 31 REHE (DeviceManagement) ] Zi#{R L, Firewall Threat Defense

TN A ERRELET,
ATw T2 [Ib—FT4>% (Routing) |>[IILFF+vRXMIL—TFT4>% (Multicast Routing) ]>[PIM] %
BIRLF9,
ATv T3 b— 1Y U— (Route Tree) | T, /L— hY U —D/ A% HEINLET,
T RTOYNLFF ¥ A T N—F GRS Y — 2T D581%, [ SA (Shortest
Path) 1|27 U v 7 LET,
e T RTOVNTF¥ AN N—TZHEGY ) —%FEHT 2541, [3H> U — (Shared

Tree) |27V v 27 LET,

s (RICRT 7 N—7D3A> U — (Shared tree for below mentioned group) 1% 27 U v 7 LT,
[¥/VFF v A KT N—7 (Multicast Groups) |7 — 7V THEINIZ I NV—T52HE L F

TILFFEYR .
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ILFErAL |
B rmuszzroonsozE

T, WRIC [HEYET 72 AU A b (Standard Access List) | Ku v 7 Z 7 U 2 DAY

ACL 2R+ %75, B (Add) [(HZ&E 2 YU v 7 LT, # LVE%EACL 21K L £,
FIEIZHSOWTIL, EH¥EACL ATV =7 FORTEEZSHR LTI,

ATy T4 [OK]Z27 V7 LT, bV —REZRELET,

PMYUHD IR T4ILEDEKE

Firewall Threat Defense 7 /34 A3 RP & L CTEIfEL TW 5 & XL, FFED~ /LT F v A MEFE
TEBFETERVEDITHIRT D LN TEET, ZDOXIITTH L, RiFWTOREEILH RP
\Z8$k XD D% [A#E T & £9°, Firewall Threat Defense 7 /31 AR PIM &gk A v b — T %% 10T
AND VT Fx A NFETLEERTEET,

FIE

AT T [TNA4 R (Devices) |>[T/\14 RAEIE (DeviceManagement) ] #3&R L. Firewall Threat Defense
TNA Xzt LET,

AT9 T2 [b—T 4247 (Routing) ]>[IILFFvRXMIL—T 4 >4 (Multicast Routing) ]>[PIM] %
R L ET,

ATy T3 [VUZ A7 4% (RequestFilter) ] T, RP & L CE)fET % Firewall Threat Defense 7 /31 A
BB TCEDLV LT XY A MEELEERLET,

s [PIM %Gk A v&8— D7 4 v J5k . (Filter PIM register messages using:) ] Ku > 7Z w7
Y URARNNML[Z2L (None) | [727EA UAL (AccessList) [, £lT[v—F vv 7
(Route Map) ] #iEIR L £,

s Ky X YR INGL[T27EAY XN (AccessList) | &ZEIR LA 1E. JEE ACL

BRI 57, DB (AdD) 1(H) %2 Y v 7 LTH LWEEACL 2Bk L £+, FIEIC
SOWNWTIE, JEIEACL A 7V =7 FOREEZSR L TLIFEN,

GE)
EEET 72 A U A R R U OEN (Add Extended Access List Entry) |44 7 227Ky 7
AT, Ray 72U ARG [FFA] (Allow) | Z2#R LT, fEE LIz~ TFF v A b
N7 7 4 v 7 OFRE L7I=1%{5 5t % Firewall Threat Defense 7 /XA A8 GRS 5 Z & 274
HN—NVEERLET, i, [FTa v 2 (Block) | ZERL T, fiE LI~V T Xy
ARNNT T 4w 7 OWELIZFE IR T N ZARERSND Z RSV — L E2ER L E
R

«[/b—hr~ v (RouteMap) ] ZEIRL7=5E1E, [/b— b~ 7 (RouteMap) ] K v/

A ) A MBI — b~y 7 EERT 50, EM (Add) ](+)%‘:7 Uy 7 LTH LW
N— b~y 7EBERLET, FIEIZOWTX, Xy NV—7 47V =27 "OERESRL
TLTEEW,

B <175 vxtb
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| wLF7Frzt
Secure Firewall Threat Defense 7/31f ADT— r A Sy T IL—FHRE .

ATy T4 [OK] 227 V7 LT, VIVZTAN 74 NIRELRTLET,

JL ==

Secure Firewall ThreatDefense 7/N\f ADT— F X FS v T IL—R HTFE

Firewall Threat Defense 5 /XA A% BSR{EMi & L CRRIETE£9,

FIE

AT T [T/NA R (Devices) |>[T/\1(4 R EE (DeviceManagement) ] #3&{R L. Firewall Threat Defense
TN AEMRELET,

AT9 T2 [Ib—FT4>% (Routing) |>[TILFF+v X b JL—TFT 1 >4 (Multicast Routing) ]>[PIM] %
HEIRLET,

ATY T3 [7—F AT v 7 N—4 (BootstrapRouter) | T, [ZDFTD% 7 — kA T v 7 /b—H{Efl &
LT %7€ (Configure this FTD as a Candidate Bootstrap Router (C-BSR)) | F = v 7Ry 7 A%

IZLT, C-BSROFEEZ LET,
a) [ ¥ —7=AA (Interface) | Fa vy 7 XU R o5, BSRT RUARIRET S
Firewall Threat Defense 7 /34 ADA > X2 —7 = A4 AR LT, EMIZLET,

DA E—T A AFPIM EFEHLTEHEMET HLERH Y 7,

b) [/Nv i = v AZFE (Hashmasklength) 17 4 —/V FiZ, /Ny ¥ = BEMRIEOHE S5 HIIC
TN—T"T RLVALGEEL LD~V A E (RRK3R2EY M) ZANILET, Ny ¥ait
NEICTHDHTRTOINL—F1E, BICRPIZHIGLET, =& xiE. A7 EN24 DY
G IN—TT RLAORYIO224 Y NETBNERESET, 2k, o s n—
TIZHONWT 1 DORP ZHfG T Ed, FEETEXHHMAIZ0~32 T,

9) Wﬁf‘@mmw]74~wP’g%R@@®E%F%AﬁLi¢ TIAFT VT 4 BKR
TR BSRMEISESNET, TIA4 AV T AENRFELEGAIE. IPT FLARIY AL TH
H/—H2RBSR L7209, FEETE lio~wST¢077¢wkmiOT¢o

RTvT4 (A7 ay) [ZOFTDER—F—7—h AT v 7 —% L& LT#EE (Configure this FTD

as a Border Bootstrap Router (BSR)) &7 > a > T, B (Add) ] (+) 71w LT, PIM
BSR A v b=V HEZEFELRNA LV F—T = A& BIRLET,

s[> HF—T7 x4 A (Interface) | Ky 7 XU A R»nEL, PIMBSR A vE—U %65
BLAWA U E—T oA AR LET,

RP F7-1EBSRT7 RNRXZ AL XA ME, ZA4NEZ T TEINTWHWAEMIZRETHNEZ2
D@ RP [EHRAZHL N A A L TT,

*BSRZAZMET DITIE, [R—F —BSRZE%NTT 5 (EnableBorderBSR) | F = v 7R v
I AEF AT LET,

AT TE [OK]Z27 V7 LT, 7—hANT T N—FHEERITFELET,

TILFFEYR
I



TAFEYRE |
B < 7xvzxt1—romz

TILFXY A+ IL—FDETE

ABT AT INTFXY AN NV— R NERETDHE, SVTFFY AN NT T4 v =Fy
AN NTZ T4 DOOHECEET, XX, BEXTEBEOMO AT LT F v A
N—T 4 VT WY R—FENTORWEEIT, FTOMRREKE LT, 22900 LFFr A kT
A ADMITGRE b RXVEREL, vAVFFY AL Ry NE2ZO U TEELE
7

PIM % fif 4 % 554 . Firewall Threat Defense 7 /3A AlX, =% ¥ & b /X7 v M & FETITIK
BT DLELFUA L H—T = A ATy MERIETH I ERELTOET, vAF %y
AR =T 4 T B HE— R LTWRVL— R RS SR BEAR LI, =% ¢ & b S
7y NT1IOONRZREFERHL, v VTFFXr XA N7y NTRHIO 1 DO RE2FEHTH 245
nET,

ABT 4y INFFy A b— MIAT RAZ A XL HEMb SNEEA,
FIRE

ATYFT1 [T/NA4 R (Devices) |>[T/31(4 RAEIE (DeviceManagement) ] #324R L. Firewall Threat Defense
TN AxmELET,

RAT9 T2 [Ib—FT4>% (Routing) |>[TILFF+v X bIL—T 4% (Multicast Routing) ]> [T ILF
F v X ~L— bk (Multicast Routes) 1> [Bf0 (Add) ] £IX [#RE (Edit) ] Z8RL £,
Firewall Threat Defense 7 /34 A ZH LW /LFF v A b )L— R &2 BINT 2550, [V FFv
Ak Jb— FEREDIEN (Add Multicast Route Configuration) | %A 70 7R v 7 A% L ¥
o BFO~LVTF X ¥ A M — F2EET LA, [V TFHv A hb— FREOHE (Bdit
Multicast Route Configuration) | %A 7 2 7R v 7 A&HEH L ET,

RATY T3 [BEEILFRy U —7 (Source Network) | K v T X Ry 7 Ak, BFEOR Y T —7
ZRINT 57, BN (AdD) 1(H &2 Y v7 LTHLWR Yy by —2 %@L g3, FlEC
DUNTIE, Creating Network Objects 2 L T 72& 1y,
ATV T8 N NEWET LI IOA U H—T oA AEFET DL, [f ¥ —7 =4 A (Interface) | &
7V w7 LT, UTFOFT v a v ERELET,
« [EfEIEA 2 —7 =4 A (Source Interface) | KRy 77X U X MG, w/LFF v A
NNV—RNDOFEFA L Z—T =4 AZRRLET,

o [BIGA ¥ —T = A A/T A (Outputlnterface/Dense) | KR v 7 H 7 U A Mpn, b—
FAREREEIN DA X —T = AEEIR LT,

o [#5Bf (Distance) ] 7 4 —/L K2, /L FFx Ak b— bOiAZ AT LET, fRETE
ZHEPHIZ 0 ~ 255 T,

AT TS — R ZEETHEIRPFT RLAZHET HITE, [7 KA (Address) 1227V » 27 LT,
UTFOATy g a#%ELET,

B <175 vxtb
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| wLF7Frzt

ATvT6

TLFFXRMERT 4 ILEOERE .

«[RPF 7 KL A (RPF Address) | 7 4 —/LV RiZ, ¥/VFX¥ A K L—KrDIPT FLAZA
JILET,

o [FEBE (Distance) |7 4 —/L RIZ, v/ FFx A b b— FOKREEAZ 0~255 TANLET,

[OK]Z27 Vw7 LT, ~VFFX¥ AN L—HOREEHREFELET,

TILFXY A MERITAILADERTE

FIE

&

ATy T2

T RLVAZa—v 73 RUIPT FLAZFEORP NEEND FAA VBMHEILT — 4 %
RHEEZZLDRNE 11T, RAASUVERT7 4NV 2 ERZLET, Aa—E 7%, K&
RAALHADOY T2y MERSL, RAAS LV EAL VX —Fy FOROBERTEITEINET,

A HE—=T2Af ATYNLVFFY AN TN—TF T RLAOEBAa—TER T 4 VX EFET
X £9, IANA TiE, 239.0.0.0 ~239.255.255.255 D~ /L F X ¥ 2 k7 F L AN EFA o —
TTRULARAELTHEESNTVWET, ZOHHAOT NLRT, SEIERMEMTEHIND F
AAVNTHEFERHENET, 207 FLRAZZa— L TiEk, a—hLT—EBETHD &R
REANET,

WA T 5T R AOFMAIL, U ACL TERLET, RV AV BFREEND &, ~
NFFY AN T—F Xy MIBRZBZ THAY TERLI RV ET, BRI A NVZEZED
HZET, ALNAFXXY AN ITN—T TRV AZSEIEREHNAS VN THEATEE
7,

BPA a—TERTOAuto-RPHEHB L WD A v —VORE, B, 7412 ) T %
192 ENTEET, BERO ACL THE S 72 Auto-RP 47 R B D Auto-RP 7' /b— 7%
PHIEAANTZAIFR SV E T, Auto-RP 7 /L — 7R FIX, Auto-RP 7 /V—THiPHOT X TOT N
VABER ACLIZE > THAESNAHEITROBER 7 4 V2 @i T £, Sy
T RULADRHHHEEIT. IV —TRERIKN T 4 V52 ) 7 & ., Auto-RP A v B —IiEk
SILDHZ Auto-RP A v E—U b HIBRENET,

[T/31 R (Devices) 1>[T/\1 REHE (DeviceManagement) | Z38&4R L, Firewall Threat Defense
TR AZfRELET,

[Jb—F 4 >% (Routing) ]1>[IILFF+vRX b JL—F 1% (Multicast Routing) > [T ILF

Fy A RERT 4 J/LE (Multicast Boundary Filter) ] 23R L. B (Add) ] 7203 [

(Edit) 1227V 27 LEd,

[T ¥ v A MERT ¢ V%DM (Add Multicast Boundary Filter) | %A 7 27Ky 7 A%
BHLT, BILWWATFXx A NERT ANV 25T NA RTBILET, BEFONRT A —X%
EEFTDHIZE, [TV TF¥ A RERT 4 V2 O (EditMulticast Boundary Filter) 1% 4 7 &
TRy 7 AR LET,

TILFFEYR .



B <75z rmR87 1 508E

ATvT3

ATvT4

ATy TH

ATvT6

TAFEYRE |

BHAa—T v LFXXx AT RLADY LTIy A MEREZRECTEET, v LFFr R
FERIZEYD, vV FXFXY AR T—X Xy b 7a—0fREn, FAC~vLFFx AL J
N—TT RLAZBEHOEBE R AL CTHAATE L2 ET, £ F—7 = A AZx
LTvATFFY XA MERRNEZSNTWAERE, 74V F% ACLICX VRSN~ L F Xy
AN FTT 4 ITETN, T EZ—T oA AEEBLET,

[f 2 —7=AR (nterface) | Fr vy 77X X Minb, v/ FFx A NIRRT 112
ACL ZHET DA X —T oA AEBRIRLET,

[fZ=#e7 7+ 2 U A k (Standard Access List) | K12 v 7 Z 7 U X kv, 4 5% ACL

AT B0, BN (AdD) 1% 27 U v 7 TR LUMEEACL % Fik L £+, FIEICoL
Tix, BEACLA T V=7 FOREESZRLTIIESN,

BERACLICE > THESNEZ Y —ANDH D Auto-RP A v —T% 7 4 V2T 5120, [BERIC
X o TH&R &7z Auto-RP 737~ kx5 D Auto-RP 7 /L— 7 #iHEA OHIER (Remove any
Auto-RP group range announcement from the Auto-RP packets that are denied by the boundary) ] 7 = v
IRy I AT AN LET, ZOF =y IRy 7 AT AT L TW WS §3TO Auto-RP
A=l L ET,

[OK]Z27 Vv 27 LT, vVWFHXx X MERT 4 VZORELGRFLET,
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BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



