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[Generall 7 V v 7 L ¥,

[#% (General) 1T, RDOEZ v a v a2EHLET,

a) [f%E (Settings) |7 a>d[b—hr~v7 (RouteMap) | C/L— b~ T ATz
A ANEITEIRL, [OK] 227V v LET,

GE)
[V—F =7 (Route Map) | 7 « —/V RiZ, IPv4 R EICOHMA S ET,

b) [T RI=AFL—F 17— T 4 A% A (Administrative Route Distances) ] &7 3 3
VT, MBS UTCUTZEH L, [OK] 227V v LET,
« [N (External) ]:4MBBGP /L— DT FI=A ML =T 47 T 4 AZ U A% ANT)
LET, IMTAES AT A0 bFE Sn/v— I, SMBLV— T, Z 055 OfE
DOFFAIE 1 ~ 255 TT, 7 7 4/v MEIZ 20 TY,



| BGP
e |

« [N (Internal) ]: WEBBGP/L— F DT FI=A ML —T 4 7 7 4 AL A& AL
F9, e—WNVEBRVRAT AOET HLFEE I A— ML, NEL— T, T
I DEOFEFIL 1 ~ 255 T, T 74 /L MEIE 200 TT,

e[m—H/ (Local) ]: m—H/VBGP/L— FDT RI=A ML —FT 47 T 4 AFZ LA
FASILET, a—h0b— L, o7 a 2nbEEM SN TWAL—F 21T
Fy hT—=0 D, ZLOFENRy 7 RTELT, Xy hIV—7 —FFRrav R
WZEW A RENDERY U= TT, ZO5BOEOHFILL ~255 T, 77+
Jv MEIE 200 T,

c) [/v— b LR (Routes and Synchronization) | &7 & 3 > T, LEIZ U TLLF & EH
L. [OK]&7 Uv 7 LET,

s (ATFvar) [T7 4 h— FDAERL (Generate default routes) |: 7 7 4 /L kD1
WRETERET DT, 20TV arvDF=v IRy 7 A4 LET,

s (FFvay) [VWTHRy M—FDOFRy T —7 LUb)b— h~DOEL (Summarize
subnet routes into network-level routes) ] : ZDA T L a L DF v IRy 7 A% 1Z
LT, X*y hT—=2Z L bD)b— b~DH TRy bb— hOBBENEZRE L ET,
ZOF v IRy 7 AL, IPVAREICOHEH S ET,

(ATFvay) ET 7T 477N — DT K/NZ A X (Advertise inactive routes) ] :
IOFTvarDF 2y IRy I A A NI LT, =T 4 T IERS—A (RIB)
IZA VA R—= LS TWRVWL— FET RAZ A XL ET,

(7> a ) [BGPEIGPY AT AMO[FEIMI{E (Synchronize between BGP and IGP
system) | ZOF S arDF 2y IRy 7 RAEF AL T, BGP EWEHF— F U =
A 7w ban (IGP) VA7 AORORMZANCLET, BHF, L—hida—A
THDHMIGPICHFET DA ERE, BGP A B — I — 3R A N—Z— &7 K
NWEAL X LERA, ZOBREIZEY, AV AT ANOL—Z BT 782 $—
(T, BGP MDA AT AT/ — bl ATeEIC§ DAV — 2R TE 5 89
2720 E£9,

(A7 a) [IBGPOIGP~D AR (Redistribute IBGP into IGP) ]: ZDA 7'+ =
YDF =y IRy I Ak A AT LT, OSPER EOWNEY — b7 =A 71 =L (IGP)
~O iBGP DFEATZ R E L ET,

d) [ZE/AT/Nr > &5k (Forward Packets over Multiple Paths) |27 2 3 > C, ME(IZ
JIGCTCLULFEHH L, [OK] =2 U7 LET,

o (AT ar) [2XAD# (NumberofPaths) |: v—F 4 > 7T —T WA A h—)b
A2 72 Border Gateway Protocol /L — b D RKE A AT LE T, EOEHFEIZ1 ~8 T,
77 #/v MEIZ 1 TT,

o (A7 a ) [IBGP/XAD# (IBGPNumberofPaths) |: V—7 4 7T —TWiZA
VA R—)VR[RERR WA TINESAR — X — F— U =4 7 b= (IBGP) /V— DK
¥AANNLET, HoO®EMIZ1 ~8 T, S 74/ MAIX1 T,

| or
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BGP |

ATvT6 [R1F (Save) 127V w7 LET,

BGP r A /A —DETF

FIE

ATy 1
ATvT2
ATvT3
ATv74

ATvT5
ATvT6

ATy 71
ATvT8
ATvT9

ATy 710

ATvIN

m o

BGP L —# %, EH & T AN YT LR T A VLERHY ET, ZNHOET X BGP
FIAN—=EMENFE T, ZOFIEEZFEFITL T, BGPIPv4 £721% IPv6 %A N— & A R—DF&
ExEZLET,

[7 /34 248 (Device Management) | X—3C, [JL—7 ¢ 7 (Routing) %7 U7 L&
R

RAE N — 2 ST A ADEE) [AB/L—%  (Virtual Routers) | K2 747 U & ks
5. BGP Za¢ T AL —Z 2RI L 7,
[BGP] > [IPv4] % 7-1% [IPv6] & 4R L £,
[Neighbor] 7 U » 27 L,
[EA1 (Add) 127U v 2 LT, BGP XA N—L XA N—DREEEHLET,
BGP %A N—DIP7 FLREZANLET, ZOIPT KL AL, BGP XA /8= 7 —7 LB
MEET, A VTI TBGPIPV6 X ET HHA1E. XA N—DFEBE R X VIPT RL A%
A LET,
BGP A N—DA VX —T = A AEHEIRLET,

GE)
[f & —7 A A (Interface) ] 7 4 —/V RiX, IPv6 DFXEICOHEH SVET,

[VE—h AS (Remote AS) ] 7 4 —/V RIZ, BGP XA N—NETLAME AT L E AN LE
7

[f%h7 KL A (Enabledaddress) | T = v 7R v 7 A& 4N LT, ZDBGP FA /"—L i
BEAEMLET, [A%2)7 KL A (Enabledaddress) | F = v 7R v 7 AN L DFEIZD I,
BIIORA N—=REPITONET,

(A7 ay) BB v > F¥ 7 (Shutdown administratively) | = v 7R v 7 A% 4 02
LT, RANRN—F T IN—T 28N L E7,

(F7varv) [JL—RTIILIJRZ—LDERE (Configuregracefulrestart) | = v 7 K> 7
AEF AT, ZOXAN—DBGP V'L —A 7 )L A% — MERROREEZ AN LET,
ZOF T a v EEIN L%, [JL—RTILYREA—k (T z—)LA—/N—/R/N2 FE—F)
(Graceful Restart (failover/spanned mode) ) 1 F = v 7Ry 7 AZEH LT, ZTORAN—
WXL T L—RATNVY ZAZ— NEHINTT D0, TN T 20 E2HETLILENRH Y £,

GE)
s [FL—ATN URAK—| (graceful restart) | 7 4 —/L Ri%, IPv4 OFEEIZ O A A S i
£7,
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ATvT12

ATy 713
ATy 714

Bep x 1 i—0%E [

S —2ATNY ZAEZ—FI. THAALANRHAET— FOBE. F-01IL227 2% (LR
KT =27 DFT_RTH /) —F) BERESNTWDIEEIZORFENN/RD £7,

(7 a) BGP @D BFD AR — FORELXANIT 5L, [BFDYV = —/LF—/3— (BFD

Failover) ] Ka w74 7 U A2 i BFD # A 7 (single-hop, multi-hop, auto-detect-hop) %

BIRLET, ZOBRTE Y | BFD 2 biRs S AR A v v — V%2542 K 512 BGP

FAN—PEEESILET, BFD AR — hBLERNGAIE, [/ L (None) ] Z&IRL £,

(A7 a ) BGP A N—0OFBEEZ A LET,

(A7Fvay) pv—hO7 4 %Y 7 (Filtering Routes) | T, MBEIZIGLTT Z7EAY A

M —bvwo7 L7497 AV AR BEOASHNADOT 4 VX &M LT, BGP %A

N—EREBAMLET, ROFE® IV ar2FHLET,

a) WUIREBGEELIIRETIERAVR AN EITERIRL T, BGP 1A N—1FHZHAG L
£7

GE)
T AY A RMI, IPvd OFREICOLBEHAENET,

b) EYIREEEIIREIL— by T2 AT ETITEIRL T, FEELIIREL— ML —
b~y 7 &AL ET,

¢) WUIREBEEELEFIRETLIA VI RYRMEASEIZITRINL T, BGP 1A N—IFH %
Bl L £,

d) WUI72REE ETIIFME ASINR T 4 LR B ATJE IR L T, BGP KA /N1 & fid A
LET,

e) [RANRN—INLHAEINDZT VT 47 AOEEHIIRET 2  (Limit the number of prefixes allowed
from the neighbor) | T = v 7Ry 7 A% A NI LT, FAN—IOLZETELT V7 4 v
7 ADE L £,

s (KT V7 4 v 7 Z¥ (Maximum Prefixes) | 7 4 —/V FIZ, FFEDRA N—InHD
FFAISNDIRKRT VT 4 v 7 2Ae NI LET,

s [LEVMEL L (Threshold Level) | 7 4 —/L RIZ, N—Z NEE X v = DAL
T N — T (RKREICHT 2EIG) 2 AT LET, AR7REIX L~
100 DX T, T 7 4V MEIX 75 T,

f) [E7PDZELET VT 4 v 7 2Ol (Control prefixes received from the peer) ] F =
IRy IV REF AL, ETNOZE LT VT 4 v 7 AT 2 BMOHEEZHEE L £
T, MOWTIEFITLET,

« TV Ty 7 AEDOHIRMEIZENE L 72 & 12 BGP RA N—&AF 1T 25120, [TV
T4 ABORIREEB AT I T U &EIET D (Terminate peering when
prefix limit is exceeded) | F = v 7 Ry 7 A& AN LE9, [FELEIBNE (Restart
interval) ] 7 4 —/L R T, BGP RA N—NFEBIT 5 F TCORFMZIEE L E7,
R VT 4y 7 ABORIMEE B2 T2 Xlcu 7 A vye—UrART I, [PV
T4 7 ABOKIMEEZ B2 72 & ZICEE X v —T DR EFRRT D (Giveonly warning

or



B serrqi—on

ATy 715

ATv 716

m o

2)

BGP |

message when prefix limit is exceeded) | F = v 7 Ry 7 2% AN LET, ZOHE,
BGP A N—I& T LEHA,

[OK] %7 U w7 LET,

(7> ar) b— 1k (Routes) ] T, ZDOMDAKA /N—/L— hRTA—=FZIHFELET, K
ZHHTLE T,

a)

b)

d)

[Advertisement Interval] 7 4 —/L RiZ, BGP V—T 4 > 7 T v 75— b BEE SN D i/
kg () Z AN LET, AR72EIE 1~600 TH,

[BEN—T 4 ITHEHNL T T A X— FASEEZHIFRT 5 (Remove private AS numbers
from outbound routing updates) | F = v 7Ry 7 A% A NI LT, T4 X—F ASF %
FIENL— MZBIT DT RANF A G BRI L ET,

[7 7 4 /v b b— b DAL (Generate defaultroutes) | T = v 7R v 7 A% AL T, 7—
ANN—BNZRA N—=~DT 7 4L hb— 1 0.0.0.0 DEFEFFAIL T, 20— "R T
TN = hELTHEHRASRALSICLET, b—F v 7 (Routemap) | 7 1 —/V
FT, b= 1 0.0.0.0 REATIGCTHEASND KOIZHFAITHo0— v~y TE2ANER
[t /NI D= I

KIS LU TT RARZ A XENDHN— bEBINT 52iE, [IT28 (AddRow) | (+) %
7V 7 LET, [T RAZA X5G0— h DB (Add AdvertisedRoute) XA 7 02 77K
J AT, WOFIREZFEITLET,

1. [7 RRZA X~ v (Advertise Map) | 7 4 —/L R T, exist-map ¥ 7=3IEGFE~ v 7
DD SNIZHEILT RAZA RINDHN— b~y T EBINEIITER L ET,

2. FfE~v 7 (ExistMap) |&#27 V27 L, Pb—h~vy 7 47T x7 L7 % (Route
Map Object Selector) ] 722H/b— b~y T Z@RLES, ZDOL— b~y 7L, 7 RN
B ARy T N—RIRT RNZAREIND0E D NEHWT 572HICBGP 7 — 7 /LN
DN— kLRI ET,

3. [FEfFEfE~v~ (Non-ExistMap) 147 Vv 27 L, Pb—bh~wv 7 FT7V=2 b kL
% (Route Map Object Selector) ] H/— b~y 7Z@RINLET, ZOL— b~y
lE. T RNRNZA X~y T— R INT RRZ A XS0 E D el 572912 BGP
T—=TNVHNONL— keI ET,

4. [OK]%27 YV v7 LET,

[# A ~— (Timers) | C[BGPYT DX A ~—%HET D (Settimers for the BGP peer) | F = v
TRy I R F AT L, F—=TT 74 THE, (REWH, R/IMRERHRZRE L ET

[F—TT TA T A H—s3L (Keepaliveinterval) ] : Firewall Threat Defense 233%— 77 7
AT A=V EFRAN—ICEETLHE (B) 2 AN LET, A272M#EIZ. 0~ 65535
TY, 774/ MEL 60 BT,

s MREWFHE (Holdtime) |: ¥ —77 74 7 A vt —U%ZETERWVIRENMEL, ©7
MNT v R T 5 L Firewall Threat Defense X553 2 £ COME () #ASILET, £%)
7RI, 0~ 65535 T9, 7 7 /L MEIX 180 T,
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Bep x 1 i—0%E [

o« [B/MEREEE Minholdtime) |1: (X7 ay) =77 747 A v —V2Z(ETE
IRUNRBEDMERE L C. BT 23T v R Tdh D & Firewall Threat Defense X B &5 £ TO /)N
Mg () 2 A LUET, A7, 3~65535T9, 74V MEIZ3IHTYT,

G¥)
R—IV REA LIR20RIEOYE, BT 77 v B 7OREMEREL< 20 £75,

ATy 11 [EH (Advanced) ] T, REEH L £,

a)

b)

d)

(A7 ay) [BakxA2h29 % (Enable Authentication) | F = v 7 Ry 7 A& 412 L
T. 250 BGP BT [#]? TCP #i T MD5 siEZ AZNZ L £77,

1. [BE5tZ A% T 5 (EnableEncryption) | e v X0 U X MBS E A 7%
HIRLET,

2. NAU—R%& [/SAT— R (Password) | 7 4 —/V RIZAJJLE T, [Confirm Password]
T A= RICARY = R AN LET, ARV — NEIRILFL/NFEXRIL
service password-encryption =~ > K23 2h7e 55 13 K 25 SUF, service
password-encryption 2 v > RREFRNTHRWEGEEIIRK 8 XTFETHETEET, Z0
LFEINZIE, AR—=AHLED, HD @59%@5(%72@%’(% EJ a8

GE)
ﬁ?JV*ﬁZE%®I$®%fTNXU—P%ﬁE¢5*&if%iﬁhoﬁ$@
BICANR—AEHHT D &, FREEICRNTDERE 2D En3H Y 7,

(F7vay) [2ORANRN=IZaa=T 4 @HEEXET D (Send Community attribute to
thisneighbor) | F = v 7R 7 A% A4 L T, 2 2=7 1 JHiME%E BGP R A /N —|ZE(F
THZELEEELET,

(FFTal) [ZOFRAN—=DFRT AR R *‘/7°& LCFTD #ffif9 % (Use FTD as next
hop forthisneighbor) | F = v 7Ry 7 A% AL, V—F%ZBGP AL —F 7 F A /R\—
FBFIET IN—T DRI A Ry T L LTRELET,

[t O FRREZ 501235 (Disable Connection Verification) | = v 7 AR v 7 2% 402
T, Y7 NRy T TEERRER e BGP ET U 7 £y g /kob\f@?ﬁﬁ@*ﬁnﬁ7 =
TRAEEHCLET, ZHUCKD, =TI NI B —T 24 ATHESNETRH
B SRV IP T RLARRE SN ET LOM Ty v a VAL T2 LN TEE
To A7 (TT7HNHN) 1T, YT NKRyTeBGPET Y T By va s

(TTL=254) 122\ T, BGP /L —7 1 7 7 a& A CTHERSRGES L, eBGP BT A3A U
Xy MU= BT A MIEBEER STV AN E I DR SNET, ET7HRRALCER Y b
U—2 &7 AL MCEEER SN TWRWES, E7 V7 by va 3L ShEE
Pue
[E R SV TWRWRA N — L DA FF AT 5 (Allow connections with neighbor that
isnotdirectly connected) ] AL T, EHEHEH SN TWRWER Y hT—2 ETHEET )
5D BGP i 2 2T A, £7-FDET ~DBGP #i ik t+, (A7 ay) [TIL
w7 (TTL hops) ] 7 ¢ —/v RIZfrfcalieefl &2 A LE9, A7 X, 1 ~255T
T, EIEL [RAN—~DTTLAH » 7 OHi|fR# (Limited number of TTL hops to neighbor) ]
LEIRLT. BGP U7 U o /b w2y %l L £, [TTL hops] 7 4 —/L KIZ. eBGP
72X 58y T ORKEE AN LET, AR EIT 1 ~254 TT,

or



BGP |

B screw7 rLzzEons

ATv 718

ATv 719
AFvT20

f) (7T =a ) [TCPMTU ASAfHOER (Use TCP MTU path discovery) | T = v 7 R >
JAEFNZLT, BGPEYy Y a vV DTCP b7V AR—F By va v E/GNNILET,

g) [TCP k7> AR— h%E— K (TCP Transport Mode) ] Kt v 7% 7 U & k75 TCP $#5¢
T—REBRLET, A7V a [T 740 b (Default) 1. [727 7 147 (Active) 1. %
721 78y 7 (Passive) ] T

hy (A7 ay) BGP XA N—#fDo A4 FEATTLET,

i) Koy 7& U & K55 Firewall Threat Defense 7352 i A#1% [BGP /X— 3 > (BGP
version) ] ZIEIRL E T, [4 DA (4-Only) [ITRET D&, FHEINT-XAN—LDHT
N=a 4N EHINET, 7740 FTIE, N—Ya V4RERS, BEREH
TS EIEERIC R T = — L TAA—=Y 3 V21T £7,

AS BATEZ BT L5820 [B1T (Migration) | ZHH L £,

GE)
AS BATH A4~ A K%, BHOETHICHIRSNDLERH Y £,

a) (AT ay) [RANRN—EZE LIV —HF DASTE 5% A X~ A X (Customize the AS
number for routes received from the neighbor) 17 = v 7 KR 7 A% 422 L, eBGP XA 73—
MBI LI— R @D AS path J@IEE DA X ~A4 AL ET,

b) [E—H/L AS &S (Local AS number) | 7 4 —/V RiZu— b /VEEV AT AFFEATIL
F9, ARh7EIZ. 1 ~ 4294967295 £ 7213 1.0 ~ 65535.65535 DAL Y AT L&
<7,

o) FFvay) [m—NASEFZRAN—ILEE Lio/b— FOFNZAII L 72y (Donot
prepend local AS number to routes received from neighbor) | F = v 7R v 7 A% A N2 LT,
7 —71L AS F 503 eBGP BT MBS Liz/b— hORNCAINS RN K5I LET,

d) FFvay) [BASESZEZRAN—DPLZELIL— DR —)VASEFICEEHZ 5
(Replace real AS number with local AS number in routes received from neighbor) | = v 7 78 »
JAHFNTLT, REHBV AT LK G % eBGP BH O —H/VEAFE T AT AFFITHE X
iz £9, o—WILBGP L—T 47 T ANLOHEY AT AEF ST, BIMEShE
A,

e) (A7 ay) [RASESEITHAN=DPEZEE LI — hOu—HIVASE S EZIT A
b (Accept either real AS number or local AS number in routesreceived from neighbor) 1F =y
IRy I At A LT, EHFEVAT LE S (A—HIVBGPLV—T 47T akAX

V) 3 —ANVARV AT AESEENTLIET )V Ty va AW T H 891
eBGP A N—ZREL £,

[OK]Z#Z7 Vv 7 LET,
[fR7F (Save) |27 U w7 LET,

BGP &£#97 FL ABREDRTE

m o

BGP A NIV —F 4V TIEREML, ZHLETH, RESIND BGP A —H—0D¥K
D Z DI T, =T 4V TIEROBENE 2 £4, — MEKIX, BHROERZL— D
BHEEGR L., 1 D00 — RETINRT R AL RENDH LT H T a2, £
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FIE

ATy T
ATy T2
ATvT3
ATvT4

ATy TH

ATvT6

Bep £#7 KLzEE0HEE [

T4 I RE, VTAVA RAAL UMV —T 47 (CIDR) OFHIZMHF LT, #EEOE
THAXAY NI—T % N—T 4T T—TNVIHEHNTEDLIPT RLADI FALA Y k1
DA LET, FiEL LT, 7 RRZ A XDONERNL— NIV R E+, HENT FL
ZDiEN/RE (Add/Edit Aggregate Address) | XA T R 7Ry 7 AT, FFED/L— D1 DD
N— b ~DENEERLET,

Firewall Threat Defense 7 /31 X & e T 5% 61E, V—7 142 (Routing) %27V v 27 L¥E
7

(A — B S IGST 3 ADEA) [fB/v—%  (VirtualRouters) | K2~ 7 & 7735 BGP
ERET HIAEN— X IR L £,

[BGP] > [IPv4] F 721X [IPv6] Zi&IR L 9,

[T FLADBENM (Add Aggregate Address) | %27 U~ 27 LET,

[BEKI# A ~— (Aggregate Timer) | 7 4 —/L R T, B F A ~—DfE () #AHLEd, A
WX, 0 720X 6 ~ 60 DIETY, T 7 4/L MEIL30 T,

() GEM (Add) 1227V v 27 LT, 87 RL2DEN (Add Aggregate Address) | %A

TarlRy 7 AEEHLET,

a) [y hU—2 (Network) ]:IPv4 7 RLZAZ AT EHN, EEDOR Y hT—F /KA &
TV MEEIRLET,

b) [N~ v (AttributeMap) 1: (A7 v =) E£HL— FOBEORTICHEHR SN D L—
b~y 7B ANEITRINL 7,

c) [T RR¥ A X< (AdvertiseMap) |: (A7 ar) ASREDTEODAI 2 =T 1 &1E
T B — hOBPIUHEH S DV — b v~y T E AN FITRIRLET,

d) [#fil~ >~ 7 (SuppressMap) ]: (A 7T =3 ) M4 25— Fo@ERICHEH SN D 0— b
vy T EATETITRINLET,

e) [ASEXE/RAEMDOANK (Generate AS setpath Information) ]: (A7 ay) BEV AT A
RENSAERDERERTNCT HITE, Ty IRy I RAEF T LET,

) [EHNDENL— &7 ¢ VX AEE (Filter all routes fromupdates) |: (7T ay) FHn
HBOTRTORFEDN— "E2T7 A NVEZUETHIZE, T/ Ry 7 AZ2F NI LET,

g [OK] %7V v LET,

RDERY
« BGPv4 R EIZHOWTIL, BGPv4 7 4 A Z U v 7w (18 X—) ([ZHEBLE T,
* BGPV6 XTI DWW TIE, BGP v hU—Z7FHRTE (18 X—) ([Z#EHLFET,

or



BGP |

B scrus sy ome

BGPvd 7 1 LA ) VT ERTE

FIE

ATvT1

ATy T2

ATvT3
ATvT4

ATy TH

ATvT6

TANEY U TEREIL. ZIEENBEBGP EH I ST LD T 4 VELF L — ST Ry b
U—JIFEHENET, 742V T V=R FEEETNIT RRZ A AT DHNV—T 1
TIERAFIRT D=0l S E T,

1R BHIIZ
T4NE Y TiE, BGP D IPVANL—TFT 4 7 R —TOHEHEINET,

[7 734 2P (Device Management) | ~—"C, JL—7 1> 7 (Routing) 1 %27 Vv 7 L%
j—o

(A — B SIS T 3 A ADEA) [fB/—%  (VirtualRouters) | K2 7 & 7975, BGP
ERET DAL — X IR LU ET,

[BGP] > [IPv4] Z3#R L £,

[Filtering]) 27 U » 7 L &£,

GE)

[7 4% U2 (Filtering) ] 74—V RiZ, IPv4 REICOLEA S ET,

() pEM (Add) 122V v LT, [74AZOEM (AddFilter) |54 7 07 Ry 7 2%

HEHLET,

a) [77E8AUAL (AccessList) |: ZESNdRry NV—D e N—FT 47T v 77— KT
SN DRy NT—T 2ERTDHT 7 E2AGIEY A M ERNLET,

b) [~ (Direction) ]: (A7 ar) A _"TURFEH, 77 MART U FEHFOEL I
TANAEHEAT A0 ERET AR ERIRL £,

¢) [Fu b= (Protocol) 1: (A7 ar) 7L, BGP, #fit. OSPF. RIP £7- 11§D
N—=TFT 477t ZADL, T4 NFAETLHEDOEERLET,

d) [FuetAID (ProcessID) 1: (X7 a>) OSPEAV—T 4> 7 7 bhairorut R
ID# AN LET,

e) [OK]%27 VU vZ7 LET,

[#7F (Save) 127V v LET,

BGP v kU — U RE

m o

Fy NU—JFIEX, BGPL—T 4 V7 TRERAZE>TT RNL AL XERD 5y hT—7 |
T RRIAZXEND Ry MU= DT 4 VB THRR SN D — b~ v T EIBINT 27291
EShET,
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ep BE#HRE [

FIE

ATV [T3A 2 (Device Management) ] ~X— T, [Jb—7 17 (Routing) ]| %7 VU v L%
D
AT9 T2 (A —ZRET S ADEE) [KAE/L—4  (Virtual Routers) | K&z v 7 # 72/ BGP
HERET HINEN—Z BB L FT,
AT w73 [BGP]>[IPv4] £721% [IPv6] R L £ 9,
ATv T4 [Networks] #7 VU v 7 L9,
ATy 75 B (Add) 1227 VU 2Z LT, [F*y FU—Z DB (Add Networks) | #4707 Ry 7 A
EHEHLET,
a) [Xv FU—2% (Network) 1: BGP/L—T 4 770 R ZL->TT RRAX A XENDHX
FNO— 27 IR ET,
(6=3))
Xy NI—=0 T VT 4w 7 R%ET RRZALXTHIZE, T ASD)— "B—T
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