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EA ATV M) X, Xy hU—27 —bE R SL—7 (NSG) ZERLL. 20
JL— 71X Firewall Threat Defense TEB Siv£9, NSGit, AL I M A v X —X v
KT 7B ATHERAEIN, @RLET 7V r—a v I —7LD—FIZESHNT T
T4 v ESELET,

g) [BM (Add) 127 Vw27 LT, = ) %&AT7 V=7 MIBMLET,

h) MEIZSLT, = N E7 Vv I7BXOKFNT 7 LT, A—NVIEFRTHMOEHTE TR
TicBEHLET,
IOTavRAEMYIKL T, A7V MBI b ZEREISRE L £,

RTYTE ZOFT V=7 bOF—"—=F 4 REFFATHEA1EL. [Allow Overrides] F= > 7 R 7 A%

AT LET (AT V=27 bOF—R_—=F 4 ROFFA (14 =) =5MR)

ATv 5 [fRfF (Save) 1227V w7 LET,

BEACLATOTY FOETE
S IPVA T RLADRIZFEASNWT N T 74 v 7 #RETHLEIT. BEACLA T V=7 M &
ERALET, TNLSNDOEEIX, YEEACL #H L £,

B Ao/ g8



| #7900 rem
ez 7—1 |}

FIE

ATy TN [A#T2xH b (Objects) [>[AT x4 FEE (Object Management) ] #3EIRL T, 27
YITF=TN0D [Ty b (Objects) 1>AT x4y FEE (Object Management) 1>
[72 2R X b+ (Access List) 1> [#F#E (Standard) ] Z#R L £ 7,

ATYT2 ROWTNDEFEITLET,

[IEYET 7 AU R FDEM (Add Standard AccessList) |27 U v 7 LT, #FrLWWA 7V =
7 EAERCL £,

& (EBdit) 1 () 22Uy 27 LT, BEOF T V=7 FamELET,

AT T3 [HLWERET 7R A A7 V=7 b (New Standard Access List Object) | 4 7 12 77K »
JAT, A7V NOARTEAT L (AX—=XIEHARF) | 778A a3 br—L
MY ZFRELET,
a) MOVWTNNEETLET,
*[Add] #27 U w7 LT, HriLwxzr U ZERR L £,

[fE (Bdit) 1 () #27 Vv 27 LT, BfEOT N ZRELET,

by 7/7kAarybia— Lz ) TEIZ, ROTaRT 4 ZERELET,

s [77vay (Action) |1: T 7 4 v 7 R (—8) Fiveyr (R—%)
TDHDE DD,

s[>y hU—2 (Network) |:IPv4 Xy U —0 7 V=7 bETRIEX RN T T4 27D
SRR ET D /N —T EBIML T,

¢) [DBM (Add) 1227 Vv 7 LT, = b Z&FT7 V=7 MTBIMLET,
d) MEIULLT, =M EJ7 Vv I7BIVORZ vy 7 LT, V—VEFTHBOEFTETE
BB L ET,

OB REBRVIRLT, A7 V=7 MBI ) ZERETITRE L ET,

ATV T8 ZOF TV hOA——TF 4 REFATHE5E1E, [Allow Overrides] = v 7 7R v 7 A%
FURCLET (A7 V=7 hOF—1N"=F 4 FOFHFA] (14x—2) 2ZH) .

ATv TS5 [{R1F (Save) |27 U w27 LET,

7KLXR T—)L

TIARN T OBWA =Tz A, FILIZVPNI)E— T 78R 70774 VIR
TEDHIPvA L IPV6 DT, IPT KL AT — LA RETCEET,

7oz g8 |



rIvzyrEr |
. 7 ERLR F—)

FIE

ATV [Ty b+ (Objects) ]>[AT> ¥ HEE (Object Management) ]1>[7 FLR F—IL
(Address Pools) | # R L £,

AT w72 [IPv4a7—/v (IPv4Pools) 1% 7 U » 7 LTHh 5 [IPvd7—/L DB/ (AddIPv4Pools) 1% 7 U v
7L, WOT7 44—V RERELET,
s [47T (Name) |1: 7 RVA P —LOL4RTEAT LET, K64 LTEHETETET,
o [#8H (Description) |1: 2D — /DA T L a L OitHZEBML 9,

*[IP7 KL A (IPAddress) ]: 7/—/VCHEHTEZS7 NLADOHEIFHAZ AN LET, Fv Mt
TI0ERLB LRI EHRKEDT RLADB TS 7 oA LET,
10.10.147.100-10.10.147.177,

c[vA27 Mask) 1: ZTDOIPT RLAT—ANEEET 297 xy h&2EELET,

o [A—"—TF A K&FFA] (Allow Overrides) |: ZDF =y 7Ry 7 A% A N2 LT, 7
Vxl NOF—=NR—=F A4 REAMLET, BEAKXAIZZ Y v 7 LT, [(A——FA4 F

(Overrides) 1 7—7 Va2 & R LET, BN (Add) 1227V v 7 LT, et —n~"—7
A REBMTEHZENTEET, FBHICO VTR, F7 V=22 bOoA—1n"—=F 14 F (12
N=Y) ] ZBRLTIES N,

ATw T3 [E7F Save) 227V v 7 LET,

AT 974 [IPv67—/v (IPv6Pools) 1% 7 U v 7 LTHhE [IPv67—/L DB (AddIPv6Pools) 1% 7 U v
L, D7 4— IV RERELET,

« [4H1 (Name) ]: 7 RLURA =L OLARTZATILET, BK64 LTFEMFETEET,
° [%}‘EE»% (Description) ] : :0)70_/&0)%_70?/3 y@gﬁ%%ﬁj}ﬂbij—o

«[IPv6 7 KL A (IPv6Address) |: X ESINT= 7 — NV THHTE 2H&HDIPT L AL E Y
FOFVT 4 I AREEAT LET, 72& 21X, 2001:DBS::1/64 £ 720 F 9,

« [7 RLUZAD% (Number of Addresses) | : BAAAIP 7 RLAMMbhaE 5, 7 —/iZH 5 IPv6
T RUVAOEERELET,

o [A—/N—F A4 K%&FFA] (Allow Overrides) |: ZDF = 7Ry 7 AA N2 LT, 4—
N—=F 4 REFMZLET, BEAXKHIZZ Y v 7 LT, [A—3—=F A F (Overrides) ]
T—TNEFRRLET, BN (Add) 1227V 27 LT, #iloled— "= 4 R&B8nt
LI ENRTEET, FMICOVWTL, 47 V=27 bOA—R_"—=F 4 F (12—=2) |
EHRLTLIEEN,

ATy TS5 [{RT%E (Save) 127V v 7 LET,

B Ao/ g8



| #7900 rem

T r—

AS/\ X

FIRr

ATy T

ATy T2
ATvT3

ATvT4

7Iusr—var 2405 |

a3 IJq4ILA

VAT ARBEOT TV r—vay T NEE, TSV =y a v ORAREHE (X4, U A
7. EVRALOEEM, A7) BXOX D) LR oTT Y r—va UERBET S
LT, TV v a NN L ET, ATV b Rx—U X T, VAT AEO
T 4 INE DMBEDRERLT Y r—a VOEEOMAEDEE S LI, 22—V EROHEFIA
WEET TV r—vay T4 v H EEK. BETCTE XS, SFicoOWTE, TS r—va v
N—NVEHESR LTS EIN,

AS/XRIIBGP Dty T v 7OMEARBMETT, ZUX, Xy NT—7 DT 7B AZAREICT
HASFEFZDL—r ATT, AS/NAIL, BEINT v FOREILV— NI HEETT E 5D
N—ZHOFHAS FE 5D —r L ATY, BRDAST VT 4 v 7 A2V —F 35 5EICHE
THA Y=V, FHTDHOIZ, FAN—HFEV AT A (ASes) TBGP MEA SN E
T, FN—HX THILE TOERM#EN— MIBT D87 e v — b VM Thn-th, HESNT
WAHIEEEA B v 7 BIONRNREMELE & BT, V— b EREAAADERNRZNTNO ETIT%
FEaInET, ZOFRBXY NT—252BETLHE, NRAThoeFL—21T BAED ASHE
5% BGP A v t—T® ASes Y A ROFNIMMLES, ZDU A KNI, /L— FD AS /XA T
To AS/RRIFAS LT 4 w7 AL EBIT, Xy NT =T &G Lic—FH O — K OFF
TED/NY R0 E9, AS/IRAR—VOFRELEMBH LT, BEVAT LA (AS) O/XADK
Vo—F7V=7 baEK, abt— wmELET, V'—F~v 7, R —~v7 FiiE
BGP XA N—T g VB2V U THFETHEZIEHNTH, ASSXA AT V=7 MfETEE
T, ASNKAD T A NZIZEY FRERCL—F 4T T v TTF— M AvbE—V% 7 4 X
BTG 9,

ZDOF 7Y =7 M Firewall Threat Defense 7 /3 A CHEATX £7°,

(A7 Y =2 I (Objects) ]>[47 =2 FMEH (Object Management) ] 2R L T, HKT

[AS /XA (ASPath) ] Z®RLET, >

[AS /S ADEN (AddASPath) 1 %27 U > 27 LET,

(487 (Name) 17 4 —/V RIZAS RA A7 V=7 bOL4RTEATLET, A2 MEIZ, 1~

500 T,

[TLWAS SR 47 =7 b (New AS Path Object) |7 4 > R C, EM (Add) %27V v

7 LET,

a) [7Z7var (Action) | FruyF X7 U X Rk [FFA (Allow) 1 E72iE [T m vy
(Block) 147> a v Z@RLC, Blf7 7 EAZHELET,

b) [IEMFEB (Regular Expression) | 7 4 —/L K CAS /NAD 7 4 VXA EFRT 5 ERE
BafRELET,

#7vzyrer ]


management-center-device-config-73_chapter17.pdf#nameddest=unique_724
management-center-device-config-73_chapter17.pdf#nameddest=unique_724

| RIS

ATy TH

ATvT6

BFD 7> 7

FIE

ATy T

ATy T2

ATvT3

ATv74

+7vzs rER |

c) [BM (Add) 127 V27 LET,

ZOFTV =7 bOX—=T A FEFFAT 5551, [Allow Overrides] = v 7 R v 7 A%
FACLET (A7 V=7 bOA—"=F A FOFHF (14 =) 2ZH])

[R1F (Save) 1&27 U v 7 LET,

L— b

BFD 7 > 7 L — ME, —E#E® BFD MREEZfE L £7, BFD 7 7 L — k THE S 4172 BFD
MBIEIX, 1 204 =T oA AZRESINDIEDOTIEHY EHA, o, Y IRy
tyvarbvATFRy ey a ryORGEbRETEET, =23 —F— NXT7 74V F T
Mo TWnET, Ta—F— NI IRy T TOHRECTEET,

[#72xs bk (Objects) 1>[#TPxy FEE (Object Management) ]1>[BFDT > FL— b
(BFD Template) ]Z &R L 97,

[BFD7 > 7 L — h®iBil (Add BFD Template) ] £721% [#w&E (Bdit) 127V v 7 LET,

G¥)
T L — " ERELTCWEEES, T 7L — FDOARTIE XA TIIEETEET A,

[Template] % 7 C, IROWHZEZREL ET,

* [Template Name] : =@ BFD 7> 7 L — F D4R, T 7 L— DK Y D/RT A —H Zi%
ETHITIE, ARiEH VY THMLERDY T, 7o T — MICARN—RAEZEDL T L
XCTET, HFETOLARIBIEETEERA,

o [Z AT (Type) ]: [ 7 /v (Single-Hop) | £72i3 [w/vF & v 7 (Multi-Hop) ]
FFvarvRE w7 ) v LET,

* [EnableEcho] : (A7 v ay) Yo I NKy ST 7L — R Cma—f3—7NMILE
ﬁqo

Ta—KREN R T — F S ARWES, BERHEZZ 3L S IC& Wy L — M T BED il s
Ty RBREESNET, Ta—EERAR Iz — SN TWDH5E, BEDHE N > MI LY
REHDOR T m— Sl — P THESN, BLEESNDZTa— 7y MILY mEO
L—FTCRESNET, WEETHIVUL, ma—F—F2HT5Z 2L £,

[Interval] # 7 C, WOHHZHELET,

a) [[MkEZ A7 (nterval Type) | Kr vy 7 XU R G, [A 27 8Ff (Microseconds) |
. FEIE [T VR (Milliseconds) | 23N L 97,
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g224—+F YR+ |

b) [FE (Multiplier) | 7 4 —/L R, &R—/ REZ T B OFEICHE T 52 A LE
T, ZOfEIE. MDt?ﬂ%@@ﬁbfﬁﬁ#bﬁﬂ%émmﬁﬁh7/b@&%rb
9, ZOIETSH L, BFDIZZEOE T BFHARFIZR> TSI ExEHESL, LA1F
3BFD BT IZHEENMEx bivE T, HEETEX 2HHIL3 ~50TY ., 7 74/L MI3 TT,

o) [m/Mnik (Mmlmum Transmit) | 7 4 —/V NIZH/MasfREEEOMEEZ A ) LET,
%50 ~ 999 3 U FE721E 50,000 ~ 999,000 ~ 1 7 1T,

d) [F/NEAE (Minimum Receive) | 7 4 —/V NZH/ N2 EHBEREOMEEZ A LET, #HiPH
150 ~ 999 X VR E 1L 50,000 ~ 999,000 ~ 1 7 2T,

AT w75 [Authentication] ¥ 7 T, IRDOIEHZHEL £7,

o [BFEZ A 7 (Authentication Type) ]: Fr > X7 U X kb, [NONE], [mds] .
[meticulous-sha-1] . [meticulous-md5] . 721 [sha-1] & ZER LiTo

o [B5 5 b/ YA T — K (Encrypted Password) ]: ({EE) FENA U — RO 5L EHhIZ L
\i—a—o

¢ [RAU—FK (Password) ]|: RiESINTWAHIL—T 477 v halzMif LT/ v B
TIEZIE SNDUEDRH DAL NAT — Ry ARI7RMEE. 1~29 LFORILFE/NLFD
FELTFIN O IR D LFH|TT, ttb RO FIIHFITIETE T, HTFORICZEA LR
FAHZEIETEERA, 2L xIE, Tlpassword) <° [0 password| [THEZNTT,

* [KeyID] : ¥ —fH & AT HIAF—ID, f5E T DL 0~ 255 TT,

ATv7T6 [OK]ZZ7 VU7 LET,
AT9TT [Applyl 27 Vv 27 LT, BEDT 7L —h a7 4 F¥al—a 2R FELET,

FEAA—FUJRF

BBAL— R UANMIBEEORZAL — 0D AT V7 N T, ERFARETAL— b
DYENES %Litiﬂﬁﬁ”kt/yay@*ﬁyi~ WD DS AL — hERLTW
FT, BEAAL—FBIOKEZFAL—F UAMESSLA—VTHEHTDE, 7747 b E
%~A#H%X%~b%@of$Lt//a/%Xﬂ/l~bbt#kOﬁ ZHSWTH AL
KT 7 4w 7 BHEIEITTEXET, SSLL—/VIZHEZF AL — R U X NEBEMNT5E, URXRNOW
TNUPDOREFAAL—FTRrI=—h éirwi SSL tyTarBnr—ric—%LET,

N

G¥) Ww4/& T2 ATIEHBEZAALA— NIV A M ERIUEICRESAAL — F2EHTE £33,

BE AL — B, EE, BTS2 LI TE EEA,

#7vzyrer ]
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B === —ruxronrm

EERXA—k
1B

ATvT1
ATv T2
ATvT3
ATy T4
ATvT5
ATv 76
ATvT1

ATvT8

) X FDYERL

[ x4 b (Objects) 1>[# T4 FEE (Object Management) 1% 3R L £,
FT7xT N ZATOYARND [ AA— K U XK (Cipher Suite List) ] 23R L £,
[Kf 5 A A — h®DiBN (Add Cipher Suites) | %27 U v 27 LET,

AAiE NI UET,

[ AT HEZ2 /T 5 (Available Ciphers) 1 U A kD, 1 DLLEDRF B AL — M 2RI L 7,
LB (Add) 1%227 Uy 7 LET,

F 7 a T, [BIRENT-KES (Selected Ciphers) ] U A hC, HIBRT D5 A4 — N DOREIC
Ho[HIE (Delete) | (W) 227V v s LET,

[f*1F (Save) 1&#7 VU v LET,

RDBERY

CTIFATRY Y= BAT Ve s N BRT ORI, REERLRALET, RELR
DEMEBBL TS,

AZa=74 JARF

311ﬁ74i EBEHBGP B4 T v a Ty, ala=7 ik, T@EITHINOD

Va4 5500 7V —7TF, 2 —k ZX ISR ET, BGPO I =
%74E@i HED T VLT 47 AT UDéT%ﬂ D RA N—ITT RARZ A AINDH
ETT, aIa=7 1%, BOLBEBWEZILETE HOT LT 4 v 7 AD~—% 2 ZIEH
TEFET, T7ov7AN)—A7a (M X=X, ZhbDv—I—%2FHL T, FFEOE—IV
£E®74w&uyﬁitdﬁwﬁf\%émi@@@@@%ﬁ@8®*%%ﬁw~?4yﬁ
RV —ZEHALET, a32=7T 14 VAROREX—VZFEHLT, 23a2a=74 URX |
RV —FT V27 bafEpk, abt—, RELET, V'— b~y 73R —~v 7%
WMETDHEXIERT D, 232=T A VAR —FT V=7 FEERTEET, a3l
=74 VAMEFEHATIHE, b~y 7 Omatch A TEA SN aIa=T 4 I V—T%
ERCEET, 232=7T 4 UANMNI, —HAT— b AV FOFF( &Y X NTT, B
X, —EBERRONDETL—ILERELET,

Z DA 7Y =7 M Firewall Threat Defense 7 /3 A CFEATX £97,

B Ao/ g8
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FIE

ATy T
ATvT2
ATvT3

ATv74

ATy TH

ATvT6

ATy 717
ATvT8

<zt B

I
i

dXa

[#7 =27 & (Objects) >[4 7 V=2 FEEL (ObjectManagement) ] %R LT, HIRT[=
I=2=7+4 UAbF (Community List) ] Z&IRLET, >
[ZI=2=FT 1 UA®DEM (Add Community List) | %7 U v 27 LET,
[4AT (Name) 1 74—/ RIZ, a3a=74 URAMNEIT V=7 hOAHTZIRELET,
[FFLvala=F544 UAMAT7Y=7 kb (New Community List Object) ] 7 1 > K7 T, [
m (Add) 1 %27V v27 LET,
[f=# (Standard) |4 7> ar RAERIRL T, 2 a=7 4 V—LOEHEERLET,
BH¥aIa=7T4 VANMI Ve / Uy aia=s4RaIa=T7 4 HSOREIMERS
ET,
G¥)
BHREZER Lo P, ala=7 4 b= VOIEEEZEN L= M) & ALaIa
=T 4 VAN T V2l MIEFEDDLZLIXTEERA,
a) [7Z7var (Action) | Rry X URXRNG [FFA] (Allow) | £k [T ey s
(Block) 147> a v &BRLC, Blfi7 7 EAZHMELET,
b) [ZI=2=7 4 (Communities) |7 4— /L RT, 2Ia=T4F5E2HEELET, A7E
131 ~ 4294967295 % 7213 0:1 ~ 65534:65535 T,
c) IR [b— |k A7 (Route Type) | ZiEIRL 7,
e[ Z—xy b (ntemet) |: A F—Fy FOU =N/ T aia=T 4 &EET
DIEOICERLET, Z0aI2=T 40— Fd, $XTOET (NHR L TH
) T RANE A XEINET,
« [FET RNHZ A4 X (NoAdvertise) ]: FET RARAX A XD T =)V ) 7 aa=T 4 %48
ETHIEDICRIRLET, Z0a3a=74DOb5H/L— MNIET (NEEIZINT)
WZIXT RARZ A XS NEH A,
s [FE= 27 AAR—1F (NoExport) |: FHZI/ AR—bDT V) 7 aIa=T 1 &EE
FTHLEOICERLET, Z0aIa2=71DbHLHNV—ME, RCEHEV AT LAOYE
T DB FTTESNOMOY T HEL AT LADHRT RAZAL XSNET, Zh
HON— MINMBETITIET R A XS ER A,

[JE5E (Expanded) |4 7' v a > RA L EZRRL T, ala=7 4 —VOMEHEEFERLET,

PiEala=7 4 VA NMIEHRBICEL D740 % ala=FT AN ET, EHRE

X, 2 a=T 4 BIEORENRF = ORREIEH I ET,

a) [727 =z (Action) | Fay XU Mpb [FFA] (Allow) | £72iX [7 ey 7
(Block) 147> a v &@RLC, Blif7 7 EAEZHMELET,

b) [FHL (Expressions) | 7 4 —/L N T, EHEXHEZEBELET,

GEAN (Add) 1227V v 7 LET,

IDFT V2l NDOF—_"—=TF A REFFAT5551X, [Allow Overrides] = v 7 R 7 A%
FATLET (AT V=27 FOFA——=F 4 FOFFA] (14 ~—2) ZZH)

7oz g8 |



+7vzy bEE |
B #rasa=74

ATYT9 [R1F (Save) 1227V v LET,

T R it P

a2 =7 1%, Wl T W< OO EMEZ G T 58O KRB 7 v —7"CF, BGP
iEaI2=7 4 VA MIZ, HEORMEZ AT L —HOT VT 4 v I RE~—0F 5720
WEHATEDRMERH Y £9, TNOLO~—h—iT, FEL—ZBON— ) —7 2347
N— & T g NVFRES L2 DIZ, — by T Omach ") TEHShES, 7412007
AR 2=T A VA MEEAL TR =V A ATV hEAEHETHI L TEE
T, IRl 2= 4 VA ML, —BAT— AV MDA EZ Y A RMTT, b— NI, HE
INTo— =5y~ (M) FTERRB (JE) & —ET 5808215 E T,
N— L ERESNET, [HEE2I 2=7 ¢ (Extended Community) | ~— 2 H LT, JLiE
A3 a2=2T 4 YANRI—FT V=27 FEERBLOWREL £9°,

\}

GE) $Eaa=F4UANMNI. V—FrDA U R—FELIZT I AR— FNOBREICOSEHEINF
‘j‘o

Z DA T Y =7 bt Firewall Threat Defense /34 A Tl T £97,
Flig

ATy T [#TPxH b (Objects) 1> [Ty FEE (Object Management) ] IR L, HKMNS
[3Z2a=F4YRF (CommunityList) 1>[#3E3a 3 2=F« (Extended Community) ] % i
RLET,

RTY T2 WEEaIa2=7 ¢ U A DB (Add Extended Community List) ] %27 U >~ 27 LE7,

RATw T3 4T (Name) | 74— /L RIZ, JEBEaIa=7 4 VA MAT7 V=7 FOARTERELET,
ZHIORSIL80 XFAMMAHZ LITTEERA,

ATYT8 JLRAI 2 =T A V=N E A THEBRLET,

1D EON—NE =5y NEEET DL, X (Standard) | A7 a VAR E B
Uy LET,

s IEREBRAEET 212X, [JE9E (Expanded) | A7 v arvh& oz v 7 LET,
()

FUCIERa I 2=7 4 VAN AT V=2 M2, [#E# (Standard) 13 X OV[HE9E (Expanded) ]
PR a=T A =NV IA TR T 52 P 2@H 5 LT TEEE A,

ATy 75 B (Add) 1227V >v27 LET,
ATV T6 EaI =T =N F A7 L LT [HEY (Standard) ] ZBIR LGS, RONEZIEE
L/iﬁ‘o
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wEas2=74 [

a) [—7 > AFEH (Sequence No) | 7 4 —/V N2, N— v ZIFATTDIEFZ AT LET,
= U AEFIE, VA MNTETHLILNERNH Y £7,
b) TITHELIEAL— N —F Y be—ETDHL— NEFATIHEIE [T27vay
(Action) ] ey FZ T U M6 [FFA] (Allow) | ZERLET, ZZTHRELL

N—bZ =Ty b E—BTHNV— 2T L5HEIE, [ 2y 7 (Block) | ZiERL %
ﬁ—o

) Pv—hr#—%"> bk (RouteTarget) | 7 4 —/V NT, W— 2 —F v NEfRELET,
c1ODO= FUIZ, B—D— hF—Fy NETIEIh v TR -7 —#HD/L— hF—
Ty NEBINTEET, i 1:2,1:4,1:6,
« HRN7MEIT 1:1 ~ 65534:65535 T,
1 OO FIHRKEODI— N E—Fy hERETEET,
O NVICERNAN— N —F Y hEy NERETHIEIITEERA, 2
ZIE, seql 2 1:200,100:100,1:300 D/L— k¥ —47 v h&FHE L, seq2 IZ

1:300,100:100,1:200 D/L— b Z =7y FARET H L LET, ZORRK, TLERRL—
=o'y by MZRD, BEATEEEA,

AT T JEala=7 4 —¥ A 7L UTCHLE (Expanded) % &R L7-HA1X. RONEERE
LET,

a) [¥—47 A& (Sequence No) | 7 4 —/L RiZ, L—L%ZFT9 HlERFZ AN L ET,
V= AFEFIT VA MNT—ETHLILERHY 7,

b) ZIZTHELLEREKRBL -T2V — &2 4258580F, [727 3> (Acton) | K
Ry AT YA RN [FFA (Allow) [ZRBIRLUET, T2 THELZERRIE —
TH— AT L8581, [7r v 2 (Block) | Z#IRLET,

c) [#FH (Bxpressions) | 7 4 —/LV R T, EHFXHEZHEELET,

sl oD RV, B—DNL— =5y b, FREFEAR—ATEY]o7z—#HD /L —
N —27y FEBINTE T, 6 A(16)] (18)):()$.

ey MUIITEEK 16 DEHERABMNTE £,

O MNVICHERIERER LY FERETHZ LIITEERA, 72& 2, seql
[ AN(16) | (18)):()$ *4 [0-9]*$ DL— h ¥ —4 > FZFRE L. seq2 (2 4 [0-9]*$ A((16) |

A8):()S DN— " H—Fy FEFRETHELET, ZOMRE, WEREREKHEY b
2720 ERATE EEA,
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D, A7V =7 FEEETDHHERPD D EHA,

GBS (Addby) ] Ky 7% UX hC[SHA ® U A b (Listof SHAs) | 234 L ¥
R

F 73 a T, [Description] 7 4 —/L RIZY—A 77 A LOFHMHAEAN LET, SiHZ AL
BRONGEE. VAT AIT s ANAEERLET,

[ZH Browse) |27 Vv 7 LTY—RXA 77 ANESHRLTHDL, [VAMDT vy 7T u—KE&
1BA0 (Uploadand Add List) 1 %7 U v 27 LET,

[fR7F (Save) |27 U w7 LET,

RDBERY

CTUFATRY = BAT Ve s N EBRT RO, WEEREEMLET, RELH
DEMEBELT S0,

\}

GE) RU—ZRELEL, YATATIFDOY A NDT7 7 A LICHOWNT AMP 7 77 RICEWE D

20 ET,
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| #7o=z4 rem

T 74 )L )R 0 SHA-256 {EDHRE .

274 1) X D SHA-256 {EDHREE

Flg
ATy T

ATy T2
ATvT3

ATvT4

ATy TH
ATvT6

ZOFRIEEETT AT, AT =T S A ANRMNETT,

77 AN YA SO D SHA-256 fEZ fRtE £ IFHIBRT 22 N TE £, ﬁfyiﬂkv
F =T Y NTY =R 77 A NVEHEERETERNI LICFEELTLIESN, BHEEITHIC
BN — AT 7 ANEEHEEFEL, VAT ALOab—%HIBRLI-th, BEFERY — x77
ANET v 7T a—RTLHLENRHD T,

[#72 x4 b (Objects) 1>[AT> ¥ FEE (Object Management) 14 3R L 7,

[Z77 A/ VAL (FileList) 1227V v27 LET,

T ANDOERLGFE D7 U —2 YA RNETAIH A LR Y A FOO [fRE (Bdit) ]
(#£) %7V LET,

ROVIZ[FER (View) ] (@) BRERENDGE. A7V =7 MITHFAAL TR LTE
D, A7Vl NEEET RIS /A,

ROBIEEFATTE ET,

« ZEH 975 SHA256 ORI H 5 [t (Bdit) 1 () 22V v 27 L, BEIIRLT
[SHA-256] & 7213 [#H] (Description) ] DEZZ T L £ 7,

- YR % SHA-256 [EOREIC 3 2 [HIBR (Delete) 1 (W) %27V v r LET,

(77 (Save) 1227 Vw7 L, YVANDTZ 7 AL P EBEHFLET,
[fR1E (Save) 1227 Vw7 LT, 774V VA MERELET,

RDBERY

cTIFATRY =BT Vx s N EBET SHAL, RELEHERMLET, RELER
DEMEBBLT EEL,

N

GE) REODEENERAEINTZL, VAT AIZFDI A RDT 7 A /UIHDOWT AMP 7 7 7 RIZEW

bR £,

TJ7A4IL YRS Y—R T7AILEEH O0—FKT 3

ZOFRIEEFITT DI, VU =T T A ' ARMETT,

#7vzyrer ]
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. FlexConfig

FIE

ATy T
ATvT2
ATvT3

ATvT4
ATy T5

ATvT6

FlexConfig

rIvzyrEr |

[z k (Objects) 1>[# 7> ¥ FEE (Object Management) 1% B L £,
FT 2 N BATDYANNS [ 7 A U AL (FileList) ] 23R LE,
JV—=AT 7 ANDE T a— KR ERD7 ) — VA NERITADAX LRHY A OO
Mt (Bdit) 1 (£) %27V v 27 LET,

ROVIZ[FTR (View) | (@) RERSNDLGE, A7 V=7 MIUEHEFAAL VIZELTE
D, ATV =7 PEEETDHHERND D FH A,

Fou—REHY—=AT77ANVOMIZHD [Fr (View) | (@) 27U v 7 LET,

[SHA U X kDX > ma— K (Download SHAList) |27 Vw7 L, 7R o7 MIWE-TY—
ATy ANERELET,

[FAC% (Close) 127 Vv 7 LET,

FlexConfig 7" V) —C FlexConfig N U v — 47 Y= 7 M & LT, o 5L TIL Secure
Firewall Management Center % {#i i L "Ci% & T = 72\ Firewall Threat Defense 7 /341 A DIHED 71
2B A RSINTeREZTEE L E T, FlexConfig A8 U > —DFEMIIZ DUV TIX, FlexConfig 78 U
VO HEESZR LTI IZE N,

FlexConfig DIRD X A T OF TV =7 NaHETEET,
TEFAMATZOzH b

THXARNAT Y7 NI, FlexConfig4 7 V=2 N TEME L THEHT2HBERDOT *
A NLFINEERLET, 20TV MIE—OEEZRELZY, ZOF TV =7 b
EEBOMOY A ML THZENTEET,

FHIEFRIE A D FlexConfig 47 V=7 N CTHEHINDEEOFRIERBF AT AN 47
Y7 bR®HY F9, BhEAHT 5TV D FlexConfig 47 v = 7 M & T 25613, B
W2, TR A MNAT V=7 PONEFEEREL T, FlexConfig4 7 V=7 MIXBFFEDT N
A ADRETEEARL A AT H 2 LEGRRETT, FHERFHLOFT V=2 b
WRETAITE, RIS, INHDAFT V27 hOFT 7 4L MEZEHEEES 5O TIEAR

L BELTVWATFAAL AT LT AL 2D FEXEAERTAZEEBEIO LET, 2
I, o= —FRBO—# DT 31 A |Z[E U FlexConfig 47 ¥ = 7 b &HT 25512,

BRI LARWVERPREA LWL IICTHDOITELLET,

TXANFT V27 FOBREIZOWTIL, FlexConfig 7 ¥ A b A7 V=7 NOREES
LT 7EEN,
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| #7o=z4 rem

OAER E

FlexConfig A&7z ¥ +

FlexConfig &7 ¥ = 7 NI, T4 AFREa~ K, B, BLXOAZ V7 FSFEOTF
JEAE EFNTOET, EARBERIC, ZhDOOFIESLIEINT, —#EOBREI~VL R
M, Z—0 > N TN A TREDHIEARET DNALZ A XINTZNRTA—F L LB
ERC S ivE T,

B OFNEIL, #H D Firewall Management Center 78 U 3 — TiEFR S 4L TV DHEEEDNS X E
SALHHET GeBRICA) E3% (D) ICERE S VE T, Secure Firewall Management
Center CiXEINTZAT V=7 b (XY NU—7 AT V=7 e &) IZ{kA77 5 FlexConfig
. RERRICHINENDLERD Y T, IS 0ngGa, BERA TV =7 M3,
FlexConfig X2 DA 7V =7 M BRI H2MENH HANIHE SILEE A

FlexConfig 47 ¥ = 7 KN DR EDFEMIZ OV TIL, FlexConfig 47 ¥ = 7 N DORIEA S
LTL7EE0Y,

REFHONEFR (Aar—ray) 77027 M, T=42%1%B 12y hU—27 LD T
T AT DFEETLELIIFHE LT AT ATHANE N 1 DU EOEFITRELEELE

T, 77EA arba—/LARY—, SSLAY T —, UE—FT7EAXAVPN, 4 MERK
RE VAT LADWeb A VA —T oA ADSEXERGHT CHBWEE ATV 27 FEE
HATxEd, X BHEOENEELSETHDL N T 74 v 72T ny 7357 78R
ay hr— L =V EERTE T,

WICRHOEHREZHEM L TRy b= 8T 7 4 v 727 A VHRBETE 5 X D12, HEMIE
BT — 2 ~N—2 (GeoDB) Z EHMNTHEH T 25 Z L2 BEIOLET,

B EFRA T TV FDER

FIE

ATv T
ATvT2
ATv73
ATvT4
ATv75

ATvT6

[#72xY bk (Objects) 1>[ATP ¥ FEHE (Object Management) ]4 &R L £,
FT 2 N BEAT DY A S [HBLEF#R (Geolocation) | ZiEIR L 7,
NLEH#ROENM (Add Geolocation) %27V v 7 LE T,

AHiE AN LET,

M ERFHRA T V=7 MCEDDIEBLOKREOT = v 7 Ry 7 AE@R L ET, Kk
WEB L, ZOKENOTRTOE, 3L GeoDB HHIZL > TEDOKREBIZAHZEBMEND
TRTCOENERSINE T, KEO FTOTINOEZBIRMERT D & 2 O RS ERAERR
INFET, EERKEGEEICHAEDODE TGEIRTEE T,

[#1F (Save) 127V v LET,

7oz g8 |
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+7vzs rER |

B o 5—7:z1% nterface)

RDBERY

cTIF 4 TRY ATV N BB BEAE. REAELRE LS, REAE
DREBEBBLTL &0,

A4 22— x4 X (Interface)

Key Chain

KA LA =T x2A AT, ¥FXF2 VT4 V=0 BIOA VH—T 2 AT NV—FIZEV Y THZ
EWRTEFET, ZOLT, V=0 FRIEFIIN—TITHEASNTEF2 T o R —Z2mALE
T, mE X, TR A2 —T A A% TN VY —cEID YT, 98 4> & —

TxA A% A V=B YTHZENTEET, $72, xR VT 740 v 70BN
HNOHAEICBEI CE L LT 78 A ary ba— LR =R ETDHZ LITTE LT,

AEPENERICANT IR ETCEEFHEA, RV —ZL-o Tk, BXa2 VT4 V=0 EFEY
R—FrT2EEL, V= T N—TDOW G EYR—FT5586H0 9,

AV E—T 2 A AT TV FOFEHEMZOWTIEZ, EXFa2 T4 V=X —T oA X
TN—T%BR LT IZEN,

A B—T 2 A A F T FOBMFIEZONTE, EX20F5F 40— BIOA ¥ —
T2 A A ITN—T FT 0 NOEREZR LT EE N,

TN ADT — &ﬁ%:)%4k%£%ﬁiéﬁét . IGP BT Z385ET 572912180 H LA
TOHMOERT—NER SN THET, BRI —1T, BEEOLL2—V—BLr—T 477
2 kI VRBREICE A STV D F— 2 HEHIC %&in&L\X/FU X BRI —
FDOT RNEARXRLKNT T4 w7 DV XA VLT "EEET, HBEIIR—2ELETHZ & T,
HHIEND Y A7 R LET, ¥— Fo—rv 2Rt or—7440 7 Fr bany
DIBAEEBRTET HHEIT, F—T =~ ATF—EHRELTCIA 7X¥A LEBEHIEET, =
ITHI LI ST, F—TCHREINTEBENT VT 4 77X —0n\WZ Lo THERTLHZ
LERBISTEOICENL LT, TEBREFT—IZ0SPEV2 71 haLicoArBEHENET, F—DTFA
THEA LGN, TIT 4 7% =N el b &, OSPFIIHRBRICAETE~ToF—%MHL T
T L OBHERR AR L £ 7,

)

GE) WAHCHEHA SN DD MDS BT L) X ADHTT,

F—DSA4T734 4

ELTBELZHEEFT 57201003, £ AR — F o — U OFGExFT—Z2REFEL., 5D
% ZRIFFICHRRICHEH LT, F—DEXEEZTAND T A 7 XA KHSE, F—Dur—
N == A X2 T RAD RN —F = — U FIUC L > CTRLENnFE T, TN
A AF, F—DIATHIALEZFEHALTCHF—F == NTT I T 4 7> TWBF—% 4
L9,

B Ao/ g8
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| #7o=z4 rem

s—Fr—r0F70zs rots ]

= F = HNOEF—ITIL2ODTFTA T EZAL BB F7,

LT ANT A THA L BIDOT A R EDF—FHIFICT R ANEDXT—ZZ T AND
I,

CKFETA T HA L BIOT S AL DX —ZHIRFITT A Z3E D F— k{7592 Wi,
XF—DRETFATEA LN, TAALRAFIN—T 4T Ty TT—bs "y hed—LEbiT

FEELET, FEINEF—DBT AL 2 EOXF—DZ T ANT A 7 XA LB TRWES.
FDOTNARAIF—ZEE LET A, ANLOBEEZITANET A,

FTATHAAL DPREENTWRWERIE, #4574 72 L CMDS #BiEERETHD LR L
Tl 9,
F—0&EIR

s X — F = NHEBDOEN X =D D56, OSPFIXT A 74 A4 AR RKOF—ZFIRL
iﬁ‘o

« TA T HA LPERDF—DEIRSNET,

c TATEALBRELF—=DEEH 5B, bo L bRERF—ID Z2FOF—NEES
nEJ,

F—Fz—DFTTU FOERK

FIE

ATy
ATvT2
ATv73
ATv74

ATvT5
ATvT6

ATy T17

[ x4 k (Objects) 1>[# 7> x4 FEE (Object Management) 1% 3R L £,
FT =2 N HEATDY A INS [F— F=—2 (KeyChain) ] ZRINL ET,

[F— F=—2?BEM (AddKey Chain) 1 %7 U 27 LET,

[F— F=—2 A7V OB (Add Key Chain Object) | ¥ A 70 VR v 7 AT, F—
F = —2OL4RT%E 4T Name) | 7 4 —/V RIZATILET,

HENET v A=A AT T A7 7 Xy b BRE L, BT EIRsR e (L
+. ) BRI ET,

F—%F— Fo— BT B BN (AdD) 227V v27 LET,

[¥F—ID (KeyID) ] 7 4 —/V FIZHF—@ilFZ2HEE L £,

F—1ID OfEIZIL 0~ 255 A CT& £9, BERLX—%2 BT H58ICOK, HEO0EMHL
9,

[7 /v =Y XL (Algorithm) |7 —/L B & [BF5{L# A 7 (Crypto Encryption Type) | 7 1 —/b
RIZH R — bR ROT NV TY AL LR FEZ A7, DFEV [MD5] & [F'L—2 7 F%F A K (Plain
Text) | BDENENRRSNET,

#7vzyrer ]



+7vzs rER |

B 55— ot7sz5r06m

ATvT8

ATvT9

ATy 710

ATvIN

ATvT12

[543 % — 30751 (Crypto Key String) | 7 4 —/V RIT/RZAT— K& AN L, 5 F—CF5 D
72 (Confirm Crypto Key String) ] 7 4 —/L RKIZ/SATU— REH AL LET,

« NAY — RO RKEIE 80 XFT,
¢ NAT— NI 10 XFL EMETT, o, BHFEORICEAZELXFINIMHEH T EH
Ao To& 213, Topass) X° 1) 138 TT,

?N4Xﬁ@®?ﬂ4xk%—ﬁ@%LTV%@K#—%ﬁﬁ%Eﬁéﬁ%%@%?ﬂ4x

WICRRET DI, [T ANT A 7% A I (AcceptLifetime) |7 4 — /v RE[EETA 7 XA L
(Send Llfetlme) 1 74— IVRIZTA T7HA LOIEEFRELET,
GE)

F 740 T, BRFOMEIX UTC Z A L) — 2720 £97,
TR, I, T AKURER T A 7 5 A DO T H MR, E o2y, 7
7 2V s O T HEZIL, DateTime T,
WIZ, B ST OIEIZ O W T DREE L — /L &R LET,
KT ITATHALEBRELESGES., BHHBETA 7424 22 mull I TEEHA,
s T ANFEZTREDTA 7 XA LDORIET A 72 A LiE, TNENOKETEEZ LY LA
THLHIUENDHY 7,
GEM (Add) 1227V v 27 LET,

AT o5 ~10 %V IR L THF—Z21ERLET, $— F=2—IUIT7A 7 XA LREET D
F—Z 2O MMERLET, 29922210k T, F—CHREINEZHENRT VT 4 778
F—MNRNZ E Lo THEETDHZ L ESTEOIRIBE T,
FT 2 NOF—=NR—TF 4 REFEFELET,
cIDOFT V=l NDOF—N—F A FEFAT H5E1E, [Allow Overrides] F = v 7 R v 7
A F N LET (T2 FOA—R—=F 4 ROFA] (14 =) Z5M) |

c ZDA TVl MIA—NR—F 4 NMEZBMNT H55E1X, [Override] B2 v a &R L,
[Add]Z 7V v 7 LET (A7 V2 bOA— =T 4 ROBM (143—2) 22H])

[fR7F (Save) |27 U w7 LET,

RDBERY

T ITATRI =B AT V=7 FeBRT L5613, RELEZEMLES, REALR
DEMZZRLTIZSVY,

B Ao/ g8
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| #7o=z4 rem

v bT—2 .

*y bI—79

Fy hT—=27 7227 ME1OUEDIP T RLAZELET, Ry NU—2 4T V=27 b
B N—71F, 778 Aartu— LR — Ry hI—0EH TATT 4T 4
J—v, Xy MU=kt —, A XY MRE, LAR— N, IDARY —R L SFEIER
LETcEAcE £,

Xy NT—=D ATVl NalBeTHA Ty a raRET DL, VA NPREBIIICT 1L
ZYTEINT, TDOE T a ATHNRF Yy VI =7 A7 MNETRFRSNET, -
LT AT a ORNTIHRANFTT V=7 RBRERLDE TRy FRLERED
NV ET,

Xy NI—=7 FT7 V=7 MIZ, LFOWTIhIDZ A TE2IFETE T,
KRR b

B—pIP 7 KL A,

IPv4 O :

209.165.200.225
IPv6 D :

2001:DB8::0DB8:800:200C:417A % 721d 2001:DB8:0:0:0DB8:800:200C:417A

IP 7 KL ADFH,

IPv4 D -

209.165.200.225-209.165.200.250

IPv6 DA :

2001:db8:0:cd30::1-2001:db8:0:cd30::1000
v b7T7—% (Network)

TR T7ryr (AT xy R .

IPv4 DA -

209.165.200.224/27

IPv6 D :

2001:DB8:0:CD30::/60

)

G X207 4 ATV V2 AL, /oXxy b~RZ7EHEHLT, IPT FLA Ty %

BHELET,

7oz g8 |



+7vzs rER |
B ~or7—9940rn—r=zs

[FQDN]

B OSEREM N A A 4 (FQDN) FQDN f#if% IPvd 7 KL AD &, IPv6 7 KL AD
F ET2IXIPv4 & IPv6 7 R L AOWMFIZHIRTE £9, FQDN I, 7 £ 71335 Thh
FoTHKRDDLIVENHY £79, FQDN THEIFEL L THEMTE 201k, X7, 5. B
KON 7o 2T,

Wz & r L ET,

www.example.com

G¥) FQDNAZ7 V=2 M, 77EARa ba— A — 7 L7 0 VE L —)LE X FE)
NAT V=NV DAHRTHEATEE T, A—/LiE, DNS/V v 7 7 v 7% LT FQDN THUfS X
NP7 RLA%Z—HS®HET, FQDNRy hU—27 +7 V=7 M &EHT5HI21E. DNS
P — R—FXE % DNS — 7 L—7 (37 X—) TEEL, DNS 7T v b7 4 — Lg%
Ex DNS TRELTWAZ LAMRELET,

TAT T 4T 4/—LCFDQN % v U =7 47V =/ M+ 13Tt
Ao

g—7

Xy NT—I AT NERIFMOR Y NT—T TN—TNERDITN—T, DIy
NTD—0 T2 N ITN—TEDOXy NT—0 F Tl b T A—TIBINT 52
LT, RAMSINTIZ I N—THAERTEET, V=T ZRAFTEDLLLE, HKT
10 L~V T,

2y bT—=0 DA A=K TR

(A7 V=2 NEEE (Object Management) | X— T, VANV RA— R VA7 A7 V=V &
TERF K OVE R CE £,

PRV 7% FIP T RLAREOFRy hU—2 4TV FefEic&a 9, BEOFR Y b
U= F 7= NI, Xy b= AT V2 b Xy NI =7 UL LRI — R AT V=
7 FOW G EYR— T HEICHESHTWET, YAV FI—F~2 7 2l 5%y k
D=0 F 7= ME, Ry NI—2 79227 8 VAR X=TD[ZA 7 (Type) 15T
[y hU—2TUA ) KH— K (Network Wildcard) 1 & LTVYU A &R ET,

TJANRKA— R AZX, By hOREfE/R~ A7 THHIPT FLATY, Lz~ A7

S LTS Y U —2 4T V= N L, R0~ 27 2HH LY AL KA—
Ky hD—2 47 V27 M EERTE £,

IP 7 KL 2D R2YRT—ITLILNED—F |FTSzH k84T
?

192.0.0.0/8 L Py hU—7

10.10.0.0/255.255.0.0 L Xy hU—7

B Ao/ g8
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| #7900 rem
2y ra—s #7559 rots |

IP7 KL XD FTYRIT—=OIDAIVEH—F (TP 54T

?
10.10.0.10/255.255.0.255 Faam Xy NU—Z UL RKH— R
72.0.240.10/255.255.240.255 *Hh Xy NU—=J AV RKH—F

)

C¥) Xy MNI—=P UANKA—F ATV b, Ry bPT—=V UANVRI—RAT V=7 b &
BUA T2l FIA=TNE RORY =R E L TOLGRICORF IS NET,

« LT 4 NH R —

TR ARarybra—)L R —

*NAT RV ¥ —

PEFR BERa fiSE ]

e Xy NU—27 UA)NKI—RNAT7 =2 MEA{EKT HI2IL, Firewall Management Center
Ul C[AT2 o kb (Objects) 1>[AT Py FEE (Object Management) 1> [% v k
7—7% (Network) JZ&R L. [~ bU—27 DB (Add Network) ] %2 V v 27 LTh
L[AT7 V=7 FOEM (AddObject) 1227 V27 LET, [y hT—2 (Network) 14
T rEERL, IRV T Ry b X7 Ofie AJ) LET, 1 10.0.10.10/255.255.0.255

AT NOF—N—=FA R, TN—TFT =l OV R—, IN—TFT =
FNOF—=R=F A4 R, ULV RKI—=RITIN, BIRUVANVRRI—RET V=7 FDA
YIR— IR R— PSR TWET,

Ry hT—T UL NV KI—=R AT V=7 M, IPv4 T FL AR LTOHRYR—FER
F9,

c Xy NI =7 UA NN KA— K A7 V=2 MI, Firewall Management Center 335 X O Firewall
Threat Defense 7.1 /N— g VLT R— FENE1,

e Xy MU= UANKRI— R A7 =2 ME, Snort-3 TOHIR— K IET,

2y bT—=9 ATy FDER
I

AT 1 [T b (Objects) 1>[FT Py FEE (Object Management) ] Z 3R L £,
ATFTYT2 ATV F XA TDY AN [Xy T —2 (Network) ] 23R L £,

7oz g8 |



+7vzs rER |

B <oro—v170z0r0rom—+

ATvT3
RATv74
ATy TH

ATvT6

ATy Fr17

ATvT8

ATvT9

[+~ T —27%BM (AddNetwork) | KRy 7 X 7 A=a—"T, [A7 =7 FOBEM (Add
Object) | ZEIRL £7°,
[Name] # A1 LET,
(f£#) [Description] (ZftHHZ AT L E 7,
[y FU—2 (Network) ] 7 4 —/LV R T, %ERA T a 2@ TEbREE2 AN LE
T (X hU—7 (51 3—=2) &) |
(FQDN 47 ¥ =7 b®D#&) v 27 7 w7 (Lookup) | Ka w7 H 7 A =a—5 DNS f#
Pa IR LT, IPv4, IPv6, F721X IPv4 & IPv6 Dffi 5O T KL A% FQDN (ZBH#ifH T 2 0%
RELET,
FT V2T NOA—N—=F 4 REEHLET,
DA TV 2l NOA—N—=F A REFAT H851X, [Allow Overrides] = v 7 /K v 7
AuANILET (A7 V2 bOA— =T ROFR (14 X—2) 2M])
s DA TVl MIA—N—T A NMEZEINT H85E1E, [Override]® 7 v a VAR L,
[Add]Z 7V v 7 LET (A7 T2 FOA— =T 4 ROBM (143—=2) 25MR)

[PRAF (Save) 1227 VU v 7 LET,

RDBERY

cTIFATRY = BAT Vxs FEBET SHANL, RELEEERMLET, RELER
DEMEBBLT EEL,

2V ET—=0FTOH bDA R—F

PKI

Xy NIT—=IFT V=27 bOA A= FOFEMIONWTIE, A7V =2 oA A=k (5
N=) AR L TSN,

SSL7TUr—2avoPKAToxy b

PKIA T V=7 MM, BAZYR— b T H72DICHERABRBEIEAE, BILOXTIZ272 o 2
BHERLET, WHCAFT 7V =27 FBLOMEHETEZ S CAA 7 V=7 M, @GR (CA)
AFAETHER SNE T, £ WEHCAF T V=2 MOIE, SEAEL XTICR - SRS 5
FNFET, WEGEAEAS 7V =7 B XOINTREEA 7V =7 ME, —/ 3 —FEE CHERL
ENFET, o, NEGEAEAS 7 V27 ME, GEAEE ST ICh BB L ST E T,

BHETX 2R/ A TV =7 b ENFEEAELS TP =7 b & L T ISE/ISE-PIC ~D i &
H/ET DG, ISENMSE-PIC 2T AT T 474 V—AE LTHEATEET,
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FEHEORGA T 27 b ik, BEMRT AN AEPKIA VT TANT I F v DGR L, L

TEIATTHZ L TVPNERA YR — 257 A A LI TFA MRS N (CAHT V=7

N ZERRT DI SN ET,

1. FEEOXREGRA TV 27 FO CARBIEE RGO NT A —Z2ER LET, AT A—X
EIREL, = "—J 4 FERZEHL T, BRL27T A RCEAOA 7TV =/ MNREE
BELET,

2. TATUT AT AGEAEEZVE LT AKEGRT NS R ZOFT V=7 b & BEMT
TA VA=V LET, TAALT, 2OF T2 MIFNTAIRA LV MR F
7,

RERAEOREGA 7V = 7 MR T A RTEEM T B, TN, R A M= END L
FTTIGGEAEDOR G 0 ARG EINET, Yokt XiL, BESE4. SCEP, EST., Bk

7oz g8 |
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tIvzy e |
B as=zozerovost

O'PKCS12 7 7 A WRGR S A 7O HEICITOhE S, 2F 0, HEHEICIDEM
DENEIINEDH Y £ A, FEREATRERTIT, S OICEHE OBRIENLEIZRY 7,

3. {ERREN7EFTIARNKRA Y % VPN ORETHEELET,

MHEOERAF TV F DEE

FEEORG AT U2 N #EBTHIZIE, (7Y =7 b (Objects) >[4 7T =y NER
(Object Management) ] IZBEIL, T X —T 3> 7 Kb [PKI] > [FEAE OB
(Certificate Enrollment) ] Zi®IR L E 7, IROERBERINET,

« BEFOREAEORGEA T Y = 7 b3 [4ET (Name) [ FICFERSNET,
VAT 4 NVZ ) T HITIIMET 4= B (ROBPR) Z2HHLET,

KA TV NOBEZ A TN[F AT (Type) 1FNCERINET, ROBESTA %A
TEET,

« [B% (SelfSigned) |: BHHKRRT /A ANMAOHCEL NV — MEHELZER L E
R

* [EST] : Enrollment over Secure Transport (X, CA 067 A 7 7 4 7 4 GEAEZ RS
HIDITT A AT > THER S ET,

*[SCEP] : (5 74 /v k) Simple Certificate Enrollment Protocol {X, CAHT AT VT 4
T AREHELBGT LI T A A THER SN ET,

« [FE) Manual) ]: BEO7 vt 2%, FHECL>TFHTEITINET,

« [PKCS12 7 7 A )L (PKCSI2 File) ]: VPN #f¢% ¥4 — k LT\ % Firewall Threat
Defense &7 N4 ZAD PKCS 12 7 7 A V& A AR — Kk LET, PKCS#12 (PFX
FIIPI2) 7oA NEiE, Y= NGEE, PREEHE, B —O T X TEH 51k
LTRFFT D77 A NTT, HEDHD [73Z 7 L—X (Passphrase) ]z AJIL
EJc AN

o [A—"—=F A4 F (Override) 13i%, A7V =2 "N A—N"—=F4 K (FOF=v v—
7) EFFAIT AL LW ROX) Z2RrLET, BHPARRINDGE. ZiUEd—13—
F4 RO TT,

[A—"—F 4 K (Override) |47 v a AL T, VPNREDO—HTHLET /N1 A
DEATV 2l NEREENAZAAXLET, A—N"—TF4 KNT5HL, KT A AD TR
NRA V FOFEMA—REIC/Z2 Y 9, @, WELFELIFTY T V=7 NI, VPNOREN
DETINA AK LT EEXINET,

EEOHA TDOAT V=l FOA——F 4 RIZBET 258 L OFNEICOWTIE, 47
Vxl hDF—=NR—=F 4K (123=) 2L TLTEEN,

TRET A 2y ($h%E) H7 Vv LT, BNCER LT GEEORGEA 7 P =7 b 2iRE
LEd, ML, BEEA7 V=7 MR EOFEEFMRT AN AT HBEMT DT ng
BICOHBFATTEET, HHEOREEA TV =7 FOFREICHOWTIL, BINOFIEE B
LTLEEN, RRLEBEGA T V=7 FafmETEET,

B Ao/ g8



| #7o=z4 rem

I e |

CHIBRT A = (ZH58) 227V v 7 LT, BCHERR L SEHEOREA 7 V=7 4l
BRLUET, BEHART A RTEEMNT DN TV DIEHFEORERA 7 ¥ = 7 MIHIRTE
FHEA,

(1) FEMEREEDEM (Add Cert Enrollment) 1% 2 U v 2 LT, [FEAERGEOEM (Add
Cert Enrollment) | %A 7 R 7 %M &, GEHEOREA T =7 N ZRELET, AEFHEOXR
gA 727 FOEM (67 °—Y) ZZRLTLLEIN, KIZ, BEMGEO~y RV F 7
WA RZEINGEAEFEEZ A VA M=V L ET,
BMELEYY

HOBA4 &AL EHED A v A b—b

EST &gk 2/ L7ZiEEFED A A h—/L

SCEP O%4qk & H L7-FEIED A A h—/b

FEPEGR A LTGEED A VA h—L

PKCS12 7 7 A WA LIZGEAED A 2 h—/b

REAEDEHZ ATV FDEM

FIE

&M

ATvT2

ATvT3

NSO AT Y =7 i Firewall ThreatDefense 7 /3 A THEATE £, DX AT ZFEITT
DL, BHEMHREZII Ry NU— T FEHEHERNMLETT,

DUTFOFEONT LY, [REFEEEDEN (Add Cert Enrollment) | % A 7 1 7 %[ %
£
ATVl MEBNOEBEFL  [A 7Y =2 b (Objects) >[4 7 V=2 MEEEL (Object
Management) | i T, [ &4~ — 3 > (Navigation) ]34 > @ [PKI]> [FEFED K
(CertEnrollment) ]Z34R L, [FERAEDEEDIEM (AddCert Enrollment) ] Z# L £,
 BHHRT N ZAOFREHICHEL  [T3A A (Devices) 1> [fEHE (Certificates) ] 8
T, B (Add) 1>[#F LWAEAEOEN (Add New Certificate) ] 28R L, [FEHE D%
f% (Certificate Enrollment) ] 7 ¢ —/L R (1) 2 YU v LET,
[477 (Name) | Z AN L, EETHEET 247 V=2 O [#i8 (Description) | 2 AL %
—é‘o
BENTET T DL, ZOARMPEEMNT O NTEEXGT S AD N T A MRA > NOARINC
™Y ET,
[CA {&# (CA Information) | % 7 ZFWTHh 6, [BEkZ A 7 (Enrollment Type) ] ZiEIR L £
j—o

s [HCEBAGEHE (Self-Signed Certificate) | : EHIRIRT N4 AN CA L L THEEL, HCE
DELFTENL— FEHEZAEKRLET, ZOXA U TlE, SHICHEERHERITHD
A,
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AIvzy bEE |
EREOBRE T UL FOBM

6=3)
HOZAREAEZ BT D L SI2id, GEAE AT A =2 THhas (CN) ZHET 0%
NV ET,

* [EST] : Enrollment over Secure Transport 7’72 k =/, ESTIHEREZHE L ET, [FEHED
BokA 7T V=27 NESTAT v ay (69X—) | LTI EEN,

*[SCEP] : (57 #/V ) Simple Certificate Enrollment Protocol, SCEP % f5E L £7°,
AEEOXGRA 7 V27 N SCEP AT v ay (10 3—V) 2BBL T I,

« [F& (Manual) ]

* [CADF (CAOnly) |:iBRL7ZCAMND CAFEHEDOAZERT HIZIE, ZOF = v
IRy I A% A N LET, ZOMAEOT AT T 4T 4 EHBIIER SN
/\Jo

IDF =2 IRy 7 A A LRWEGEE, CAFEAEIISATIEIS Y 8 A, CAFE
BHENRZ2S THLCSRELEM L, TAT v T 4T AFAEZIREGETAZ N TEET,

* [CAGEFZE (CA Certificate) | : CAREMIEZ PEMEX TR v 7 ZIZAED A4, CA
FEREIIBIOT AN A at— L TEETA22 b TEET,

CAFEER LT CSR #EMT 2BAI1E. ZORy 7 ZEZEDOFEICTEET,

« [PKCS12 7 7 A /L (PKCSI12 File) ] : VPN #£#t % ¥ 7" — Kk L T\ % Firewall Threat Defense
EHEH ST NA ADPKCS 12 7 7 A VA R — K LET, PKCSHI2 7 7 AL, £
PFX 7 7 A /Wi, H——GEE, PREEAE. MEX—PEEN5H -0 5L 7 A
JLC9, Enter the Passphrase value for decryption.

 [CAREHED AR 2 HIFIOCAT Z 7 F = v~ 7 % A% >~ 795 (Skip Check for CA flag in
basic constraints of the CA Certificate) ]: F T A hARA > FEEBAE D EARHFKIOILIE & CA
TITDF 2y P B AXy T T LG SOFzy IRy 7 A F AT LET,

 [RFEMTE (Validation Usage) | @ VPNEEGEHIZAEIEZRGET 24 7> a LR L &
R

s [IPsec”Z 7 A4 7>k (IPsec Client) ]: H A ~[E VPN &t D IPSec 7 71 7 > FaEBiE
ZRRAE L E T,

«[SSLZ ZA 7> b (SSLClient) ]: VE— F7 7 & & VPN £k DRITHIZ SSL 7 7
AT v MIEAZEZRRGE L £7,

* [SSLH—/3— (SSL Server) ] : Cisco Umbrella —/N—GFEBHE /2 & SSL H— 3 —3F
HFLGEST 25O IR L £,

ATy T4 (EE) [FEHED/RT X—4 (Certificate Parameters) | ¥ 7 2B &, iFHEZEONKZEZHREL E
T AEHEOREA T VeV N EEEDONNT A= (71 =) SR LTIEIN,

ZOFEHRIE, GEHFIHEMH S, ZONL—FNPOREHEEZET LT X TOE F NIRRT
3

ATy FTE (EE) [¥— Key) ¥ 7&2HE, F—ONFERELE T, iEHEOREA 7= D
THEAL T gy (12°3—=) ZBRLTLIIEEN,

B Ao/ g8



| #7o=z4 rem

ATvT6

ATy T17

ATvT8

iMREoEHRF IV rEsTA T |

(EE) [K%h (Revocation) 1| # 7 %27 Vv s L, KRhoA T arvzfiELET, iHED
VATV =7 M RIA T ar (153—=2) 2ZRLTIESVY,

MENZIE T, ZOFT7 V=7 MZOWT [F——TF A FZFFH (Allow Overrides) ] L Tl &
£75

F—=N=T A &+ 5 & 5ICPKCSI2FEHEDREA T V=7 M LBES LN, 4 —
N—=TF 4 RENDHT /A ATIEHED [/XA 7 L— X (Passphrase) ] # EHTHLENH Y £
D

FT 2 "D —N—=F A ROFEMI AT =7 "OA—"—=F4 F (12—=) &M
LTLIEENY,

[PRAF (Save) 1227V v 7 LET,

RDBERY

TNAAD NTARNKA LV NEERT D720, T3 ADORERA TV =7 SO T & A
AR —= IV EBATWET,
BMELEYY

HOBABGEEHEHA LGEHED A A h—b

EST Bk A M L7iEfED A A h—)L

SCEP DXk Z i L7-REBED A A h—)L

FEIREREZHHA LZGEEO A 2 h—1

PKCS12 7 7 A WAEAEH LIGEED A > A h—/L

MBAZEDEHFA IOV FESTA T3 Y

Secure Firewall Management Center 7 E 45— 3 > /R
[Objects] > [Object Management] Zi®&{R L, 75— 3> v 0> RUhb [PKI] > [Cert

Enrollment] 4R L%+, (1) [FEHEOBEDEN (Add Cert Enrollment) | %7 U v 7
LC, [FEBAZEDEGKDIENM (Add Cert Enrollment) | 4 7 1 7 %8, [CAE#H (CA
Information) ] % 7 %N L £,

Ta4—ILk
[Enrollment Type] : [EST] IZF%E L £,

\}

GE) « EST %% % A 7%, EdDSA ¥ —4 ¥R —F L TWEHA,

« REEO ARG/ & 2T 22 BERERT 5 EST OREIZ R — ST
WEHE A,
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rIvzyrEr |

B eszossr 0z rsceP ATy

AERAEDEFA T

[%%% URL (Enrollment URL) |: 7 /34 ANEERZRITT 5D CA —3—D URL,
https://CA_name:port ®JZ.0> HTTPS URL Z# i/ L £9, Z Z T, CA _name X CA % —/3—
DHRARDNSLEITZIP 7 FLATY, A— FEFIFZHSLETT,

[Username] : CA % —_— (27 7 ® A F 572D 2—H—4,

[Password / Confirm Password] : CA H—/_X—Z7 7 B AT H7HD /XA T — K,

[Fingerprint] : EST 2] L C CAGEAFEZ G T 556, CAV—"—D7 4 =7V |k
EANNTEHEVENRNHY ET, 74 H—7V 2 bEHEHLTCAV— "OFENEDE EM 41
BT D& NERFE=FD, KYOFEHELBOGERAFICEEHRZ 5 2 L2 HIETEET, CA
B— D [T 4 =7V > b (Fingerprint) 1ZIX 16 EEIEXTAT LET, AS LIZEMGE
HEOT 4 =7V FE—HLBRWEE, GEAFITEG SN E T, — " —ICEE L
T.CADTZ 4> H—T7V v hEREGLET,

[Source Interface] : CA % — _"—L@BETHA v H—T A A, T 74/ hNTIiX, WA % —
T oA ANERENET, T—H AV F—T 2 A AZEBTA LV F—T =4 AL LTHETD
Wi, HA L H =T 2 A ADEX2 VT 4~ FFA H—T 2 A A ITN—T FT V=
7 NEEIRLET,

[Ignore EST Server Certificate Validations] : EST ¥ —/N—FEEH DML T 7 4 /L F CTIITS 1
%9, Firewall Threat Defense |~ & % EST % —/ N —GEHEDOKGEL BH T 55513, ZOF = v
IRy I A A N LET,

Sz LSCEPA T3

Secure Firewall Management Center 7 E4"—3 3 > /\R
[Objects] > [Object Management] Z3&{R L, &5 — 3 7 1 > K775 [PKI]> [Cert Enrollment]

ERIRLET, (1) [FEFEOBEROEM (AddCertEnroliment) 1% 2 U v~ LT, [FEHE
DAGERDIBAN (Add Cert Enrollment) | %4 7 1 7 %#B& ., [CAE#H (CA Information) | ¥ 7 %
BIRLF9,

Z14—ILF
[&§% 45 A 7 (Enrollment Type) ] : [SCEP] IZ5%E L £,
[%4% URL (Enrollment URL) ]: T /3 AR EEREZRITT 58D CA ¥— 3D URL,

http://CA name:port DJEAD HTTPURL ZfH L £7, Z ZT. CA_name % CA #—
DHREARDNSAEITIP T RLATY, R— FEFIIMNETT,

\}

G¥)

DNS $—NEZHE L FET,

SCEP H#— 337K A h44/FQDN T & TV 5 HA1%, FlexConfig 47 ¥ =7 M &AL T

CA TP CAcgi-bin 27 U7 MLEMNT 7 4L & (Jegi-bin/pkiclient.exe) TRWILEIL, & DL
LIS DA 7 U 7 MLE % http://CA_name:port/script_location DFEFT URL (25 & 5 LER H
V¥4, T T, script location |X CA A2 U7 h~D 7 )L /RNATY,

B Ao/ g8



vV I gi
| #7vzy rem
HHEOERL I FEREDSS2—4 ]

[Fr LY RRAT— RRATU— ROMER (Challenge Password/Confirm Password) ] : CA #—
NPT NRAL ADID ZWFET BT 582U — K, CAV—NCE#ET 7 A LT, %
721X Web 77 |27 KL A (http://URLHostName/certsrv/mscep/mscep.dll) %
ANLT, WA= RERETEET, ZO/RAT— R, CAV— 05L& LIZFM D
60 7MAEENTT, LiehoT, /AT —RIL, 1ERlits, T 2720 REIClmT 2 0E R H Y
7

[FATHIR] (Retry Period) ] : fEFAZZRORITHING (%) . EIZIX1~600%2fHECTE %
T, T 7 H NI 1S TY,

[FFRATEEC (Retry Count) ] : S #]DEREFICFEME D FIT SN TW WS, FT7T 5 H
TR, 1~ 100 DfEZEETEE9, 7 74/ M 10 T,

[CA FEFED S C (CA Certificate Source) ]: CA GEBHEOR&G HFiEEHREL 7,

* [SCEP Zf# ] L7=Hif5 (Retrieve UsingSCEP) | (F 74 /L b THY | Mq—HHR—hZn T
WBH A7 a ) Simple Certificate Enrollment Process (SCEP) % f# ]l L T CA H— 30
DAFHEZIS L E 9, SCEP 2T 512137 /31 AL CA — L OO S M E
TY, BT RAEBAETHRIC, T3 ADD CAYV—"~D— B35 Z L 2
BLET,

[7 4> —7Y >~ (Fingerprint) ]: SCEP Zfifl L T CAGEHIEAZ BT 554, CA T —
NI 4 T—=T Vo M ANTLHMBERHY ET, 740 H—T7V b LTCAY—
NOGEAZEOETEE AR D &, RERE =FN, AYOFEHELBOFEIFEICESH]Z 5
ZrEMHIETCEET, CAV—D[7 4 =7V >k (Fingerprint) ]121% 16 #HIETA
HLET, ANUIENRGERED 7 4 =TV o F &= LRWEE, EREITET S E
T P A—IZEET 7B ALT, £2E Web 77 UHFICT RLA

(http://<URLHostName>/certsrv/mscep/mscep.dll) # AJJL T, CADT 4 > JJ—
ZV MRS LET,

FIEAENEHRA TV FEIAED/INNT A —4
CA I —NZEEENDLFEHEBERIC, ZOMOEREZEE L ET, ZOERIL, FEFEICHK
MI, ZONL—EZNLitELZET LT X TOE =FNRRTEET,
Secure Firewall Management Center 7 E 45— 3 > /R

[Objects] > [Object Management] Zi®IR L, F 45— 3 7 1 > K775 [PKI]> [Cert Enrollment]

ARRLET, (1) [FEHEOBEDOEM (Add Cert Enrollment) | Z#0 LT, [FEWI o 24k
DB (AddCertEnrollment) 44 7 1 7 % E, [REBED/XT A —4% (Certificate Parameters) |
2T HERLET,

J4—JLF

FEHED LDAP X500 TEXAFEH L T, T _RTCOBEREATILET,

« [FQDN %% #¢ (Include FQDN) ]: 7 /34 A ® Fully Qualified Domain Name (FQDN; 5242
B KA A 4) ZEAEERICEDDINEIDERELET, EREE®RDO LB T
j—o

7oz g8 |



Aoy rEE |
B eszozsro0 s roxsRrToa

[TNARADKRA 8% FQDN & L TfEA (Use Device Hostname as FQDN) ]
« [REBAE (X FQDN #{EF L ALY (Don't use FQDN in certificate) ]

« [1 A% 1 FQDN (Custom FQDN) ]: Z#&Z@&EIRL, KRS [ A 4Z L FQDN
(Custom FQDN) | 7 ¢ —/V RIZFEEL £,

[THRAADIP T KL A%EH % (Include Device's IP Address) | : IP 7 K L A MGFEAEE
RICEEN WAL v F—T A R,

« [(H5@4 (CN)  (Common Name (CN)) ] : iEFAEIZE ® 5 X.500 @4,
A\

GE)  HOBAEAEZ BT 5 & &R, GEEANT A —F Ti@4,
(CN) ZHRETLHILERHY £7,

o (MLARHAL (OU)  (Organizational Unit (OU)) | : AERAZEIZ & DGR O4 R G4
mE)

* [#i#% (O) (Organization (0)) ] : fiERFEICE © D AHGk £ 721X FEDO 4 AL,
o [l (L)  (Locality (L)) ]: fERAZIZE o 5 Mk,
« [EREAFIE (ST)  (State (ST)) ]: sEAEICE ® DM & 721 TR E T I,

«[E=—1F (C) (CountyCode (C)) |:iEAFIZEZHLE, Zhbd=a— RiE, 1SO 3166
OEOEMIIZHER L CET (E 21E7 AV BERE X TUS) )

s [ETA—/ (E) (Email (E) ]:iEHEICEDLEFA—/NL T KL A,

[TAAADTY T NE G EEZD S (Include Device's Serial Number) ] : 7 /34 AD T YT
NBFEEHEBIZEO DN EIMERELET, CAIL, 2OV I TAEFESFEHFEHL T,
FEFAEARGET B0, F2idb & CHEAEZ R EDT A R ZBE#EMT £, vV T AE
BEEDDHNE I PHBTTEROBAR, Ty ZIRIoD, EH TS,

AAZDERAT TV P DEELGA T a Y

Secure Firewall Management Center - E4~°—< 3 > /8 X

[Objects] > [Object Management] Z &R L, 75— 2 > 7 1 > KU H D [PKI] > [Cert Enrollment]

BRIRLET, (1) [FERZOREOEM (AddCertEnroliment) (%7 U v 7 LT, [FEHIE
DXEEXDIEN (Add Cert Enrollment) | %A 7 a7 2B X, [F— (Key) | ¥ 7 &ERLET,

J4—IJLF
s % —X& A7 :RSA, ECDSA, EdDSA,

B Ao/ g8



| #7900 rem

MREOBRA IV FoxELA TV ||

A

GE) o BST %4k % A 7 DA . EdDSA ¥ — IV R— b Enwniz
W, BIRLANWTLEE N,

«EdDSA L., ¥4 FEIVPN AR P TORYR—FENET,

*EdDSA 1Z. VE— KT 7 EBAVPN DT AT T 4T 1 i
ELLTHR—FERTWEEA,

* [KeyName] : GEBIZECBESS T 5 F— T DN TIHFHET 2 5HE. 27 4 —/L FTiEE
DX =T OARTEEELET, F— T BEELBRVWGS, 207 ¢ —/L KT, Bk
RRICAER SN DX —XTICHID Y THARMEIEELE T, AIEHEE L2WSEA, TaE
i FAA >4 (FQDN) F—~X7 N b IS ET,

o [F— P4 X (KeySize) |: F— XTBFELRNWEEZ, LEex— A4 X (5% %
By NTERLET, #5E)A1 X132048 B N TH, REOY A ANKELRDIFE,
X=XV EX2TIZRVET, LEL, RO A ANRKRENFT—TE, ARKIZFR
20 (512 By P RO REWEAIX 1 oL E) | T D L X OB G203 0

i‘a_o

| B

BE « Firewall Management Center & Firewall Threat Defense (/3 —
Ta 7.0 LTI, RSA F— 1 X758 2,048 7 b A D
AEWIE & SHA-1 & RSAREG LT /L) X LZMAT 2 % —
TR CTEERH A, 7272 L. Weak-Crypto Z ] L 7-GEH] &
O PKI &gk a9 2% &, SHA-1 & RSARE L7 LT Y X
LB IO aFk—Y A X2l 2iEHELZFF TE &
9, Weak-Crypto Z i [l L 72ZEBIE D PKI B (74 ~—2)

Firewall Threat Defense 7.0 Tld, Weak-Crypto 47> a V& f
L ThH, 2048 B BTG O YA AD RSA F—ZERLT
TFEE A

* [Advanced Settings] : IPsec UV E— h 7 7 A 7 > FiEAEOXF—Ofi R 7 2T 3
B I OIERF — ORI T 7 2T g DA RBGE L2V IEEa 13, [Ignore IPsec Key
Usage] Z BN L ET, IPsec 7 74 7 FEHEO X —DMEHRIT = v 7 21T X
INCZTEET, T7A4/NL T, 20TV a3 VTN TOET,

7oz g8 |



+Ivzy bEE |
B weak-crypro 2R LI B O PRI 257

A

GE) ¥4 M VPNEEG TiX, Windowsi8iE/R (CA) AT 254
TIANMOT TV r—vay R BRI IP ¥ ) T«
IKERRETY, ZOT 74V FEEEHEH L TWDHEEIE, B8R
L7247 2 =7 b T [IPseck— D AR % 7 (Ignore IPsec Key
Usage) | A7 v a U EaBRTLIMLENRH Y £, TS DOY
B, T RARA 2 MEY A MH VPN 8t & 76 T TE £ A,

Weak-Crypto % {$ f L 7-ZEEAZ D PKI &%

SHA-1 Ny v a2 B4 T AT Y AL BLUGEFZED 2048 £ MR O RSA F—H 4 XX,
Firewall Management Center 3 & UX Firewall Threat Defense /N\—37 = & 7.0 AR TliI AR — i
TWEH A, RSA F—H A X3 2048 B MR OFFAZ IR TE /A,

7.0 LV ETON—Y 3 o &FAT LTV 5HEA . Firewall Management Center % & #1342 Firewall
Threat Defense 7.0 T Z L 5 OffillfR % A —/3—F 1 F3%I1Z1%, Firewall Threat Defense C Enable
Weak-Crypto 47> a > 2 CTX £7, Weak-Crypto ¥ —%FFr[ 925 Z LI3HERE L EH A,
ZOEIRF—E, F—HA ABRENF—ZELETIEARNEDTT,

\)

((¥)  Firewall Threat Defense 7.0 LA Tld, Weak-Crypto Z 7] L TWAHATH ., 2048 B v hATH;
DY A XD RSA F—DEFKITHR—FSnEEA,

T /34 AT Weak-Crypto Z HZHZ T HI21E, [Devices] > [Certificates] ~~— 2B L £,
Firewall Threat Defense 7 /3 A A 1Z%f L TR S 415 [Weak-Crypto®DH %{t. (Enable Weak-Crypto) ]

(@) RNZ %27V v 7 LET, Weak-Crypto 47> a U AFNCTHE, RE U ITED
V¥, T 74k TiE, Weak-Crypto 47" a NI /2> TOVET,

\)

GE) 59V EE SO A3 EIA CRERAEOBFRNN RI L7254, Firewall Management Center | X Weak-Crypto
FTa v EANCTDHEIITKRDHEE A -V EF R LET, [FERIZ, [Enable
Weak-Crypto] /8% > % A 1279 5 &, Firewall Management Center |7 73 A C Weak-Crypto ™
RELXANCT DANIEEA v =V 2R R LET,

Firewall Threat Defense M B/A— 3 U S 10 ~ADT7 v T L— K

Firewall Threat Defense 7.0 |27 v 77 L — R+ 58546, BEFOEHEOREIXMRFFSNET,
72720, 2O OFEHEIZ 2048 By MARIEO RSA F—2H 0 | SHA-1 B B5{LT7T VT Y X A%
FRHLTWAEEIT, TNOEMH LT VPN AT 52 L1 TEEHA, 2048 £ b
F U REVRSA F—H A XAOFEHEZIEAT 520>, F£721E VPN #5620 Permit Weak-Crypto 4
T a v EANCTHLERDH Y T,

B Ao/ g8



Sry bEE
| #9vzs
dREosRA v kst Tvar [l

MEAEDERA IOV b ERMA T ay

SEAED RN AT —Z A BB T IHNE Ik, HiEZER L CRETHZ L THEELET,
KENDOFERILIT 7 4V b TEH 772> TEY, EH50hH#EE (CRL £721X OCSP) &4 12
o TWERA,

Secure Firewall Management Center - E 4" —> 3 > /{ X

[Objects] > [Object Management] Zi®IR L, F &5 —3 a3 > 7 1 > R H 5 [PKI] > [Cert Enrollment]

ERRLET, (1) [FEPEOBREOEN (AddCertEnrollment) 1% 2 U v 7 LT, [FEW®E
DEEXDIBN (Add Cert Enrollment) | %A 7 1 7 %#BA& ., [%) (Revocation) | ¥ 7 ZER L
£7,

J4—ILF

s [FEBAELZN Y 2 F DAL (Enable Certificate Revocation Lists) ] : CRL DR & A2
LlizixA iz LEd,

o [FREBAED S OCRLAYHEIR A > b (Use CRL distribution point from the certificate) ] : i
BEND DK Y A MidAi URL 2 BG4 51234 iz LET,

o [BXE S 728 URL 24 (Use static URL configured) ]: K%V A RDRAZ T ¢
7 IR FATE T SV ECAT URL 2B 003 5121k, vz A iz LET, KRIZURL 28
MLET,

[CRL #—/ 3 URL (CRL Server URLs) ]: CRL % # 7> 11— RA[HE72 LDAP J—/%
@ URL,

URL (X, http:// CTHELZMLENRH Y £7, URLIZAR— FESEEHTIIZEN,
* [Online Certificate Status Protocol (OCSP) DA %{t. (Enable Online Certificate Status
Protocol) ]: OCSP F = v 7 ZHNZ T HI2ITA I LET,

[OCSP —/ X URL (OCSP Server URL) ]: OCSP F = v 7 ZWMZHE L TWDHHAID, K%
%F = v 79 % OCSP #— 30 URL,

URL (%, http:// THELLENH Y £,

o [RERICT 7B ATERWGA, AEAEXAEZE RS E T (Consider the certificate
valid if revocation information cannot be reached) ]: 7 7 # /L h TH 72> CWVWET, Zh
EHALRWNGEIE, T2y 7Ry 7 A4 7ICLET,

RYo— YR+

RUV—VRANDRY > —FT V=7 MeAEpk, ab—, WET DI, [FVT—URID
X7 (Configure Policy List) | X—YZHHLET, V— b vy 7E2RETDHEXIMHEHTD
RV —VANFT V7 NEERTEET, =R~y 7ATHRY v— U X ERERIL
D&, R T— U R MNOmatch LT _RTHFH =41, MBS ET, 1ODL— bk vy 7T

7oz g8 |



B oc—uxr

FIE

ATy T

2Ty T2
ATv73

ATV

ATy TH

ATvT6

ATy T1

ATvT8

+7vzs rER |

2O EDORY = VA NERETED, AU — UVANMNI, RAUL—F~vyTHIZHDHN
RY— URXRNOHTEESINTWAMOBETFD match B L Wset L& bIFTEES, 10
ON—h <7 NURNTEEORY >— VA NPREEITHIHE., AV — U X MR
TIEZEBEZ T TRAEEITVET,

Z DA 7Y =7 bX Firewall Threat Defense 7 /3 A CEHT& £97,

[ x4 bk (Objects) 1>[# T4 EE (Object Management) ] Zi®IR L, =27
Y F—T G R — U A L (Policy List) ] Z3#&R L £,

[RVU— URLDENM (AddPolicy List) 1227 UV v 27 LET,

[4AR1 (Name) ] 74—V RIZHRV > — VAN ATV x7 FOLFTIEANLES, 7V =7
MM TIE, KXFE/NSCFDBRE SN ER A,

[7 27 ay (Action) | Kuy 7 X7 URA NS, —HTHEM~DOT 78 AEHFT 50
Tuay T AN ERRLET,

[ % —T7xAR (nterface) | # 7 %27 Vv 27 LT, fEELLEWTOUDLDA L F—T AR
DI AT AN Ry THFFOL— &AM LET,

[V —>/A % —TxA A (Zones/Interfaces) | U A NI, T/ APEEAT — 3 LD
BETIA VI =T oA ARG ENTY —ZBMLET, V=NV v H—T oA A
DOEAENE, [BIR LTV — /A v Z—T A A (Selected Zone/Interface) ]|V A D FD T —
WRIZA v E—T =2 AL &AL, B (Add) 1227V v 7 LET, T8 AGER L=
AVE =T oA AELIFY =V PEENTVWDIHEEICOIHR, T/ ATHA MPHEESNE
D

[7 FL A (Address) | #7527 Vw27 LT, YT V72 YR NERIZTS LT 4 v 7 A U R
NGRS N5 T RLU A& FHo/L— N & FEA LET,

WEIZ[T27E2A UAN (AccessList) | E7/2E [V 7 4 v 27 A UA R (Prefix List) | D EH
DEMEHT20EERL, BEIHEHTIEET 7 ERA VA NAT V=) MEREFT VT 4>
JAYANFT V=l e AT HNEIRLET,

[RZ AR AHBvT (NextHop) 7 %27V 7 LT, ELLT 7R VA NERIFTTL
T4 T AVRARDLIOMNBEINEZRI AN Ry V—F T KL RAEEFO/)L— b 2B
L/iﬁ‘o

BAIZ[7T787A UADN (AccessList) | £72iZ [V 7 4 v 7 A U X (Prefix List) D EH
AN 20 EERL, RECHEMNTOFEET 7R VA AT V=7 FERITT VT 4y
JAVANFTV 2l e ANTTTHNERLET,

[V— F%fE5E (Route Source) | ¥ 7 %227 Vw7 LT, 7T7A VA NELZTI VT v T R
VA RNTHREENTET RLADODAL—FBIORT 7 AP —RNIZLo>TT RRZ AL XEiz—
MEERAA LET,
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ATvT9

ATy 710

ATvIN

ATvT12

ATy 713

Kyo—uzt |

WEIZ[T727EA UAN (AccessList) | E21E [V 7 427 A VAR (Prefix List) | D EH
EMHT 20 EBRL, REIEHTLIEET 78R VA NAT V=l NEITT VT 4
JAYVANFT V= e AT HNERLET,

[AS /XA (ASPath) | #7 %7 V7 LT, BGP Hftv AT A RA 2 —&KSHF 7, #HED

AS NAZIRE LIa, v— MIVTho AS RX & —HLET,

[Z2X=2=7 4/b—/b (CommunityRule) 1¥# 7 %27 U2 LT, BGP 2 a2=7 1 £7-ILILiE

ala=T 4%, HESNEaIa=T 4 VANAT7 V=7 NERIBIEEaIaz=T 1 U X

NAT V27 NeZNENRETEDLHICLET, EEOLV—LERETDHE, —HT D

AIE I SE N SN D E T, — FL— Uiz L CTREES NE T,

a) NI L Taia=7 4 VA MERET DI, [BRLIZ2I2=7 14U A (Selected
Community List) ] 7 4 —/L N T [BEE (given) 1227V v LET, [fWE (Edit) ] (£)
A3 a2a=7T 4 VAN MEHAERZTI=2=7 ¢ Y A K (Available Community List) ] D
WCHERRSNET, HERY A MEBIRLTHEN (Add) 1227 Uy 27 L, [OK]Z7 ) v7
LET,

BGP A a=T 44 LFRELLII2=T 4 OEE—HEANTLHITIE, FEELLaI=
=7 ¢ L5842 —% (Match the specified community exactly) |5 = v 7 Rv 7 A& 412 L
£

b) PRI =2=7 4 VA NEZBEINTHITIE, [BIRLIKEaI2=7 1 U A L (Selected
Extended Community List) ]~ 4 —/L R C[BEE (given) 127 U > 27 LET, [ (Edit) ]
(#) yEa I a=7 VA MBS [HEATTEERILE=Z I 2= ¢ U A I (Available Extended
Community List) ] D FICERRSNET, HERY A MEZERLTHEM (Add) 1227V >
Z L, [OK]Z27 VU7 LET,
GE)
WEaIa=7 0V A NI, V= bDA U KR—bFFERIFTI AR— FOREIZOHEH &
nE7,

[(ARUvZ7 BT (Metricktag) |47 % 7Yy 7 LT, AR I l—bDEXF2UT 4

IN—T X TeBELET,

a) [Metric (A MY w27) 1 74— RIZ, BAEIERTLIA N v 7fEEZ AN LET, HH
DIEE < TRES>TANTDHZIELTEET, HELIEA N v 7 2FOTEONL—
FERAETEET, A MU v ZMEIX, 0~ 4294967295 O&EFHCTHRE L T,

b) [47 (Tag) | 74—/ RICREICHRT 54 ZE2 AN LET, HEOME D~ TK
o TANTAZLLTEET, 58 LEEX2 T 4 I —TF XI5 EATLEDONL—
FERAETE XTI, Z 7%, 0~ 4294967295 O THEE L £,

IDFT V2V NOA—N—F A REFFAIT D851, [Allow Overrides] 7= > 7 /R v 7 2%
FUCLET (A7 V=2 hOF—="=F 4 FOFFA (14 2—2) 22H) ,

[fR7F (Save) 1227 U w7 LET,

7oz g8 |
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B o«

(o]
~—Fk
W= AT7T=7 NI, B2 barveczhtndb LERLIETRLET,

TCP £ & U UDP

A=+ A7 V=7 MI, AyamNil7e barEZFesnitdidn/z 7 o AR—- g7 b
and, A7varOfER— NERER— MHAER LUET, B tcp(s) /22,

ICMP £ & U ICMPv6 (IPV6-ICMP)

RN—=hrFT7T=7 b i/f ‘/5’_*\‘/ FNE7a bhanrd:, 7 a0 TEATBLRa—FR
EFRLET, B 1cvp(1):3:3

ICMP £ 721X IPV6-ICMP ;R— h A7V =7 b, #4147, BLXOEYTI5A8Fa—F
FHUEICHIRCTE T, ICMPOZ A 7 & a— ROFEMMIZOWTIE, IROURLEZSML T
STEEW,

* http://www.iana.org/assignments/icmp-parameters/icmp-parameters.xml

* http://www.iana.org/assignments/icmpvo6-parameters/icmpv6-parameters.xml

Z Dt
R—=hAT7V=7 MI, A=—b2fH LRV HOT 0 fbaLzRLET,

VATAIE, v ) O UR— M RICT 74NV MOR—= TV 27 POAABEENTWE
T, INLDT 7NV N ATVl FEERELIFIHIRTAZ LI TEERA, TTFNDR
F T NMIMAZ, HARLR— b F TV r FEERTEET,

AR—=NAT7Tx27 NBLOINAV—T1F, 778R a2 ha— VKV v— TAT VT 4T 4
by Fy U =T Bitb— b R FEE AR MRERE, VAT LD Web A 2 —
T A ADIESERGHTCHENTEET, LT MDA REDOR— MPHZ T T2
AL I 774’7/ FEEHLTWT, AT AT/ A N2 OB 5251~ b33
LTS E, ThODR—FE2EF=F RN T DL 5%y PV =7 BHERY o —&20E
“C%E’ETJ‘O

R—=h ATV =7 bHT LB, ROTA BT A N> TSN,

s TRy hu— L L= LDE[ETTH— FFEMIZIE TCP/UDP LAt v b 2L %80
TEFEHA, 6T, BEILFR— LR — FDOEFDOR— B E2NL— LV TERET D
Bty \%?yxﬁ~b7nb:w%mféﬁé_&if%iﬁho

s EEILR— NG THHAINDEIR— ATV s N T —T 2 R— &4 o7 a b
IV EBMULTZSGE, BREEZEMLTH, ZOFRMMEH I TV D L— VX E 5T
INA ATHEA SN EE A,

* TCP & UDP Dili FOR— haEieAR—h A7 V=7 FEEHRLTHD, L—/LDO%XETT
R—=FRHLELTEDOR— AT V=7 FEBMULESE, s80EA— 2BNT 52 81X
TEFEHA, TOWH E-FEETT,
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| #7900 rem
w—rr7szs ok [

R—rATPxY FOER
1B

ATY 1 [#TPxH b (Objects) 1>[FT Py FEE (Object Management) & &R L £9°,
ARTFVT2 7027 8 FATDY A S [R—F (Port) | Z&EINL £,

ATY T3 [A—FDEIM (AddPort) | Fay 7 ¥ v URKNT, (A7 V=27 FOEM (Add Object) ]
R L ET,

ATY T4 &Rk AT LET,

ATy F5 [Fu k= (Protocol) | 2R L £,

RATY 6 BRL-7a haUZs T T, [A—b (Port) | THIRT 24, F/ZIXICMP D[ A 7 (Type) ]
BEOR[=Z—F (Code) 1 ZT|INLET,

1775655350 — hAE ANTEET, A— Ml ZEEET I, M 7o 2FHLET,
[T_T (AI) |OFa bz —8SE5ZE2@RLEEAIE. [T (Other) ] Fu v
THE VA NBERA LT, "—FTA 7 V=7 F2HIBTHLERD Y 7,

ATV A7V =27 bOF—_"—F 4 REFHLET,

e ZDAT V=V DA —N—=T A REFFa T 2561%. [Allow Overrides] 7= v 7 R v 7
AuEFNILET (A7 V2 bOF—1"—F A ROFAR (14 X—2) 25M])

s ZDOF TVl MIA—N—=F 4 RMEZE BT 55E51X, [Override] 2 2 &R L,
[Add] %27 Vv 7 LET (A7 V= hOA—1"—=F 4 ROBEM (143—2) 25MH)

ATY T8 [R1F (Save) 1227V v LET,

RDEZRY

cTITATHRY = BAT V= s R BRT DB, REEELEMLET, RELE
DEBIEBRLTES,

R—rATOz9 DA UR—F

R ATV FOAR— FOFEMICHONWTIE, A7V FOA LV FR—F (52—
EHERLTLIZE N,

(o)
L7749y RX IR Fb
N—h w7 RU— <2 T OSPF 74 NEZYL 7 BGP RA/N— T 4B T 53R

ETHERIHEAT S, IPABLIRIPV6 IO L7 4 v 7 A VRANAT V27 MEEETE %
—éqo

7oz g8 |
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B rssLovozuzromE

IPVv6 7L 74 v IR YR MDETE

FIE

&

ATvT2

ATvT3

ATvT4

ATvT5

ATvT6

ATy T17

ATvT8

ATvT9

ATy 710
ATvIN

ATvT12

IPV6 7V 7 4 v 7 A VARNDEER—VEMBHLT, V74 v I A VANAT V7 N
Bk, a—, WELET, V—h~v 7, KV —~<v7 OSPF 7 4 /L&) T Fi=%
BGP XA N— T 4 NVE VT EFRETDHEZMHHT D, TV T4 v I A VA NET Vs
NEVERRCE E T,

ZDF T Y = b Firewall Threat Defense 7 /314 A AT £9°,

[A72x% b+ (Objects) ]>[ATP x4y FEE (ObjectManagement) ] # &R L, HKT[Z
L74v9 R YR+ (Prefix Lists) 1>[IPv6 L7 4 Y49 X 1JX bk (IPv6 Prefix List) ] &%
WLUET,

[V 74w 7 A YANDBEM (AddPrefix List) (%27 YV v 27 LEd,

LWL 7 472 UARAT7Yx7 b (New Prefix List Object) ] 7 o« > KU D [4H
(Name) | 74—V RT, V74 v I AVANFTT V27 bOLRIZEATLET,
FFLWF L7 47 A JRANAT =7 b (New Prefix List Object) ] 7 « > KT, BN
(Add) 127 Vv 7 LET,

[7 27 ay (Action) | Rry 7 Xy R NpoEd 77T 7 a s, [ (Allow) [E720%
[7m w7 (Block) | Z&IRL T, HEAMT 7 EAZBELET,

TOF TV FTCTTIRBESNTWA LT 4w 7 A YA NYDU X MNMIBITA,
LWL 74y 7 AV ANy MY ONEZRTERORT %, [>—7 A% 5 (Sequence
No.) 1 74— /v RIZAALET, ZARICLTEL &, BIFEFEH SN TWARKY—F7 VA K
KO SREWS =T U AFFZNT 74V MR £,

[IP7 KL A (IPaddress) | 7 4 —/V KDIP 7 KL A/~ A7 BT, IPv6 7 RLAZ4REL
F9, vAIZRIT 1~ 128 DFERRETRITNIERD T A,

(/N7 v 7 427 AK (Minimum Prefix Length) | 7 4 —/V R CHR/NF VT 4 v 7 ARE AT
LET, flid, ‘KT V7 4 v 7 ARDMEPEESNL T LHEIL, A7 EU R K7L
T4 v ARUTCRIFAULRY 8 A,

[KR7V7 427 AE (Maximum Prefix Length) | 7 4 —/V R CR R VT 4 v 7 AEEAT]
LET, X, BTV 74 v 7 ZARDEPBESNL T DHEIC, R/hT V7 4 v 7 AR
b BAINTVT 4o 7 AROEBNMEE SN TOWARWEAIL, ~ A7 EL EThRiFER £4
Po

GBI (Add) 1%27 U >7 LET,

DX TVl NOA—R—F A4 REFFAIT 58561, [Allow Overrides] 7= > 7 AR v 7 2%
FNCLET (AT V=27 FOFA— =T A ROFFA (14 2—V) 25H)

[fR7F (Save) |27 U w7 LET,

B Ao/ g8



| #7o=z4 rem

Pt 7174 w52 U2 roBE |

Pvd L7414 v R )R FDETE

FIE

&

ATvT2

ATvT3

ATvT4
ATvT5

ATvT6

ATy T1

ATvT8

ATvT9

ATy 710
ATvINn

ATvT12

IPv4a 7L 7 47 AYANDORER—VEHEHLT, VI 497 A VANET V=7 b
Bk, a—, WMELET, V—h~v 7, KV —~<v7 OSPF 74L&V T Fi=%
BGP RAN—T A4 NBE VU T HERETDHEXMHEHNTL, TV T4 v VA VARNET V2
NEVERRCE E T,

ZDF T Y = b Firewall Threat Defense 7 /314 A AT £9°,

[F7 =27 b (Objects) >[4 7P =7 FEFE (Object Management) ] &I L, HRT[Z
V7 4w A URARN (Prefix Lists) |>[IPvd 7L 7 ¢ v 27 A U A (IPv4 Prefix List) ] & &R
Li‘a—o > >

[V 74w 7 A UADBEM (AddPrefix List) (%27 YV v 27 LEd,

FrLnFL 74y AVRAKNAT7Tx27 b (New Prefix List Object) | 7 1 > K7D [4Hi
(Name) | 74—V RT, VLT 47 A VARNITT V=l NOLARIEZEATLET,

BN (Add) 1227V vy27 LET,

[77 v ay (Action) | ey X U R RpbiEtlieT 7 a, [ (Allow) [E721%
[7rvy7Z7 (Block) |%##INL T, BHEAMAT 7 BAZHBELET,

IOF TV FTTTRRESNTWATI LT 4w 7 A VA FIDY R RNIBITS.
FLWI L7 4y 7 AV ARz b ONEZRTEAORT %, [>—7 A% (Sequence
No.) ] 74—/ RIZASILET, EZRICLTELS &, BIEEH SN TCWD Ry — 7 v AEK S
KO SREVWS—F U RAFGZNT 740 MR £,

[IP7 KL A (IPaddress) | 7 4 —/V KDIP 7 KL A/~ A7 BT, IPv4T7 RLAZIREL
F9, YAZRIFI 1 ~32 OFNRMETRITITRY £5 A,

(/N7 V7 4 v 7 AK (Minimum Prefix Length) 1 7 4 —/V R CHR/NT V7 4 v 7 AEE AT
LET, HIZ. &RV T7 4 v 7 ZARDEPEESNTVLIHEIC, vAZEU L K7L
T4y 7 ARUTTRIFUERY FH A,

[BR7V7 427 AE (Maximum Prefix Length) | 7 4 —/V R CHRRF V7 4 v 7 AEEAT]
LET, HIE, BT V74 v 7 ARDENEESNTWOGEIZ, BT V7 4 v 7 AR
b BTV T 4 I ARDEBPEE SN T RWEAIL, v~ A7 EULETRIFUERY £+
Ao

GEA (Add) 1%227 YV > 7 LET,

DX TVl NOA—N—T A REFFAIT 58561, [Allow Overrides] = > 7 /R v 7 2%
FNCLET (AT V=7 FOFA— =T A ROFFA (14 2—V) 25MH)

[fR7F (Save) |27 U w7 LET,

#7vzyrer ]



. L—r3v7

AIvzy bEE |

I—hk<wT

N—h~yFlE V= EA—F 47 FavACHEEAT L XICEHTEET, £/,
T HIN M— R e —T 7T RCERTHEZICOERLET, — b~y 7L,
BEsSnNiv—T 407 7 baldEoN— ERL—T 4 07 7t R HEATE
LZO0EERLET, Vb vy TERELT, A~~~y ATV OFHLLL— |
~v 7 T N EERLEY, BEFOL—F vy = U ERELZY LET,

Z DA 7Y =7 biX Firewall Threat Defense 7 /3 A CfEH T £97,

1R BHHEIIZ

N—h=yFiF. TN F TV NO1OFRIFEREFHTAIZLNTEXEST, 2D
DAT V2l " T _XRTEMTALEEEHY FHA, ZNODOAFT V=7 M EMBEIZ U TE
BBLIOEHLT, V'—F vy 2R ELET,

« ACL DB

c LT 4w A YR NOENM

« AS /X2 DB N

eaIa=F4 URLNDENM

SHET R 2 =T 4 U R PEBIMLET,

A\

FIE

ATy T

ATvT2
ATvT3

ATv74

CE) ¥WEaIza2=F7 44 VUARARMI, V—FrDAR—FFEHITT T A
RN— FDOREIZOAEH I NE T,

AR — U X hDiEM

[#72 x4 bk (Objects) 1>[AT>x¥ FEE (Object Management) ] ZiER L, =227
Y F—T b [Jb— bk %97 (Route Map) ] Z5R L £,

[V—F =7 DEM (AddRoute Map) | %7 U v 7 LET,

[FrLvwb— b~y 7477 b (New Route Map Object) ] 7 > KU T [EM (Add) 1%
70 w7 LET,

[ —7% v A% (SequenceNo.) ] 7 4 —/L R T, ZON— vy I F 7Tz MITTICTK
EINTNHINL— b~y T FIDYRANTOFH LWWL— R~y 7T b OMEZRT 0
~ 65535 DEFEANTLET,

G
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| #7o=z4 rem

ATvTh

ATvT6

L—r2y7 .

FERANZ A Z AT 2 BENE LTG0/ 5 OMIBEZ AT 272012, D7 &b 10 R
THICE FE#EET L L aBBIO LET,

[l (Redistribution) | Ka v 747 U X Mpb, BET 7 B AZ R T @77 7 v a
¥ (FFAT (Allow) ] E72iX[7 a2 (Block) 1) ZERL ET,

[AJD A (MatchClauses) | # 7 %27 Uy 27 LT, a7 Y 7 —7 /L TEIRT HRDFEMFIC
EOWTHRELEY =M T7710v7)

c[EF¥=2VUTF 1Y —2 (SecurityZones) ]: (AJJHIJ) A F—T A AZHSNTHZ
T4 ERELET, VU ERBIRLTEINT S0, A0 F—T x4 2452 AL TE

mLES,

o [IPv4] : IROGIFIZIESNTIPVE (b— N T 7 4 v 7)) ZRELET, FMHE2ERTD
BT HIERLET,

1. —F 7 RFLRIZESHNTL— FERAETHITE, [7 R A (Address) | % 7% 7

Uy Z LET, P47 RLARZK LT, BRIZTI7EBA VR NERITT VT 40T R
VA2 REFERTAZNE YD Fay 7XZ 70 )R RMLBBIRL, BA&IZH AT 5 ACL
F T2 VERIFT VT 47 A VA MEANELILRIRLET,

N—btDXTANKY T T RLRIZESNTL— FNERETHITE, (R AN Ky
7 (NextHop) | #7 %27 Vv 7 LET, IPv4 7T FLAZK LT, BAEICTZ7EAR Y
ARNELTZT VT4 v 7 A VA NEFHT L0 EI DR Ry X T URRND
WL, BEIEHATDHIACLA T V=7 bERRFT V747 A YA NEANE
IR L E T,

= DT RNRZ A XEEFETLT RLARZESHNTL— NERET DT, b— FEE
5t (RouteSource) | ¥ 7 %7 Vw7 LET, IPv47 KL AWK LT, BBAEIZT 7 &R
VANERFT VT4 7 A VA NEFERTLZNE I DE Ray XX UA R»
LBINL, MAIHATSACLA 7 V=27 bERIIT V747 A VA MEANE
TR L E T,

c[IPV6] : L—bFDNL— T RLA RZARMKy 7T RURA, FI2E7 RAZ A XEEF T
T RLRAIZESNTIPV6 OL— RN 5774w 27) ZRELET,

* [BGP] : IROFEMHFITEESWTBGP Ub— N EF77 4 v 7)) #ELET, FhEEERT D
Z 7w ET,

1.

BGP HEV AT LA NRAT I A JRANEREINTZNNRAT IR YA NOWELEH
BT HITiE, [AS/SA (ASPath) #7227 Vw7 LEd, BEOARAT AT
A NEELERE. b— NIRRT JRAME—FLET,

[ZI=2=7 4 U AbF (CommunityList) | #7 %27 U2 LT, BGP2Ia=71F
IR a=T 4%, fHBESNTAIa=T 4 VAN AT V27 FELITIEE
AIa2=T7T 4 VANAT V=7 hEENENRETZ D LI LET,

NI L TaIa=T A VA NEIRET DI, BRLCaIa=T 14U
k (Selected Community List) ] 7 4 —/L K C[BEE (given) 1227 VU v 27 LET,
[fse (Edit) 1 () 232=7 U AP [fEAARER2I2=7 11U A}
(Available Community List) | D FIZFERINET, HERY R FERRLT[EEB
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74— ROBEFHEED 30 50LL FOEAIT. MD5 URL 2 ETALERHY T, Zhick
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GBTAHAMLENRHDET, aX L MIVAR—FENTHERA,
URLYY R bET74—F : URLEEXX & —B %
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5] : www.netflix.com, www.amazon.*, org. edu, www.hulu.* D URL 7 ¢ — K
WZa— T ay 7 YA NOGBNENDE, RO T YRNTay 7 SVET,
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£ B :
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BRXFNEENTWAEA, BEITRKRLET, AT — NI
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R4
* * example.com
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«IP 7 RL A (IPv4)

IPv6 7 R L ADLGARC, #FHEZIX CIDR X2 HFHT 28581, EX=2UT 4 AT
Vo2V ARy NI—0 A7V =27 FEefERHLET,

10.10.10.*¥ R 1010 * 2 XD, A7 T v baET 12U LEOTA VR —FREEDDHT L
NTEXET,

HAZLEX2VT 4 ATV A VAR (98X—=) R LTL I,

WAAL X2 )TA ATV VR T4—F
HAELETNIY— =T 4 OEX 2 VT4 AT V2 AT 4 — REMFHTHE, £
X —F v N ECEHMICEFRF SNAMOGEHE TE A7 ay 7 VA MBIV T ay 7 LY X
MZEoT, VATLAPRET AL LTV P2 A7 40— REWERETHZ N TEXET, A
TZ4—F DBy b7y 7HTEET, A7 4 — Fid, 1 20OV —R Y X MR L CEALR
BECTHEIEL D Secure Firewall Management Center 7 77 A 7 A% T A5G0 H £,
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GE) X2V T 4 ATV V2 AT 4—FRTIHE, /0Fy hATEESTT RLATay %
Tuay VA NERIEIT oy 7 LW A MTEMNT 22 L3 TEEFA, AU —TT T
DIFZT7 4w I = —FlI7 vy 735581, [E=%— (Monitor) | E72iE [T Ry
7 (Block) | /V— T v arviEEhrr /A aryba—L b—LEEHL, 574/ ME
any & [I#E76 % v U —7 (Source Networks) | B LN [Fidc+* v 7 —2 (Destination
Networks) | ZNZIUTEE L E T,

MDS Fx= v 7% LEMHALT, BHaN7 4 —REXUra—RT50E 20T 5 X
INCVATLAERETHIELTEET, VAT ARRKEICTZT 4 —FReXvra— RLERIC
F oy I P LAPEERIN TV RWES, XYV e— NI 208 EH Y A, FINET 1 —
RIMKEWGEIEL, N7 4 — RICMDS F = 7V AE2HTHIZ E2BEID LET,
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GE) S AFAFIAZL 74— ROF 7 m— RIRIZET SSLEFFAEORIEZ EIT LERA. F
72 VAT AL, GFAEONR RALERITECEBLGEAZERZFEA L2V T— K T OKRGEL Y
A—=FLTWEFTA,

VAT IEINT 4 —REAUH =Ry DO EIFTDHXA I T BEEICHIE LI2WIGATE.
D7 4— ROHBHEHFEZESICTEET, 72720, BEEHZIT2E, &FoEET 57 —%
THDHIEPMERIZRY 7,

FEINCTEX 2T A AT IV A T4 —REREHFTDHE, AT VP2 AT 40— %
B, TRTOT7 4 — FBREHINET,
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t%2UF4 407Uz oR 74— kR

EARPEMZONTIL, HDAFZ LY A RNEHAZ LT 4 — KB (94 2—) 2B LT
<TZEV,

TXa)FAAUTIVCIVR T4— KDER

FIE

ATy
ATvT2

ATvT3

RTv74
ATvTH
ATvT6
ATvT1

ATvT8
ATvT9

IPS 7 1 &> A (Firewall Threat Defense /31 ADEE) FI3MHR#ET AR (D4 T
DT NAAHAT) BDRETT,

[#72x9 k (Objects) |>[ATP x4 FEHE (Object Management) ] # R L £7,

[BEXx=2UT 4 A7 VY= A (Security Intelligence) ]/ — RZREBIL., BMT57 +—F
ZA T BN ET,

FRTCEBN LT — R XA ICE LA va vz )y LET,
s [Fy FT—T DY AKET 4 — FDBH (AddNetwork Listsand Feeds) ] (IP7 FL A H)

*[DNS YR k&ET 4 —RDiENM (Add DNS Lists and Feeds) ]
*[URL UR k& T4 — FD3EM (Add URL Lists and Feeds) ]

74— FO4THT% 401 (Name) JITATILET,

(#4147 (Type) | Fay 7 X URARNL[7 44— R (Feed) ] Z&RLET,

[7 4— FURL (Feed URL) | Z# AL E7,

[MD5URL] # A LET,

T, 74— ROWERREOEFLUBEICET I NN E > 0 & HlrT 57 I S,
VAT AMIEEIN T RN 4 — KXy ru— RLERA,

30 4y & 0 O EETREIBR I 13 MDS URL 28 43 G,

7 4 — F ¥ —3=2 MD5 URL Z 42k L 22 W IGEIE, 30 0Ll Lo A RIRT 20 E RN H Y *
7

[SH#E% (Update Frequency) | &R L £,

(77 (Save) 1227V v 27 LET,
T4 — ROEHZENCL-EAEGRE, VAT AI7 44— RE2F 7 oa— RLUTHIEL L 5
ELET,

FHCLDEXAVTFAAUTICIVR T4—FOEH

IPS A A (Firewall Threat Defense 7 /XA ZDE) EITHEET A L X o+ T
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1R BRI
W EH 1 DDT N, ANRNEFH X —IZEBMNMENTWARLERH Y £9°,
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ATy T [#TPxH b (Objects) 1>[AT Py HEE (Object Management) 1% 3R L 7,

ATF9 T2 [BXa2VT 4 A7V Y= A (Security Intelligence) ]/ — KEZE L., 74— K %A 7%
BIRLET,

ATY T3 [7 14— FOFEH (Update Feeds) | %27 U v 27 LT, #ERLET,

ATy T4 [OK]ZZ7 V7 LET,

T4 — ROEHFEX 7 ma— KLU THEEL7-%. Secure Firewall Management Center | X3 X"C?D
EENKZEHRRT A ZT@AMLES, BARKETIE, BEHhashic7 4 —Fa2EHLThH
T4 I DT AN Y TR ESNE T

NRABLEX2)VTA AT YD VA YRR

X2 VT4 AT V2RV AME, IPT VA, T RVA 7 my 27 URL, £7201E R
A HDOYIRALZT 47 VAT, =PRI AT AIFHTT v 7Fr—FLET, &
AL N U A NE, H—® Secure Firewall Management Center DT /XA AT, 74— K
7= YA D1 D%y WEE L0 3255 I& b E T,

T zIE, BHETED 74— RPHEERY VYV —A~DT VB AEZPT-TTry 7 LTWDHHD
D, ZDOT 4 — KRRERMITHMICE > THEHTHLIGE. IPT RLA 74— R AT V=
NeT 7R aryba— R —D7ry 7 A RNLHIBRTARDVIZ, BBoTHHES
NPT RLAFEIREENDI I AZ LT oy 7 LW A NE{ERTE £1,

\)

GE) X2V T4 ATV AYVARTHE, /0RXy MRV EHESTT RLVATry %7

2y 7 UARMNERIIT Ry Z LAWY X MOEMT 52 EIETEEEAL, A —TTXTD

N7 74y 7= —F737 vy 735581, [E=%— (Monitor) | E7X [Ty 7

(Block) W= T 7 v arvEE&teT 7 Aary ha—L)—LEFEH L, 77 4/V MEany

Z [FEILAr Y U —72 (Source Networks) |3 KX ON[FE5Ex >~ NV —7 (Destination Networks) ]
ENENIIRELET,

VAR P DOT 3 —<y FMZHOWT, ROBIZHEEL T IEEW,

T RLA Ty r7DOXxy h~AZ1E, IPvABLIWIPv6 DA, TNFonnb 32, £7=
X o235 128 T TOEMIC/ARY £,

o RAA AIZE £45 Unicode Id Punycode T a— RENDHMLERH D £3, K
SCFE NSRBI S AV E R A,

« RAAL A DILFORILF L/NLFFIE SN EE A

¢« URLIZEEN D Unicode I \—k v hxra—F 4 VKT a— RTH504LERDH Y
e
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FLLWEX2 )T 42T PR )R LD Secure Firewall Management Center ~O7 v 70— K .

cURL V7T 4 L7 b DOLFOKRLTFLE/NCFIIRB S ET,
e V¥ —TRE (#) THFEAVAFZ L FUIZ, = AV RERRENET,

cBIMD T —~y NEMFIZOWTIT, DAZ LY ARNE T AZLT 4 — R B (942—
V) BEERLTLIEE N,

JA K= FYDOBREIZHONWT, ROBICEBFELTLLEEN,

«URL £72/EDNS U R MZ LV @ LALD R AL U RIEET DA, VAT AEFN L
DIRNWL LD RAAL B —FE LET, 72& 21E,. DNS U R M example.com ZBINT
}:) cE\ “/Z?A@i www.example.com clf test.example.com @ﬁﬁ%—ﬁk Liﬁ‘o

¢« VAT AIIDNS £/21ZURL Y A R = P UIZKHLTDNS Ly 27 v 7% (747 —R
N 2T w7 UNR=ZA )y 7T v 7l bll) [THEFA, 7L xIE URL U R RZ
http://192.168.0.2 fziEjJDL\ :2/1/75§/1/‘)77‘)70@—2/Wi‘http://www.example.com THo
T LET, ZOHE, VAT Ald nttp://192.168.0.2 DEH—F L L,
http://www.example.com (L—E & 720 £/ A,

HFLWEXAYTa ATV R )R D Secure Firewall Management Center ~D 7 v 70— K

X2V T4 AT IV A VAREERTLHITIE, Y—A T 7ANVEERLT, HLW
OV —%7 v 7 u—RTAE0NERHD ET, Webf v H—T =2 A ZAZFEHLTT7 7 A IVONE
EEFETHZLIITEETA, V—AT 7 ANDT 7B ZMENRWEEIT, VAT LD
v—xXyru—RKLET,

FIE

ATy T [#TPxH b (Objects) 1>[AT Py FEE (Object Management) | 23R L £,
AT T2 [BXx=2UT 4 427U A (Security Intelligence) ] /— RZJEB L., VA MDX A T %
BIRL 7,
ATvT3 LROFIETER LY R MY T DA T varv a7y 7 LET,
[Fy hT—=7 DY AKET 4 — RKOEN (AddNetwork Listsand Feeds) ] (IP 7 R L A H)

*[DNSUR k&T 4 —RDIENM (Add DNS Lists and Feeds) ]
*[URLYR F&ET4— RD3EM (Add URL Lists and Feeds) ]

ATvT4 ZEiE AT LET,

AT TS [#AT7 (Type) | Koy 7 H 7 UA MG, [UAL (List) ] &&RLET,

ATYT6 [B Browse) |27 Vv 7 LTCUARD .txt 77 A IVENBEREL, [T v 7 r—FK
(Upload) 1227 Vw7 LET,

ATy T 17 (Save) 1227 U w7 LET,
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RDBERY

INODOEFEEFGNIT HIOICHREMTOSLETHY F¥A, VA LD Y ZHIERT
LDHEF 7= X2 VT4 ATV V2 A VAN PO MY ZHIBRT D (92
N=Y) EBRLTIEZSN,

EXaAUTFAAVTIDIVR YR FOESH

FIE

ATy T [#TPxH b (Objects) 1>[ATPxH FEE (Object Management) | 23R L £,

AT T2 [BXx=2UT 4 A7 U= A (Security Intelligence) ] /— KZJEB L., VA MDX A T %
IR L F9,

ATv T3 BHTHY X FOMICHLE (Bdit) 1 (£) 227U v 27 LET,
ROVIT[ETR (View) ] (©) RRINLGGE. FHEITLEHARNAL VB LTEBY, REE
BETHHERNH Y A,

ATV T4 HETDHV A MO —RNUERGE [¥Ura—F (Download) 1227V vy 27 L, 77 UH
DT T MGESTIYANETXFARN 7740 LTIRIFLET,

RT9TEs VEIZEUTY A NEERLET,

ATFYT6 [BEx2VT 4 AT VP A (Security Intelligence) | Ry 77 w7 74 RuT, [BR
(Browse) 127 U7 LT, BEEINTZVAMEERRL, [Ty 7 ue—FK (Upload) 127 VU v
7 LET,

ATy 1 fR1F (Save) 1227 U w7 LET,

RDBERY

INODOEFEEGNIT HIOICHREMTOSLETHY F¥A, VA LD Y ZHIERT
LDHEE 7= X2 VT4 ATV A VAN RO MY ZHIBRT D (92
N=Y) EBRLTIEZEN,

4

v R—Ib

VRN FT 2 bEFE, VIRV NDTRTCD RAAL L DN—T 4 T RET
R L2 T — =R SR IP T R AW TN Z 579 %5 DNS —~—%
#FLFEJT, DNSKY = L—VNDOV I R—N ATVl Vel —&TDHH7
TA Ty IR—=IVEA VT " THZENRNTEET, A7V MIE, IPvAT R
AL IPV6 7 RLADWM G Z2EID Y THMLENDHY 7,
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voom—nrIozy roti ]

U KR—IL AT FOER

FIE

ATv 71
ATvT2
ATv73
RTv74
AT 75

ATvT6

ATy FT17

ATvT8

SLA E=4

IPS 7 A = A (Firewall Threat Defense /31 A DEA) F-IHMEET A v R (o3 T
DTN, ABAT) DT,

[#72x%Y bk (Objects) 1>[AT Py FEE (Object Management) 1% R L £ 9,
G T2l N H AT DY ARG [Sinkhole] IR L E T,

[Add Sinkhole] #7 U v 7 L¥7,

[Name] # A1 LET,

7 AR—ND [IPvd 7T KL A (IPv4 Address) | & [IPv6 7 K LA (IPv6 Address) | & AL
i—a‘o

ROBIRILD D D £,

IR N YR D N T T 4 v I ) XA VY T HEATEL. [Log Connections to
Sinkhole] Z &R L £ 7,

s NI T 4w 7 EIEMRIP T KL RIZY XA L2 b3 5121, [Block and Log Connections to
Sinkhole] Z &R L £ 7,

RADE (10C) DX A T a7 HR—VIZHID HTHITIE, [#A47 (Type) | Ky 74
TUMBWTINDE A TEERIRLET,

[fR1F (Save) 1272 Vw7 LET,

BA LA —Fy b FahalP— R LYULEK (SLA) F=F TliE, ET=F ) T80
T RUA~NDERHA) > —%2 TR L, TOT RLA~OL— O HMEEZ N T vx 7 LE
T — FORT M, ICMP =2 —ZRZXEFE L, IWELFET 52 &k - T, &M
Ty ENET, BRBIALTUNTDE, ZON— NMIV—T 4 T T—=TNADLHIER
Sh, No 277 — R MIEZHMZONET, SLAE=FV 7 TaTik, 7 ARE
M SLAE=F—ZHIFRL TW2RWIRY | BEZ T ICBHB L TEITLETET (0FD,
a3 —Yr T TR LERA) , A X —Fy b T hal—ER LAULE
(SLA) FE=H A7V MI, IPVARAZT 4 v 7 —F RV —D[NL—hr T X7
(Route Tracking) 17 4 —/V RCEHEINET, IPv6/L— hTIEL, W— K R 7o F 728 -
TSLAE=F—%HTHZ LI TEERA.

INSDOAT Y = 7 i Firewall Threat Defense /34 2 T T £9°,
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ATy T

ATvT2
ATvT3
ATv74
ATvTh

ATvT6

ATy T17

ATvT8

ATvT9

+7vzs rER |

[#72x% b+ (Objects) 1>[AT¥ x4 &M (Object Management) | Z3&IR L, =5
Y T —7 U5 [SLA € =4 — (SLA Monitor) ] Z#R L £,

[SLA E=%—®iB/ (Add SLA Monitor) ] %7 VU v 27 LE7,
[4#] (Name) | 74—V RIZAT V=7 bOL4RIZALET,
(A7 a ) [#i (Description) | 7 4 —/V RIZA T V=7 FOFHEATILET,

[#8 (Frequency) |7 4 —/V RiZ, ICMP = 2 —BREFEDHMEE (WHEN) ZANLET, A
i EO&FIZ. 1~ 604800 % (7 ) T4, T 7+ ME60 BT,

(6=3)
BRI Z A L7 7 MERIZTE A, 2O DMEZ T 212013, HEZ I U RICHE T
DWEN DY £,

[SLA £ =4 ID (SLA MonitorID) ] 7 - —/L F|{Z SLA #/ED ID F 5% A1 L £9, AOHH
I$ 1~ 2147483647 T, 1 DDT /31 A|T iwkfzmM@DaA@W%W&T%ifo%
ID HZHSIFIARY > — TS AFEIIK L T—ETHLILERNH Y £,

[LEUME (Threshold) 17 ¢ —/L RiZ, EHRLEWENES SN D ETIZ, ICMP — 2 —F3k
DB T D2 MED & S5 (I UL 2 AN LET, ARRMEOHMEIL, 0~
2147483647 L VB CY, T 74/ ME 5000 2 VU TT, LEVWERZ, ERI A HiEL
ToARY NERTORTIERASNET, ZNHDARy NI, A4 L7 0 MEXHEY)TH
HEIDEFHET DDA TEET, ZOA X M, FE=X U U THEDOT KA
OB E [ REMEZ B RT HOTIEH Y T A,

GE)
LEWEIZZ A L7 U MEZEIE LRWE DI LET,

[#A4 L7 D & (Timeout) | 7 4 —/L K2, SLA #fE) ICMP = 2 —HRA~DJRE Z R 5
e (2 U BHEALL) AN LET, EOFPHIL 0 ~ 604800000 X V) (7 H) T, T 74/b
ME 5000 R VTT, E=Z VU THEDT RLANLDIEENZ DT 4 —/L RIZEFRSN
TEHRFREINICZAE SR WEGA . AXT 4 v 7 v— MRV —T 4 7 T—T L bHIBRES L,
Ny T w7 —MNMIEEHBmZONET,

GE)
AA LT U METHEEMBZBHR T EGA, 2 2OBMEE T 5121, HEMEZ I URICH
BLTLES,

[7—% ¥4 X (DataSize) 1 7 4 —/V KT, ICMP ER /N7 > b Xf @ — RDOH A X (34
BN AN LET, EORFHIZ0~ 16384 /N4 R TT, T 74/ ME28 /31 v TT, ZD
U, &IEOICMP /N7 NI 6434 R0 £9, ZOfEICIE, 7' ha/LE 7203 Path

Maximum Transmission Unit (PMTU) TiFr SN B ANEEZE 2 DEEZFHE L2V T 7ZEW,

GEIC Ko TlE, BERREE AR T AT, T 74V FOT—H% A XEREL LT,

V—=REL B =0y ORITOPMTU OEWVWERIHTELLOICT LI ENMELRY FT,

PMTUZNNEWE, By a DR T4 —< L RCHELZRIFT RV ET, By a v
DIRT A=<V ANOEBERRHIND &, B2 U R"ARFEHINET,
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AT9T10 [ToS] 74—/ RIZ, ICMP R/ X7 > hD P~y X —TERINTXA T 47—
(ToS) DfEZASLET, HOHMIL0~255TT, 74/ MI0OTT, ZO7 4 —L K
Wi, BIE, EEENEGL, R EOBHRNEENE T, ZoERIZ. RV —A—TFT 17
D=DIZHX Yy NT =7 FEOMDT A ZARMEHT 256 b HiUE, EHT 78X L— 2 ED
BEEIC LTSI ELH D £,

ATY 7N [23%7 v R (Number of Packets) | 7 1 —/L RiZ, REINL7y hofaE AL LET, fH
OFPHIZ 1~ 100 T, T 744 ME 1237y hTT,

GE)
247y MRKIC X o T, Secure Firewall Threat Defense 7 /XA ANE=X U U IXHROT KL A
WCEFETERNWERS TRIT 2 Z EBNBRESNLATLEIE, T 74V Oy MEREL
LTL &N,

ATy 12 [T=ZV 2 T%5%7 KL A (Monitored Address) ] 7 4 —/b KiZ, SLA #{EIZ K - CTal fEA
T —ENTWAIPT RLAZANLET,

ATy FT13 [EHAEEZRY — > (Available Zones) ] U A Mk, Y —r A v —T = A A T —T D
FRFREINET, [V —/A > H—T A A (Zones/Interfaces) ]V A KT, T /3514 ANEH
AT —va s tBETHA LV E—T2A ARG — 3V F—T =2 A AT NV—T %8
MLUET, 1204 F—T oA AEEETDHITNE, A F—T = R = FiF A F—
T2 A RADIN—THERTDUENRHVET, X2V T4V =0 BLOA U F—T A A
IN—TF Tl NOEREZRL T EI, TS RCEIR LA VX —T oA AET
XY =V BNEENTWDEAIZOR, TN ATHEA MBEREINET,

ATy 14 [R1F (Save) 1227V v 27 LET,

Fey ] £

Wp#HA 7 V= 7 P2 LT b= Z2WOR T 5 D0 ZRES 5 72012 2 5
AERLET,

\}

GE) e —Z @ ACL (%, Firewall Management Center 7.0 LAF: Snort 3 TH VR — F ST\ E
‘a‘o

FrEEEA T FDOERK

FEE LB OMIC O AR Y o — AT 254813, B4 7Y 227 M & ER L THh
5, FOF TV FERY—TIHELET, ZOA 7Y =7 i Firewall Threat Defense
NA A TOLIERET D Z L ICHEBR L TLEE N,

FE#HA 7 =7 NI, 2O ME Y 7 OREZIZVARINTWBRY O —F A T TOREE
TEET,
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ALY = NIT A ADr— R NVR AR L, FFREHEZ PR — 72K ) —D—n1T
ZORFHFEHZ BT 272 DICOIMEHSNE T, F ALY =Ko TT A ZORE S
RN ERIND Z LIEH Y T A, EXHMERT 221X, Firewall Threat Defense CLI T

show time-range timezone 35 & 0¥ show time ==~ > R &[] L £ (Cisco Secure Firewall Threat

FIE

AT T1
ATvT2
ATvT3
ATv74

Defense 2> KU 77 LU X A REZR) , SHIZ, VY —T DX A LYV —3EHE

B—DEA LS — A NBELET,

48 HHEIIZ

RFFRIEAPHIX. N7 7 ¢ v 7 BT 27 34 R TR DTS Z A LY — N2 HESNT
WHINET, 7740 b T, ZAUIUTC TT, 731 RZBEAT HNTWD Z A LY —
VEEFETDHITIE, [T3 A (Device) 1> [T v b7 4 — L% E (Platform Settings) ] 128
BLET,

(47 =27 & (Objects) 1>[47 V=7 hMEEL (Object Management) | Z &R L £,
T2l N HATDY A NS [FEM#PH (Time Range) | 23R L £ 7,
[ #EPH BN (Add Time Range) 127 UV v 7 LE7,
a2 A LET,
RDOTA KT A NHE->TLTES VN,
AN LA T V2l NADEVITREOT T — Ry 7 ANRFREINTZGEIL. [4H]
(Name) ] 74—/ RO LI T A& ES LAFT T ORIRAFRSNET,

« [T /31 A (Device) 1>[77 v b7+ —L5%E (Platform Settings) | T7T /NA AD X A A
SV ERELRONEYD | T TORMIEL UTC T,

o 24 HRRHI TR A A LET, =& 21E, 1:30PMiE 13:30 A LET,
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STOTATRY AT Ve BT SHEE, RELELENLET, RELE
DEHEBELT S,

EHOMRE
IPS 7 A A (Firewall Threat Defense 7 /XA ADFA) £213EH#ET A o X (DT T
DFNA AL A T) BLETT,
B AL BERET 7 N NEBOW S & fRETE ET,
BEAFDZEE D (4481 (Name) ] & [# A7 (Type) ] DIEIFAE TE EH A,
FIE

RATYT1 Bty boF 4 Z CERTLEROMEICH D [ (Bdit) 1 (£) 227Uy 7 LET,

ROVIZ[FER (View) | (©) BERREINDIGH, A7 V=27 MIKHRAAL B LTE
D, A7V 7 NaERTHHERPH D A,

ATy T2 EREERLET,
FHARE2 %y U —Z 23R —FDU 2 D, GO2HEDU A MEFIIRIT D
HHOU A MCHHAZRBEITH121E, 1 DU EOHBZERL LRIy 7 7R R
2y T 50, FE[ED D (Include) |2 [BRFL (Exclude) 1227V v 7 LET,
ek
Py U= EBEFERITR— FEROEAE ) A NI X MZH DT R ARLR— ks
BHLTOWDLEE, BASHTWET RLAELIEIR— MR EhET,

c1ODOVTFIIMEEATIL, B (Add) 1227V v LET, *v NT—7EHOGE,
H—DIP7 RLAEZIET LA T ey 72 ANTEES, K— MEKOSHA, H—R—
N EIIAR— MG Z BN TE £9, A— ML RRE & TREZ N 7 () T
B ET, B0V T IIEEZ AT LH5E1F, LEISCTCIOFIEEZEV KL ET,

7oz g8 |
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B vnsy

ATv7T3
RTv74

VLAN % 4

+7vzs rER |

A E VA NEEBRAY 2 SO BIEE ZHIBRT 121X, THE ORICH D [HIFR (Delete) ]
(W) %27V vsLET,

GE)

Xy NI =7 BHOLE, AEEEBRTL2HEADO Y A MX, VT IALFHIRCEFOLE

¥, 727 b, BIXOXYy NT—F FT V=27 N INN—T DEBEOHAE Y TR T

xET,

[fRTF (Save) |27 U w7 LTEKEEHRTFLET,

[(PR1F (Save) 1227V v LTEKEY FERELET, By M7 78R fr—)L
RY)—=THEASNTHWDEHE, 1 (Yes) 227V v 7 LTERDRAFZHRALET, £
FNEDMRFESN, By MV 7 ZRTWAT7 78R v ba—L iKY U—IZRHA
T—HANKRINET,

RDBARY

T ITATRY) =B AT V=7 bEBRT LT, RELEZRALET, RELHE
DOEREZZML TIESVY,

FELEEADVLANEZ 7 477 MI, 1 OOVLANZ F£7-137 0% E2R L ET,

HEHOVLAN Z 7 A7) el —7bT&ET, S —713 880+ 72 r Mok
LET, 2FD, 12047 V=27 FTVLAN Z ZO#iMHAZFERT 52 813, ZoE%KTIZS
N—T LTI INFERA,

VILIANZ 7 47/ N T N—T 1, =0 Xy Ma@7p . VAT LD Web A X —
TxA ZADSESERYEFCHERATEET, & 213, BED VLAN P IcEf EShs 77
YA o b=V V= VEERT DI ENTEET,

VLAN 2 A7 x9 DK

FIE

&
ATy T2
ATvT3

RATv74
ATvT5

[#72x% bk (Objects) 1>[ATPx¥ FEE (Object Management) ] Z i8R L £ 7,
ATl N HEATDYARNS [VLAN #7 (VLAN Tag) | #3#IR L E9,

[VLAN % 7 ®DiE (AddVLANTag) | Kuy7H o URARNT, [A7YV=7 bOEM (Add
Object) | ZEIRL £,

ZRiEANTTLET,
[#BH (Description) ] Z AL E7,

B Ao/ g8
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| #7900 rem

VPN

ATvT6

ATy T17

ATvT8

ven

[VLAN # 7" (VLANTag) 17« —/V RIZfExE AJILET, VLAN X 7 OFHEZIEET 5121
AT R LET,

3TV NDOA—N—TF A REERLET,
s ZDF TV 2V DO —R—TF A REFFAT L5551, [Allow Overrides] = > 7 R v 7
AuEFNILET (A7 V2 bOF—1"—F A ROFA (14 X—2) 25M]) |,

s DTVl MIA—N—TF A NMEZBINT H8E1E, [Override]E 7 v a VAR L,
[Add]Z 7V v 7 LET (A7 V2 bOA— =T 4 ROBM (143—2) 22H])

[fRTF (Save) |27 U w7 LET,

RDZRY

T ITATR)=IAT Vw7 NESRT 2R A, RELRLRML £, BEAE
DEMEBRL TS,

Firewall Threat Defense 7 /31 A CiE, RO VPN A7V =7 h&fFEHTEET, b7
Vxl NEEAT I, BEEERNSSLETHD, Av—bF T4 R T AU NN
B ZW T HERHY T, o477 M, V—T7 KAV TOLRETEE
7,

|:|J.—|ZE,H§!-"7‘J:77.|_.7“s 7k

FEREO~ y ATV e ME, GERE -S04 EEY T, ZhbDA TV
7 ME, ZIELFEGEAEL VE—F 7278 X VPN#E T 1 7 7 A )L & OREMN T 2 47t3 5
COIHENET, #Ei 7 m 7 7 ANV EHEAEO~y A7 V=7 MIWF LS, UE—F
772 AVPNARY —DO—HTT, ZF LIt ENEAE~ v FIZHER TN L— Lk
—HT AL BRI e 7 s AN [y BV ERTWA] 2, BEMAIT ST
WET, S WIERIEN TR S, ULICER R SNDIEFCRAESINET, BAIE, G
By T ATVl FNOKRYIONL—VN—F LT IR T LET,

FTES—2ay

[ x4 k (Objects) 1>[F 7>y FOEE (Object Management) ]>[VPN] > [FEEAE
M= 7 (Certificate Map) ]

Za4—ILF

«[4F] (Name) ]: 20AT7 V=7 FEaRBELET, Zhicky, VE—F 727 A VPN
REDMORETERTE X,

7oz g8 |
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+I0z rEE |
B avz<oiro0on

o [v v B 7 %M (Mapping Criteria) | : #Fli 3 23EEONEZIEE L7, AEHENZ
NODONL—NVOFRMEEMZ L TWDLIGE, 2—F—3Z0F 7 V=7 Mgl 7 n
TrANMIw v BT ENET,

o [Z7 44—V F (Field) 1: 7 747> haEBHE®D [#£4 (Subject) ] F 7213 [FIT70
(Issuer) JICHE-> T, —BuL—L D7 4 —/L FEEIR L ET,

[7 4=V K (Field) |25 XY~ =7 ~ (Alternative Subject) | F 7213 [fHIEF —
O ALIRPL (ExtendedKey Usage) JIZERE SAVTWDIGA, 2R —F 2 ME[7 14—
/v R4k (Whole Field) ] & LTl S E T,

s[Z AR —F% bk (Component) ]: —FH/—/iZxt L CTHEHATL 2 Z4 7 > MEAE
DK=Y MBI LET,

N

GE)  [SER (VT NA%EH) zaR—% > b (SER (Serial Number)
component) |: [ 7Y =2 b (Subject) ] 74—/ RIZT U T L
BEEEELCND I 2R LET, EHE~ Yy 7 X, V7
VxZ MNDOY I TNVETREEE DR L ET,

o [% 7 (Operator) |: —H/L—LOERETFEZRD D HOGIBRLE T,

«[F LV (Equals) ]:iEBE = RN—x2 MI, AD Sl & —B3 2 020
b ET, BERICHLARWES, ERIXESSET,

« [&3 (Contains) ]: iEBAE = L R—F 2 MIIE, ANENMENEETNTWD N
ERHVET, TR —FR MIEDEREENTWRWGE, HEtiEG S
£7

« [ L <72\ (DoesNotEqual) ]: fEBE = AR—x>» MI, Ahanicfme%EL
SIRWRENRH Y 4, 7L 21T, BRENTAEFE 2 R — 2 25 Country
ThHh, ANNENTERUS THLHGE, 7747 FOEOEN US L% LT
U, #ERSEL SNET,

s [R%E & E£72 (Does Not Contain) | : sEBE I AR —3% 2 MZIX, ATTESN7-E
DEFNTWRWRERDHY £9, =& 2R, BIRSNEHE= R —x 2 b
23 Country TH Y, AJJSNTENUS ThH%GH. 7747~ NOEOEIZ US
MEENTWD &, HEEBNESINET,

[ (Value) ]: —EL—A0fif, AHEN-HEIE, BIRShZar R—x b L OHE
F L EEA T BTV ET,

EENEYD

B Ao/ g8
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| #9vzyrem
t%279547 b nrssEiErIvzs I}

TXa2TVIATUON DRI LERAT OV b

AL NEMEX, BF 277 747 M3, Per App VPN, Allow or Defer Upgrade, ¥ X!
Dynamic Split Tunneling 72 & OEREZ R ET D7 DIMHEH L ET, W AFZ LABEMEICIZZ A 7 &
AT EDER S £F, ETERMEOE A T2ER LKL, ZOFA TOAFITEDOHEEZ 1D
PLEEFRTEX 4, FirewallManagement Center [ L CEX o277 74 7> N A X Mg
ATl NEER L, ATV =2 NI NA—THRY —BML, FA—T R —%Y
F— 7 7R VPNICEEMIT T, VPN 27 FA4 7 FOBRREENCT 5 LN TEET,

Firewall Threat Defense (. 7 A Z LA@iEA 7V =7 F2fRA L CIROEEL YV HR—FLET,

« Per App VPN : Per App VPN #&6EI%. 77U %3 L. Firewall Threat Defense & B (2 L -
THAENTT TV r—2arOha VPNRBE TR R 7T 50ICELHET,

« Allow or Defer Upgrade : E% =727 747> b 22—%—%, BET v 77 L— K&
LT, BFaT 27947 T o7 T L—ROF 7 yu— REELELZ ENTEET,
VAT T T T PMERTELGE. B X2 T 2 IA T N TEHT LT v
T — REZMT 20523044 T a7 2B OB ERETEET,

« Dynamic Split Tunneling : Dynamic Split Tunneling Z {3 2% &, VPN h > R/ 5 IP T
RLRAEFERY NT—2 2G0TV LIEDTHR ) —%2 7 reya =/ TC&E
T, XAF I ZAFV v b bRV UV ERET DR, W AZ LBYEEIER L, 7
N—T R =B ET,

TXaT I ITAT Y N HAZLEEERET DB RFIECOWWTE, EXaT7 27T
AT DOIAZ LEMNAT 27 FOBEM (129 X—) BLOW®ESRL T

FEREICKT L CRET DEHA DN A Z LEEOFEMIZOWTE, LTS X277 747
>k U YU—2¢ [Cisco Secure Client (including AnyConnect) Administrator Guide] %2 T<
TZE,

EELEY D
TN—=TR) =D XTIV I7AT 2 AT ar (136 =)

TXATIIAT U MNDARELEEA TV FDEM

15 eH B HIIC
Per App VPN O A& NgMA TV = 7 N &BINT HR1C, RO Z EEMHERLTIIEEN,

* Per App VPN 7% MDM #&H TGN GHE STV T, 57 734 A28 MDM H— 3 —{Z % &k
STV DOLRERDY £7,

sCiscoEx a7 7 7AT MeET TV r—var vl Y—aFHLT, 77V
lr—3g 7 L2 Base6d = a— RXXFHNEZERR L £9,

1. ZZIbCiscotXaT7 2 I7AT MMe¥ET TV r—var kLI 2y —Na2Xy
= — I\‘\ L\i—é—o

#7vzyrer ]
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+Ivzy rEE |
B tx279547  ronraLEEA TS o FoiEM

2. TV — g U BIRY—LERE, ERECHE Ray T AT A= —0nEEA
WTTy N T —LEBIR L9,

3. ZLVyRULAETT V= arIDEANLCA—LEZBNMLET, BOVDOT 4 —
VRO EIMMEETT,

4, A=a2—/—7T, [Policy] &7 Vv 7 LEF, = a— NI/ Base65 /L—/LiE, —
ya—RRShBEATERENET,

5, WY I—=FFNaBRLTat—L, BTEXxaT 7 I7A47 2 h DHAZ LGS
TV MR T D L EIERT 72D RFLE T

FIRr

ATY T [#T2xH + (Objects) |>[#T ¥ FEE (Object Management) ]>[VPN]>[HR% L
B (Custom Attributes) ] Z iR L £,

AT w72 [SecureClienth R 2 LEMDIEM (Add Secure Client Custom Attribute) 1227 UV v 27 LE7,
AT w73 [Name] # AL, EE TREMD [Description] Z# AS L £,
AT 74 [Secure Client/@1% (Secure Client Attribute) ] Rz v 7#7U 2 hinb EMEZ2BIR L £,

s [Per App VPN] : 2D A7 3 &R L, [Attribute Value] 7~ 27 A (Z Base64 -2 2 — K
LFHNEFRE L ET,

s VEMI B H 257 Al (Allow Defer Update) | : IROA 7> a v OWTNNERIRL, X =7
74T v NORF AT EIITEN T Do OICBEREREEELE T,
* [Show the prompt until user takes action] : VPN 27 7 A 7 > N OB Fr A FF Al 5 M IEH 5
HEBERT HET, VPNa—HF =7 m 7 M aRRLET,

* [Show the prompt until times out] : &7 L7=#ific 7' 2 > 7 F &R L, [Timeout] 78 >
I ATHIMARET 212X, 2047 va v ERIRLET,

+ [Do not show the prompt and take automatic action] : VPN o 538 & H B 7F 0 & 7= 13 4E
BT 2121, ZoF7Tva v ERRLET,

s [Default Action] : =—HF—5E LeWGE, 03— =N ALRWHE)T
VarvERETOGRCETTLT AN T 7 v aya@RLEYS, ¥F2T7 77
AT NEEHT D0, BREEHT oA RINTE £7,

e [H/hN— 2 > (Minimum Version) | : B &2 5P el 723 T L7202, 72747
¥ N AT DTAFET DTN B D e/ D Secure Client /3— 3 U AZ4RE L £97,

* [Dynamic Split Tunneling] : IP 7 KL A E72lEx v RU—2 % VPN k2 RUTED D>,
FTUL VPN R RANLERAT DI2E, oA T v a v a@RLET,

* [Include domains] : YE— R 7 Z7EA VPN ho RIZEDH D RAAL VA ZRELE
‘j_‘o

B Ao/ g8
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In—FRY s—~nhz s sEEoen [

* [Excludedomains] : U E— 7 ZEAVPN h RN BERNT D RAAL VA EFREL
£7,

AT w75 [Allow Overrides] T = v 7Ry 7 ZA%&A N LT, ATV =7 hOA—_"—F 4 REFFal L%
7

ATvT6 [fR1F (Save) 127V v 7 LET,
HALLNBYEAT 27 FBRY A NMTBMESNET,

RDBRY

HAZ NEME T NV—TRY) —ZEEMNTET, S —TRY =D B A X LEIEDIEN
(131 =) 2R LTLEEN,

GIW—TR)O—~DHRE LEHEDEM

TN—TRY) o —%VE— T 7 BAVPNERIZEMAT 511X, SecureClient 7 A ¥ A @M%
TN—TRY) o —ZBEHEMTDLENDHY FT, &

FIE

AT 71 [Objects] > [Object Management] > [VPN] > [Group Policy] % &R L £,

ATYT2 HLWINA—T R =58 50 BEFEOI V=T R) o—EffHELET,

AT w73 [Secure Client] > [h X2 LB (Custom Attributes) ] DJEIZZ U > 7 LET,

ATy 74 B (Add) 12270 v 7 LET,

AT 75 [Secure Client/&!% (Secure Client Attribute) ] (Per App VPN, Allow Defer Update, &+ 7-1%
Dynamic Split Tunneling) % 3R L £,

AT w76 U A K»E [Custom Attribute Object] % 3R L £ 9,

GE)

GEM (Add) 1 (1) 227V w2 LT, @K L7z Secure Client JEMEDOH LB 2 % L@tk —
vz hEA{ER L E T, [Objects] > [Object Management] > [VPN] > [Custom Attribute] T A
EUBUEFT 2 NEERT D2 TEET, BXaT 277347 NOTAZ LEMA
TV FOEM (129 X—Y) | ZZRLTIIEIV,

AT9 71 [Add] %27V v 7 LTREE I NV—THRY U—IZRIFL, [Save] 27 U v 7 LTI N—T R
Ve~ DERERFELET,

EENEY D
TN—=TR) =D XTIV I7AT 2 AT ar (136 =)

#7vzyrer ]
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B rirewall Threat Defense 7L —F Ky o—+ TSz 5 b

Firewall Threat Defense ' JL— T R o — AT x5 b

IN—TR) =3/ N—T R o= AT V=7 PNICREFESND JBIEL O —H DT T,
VE—KrT77HAVPNOTZY ARV T ABERLET, 2L 2E, IV—T KR —F7

VxZ FNT, T RVA, Ir bhan, ERREREO—RNLBEBEEARELET,
a—P—IZHEAEIND TN —T KU > —T VPN b U RS SN AT ES N E T,
RADIUS &AGRY — =N T N—T R o —%ED B THH, FEBEOER T2 7 7 A L)
LRGN ET,

N

GE)

Firewall Threat Defense (2 7 /L — 7 R ) v —@BHOMKITH Y THA, 2—F—IZOWTiH, 7
N—T R o—FT V=l "RERE L THASNET, vl A VBRI AAA Y — " —THEE
SNTZITN—T RV —FT7 V=7 MPIMERAISNDID, LR INDHEE SN TR NWGE
X, VPN BREICH L CRESNTET 74V hO I A—7 RY =R SN E T, lHESN
T 74N DI N—TRY =37 7 4/ MEICRETEETH, Ziuk, #7774
JZEND YT HIL, D7 N—T R —RNa——(Zxf L THFE S TR WA IC DAl

M £,

ITN—TFT =y T HIC0E,. =7 AKR— MlESREN B A~—F T4 A
THTY MIEEMT SN TWARD EXaT 754 T2 FIA Ly ZADONTRDSLET
j—O

* Secure Client VPN D 7~
* Secure Client Advantage
* Secure Client Premier

EENEYD
TN—T R —FT V=7 hOFRE (132 2—2)

TN—TRYS—FT2x) FOERFE

FIE

Firewall Threat Defense Z /L —7 R > — 477 ~ (132 3—) 2B LTI,

ATy T [#TPxs b (Objects) 1>[AT Py FEE (Object Management) 1> [VPN]>[FIL—7

1) < — (Group Policy) ] Z#IR L £,
URNZRE LR V=N AT AT 74V hEHIZYV A NENET, 2—PF—DT 7R

LAV C T, Z—7 R o—DfRE, o, ERFHIBERATEET,

AT w72 Click Add Group Policy or choose a current policy to edit.
AT T3 ZORY —0 [4ET (Name) | A7 L a > TR (Description) |2 AL £,

B Ao/ g8
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ATv74
ATy TH
ATvT6

ATy 717

sn—Fkyo——mr7var i

AHNZIIRR AL FOR S ZHEMTE, A=A BT EJ, BHICIE, HK1,024 30+
EHHATEET,

TN—T R o——fxA 7 ar (133 2—=) OFHIEST, ZOT7L—7F K —0D
[General] /37 A — X ZfRE L ET,

TN—TR) o —DEXaT 774 T AT vary (1365—) OMBICE-T, 207
J—T7 R Y 2 — [Secure Client] /3T A —% ZIE L £1,

TN—T R —OA 7> ar (140—) OFFICE-T, ZOTN—T K 2 —D
[F¥#8 (Advanced) | /XT A—F ZtgELE7T,

[fR1F (Save) 1272 Vw7 LET,
LW IL—F R o—nU 2 MaBmEnE1,

RDERY
ITN—F RV —F TV e VE—KN T I7BZA VPN T 7 7 A4 LIBMLET,

GI—T RS —BA T ay

FESF— a3 RR
[Py bk (Objects) 1>[AT x4 HEHE (Object Management) ]>[VPN]>[F)L—TF

7R1) &— (Group Policy) ]. Click Add Group Policy or choose a current policy to edit. T, [£f%
(General) | % 7 &#&INL £,

VPN 7O k)L 74— K

TOITN—T R —%EHTHEXIHEATEZAVE—FNTI7EAVPN b RVDX AT
ZFRE L ¥, [SSL] £ 721% [IPsec IKEv2] T,

IP7FLR T—)L

VE—Kh 727 EBAVPNOZ—Y FL—TICEEDT R A2 F— LSO THEA S5 IPv4
T RLREIDYTEZIFELET, VE—F 727 %A VPN Ti, #:FIC RADIUS/ISE i L
T, B ENTza2—Y TNV —TOREDT RLA T — b IPT RLAZEID Y THZ LN
TEET, FEO=Z— Z N —TZx LT, FFEDZNV—7 K Y 2 —% RADIUS Zil &%
(GroupPolicy/Class) & L CRRET DI LICE Y, IETAT T AT AT V=T VAT LAND
2P ELFIZ—F TN —TIZRY =D E T — AV RIZFETTEET, &L, A
EEMFHEDT RLA T — L2 RIRL T, 2607 RLAZEHLTRY —Dm M %217
W, REBR Y h T — 7 ~DOHIEAE DT 7 v ZAZHA[T HLERH Y 3,

Firewall Threat Defense 7 /NA A7 T A T 2 MZIPvA T R L AT — /L& E| ) 4T HESEIEN
1. IPv4d 7 KL & 7—/L.® RADIUS J& Mk
2. —7 R YU T —® RADIUS J& %

3. BT s A NIy T ENTZ I NAN—T R —HNDOT KL R F—)L

7oz g8 |



+Iozy rgE |
B/ xus—mtroay

4. BHgp 7o 7 7 A /LVNDIPvE T KL A 7—)L

ITN—F R —TIP7 RLVR T — Va2 EHATEEOHBEERO 2L MR LET,
¢ IPv6 7 RL A F—)L I HR—FZINTWEH A,
c IN—F R —TlF. ZRTE6ODIPMET RL A F— L E2BRETXET,

HEAFOT RLA FP—ABNEEIND L, BN LET, TRLVR = a2 EHET
HENZ, T R_XRTCOa—F 2 a4+ 7T H0ERH D £,

c T KRR = VOZAFNREEINT-Y, BETDHT RLRA = LRREIND &, B
DRTDAMREMER SV £7, BHEAEMT 2123, HWT7 RV F— L Z2HBRL T
O, BREINET RLA = LVEZREBATAIVLERH Y 7,

NIGTNYa—=T 47 avy RO—fEU IR LET,
® show ip local pool <address-pool-name>
®* show vpn-sessiondb detail anyconnect

® vpn-sessiondb loggoff all noconfirm

NF—T4—JLK

07 V== L TERRTHAT— TR M EEELET, ESIIHEK491 05T
T, T 74 MEIZH Y FHA, IPsec VPN 7 T4 T > b Tlid N\ F—IiZ%t L T3 _T» HTML
MY R—=FENETRH, ¥X2T7 27747 b TE 8O HIML OHBYR—hSHET,
NpP—NY)E—h 2—P—|ZELLEREIND L HICTDHITIE, IPsec 7 74T > MZ/m#
7. SSLZ A4 T MI<BR>Z 7 A LET,

DNS/WINS 2 1 —JL

Domain Naming System (DNS) Y —/3—135 X O Windows Internet Naming System (WINS) H—
N—y BXaT 77472~ OARRRICERSNET,

«[Z A4~ U DNS % —,3— (Primary DNS Server) | B X[kt > % U DNS H—/3—
(Secondary DNS Server) |: Z D7 /L—7"CEH 3 5 DNS %—/3—@ [Pv4 721X IPv6 7
RLAZERTDH Ry NI—7 707 FE@ERELIIERLET,

« [ Z A~ 1U WINS % —,3— (Primary WINS Server) | BL U [EH &Y WINS HP—/3—
(Secondary WINS Server) |: 2DV /V—7THHT 2 WINS h——D P T FL A %5
oy NU—27 A7V NE@IRETIIERLET,

« [DHCP* v kU —27 A =2—= (DHCP Network Scope) ]: HI D7 —/L LR LY 7% v b
Fizdbv, = NIZRW—T 4 U ARERIPVAT RL A2 By NU—J 47V
7 N ERIRE T IIER L E 9, DHCP ——Z, ZOIPT RLABRRETHH 7 %> b
ZHHIL, ZOF—=AN6DOIPT RLAZEID B TET, MUNIRE SN TWRWEE,
VPN RV o — DRI R L £7,

W7o 7 7 A VDT KL AT —/LIZDHCP — "— %% E L7254, DHCP A 2 — 7%
ZDOITN—T DTS —=NVMFEHT DT 3y bE#HHLET, DHCPH— =ik, £DA

B Ao/ g8




| #7o=z4 rem

sr—Fwys—mgrrvar |

— I Lo THINENBR LY TRy FRNOT RLALHRESNTWALERNSH D F
T, Aa—TEFEHITLHE, ZOKBED T IN—TIZHEHT D DHCP Yy — N—TEHZINT
WABT RLAT—= LDV TXy M ZERTx £9,

Py FU—F Ra—TEEHZE LLWEAS., DHCP Y —NET7 RV A P —VORENEIC T —
NHNERLTIP T RUVAZEID B CTET, REVETOT RLVANRROMNDHET, 7F'—
IVHINAIZHR SR S IVET,

N—T 4 T OB TRRERGAIIEIC, A VX —T =4 ADIP T RLAEFEHT L Z
EERHERLET, 7 xiE. F—2810.100.10.2 ~ 10.100.10.254 T, A F—T = A A
7 KL Z7510.100.10.1/24 O34, DHCP 22— & LT 10.100.10.1 2 L £7, *v
FO— 7 FEIIHEHA L2 TL &V, DHCP IXIPv4 7 R L AFREICOREHTH Z &
MTEXET, BIRLET FLARA v Z—T oA AT RLATIEARAWGES, Aa—7FT7
VADAZT 4 v 7 )V— FEERTHOHLERH Y 7,

LINK-SELECTION (RFC3527) 3 X UO'SUBNET-SELECTION (RFC3011) ZHAEYHR— b
S TWEFA,

«[T7# /N RAA L (Default Domain) ]: 7 7 4 /b b RAA DL, f& EALFAA

(7= & 21, example.com) ZFEELET,

ATYy bk b2y 7J4—ILFK

27Uy b b TiE, —EOXy NTI—2 T 7 47 % VPN b XVIZHHE L CiE
WEE Rk BYOFRY NU—2 NFT7 4w 7% VPN oL ofMZFHEELET G
ek, 2F0 77 %X MDOIREE] ) o

c[IPvd 27V vk hoRY U Z/Pv6 A7 U > b b U 7 (IPv4 Split Tunneling/IPv6

Split Tunneling) ]: 7 74/ F Tk, A7V v b bV 73R CTF, IPvd & IPv6
WEEL, [P RNV ETTRTONT 7 4 v 7 %3095 (Allow all traffic over tunnel) ]
WCRESNTWVET, ZOFFICLELGE, = RRA UV LT XTDORNT T4 v
IX VPN B CREfE S g3,

A7y b MRV T ERETDHITE, RICEESNTZ vy 8T —2 (Tunnel
networks specified below) ] F721% [IRICHEE SN2y T —27 ZfRFb (Exclude networks
specified below) | Z@IRLET, ZD%, TORY > —DT7 78X arba—L JRA L
R ELET,

(A7U >~ bRy hT—2 JURX K Z A7 (Split Tunnel Network List Type) ] : fiff
HT2T7 782 VA MNDZATHRINLUET, IFEHET 722 U X K (Standard Access
List) | 721X [JEET 722 U A I (Extended Access List) | Z8R3 250, ERLE T,
FEICOWTIE, TR AL 21 X—Y) EZRL TSN,

[DNS ZR AU > h h> U 7 (DNS Request Split Tunneling) ]: A~7'U > k DNS &
HIFINET, THEHORE THFRFS NS DNS @iz E L £,

T 74/ N TiE, A7V > DNSIZEZT, [A7 U > b R AR Y > —{Z%- TDNS
B3R % 1%{59 5 (Send DNS request as per split tunnel policy) ] IZF%E XA TV E 3, [DNS
BOR A IS b RV TiE(E79 5 (Always send DNS request over tunnel) | #3075

7oz g8 |
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&, T DNS ZRIFFRAFIFI b RREHTT T4 X— b Xy FU—=ZIZEESN
£

27w FDNS ZFET DHITIE, FEE LT RAL L OB%E b L&l TEE (Send
only specified domains over tunnel) | ZER L, FAAL L HDY A RE[RAAL L URA L

(DomainList) | 74—/ FICANLET, ZHOEDERN, 74 _R—F Xy hT—7
WZAT Yy b bR ENLTHRRSNE T, oT X TOARFNL, /X7 YU v 27 DNSH—
N—" AL THEENET, AL OV ANMIKRKI0DZY N &EH L~ TRY]-
TADLET, CFHEMEIL, 255 LFUTFTHLHAILERNH Y £,

BErNEYD
TN—TF R —F 77 FOFE (132 2—)

HIL—THRYS—D X754 F7o ATy
UFOHARIL, BX=2T7 2747 b VPN OFEICEHBA I NET,

FES—ay
[A#72x¥ k (Objects) 1>[AT> x4 HEE (Object Management) ]>[VPN] > [F)L—F

7R1) >— (Group Policy) ], Click Add Group Policy or choose a current policy to edit. /X (Z, [Secure
Client] # 7 Zi&IR L £ 7,

JOJ774I)L T4—ILK

[a 77 A/ (Profile) ]: SecureClient 7 2 7 7 A NV EEL T 7 ANTT V=7 FEBINET
TER LT, A7 V=7 MEROFEICOWTIX, 77 AV ATV=s h (1483—Y) %
ZRL TSN,

Secure Client 7’12 7 7 A JLIZ XML 7 7 A WK ESNTZRENRT A —F DI N—TT9, &
X270 I7AT N7 =TI, 2947 hO2—HF—A U F—T x4 ATRKREIND
Pty MU ZBRETHOICIREFEHLET, b0/ T7A—=% (XML ¥ 7) T,

BNMD vXa2T7 7747 MERBEZ AT DREBITOIET,

Secure Client 7’12 7 7 A )V ZAERT D121, ML L 7oALY — /LT D GUI ~X— A D Secure

Client 7R 7 7 A VT ¢ % ZfEH L E T, FHEMIZONTIL,  [Cisco Secure Client (including
AnyConnect) Administrator Guidel] D#%% 7525V UV —2® [SecureClient 7’1 7 7 A L =T ¢ X |
BEBBLTIIEE N,

BEJOJ7/4ILDT4—ILE

HWELVPN b b, = R —HF =R VPNRH THERH L T RWEETH, =2 RiRA
MOEFRBBASNDIEZNEERY N =T ~OER 2RI L E T,

[Management VPN Profile] : EEL' 2 7 7 A V7 7 A /ViZiE, =2 RARA > N TEEH VPN b~
I EANE L CHENL T D720 DORENEG TN TNET,

AH L RTaVEBH VPN oL a7 74V 25 4 X ER LT, ity 77 AL
Ty ANEERLIZY, BEOT 077 ANT 7 A NVEERE LY TEET, 777/
FURFTAaDY T " 2T Byra— KB Z—nmh6Fyrn— RTx$d,

B Ao/ g8


http://www.cisco.com/c/en/us/support/security/anyconnect-secure-mobility-client/products-installation-and-configuration-guides-list.html
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T Ty ANT A NOBINCET 23 ONWTIE, 77404727 b (1483—2)
EERLTLIZE 0N,

9547 MEDA—ILDT4—ILF

Cisco Secure Client VPN DAL, S F X FERHAIRAAEY 22— M2 L > T, kI ni-tx=
VT2t LET, ZNHDET2—/UE, WebtFXa2UT 4, T2 RiRA 2 b7 —ITxk
TAHERY NT—V O, 7%y NU—ra—I v R oY — 2B U E T,
BT FGAT NEY 2a— /U, BHIIS U A Z DABREDIN—T &G0 AT 7
077y ANNPEFEINLTNET,
KDEXaT IVI73A4AT L N EDa2a—MFA T arThHhY, VPNa—HF—R X727 54
T hEE - RLELEIA T e — REND LI INGDEY 22—V ERETEE
T,

cAMP A ®—TJ5 : = RRA Y NAWTOEE/R~L w7 = 75 (AMP) ZEALET,

eDART : "I 7Ny a—F 4 7 DF-HIZ CiscoTAC IZEETEX AL AT au /B LUE
DMOZEIERD A F v T ay " exy 7F v LET,

CISEFRRF ¥ : OPSWAT 7 A 7T VA L CRAF ¥y F 2w 7 E2ETL, =0 RRA v
k DA M2 R L £,

XY RT—HD FTHERAIR—Tx  ARETA YLV ADW DRy NI =717 7 & A
TBH57DD 802.1X (LAY 2) T3 AR Z TWET,

Xy FT—URMRME Xy XU T 4 LY RO, A, 2T IAT7 A BIW
X2 VT oI LT, RENEFRZOETR 2N LS ET,
« Start Before Login : Windows D2 7' A U XA T 0 VR 7 ANRKRSNDHHNS BF 27

IIAT v NG THZLICLY, 2—Y —% Windows ~D 1 Z' A HIZ VPN #f &
MU TRES 7 T ~FREIC R S E T,

« Umbrella Roaming Security : 77 7 4 772 VPN IR 72 W E ZIZDNS LA Y X2 U7 1 %
L E7,

WebtXa1)T4 : ERINTWDEREX2UT 4 RY —THESNT, Web X—TDEE
FEOHT L, FRAERa T UV ETFAIL, BEOLLZ AT VY ERITHFRTE 20
ayvroYE7Tay s LET,

BN (Add) 1227 Vv 27 L, Z2I9A4AT7 2 FEV2a— LT EICREZERLET,

[/ T7A4T Y FEY2—/L (ClientModule) ]: VA IS X277 747 FEV 2—
NWEER L ET,

[ ua—RT578m 77 A/ (Profiletodownload) ] : SecureClient 7’1 7 7 A /L& & e
Tr7ANFT T 27 NEBIREZIIER L E T, A7V =7 MEROFEMIZOW T,
TrANFTT =27 b (148 X—) WL T &,

[EV 22— DXy rua— REHFZME (Enable module download) |: A i3 56&, =2 K
KAV IR Ta Ty ANE LB TAT UV FNEY 2 — V2 XU ra— RRT&EHX Ik

7oz g8 |
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DET, TT7OHE, TV FRRA L MNMITZIFAT o T Ty A NEFEE T o — KT
%ij—o

BEY 2= NDITTAT 2 T T 7 A NVEERT D12, ML LR EY —/LTh D GUI
~—Z D Secure Client 7’12 7 7 A V=7 4 ¥ %M LE£F, Secure Client 7’12 7 7 A LT 4
ZIZTAaDY 7 =T Fura—RiErZ2—nb6Frra— LT EIN, FEMlzo
VWTIE,  [Cisco Secure Client (including AnyConnect)] ®D#%%3 2% Y U —A® [SecureClient ~7°
BT ANET 4 4] OEEBBRLTIIZEN,

SSLEEE T4 —IL K
« [SSL £ (SSL Compression) ]: 7 — X [EME &= AN T 2008 20, AT 25 E1E.
T 27 — %MDk (EHE (Deflate) ] £721% [LZS (LZS) 1) . [SSL [E#fE (SSL
Compression) ] 1X7 7 4 /L b T2 > TWET,

T A EREL, BEEHEE EFETR, Kax—P vy a0 xAE ) EfE CPUFEHE
LEOET, FORD, BX2 VT A T T IAT LV ADREKKZRAN—T"y FMETF L ZE
7,

« [DTLS £#fi (DTLS Compression) ] : LZS A ffH L T Z ® 27 /L— 7D Datagram Transport
Layer Security (DTLS) O#&ke % JEAiT 2 7>E 9 7>, [DTLS 4 (DTLS Compression) ] (&
T 7 &V FTEHIT o TV,

« [IMTUH A X (MTU Size) ] : Cisco Secure Client VPN D (Z X > CTHESL S 417~ SSL VPN $%
DR KRmEL=> b (MTU) A X, 77 4/L NI 1406 /31 &, AR IT 576 ~
1462 /34 KT,

 [DF &' hZ M (Ignore DFBit) ]: 7 7 27 A v MEBE /23 > | @ Don't Fragment
(DF) By hEEMETH0E 570, DF By EBEEINTWD N v b Z5EERIC
7T A MELT, FURLEBBEEL LN TEET,

BEREEITA—ILE

s [SecureClientE VPN — b D T A BDF—T 754 TAvE—TDEE (Enable Keepalive
Messages between Secure Client and VPN gateway) ], 3L OZ O [[El& (Interval) |8¢7E :
MRV TOT —HEZFBICETEFEHTEX D2 L 2RT720IC, ETHTEF—7T7 74
T A=V ERWTINEIDERELES, 774V NTIEAENTT, =77 74
T Ave—ViE, FESNHBCTEEINET, AT HHEEE. VE— 2 T4
TV MPIKEX =TT 747 Ny NOZEEH O OBREAE A LET (BH
fr) o 774V FOMRIL 20 #. A7 15 ~ 600 B TT,

[Ty K E7H®RHEOAEDIE (Enable Dead Peer Detection on ...) 1.3 X OF o [[#g
(Interval) J#%7E : v K ET7HH (DPD) ICE V., VPN EF a7 #— o= A £z
VPNZ T4 7 v ME, BT BUEE LR Aot T &, 35 K UBHHT IR L = & &l
RICEES, 774N ETIE, = bU=A L7747 OIS THHTYT, DPD
Avt—Ui, RESNEHBTRESRET, AT 2B, VE—F 24T
K23 DPD 2 vt — VDX RGEMORHER M OMBEE A LET (BEA) . 7740k
DORFREIL 30 7, AR HPHIL 5 ~ 3600 T,

B Ao/ g8


https://software.cisco.com/download/release.html?mdfid=286281283&flowid=72322&softwareid=282364313
http://www.cisco.com/c/en/us/support/security/anyconnect-secure-mobility-client/products-installation-and-configuration-guides-list.html
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[ TAT v " "A XX Fa haLzF#NZ7T % (Enable Client Bypass Protocol) ]: 73 =
TT=RUzANIPV6 T T 4y VIETEBELTWDEEDIPVE N T 7 4 v 7 OFEH
FER, IPv4 b T 7 4 v 7T EEELTCWDEEDIPV6 T 7 4 v 7 OFEEFIELEH
ETDHIENTEET,

YX 2T I TAT v M~y R RIZ VPN 85t 95 & X112, ~v R RiZIPv4 &
IPv6 D—HF7IEM DT RLAEE DS CTET, ~y R KR X277 747
b HEGEICIPVA T L ADI, £721XIPv6 7 L ADHZE Y Y THFEIT, ~y R
RSP 7 RVRZEID Y TRholeRxy NIV—FT NTT7 4w 7iZOWT, 7534 T b
TR RaAN N RRAZESTED NI T 4 v 7% Ry 7EE50 (T 740 5, R,
A7) . FREFEASNY R RENARALTIZ AT bRk, 20 [
UT7T7HAN L LTOREBEEZHATT L (AR, 4v) ZRETELHLICRVEL
77

Tmez2E, BXaT = b U= BBXaT 77472 N #ICIPvd 7 R LR 24
DYUT, U RRA VIR TaT VAL v 7 SN TNDHEMELTLEEY, 2O R
RA L NBIPV6 T RV ANDRIFELZRATZE X, VT4 T2 b 2382 7Fa h L)
M DOGEIE, IPV6 T 7 4w IR Ry T INETN, 77472 F (32 7 b
INNBEYOEEIE, IPV6 8T 7 4 v 7137 T4 T Mnb 7 V7 TFARELTHERE
SNFET,

[SSL & —FF4 5k (SSLrekey) 1: 7 74 7> "B ERHOF—2 FERTE DL OICL T,
B — b~ ¥ —%Fxradvo— L, #totXa V7o ZmbESEES, 2
W, 7740 P TIREDZ 2> THET, AT H L, BRIV —va UREES
NIZMRCTEITEIN, BEFEDO R FAOXF—=RNHARSIND D, ROT 44—V RERTE L
TH LW b2 ABERENET,

- [JiiE (Method) ]: SSL % — AN ARG AITHEM AR T, LWL ks
(New Tunnel) ] Z1Ficd 5 (5740 k) 7 [BEFO k5L (Existing Tunnel) ]
OttEEFR Tz —a v LET,

o [[Mk7 (Interval) ]: SSL F— AR AN RGA I HATRE T, 4~1008047 (11
M) OHPETAHDT 74V MIERELET,

[Z7FAT b 7747 U4+ —/L/L—/L (ClientFirewallRules) 1: 7 A7 N 7747
VA= =NV EHEALTVPN I FA T hDT Ty N7+ —LDT 747 U —/Vi%
EERELET, —E, FETLT FUA, 5087 FL AL 7a b anZp EOSRMFICE
DEET, ET 78R br— L U A MERERA T V= NEEHLTR T 7 4>
I DT ANEERERLET, ZOTN—TF R —DOHLE ACL 2384 570 1ERk
LET, 7I7AX—hM Xy NT—=J WD T =2 EZHIHTH[7F7AX—K x>y hT—
27 Jb—/)u (Private Network Rule) ], ##EN. S 4172 VPN R VDA T2 V7 7F A b
T) WD T—FEHHT 5 [TV v 7 Ry hU—2 jL—/L (Public Network Rule) ],
FLEWFEERLET,

7oz g8 |
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A

GE)

ACL IZ TCP/UDP/ICMP/IP AR — s DHBNEENTWT, EETLR Y
N —27 75 any, any-IPv4, F7-(F any-IPv6 THH Z & ZffEad L
*9,

Microsoft Windows ZEfTL CWA VPN 7 Z A 7 FZF N, =
N7 7 AT U —NRELHEHTEET,

HRAZLEHET4—ILE

T BX 2T TIAT NN, TTYIZEDVPN, T v 77 L— ROFFA £ 7213 IEH
BIXOXAFIv 7 27 o b bRV TR EOHKIEEZRET DT2DITfEFAT 2 Secure
Client 7 A Z LM%~ LET, [Add] 27 Vv 27 LT, BARAZLESEE I V—TKRY —IT
BMLET,

1.

2.

A

[Secure Client/& (Secure Client Attribute) | ([77 7'V Z & ®VPN (Per App VPN) . [ZEH#]
HH 27 (AllowDeferUpdate) . 721X [#AF I v 27 A7V v b bV 7 (Dynamic
Split Tunneling) ]) ZJER L 4,

U A k75 [Custom Attribute Object] & 341 L £ 97,

GE)

3.

&

B (Add) 1 (1) 227 VU w27 LT, @R L7z Secure Client BMEDOH LI A X LEMEA T
Yx 7 hE{ER L E9, [Objects] > [Object Management] > [VPN] > [Custom Attribute] T4 A
ALBUEFT V2l NEERKT D52 b TEET, BXaT 277347 NOIAZ LEMAS
TYx7 OB (129 5—Y) § ZSRLTIIESN,

[Add] %27 U v 7 LTRMEE 7 NV—TKRY o—IZRTFL, [Save] 27 U v 7 LTI N—7
RY = ~DEFEERFELET,

FEYS
TN—T R —F 77 hORE (132 3—)

GIL—TR)—DHEMA T a>

FEHF—T a3 R
[T x4 b (Objects) 1>[# TPy FEE (Object Management) 1> [VPN]>[F)L—T

U

7R1) &— (Group Policy) ]. Click Add Group Policy or choose a current policy to edit., [FfFHzYE
(Advanced) ] # 7 DNEIZEIR L 77,

FS2499 2403 J4—IL K

[7278AVUARN 7 4% (Access List Filter) |: 7 4 /L ZX, VPN #fizfkH4 25 b
XV T ENTET—H Ny N T 0T 0y 7T ENERET DHL—L TR SR

B Ao/ g8



| #7900 rem
Firewall Threat Defense IPsec ' O RK—+ )L .

TWET, —ME, FEILT RV A 5007 LA, 7r ha L EORMICESEE
9, VPN 7 4 V2 IIMiEEIcoOArEH snES, 77V r—var A VAR g v
DT Vv a Nl o THRPNIZSIP AT ¢ THle E Dt o2 ) Bl S hvE
ho JEIET 78 A v ba—b U R MERERA 7=/ bR L TN 74 v 7O
TANEEMEERLET, ZOTNV—7 R 2 —0DH LWEE ACL 28I E 72 13/EK
L%,

[VPN % VLAN (Z#i#] 9% (Restrict VPNtoVLAN) ]: [VLAN~ v B> 7| & LT,
ZONRFGA=RIZED, ZOITN—T R —NEHINDL Yy g DOH T VLAN A
VE—T 2 A ANEEENET, ASAIZ, ZDOITN—TNEDTXTONT 7 4 v 7 %R
EE N2 VLAN ([ZHEE L £,

ZoEMEFEALCVLAN 270 —7 R o — (28D YT, T/ RA arha—1%f
FLET, ZoORMICHEEE VYL TS HEZ, ACLEZFHAL Ty a DT 7 4y
THETANE ) TTBEHFEORBFFETT, Fay 72y VA MNMUL, T 74V ME
([#EHIFR (Unrestricted) 1) OffLIZ, = ASA TRE STV D VLAN 2 BnFE RS
F9, AlREZRMEOHBIL 1 ~ 4094 T,

Ly a UERETA—ILE
« [7 7 & AW (AccessHours) | : BiE#iIAA 7 =7 M2 @IREIMER LET, 2o
Tl NI O N—T R —RNYE— T U R 2— P55 ATRE 7 R &
ZRELET, dBMicOWTIE, REEEPH (103 2—) 22 LT E30,

o [2—H—H7= Y [FEIFF7 74 > (Simultaneous Logins Per User) | : = —#—|ZFFA[ 9" 2% [AIEF
n7A L DRRKBREBELET, 7740 MAIX3 T, &/MEIZ0 T, 2071
VIR == T 7R B LET, EROREERATF T LG E, &
X2 T 4 OERRMENREEL, N7+ —~ U ATEET LR H Y £,

o [ RKBEGREM (Maximum Connection Time) 1/[7 7 — hEIRE (Alert Interval) ] : i K—
PPl (0 HAD) 5 Hﬂ?bi@“o ZZCHRELZFBARET D L, VAT AT
sl LET, R/MEIXZ 140 TY, [77— MEFE (Alert Interval) | Tl s REERIEF
Mz L Ca—H—Iiz A VJZ**V%E%T‘T%) FCORFMBEEZfEELET,

[7A RV ZALT Y L (Idle Timeout) [/[7 7 — hEIFE (Alert Interval) ]: Z D= —H—
DTA RNVEZALT T NI/ (5 %ﬂ)%?ﬁbifoZ@%%\i%fﬁﬁﬁﬁﬁ77
TAETANRDPoTGE, VAT AIERAFLELET, R/AMEIX1S T, T 74
ME 305 TT, [T 7“*]\F'EJB|73 (Alert Interval) ] Cik, 7 A ]\/I/HEFF'EJ ELTa—¥—|
Ay —VEFRTDETCOREMBEZMBELET,

BErEY D

TN—T R —F 7=y hOFZE (132 2—)

Firewall Threat Defense IPsec 7’ 01— )L

IPsec 7R —V (F72E T A7 —bty b)) IIVPN hARE UERET D & & ITHEH
INFET, BT, ISAKMP E D IPsectFX =2V T 4 7Y vm—rarDxradyro— MZ,

7oz g8 |
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B keviipsec Tok—yL AT roBE

WEDT—4% 7u—%kiET HREOT R —FLOMBRICFEELET, FrR—¥ L M
o7 TR THLULENRDHY 7,

IKE /N—¥ 3 (IKEvl 7213 IKEv2) (ZHS0 T, BEOD IPsec 7 RrA—H /L A7V =7 b
BdHYEF,

«IKEvl IPsec 7R AR—H/L (£ T 275 —b vy b)) A7V =7 FEIERT D85
A, IPsec NEMET HE— REBINL, LERREE LY A T7ELORREY A 72 EERELE
T, THATY ANIFHE—OF T v a U EBRTE E3, VPN THEOMAG DR A
A= M 5120F, B D IKEv] IPsec 7 R—Y ) +7 V=7 F&2/ERLET,

« IKEv2 IPsec 7' 0 R—H ) 47 V=7 M EAERT DEEZ. VPN TH AT 5T X TOR 1L
TNIAYZLE Ny 2T NI ALEBIRTEET, IKERXIT T —v g U2, V
TIiE, ZFNENTYHR— M ENDHxEe A7 v a 23R LET,

BTt Xx=2 VT 4 a hajb (ESP) 1. IKEvl & IKEv2 O 57D IPsec 7 1 iR—H )L
WA S ET, ZAUTEREE. Babk. BEXOT v F U LA — 2284 £9, ESP
1. IP 7 a2 b XA 750 TF,

\)

GE)  IPsec bR/ THEBAL LRBRAEDT L 2T 5 Z & 2R L £,

IKEvi IPsec 7AKR—FI)IL AT 9 FOERTE
Fig

ATV [#T2xH b+ (Objects) ] >[ATP x4y HEE (Object Management) ] #8R L, HIKT
[VPN] > [IPsec IKevl ZR7R—4 )L (IPsec IKevl Proposal) | #3&R L £,

AMCERE LR —Y T, VAT AL TCEESINAT 74/ MY A RENTWVE
T, TIZEALNVUCE > TR, 7aR—W L2 [fREE Edi) ] (£) . Fr (View) | (©) |
EIL M (Delete) ] (W) T,

AT w72 [IPsec IKEVl FOR—H)LMDiEH (Add IPsec IKEV1 Proposal) | Z8ER L C, LW 7 mAR—
PaE L ET,

ATY T3 Zo7aR—YLo [4E] Name) ]2 AT LET,

RY = FT V27 bOARTL, &R 128 LFEMEHTE £,
ATy T4 Zo7arR—¥ Lo @ (Description) ] % AL ET,

RY = FT7 V=7 bOBMH, HK 1024 LFEMHTEET,

AT w9 7F5 [ESPH;E{t (ESP Encryption) | FiEZEIRLE9, o7 aR—Fron7eifbtxal
T4 7m han (BSP) WiE{b7 3 XA,

B Ao/ g8



| #7o=z4 rem

ATvT6

ATy 17

IKEv2IPsec FOR—4L #7015 roBE ]

IKEvl TiX, WIhhro4 7y a v 2% IRLET, IPsec 7 rA—V /L THERHT R b X
Uy va 7Aa) ZLERETHHE. VPNHADOT AL AL > THR—FENTWET
WY XAETFEFIRTEET, A7 a O LWVEPIC WL, AT 57 =
UALDREEZRLTITEEN,

[ESP /~» v = (ESPHash) |OA 7 v a v aRINLET,
F T a P OFELWEIZOWTIE, T2y v a 7T XADOREESR LTS
v,

[Save] 7 U v 7 L¥T,
HLWTaR—PLnY 2 MoBEmMEnET,

IKEv2IPsec 7AKR—FI)IL AT 9 FDERTE

FIE

&

ATy T2

ATvT3

ATy T4

ATy TH

[AF2 x4 bk (Objects) 1 >[# TPy FEHE (Object Management) | 23R L, HIKT
[VPN] > [IKEV2 IPsec A AR—4 )L (IKEv2 IPsec Proposal) ] Z&R L £7,

BICHRE LT e R =YL, VAT LIL>TERENDIT 74/ MIUV A RERTWE
T, TI7BA LU LTk, ueR—VP L% [fRE (Bdit) ] CHOIN [Fr (View) | (©) |
E7-03 MR (Delete) ] (W) TXFT,

[IKEV2 IPsec 7R R—4)LZBM (Add IKEV2 IPsec Proposal) ] Z3&R L., HH LW 7 oR—
NWEAERRLET,

ZOTuR—=HLo [&F] (Name) ]2 A LET,
RV = AT V=7 bOLART, K128 LT EHHATE T,

ZO7uR—F o [ (Description) 1 AT LET,

R = FT7 V=7 FOFHH, &K 1024 XFEHEATEET,

[ESP/Nwy 2 a (ESPHash) | HIEZBIRL T, Ny v a EIFBEEGET LAY X5 &R 7
aAR—HUIER L ET,

GE)
Firewall Threat Defense (%, NULL B E5{b &9 25 IPSec b R %EH R —F L TWERA,
IPSec IKEv2 7' 12 iR —H LI 1L NULL BB L2 TBIR L2 W TL 72 &0,

IKEv2 TlE, [ESP/Nv i = (ESPHash) | &2 HR— 42547 ard_RTEBRLES,

Ty a v OFF LV OW TR, BTSNy a2 I XAOREESZR LTS
A%

#7vzyrer ]
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TT 44X OEEZRL TSN,
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RLUET,
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s [Feedback Profile] : W A H ~v— T AR T AT 4 — RNy 7 Fua7yA/LziBil
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BT o EREZIETEET,
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DT 7ANEA T HBEIRT HMERDHY 7,
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[Secure Firewall 78 A F % /X /77—’ (Package) ] : Secure Firewall IR A F ¥ /3w o —
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R AT 2THHER, BLXOT 7 AT U= Y7 by =7 ICET 2 EREZNES
DO, XAFT Iy T EARY — (DAP) ZAELT 5 & SRS NET,
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R r =TT 7 A NDF LA —T g URFIHAREIC o7z & & iT, RNy r—Y
Ty ANEBEINTEET,

EHIIZOWTIE, [UE— T ZEBA VPN D AAA RE] 2R LTI,
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[ >3 —7 4R (Interfaces) ]>[4 32— 7 =4 XDEN/HR
& (Add/Edit Interfaces) ]> [IPv6] > [DHCP]
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Management) ]>[DHCP IPv6 7—/JL (DHCP IPv6 Pool) ]
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Management) 1>[BFDT > 7L — k (BFD Template) ]
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