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V—ERATED XDV E L, ARARETLET, £FIFTANTEDHY TH A,

T 7 A/ N T, IPv4 72 IPv6 2 L TEE DA ¥ —7 = A AIZICMP /X7 v k& ik
FCEET, 2L, ROBARH D £97,
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* Firewall Threat Defense (. 72— K& ¥ A~ 7 KL A% CO ICMP = 2 —FRIZIGE L F
A,

* Firewall Threat Defenseld. N7 7 4 v IV REHEETDHA L F—T A AFETDICMP ~Z
T4 IIZDHIEELET, ICMP h T 7 4 v 7%, A U F—7 = A AfEH THNI-A >
H—T A AZEETEERA,

FNA A B BENSRHET L7210, ICMP L— A ZFHLT, A% —7 = A ZA~D ICMP
T I RAZHEDRA N, Fv T =27 F£RIZICMP ¥ A FIZRETE £9, ICMP L—/L
WZIXT 7B A =)V EERRICIEFE A3 8 0 | 237y MCRANC—E LTZV—v DT 7 2 a U h3iE
HEnxd,

A Z =T 2 A AWK L Tany ICMP L —/VARET D &, ICMP L—/L D U A kORI
RO deny ICMP /L — /L3 BINIE AL, 7 7 4/ NOBMENER INE T, T, —HDO A >
Y= A TEFEEETHHAIE. BODOA =Y XA T EFATDH I HIZICMP L—
DY A N OEREIT permit any /L—/LEEZ O DBMLERH D F9,

ICMPEIFEARRERA v —V ¥ AT (XA T73) OHERZFINGTEZ L 2H#5EL£4, ICMP
BERREA v —VZ2ELTH L ICMP/XAMIUT 4 ZA AU 3T 4 & —T7 T30 | IPsec
BEWRPPTP b7 7 4 v 7 MEILTHZERHY 7, £7-. IPv6 D ICMP 7~ v M, IPv6
DA N—PFE T A HEHSNET,

48 HHIIZ

N VCRBERAT V=7 MR TIEFEL TWA Z L EMR LET, (AT H b
(Objects) |>[# T4 FEE (Object Management) | ZRINL T, A7V =2 FERE
LET, TEOFRANELEFIRY NV—V ZERTIRY NV—IF TV NERIZTV—

7. HDIWIHIETHICMP A v —U X A T EERTDHR— AT V=7 NBMETT,

[T/31 X (Devices) 1>[FT T v b T+ —LERFE (Platform Settings) ] #8&R L, Firewall Threat

Defense 8 U o —ZAERE 72 IdfmE L £,

[ICMP] %R L £,

ICMP L — V&R E L ET,

a) [BIN (Add) 1227V v 27 LTHLWL—AEZBINT 50 [fif (Bdit) 1427V v 27 LT

BN — LA fRELE T,

b) RON—/L T anRT 4 EZRELET,
«[7 27 ar (Action) |1: —ETDH T 74 v 7 A EIFES (Fey ) 250
EIMERELET,
* [ICMP #—E2 (ICMP Service) |: ICMP * vt — XA T &l 2R — K~ 47
Tl k,

[y FT—2 (Network) |: 77 B AZHIE L TWDHHRA MEITR Y NT—7 %i
BTH%y NT—0 3T NEFIZIV—T,
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c[EF¥2T4YV—2 (SecurityZones) [fRi#EL TWEHA X —T = A A FLHY —
ZBEBMLET, Y—rlhnwsf v ¥ —T7 A4 AT, BIRLEEF2IVTFY—2
(Selected SecurityZones) | U A D FDT7 4 — )V RIZA X —T = A A& AL,
GEN (Add) 127V v 7 LET, BIRENTWDA U F—T oA AEITY — M
THRARZEENTND EEIZDH, ZHHDN—/VINT A AZHEH S NET,

) [OK]%#7 Vw7 LET,
ATy T4 (A7 ar) , ICMPv4 BEARREA v —T% L— MR L £ 77,

«[L— FHIFR (Rate Limit) ]: BHERGEA vE—Y DL — MilfRZ., 1 H720 1 ~ 100 D
HPHCRRE L E T, 772‘11/}\ V1B L A yE—UTT,

e [/N—A K AKX (BurstSize) ]: /S—A b L— R & 1~ 10 OFPATHELET, T
DINEITEE SNETH, ENLEDOISEIL. b— MHIRICET 52 E TEEINETA,

ATv7T5 [Save (R#TE) 127 Vv LET,

T, BB (Deploy) 1> [ER (Deployment) 1227 VU w7 L, BV Y TT A RZHRY
V—EBEHTELLICRVE L, BEEAREBMTLIET, EHITEDTIEH FHA,

Shell D TE{E

A B —T 2 A R E DT —H A X —7 = A AT Firewall Management Center 7 27 & A %
B LI EE, ZOFIECHE>TEDA v Z—T7 =4 AT SSH ZHNCT L2LERH Y
¥9, Z Z Tl, Firewall Threat Defense T 1 DA L DT —H A X —7 = A A 2% LT SSH
BE A AT DB OWTHBA L E T, SSHIZRWRRELA v ¥ —7 = A AITx L TH AR —
FEHER A,

Firewall Threat Defense |&, OpenSSH (Z3£-5< CiscoSSH A ¥ v 7 ZffiHH L £7°, CiscoSSH I%,
FIPSOIASF L, Y RAaB I OA—T Y —Ra I 2 =7 b OEF 4 &L e i) 22 B 4 3
AR—HFLET,

N

GE)  SSHIIEHA X —T 24 A LTT 740 N TENZR>TWETR, Z OB mITEHFE SSH
T RERITHELEEA,

BEA B —T oA A X, T ADMDA X — 7:!:/ka WX BE S LTV E 9, Firewall
Management CenterlZ7 /S ZA &R E L, BT D7D INET, 7—F A4 —T =
A ADSSH L, EHA X —7 x4 AD SSH ENFEB LTSN —% U R h &AL ET,
Z OO E BN GRE S NE T, 3: B AL H—T A ATIE, ZOHEHEZHEH L TSSH
LT EZX VAN ERENC Liﬁ“ — X A A — 7I4’20>SSH NI T 4w 7X@ E D
N—T 4V TREEEH L, Eﬁ_§ﬁéﬂt2?74/7w%ﬁ%cuf RE S LI A
BT 4 w7 — MNIfEH Li’@/\/o
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BHA L Z—T 2 A ADE, SSHT 778 A Y A N &EMEAT 5121 Cisco Secure Firewall Threat
Defense =2~ KU 77 L > A @ configure ssh-access-list =~ > REHR LTI, AKX
T4 w7 — MEEET HIZIE, configure network static-routes =<2 REHM L T 7EE
W, T 74V N T, WIHIERERFCEE A LV H—T A AMDT T AV R b— FERELE
D

SSH #= {7 51T i BRARIPT RLAZHAITAT 7R L—VIFEHY FHA, 2D
v 27 g OFEICEST, SSHT 7 ERAEZBETAILERH BT T,

SSHIX, BFER[RE/RA v X —T = A AZDOIMEHTEXET, SSHEA MNIEA X —T = A
ANZHDEE. A v H—T 2 A ASDEEE RO Z G TE 7,

SSH X, DI FH LV —#z AR — L TWET,
o 551l : aes128-cbc. aes192-cbc, aes256-cbc, aesl28-ctr. aesl92-ctr. aes256-ctr

o 524 : hmac-sha2-256

o X —7H4 : dh-groupl4-sha256

\}

« SSH N —4—(%, configureuser add =~ > RZ{#f L C CLI TOARETE £,
BT ESWCLI TONE 2 —HF—DiBM, 7 7 +/b hTiX, PIERERIZ /SR
U — R&EHE LIZAdminz—% =23 FE LT, MMPitiRmmmL@%%J—#—
X, 77 v b7 4 —LFIE T [FMIREFE (External Authentication) | & ET 5 Z &2 L -
THRETEET, AEEIE (10 2—Y) 2L T EE,

e TNA AD SSH #f A [T R A FEFRIIR Yy "NV —V ZEHZTIHIRY hU—7 &
7917%ﬁ%%?¢0ijlﬁf%fﬂy—y¥®*%kbfﬁmfgi¢ﬁ\ET

RUVADIN—TFEEETHT- DA T 7 N I NA—TF 2 FERT 585813, v—1LTh

BRI NN—T NS TICHFETDHZ L aR L ET, [AT¥ Y kb (Objects) |>[ATPx
2 FEHE (Object Management) | #iEIR L T, A7 V=2 FERELET,

N

GE) VAT AR T Dany xy VU AT V=0 MIERATE
A, KV IZ, any-ipvd £7-1% any-ipv6 ZfEH L £9°,

B 75yt o+—L

GE)  SSHZMA L= CLL~mr 7o iRIT28 3 [AdH: L TR 2D &, /354 A SSH #5513 #%&
TLET,
1R HEIIC
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ATvT2
ATvT3

ATvT4

smrp 4—— [

[T/314 R (Devices) |>[F T b7+ —LEE (Platform Settings) ] Z34R L, Firewall Threat
Defense AN U & —ZAERE 72 I3mRE L £ 77

[EFa7> )L (SecureShel) | #IRLET,
SSH #i % Fv]TAHA v X —T =24 AL P T RLAZEELET,

ZOREMM LT, SSHEREZ T AND A =T = A, BLOLTI L O AT S
57 7AT7 Y OIPT FLAZFIRLET, HexDIPT FLRFR, Fy hY—=7 T FL
A TEET,

a) [BEM (Add) 1227 VU v 27 LTHLWL—LZBINT 50, [fiE (Bdit) 227V 27 LT
BEfFON— IV EfRE L E7,
b) N—ADTENRT 4 EERELET,

* [IP Address] : SSHEtZ#7F Al T DR A MEIZFR Y NV—V E2/ET DRy hT—7
FTV ) NERIFIN—T, TV =27 e Ray T X7 A=ma—0n6EIRT 5
N FEFEMHEZV I LTHLORY NU—I 47 V=7 MEBIMLET,

c[EFXa1F4Y—> (SecurityZones) | : SSHEHi & T H A v X —T = A A%E
te)—r&BMLEST, V=l v H—T =4 ATIE, [ERLIzEF2) T4
Y —> (Selected Security Zones) | UA MDD T 4 — )V RIZA VX —T = A A4 %
AL, BN (Add) 1227V v 7 LET, BRSNLTNDA U F—T = A AET2IE
VU MT AL RZEENTND EXZDH, THDN— VR T A R S
e

) [OK1Z27VvZr LET,

[Save RTF) 1227 U7 LET,

T, [ERE (Deploy) |>[BERE (Deployment) 1 %227 U v L, El0 ETiT /A AZKY
V—HEMTEXALOICRVEL, EREZREBMTHIET, BERIFAITIELY EHA,

SMTP H—/\—

Syslog iXRECHEFA—/V 77— haRETDHEIE. SMTP 4 —"Z4ET LMNERH Y £
. Syslog THRETDHXETLEFA—/NLT FLAEL, SMIPH—"OFRRT IV FThD
WENRH Y £T,

1R BHHIIZ

TIA2IVBIOREIFY SMTP —_"—DKRA N T RLVAEZEETHXY NT—27 F7
Vxl "IFHETHIEEHRLET, [TV b (Objects) [>[A# TV 9 FEE (Object
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Management) & @R L TAT7 V=7 MEERLET, £72iE. RN I —DfRERFICAT T V=
7 hEERTH L TEET,

ATy T [TINA R (Devices) 1>[TF v h 7+ —LEKE (Platform Settings) ] 3R L. Firewall Threat

Defense AN U > —ZERCE 2 I3MmE L £ 7,

AT w72 [SMTP #—,% (SMTP Server) 1 %7 U v 27 LET,
ATY T3 [FTT7A4~Y = "—=DIP T KL A (Primary Server IP Address) ]. B8LUNA 7 2T, [k

B H Y = —=DIPT KL A (Secondary Server IP Address) ] 24 ET L1y NU—2 47
YVl FNEERLET,

ATv 74 [Save RTF) 127 V7 LET,

SNMP

T, [ER (Deploy) 1> [ER (Deployment) 1227 U v/ L, BV Y TT A RZHRY
V—HBEHTE LRV ELE, BEARERBETAHIET, BHEFAEDTIIH Y FHA,

iy hU—27 &7 e ha) (SNMP) |, PCEILZV—7 AT —T 3 o TCIEITSLTW
HAy ND—UEBAT—2 a0 BN, AL vF N—F, X2 VT AT T IAT L ARED
SESERFATDOTNRA ZADNVAL AT —F AT =X —F 512 DOREHRER 2 k%2 5%
LE7, [SNMP] X—T%FH LT, SNMP EHLRAT —L a3 Lo TE=F—ENDH LI
T7AT T =V TNA AEHRETEET,

fiig x>y NU—27 &7 a hab (SNMP) 13, EHEET LG NODORy NT—7 T34
ADE=R Y T AR —T NI LET, CiscotFa T 4 T 7747 ATiE., SNMP/3—
Tarl, 2c, BIOB3EFEH LRy hNU—7 £=F U 722 T, b7 v 7B ILUSNMP
WA T 7B ANFR—FSNET, SNMP EZALT 7 R TFR—FShEE A,

SNMPv3 (%, FAEY Hfo—%—L DES (F1:) . 3DES. AES256. AES192, BL O
AES128 IZ X W Bk AR — ML ET,

\}

CX)  DESATvaridBElb&iEk Uiz, RAIC, DES B S{LZ MY 5 SNMP v3 22— ¥ =73 E %
NTWT, Z2Oa2—HF =365 KVAION—Ya VEEMR L TERShZHE, ThbDa—
W—% 6.6 LLAII & 479 5 Firewall Threat Defense Th| & Tc& £4, 7=7-L. ZhbHd
a—F—ZfRE L72% b DES i kA HiFf L7V | DES K5k a T o8 Lna2—H—%
ER L7203 % Z L 13 T&E £H A, Firewall Management Center T/3N—3 =1 > 7.0 LA 2 1T L
T\ 5 Firewall Threat Defense & L T\ 554, DES K E(LE2MHT57 7 v b 74— A

WEMRY > —%2FN 5O Firewall Threat Defense (BT 5 & £ L9,
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GE)  SNMPHERRIZ, V—T v RA U Z =T oA ALBWIA L F—T oA ADHEYHR—FLET,

N

GE)  AME SNMP $— _—T7 7 — b &{EkT D 12id, [R1) o— (Policies) |>[7o ¥ av
(Action) 1>[7Z5—hk (Alerts) 1177 ®ALET,

FIE

RAT9 T [TIA R (Devices) |>[FTF v b T+ —LERTE (Platform Settings) ] Z %R L, Firewall Threat
Defense N U o —ZAERE 72 ITfmE L £,

AT w72 [SNMP] &R L £,

ATV T3 SNMP ZHhC L, EARF T v a v ERELET,
« [SNMP H—/_"—%HF%hZ3 5 (Enable SNMP Servers) ] : i% € S 4172 SNMP 75 A k2 SNMP
BHREIRMT DNE I DEIEELET, ZOF 7Y a v OBREMRERT 5 L. REKHRE
RFEFLIZEE, SNMPE=X Y U 7 % T =TI TEET,
c[ZI=2=FT 14 ANV 7 DOFER (Read Community String) ], [f## (Confirm) ] : SNMP
BHLA T — 3 3 /) Firewall Threat Defense 7 /34 A |ZE R 2 EFT DBRICEH T 532
J—RZAHLET, SNMPa X 2=F 4 A U 2%, SNMPEHLAT — g L& HE
RBEOFX Y T —2 ) — REIOEXEWMEX—TT, BEX=2UT 4 T34 AT, 2O
AT — REMEH LT, &G SNMPERBZFE RN E I D E i LET, /SAT— RIZRLF
INCFERERN SN D, K 32 LFEOREBFOLFHTT, A= ERRRCFIIMER T
XEHA,
s [VAT LEHLE 4 (System Administrator Name) | : 7 /3A A IRE F 72 13F O 235
DALRTEATI LET, TOFINIRILF L /NCFERRB S, K 127 XFTT, A
N=2AZHEHTEETH, EHOAR—ZEZATILTH | DOAR—R|T D E£7,
« [$5FT (Location) |1: ZDEF =T 4 T3 ZADFFTAE A LET (Building 42, Sector
5472 8) o ZOXFINIRILFE/PCFERERI S, K127 0FTT, AX—RZfHEH
TEETR, BHEHOANR=ZZ AL TH 1 DDOANR—=R|I2 D 7,
e [R—F (Port) ]: BHEFFRVPZITANGIND UDP R— bE AN LET, 774/ M
161 T9,

ATv T4 (SNMPv3 D7) SNMPv3 —H—mE (32 2—)
AFwFE SNMP AR A FOEM (352—Y) ,
RAT9T6 SNMP b7 v 7 ORRE (373—) .

ATv 71 [Save (RTF) 1227 Vv s LET,
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ZN T, [ER (Deploy) ]>[FEBl (Deployment) 1 %27 U w7 L, #YTi=T /A A ZHRY
VR TEX IRV E L, BEEREMTLIET, BHEITHEHTIEH THA,

SNMP [ZD(LVT

SNMP o g

%= 1: SNMP 0> FAEE

SNMP L, Ry T —27 TN A A COERERDO LM ERGIZTHT7 7 ) r—va Vg7

=T, TCPAP 71 /LA A — FDO—E T, Firewall Threat Defense £, SNMP 73— =
Y1, 2e, BROZEEH LRy U —7ERICKT H AR — MERHEL, 3 2013—T 3
v DRI Z YR — F LE£9, Firewall ThreatDefense DA > % —7 = A A _ETEI{ET 5 SNMP
T—Vxr hEMHAT S E, HP OpenView 72 EDF > U — 7 FH T 27 A (NMS) %1
LTxy NU—27F N REBEER T £9, Firewall Threat Defense | GET ZE:R DI T% 38 U
TSNMP#E A 7 78 A& ¥R — h LEd, SNMPEZIALT 7 & X IFFFT ST
W7z, SNMP 2 L TAER T 5 Z L3 TE £ A, S 5T, SNMPSET ZR|IHAR— S
NTHERA,

NMS (%v NU—ZEHY AT L) [ZHEDA R b (X2 MER) 2XET 57201, B
BXRT NA ANGERRAT —2 3 VADERIIDA 2=V ThHD N T v TE2EETHED
|Z Firewall Threat Defense 2% E L720 . NMS 2 L Tt =V T 4 T35 A L CTEFIFR
~N—2Z (MIB) ZHFBECT&ET, MIBIZEZRDEA THY . Firewall Threat Defensel T4 EFEIT
RIGETHEDOT = R—=2AZEFHFELTCNET, MIBZT 77 RX95Z &%, NMS 75 MIB Y
Y —®—# ¢ GET-NEXT % 721X GET-BULK ZRZRAT L CTEAZRET HZ L2 EW L £ T,

SNMPT—V = NI, BHELELT LI ENFINCERINTWNDIANRU b (T2 & 20,
Xy NT—=TNOU 7 BPERREE 121X X U L RRBIC2 D) SRET D & BELIZEHA
TvalEMmLET, ZOZ—Yxr MREETLEAICIL, BEAT—T g LI LT
HEZ#T 5 SNMPOID G ENTWET, =—V o ME, BHAT—Va U MEREZE
RLUEGEIZHRELET,

RDFEIZ, SNMP THHZEIZFEH SN HGEEZ R LET,

P

==Yz b

Secure Firewall Threat Defense THEI 35 SNMP %—/3—_, SNMP = — = o M., IROMEREZ5#H L

Xy FU—=IEHRT = a UL DIEROERB I OT 7 v a NNUSET D,

o BPEHRAN—Z (SNMP v X — V¥ NERELIFLEFRTEL4 T V=7 FOES) ~DOT 7k
A ZHlET 5,

* SET #{EZFF Al L7220,
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TS

TNAAXAEDSNMP = —V = v DO MERERER -V 7 TH5ZLICL-T, Xy NU—JF
BAT = avPbT NAADNNVAER=L =T 5L, ZOT 7T 48T 4IZiF, Fy hTU—
JEPAT — a b MIB Y U —®—# 0 GET-NEXT %721% GET-BULK ZXkA#%1T L C, fE%
WETDHIENEENDIHAERH Y 7,

EHE RN — A
(MIB)

SRy b R Ny T 7 T A== T A IE R AN T A IO ORERE L ST —
H g, MIBIX, KO OFy hU—7 FARAL ATHEASNSHE, 7o hbal, BLUON—FU =
THHECL > TERESNET, SNMP Ry hU—2ZEHAT— g 03, MIBZ7 77 XL, FiE
DT —H FT0IA X FORBERCII NS ZERTEET,

Fy hT—0
27—
(NMS)

SNMP £ XY hDE=F —RF A ZAOEBRHICEEIN TS, PCEHRIZV— AT — 3 0,

AR/
ID (OID)

NMS (2% L TT A Z &R L, E=F —BLOERINDEROVWE 2 —F—TR"T VAT A,

Trap

SNMP =— =2 b2 NMS ~D A v —T & ER T 5, FRIEEFADA X b, A BZ
. Ve o7y Vs HxT . a—)b RAZ—K Uxr—LAZ— K GBAE, syslog A vE—
EDT T —NRENEENET,

coldStart : coldStart kZ » 7%, SNMP D% EHIC SNMP =— Y = > MREBI L7z & XITRELE
T, ZOMT v TIE, VAT LAOEREBBICT— 2 POREEI LS E LA LET,

GE)

JIGAK ) —REHA ) —ROLE, Va— &k, A F—T=xA A0 7 — NN 55 (7Y
Ty hLEWE) 2825E. FIv 7 i 3 ReyrangEd, 77 AXZBLOHA / — RABIEFIC
HE#THIE, MOTRTO NI v 7PHEEEBVICEEINET,

snmp-server enabletrapssnmp coldstart =~ > NiZ, 6D b7 v 7T OEEEZA F—T LB LW
TAE—=T T DI S ET,

MBE&LU LY T

MIB I%, BEEE T #—7 T 4 X[EATT, EHEMIB A % —x > MR AZ
B4 (IETF) 12X > TERR &, & F & & 72 Request for Comment (RFC) (2R & CuvE
T, Ty NE. R*y M= TNRA ATRETIHIEERA XN (DA, =7 —%F 7
EEE) 2 LET, SNMP M7 > 7, LI —T T A X[EAD MIB DU
N TERSNET, EH¥ERNT » FIXIETFIC L o TER S, SFIEARRFCIZEH INT
WFEJ, SNMP F T w7 1d, ASA Y 7 b7 =723 /84 v EINTWET,

MBI LT, IROBGATIS RFC, HEHEMIB, BIOEELNT v 72X yon—RT52 ¢
HLTExET,

http://www.ietf.org/
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SNMP 47 V=7 NPy —2E2HL, ROBEHFND CiscoMIB, 7 v 7, BLOOID %

MR LTS ESNY,

https://snmp.cloudapps.cisco.com/Support/SNMP/do/BrowseOID.do?local=en
F 72, Cisco OID ZRDOLFTNG FTP TH¥ 7 u— KL TLEI0Y,

ftp://ftp.cisco.com/pub/mibs/oid/oid.tar.gz

MB THR—bENET—TILELIUVAF TP b

UIFC, fiESN/TZMIB THR—FSNDT =TI NEBRLOA T V=2 bR LET,

JE—FF7HIEXVPNDER—1) 24

% 2: CISCO-REMOTE-ACCESS-MONITOR-MIB

hovi

b

A

TIOT ATy gy
(Active Sessions)

crasNumSessions

(1.3.6.1.4.1.9.9.392.1.3.1)

BT 7T 40Tty
~a D,

Z—H—

crasNumUsers

(1.3.6.1.4.1.9.9.392.1.3.3)

TITF 4Ty
VEEO—YF—om
.

v— 2+t v g% |crasNumPeakSessions AT ANEE) L Th

(Peak Sessions) (13.6.1.4.1.9.9.392.1.3.41) HOE—/ RAE
Va0,

Y4 FEVPN ko RILDR—Y 2T

% 3:CISCO-REMOTE-ACCESS-MONITOR-MIB

hooa oID Hl:L

LAN Bty g crasL2LNumSessions BAET 77 4 772 LAN

(LAN to LAN (1.3.6.1.4.1.9.9.392.1.3.29) LSS Rds &

Sessions)

" —2Z LAN [t v
>3 Y (Peak LAN to
LAN Sessions)

crasL.2L.PeakConcurrentSessions

(1.3.6.1.4.1.9.9.392.1.3.31)

VAT LAHBEEEI L TH
5O — 7 [FIEF LAN
Mty a0l
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mB tHt—bxnzr—InssvrIvzs b I

hovB oD BTLL]
Active Connections cfwConnectionActive T 7 AT 7+ —LEIR
(1.3.6.1.4.1.9.9.147.1.2.2.2.1.3.40.6) CREERSNTNS
DI,
Peak Connections cfwConnectionPeak AT ADEEI LT
(13.6.1.4.1.9.9.147.1.2.2.2.13.40.7) 50, —RICHEHsn
T R D i KR

1 BTz v OHHgi%

(Connections Per

cfwConnectionPerSecond

(1.3.6.1.4.1.9.9.147.1.2.2.3)

T7AT I —ILTD
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LD, TZ7AT T F—
LTO1IRHTZ0 DO

PN T
NAT Z#DR—1) > 5
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T T 4 T cneAddrTranslationNumActive NAT F /31 A CHI{EfE

(Active Translations)
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v — 2 7 75 4 7% #4 | cneAddrTranslationNumPeak AT ADEE L TH
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. A2 T4y 7T R
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HAFTI I T RLA
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MNOAERR ST T
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N—F AT F—TIL T RYDR—Y Y
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FiEA
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ZDFTT =l M,
BEDA B —T A
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Ly J ART—H A%
RLUET,

Bt EnT 27 Ly
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L— bk (2300 F0MH
DIFEIHE)
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oD
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BGP VT 7T v
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MR ENE GBI
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ffl 2 > CPU 22 7{iH | cpmCPUTotallminRev D RHH /T A — & L | % 1 /5RO~ >
i 13.6.1.4.1.9.9.109.1.1.1.1.7.2 ~ %Uj?ﬁmf©ﬁ°
13.6.1.4.1.9.9.109.1.1.1.1.7.(n+1) n) 327 ORER
LFET,
i
« 361419910911L1762)
-V AT N

CPUMEHZER (Z D
Eix, 7=
T FRARE—F
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3614.199.109.1.1.1.1.
71 DY AT A
CPUBE=R L [FI L
T7) .

361419910L1.1.17@3)
- Snort *F-¥) CPU
EA=R (T
snort A o~ AKX
A2 DA FHE)

3614199101111 76+
-VAT LT ak
AN %
( TSysproc] =7
D)

GE)

CPU =% 1Y 7 (hrProcessorTable 33 L 0" hrNetworkTable) (ZEH#9" 25 SNMP OID
1.3.6.1.2.1.2533 5LV 1.3.6.1.2.1.25.3.4 IL. ASA FirePOWER TITHIFE S TWET, T34
AD CPU EFHEOFEMIERIL, T A ATRX—V ¥ ENLTOAHR, BRBIO®E=FY 7
TEET,

SNMPv3 1. —H —®3ENN
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GE)

SNMPV3 CTOHZ—HF—ZAERTX E9, LLFOFNEIL, SNMPvI F 72 1% SNMPv2c |2 H
SNEF A,
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SNMPV3 [TFt B 2 —F—DhZ PR — 52 LITEELTIEINY,

SNMP t—H% —|Z1%, a2—V —4F I RNATU— R, B b/ AU — FB X UM 2G5 T
LAY ZNERERET AT ZABREESNTWET,

\}

GE)  7I7AX V7 EEm A A TSNMPY3 2T 2854, &0 7 A X BRBZICHE L
FAF =y NEBIT A0, @At =y NERET S L SNMPY3 o — W — (3 L
=y MERINEY A, 2=V EHIBRLTHEML, REZHREALC, =2—FZHLn=
=y MIBEHIFIZL 7Y r— T2 0ERH Y F7,

RET7ILTYRLOF T ay

FRRET VT RADAT v a A MDS (BEIE, 6.5 K WARTODA) . SHA, SHA224, SHA256.
B L UVSHA384 T,

\}

GE) MDSATvarvidBElbsivE L, BRRIC, 6.5 LVRTION—Ta U aHH L TER S
MDSFEFET VY AL ZHHT 5 SNMPv3 22— —RNEENTNDEHE, 6.7TLRIONN—T 3
VEFATTHFID TENDL O —F—%F| &k fHTEES, Z7EL, Zhboa—HF—
ZRE L CMDS BFET7 VY R LERFFLIZ0, MDS GRFE7 V3 U X AZEH L TH LW
=P —ZER L= THZ LI TEEEA, BBV X —T =V a3 70 UBEEIFTLT
b‘%.’) Threat Defense Z EH L CWA5A. MDSERFET VI ) A AEZHERAT A7 v b7 +—4

WEMRY 2 —%F 5 D Threat Defense |[ZERHT 2 & AL L £,

Wb 7T 2 R ADAT T 3 IEIDES (BELk, 6.5 XV REiDA) | 3DES, AES256, AES192,
B L UVAES128 T,

)

(GE) DESAHTva idBElshELE, 65 LVATON—T 3 U &2fFEH L TER S IL7- DES K51k
ZEAT % SNMP v3 2 —HF =2 EBICE TN TV A AT, 6.7LHION—Va U EETT 5
Threat Defense TENH DO —HF —%2 5| XA TcEEd, 277 L. ZhHD2—F—%iF
£ L7-% S DES K b ZHMERF L72 0 . DES BBk AT o L —F—%2AEk L7203
B EWFTEERA, B X —T/N—T 3 7.0 LLBEA (T L TV 5 Threat Defense & %
HLTWAEE, DESKHE(LEHHTH7 7 v h 7+ —ARER Y > —%Z4 5 O Threat
Defense (2B 35 & RIRL £9°,

FIRr

ATYT1  [TNAR (Devices) |>[FF v b T7+—LEEE (Platform Settings) ] #i#R L, Firewall Threat
Defense N U & —ZER £ 72 I3fRE L £,

ATy 72 [SNMP]>[2—H— (Usars) 1227 U v 7 LT,
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LET,
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AT —=RDHA T 2B LT,
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MD5 A7 a VBRI SE Lz, BHIZ, 65 KVRION—Y g 2 L TRk ST
MDSFFET VT Y XL EEHT 5 SNMPV3 22— —RNEENTWDHEA, 6.7LRTID/N— 3
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(W5 5k XA T — K (Encryption Password) ] 7 o —/L RICHE S b TR+ 232U — & AT
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TV NERELET, >

Y
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JOPHA Y TRy N T RUVAREENET,

FIE
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ATYF5  [SNMP /38— =Y (SNMP Version) | K w7 X 72 U A Kb, d#bl7e SNMP /R—Y g &
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ATy 76 (SNMPv3 D) [—W—4 (UserName) | R v 7 # o U A R Hi%E L7- SNMP 22—
P—Da—PF—F 2 RINLET,
GE)
SNMP R A » Z L1223 ANFETO SNMP 2 — W —%BHfHT 52 EmMTcExEd,

ATvT1 (SNMPv1, 2¢ ®#) [Read 2 =2 =7 4 A VU 7 (Read Community String) ] 7 4 —/L K
K\7A4X@Lﬁﬁ07&ﬁxmt I TICRELTHDLAI2=T 4 ANV T E2ATN
LET, MERBOTEDICZDOXTINEHAILET,

GE)
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9% (Enable SNMP Server) | Z7 v a VIZEREBEAHD LD &R BIGEDHMETT,
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c[F5v T (Trap) |: 754 AL, A2 MEAEMICZRE Ry 7L, HHAT— v =
VITEELETS
(6=3))
SNMP /R A R IP 7 R L A3 IPv4 EiPHE 721X IPvA 7 Xy ROWTIINTH LG, [F—
UrZ (Poll) T &[T > 7 (Trap) ] O TIHRLS, WTFRNERETE E7,

ATFv 79 [R—F (Port) ] 74—/ FiZ, SNMPARA RDUDPR— rEEHZ AN LES, 74/ M
%162 T, ARh72HiPHIL 1 ~ 65535 TJ,

AT T [IRTT 7 AAHE (Reachable By) |47 a T, T3 AL SNMP BH AT — 3 O
DWEA L Z—T 2 A RZATHFTIRLET, T, ZAOFEA L F—T = A AETIIER
BREX2 VT 4 ) — /AR EA v —T 2 A ADWNWT N ERINTE £77,

cTNARADNEBA U A—TITAR : T AL SNMPEBR AT — 3 VEO@EIL, &
A B =T 2 A AN L TITONET,

eSNMPV3 R—U U NZZDA B —T oA AZBIRT L L RESNT-TITO
SNMPv3 = —H—NAHR—Y 7 EZFA[ S, AT v 76 (363—) THERINLI-=2—
P—ICHIR SN FEEA, Z ZTIE, SNMPv3 &5 A h 25 D SNMPv1 3 X O° SNMPv2¢
TSR TOWERA,

¢« SNMPvl BLORSNMPv2e R— Y o SN2 DA B —T 2 A4 ZAZEIRTH L RA—1
VIFEAT TS (36 %—) TERLIEA—=Va L ilEzo-<LHIBRENEEA,

X T AV VFEREFBERNESA AT IA R T AL SNMPEH AT — 3
VRIOBEIR, EX a2V T = ETREA =T oA AN LT ThNVET,
s [fEFFTREZR Y — > (Available Zones) | 7 4 —/V RCY —V MR L £,
s[BIRL7=Y'—2/Af v H—7 x4 A (Selected Zones/Interfaces) ] U A MZ, T /34 A
WEHAT =y a Vv EBETHIA VA —T o ARG — v EBMLES, V-
WIZeWA v Z—T = A ADLGEIE, [BIRLIZY —2 /A v Z—7 =4 A (Selected
Zone/Interface) |V A RDTDT 4 —)V RIZA v X —T = A A% & AN L. BN

(Add) 1227 Vw7 LET, TAARITEBR LA VX —T oA AF T — 0
BENTVDERICDHR, T/, ATHAMPRESNET,

ATy TN [OK] %27V v 7 LET,
ATy 7T12 [Save (BRE) 27V v7 LET,

T, [EB (Deploy) |>[REBE (Deployment) 1 %227V v L, E|D Y Ti=T /A R|ZKY
V—HREATEDLLVICRYD E LT, EREZREMTLET, ERITADTEIHY A,

SNMP ~5 v JDETE

[SNMP k7 7 (SNMP Traps) ] % {4 L C. Firewall Threat Defense 7 /XA A® SNMP k7 v
7 (AR hEH) ERELET, T TEBREIRRYET, Ty TIE, EREnD
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VoI T T AR N, Vo7 Xy £ X2k, Syslog £ X Ml FFEDA R MIxt
9% Firewall Threat Defense 7 /31 AMBEHAT — a U ~DE|VIAHR [a X b T, T
NAAZADSNMP A7 V=2 R ID (OID) X, 731 AMBHEEFEEIDH SNMP A Xk R T
TIZRRENET,

—HED Ty A HEDON—FY =7 EFT/MIHEMATEE A, ZNHD Ty iE Zh
HOETFADISORY —EEHT 2 LEEINET, 2L 2F TTOET MBS
BrE2 = B DLIDITTIEH Y FHA, TDODH, [BILRHEEL = MEA/MIFR (Field
Replaceable Unit Insert/Delete) | b7 > Z X2 HDET L TRHESNER A,

SNMP k7 v %, BEFLIFZ= ¥ —T T4 XEABFEOMIB OWTINTERINET, £
¥R T v FIXIETFIC Lo TEREN., SEEFERRFCIZEHEINLTWET, SNMP 7 v 7
I%. Firewall Threat Defense ¥ 7 b 7 = T2 a2 U 234 LI TWET,

WEHZIEC T, IROBGFTN L RFC, FEEMIB, BIUMREERNT v 72U n— NTEET,
http://www.ietf.org/

WO/ D CiscoMIB, 7 > 7 BIUOID DERRY A FEZRL TSN,
SNMP Object Navigator

$72. Cisco OID Z R DTG FTP TH 7 m— FLTLES0Y,
ftp://ftp.cisco.com/pub/mibs/oid/oid.tar.gz

[T/314 R (Devices) |>[F Ty b T+ —LEE (Platform Settings) ] Z34R L, Firewall Threat
Defense N U & —ZAERl £ 72 I3fRE L £,

[SNMP]>[SNMP k5w 7 (SNMP Traps) 1 #7 U » 27 L, Firewall Threat Defense 7 /31 A

D SNMP +7 v (4 X hlE) ZRELET,

W )72 [Enable Traps] 47> a Y ABRINLET, WINNELITIFOA T v a V2ERTE

e 8

a) [TXCTDOSNMP b7 v 7% G029 % (Enable All SNMP Traps) |2~ —7 Zf}i7C, #
BT 54873 arTIRTOIN T v F2FRBIRLET,

b) [TXTD Syslog b7 v 7% H%HZT 5 (Enable All Syslog Traps) ] Z~—2 Z{HF T, b
7 v 7BE O Syslog A v —Y DIREEANLET,

GE)

SNMP k7 v A3V TIvE A LTEWZ EBRHIFF S L5 728, Firewall Threat Defense 7> 5 DAt

DEFNA > —2 L0 SEENEALA SN TT, T XTDOSNMP 7 v 772 iL syslog M7 v

THRENCTHE, SNMP Pt 2R —V s e Ry NU— 2 NTBRENCY Y — 2 % 4%

L. VAT LM T T o T THRRENRS D £3, VAT LAORBIE, R7ETOHER, F721X

BA LT 7 NBFEALTSEAIE. SNMP hT w7 Esyslog b T v FEBRIRLTHCTHZ &

MCEET, 72, syslog A vE—VOAERL— ME, Y ETT7 ¢ (FEKE) LVERIE
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ATy 74 [EHE (Standard) &7 v a DA Xy bEE T v T, BEORY —Tik, T 74/ bk
THZ > TWET,

* [#%3E (Authentication) ] : RRA[D SNMP 7 7t A, ZOFIET T —%, MiE-7==
=74 ARV T BN Ty MR TRELET,
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W=7 —MAELE LT,
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FETe b alZ T A T A ORENEFINDIZENHY £9°,
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RFyTFT [Z0fh (Other) 127 L= v ThEE 74~ Ml kT v 7 %8R L EF,

 [NAT /3% > RMiEFE (NAT Packet Discard) ]: IP /3% K53 NAT #§REIC K W BEEES L D
L ZOBAMNERSNET, Ry hU—27 T RLVABBROMERAEERT FL AT
— I, RELZLEVELZ FEY F L,

 [CPU L& L 2\ i (CPURising Threshold) ] : ’@L’ﬂ RE S - HIH o CPU i =
OEHN, FRIER SN LEWVEEZB X5 éﬁkéﬂiﬁ‘ CPU & L & M@ %
EEINCTHITIE, ZOFTa w2t Ul Li%

o [El& (Percentage) |: EFRL EVMEEEIDOT 7 4 /L MEIX 70% T4, #EFHIE 10 ~
94% TY, 7 UT 4 NV LEVEIE, 95% I —Fa— RS TWET,

IS5y ror—LEE |}
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B sst

« B9 (Period) 1: 774N FDOE=Z U 7 HIMIZ1 0T, ®HIZ1~6055TT,

o [AEYV EHLZVMHE (MemoryRising Threshold) |: Z ®@AENNE, AEVFEHEDO LANE
AIER SN LEWEEZBZ, BEHTERAETY DD L TWAHEEICERSNET, A
TY B LEVWIEMZ AT DT, ZoFTvariad s LET,

o [El& (Percentage) ]: EFRL ZVMEEEIDOT 7 4 /L MEIX 70% T3, #EPHIL 50 ~
95% TI,

o [7 =—A—s3— (Failover) ]: Z®u%1lEL, CISCO-UNIFIED-FIREWALL-MIB{Z X > T
VIR— h ENTe 7 == A= "—REIZEAED b > e GBI ER S IV E T,

e[ T A% (Cluster) ]: Z ®i@%1iZ. CISCO-UNIFIED-FIREWALL-MIB |Z X - T LA — k
SNTZT T AZDOEFHEICERN S > T2 HE ARSI NET,

«[E7 77 v (PeerFlap) |: ZOuFNIX, BGP/L— h7 7 v B IR AELICGEITA
SN ET, ZlE, BGPT AT AN, Xy MU — 7 OFFEREEE®RE T RS A X
HTDICBFIREDOTH A v — VB EET DRI TT,

ATv7T8 [Save (RE) 127V vr LET,

ZNT, [BF (Deploy) 1>[ER (Deployment) 122 U w7 L, VY THT /A1 AR
VEERATEL LIV E L, EREZREMATLET, AETADTIEIHY EA,

SSL

GE)  ZoOFR7EZFATT DL, BHEHREHY, V=7 FAL VB L TV OIRERDH YD £
R

SERINZT A ' A E & 7 N— 3 > @ Secure Firewall Management Center % 5847 L T\ 5 2
L EMERT HAMENH Y 9, FHiE— KT Secure Firewall Management Center % 5517 L T\ %
YA lX. [SSL #XiE (SSL Settings) [I1XMEhIZ72 0 £9, £/, 74 &2 AtH 47 Secure
Firewall Management Center D /3N—37 3 VN7 AR— R DAL T T AT o AFAEE - LT
720 A . [SSL % 7E (SSL Settings) ] 1302720 £9°, SSL TYE—h 77 & A VPN &ff
HALTWD5E, A~v—F TA U N TROZESCEERENS AN /R > TWDLERDH Y F
9, FEMIZ DUV TIE, Cisco Secure Firewall Management Center 7 KX =X hb—3 3 A K
@ [License Typesand Restrictions] # &M L C< 72 &0,

B 75yt o+—L |
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FIE

ATy T

ATvT2
ATvT3

ATy T4

ATy TH

sstgziconT i

[7 /34 A (Devices) ]>[7"7 v b7+ — Lg% E (Platform Settings) ] %384 L, Firewall Threat

Defense 7~ U & —ZAERCE 72 13MREE L £ 7,

[SSL] Z &R L £,

T kU %, [SSLEEDENM (Add SSL Configuration) | 7 —7 /MZiBIML £,

a) [BM (Add) 1227V >y 7 LTHLWTZY MY EERT D0, =2 MU RTTITHLH5H
X, (W% (Bdi) 1227V v 7 LET,

by Ry 7 Xy VAN OMEREX2 ) T 4 ELERLET,
«[FB k)L /A= 3> (Protocol Version) |1: UE— K 727 EAVPN Y a3 v EHE
THEEIHATHTLS 7 havzfRE L7,
s [ZF¥aUT 4 LR (SecurityLevel) 1: SSL TRETDHDEXF2 VT 4 AP a=rF
DEATEHIEELET,

BIRT 570 han =g NS MEHFEEZR T /L= U X (Available Algorithms) ] %
BIRL, B (Add) 1227V v 7 LTERLE7 0 b a/liZE&DET, FEHIIC oW TIE, SSL
BIEIZDONT @1 =) 2L TLEEN,

TNAIAY XNL, BRTLH T ha)l N—V g NSV TY A NERET, ERTEhOR
X2V Fubamt, X2 T4 LYULORED—EDOT LI Y XLEZHBILET,

[OK] %7V v/ LTERERFELET,

RDZRY

[EF (Deploy) 1>[REBl (Deployment) | #3R L, BB (Deploy) 127V v 27 LT, #V
WTHNTET A, AR U —%REELET,

SSLEXTEIZDULNT

Firewall Threat Defense 7 /3 A TCiX, %= Y%7 v b A% (SSL) 7'& k=)L & Transport
Layer Security (TLS) ZffiH L C, VE—FZ T4 T 6D YE— 77X VPN D&
X2 T Avb—UREE YR — b LET, [SSLi%E (SSLSettings) ]V 1> R Tlx, SSL T
DYVE—RFVPNT 7 EARIZ, xITvT— e A yE—VEERIFEHIND SSL A=Y 3
EREHAET L TY ALERETEET,

I5vr7r—LiEE
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\)

IS5y r7A—LEE |

6=

SSL

t¥ a2 U7 4FRFE (UCAPL, CC. F7-(3 FIPS) YEfilE— RTEIMET S X 9 IZ Firewall
Management Center & Firewall Threat Defense 73k S 41TV T ¢, Firewall Management Center
TP AR— RS TWRWEE SO ZFFAT LET, 72L& 2E. FIPSKRE— FTiE, Management
Center {3 FIPS [ZHEHIL L TW 2N DH 7 /v —7" 5 DR ZFFA L3, 72720, FRHEROR S
MMERA SS90, VPN b i xrayo—hLEHA,

BEE, KOGHTTHER L £

[T/814 R (Devices) 1>[FF5 v b 7+—LE&E (Platform Settings) ] >[SSL]

J4—JLF

[Minimum SSL Version Server] : Firewall Threat Defense 7 /3 A3 —/N— & U CTEIWET 5 & &
R 28— a O SSUTLS 7'm b a vz iELET, exiE, VE—F 727k
AVPN 77— bz A & L THRRT D355 TT

[TLS/3— =3 > (TLS Version) |: Ru v 7 XU U A NNL, IROWTIDO TLS /N— 3

VEIERIRLET,

TLS V1 SSLv2 7 74 7 > F@hello #5} AtL, TLSvl (LIRg) Z#xr=av=—hLET,

TLSVI.1 SSLv2 7 74 7 h® hello 31} Adv, TLSvl.l (BIR§) ZxrTvx=— kL&
—a—o

TLSVI1.2 SSLv2 7 F A 7 kD hello %7 AL, TLSv1.2 (LIf§) Zx Ay m=—hLZE
7T

TLSV1.3 SSLv2 7 54 7 > h® hello 513 Adv, TLSv1.3 (L) #xdv=—RFLE
ﬁ‘o

)

G¥)

UYE—h7 7+ A VPN ® TLS 1.3 IZ1%. Cisco Secure Client /3X— 3 > 5.0 AR DS L EE T4,

[DTLS/3—% = > (DTLS Version) | : 4R L7 TLS A— 3 LICESNT, Rry 72y
UARPSLDILS N—V g U AEBINLET, T 74/ FTiE, DTLSv] iX Firewall Threat Defense
TNAATRESNTEY, BHZE L TDTILS N—Y 3 VARIRTE E7,

)

GE)  TLSZ'®m hano—Ta i3, BIRLZDILS 71 b an =2 VL ETHD 2 & AR
LEY, TLS 71 hab—2a Tk, IRODTLS N—V a U 3R — F STV ET,
TLS VI DTLSv]
TLSVI.1 DTLSvI

B 75y ror—LEE I
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TLSV1.2 DTLSvl, DTLSv 1.2

TLSV1.3 DTLSvl, DTLSv 1.2

[Diffie-Hellman ~ /L — 7" (Diffie-Hellman Group) ]: KRB v X 7 U A Nnb 7 /b— 7 %541
LEd, MHEERA 7> 3 1%, [Groupl] (768 & M) | [Group2] (1024 E > kit
XHME) . [Group5] (1536 &> ME%HE) . [Groupld] (2048 © v MEXME, 224 © v hZFEEAL
) . BEL O [Group24] (2048 £ MERHE, 256 &> MEENIER) T, T 744 M
[Groupl] T7,

[#5 [ i #Diffie-Hellman 2 /L— =" (Elliptical Curve Diffie-Hellman Group) ]: Ka v 7% 7V
AR ITN—T %R L ET, FEHARERA T a3 »id, [Groupl9] (256 £ K EC) .
[Group20] (384 £ K EC) . B L [Group21] (521 £ FEC) T9, T 7 4 /v MHIX [Groupl9]
T,

TLSv1.2 Ti%, KOS HFXOPHR— bR BMEhThET,
« ECDHE-ECDSA-AES256-GCM-SHA384
« ECDHE-RSA-AES256-GCM-SHA384
« DHE-RSA-AES256-GCM-SHA384
* AES256-GCM-SHA384
« ECDHE-ECDSA-AES256-SHA384
« ECDHE-RSA-AES256-SHA384
« ECDHE-ECDSA-AES128-GCM-SHA256
« ECDHE-RSA-AES128-GCM-SHA256
« DHE-RSA-AES128-GCM-SHA256
« RSA-AES128-GCM-SHA256
« ECDHE-ECDSA-AES128-SHA256
« ECDHE-RSA-AES128-SHA256

A\

GE)  BICEDRRE S SV DI ECDSA B8 5 & DHE K& 5 C1,

TLSv1.3 Ti%, kOB XD R — bR BEMEhThET,
« TLS_AES 128 GCM_SHA256
« TLS_CHACHA20 POLY 1305 SHA256
« TLS_AES 256 _GCM_SHA384

Secure Firewall Threat Defense 7 /34 A CHHR—hr L7z har A=Y g . X2 VT4
Lo, BEOWE ST AT ZAAEZRET DD, SSLEET—7NVEMFHTEET,

I IS5y ror—LEE |}
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B ossizecounc

[7'm k=)L s3— =3 (Protocol Version) ] : Secure Firewall Threat Defense 7 /34 A TH AR —
k&R, SSLEERUCH s L7 m bar A=Y a v x—RFRRLES, FIAAERY R Fa
WV R=Ta AFRO LB Y T,

« T 7 F N

* TLSV1

* TLSVI1.1

* TLSV1.2

* TLSV1.3

* DTLSv1

* DTLSv1.2
[E¥ = U7 ¢ L~ (Security Level) ] : Firewall Threat Defense 7 /N A TH AR — h 41, SSL
BRI SN EEx 2V T 0 LIV E—BFRRLET,
Al A 2 > A Zff ] L T\ % Firewall Threat Defense 7 /3 AN ®H H5H. 7 7 4 /v h Tldtk
X2 T 4 LKL 72 £7°, Firewall Threat Defense A~— k7 4 £ A TiL, T 74V
Foea )7 ¢ LAV (High) 1TF, KOFT Y3 v OLTRBERRLT, BEAR
X2V T LV ERETEET,

« [All] : NULL-SHA Z & Tp 3 X TDOK 7,

* [Low] : NULL-SHA #[&< X TOHE5,

* [Medium] : NULL-SHA, DES-CBC-SHA, RC4-SHA. 3 X U'RC4-MD5 % &< XTI
T (BT 7 RTT)

« [FIPS] : NULL-SHA, DES-CBC-SHA, RC4-MDS5, RC4-SHA, DES-CBC3-SHA,
TLS_CHACHA20 POLY 1305 SHA256 % %< FIPS YLD X TOHs 5 % & e,

* [ (High) ]:SHA-2 K55 2145 AES-256 Dh &G, TLS N— a2 1.2 BLUT
T AN b A= g VA SN D,

* [Custom] : [Cipher algorithms/custom string] /R v 7 A THEET 5 | DLLEDOKE, Z 047
=3 Tl OpenSSL WS EFRCTFHNZMH L TR 5 A A — M &R E B CE £,

[Cipher Algorithms/Custom String] : Firewall Threat Defense 7 /3 A A CH R — k 41, SSL #EkElZ
RSO ST L) XA hE—ER R LET, OpenSSL ZfEH L 7-hi 5 DOFEMIIC OV T,
https://www.openssl.org/docs/apps/ciphers.html ZZ 8 L T< 723\, https://www.openssl.org/docs/

apps/ciphers.html
Firewall Threat Defense 7 /34 A TiL, R — F SN EFHFROBERENRKRO L HITEEESN

TLSv1.2 DA THR— F N D5

ECDHE-ECDSA-AES256-GCM-SHA384

ECDHE-RSA-AES256-GCM-SHA384

B 75vtor—sEE
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Syslog .

DHE-RSA-AES256-GCM-SHA384

AES256-GCM-SHA384

ECDHE-ECDSA-AES256-SHA384

ECDHE-RSA-AES256-SHA384

DHE-RSA-AES256-SHA256

AES256-SHA256

ECDHE-ECDSA-AES128-GCM-SHA256

ECDHE-RSA-AES128-GCM-SHA256

DHE-RSA-AES128-GCM-SHA256

AES128-GCM-SHA256

ECDHE-ECDSA-AES128-SHA256

ECDHE-RSA-AES128-SHA256

DHE-RSA-AES128-SHA256

AES128-SHA256

TLSv1.1 F£721% TLSv1.2 THAR— F INARWVIEE 5

RC4-SHA

RC4-MDS5

DES-CBC-SHA

NULL-SHA

Syslog

Firewall Threat Defense 7 /34 AD T AT L 0¥ 7 (syslog) AT HIENTEET,
HHREa X 73528 T, Xy NV—2 OMBEEITT A AREOREZ R E L THRET
EFET, T, ORIV T 4 ARV M syslog P —NN—IZEETHLELTEET,
ZIZTE vX UL EOREFEZOWTHHLET,

Syslog [ZTDUNT
VAT A uRL T, T AND syslog TR L EETT DY AAND A v — VA IUE
FHFETT, Hsyslogh—A~R¥L 7T, BIBERT T— b OERIEITBET, v

A3 FNRAATIE, Zhbons A vk—U% UNIX A X A )LD syslog P— B AZEETE
F9, syslogh—E R L, R 74 X2l —2a T 7AW/~ T, AvE—V%%

I IS5y ror—LEE |}
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IS5y r7A—LEE |

BLTZ 7 A MIRAFT D0, HALET, ZOBROuF o 73, RSN BRI IRAF

e n ZIZRELES, 7273,

HOW I THRILHET,

= 11:D AT L O% Secure Firewall Threat Defense

N—=F DT TN a—T 4 TEBILOAL T 2 ML

EEny

E3

=1 —]

ax ;&

TR ALY
AT I~V
S A
T — 7 Rk

ZDsyslog @ETIX, 7—% 7L —r ETERITSN TN D8
fie. 2% Y showrunning-config =~ N CH/RTZ 5 CLI
ECTERSITWDEREICET 2 A v — VRS E T,
ZhZE, V=T 47 VPN, T—H f X —T A A
DHCP #—/3—, NAT R EDHREN G ENES, T—4 7
L—2® syslog A > E—VICIEFEERHFITHNTED, ASA
V7 MU =T HBFATLTNDT NS ZATEREND b D L
U9, 7272L. Secure Firewall Threat Defense i, #%43 L
ASAY 7 b =7 THMAREERTNTOA v =V A T %
BT D EIHRY FHA, ZRHEDA v E—VOFMIZ DN
Cli&. https://www.cisco.com/c/en/us/td/docs/security/firepower/
Syslogs/b_fptd syslog guide.html @ [Cisco Secure Firewall Threat
Defense Syslog Messages)] #Z M L T< 728V, Z DIERKIZD
WTIE, RO FE Y 7 THIALET,

T3k
T+ —LDE%
E

X2 UT 4
A2k

ZDsyslog DRETIX, 77 A~y =T #f, EXa
V74 AT IV A, BEOMBAANXR FOT 77— bR
AR ET, FEMIZONTIL, [Cisco Secure Firewall
ManagementCenter 7 KX =& hL—3 3 > 7714 K] @ [About
Sending Syslog Messages for Security Events] 35O 7 &
7 EBRLTIIEEN,

VA =V
Fa—L RV
V=D T v
N7 4 —AER
& (Platform
Settings) ] &
[(mX 7
(Logging) ]

(F~ToF
2

Z]_;?U :\/b—\
—, BX
U R b

Z O syslog % & TlX. Cisco Secure Firewall Management Center
7 RI=ARML— a3 A Ko [Configurations Supporting
AlertResponses] CTatBlSh T2 X oiz, 77 & Rl —
Wy RAV =V BROZEDMDT RS A R —1E AIZB
TL7 7= MRERESNET, ThEDA vy E—VIC3FS
DTN TWERA, ZOHX A 7O syslog DFEEIZDONT
%, Cisco Secure Firewall Management Center 7 N I =& | L —
v a v A RO [CreatingaSysogAlert Response) # 2 LT
<IN,

TIREA v
ka— R
DT T —
MIE% (Alert
Responses) |
tlaxr s
(Logging) ]

BE D syslogh—N"—ZRE L, FF—N"—IIHFEFINDA v -V AU Pl TE %
T Flo, A=, BEFAIN BNy T 7 R EDRR DAL TH LB TEE

B

B 75vtor—sEE
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BFEELAN

szEELAL |

WDFEIZ, syslog A vE—V DO ETT 4 (EKE) O—EE2RrLET,

% 12:Syslog* v &—S DV ES T4 (EXE)

LRIVES BEEE BLL]

0 EAn Y VAT LDMERARFRET T,

1 Alert (Z&) FTIHEET HRLERD Y £,

2 3 TRANZRBL T,

3 I5— T 7 —IREETT,

4 warning TEECIRE,

5 Notification G& |EW T2, HEEEZLEL TR T,
=)

6 Lt B A v =TT,

7 TINVY TRy T A=,

MEE T Ny 735 L&, ZOL~YLT—RHNIZO
Hua SRR LET, Zor s LurTih, ERICE
DAY=V PERSNDAREERH HT20, A
T INRT =~ VR 5 DM H Y £,

)

(GE)  ASA ¥ X U'Firewall Threat Defense |%, B ARE 0 (HE2) Dsyslog A vE—V%ARLERA,

syslog * vt— DB YT

R EILD syslog A v —1F, FFED syslog A v —T 72 BRFEDH I EIZEE S D X
INZT 4N 7 TxFEd, 72& xIX, Firewall Threat Defense 7 /3 A A #i%E LT, 9T
D syslog A v E—T% 1 OO NEITIEFE L, ZNH D syslog A v E—TDOW 7 &y FERHO
HARIZEEFET 2 R TEET,

BARMIZIL, syslog A v E—UDBIROIEEIES TH I BEICIEESND L HIcTEET,
s syslog A vE— D ID &HH

(ZhE., BEHBLIOBAALR MR EDEF 2 T 4 A2 hD syslog A vE—IIC
XA SN EEA, )

e syslog A vE—TDEKE

I5vror—L8E R
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. syslog A v &—C U5 X

esyslog A vb—Y 772 (BREZ Y 7 & [A5)
(ZhiE, BRBLOBRBAARY MO Xa T 4 42 hdD syslog A v E—TI
FEASNEEA, )

INHORMETL, WAL ERET D EEXITHEEMRELRA v E—V VX MEERLT, XX
ARXTEET, HBDHWVIE, Avt— URXPNEITEERIC, BEDAvE—T 7T AEKH
A FOHFIFEITHEIET D L 91T Firewall Threat Defense 7 /3 A ZRETHIEH TEET,

(A=Y VA BME, EHBLOMBAAXRY Ml X2 YT 4 A4 X2 b syslog A v
t—VITEH I EE A, )

syslog A vtE—2 U5 X
~

GE)  ZoOrEyZiE, BF2V 710 A0 @, BARE) oXAvyte—vidid@Eflsnst
/\Jo

syslog A v =07 7 ZFIRO 2 SOHFIETHEMATE £,

esyslog A vE—TDOH T IV BIEROH NG EZEELET,

A=V IV ITRAERETHAE—T URAMEERLET,
syslog A v &—3 7 7 RI%, T3 ADOFHRE T2 IFHERE L R D X A 712K - T syslog A v
T UE ST O HFEERMELET, 2L XE RIPZ T AERIP V=T 4 V7 &2 LET,

D7 5 ABT D syslog A v E— D IDFFTT T, BAIOIHRFELTT, =& %
X, 611 THEE DT RXTD syslog A vE— IDIL, vpne (VPN 27 FA4 T b)) 7 7 AZRH
FFFHTWET, VPNZ T4 7 & MEBRICBIES T 50T 5 syslog A & — U OFaPHIZL,
611101 ~ 611323 T,

F7o, 1ZEAEDISAKMP syslog A > E— VXIS =47 V=27 hodt@t > K
MWEENTVDD, PRV EHIT 20K LET, oD AT V=7 NI, A
RE/e & XIT, syslog A v E—Y DT X A NOFNHIAMAMEILE T, syslog A v &— VA AkKE
ATV =7 NSRRI A FFE D heading = value DFLAADEIZFREINE A,

FT7 V= MIRO LIRSS ET,

Group = groupname, Username = user, IP = |IP_address

Group I b > /L 7 )L—"7 Username (X7 — /L T — X X— 2 F 11X AAA T — 30 b B
Licaz—H4, IPT RLRIZVE—NT 28R IV ITA T MERIILAT2ETONRNT Y v
7 1P 7 RLATY,

RORIZ, AvE—V 7 TREZTTADA yE—V IDOFKIPHE U A FLET,

B 75vtor—sEE
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& 13:syslog * v 22— DI SABLUVEEMFTLONTVND AV E—D IDES

syslog A v tE—2 U5 X .

93 R EE Syslog A v — ID =

auth o —ERE 109, 113

— TIEZA YA 106

— TV r—vary 7y AT Ur— |415

— Ry by M bT77 47 7404 |338

bridge NG UART VU N 7747 7 4—/1|110, 220

ca PKI FEFHRE 717

citrix Citrix 7 74 7> b 723

— 7 TALY T 747

— Jr— R 323

config av L R A B —T AR 111, 112, 208, 308

csd X aTRT AT by 724

cts Cisco TrustSec 776

dap BAFTIvI TIEAKRY v— 734

eap, eapoudp Fyv hT—27 T RIvivay ar b 333, 334

2 —/L A @ EAP % 721% EAPoUDP

eigrp EIGRP V—F 4 v 336

email ETFA—)L Taxy 719

- REE=21) 7 735

ha T L F—N— 101, 102, 103, 104, 105,
210, 311, 709

— Identity-Based 7 7 A 7 7 #+—/V 746

ids RABRES AT L 400, 733

— IKEv2 YV —/L% v |k 750, 751, 752

ip IPAK v 209, 215, 313, 317, 408

ipaa IP7 RLADEY YT 735

ips (EINUL: SN 400, 401, 420

IS5y ror—LEE |}



. syslog A v &—C U5 X
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2SR T Syslog * vt—2 ID &S

— IPv6 325

— A4 VT 444

mdm-proxy MDM & %3 802

nac Ty hU—27 7T RIvvaryar ks [731, 732

= —/)
nacpolicy NAC R o— 731
nacsettings NAC RV v —%JEH34 57-9H0 NAC | 732
B

— NAT 3 K UF PAT 305

— Fy NI—=2 TIRARAL B 713

np Xy U= Takvh 319

— NP SSL 725

ospf OSPF L —F (7 318, 409, 503, 613

— XA T — ROt 742

— Phone Proxy 337

rip RIPV—F ¢ 7 107, 312

rm Resource Manager 321

— Smart Call Home 120

session a—YEyigr 106, 108, 201, 202, 204,
302, 303. 304. 305. 314,
405, 406. 407, 500, 502,
607, 608, 609, 616, 620,
703, 710

snmp SNMP 212

— ScanSafe 775

ssl SSL 2 % v 7 725

sve SSLVPN 27 Z A 7 > | 722

B 75vtor—sEE
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97 R E&E Syslog A v E—2 ID BS

sys VAT A 199, 211, 214, 216, 306,
307, 315, 414, 604, 605,
606, 610, 612, 614, 615,
701, 711, 741

— B OB 733

tag-switching Y= RHT A vFT 779

transactional-rule-engine-tre | k5 /7 g L—)L =LV 780

uc-ims UC-IMS 339

vm VLAN ¥ v B 7 730

vpdn PPTP B LN L2TP £ v g 213, 403, 603

vpn IKE 5 X Y IPsec 316, 320, 402, 404, 501,
602, 702, 713, 714, 715

vpne VPN 7 747 >k 611

vpnfo VPN 7 = — /L — 3 — 720

vpnlb VPNaE— R X530 718

— VXLAN 778

webfo WebVPN 7 = — /LA —/3— 721

webvpn WebVPN & X 2727547 b 716

AX> 00O HA K54
COHETIX, eX U ERET AANHERT AMNEOHHHIBEEE TA RT A4 AZDOW Tk
B L %9,

IPV6 DHA K54 >
« IPv6 3% AR — b ZuEJ, Syslog i, TCP 721X UDP # i L CAETE £,

e syslog EEHICRRESNTA V=T = A APFHTHLZ L, IPVORNIGTHDLZ L, B
K Wsyslog =P EAS X —7 = A AR TREETE L L 2R LET,

cIPv6 L TOE®F 2T X I AR—FENERTA,

I IS5y ror—LEE |}



IS5y b Tr—LEE |
B o= vo5rr54>

ZOMDHA FS 4 >

« Firewall Management Center & 77 A ~ U syslog F—/3—& L TEHELRNTLIZI 0,
Firewall Management Center |Z, \ < D2 D syslog & 2 7 |Z5t#k T 9, 7272 L, FicE
Bovr—>0nEHI, 7XTO' =0 Osyslog Bk SNHHEE, T X3CTHEV
Y —DERiA N2 FPLEEESNDREDIHFREKNT DDA ML=V Y
Va=rr7iEbo EEA.

e syslog —/NTiX, syslogd & WO — "7 7T LAEFTTH0ENH Y £9, Windows
Tl AN =T 4 7 VAT LDO—FE LT syslog 4— 242 L T ET,

ssyslog h—"—{F, 77 A4 T U+ — /LT AT LD syslogng 7' 0 RAZHEDNTEMEL F
9, SecureWorks @D scwx.conf 7 7 A V72 EDIEERTE T 7 A MIFEH LN TS0,
ZOEIRT 7 ANME, THAAREEBERHY /A, THOEHERT L L. T
T =AU, BRI syslogng 72 AR L T,

» Firewall Threat Defense 7 /34 AL LTz v 72 KRTHI121E, e X 7O EEEE
TOMEPRDY T, nXrrotiikrfaEETicnd o e A R—7MIT D L,
Firewall Threat Defense 7 /3 A A (XA v —THERLETN, TNOLDORA vE—VFET
FRTEDREINRESINE A, X 7O IIITEMIRET 2 46ENH Y F
7

« NI UAR—=KIFm hand& LTTCP 2 EHT 256, A vE—URKkbilienk oz
wm@%—ﬂ—~®%ﬁ#4o%%i¢owmg%~ﬂ~%ﬁmbf%ﬁugﬁ@fﬂ4
ADD A =V EINET HHE, Bt ——~y FOEFBY— " —Zxt L TRET
THEEE, bV ICUDP 2 L 9,

2ODODERRDHY A NENTY T A%, BIpD syslog P —_"—F IR L e — g SIZE
DY THZLIFTEERA,

« kK 16 B D syslog —"ZHETEET,

« syslog #—~3\|%, Firewall Threat Defense 7 /3 A f&H CEETE 27 IE7R 0 £H A,
syslog = "NEFETEX LA X —T 2 A A LT, T34 AN ICMP BIZEARFEA v —
ZHEA L, FU— ZsyslogZEET DL OICRETDIMNERNHY £7, T XToOVE
774 (ERE) L TrF o IRAR—TNThHHILad LET, syslog +—
NR=NT T va LRI T 5720, syslog 313001, 313004, 351313005 DARL
2l L £,

e syslog D UDP#fi DL, ™N— R0 =7 77 v F 7+ —LDCPUDHE L | BIET 5 syslog
P — ROFNTEHZEE LTV E T, AlREZe UDP syslog #t DFUTHIZ, CPU Ok &% E
T Hsyslogth—"OEERFLIEEFCICRD £, ZUuETHSTWaEIETT,
7meNWMW%ﬁ74FW?%AT?FHZM%@?VVHVKEWéM\?7iw
MI2HTHDLZLITHEBELTLLEZIY, ZhbDtyya a2y b b EWEERH#TH
L%’)iﬁ/\ﬁ ILZORELZFHETEETN, ¥4 L7 U MMisyslog7Z1) T2 < TP UDP
Pl S ET,

» Firewall Threat Defense 7 /34 A 7% TCP #%H T syslog #1557 5 &, syslogd —EADH
EENR ., B OBIARITKI 1 20 7,

B 75yt o+—L
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Firewall Threat Defense 7 /N1 XM syslog O ¥ > 5 DX TE .

sTCPRF LU IRARNNE T T DHE, Bt AT — X A0 [HEfcik 7 (Connected) |75 [$5
e ST 72U (Not connected) | IZE DD ETHI6 0D £9°, vX 2 71X TCP %4
HALTTF Y ANAT— b ERHLET, TRETIE, aX 73 Fvyxreznlarsz
EELET, 2RI, showlogz £ 25 &, HIZTCP B X v 7R A h B3 EEF#H T
BHDHERRINET, TCPTF ¥ RAMHALHLND E, TCPRX 2 7 R A hOIRAEIT [H2fe
ERTWEHA (Notconnected) ] ICHEH SN ET,

Firewall Threat Defense 7 /N4 XM syslog O > 5 DKE

Je

Evk

X2 VT 4 AR A X FRORAA RS MR E) ITET D syslog A v E— T EEE
THLEICT A, AEHRET D &, 1T & A EDFirewall ThreatDefense 77 v ~ 7 4 — AR ED
INHDAyE—VIZEHINEEA, EX2U T 44X FDsyslog A vE—VIZHEHAT 5

FIE

ATy T
ATy T2

ATvT3

ATy T4

ATy TH

ATvT6

Firewall Threat Defense 7°7 » b 7 4+ —ADEE (54 X—) LTI E &,

Syslog DR E ZAT 9 1ZiE, LT OFIMEZFEIT L X,

1R BHIIC
QX TDOHA RTA Ly (51 _X—) TEAEZSHELTLIFE N,

[T/31 X (Devices) 1>[FT Ty b T+ —LERE (Platform Settings) ] #B8&R L, Firewall Threat
Defense N U o —ZAERE 72 IdfmE L £,

HRD [Syslog) 7 V v 7 LET,

[2X 7% & (LoggingSetup) 127 Vv 7 LTuRX U7 E2AMIL, FTP $—"—DRE %
BEL, 77y afREZEELET, SO NTIE, 2¥ 7 ofRabis L OHEARE
OIERL (54 X—) 2B LTI,

[m ¥ 74kt (Logging Destinations) ] 42 U w7 LT, FEDESRIE~DORF L T HHR)
WL, AvE—VEHEE, ANV N TRAELEFHIAZLALA RV NI RANCTAANZ) T %
RELET, FEMICOVWTIE, vF o rEREDOAME (57 2—2) ZZRLTIZEW,
0X TR EANCLT, TOERIETA vy E—V 2R RARICTAMNENRDH Y £7°,

[ A—/LE%E (E-mailSetup) 1% 7V v LTC, Syslog A vE—V%E LA — L LTEEF
THBIC, TOFEELT RLAE L THEHT2EFA—AT FLRAZIEELET, iz
T, BFA—IL T RLA~D syslog A v E—VDiEE (58 4—) BB LTLLIZEN,
[f <X URD (BventsList) 1227 U w7 LT, AXV TR, HEE, A NIDEFE
HAFBANR NYRARNEERLET, FEMICONWTIE, BAX L AN U R NOIER
(59 X—) ZZMRL TSN,

IS5y ror—LEE |}



TS5y b7 —LEE |
B tx2054R0 r o syslog # v £—CIZHEAT 3 Firewall Threat Defense 75 v 7+ — ADRFE

ATw 771 [L— MR (Rate Limit) (227 U v 27 LT, FESNTNDETRTOMRICEFEEND A
T—TCOREREL, L—MilREFEV L TEA =YD ETT 4 (ERE) 2EHRLE
T, FEAIZ OV TIR, syslog A v E—Y DAL — FOFHIR (60 X—) 2L TLES
A

AT w78 [SyslogiXiE (SyslogSettings) 1% 7% 27V v LT, %—s3—% Syslog#feo & L THET D
720, BX U THERERIRE L, XA DAX L TOUEEFDCL, OREEAHICLE
o FEMIZ OV TIL, Syslog &%E (61 —) ML TSN,

AT w79 [Syslogh—/3— (SyslogServers) 1 %7 U v 7 LT, aXr/#HijkE L THREIND Syslog
== P 7 FL A, RS TS T e har, B, BEXOEX=2 )70V —0 %
ELET, FEMICONTIL, Syslog v —"—Of%E (63 X—) S LTI 7ZINY,

X2 T AR bD syslog A v t—TIZ#FA 5 Firewall Threat Defense 7’5 v +
T+ —LDRTE
e VT AU M DR, B, EX2 0740 ATV V=R RA, 77 AL
AT =T DA XY MREENET,

[T /34 A (Devices) 1>[77 v b7+ —Ai%E (Platform Settings) ]> [Threat Defensei% i&

(Threat Defense Settings) ]>[Syslog] X— & ZDH 7 D syslog iRED—BITEF =2 VT 4 A
N2 D syslog A v —VICHEM SNETN, ZLOEEIE, VAT ANV ALX Y T —
JIWBHET 54 X FDOA Yy E—VIZHEHA SN2 TT,

X2 VT 4 AR FDsyslog A v E—UIZiE, WOBRENEHSNET,
c[m¥> 27 &y b7 v (Logging Setup) | ¥ 7 :
* EMBLEM HR T syslog 318

* [Syslog %7 (Syslog Settings) |1 % 7 :
ssydog AV E—T DA LRETEHHIE
e BALRZ VTR
» Enable Syslog Device ID

* [Syslog #—/3— (Syslog Servers) | ¥ 7 :

* [Syslog ¥—/X—% 3B/ (Add Syslog Server) ] (B L UOREFALA—/ =DV 2
K OFRTOFT v a3

OF T DEMES KR UVERFEDEK

T =R T L= AR hDsyslog A v =V ZARTHITIE, VAT ATRX 7 EHNC

L, BAREZHWELET, £/, v =W RNy 77000 3WIRD e, 7T vy aFE i
FIPH— = DT — A TR E LTRETH I L TEET, v s 7 —X IR F#%
WCHEMECTE £9, 72& 2, BEX A T Dsyslog # v —Un ZIZitdk & iz & & 27

B 75vtor—sEE
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nxvroamtsLvErgeomn [

T arNFETINLEIITHRELLZY, b T =22 L TLR—FHORD T 7
AMCEDFERERFELIZY . A FNEFDOAZ V7 MM L CHEHERZ B LY T
iTo

WOFNETIX, FEARAIZR syslog i ED—FRIT DWW TR L E 7,

Je

FIE

Bk

X2 T AN EEA X FRRAA R MR E) ITET Dsyslog A v E— T EE(E
THEICT A AZHRTET D &L 1T E A EDFirewall ThreatDefense 77 v ~ 7 4 — AR ED
INHDAyE—VICHEAINEEA, EX=2UT 4 A2 FDsyslog A vE—VIZH#EHAT D
Firewall Threat Defense 7°7 > k7 4 — ADKE (54 X—2) ZZRL T EIW,

ATy T [TINA R (Devices) 1>[TF v b T+ —LEKE (Platform Settings) ] Z#3%&{R L, Firewall Threat
Defense N U o —ZERE 72 ITfRE L £,

ATw T2 [sysog] >[AF 2T DEEE (Logging Setup) ] ZRINL £,
RT9T3 aX T eHML, RO VERELMELET,

o [mX T DAL (Enable Logging) ] : Firewall Threat Defense 7 /34 ADT —# 7 L—

VVATAOX T EAITLET,

T = VA== AR R 2=y hTORFX T DOHEZNE (Enable Logging on the Failover
Standby Unit) : Firewall Threat Defense 7 /N AD AL XA DR X T HF N LET,
EMBLEM 2T ? syslog Di%{5F  (Send syslogs in EMBLEM format) : 3°XCDwa ¥ /%1
JElZkt LT, EMBLEMER DO R X 72 H 02 L £3, EMBLEM 2 G407 25613
UDP 71 b =LA L Csyslog A v E— V%7 Y v v ad 3 0ERH 0 £, EMBLEM
IX TCP & HIMENRH D £ A,

EMBLEM syslog 7 #—=~ » hIZ, RFC 3164 3 X OV RFC 5424 OFE#EZ LSV TSR SN
71 A alEAORAITT, L7z2v> T, EMBLEM NAZNCR > TWAHEA . syslog A v

— X, <PRI> 7 4 — /L RO#%IZzavy () M LET, ZHULRFC 5424 7 4 —
~ v b LR TY,

GE)
RFC5424 T D syslog A v E—I2iE, #@%, 7744V 7 1ffi (PRD) BERRSNET,
7272 L. Firewall Management Center CliX, ‘& BE%42 Firewall Threat Defense 7 /31 A @ syslog
A vt —UVIZ PRUMEZF R T 556, EMBLEM JEXZ AL TS, Fz,
EMBLEM 7 #—~ > h® syslog A v Z—IZT A A IDIIERINEH A,

TNy T A y—U% syslog & L CE(E (Send debug messages as syslogs) : 9 _XTDT
Ny 7 SL—AH N % syslogiZV XA V7 MLET, ZOFT T a N HEHIm-> T
LA, syslog A vtE—ViFdary Yy — VIR RENERA, LIEBST, 7307 Xy
T—UERRTDHITE, Y ATRITEAEMCL, TNy Fsyslog A vE— %K
73&117 LAV DgEdEE L CRETDHIRERS Y £7, EH XI5 syslog A v E—TU%
X 711001 T, Z D syslog DT 7 4/ b 7 LU [FT/3y 7 (debug) ] T,

I5vr7r—LiEE



TS5y b7 —LEE |
OX 2T OEMES & CERBEOHAK

s NNy 7 7D AEY B A X (Memory Size of Internal Buffer) : 2227 Xy 7 7 G4
DEEITsyslog A v BE—VDRIFENDINE ANy 77 DV A XE{ELET, Ny 770
—HC o T AIF EEEESNE T, T 7 4L MI4096/34 R TF, HiPHIL4096 ~ 52428800
..(:\‘g—c

ATy 74 ({£E) Firewall Management Center ~0 syslog A v — X 7 2R ELET,
a) [ (Cisco SecureFirewall Management Center ~MDOX >4 2F%1E (EnableLogging to
Secure Firewall Management Center) | F = > 7 ARy 7 A% A4 LT, VPN r¥ /%
A LET,
b) [2Z L-~L (LoggingLevel) ] Rr vy 7FX 7R Knpb, BX 7 A vE—U0 syslog
X2 VT 4 LV AR L £,

*VPN A vt—vouxo 7L~ 5740 FT[=7— (Errors) JIZREINE
‘é‘o

VPN kT 7))V 2—F 4 > F syslogiZ & V| Firewall Management Center {1 & 0D £ faf
BINMDEENRD Y £, 20D, ZOF TV a VEAEHICT HITTEEPLET
T, Fioo BA FH VPN £72ZVE— b7 7B A VPN 2R E L TT A A& RET
% &, VPN syslog (37 7 4 /L b CHBEAIZ Management Center (2255 SAUE T, FFiC
BEDOT A AREfRT % RAVPN D413, Firewall Management Center -~ syslog
OiEFE e 7 v —%HIRT 570, vl L [T — (Error) LA EIZHIRT 2 Z
LEBEIDLET,

LAYLIZoWNWTIE, BEEEL L 47 2—=) ZZRLTLIEEN,

AT TE (AT vay) NyTryn EEXIRLANI, —"—ltul Ny 77 ONEERTTHIC
&, FTP —_—Z & E LET, FTP P ——FHREHEL 7,

« FTP % —/X— 3y 7 7 F » 7 (FTP Server Buffer Wrap) : X 7 7 ONEN EEX IS
AN FTP Y — "— 2R FT DT, TORy 7 A% A AT L, RO T 4 —)v RITLE 250
KW EAT LET, FIPREZHIFRT DI21E,. 2047 v a U ERIREER L £7,
«IP 7 KL A (IP Address) : FTP H—_"—DIP 7 RLAEZEGHRA N Xy hT—2 47
Vxl NEBENLET,
o —H4 (UserName) : FTPH— N—|Z#id 2 & MMM T 22 —F L2 AN LES,
e X2 (Path) : Ny 7 7 ODNEERIFT H/3A% FTP L— F )b DMK TASI LET,
o RAYU — ROFEZR (Password Confirm) : FTP — —~Da—H —Z OFIFIHE T SN
HINAT— REANB LR LET,

ATFvT6 (AFvay) NyT7yREEEINRDENC, P—r—tud Ny 7y ONEERTT DI
X, 77 v va A XERELET,
« 77w ¥a (Flash) : Ny 77 ODNENLEEINDIANCT T vy a AEVIRETD
WX, 20Tz IRy 7 A% AT LET,
s XU TSHRKT T v = (KB)  (Maximum flash to be used by logging (KB))
7Ty aAEYNTRX U MR INDREREEATFRE LET (FrSof A |
#iPHIZ, 4 ~ 8044176 KB T,

B 75yt o+—L
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nxyrgmeoant [

o (RFFT D /22 X fEIE (KB)  (Minimum free space to be preserved (KB)) : 77 » ¥ = A
T VIR DR/ e S B A RE L £ (KB) o #PHIE, 0~ 8044176 KB T,

ATy 71 [Save RTF) 127 V7 LET,

T, [ER (Deploy) 1> [ER (Deployment) 1227 U v/ L, BV Y THT A RZHRY
V—HRETELLOICRDFELE, BEEZRERETAET, BEIZADTILIH Y THA,

O JEREDEML

B TR AN LT, TOEHIETA v — V2 FRARBICT 2LENRH Y 4, #%
BEEANCT DL E, TOEREICHEMTIA v =V 7 ANV BIRETOLERDH Y £
R

Je

EVh X2 UT 0 AU BEA N RRBRBAANRS R E) IZBT 5 syslog A v E—UE
BIDEICT A AERET DL, IFEAEDFID 7T v N7 4 —LABREBINLD A >
VI INET AL, BEX 2V T 04X FDsyslog A vt — 2 3% Firewall Threat
Defense 77 v b 7 4+ —ALDFE (54 X—2) LTI IEIW,

FIE

ATV T [TINA R (Devices) 1>[TF v b7+ —LEERE (Platform Settings) ] %R L, Firewall Threat
Defense 8 U o —ZAERE 72 I3fmE L £,
AT v T2 [Syslog] > [1 ¥ 7 Hidt (Logging Destinations) ] Z &R L E9, >
ATV T3 P EANIL, nX 0T TNV w@AT 20, EIEBEFE OB & RET HI12iE,
B (Add) %27 U >27 LET,
ATy T4 [vX 2 7 (Logging Destinations) | %A 71 7R w7 AT, #fleas iR L, #0kT
HHT 274V EE2HRELET,
a) [B¥ 7L (LoggingDestination) | Ka w4 U A NC, HhIT D600 %=
RLUET, avY—, A=, Wi’y 77, SNMP k5 v 7, SSHE v 3, Syslog
= RDENENDOERTIKEBDT 4 VEZFERTE £T,
GE)
A= ABIOSSHE Yy v a v aX 7L, 2B CLI TOABERE L £9°, system support
diagnostic-cli # A1 L £,

b) [ X 27 T A (EventClass) ] CT. 7T — 7 MIZERENTWRWTRTOT Z7 XA
THT7 4 NF IR ET,

WDT A NEERETCEET,

I IS5y ror—LEE |}



IS5y r7r—LiEE |
B =z 7Lz~ syslog # v —UitfE

[YETT 4 (EKRE) (KD 7 4% (Filteronseverity) 1: Y E77 4 (HKE)
DU~V ERIRLET, RE LT LAV ED A v 2= U0 EREICELNET,

e[ X b U A MEF (UseEventList) 1: 7 4 VX ZEFHT DA X FU A b &R
LET, ZOAXR MY ANMI[AX MU AR (BEventLists) 1*—Y CIERR L £,

s [m ¥ /%) (Disable Logging) |: Z O ~D A v — Uk EEEIELET,
) ARV TATEDT 4 VEEERT HIZIE, B (Add) 1227V v 7 LTHLWT 4

WA DI, BMFEDO T ANV Z ZfREL, TDI TATDA v =V ZHIIRT 514~
YhITREVETT 4 (ERE) boULZERLET, [OK]Z227 U v 7 LT, 7404

R LET,
AR 7T AOHTIINZONTIE, syslog A vE—2 772 (48~—2) ZZHLTL
7ZEU,

d) [OK]%27VUvZ LET,
ATv 75 [Save RTF) 1227 V7 LET,

T, BB (Deploy) 1> [ER (Deployment) 1227 VU v L, BV Y THT A R|ZHRY
V—ZBTE X0 LT, AEEREBTIET, BEITFEYTIEIH A,

BFA—IL T ELAAD syslog A v E—PDiEE
B A—/ELTHEEIIND syslog A v E—VDOZEFY A NERETEET,

Je

EVh X2 UT 0 AU BEA N RRBAANRS R E) 2T 5 syslog A v E—U %k
BTDEICT A RERET DL, IZEAEDFID 77 v 74— LARENINDLD A v
T—VICHEAINETEA, BEX 2T 04X FDsyslog A v & — i 3 % Firewall Threat
Defense 77 v b 7 4+ —ALADFRE (54 X—2) LT IEIW,

1R BHHEIIZ
¢ SMTP — D7 T v h 7 3 —LFKEX—TTSMTP 4 —R"EFZELET

« O X L T OHE L OEAREOHE (54 <—2)
e XL DFEMNEE L TESA—NERELET

FIE

RAT9T1 [TIAA R (Devices) |>[FT Ty b T+ —LERTE (Platform Settings) ] % %R L, Firewall Threat
Defense 78V & —Z R E 72 13MRE L £,

B 75vtor—sEE
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ATy T2
ATvT3

ATvT4

ATy TH

ATvT6
ATy 17

nzsan1~vkyz ok [

[Syslog] > [BF A —/LDEERE (Email Setup) | Z=#IN L 9,

B A—I A=Vl LTEEFEIND syslog A v E—VDOEETLT KLALE LTHEATS
B A=V T RLRAZRELET,

GEM (Add) 1227V 7 LT, 8E Lizsyslog A v =V OZEHFOH LWVETA—/LT R
VAZATTLET,

ZOZAGHITEE T Dsyslog A v E—VDEKEL LA, Ry 7 Z 070U X RpLRRL
£7

SESEDEA A —/L T R RZK LT &35 syslog A vE—VOEKETZ 4 L FZIZLD

FESNEZEREL WL EDORA v =V RNEEESNET, LUMTOWTIE, EEEL L
(47 X—=v) EZBRLTIEIN,

[OK] &2 Vw2 LET,

[Save (RTF) |27 Vv o LET,

T, [EF (Deploy) 1>[ERl (Deployment) 1% 27 U w7 L, BV Y TT /A AZRY
VoZRMATEL OISR E L, REEZRMATLET, REIADTEILY £EA,

WABL AN R YR FDOER

AR N VA RNE, o X 7 EICHEM L CTHEREICERET I A v — V2 cE 50 A
AN TANETE, @, YETT 4 (ERE) ORZESWTERE~DRA vE—V% 7 4
WAV T LETH, AXRVENUVAMEFHLT, AXUVRNITRA VETT 4 (ERE) |
BLOX vtE—RF (ID) OAEOLRICESNWTEEENDI A v —V oMk cx F
R

HAL I AR b DA NOERIL, 2 BfEO T mE X TH, [A 2 FU AR (Event Lists) ]

THAZ LY A RNEER L, A_XV MY RMEFEHALT, FEEORF T (Logging
Destinations) | CEHEHEDOR X T T7 4 NV EEEZLET,

Je

EVh X2 UT 0 AU BEA N RRRBAANRY RRE) IZBT 5 syslog A v E—U Rk

FIE

ATy T

ATy T2
ATvT3

BIDEI0CT A RERETDHE, IFEAEDFID 77 v F 74 —LRENINHD A v
t—VICEH SN EEA, BEX 2 VT 44X FDsyslog A vt — V25 9 5 Firewall Threat
Defense 77 v F 7 4 —LDERE (54 X—) LTI TEEV,

[T/31 X (Devices) 1>[FT Ty b T+ —LERFE (Platform Settings) ] #B8&R L, Firewall Threat
Defense NV o —ZAE E 72 ITMRE L £ 7

[Syslog] >[4 N2 b JR b (EventsList) ] Z@RL £,
AR N VR MNERELET,

I5vr7r—LiEE
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B oo v t—CosmL— rosiR

d)

e)

GEM (Add) %227 Uy 7 LTHBY A NEBMLIZY, BEFOU XA MafmELIZD LE
7T

(4T (Name) ] 74—V RIZA XV R YR RNOARTIZADNLET, ARX—R 3T
FHA,

YETT 4 (HEKE) AN N 7 TRAZESOTRA v =V EHNT DT, [V
77 4 (EKE) /A2 77 A (Severity/Event Class) | ¥ 7 Z 8RR LT, THH% B
IMEITRELET,

ERAFEEZR 7 T ADFEMIZOWTIL, syslog A vE—Y 7T R (48 X—V) BB LT
<IEENWY,

LAYUZHONWTIE, BEEELL (47 ~—=2) 2R TSN,

BWEDARN N 7 TRAE, FTUVART LU b T ROT A, ZT#EHA S NEE A,
FOXOIBAT v arPRESNTHA, A7 v a RN, EBRSNETA,

AvE—VIDEHBELTA =T %#BT5I121E, [A v E—VID (MessageID) | %
R, IDEEMEITRELET,

NATUEREALTID#EEAEZ AN TEET (72L& 21X, 100000-200000) , ID i 6 HrD %k
FTT, MO IHBPHERIZED L 21~y TENDHNITONTIE, syslog A vE— 7
TA (48X —) BZRLTIEIN,

FRED A vt —TFFITOWTIE,  [Cisco ASA Series Syslog Messages] #Z ML T 2 &
AN

[OK]ZZ7 Vw27 LT, Ak URARMEBRIFELET,

ATy 4 [mX UHi (Logging Destinations) 127 U v 27 L, 7 4 VX i 2 LENH 2 i
e BMEITRELET,

[o o Zmde0fFt (57 2—) | Z28RLTLIEEN,

ATy 75 [Save (RTF) 1227 Uy 7 LET,

T, BB (Deploy) 1>[EE (Deployment) |27 U w7 L, BV YT A AR
V—HEATEXALOICRVEL, EEEZREBMTHIET, BRIFAITIELY THA,

syslog X v E—TDER L— FDHIE

syslog A v E—V DAL — MI, YETT7 1 (ERKE) LULVEREFAyE—VIDICES
THIRTEE9, aX 7 LULZ L BI N Syslog A vE—T 1D I EIZBIOHIIR % 5 &
TEET, REVHEET HHATL, Syslog A vE—V ID OHFIREN/ELSNET,

Je

Erk

EX2 VT 0 AN (B N FRRAAL N N E) IZET 5 syslog X =Tk
BTDEINCTNARERET DL, IZEAVEDFID 77 v 74— LARENINHD A v
VI ENFE AL, BF 2V T 44X FDsyslog A vt — P15 3% Firewall Threat
Defense 77 v F 7+ —LDiRE (54 X—) SR L TIZIV,

B 75yt o+—L |
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| 75y ror—LE
Syslog £ % .

FIE

AT9 1 [TINM R (Devices) |>[FTF v b7+ —LEKRE (Platform Settings) ] #34R L. Firewall Threat
Defense 78 U & —ZAERCE 72 I3REE L £ 7,
RTw T2 [Sydog] > [L— hHIEE (RateLimit) ] 23R L £,
ATYT3 YETT 4 (ERE) LULZEY XA v —V oA EHIRT 512X, [B5 AL (Logging
Leve) 1>[EBM (Add) 227U 27 LT, ROA T a v uERELET,
e 12 L~L (LoggingLevel) : L— hEHIRTHETT ¢ (EKE) L-UL, LULIC
DONTIE, HBEELL (7 X—) 2ZRLTIEI N,
o A vE—% (Numberofmessages) : 5/ L7-RFRINICEFASNAIELTEXA T DA v
VDR R,
« Mk@ (nterval) : L— hHIRD 7 2RV &y I b E TOBH,

ATYT4 [OK] &7 Vw7 LET,
ATV TE syslogDA v E—VIDICEY A vE—DARZHIRT 5121%. [Sysdogl R JL (Syslog
Level) ]>[EBM0 (Add) 1227 Vv 7 L, ROATvarua&HELET,
* [Syslog ID] : L' — K ZHlfRT 2 syslog D A vt&— 1D, FFED A vE—IFSIZONT
IX. [Cisco ASA Series Syslog Messages] # &ML T 7ZE0,
o AvE—% (Numberofmessages) : fEE L7ZRFHINICHIER SNDIEE LTEX A T DA v
ﬂz‘_‘:‘/\\@%kéio
o [Hf@ (Interval) : L— hHIRAT T 203Uy b IiLd E TORE,

ATv 76 [OK] &2 U v 27 LET,
ATv 71 [Save RTF) 1227 Vv 7 LET,

T, BB (Deploy) 1> [ER (Deployment) 1 %27 U w7 L, BV Y THT A RZHRY
V—HBHTELLIICRDELE, BEZEMRTLIET, ARITHNTIEH EHA,

[ 19—

Syslog &% &

o

— %072 Syslog X E & 7% 7E L C, Syslog #—/3—{Z36[F 415 Syslog A v E—TIZEFEDDH T 7
VIT 4 aA—FROHRE, FEA v E—VICHA DARZ L TREENDENE IDDOIRE, A vE—
PIEDDLT A AID DIFE, AvE—VOrET77 4 (ERE) LYULOFRRELEE, B
FOREDA v =V DERDT 4 B —TWMLEITH ZENTEET,

X2 VT 4 AR A N PRORAANY MR E) 1T 5D syslog A v E—T &k
BID2EICT A RERET DL, ZON—VDO—FORENZNOLDA v E— VI &
UEH A, Cisco Secure Firewall Management Center 7 KX = A fhL—ya > A RO ¥
U A kD sydog A v —UIiEAT S Threat Defense 75 v | 7 4 — AOFIE) &5
LTS IZEW,

I IS5y ror—LEE |}
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. Syslog £% &

FIE

ATy T

ATvT2
ATvT3

ATy T4

ATy T5

ATvT6

ATy 717

TS5y b7 —LEE |

[T/314 R (Devices) 1>[F T v b7+ —LEE (Platform Settings) ] Z34R L, Firewall Threat
Defense AN U & —ZAERE 72 I3mRE L £ 77

[Syslog] > [Syslog %€ (Syslog Settings) ] Z&R L F9, >
T7AN A=V DOR—AL LTHEMHT S Syslogh—"\—DT A7 L v 7iiex., [77 v
U7 4 (Facility) | Ry 720U A RpGE#R L E,

77 # )V X LOCAL4(20) T, ZAUIXUNIX ¥ AT AT h AlfEMEOE W a— R T9, 7272
L. Xy hT—=27 TAALZAMTIIERA TR 7 7 U T RSN TN DD, VAT A
B TIEZOEEEE L 2T R B RWEERH Y £7,

W, 77T 4 OEREF2 YT 4 AN ERBEROY EHA, AvE—DIZT 7YY
T AMEE T D DI B HEETE. Cisco Secure Firewall Management Center 7 KX =& kL —
Yary A RO EXa T 44X bDYdog A vtE—VD7 7 VT 4] #HRLTL
ZE,

[Z A LAZ T %45 Syslog A v E—V THNZT %S (Enable timestamp on each syslog message) |
Ty IRy I AeF AL T, AvyE—4EHBREL Syslog A vE—VIZEOET,
syslog A v &= D [F A LAHZ T DA (Timestamp Format) | Z8 R L £,

e[V — (Legacy) | (MMM ddyyyy HH:mm:ss) JEZiZ, syslog 2 v &—2DF 7 4L K
BT,

ZDHA LA TRAEZERT DL, Ay E—VITEFICUTIC THHLHA L Y =20
TRSINFER A,

* [RFC 5424] (yyyy-MM-ddTHH:mm:ssZ) (% RFC 5424 syslog FZ = CHEE S 41TV 5 ISO 8601
BA DR TR EHEH L ET,

RFC 5424 &8 IR 2H L. [Z) BDEAX LV TORRBIEME ., XA LAK TR
UTC # A & Y —VEFHLTWAZ &2 RLET,

TN A% Syslog A v B—VITEMT 255801% (ZHUIA v E—Y OETHICEE SV E
) . [Syslog 7 /34 A ID ZH%0ZF 5 (Enable Syslog Device ID) | F = v 7Ry 7 A%4
WZL, IDDOXA T HRIRLET,

[ —TxA A (nterface) |: T T TAT LV ANA v =V ORBIHERTLA 02—
T oA AR BIRENIA VX —T = ADIPT RLAZMHALET, 4 —
T A RAE@NTHEXR 2T 4 U EBBRLET, Y—iF, B ¥ —T A
A~y BT INDHERH D £,

o [2—H—EFKID (UserDefinedID) |:BIRL7=T7 F A FXFHEMFEHLET (K16 X
)

e [FA N4 (HostName) ]: 7 /3 ADFRA M EHEHLET,

[Syslog Message] 7 — 7 /L& H LT, $FED Syslog A vE—TV DT 74V MR EEELHL L E
T, TNV IREELEFT LT, ZOT =T N TA—ILERETHILERH Y %

B 75yt o+—L
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| 75y bor—LEE
Syslog H—/\—DXE .

T, AvE—VIZEVHBTOENTWNEIET T 4 (BERKE) 2EF LD, A vE—Y04ERK
PR LIZ) TEET,

5 7 4V h TiL. NetFlow NEZNZRD ., =2 MV IET—T MICEREINFET,

a) NetFlow 23K TILE LT 5 Syslog A v&—T 2T 5121%, [*y b7 v —[[%
Syslog (Netflow Equivalent Syslogs) ] &R L £7,

THIZEY, Avb—UnRiilEEnzAvE—E LTT—T7ZBMENET,

GE)
INHDORIFED Syslog A v E—U N TIZT =T MIhH 56, BFOL— T EEXX
WEHA,

b) N—EBEINTHIZIE, B (Add) 127 Vv 27 LET,

) WEAHTDHAvE—UFKT% [SysloglD] KRy 77X A RNLERL, HFriLHE
774 (EKE) Z[rXr 7 L~UL (LoggingLevel) | K v 7 XU &2 KB
B FTIX [ (Suppressed) [EEER L CTA v E—TOERE NI LET, BFIT
y35%4(Eﬁg)u&w@ﬁﬁ%fyt—ym?4t—7WM@ﬁwiﬁA#\ME
WIS U CHEH G D7 4 — ) REERETEET,

d) [OK] %27 Vw7 LCT—7 /W —vEBILET,

ATv 78 [Save RTF) 127 Vv 7 LET,

T, [ER (Deploy) 1> [ER (Deployment) 1227 U v L, BV Y THT A RZHRY
V—HEHTEL LRV ELE, BEERBETAHIET, BHEFAEIDTIIHY FHA,

RDEZRY
cRHEAEEZ R L ETRELEDORERMZZM LTI ZE,

Syslog H—/\—MDE&TE

VAT LMBAERINTCA =V HT D L9 ITsyslog— = ZRET HITIE, ROF
% F4T L ET,

:@syslog"j‘_/“_ TR A N FRIRAA N R 7R (E‘O)vtz:*r; V74 AR M EZESED
B, BX=2U T 44X hD syslog A vE—IZ# 7% Firewall Threat Defense ~7°7
k7¢ LDOBGE (54 =) ML TIZS,
18 H B HIIC
cmXLTDHARTA Ly (51_=Y) TEAEEZSMLTIEEN,
s TNRAANLR Y hT—27 E@Dsyslog 2 L7 XIZRIFETEDHZ L AR LET,

I IS5y ror—LEE |}
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. Syslog ¥ —/\—D & E

FIE

ATy T

ATvT2
ATvT3

ATy T4

ATy TH

TS5y b7 —LEE |

[T/314 R (Devices) 1>[F T v b7+ —LEE (Platform Settings) ] Z34R L, Firewall Threat

Defense AN U & —ZAERE 72 I3mRE L £ 77

[Syslog] > [Syslog #—/3— (Syslog Server) ]| > Z &N L £,

[TCPsyslogh— "—NF T LTWAH L EICa—PF =TT 4 v 7 Oz iHFad5 ()
(Allow user traffic to pass when TCP syslog server is down (Recommended)) | F = v 7Ry 7 A%

F A2 LT, TCP 7' 1 b a vz T 5 syslogh—_"—RNX T LTWDLLEICNT 7 4 v 7

AT AHLOICLET,

GE)
c ZOF TV aiEk, T AN NCTHEMTT, BERGEERE . T8 AN TCP syslog
P N—CBFETERWESIE. BT ANA 2% L2742 2 & 2580
LET,

» Firewall Management Center /N— 3" 2 > 6.2.x LLAljC [TCP syslog¥— 3= & 7 LT %
LEZaA—P =TT 4 v 7 O EFF T % (Allow user traffic to pass when TCP syslog
serverisdown) |47 > a VBN > TWBEE, ZOF T v a i i—Ta 630U
FeloT » 77 L— R LI b EZNIRIEIC 20 £, FEITHDICL T EENY,

c ZOF T a UBNERN T, TN ANTHEID TCPsyslog 1 — /S =358 E SV TV DA
Wie LB 1 OOV —N—=PWEEET A ANLEFERECHILUL, 2—V— 1T 7 1 v
7 OEBPFFAISNET, TOD, EGHA T a x, T ATRESNLTND
TCP syslog #— N—IZE[FETE RWEEICOARBEH INET, 75 AKX, T3 2%
LTHEINTE N T 7 4 v 7 ORAFRR Z AT 2RO syslog Z £/ L £,

$FTD-3-414003: TCP Syslog Server intf : IP Address /port not responding. New

connections are denied based on logging permit-hostdown policy

[AyE—VFa—H AKX (XAvyE—) (Message queue size (messages)) | 7 4 —/L NIZ,
syslog h—/N—N B —IREDIGE T syslog A v =22 X2 U T 4T 7747 0 RTRAF
THX2—DOV A X2 AN LET, /MEEUZ1HTT, 7740 MES12 T, HEHIFRO%
DAY=V ZF 2 ANDIGEIE, 0ZFELET EEATRER 72y 7 XAEVICE-T
RSN ET) .

AvE—UNRESNTEFX2—DV A X225 E, A vE—UIRBEFESIL, syslog 23Kk
FT, BT 2 — A XEZPRET HITIL, FEHATRER T ey 7 A ZRETOMLERH Y
F£9, showblocks 2~ RZEHA LT, BIEO AT VAR EMRLET, a~vr REBEME
DFEHIZSWTIE,  [Cisco Secure Firewall ASA Series Command Reference Guide] % L C<
IV, S BT AR — bRMEREATE, Cisco TAC IZBIWA b 7Z 30y,

(EA (Add) 127V w27 LT, #H LW Syslog r—"—Z B L ET,

a) [IP7 FLA (IPAddress) ] Kty 7 &  JART, Syslog h——=DIP T FL A%
Teky hU—2 KA R A7 V=7 NEBRLET,

B 75yt o+—L
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b)

<)

d)

Syslog H—/\—DXE .

7w k2L (TCP £7-1X UDP) %4 L. Firewall Threat Defense 7 /31 A & Syslog #—
N—DOBEDKR— FEFEATLET,

UDP IZEH T, TCP LV T AL R EDY V=2 B LET,

UDP ®OF 7 4V hiR— MiE 514 TT, TCP HIZHR— b 1470 2 FEI CRET HMLENH Y
T3, AR IET 740 bOFR— MEIZ, EBH507a FanL Ty 1025 ~ 65535 TY,

[Cisco EMBLEM JECThr 7 X »v&— (UDP ®4) (Log messages in Cisco EMBLEM
format (UDP only)) ] 5 = v 7R v 7 A% 412 LT, Cisco ® EMBLEM B C A v & —
TEau Z\ZRETONE DN ERELET (Fr han s LTUDP BRERSNA TV DY,
HIZRD) .

EMBLEM syslog 7 #+—~ M, RFC3164 35 J UVRFC 5424 OREAEZ SV THEE S
VA a@EBOHATT, Lo T, EMBLEM 23 EZNZ/ 5> TWAEE . syslog A vt —
Uik, <PRI> 7 4 — /L FD%KIZzavy () #HAOLET,

G¥)
RFC5424JE R D syslog A v £—VITIE, @, 7744V 7 1 (PRD NFERSNET,
7272 L. Firewall Management Center Ci%, Cisco EMBLEM JEXCORX > 7 &2 HFHZ LTz
LA DH, XIS Firewall Threat Defense @ syslog A v — 2 PRIERFR R I N E
9, F£72, EMBLEM 7 4 —~ > F®Dsyslog A v E—VIZT A A D IFFRRINEH A,

[E% =7 Syslog #H%hZ 35 (Enable Secure Syslog) | T = v 7Ry 7 A&EF NI LT,
TINA ALY — =D O A TCP @ SSL/TLS Z4EH L TH Sk L £,

GE)
IOFTvarEHTAICE, e ban s LTTCP Z3&R L, 1025 ~ 65535 O#ilFH
DOFR— MEZEIRTHMENRH Y £, F7=. [Devices| > [Certificates] ~<— T, syslog
PR =L OBFICHNERGEAEZT v 7 e — KT LERH Y 9, &%, Firewall
ThreatDefense 7 /XA A7 5 syslog r—/"—|ZGEAEEZ T v 7’'m— K LT, &% 2 7 72%
EERESE, T 74 v 7 OBEFEFFAILES, T AEHA U H—T A4 ATIX
[Enable Secure Syslog] 4 7Y 2 VIV R — SN T EHA,

Syslog h—/_"—LHET D7D D [T /351 AEE A X —7 = 4 A (Device Management
Interface) | £7213 X2 VT 4 V=0 FFARIMNEAS X —T A A (Security Zones
or Named Interfaces) ] Z3&IR L £,

* [Device Management Interface] : HEA > ¥ —7 = A A5 syslog #3155 L £J, Snort
AR T Syslog ZRETHHANE., Z0OFTvarvazEAT522 2880 L%
R

GE)
[Device Management Interface] 4~ 7" = > Cli. [Enable Secure Syslog] 47 a v &
A= FEINTOERA,

[BX VT 4 V= FRITLRIMTE A X —T = A A (Security Zones or Named

Interfaces) ] : [ R[GE—> (Available Zones) ]| DU A b A VX —T = Af A%
BWRLC, GEM (Add) 1227V v 7 LET,

I5vr7r—LiEE



B sz7or

ATvT6

ZALT

FIRr

ATy I

ATy T2
ATvT3

IS5y r7A—LEE |

BE

Firewall Threat Defense 7 — % 7'L-—> (Lina) O syslog A vt —1%, WA > ¥ —
T2 A RAENLTEFERTEERA, T—F L —2Dsyslog A v E—TV%EETDH L
N, MDA H—T 2 A AFIITEBA U H—T = A A (Brl/Management0) % g%
ELET,

f) [OK]Z2ZVUyZ LET,
[Save (R%E) 127 Vv LET,

T, [ER (Deploy) 1> [ER (Deployment) 1227 U v/ L, BV Y TT /A RZHRY
V—HRETELLOICRDFELE, BEEARERETAET, BEIZARTIEIH Y THA,

RDBERY
cEAEEZ R L ETRELLOREMZZR LTI IZE,

~

IFESERT e baroERAny PEBEBRAT Y v — NV T A RV E AL LT T N
laRETEET, MELETA RABOR A v BMEFA SN2 72546, U Y —RXE
T — = VIRENET,

. T ADaA =Ly g TEALT T N ERETEET,

[T/34 R (Devices) |>[FTw b T+ —LEEE (Platform Settings) ] Z#3%# L, Firewall Threat
Defense AN U & —ZAERE 72 I3mRE L £ 77

[#4 277 & (Timeouts) ] Zi&EIR L F9,

ERTHHALT U NeRELET,

EEORET, [HWAX L (Custom) | ZRINLCTHSOMEEER L, [T 74V & (Default) ]
BN LTV AT LOT 740 MEIZRLET, ZEAEDEE, mRFA LT T MMI1193
REfE T,

[#£%) (Disable) ] ZBRL T, ZA LT U MBI TE LT,

s[mY—)v XA LT T (Console Timeout) |: 2> YV — /L ~DEHENPHALONDETD
T A ROVEERE, @RI . 5~ 14403 TH, T ANV MTOT, By aryBnAAL LT Y
FLAAWZ EZRLET, HEEETL L, BfFoar Y —ntyvarThng A A7
7 MEAMER SET, H LUVMEITHT LW EERICO A S vE T,

B 75vtor—sEE
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s1n7vr

o[£ A1 v b (Translation Slot (xlate)) ]: NAT A A1 v FMEKREIND ETOT A Kv

. ZOHIIZ 1 U EICT 20 ERH Y £, 7 7 40 MEI3KF#TT,

o [##5t (Connection (Conn)) ] : #EfEA 1 v MRS IVDETOT A RAREH, Z OHIMH

SHUEIZTA2HENRHY 9, T 740 ME 1 KR TT,

e [/»—7 27 v—X (Half-Closed) ]: TCP/»—7 7 u— XA L5 ETOT A FIK,

Fl—N&FINACK@ﬁﬁzh*/\ﬁéﬂf_/ﬁm\ EliNn—7 7 u—XRE L RS E T,
FIN O&H PR SN 5E81T, BFOERZY A 270 MR#EHAINET, R/ME30 8T
T, T4 MI105 fa“

«[UDP] : UDP#5iA#FAC D ETOT A FVREE, ZOHMIZ1 50U EICTH20ERSH D £

T F 74 ML 25T,

* [ICMP] : IR ICMPIRIEDSHE T2 £ TOT A R, 7741 8 (BETHR/AN)

F28TY,

[RPC/SunRPC] SunRPC A1 v "R EIND ETOT A RVEER, ZoMRix 15500k
T DRERHY ET, 774V ME1045TT,

SunRPC _— A DG TlE, BIBHRAHIBRE XX A 2T 7 FEND &, H LA
BrERO—ERRENBNIEDRH LD, VAT LATHEESINTWDLARY /—if_
b;’cﬂ/“ﬂ/ W TH LW T S B fREMER H 0 9, BN X A 47 7 MZ

. ORI Z A LT U FOBREMEICR D ETARTT,

¢ [H225]: H225 > 7 F U U 78 # AL 5 E TOT A R, 77 44 ME 1R T

To TRTOFOH LAY VT SNBRICEREZT I/ e —XF5120F, A4 L7 UK
iz 18 (0:0:1) (T2 L a2HRELET,

*« [H.323] : H245 (TCP) 33X 'H.323 (UDP) AT 4 THNK T T HETOT A F‘wﬂ#

Mo 74/~ (BXUOEAN) X545 T, H245 & H323 DWFND AT 1 THGEIC
[Fl UG 7 7 VDR ESNTWAHT28, H245 (TCP) #HHeei: H.323 (RTP;taotURTCP)
AT 4 TEERRET A KV EZA LT MEedFLET,

«[SIP] : SIP > 7 F VU 7 AR— "ERZMA U D ETOT A RAVKEH, ZO#MIXs 558 ki

THLENRHY T, 774/ MEL305TT,

«[SIP A5 47 (SIPMedia) ]:SIP A5 4 7 HR— hEAZH LD E TOT A RAVKEE, =
OHMIT 1 DU EICTHHERHY 3, T 74/ MI2HTT, SIPAT 4T XA ~—
X, SIPUDP A7 47 /3w h&fEH$ 5 SIPRTP/RTCP C, UDPIET VT 47 XA A
T ROV ICHERENET,

* [SIP ##ifElR (SIP Disconnect) ]: CANCEL # vt —Y %7213 BYE A v —C 200 OK

BZE LR T25EI1C, SIPY vy a VEHIBRTAETOT A RAKR (0:0:1 ~
00:10:0) . 777ww X274y (0:2:0) T9,

« [SIP A > 734 |k (SIP Invite) | : HEISED t“yf—/v&f'?‘%Txlate LD ETOT
A RVEERE] (0:1:0 ~ 00:30:0) . 7 7 #/L ~E, 343 (0:3:0) T,

* [SIP & E A5 7 (SIP Provisional Media) ] : SIP B[ EAT 4 THHED X A L7 7 ME (1
~3049) o T 7 AN NI2H5TT,

IS5y ror—LEE |}



IS5y r7A—LEE |
B =00

s [7u—T 4 78k (Floating Connection) | : Rl U v b U —27 ~OBED /L — N BIFE

L. TNENANY v I NRRBGE. VAT AIERMESIFRTA N v 7 B &KED
N—hEFERALET, Kt — MRS 72581F, 20X A4 L7 7 R
LoTERPALOGNLEDT, 20— M L T s BHLCEET, T
T MIOTT (BERIIZA LT PLERFA) . FVRVWL—REFEHATESLOIC
THITIE, XA LT 7 MiEZ 0:0:30 ~ 1193:0:0 D CTREL 9, ZDH¥ A ~—F., A
MoV B —T A A (VID) %0 LIoEERICITEH S Et A, VT 290 Lz
MAZ 7 LTEGAE. FEITZ U T T220ERXH Y F7,

s [Xlate PAT] : PAT Z#a A 11 v MBRIEENDETOT A KK (0:0:30~ 0:5:0) , 7
TV MI30F T, BIOERNT v T A N — A T3 ATH|E X PV TV 2 ATHE
PR DHT0, FMESIIZ PAT R— M2 EHT 28 LWEEia T v 7 A R — A b—X
DG T DA, ZOXA LT U M T I ENTEET,

* [TCP Proxy Reassembly] : FHEZED72H/Ny 7 7 NTREL TWH /37y b & Fr vy 745
ETOTA RV EZAL LT (0:0:10 ~1193:0:0) . =7 4/L M, 14 (0:1:0) TI,

«[ARPZ A 17 7 k (ARP Timeout) ]: ARP 7 — 7 /L% FAEST 5 MR OME (60 ~
4,294,967) ., T 7 AV ME 14,400 B (4 BE[#H) T,

ATy 74 [Save (RTF) 1227 V7 LET,

ZN T, [EB (Deploy) ]>[REBl (Deployment) 1 %27 U w7 L, #YTT /A A ZHRY
V—ZBRHTEXOICRDE LT, BHEERBTLIET, BEITHEYDTIEH A,

s %I D [5] 24

Network Time Protocol (NTP) $— N—ZfEH LT, T4 A0 7 vy 7 ELXFRMLET,
Firewall Management Center & [7] U NTP % —/3—Zffi[f]4 % K& 9 (T, Firewall Management Center
2 &k > TEHLE D9 _TD Firewall Threat Defense 5% E$ 5 Z & 2 B#H LE3, Firewall
Threat Defense |3, F¢E S 4UL72 NTP H— 3= B IKEZ| & [H 4205 U £ 77, Firewall Threat Defense
DFLTE Y A NTP Y —S—=Mi] 5 OB TEFE T E WIGEIEL, £ DR % Firewall Management
Center & [FIH] L £,

F XA ZENTPVA W R— + LET,
Y

() Firepower 4100/9300 > —/|Z Firewall Threat Defense 2 E A 55513, A~v—bF 714 &
ZINIE LS BERE L. T /340 RG22 A DA R T HRERT % X 912, Firepower4100/9300
V¥ —VTNTPEZRETHHLENH Y £7, Firepower4100/9300 2+ — < & Firewall Management
Center |Z1%, [A U NTP —_"—Z T HLE R H D £,

B 75vtor—sEE
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FIE

waoms [

1R BHHIIZ

* #H#%\Z Firewall Threat Defense 2257 7 E A TE 5 1 BLAEDONTP Y — =N H 55413
Firewall Management Center @ [System] > [Configuration] ~<—""C, B ORI E
1278 A LA U NTP $r— =2 L £,

» Firewall Management Center @ 1 D F 72138 D NTP H— _R—%2FHET HHEIC [FRRES 1L
TENTPH— R —D &35 (Use the authenticated NTP server only) ] Z#IR4 25 L. 5
734 A TIX, Firewall Management Center Zfi ] U CREAET 2 L O ICRES N2 1 DEIZ
O NTP = N—DHBMEH SN ET, (EIEHRT A R i Firewall Management
Center & [A] U NTP Hr—/S—ZAf ] L 9723, €O NTP 5 TIFRREE A L EHEA)

o TNA AP NTP H— 83— |ZBFE T E WA F I3RS NTP — =03 2 WA,
WOFNETHPAT LI, [TH4 7= A X —0ONTP i (Via NTP from Defense
Center) | A7/ a v AT HILENHY £7°,

AT9 1 [TINM R (Devices) |>[T5 v b7+ —LEE (Platform Settings) ] % L. Firewall Threat

Defense 7N U & —ZAERKE 72 13MEE L £ 7,

ATy 72 R ORI (Time Synchronization) ] ZER L £,
ATV T3 koVWThrorsvyy 37y arwfkELET,

[TA T2 A —DONTPFEA (ViaNTP from Defense Center) ]: (F 741 1)
BRI T /34 A%, Firewall Management Center H IZ5% & X417z NTP H—/3— (GHREE ﬁ’b
TENTP Y — =% <) DORAZRGE L, €OV —— LRI 2 EERY L £,
2L, MOWT NS T 256, BEXE T /31 Al Firewall Management Center &
ezl 2[RI L 9,

* Firewall Management Center ® NTP Hh—/3—|Z T /34 )57 7B A TE 720,

* Firewall Management Center (Z13, F8FE SV TWRWH— "= TH D FH A,

« [Via NTP from] : Firewall Management Center 73 > h U —2 LD NTP $—_X—%Z i L T
WAEAIE, ZOA T a &R LT, [System]>[Configuration] > [Time Synchronization]
THELL NTP P—s3— L[] U2 fEAf DNS 4 (ntp.example.com 72 &) 2> IPv4 F 7213
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