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BEDI7AT7 94— Av8—Tz4Z |
B Firepower 101002 1 v FH— L OERE

« Xy MU — 7 EEE

Firepower 1010 D X 1 v FR— FDEETE

Firepower 1010 D& A VX —T7 = A AT, BED 77 AT O+ — NV A FZ—T =24 AL LTE
TZEVAX2N— R =7 AL vy FR—F L LTITTDHRIICHRETEET, TOHTIE,
A v F F— ROFMLE L, VLAN A > H—T = A4 ZADMER, DA H—T = A A
DAA »F R— b ~DENV YT &, A vF RAN— MRELZHIGT HT2DDH AT IZHONT
BALET, £/, PFR— SN TWAHA ¥ —7 = A AT Power on Ethernet (PoE) % 7 A
A AT BHFEIZOWTHMBALET,

AAYF R—KIZDUT

Z DIATIL, Firepower 1010 DA A > F R— MIDOWTHEHA L ET,
AAYFR—FBEVA2—T A RIZDT

R—hrEAE—T AR

1010 DA > F—T = A AT LI, TOMEZ T 7 AT VA — N A X —T oA ZAFETIZ
24 v FR—FELTERETEET, WHA L X —T A RAER—FEAT, BLORAA vF
R— 2B Y TIHHBEVLANA F— 7 = A ZZONWTIE, ROBHRASBHEL T &N,

WP T AT T — N A A —T 2R —TFTy RE—RTlI, 2NHDA L F—T =
A AF, REFLDOEX 2V T ARV —52FHLTCTZ7 7 AT U+ —/LE VPN F—E R
EHEATHZEICEST, VA4 Y30FXy NI—JMThI 74 v 7 &k LET, bT
VART L RE—RTIE, ZRHDA U F—T oA AL, REFEHDEX 2D T 4R
D—EMHHLTCT AT U AR EEHATHZLIZE ST, VA Y2DRIER Y
ND—2 LA B =T 2 A A TRNT T 4 v IV HERIETHT Y v P T N—T A R—T
9, V=T v RE—KRTlE, “HDOA L X —T 2 ATT Y P TN—T AL R—=L L
T, TOMDA L H—T 2 A ZATLAVIAS L H—T =24 AL LT, HEN—T 47
FOTV o a2 T HI L TEET, 774V T A=V Ry F/IA U —
T A AIT AT I —NA LB —T 2 A AL LTHRESNET, £1-. 2hbDA
H—T 2 A AEIPSTHA ([ T4y FeRw T TA U H—T oA R) IZRETHZ
EHLTEET,

cWPRAA v TFHR— b AL v FHR— NI, N RU =T DAL v TFHEREEZHEHL T, LA
Y2 ThI 74w 7 &ERELET, WL VLAN EOAAL v FR—MI, "—Fou=T7 A
A F T EEHLTHAEIGEECEEd, T 7 ¢ v 7I1Zi%. Firewall Threat Defense &
Fa2 VTRV —FTEAINETEA, TIZ7BAR=NNIF TR LT T4 v T DB E
FAINL, ZNHEHE—OVLANIZEID U CTHZENTEET, NTUIR—MNIZ¥ I 7L
BLOFIGE T 74 v 7 BZ T AN, HEEOVLANICET A Z ENTEET, 774
METEHE, A=V Ry F1I2~18I1ZVLANI DT 7B AAAL v FR—F L LTHRESN
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auto-Moimpix g I}

TWE T, Diagnostic f ' F—7 A A&Z AL v TFR—F L LTHETDHZLIITEEY
/‘—/O

MELVLAN A VX —T 2 A : ZNHDA U H—T oA AIMEBRT 7 AT T4 —b A
B =T A RALFCLIICEMELETN, ¥ 7 A X —T A A, IPSHERAA VX —T =
AA ArTFA4 0y hBXOANy T A% —7 x4 RA) | F£721% EtherChannel 1 >~
B =T oA AR TERNENVIFNRHD T, AL vTFR—FBBIOFRY hT—7
LBET A MEND DA . Firewall Threat Defense 7 /3 AL VLAN A > X — 7 = £ A|Z
ﬁ#;)74fj/~%@%b BIOFHEVLANA 4 —T = A ZAE721ET7 7 AT 74—
NAE—=T A RIN—T 47 LET, 7V T T N—T A "—L L TVLAN A
VHE—T oA ATHRAEN—T AV ITBIOT Y v 7EERT2 b TEET, AL
VLAN EDAA v F AR — KMHD kT 7 4 v 27 IZ Firewall Threat Defense ¥ = U 7 4 AV
el I NERAR, 7Y v VIV —TNO VLANBEO N T 7 4 v 7 i2iiEx Y
TARV—RNEAINDTZD, TV vV T N—T AL v FR— B L TRED
B A MICEXF 2V TR —FEATEET,

Power Over Ethernet

PoE (% . IEEE802.3af (PoE) ¥ X 1r802.3at (PoE+) ZMFH LT, A —V Ry F/TBLIVOA —
PRy N1/ THR—IHTEVHRKRIOV Yy NETHIETEET,

PoE + Ti&, VY7 f@mti~rm ]\ :f}l/ (Link Layer Discovery Protocol, LLDP) #flifl LT, &
Hr~vzexradyxz—hLET, IIRERGE ORI E T,

AVH =T 2 A R Yy AU LTDHE TN RANDERNDT 4 =T IR0 FT,

Auto-MDI/MDIX #&E

AA Y FiR—

TRTCDOAAL v FHR—FT, 774NV NORBRIT = — 3 VEEIC Auto-MDI/MDIX H#E
HLEENTWVET, Auto-MDIMDIX |%, A — hRXITLx—2 g 72 —ATAFL—h 7—
TNERET D E, NI A4 —N"—%23qT9 52 & T/ u R r—7 W K D8 E REI
LET, £ ¥ —7 A AD Auto-MDI/MDIX % A X — 7/ T BT, HELT 27 L7
ADNWTNDEA— R R TV T— 3 VICHRETDHIVLEROY T, HELT 2Ly 7 AD
5 RIICEEEEZ R ET D L, MFORETAH— R ITvT— a3 VBT 4 —7NIiC
S4L. Auto-MDIMDIX &7 « E—7 /W27 0 £9, HE & “HBE L ZE4 1000 &2
WCRETDE, AV F—T 2 A ATIEHEIZA— bRI v —2a URFETEIND D
Auto-MDIMDIX (ZHEIZH T2 D | HHTE £ A,

FOEEFEE L UVHINSEE

SRR EVSREYLY
« 7T AT R—FENFEHE A,

cm A A EERT 25613, A v FR—- MEEZHEH LTI EE N, A v FR—
MIN—RU =T TENET D72, 7774 7=y heAZ AL 2=y FOWHThH
T7 4y ST ET, mAMEIE. NI T v I NRRI NS 2=y N EdlE

BEDIF7ATIO+—ILA2F3—T (R .
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B = 7k rorssEsLUHSE

THDOEH S EIICHRHFENTOETR, ZOMEIZAAS v FR— MAILESN TWE
Hh, BEO &SI ORY NT—IBRETIE, MFD2=y NOT 7T 4 TIRAAL >
FHR—=FBRy NT =7 =T IZ0RBD FT, AL v TF 2 THEBRIZIINTAA v T %
T2 LB LET, VLANA U H—T =2 A A X T =— A —N"—ZX>TE=
HTCEFETN, A vTFR—MIT=FTEFEHA, BEHRMITIZ, 1ODAL v F H—|
Z VLAN [ZEE LT, @l 2 EFICEAT 2 2 &8 TE 32, b IichE” »
AT TA— N AL E—=T oA AEFEHTLHEDO T BEETT,

T FAT I F N A B—T oA AT T ==V F— "= 7 L LTOIMEHTE £,

SRIBVLAN A 2 —TJ 4R (SVD)
e JXx K 60 fHD VLAN A X —7 = A ZAZ{ER T £,

cFlr, TAAT IS INALE—T 2 A ZATVLAN T A v —T = AT 58
G MMPREVLAN A o Z—7 =4 A& [A L VLANID (3 T 8 A,

*MAC 7 RL XA :

=T R T7AT U= E—R: ITXTDOVLANA VF—T A AN 1DOD
MAC 7 RV AZIF L ET, A v TR ENL O T VA EYR—FTES
X9 LET, B AL v FICEAD MAC 7 KL ADRNERGE . FEITMAC T
RLAZED Y THZ ENTEET, MACT RLADEE (775—) ZBMRL
TLIEEW,

¢ RGLUARFLUY RN 77 AT U= ET— R : K VLAN A L ¥ —T = A ZAZEEFD

MACT LA S Y £F, BEIDSLT, FEITMACT RLAZED YU TT, £
KENTEMACT RL 2%z EEETEET, MACT FLADEE (77 3—2) 2%
LTSS,

PR N )
FL7Y Y V=T NIZHE VLAN A VX —T = ALY T 7 AT O —) A L F—
T oA AERRESHEDZ LITTEEEA,
VIANf 23— 24 ABXUVRA v F R— b THHR— IR TULVEUVHEERE
VLAN A V' # =7 24 AB L VAL v FHR— NI, ROREEZ TR — LT EEA,
HAFIvI N—T 4T
N F XY AN N—T 4T
e a2 k=L F XA (ECMP) N—T 4 V7
cAUTA Y NERIFNRYy VT A E—T (R

* EtherChannel : A1 > F® 7R — k% EtherChannel ®—BlZiZT& £ A, PoE b,
EtherChannel D7~ — k TiZV AR —r SN FEHA,
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AAYF R—

Ay F R—

FIRr

ATy I

ATy T2

A4 v F iR— k & Power Over Ethernet D% E .

o Jx— VA —N—BIORAT—F U 7T
et X2 UT 4 S N—TFH 7 (SGT)

ZOMDIEEIE L HHIEIE
* Firepower 1010 |Z1%, K 60 HOAFIf& A v X —T 24 AEHETEET,
» Diagnostic f > % —7 = A A% AL v FR—FE LTHETHILIFTETERA,

FIAILERE
A=V Xy N NIET77AT V=NV A H—T A AT,
e A —HY Xy F12~1/872, VLAN L IZE|V Y CTENT-AAL v F R— s TT,

T ITFNIDEELT 2T VLI A T IFNETIE, BELT 2Ly RTEEIR T
VIE—y g VICERESNET,

; & Power Over Ethernet D& E
AA v TF R—FBLOPE ZRET HITIE, ROX AT ZFEITLET,

— FOEMEFEIEENL

FA B =T oA AL, T7AT O A Z—T A ZAEITAZAAL vF R— hOWTh
72D EOIENCRETCEET, T 74NV PTIE A=V Ry NI 774 T U5 —b
A HE =T 2L AT, OO =V Ry b A H =T 2 RAIAL v TF R—hr L LTHES
NWET,

[T/34 R (Devices) |>[T/3f AEHE (DeviceManagement) | Z %R L. Firewall Threat Defense

T ALk (Bdit) | (£) &2V v27 LET, [ ¥ =7 =42 (nterfaces) 15 7717

T A hTEIRSNET,

[AA v FAR—b (SwitchPort) |FIODATA X% U7 LTAAL vFHR—FE—RRERET
&L (AR AT A4 (Slider enabled) | (W) FE7IE[HEL/2 2T A & (Slider disabled) ]

() Lersnzd

FIF T, AL v F R—=MIVLANLI DT 7 A T— RIZRESNTWVET, b7

74w &) —F (7 L., Firewall ThreatDefense ¥ % = U 5 ¢ R U > —IZHIT 5I21%. &
FVLAN1 A v H—T 24 A (F703 20D AL v F R— MMIRE LR @Vum)%
%@Tﬁ%#é%%ﬁ%@i#(ﬂAN%y& T2 A ADHRE (6 °—) BBR) . &
BAHE—T 2 A A AL v TFR—ME—NIERETHI LI TEERA, AL vF FH—h
FT—FELEFETDHE, PR—F SN TOVARNTRTOREDHIRESNET,
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B vwwss—orqzomE

Please confirm

9 Enabling/Disabling of the
2 SwitchPort will remove all of the
interface configurations except PoE
and Hardware configurations. Do you want
to continue ?

Yes No

BT, AV HF—T 2 A ANTTITHEDNT R > T BEEIE, BN ES, ¥4 —T =
A ABBEEANC LI L 2R LTSN,

VLAN f >3 —2J 14 ADHKFE

FIE

&

ATy T2

ATvT3

2T, HEMTONTEAAL v TFAR—= N THHT572DD VLAN A Z—7 = A ADFXIE
FIEIZOWTHHALET, T 744 F Tk, A4 v FR— I VLANLIZEID S THNRET,
No 7 4 v 7% )N—F (27 L. Firewall Threat Defense ¥ = U T 4 R Y > —lcH&M$ 51
I, #EEVLANL A v Z—T oA A (FTIXTNHDAA v F R — MIEEE LTfEE D VLAN)
ETETEMTA2LERNHY £,

[T/314 R (Devices) |>[T/3f AEHE (DeviceManagement) | Z#i%®R L. Firewall Threat Defense
FNA e (Bdit) 1 () 22V w7 LET, [ F—7=A A (Interfaces) | % 717
7V FTERISNET,

[Mo2—T 4 RDEM (Add Interfaces) ]>[VLANA 2 —T A4 X (VLAN Interface) ]
7 Vw7 LET,

[—f% (General) ] C, KD VLAN EHHD/NT A —FE2RELET,
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Add VLAN Interface

General IPv4 IPv6

Name:
inside

Enabled

Description:

Mode:

None

Security Zone:

inside_zone

MTU:
1500

Priority:
0

VLAN ID *:

VIAN f 4 —J 24 ADEHE .

Advanced

[ 100]

Disable Forwarding
on Interface Vlan:

None

Associated Interface

Port Mode

| Cancel m

WEAFD VLAN A 2 —7 = A Z&fRE L TV 5EE, [BHEMT LA THDS A I —T A A
(Associated Interface) | 7 — 7 /WZiE, ZD VLAN DAA v F HR— FRFRINFET,

[VLANID] % 1 — 4070 OFPHICERE L £3, 7272 L. WEHEHOZOIZ PRI 0D
3968 — 4047 OFiPHD ID TR E F 5,

A H =T ABRFELTZH%, VLANIDZEETHZ LIITEEFA, T2 TOVLAN
ID /X, R &#5 VLAN ¥ 7 LEBRENDA X —T = A A 1D O TT,

(EE) [ % —7 = A AVLANTORIEDO L)l (Disable Forwarding on Interface VLAN) ]
? VLANID Z 3R L, B0 VLAN ~D#RE & I L E 7,

a)

b)

BEDIF7ATIO+—ILA2F3—T (R .
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B < 7t torrexk—treLTomE

722 21E 1 DO VLANZA VX —Fy N TIZRBRADIERIZ, 9 1 2FREE SRR
Fy hU—=JHNIZ, FLT3DEEZFR—L Xy NT—JIZENENEYV YK TES, HED
Fy NI —=ZIFEVRA Xy N =227 7B AT ALERRNOT, BED VLAN T
AL MEICTEET, EVRZA Ry NV —ZIXHEDOR Y N —2IZT7 7B ATEET
B, FORRITEEEA,

ATFYTE A B =T oA AREEFZTTHITIE, WOWTNLOFIEEZSHL T ZE,
e N—T v RE—RDA X —T =2 ZADFHE (45 X—)

TV T N—T A RN—D— A B —T o2 AT A—HDERIE (52—)

AT9 75 [OK] &2V v 7 LET,
ATv 76 [Save RTF) 127 Vv 7 LET,

T, [EB (Deploy) |>[RBE (Deployment) 1 %27V v L, E|0 Y CTi=T /A R |ZKY
V—HREATEDLLOICRY E LT, EREZREMTLET, ERITADTIEIHY A,

AAYFR—bDT IR R—FELTOEE

1 DO VLANICAA v F R— b 2BV B TAHIZIE, T7BAR—=FELTRELES, 77
TAR—NI, TR LDONT T4 v I OHEZIFANET, TlE, A —F v b 1/2~1/8
1Z. 574/ N TVLAN L IZEID 4 THNTWET,

)

GE)  TAARF, Xy NIT—INOLV—TRBIEHSND A=Y ) —TFa falizR—
FLTWEHA, L7=2- T, Firewall Threat Defense & DT X TOREFIL, v N —27 )L—
THTHRDLRWE T EVERH Y 7,

FIE

ATy F1 [T/ R (Devices) [>[T/31 AEH (DeviceManagement) | %3%®{R L. Firewall Threat Defense

TN A (Bdi) 1 (£) 22V v s LET, [A ¥ —T7 =A% (Interfaces) | ¥ 7 NT
74 P TERENET,

ATy T2 ETHA X —T oA A Edit) | (£) 227Uy s LET,

. BEDIF7ATI+—ILA2F3—T (R
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ATv7T3
RATvT4

ATvT5
ATvT6

ATy T1

ATvT8

24 9F K- 072 K—reLToBE |

R 1: 9S8 —T 14 ADREE

Edit Physical Interface

General Hardware Configuration

Interface ID:

Enabled
Description:

Port Mode:

Access s

VLAN ID:
1

Protected:

[£%) (Enabled) | F =7 Ry 7 ZA%F NI LT, A F—7 oA AWML LET,
({EE) [Description] 7 4 —/V RIZFAAZEM L £7,

AL 200 SCFLINTAN TE 4, T2 AR TIC 1ITTADN L ET,

[F—FE—FK (PortMode) 1% [7 7 & A (Access) JIZEREL £,
[VLANID] 7 4 —/V R T, ZDAA vF 5;"R— FD VLAN % | ~ 4070 OFPHA CTRE L £7°
74/ h® VLANID i3 1 T,

EE) ZOAAL v TF R— N RIS UTERET DI, [PRi#EF A (Protected) [T = v
TRy T A A A LET, 2L, AL vF R— FMNFE T VLAN _EOM O <7
A2 v F R—bFLBETIOEBSZENTEET,

A4 v F R— bk EOF A ZANEIHMO VLAN ST 7 v 2SN 5854, VLANNT 7 & 2
AT DMEN WG E . BRXOERRESCEZOMOEX 2 U T 4 REIHATT N A& A
WCOBET DA, AL v T R— MR AEICEE LRVnE I LET, =& xE, 320 Web
Y= R—% R A N5 DMZ 13D L556. FAA »F R— T [IrifFsH (Protected) ] ZHXD
2T 5 &, Webh——ZHAICHBECE £, WExy hT—7 L4Nx Y hT—27 130T
H 320D Web br—_"—FT XTL@ETE, ZOHHA[EETT 2, Web r— — I AITIH
FETEEHA,

(EE) [»»— Fv = T7H#Ak (Hardware Configuration) |27V v 27 LT, Ta7/ b v/ ALK
EaEFELET,

BEDIF7ATIO+—ILA2F3—T (R .
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AFvT9
ATy 710

BEDIFATI9+—NAv8—Tx4Z |

K 2:1\— Koz 7H#Rk

Edit Physical Interface

General Hardware Configuration
Speed
S
Duplex:
full
Speed:
1gbps v

Auto-negotiation:

V]

[HEhr T =—3 2> (Auto-negotiation) | F = v 7Ry 7 A (F 74/ F) AL T,
HWELT 27 Vy 7 22HBRHLET, ZOF 2y IRy 7 AF7ICT5E, HELT 2
Ty 7 A FEITHRETEET,

(72T Ly 7% (Duplen) 114 (Ful) 1o [ (Half) 1. £/ (A (Auto) ] &R
L/jz—g—o

« DEE (Speed) ]:[10mbps]. [100mbps]. F7-1% [1gbps] ZEIR L £,
[OK] &2 VU w27 LET,
[Save (RTF) 1227V v/ LET,

T, [EB (Deploy) 1> [ER (Deployment) 1227 VU v/ L, B0 Y TT A RZHRY
U BHTEX O E LT, AEEREBTIET, BEITHEYTIEH A,

AAYFR—FrDESO R—FELTOETE

ZOFNETIE, 802.1Q ¥ ZfHiF A H L THED VLAN {51655 F 7 7 R— N OEKRST
BIZOWTHIHLET, FTFU IR —NMNI TR LT 740 B2 TENTT7 400 %
ZTANET, FASHIZVLAND T 7 4 v 2703, M7 7R— P28 8310 L %
—éﬂo

N2, ZTRLNT T4 v 0 BRETHE, FONT T 4 v X AT 47 VLANID
WX 7T LT, ASAMIEELWAAL v FR—MNINT 74 v 7 BERELTED, BIOT7 74T
Tx—N A E =T 2 AIN—T 4T LT TEELHICLFET, ASAIE, FT T HR—
EWBHRAT 47 VLANID R T 7 v 7 235G T HBRIC VLAN # ZZHIBRLET, #7721
N7 74w 7 MBRELT VLANIZZ ZHRIF S5 L9012, MOAAL v FDNF7 7 R—HMIZFET
FA T 47 VLAN Z#%E LT &0,

. BEDIF7ATI+—ILA2F3—T (R



| BE0I7747 94— A08—T24R

FIE

ATy T

ATvT2

ATv7T3
ATvT4

ATvTh
ATvT6

ATy T17

24 vF K-t rsv9 K—reLcoze i

[T/314 R (Devices) |>[T/3f RAEHE (DeviceManagement) | %% L. Firewall Threat Defense
TS A (Bdit) 1 (£) 227 Vv 2 LET, [ ¥ —7=A A (Interfaces) ] ¥ 7 BT
74 P TTEIRSNE T,

WET DA 2 —T7 oA A [fife (Edit) ] (£)

K3:+3 9 KR—bFE—FDH

227U v 7 LET,

Edit Physical Interface

General
—

Hardware Configuration

Interface ID:

Enabled
Description:

Port Mode:

Trunk v

Native VLAN ID:
1

Allowed VLAN IDs:
[ 100,200,300

Protected:

(%) (Enabled) | F=v27 Ry A4 NILT, A4 —T=A AL ET,
({E&) [Description] 7 4 —/L RIZFBHZBML £9,

AL 200 SCFLINTAN TE 4, T2 AR TIC 1ITTAD LET,

[R—FE—F (PortMode) ] % [FT 7 (Trunk) JIZEREL ET,

[*A 7 4 7VLANID (Native VLANID) | 7 A —/L KT, ZDAA v F R— DFXA T 17
VLAN % 1 ~ 4070 O#iPH CTHRE L E7,

T 7 v sDFRA T 4 7VLANIZI TY,

BR—=PFDFEAT 47 VLANZ 1 DDOHTTHR, T_XTHOR— MIFELFRAT 47 VLAN
7T HE 2 %45 ¢ 7 VLAN Z{EH T £9,

[ZFFJVLANID (Allowed VLANIDs) ] 74—/ KT, Z®D FF> 7 "— D VLAN % 1 ~
4070 DHEAFHTAD L ET,

WONTNINDIFIETRK 20 HO ID 2IFETE £,

BEDIF7ATIO+—ILA2F3—T (R .
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B = o7t—torsosk—reLcomE

ATvT8

ATvT9

« H—D%&E S (n)
o #iPH (n-x)

c FEBIOFMAIT, Vv TREIY £, L 2F KOXIITHELET,
5,7-10,13,45-100

A= DROY AR=ZAZ AN TEET,

DT 4=V RIZHRAT L TVLANZEH D &, ﬂﬁéhif KT R— ML, XA T4
TVLAN b T 7 4 v 7 BR— bR ETH L &I ICVLAN % 7 ZHIBRLET, &6
X4T47WAN57H%®F774/7ixhéﬂiﬁho

(EE) ZDAL v F RN— FER#ERFRE L TRET DI, [Ri#EF S (Protected) [ F = >
IRy I AEA NI LET, ZHICED, AL v F F— I\7§>|EJDVLANJ:ODWJO)1%§§§M7”:
AA v F K= EBRETLIOEGS T ENTEET,

AA v F R— b EOT A AREIHMO VLAN 257 7 2 S H8E. VLAN NT 7 & A
ﬁT#éM%@&n%ﬁ BLOERRLEOMDOEFX 2 U T A REIHZATT 3 A %A
SBETAGEIZ. AL T R— FPMHAEIIZEE LWL LET, 72& i 325D Web
#%/\»«%Tz N5 DMZ 236 556 &AL v T R— FT[Ri#EHE A (Protected) | & H %)
T 5L, Web—R—ZFEICHECEET, NERy NU—7 LRy hU—7 ib\?“
AH 32D Web —N"—F RCLBFETEX, TOH L AEETT A, Web h— N—[TFHHIZ
FeEEti,

(EE) [»>— Ko = T7H#AL (Hardware Configuration) 27V v 7 LT, Ta/ L v 7 ALK
EErHRELET,

. Edit Physical Interface ? %

<, CT Hardware Configuration

| Duplex: auto b

| Speed: auto 5

i | Auto-negotiation:

QK Cancel

[HEhr T =—3 3> (Auto-negotiation) | F = v 7Ry 7 A (F 74/ K) A ITLT,
HWEET 27y 7 22 HERHLET, ZOF 2y /Ry 7 AZF7ICT5&, HELT 2
Ty I A FHTRETEET,

. BEDIF7ATI+—ILA2F3—T (R
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Power over Ethernet % .

([Fa7bys A Duplex) 1:[4 Full) I [ (Half) 1. £ [ (Auo) ] &R
LET,

« [#E (Speed) ]: [10mbps]. [100mbps]. 7=i% [1gbps] &R L £,

ZFyTI0 [OK] %2 U v LET,
ATYITN [Save (RF) 1 %27V vy LET,

ZN T, [ER (Deploy) ]>[REBl (Deployment) 1 %27 U w7 L, EYTiT /A A KR
V—mREATED IOV E L, BEREERETAET, BEFIIEINTIEH Y THA,

Power over Ethernet D& 5E

Power over Ethernet (PoE) AN— M, IPEFECMEEM T 7 B AKRA o N L DT A RE ) %
ffE L ET, PoBIET 74/ FTA X —7 /L T9, ZOFIATIL, PoE % M&hi L OE T
LHEE, AT a v NTGA—EERET D HEZOWTHHALET,

FIE

AT T [TNA4 R (Devices) |>[T/\14 RAEIE (DeviceManagement) ] #3&R L. Firewall Threat Defense

TN A (Bdit) 1 (4) 227Uy 7 LET, [ ¥ —7=A R (nterfaces) | % 737
74V b CERENET,

ATy T2 OfREE (EBdit) 1 (#) 227V w7 LET,
ATY T3 [PoEl &7 U7 LET,
X 4: PoE

Edit Physical Interface

General PoE Hardware Configuration
e ——
Enable PoE:
Auto Negotiate

Consumption Wattage:

Consumption Wattage: (4000 - 30000)mW

ATV T4 [POEZENZT S (Enable POE) | F=v 7Ry 7 A% A A2 LET,
PoE 137 7 # /L F TA X —7 /LT,

ATFw s HEx I o — g U ERITTFEIEREZEIRLET,

‘CHET Y FHOBE RIS IT— b+ (AutoNegotiate Consumption Wattage) | : #5567 /3
AADY TR LT v MUEEN LT, BT M AZHBMICE ) 246G L E
T 77 AT U4 —/WEILLDP M LT, SHIIZ#RY Y Mz —hLE
To FFEY TADT A Rufnd DL, LV OBNEHERT 2 0LENH 5356121

BEDIF7ATIO+—ILA2F3—T (R .
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. W=TN9 Y 42 8—T x4 ADEE

ATy T6
ATy T1

2T, ZDOITADRKEETT oY a =7 MrbiEd, =& 2%, 1295W 23
KT D7 FTAAT A REBIMLTSG. ZOT A APBAEZOBENT X TEMEH LT
W< Th, 3OWRHEID Y ToONET, —HOT A AL, ENEMHZHFRAL=— T
XFET, TS RIRERENNED L TOENTWDENLD DN ERbio T
LA, R VICEBT Y F#R (Consumption Wattage) | % FEICiRE L T, Lo
INA ARNCEN EfRCE £
&7 v 3 (Consumption Wattage) | : [EE7 v FHIOBEE T IT—F (Auto
Negotiate Consumption Wattage) | F= v 7Ry 7 A& 472 LT, FEY v NIERE
L. Uy bE (2 VYUY FEAL) T4000~300001CFETIHEL £, Vv Mix FH)
TREL, LLDP XAy — g U E BT L5813, Zoa~xr FaHLES, F
FEI D Y ToA. showpower inline i /1i2 27 F Adnfa s FoRrENET, Zhid, 77
ADHBEE I OREIHEH IR T=DTT,

show power inline =2~ > FAEMH LT, BIED PoE A7 — X A% RKRLET,

[OK]Z7 VU v 7 L&,
[Save (RTE) 1527V v 7 LET,

ZH T, [ER (Deploy) 1>[ER (Deployment) 1 %227 U v 27 L, E Y TF oA AR
V—ZBEHTELLOICRVE L, BHEEAEMTLET, BEITADTIEH A,

W—TNNv Y L 23—Tx4 ADHKTE

JL—TII\w s

TITIE =T Ry I A =T oA AERET D HIECHOWTIBHALET,

A 23— 24 RIZTDT

N—T Ny ) A =T =g AT, WA v Z—T o f AT alb— b5V 7 k=T H
AL 2 =T 2 A ATHY, BEOMPLA X —T = A ZA%J LT IPv4 BLOIPV6 IZH)ET
XFEF, =T RNy T A H—T oA AT NAEEDO RIS S ET, (FEOWFLA L 2 —
T2 A AMBT I EATED D, | OB UL LIEHE, BIOA 2 F—T xf ADEL—T
Ry LAV B—=T 2 AT 7 EATEET,

N=T RNy ) A F =T = AT, WOABTHEHATEET,
cAZT 4y I BIOFAF Iy 7 VII bz

Firewall Threat Defense (£, # A F I v 7 A—T 47 Fu barzZEl LA~ Ny I T
RUAZEATEET, £, T TS ATRAET v 7 )b— hEEE LT, Firewall

Threat Defense DWTNDDOYFEA L H—T =2 A A% LTI —T RNy 7 IPT RLRIZH|ET
% F 9, Firewall ThreatDefense Tld, W —TF w7 4 L X —T 2 A4 ABFEET DAL T 4 v J
N— FERETEERA,
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I VAR

JL—TI1Nv D

FIE

ATy T

ATy T2

ATvT3

RATv74

M—FRwy 4 28—2 242041 54 vespEE [

EErEYY
N—T RN A B =T 2 A ADHTA RT7 A4 LHIEEFEE (15 *—)
N—T Ry A B —T A ADHRTE (15 =)

AB—DITARADHA K54 2 LFHIREIR

I7AT7 94— E—F
e N—T v NE—ROALTHER—FINET,

BERAE EYSREY DY
« VTRV TIFYAR— I NNERE AL

ZOMOAA K54 v EFIREIER

WA =T 2 A AMNBIL—T RN T =T 2 A~D T 7 47 TiL, TCP
V=l ADT o H MMUITEICENIC o TOET,

AA—T L RADEHETE

TNRAADN—T Ry L FZ—T o ZA%BMNTHIZIE, WOFIEEZFEITLET,

[T/34 X (Devices) 1>[T/3f R EHE (DeviceManagement) ] %z 4R L. Firewall Threat Defense

T AR (Bdit) 1 (£) 227V v27 LEd, (A ¥ —7 A A (Interfaces) | ¥ 7 NT

74V FTERESNET,

[f & —7 A ADEM (Add Interfaces) | KRy 7T X 7 U ARG, [IW—TNRvoA4 >

24— x4 R (Loopback Interface) | Z# IR L £,

[—#% (General) 1 %7 T, IRDONTA—=F R ELET,

a) [4Al (Name) 1: V—T w7 LB —T =4 ADL4RTEANTILET,

b) [F%) (Enabled) ]: /V—F w7 B =T 2 AEFHTDHITIE, ZOF =y 7Ry
J AEF AT LET,

¢) [v—F/3v 27 ID (LoopbackID) ]: 1~ 1024 DA—F /3w 7 ID AN LET,

d) [ (Description) ]: /V—7 w7 L Z—T A ZAOFHEZ AT LET,

N=T v RE=RA B =T 2 ADNTA=F 2R ELET, =Ty FET—FDA

H—T A ADHE @A5X—) | 2L TIEIN,

BEDIF7ATIO+—ILA2F3—T (R .
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B —58vr108—9z42 0571 v 0L— HHIR

W—TNY D A3 —DT A A~ND LT T 490D L— LR

1R BRI

AT MIBRIZBR NS RNWE N, =T RNy A E—T A4 ZPT RLR|Tk
BENDIT 7407 DL —FEHIBTOIMLENSHY £9, o — P —ERRY o — (T
HIRL— L 2B TE £9,

FIE

ATYT1 N—TRy I A E—T 2 A RAIPT RVA~ND T 7 47 &R T 28T 78 AU A

ZVERC L 9,

a) [A#7Px¥ b (Objects) |>[A#T x4 FEE (Object Management) | iR L, =2
TUYT—TNnE [FOERAY bA—)LY X b (AccessControl Lists) | > [#:5R
(Extended) | Zi®IRN L £,

b) [EET 7 AU A FDiBEN (Add Extended Access List) 1% 27 Vv 27 LT, #HLWACL %
ERL L £,

) [FTLVEEET 78 AU XA A7 Y= I (New Extended Access List Object) | %A 7 a7
RNy 7 AT, ACL D4 HTEZ AT L (A= IEHART) | BN (Add) 1227 U v 2oL
THLOhZ> MU ZERRL 97,

5:ACLDEZET Y R DEM

New Extended Access List Object [~}

I rate-limiting \I

Entries (0)

d) [*v hU—2 (Network) 1 Z 7T, #Ex ((EF) BIUWET FL2 b=y 7
IP7 FLR) ZRELET,

. BEDIF7ATI+—ILA2F3—T (R
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N—FRw s 428—2242~DF574vo0L— kIR [

6: 32 ETEREDRY FT—H

Add Extended Access List Entry

Action:
© Allow v

Logging:
Default v

Log Level:

Informational v

Log Interval:

Sec.

Network Port
—

Available Networks C &

Q, Search by name or value any

any-ipvd Add to Destination

@ Application @ Users @ Security Group Tag

Source Networks (1)

any-ipv6
IPv4-Benchmark-Tests
IPv4-Link-Local
IPv4-Multicast
IPv4-Private-10.0.0.0-8

IPv4-Private-172.16.0.0-12 Enter an IP address

Destination Networks (1)

10.1.1.1

a
a

|[ Add"

| Add J |10.2.3.1|a
Cancel m

GE)
FI N DT 7 v ar (Action) 11E [ (—)
REFFOERICLET,

( Allow (match)) ]2 L., ZOfhod

o [X{E7C (Source) ]: [fEAAAEZ2 >~ U —7 (Available Networks) ] U A h7>5 any
ZBINL ., [FEICIZEM (Addto Source) | %227 U 27 LET, any OV ITEE
TP T RLAZIEELT, ZOT7 7RV RAMEKVIALZ LB TEET,

 [565 (Destination) ] : [#64G% v N U —72 (Destination Networks) ] U A k@ F DOiwte
RNy 7 A7 RLAZASN L, GBI (Add) 1227 Yy 7 LET, v—F Ry 7 A2

H—T A AT LIZFIBEBRY IR LET,

GEM (Add) %27V w7 LT, = hU%ACLIZEMLET,

[f#7F (Save) ]%27 Vv 27 LT, ACL Z{#1FL %7,

BEDIF7ATIO+—ILA2F3—T (R .
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B —58vr108—9z42 0571 v 0L— HHIR

7:ACL DRETF

Edit Extended Access List Object (7]
Name

rate-limiting

Entries (1)

Add
Sequence  Action Source Source Port Destination Destination Port Application Users SGT
' Dotess e 10211 P
Allow Overrides

ATwvF2 [KRY— (Policy) |>[7 Y RHI#E (AccessControl) 1>[7 %9 X #lf#l (AccessControl) ]
DNEIZER L, T80 ZZE L THRTWET 78 A a2y ha—/LiR Y —D[fFE (Edit) ]
(£) %7V LET,
AT9 T3 Ny hT7ue—ATOREKICHD [FEM More) 1 Ku v 7 H 0 U KEIND [FEEXE (Advanced
Settings) | %7 U > 27 LE7,
£ 8: FH iR E

o' in-out #

i - @ Prefilter Rules —+ (O Decryption -+ & Security Intelligence - () Identity =+ @ Access Control © More

HTTP Responses

Sourcy Inheritance Settings

Name Action Zones Networks Logging

~ Mandatory (1-1)

A7 w4 [Threat Defense— & A7 U 2 — (Threat Defense Service Policy) ] 7 /L —7"C [fifE (Edit) ]
(£ 27V yr7 LET,

9: Threat Defense —E X K1) > —

Threat Defense Service Policy
Threat Defense Service Rule(s) 0

ATFvTS5  [L—OiEM (AddRule) 1Z27 YV 7 LT, FLWL— L EERLET,

. BEDIF7ATI+—ILA2F3—T (R
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ATvT6

ATy T17

ATvT8

N—FRw s 428—2242~DF574vo0L— kIR [

10:[J)L—)L DB (Add Rule) ]

Threat Defense Service Policy

7]

@ By default, traffic undergoes deep packet inspection as part of AC policy evaluation. However, for the Add Rule
TCP State Bypass feature to be effective, it is recommended to avoid deep packet inspection by

configuring a pre-filter fastpath rule corresponding to TCP state bypass traffic

# Interface Object Traffic Flow Connection Setting

Interfaces
No Rules

Global

No Rules

=R RV — =L T4 P —RKREX, L LORETREADFIENF R INET,

[f>H—TxAA AT Y=2 b (Interface Object) | A7 v 7T, [/ 72—/ (Global) |%
IV LTETRTDOA U E—T oA AZEHEND 70— u— Vv EERC L, [k~ (Next) ]
27y LET,

11:50—/\LKRY o —

Threat Defense Service Policy

° Interface Object

Select Inteface Objects

[FF 74 v 7 7ua— (TrafficFlow) | A7 v 7T, A7 v 71 (16 =) TEK L7EE
TIVRAVARNAT V2l NEBIRL, IR~ (Next) 1227V v 7 LET,
B 12:453R7 V2R U R FORER

Threat Defense Service Policy

(1) Interface Object - ° Traffic Flow

Extended Access List:

I rate-limiting v ]

[BE6iR% € (Connection Setting) | A7 v 7' C, [#kidIlE (Connections limit) ] ZF%E L £,

BEDIF7ATI+—ILAVA—T (R .
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B vwnwyoros—orqzesiarsorsrngE

B 13: EfHROHKE

Threat Defense Service Policy Q
1 | Interface Object 2 | Traffic Flow e Connection Setting
Enable TCP State Bypass Randomize TCP Sequence Number Enable Decrement TTL

Maximum TCP & UDP Maximum Embryonic
Connections:

24 [ 12|

Maximum TCP & UDP Maximum Embryonic

Connections Per Client:
0 0

[ KRTCP# L TNUDP (Maximum TCP & UDP) | ##fefia /L —7 Ny J 4 L Z—T =4 ZADT
M ENDEHBICERE L, [RRIEEF2 (Maximum Embryonic) ] DEfifiz Zi LY bk
WEICRRELE T, T éhéb%fﬁ/lx~7/\ I AVE—T 2 A Ay 3 IR LT,
72l z0E, 520 105, F£7201F1024/512 ISR ETE £,

MR 2 3 E 2 & TCPAATRZEDEMC /2D £, ZOMITRIEICE > T, TCPSYN
Ry NefERILTA =T A A% T T 9T 4 7T % DoS WBING VAT LafRi# L
£

ATvF9  [#&T (Finish) 227V v 7 LTEREEZRFELET,

ATV 710 [OK] %227V vr LET,

ATy TN [EHIE%E (Advanced Settings) |7 1 > K7 C[f£{F (Save) 127 U v 7 LET,
ATvT12 T, BBEZTHT A AELEREATEET,

VLANH A3 —2J1x4RE80210 S X250k

X

VLAN V7 A v H—T oA ZAEMHHTEHE 1 DOYEA L X —T = A, LEA LV H—T =
A A, F721% EtherChannel f > % —7 = A A%, %725 VLANID T# 7 i} S 7-EE O
A H—T oA RZHEITEET, VLANV T A H—T 2 A AR 1D EHDA 2 HF—
7oA AL, BEIFIIZ802.1Q R T/ L LTHRESNET, VLAN Tk, FiEDWELL & —
TxAAETI I 74 w7 20l TBLLZENTEDD, WA L X —T =24 AE72013T
WA AZBIMLRLSTH, Ry NT—7 ETHEATELA =T =24 ADE LT Z &0
TEET,

. BEDIF7ATI+—ILA2F3—T (R
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VIAN G T4 2 8—T 14 20 %1 K51 v esipEr ]

VLAN AL B3 —D A ADHA K54 2 LFIREIE

ETILDOYR— b+

» Firepower 1010 : VLAN V7' A ¥ —7 = A AL, AA v TFH—FBLRNVLAN A > ¥ —
7z AATEIFR— SN TWERA,

EERA%EISREY VYT

T 2= VA= R—=V T FREY IR0y TAXENE) DY T A o F—T = A A%l
AT 22 LIETEERA, FIFMNISLTFA L AZ L ZAE— ROYEATT, FOHE., ZHhbD
Vo3 v —VEBY TA L —T oA AR TEET,

Z0MOAA K54

B LR =T 2 A A LD T LNy FOEEIE VT H—T o ABHHAT D
G WAL E—T 2 A AT I 74 v 7 ZBRSERNEIICTEHZEL LBV F

T WMBA VX —T =2 A AT Z T D2y hEBERSEL I LR TELHDTT, Z
ORI, TLRA VX —T 2 A AT DT 7T 4 T2 A > % —7 = A A L EtherChannel
Yo 7Y TIEEVET, 374 F—T2A AThT 7 4 v 7 ZBBESE 5213

F. TR, F72iZEtherChannel f ' X —7 = A AZ AT EVLERNH BT, £ X —
Tz AR IARERELRNWZETR I 7 vy 7 B SERVWE S ICLET, WBiar
H—T A A, TWEA LV HF—T A A, F£72iLEtherChannel f > X —7 = A A TH T D7}
VWS N AR S EAGAIL, WEEEY ARTE R E CE £,

CLI CRESNT-HHAOEHA L X —T 24 A Th, X =¥ T 7B RIEHEND

Fe BN H—T 2 A AT, FEA L E—T A AT Z—T oA AEHETH
ZEIETEEREA,

FIUBA L Z—T oA ZADFTRTOYTA B —T A AL, TV oI T N—TF A 8—
ML—FT o KAV H—=T 24 ADNTNNTHEILENHY £, BEBLO—&KTTE
FH A,

Firewall Threat Defense X4 A v 27 bF %7 7ua bz (DIP) 2V R—KFL7A
Wi, RSN TWARAL v F R— MEeBEFIC T X T L0 ICRETHHLE
NHH F7,

BA L H—T 2 A A LR UHHBIAZRD MAC 7 R L 2 &4 % DT, Firewall Threat
Defense CEFRINTY T A L H—T 24 AT—BEDOMACT FLAZEIN B THZ L
TEET, ez, P—ERX e M X —2LoTiE, MAC T FLRIZESNTT
Y AR AT O HEENHY £, o, IPv6 U 7 B—B)L T RLAIEIMACT KL A(Z
HAONWTHEREIND D, T A F—T A AZ—BEDOMACT RLAZEN YK THZ
LT, —EDIPve U7 a—v T RLUANAHEEIZZ2 Y | Firewall Threat Defense TH:E
DAVAZLATDNT T 47 OFWEEBITDZ ENTEET,

BEDIF7ATIO+—ILA2F3—T (R .
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B 72 EFLCEB VAN T 28— T o1 ROBAM

A\

GE)  MAC 7 FLAZFEITEID Y THEAT. TPH LR WVEHESE
ZBETH-DIC, RUYWHA v Z—T oA 2 LOFTRTOYT
A B =T 2 AZMACT FLAZE DY THLILHIZLTLE
él/\o

—

FINARAETILIZEBVLAN Y T B3 —TJ 24 ADERKH#

FTNRAAETVCEY, BRECTEAVLANY I A v H—T =2 ADEREDFHIBESNET,
TR AHE =T 2 A ATOHBYTA L H—T 2 A AERETHILENTE, BHA L X —
T oA ATIIRETERWVWZ LIHEELTLL7ZE0,

WDFET, KT /3 A T ILOFIRIZOWTHA L 97,

ETIL VIANH T4 28 —T 14 ADRRE
Firepower 1010 60

Firepower 1120 512

Firepower 1140, 1150 1024

Firepower 2100 1024

Cisco Secure Firewall 3100 1024

Firepower 4100 1024

Firepower 9300 1024

Firewall Threat Defense Virtual 50

ISA 3000 100

I3 —T x4 ADEN

1O EOYT A =T 2 f AP v H—T 2 A, WEA VX —T A A, FI2IZ
PortChannel f > % —7 = A AZBIMLET,

Firepower4100/9300 DA, 2T+ A v H—T 2 A ATHRT 200V 7 A4 v 2 —T = A
2% FXOS THE LET, a0 TFTF AL AX L AD VLAN B 7 A B —7 = A ZDEMNE S
LT EE, ZhbDY 7 A % —7 = A Al Firewall Management Center DA > % — 7 =
A AY A MIFR/RSIET, Firewall Management Center (ZH 7 A 4 —7 = A ZA%BINT 25 2
EHLTEETN, FXOSIZV T A v —T 2 ANEZE SN TWRWEA v F—T = A A EIC
RO FE9,

. BEDIF7ATI+—ILA2F3—T (R
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YILUE—T 4 ZADEM .

\)

GE)  HoOWMBIA L X —T A ANRZ TR L0y NEELET, X7 L0y MEESRN
BAEE. EX 2V T 4 RY—DFA =T oA AREEN TN L 2B LE T,

Fg

AT9 1 [T/A4 R (Devices) |>[T/ 31 AEHE (DeviceManagement) ]| 4R L. Firewall Threat Defense
TAA AR (Bdit) ] (4) 227Uy LET, [4 2 F—7 =4 R (nterfaces) ] #7137
74 FTIERENET,

RT9T2 YA LB —T 2 A ADHEMMEB LS —V 3 v MEEOHEBIHEST, A ¥ —T =1 R
EECLET,

ATY T3 [AVF—T 4 ADEM (AddInterfaces) |>[HTA4 2 —T x4 X (Sublinterface) | &7
Uy 7 LET,

ATy T4 [&f% (General) ] T, RO/NTA—HERELET,

BEDIF7ATIO+—ILA2F3—T (R .
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BEDIFATI9+—NAv8—Tx4Z |
. YITA =T 4 ZADEM

14: 474203 —J x4 ADEM

Add Sub Interface 7]

General IPv4 IPv6 Path Monitoring Advanced

Name:
inside-100
Enabled
Management Only

Description:

Security Zone:

inside_zone v
MTU:

1500

Priority:

0
Propagate Security Group Tag:
Interface *:

Ethernet1/1 v
Enabled

Sub-Interface ID *:
100

VLAN ID:
100

=l o |

a) [ ¥ —7xA A (Interface) |: V7T AH—T A A%BMTLHWE, TWE., 700X
R—=FFr N A H =T AEBRIRLET,

b) [7 A4 H%—7=xAAID (Sub-InterfaceID) |: %7 A ¥ —7 A ZAID % 1 ~ 4294967295
OHFHFADFEI TCATILET, FAIENDIY T A X —T 2 ZADFFIX, 7T v b7 +—
LR TERYET, REKRIZID ZEETEERTA,

¢) [VLANID]: VLANID % 1 ~ 4094 O#FH AN LET, Zhux, 2oV 7 ¥ —7 =
AR LDy NTE T HEAFT DI I ET,

IO VLANID 3B THAHALERH D 9,

ATy 75 [OK] &7 Vv 7 LET,
ATv76 [Save (RE) 127V vr LET,
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| BEDI74794— A28 —T1(4R
VXLAN A 2 —7 =4 ZDHRE .

T, [ER (Deploy) |>[BERE (Deployment) 1227 U v 7 L, E|0 HTiT /A AZKY
V—HEHTELZLIICRDE L, EHREZERTLIET, ARITAENTIEHY FHA,

AT T V=T v REEEI N T VART LU N =R A X =T 2 ADNRTA—=HEFRELET,
N—T 2 RE—RDA X —T x4 ZADFHFE (453—) FFZTV v IN—T A X —
T2 A ADFE (51 =) ZBRBLTLIIEEN,

VXLAN f >3 —TJ 4 ADERTE

ZOETIE., RIBIEE LAN (VXLAN) A v ¥ —7 = A ZADFREFIECHOWTIHA L ET,
VXLAN £ X —T x4 AF, LA V2 Ry NT—T ZERTH2D12, LAV 3IWERy
U—J Eov A ¥ 28 ry hU—7 L L THBEL 7,

VXLAN f 32— 24 R[ZDUNVT

VXLAN (%X, VLAN DA LRI LA —H Xy LA ¥ 2Ry hU—T P —bRERAA L FT
DL LB IEENME & kA 2 TUVWE T, VLAN &l LT, VXLAN (ZIZR OF]E0
&)V) \i—éqo

e TR R —RRTOYNLFTF o T A L N DOFRIRELE,
e LVEZSDLATY2ET AN (FRK 1600 7D VXLAN B 7 A 2 B IZxed 272800
BERA =TT 1,

Z ZTiE. VXLAN OFMEIZ DWW CEBA L £9, VXLAN OFEAIIZ DUV Tl RFC 7348 = &R
LT 7Z&V, Geneve DFEANZ-DOUWTIE, RFC 8926 &ML T2 &0y,

h7EILik
Firewall Threat Defense i, YR® 2 fEFHD VXLAN U 72/ b &R —F L TWET,

* VXLAN (T _XTPHOET /) : VXLAN X, MAC Address-in-User Datagram Protocol
(MAC-in-UDP) OH 72/ UALZHALET, TDO VA ¥ 27 L— A2 VXLAN ~ v #—
PBS AL, UDP-IP /37y MI@EPNET,

*» Geneve (Firewall Threat Defense Virtual ™ #) : Geneve (21X, MAC 7 K L A IZPRE I 72
WK 2N~ X —23% D £9°, Geneve 1 7/ {kIX. Amazon Web Services (AWS)
F—=h U0 —RKRZ YT TF5A4 7 AMO/Rr  KOFBRIRV—T 47 B
FONENEFROEEIZHETT,

VXLAN k> R)L T2 RiRA > b

VXLAN k> /L RARA > b (VITEP) 534 A%, VXLAN O FH FE kB L O 7L
(B AEFITLET, £ VIEPITIZ2 oD A v B —T oA A ZA 7 (BEF 2T 4 RY T —
%3 4 5 VXLAN Network Identifier (VNI) A > % —7 = A A LI EN S 1 DL EOEAEA >
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B vierEncs—o:zax

B—T A 2L, VIEPRIIZ VNI Z ~o U 745 VIEP EETLA v Z—T = A A LT
NBEBEHEDA L F—Tx2AR) BN FET, VIEP EETLA X —7 =1 A%, VTEP [Wi@E
DRI UAR—FMIP Ry b= ZERINET,

DKL, 2 DD Firewall Threat Defense &, LA ¥ 3 %y h U —27 %4 LT VIEP & L CTHERE
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ZOMDHA K54 0 EEH

e Firewall Threat Defense CTld., 77 A 7 VA — /v A L FZ—T = A AZHOWVWTiL, X7 v b T
802.1Q ~y X —MN1 DT R — h &, O~y ¥ — (Q-in-Q) 1TV HR—FSNEH
o T iAVTA By FER YT AU HZ—T 2 A ZZHOWTIE, FID T Q-in-Q 239
A—R&h, X7y FTR02.1Q~y X —220F THAR— hIivEd, 727 L. Firepower
4100/9300 (FfI4+ T, 802.1Q ~v X —IE 1 DT AR — I E T,

MBI T TN AT =B ADENIREDA L E—T =24 ADRERH D L, Tr—
T A TERRAA =D, A H—T = A @il T HEHICE L @A IR WEEER
bVET, A F—T A ADAT—Z AMEN S HGEL. B ez 2 V7345
7o, AT —FANEE LIEZRIZTXTOERE 7 V7 T5Z L EMmatL T 7EE0,

W—TYRKE—FKDAA—T A4 ADETE
ZOFETIX., 4H. ExXa2V T4 V—r, BIOIPVE T RLAEZHRET D HFEIZHOWTH
B}% I/\jzjﬂo

N

GE) T RCOAHE—T oA AEZATTTRTDOT 4 — /L KRB R—RFEINTWBEDITTIEIHY F
e
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BEDI7AT7 94— Av8—Tz4Z |
. L=TYRE—FDA =T 24 RADEE

1R AR
* Firepower 4100/9300
1. WA A —T = A ADRE
2. (BB FleA v X2 —T =24 AR ELET,
« EtherChannel (7" — bk F v /L) DiE/N

e AVTF AU AL AD VLAN 7 A o F—T = A ADBEN FXOS TR & FEAT
LET,

N—T Ry I LB =T A ADHE (15 3—)
« Firewall Management Center TOH 7' A » Z—7 = A ZADBH1 (22 <—)

¢« VXLAN A ' Z—T = A ZDFKE (35 2—)

- (fEE) hOITRTOETIL:
* EtherChannel O 3% &
NI NI A F =T =2 ADBTE (15 =)
W T A =T 2 A ADEI (22 =)
* VXLAN A » Z—T = A ZADFRE (35 ~—)
* AWS L ® Firewall Threat Defense Virtual : Geneve { % —7 = A ADFE (38 ~—
V)

* Firepower 1010 : VLAN £ > % —7 = A4 ADRE (6 X—)

FIE

ATYF1  [T/NA R (Devices) |>[T/31 AEE (DeviceManagement) ] %% L. Firewall Threat Defense
T A (Bdit) 1 (£) 22V v s LEd, [ H—T7 =A% (Interfaces) | ¥ 7 N7
74V FTIERINET,

AFv T2 WRETIHA L E—T = A [fa (Edit) ] (F) 227V v s LET,

ATw 73 [4HT (Name) | 7 4 —/L RiZ, 48 LFEUNTAETZ AT LET,
Z D4 FITE Tcluster)] EWIHFEAITHD D ZLIXITEETA, ZOAFNINE THEAT L7729
IZTFRS I TVET,

ATy T4 [H%) (Enabled) | F=v 7 Ry 7 REFNTLT, £ F—T A AZ2HMELLET,

ATvTH UEE) ZoA v Z—7 oA A% EPHHEH (ManagementOnly) [ IZEXELTCENT 7 4 v 7 %
BTHENT 7 4 v ZIZHIBB L £, through-the-box N T 7 4 v 7 IXHF RIS TV ER A,
ATy 76 (&) [Description] 7 4 —/L RIZ#BZBML £9°,
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| BE0I7747 94— A08—T24R

ATy T17

ATvT8

ATFvT9
ATy 710

ATy 7N

=Ty FE—FDS2E—T 4 ADETE .

DL 200 CFUNTAN TE £7, BT ARNTIZ 1T TAALET,

[(E—F (Mode) ] ey 7 & JXLT, [Z2L (None) | ZiEIRL 7,

WHEDT 7 AT I — A B —T = ZADF— RiL[/2L (None) JIZHRESNTVET,
HDOE— RIZIPSEAA V F—T = A A XA THITTT,

[E¥=2VUF ¢ Y —> (Security Zone) | Fuy 77Xy URA b Xa )T 0 V—r i
WE 200, B New) 1227V v 7 LT, FriLnkxa7 0 V=0 aBMLET,

N—=Ty FALE =Tz A AFI, V=T RIALT A =T =2 ATHY, V=T v ¥
ATDY =V CDHBRT DI ENTEET,

MTU IZDOWTIEMTU OF%E (75 2—) 22 LTI,
[ (Priority) |17 4 —/L RIZ, 0~ 65535 O#FHOKMEE AL ET,

ZOfEIE, RV = R—=ADN—T 4 U RERTHER S NE T, BEEIX. o1 v
B—T A A TRT T4 v I N—TFT 4 T THHEERETDHOIERAINET, FEM
ZoWTIE, TRV —_"—=A V—FT 4 T K —DHKE|] 2R LTI,

MPv4| # 7% 27 V7 LET, IPT RLUAZRET DI, IPF A7 (IPType) | Ku v 74
7 URAMIHDIRDOFT T arOnFnaiflLEd,

@AM, 79 A2 )T BXOAL—=T Ry T A F—T oA AL, BHROIP T KL ARERK
DO A& R—FLFET, DHCP B8 L PPPoE 1TV AR — KX TWEH A,

o« [FFOTIP 295 (UseStaticIP) ]:IP7 RLABLOY 7 Xy h~A7 &2 AN LET,
KAV MY —RA v MEROYA, 31y hOY TRy h~RA 7 (255.255.255.254 7214
31) ZEETEET, ZOHA, Xy NI —2FLF7a—RFRXxx A7 RLAHDIP
T RUVAETFHSNEEAL, ZOHE, AFZUNRALIPT RLAZRETEERTA, &Al
RAHEOLEIX, BUIPT RLAOLEHFEATEET, [F=F MRS v F—T oA R
(Monitored Interfaces) ] =V 7 @ [T/34 R (Devices) |>[T/\1 REHE (Device
Management) 1> [/\1 74 S E T4 (HighAvailability) | # 7 C, AX AP T
RLAZHRELET, AX UL IPT RLAZHRELRWGS, 77747 2= hE
Xy MU= TARNEEHLTAZ AN, A U H—T oA AEET=H =TT, V7
AT =2 T I THIELNTEERA,

« [DHCP Offifl (Use DHCP) |: KDA 7' a DT A—=H 2R ELET,

o [DHCP Z{#H L TF 7 4 /L b — k% Hif5 (Obtain default route using DHCP) ] : DHCP
Y= N=BT 74 N — b ERFLET,

« [DHCP/L— b A ~ U w27 (DHCProutemetric) ]: 7 RI =AML —FT 47 T 4 AX
VABRZEBE LI MTEID Y TEST (1~255) , ZELELV—FDOT 74V D
T RIZARNL—F 4T F 4 AZ AT 1 T,

« [PPPoE %f#i [l (Use PPPOE) ]: A > X —7 = A AN DSL, 7 —7 /L &5 A, £721TFD

MOFEBETISP IZHEGE SN TWT, ISP PPPoE # L TIP 7 RLAZE Y YT AL
Bl MORTA—FEZRELFET,
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BEDIFATI9+—NAv8—Tx4Z |

II L=TYRE—FDA =T 24 RADEE

ATvT12

ATy 713

(ER)
Liﬁ_o

(EE)

* [VPDN 7' /L—=4 (VPDN Group Name) ]: Z O s KT 72 DITRINT 57—
HLERELET,

* [PPPoE ==-—#'4 (PPPoE User Name) ] : ISPZ X » CiEffi&niza—V L4 2R EL E
R

¢ [PPPoE /XA U — R//XA T — KOHER (PPPoE Password/Confirm Password) ] : ISP IZ
FoTIRE SN AT —REEEL, #EiLET,

* [PPP%GE (PPP Authentication) ] : [PAP], [CHAP], F72IX[MSCHAP] ##{R L £7°,

PAPIIFBREFRFIZZ VT T XA FDOZ—YH LR — REET 2D, EX27 TiEb
¥, CHAP TlE, H—DOF ¥ Lo Ikt LT, 794 7> MR bE -
[Fr L P ERRAT—F] BEOIZITTFAMDO—FLERLET, CHAPIZ
PAP LV X a7 TTR, 7 —X &b L ¥ A, MSCHAP (% CHAP (2l T\ &
TR, =B CHAP DL D7 VT TF%A K XRU— R&fbT., BeifbEnr-
NRAT— RIEG 2717, T 5720, CHAP LV % =27 T3, £72. MSCHAP T
I EMPPE IZ L 27 — &% Dl HbDTzODF— % AR L E T,

* [PPPoE /L — A R VU w2 (PPPoEroutemetric) |: 7 NI =AML —FT 47 7 4 A X
YAZRFBE LI — MR M TET, ARRMEIT1~255TT, 774/ F T,
BB — h DT RI=ARNL—F 47 F 4 A AL 1 TF,

o [Jb— FEEDAZME (Enable Route Settings) ] : FEITPPPOE D IP 7 KL A &R ET
B, COFx v IRy 7 AEF LT, [IP7 KLA (P Address) | # AL
\i—g—O

[V— X EZFH M (Enable Route Settings) T = v 7Ry 7 A& 442 LT, [IPT
KL 2 (IP Address) ] & %Ml L7-%54 . ip addresspppoesetroute =~ > RA3KRD &
INHEA SNET,

interface GigabitEthernet0/2

nameif inside2 pppoe

cts manual
propagate sgt preserve-untag
policy static sgt disabled trusted

security-level 0

pppoe client vpdn group test

pppoe client route distance 10

ip address pppoe setroute

(7T v valla—Y—4 LAY — R&{R{F (Store Username and Password in Flash) ] :
77 yva ARV A=Y= L AR = REREFELET,

Firewall Threat Defense 7 /XA A1Z. NVRAM OFFEDBATIC 2 —P —4 L RA T — R
PRIFELET,

IPv6 7 RLADRE (56 X—) #HBMH L T[IPv6] ¥ 7 TD IPv6 7 KL A Z & E

MAC 7 RLVADKE (773—) 2L T [FEMEEE (Advanced) 1% 7 T MAC

7KL A% FHCRIELET.
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| BEOI7 47— A08—TzAR
=Ty FE—FDS2E—T 4 ADETE .

ATy 14 (HEE) [/\— K9z 7 (HardwareConfiguration) ]>[3E (Speed) %7 U v 7 LT,
Tal byl RALEREELRELET,

[Ty 7 A (Duplex) ]:[4 (Full) ]. [ (Half) ]. 721X [EE (Auto) ] 2R
LET, SFPA U F—T A AT [E_FE (Full) |OHEFR—FLET,

s HEE (Speed) |: HEZBINLET (ET/MTL->THERAY EF) ,  (Cisco Secure Firewall
3100 O &) [SFPE i (Detect SFP) | ZiBINL TA A h—/LEN TS SFP E Y =2 —
NOBEEZ R L, WERHEEZHEHLET, T2 by 7 AIFWICETEHT, BEixra
vI— g IWICANTY, ZOF T a itk BTEY NY—27FV 2 —LEZRDE
TIAZET L, #EZ BEICERT 5545 R TT,

GE)
B M (HA) £7203 27 70 K v 7 4 2 —T =24 ADHEIIEFE T A,

[HEhr T =—3 2 > (Auto-negotiation) ]: L, U7 A7 —HX A BIXOT 1 —H|
aERrI = M5 E—T =AM RAERELET,

[Ai7#E Y §TIEE— K (Forward Error Correction Mode) ]: (Cisco Secure Firewall 3100 7
7#) 25Gbps LA EDA v ¥ —7 = A AOHEIE, BIGAYETIE (FEC) 2 LET,
EtherChannel A > /N—A ¥ —7 = A ADPA 1L, EtherChannel (ZiBNJ 5 RiflZ FEC %%
ETLONENRHY £, BEZMHEATL25G8ICRINT 2% EIL. P rr—"0F2 47
L AVE—=T oA ZABREE (NK) Fy NI =7 EFV 2 — AN EoTRRY E7,

=R 1:BHREDT I+ + FEC

oo —nNa47 BEER—bDTI+ILLFEC| Y FT—VED21—)LODT
(A—Y2v 19~116) | T+ Lk FEC

25G-SR %5 74 4= FC-FEC 5 108 5= RS-FEC

25G-LR %5 74 4 FC-FEC %5 108 25 RS-FEC
10/25G-CSR %5 74 45 FC-FEC %5 74 5 FC-FEC
25G-AOCXxM % 74 %% FC-FEC % 74 %= FC-FEC
25G-CU2.5/3M HEhk a2y o— g EEIES= R N
25G-CU4/5M HEjxdyo—3 32 HEjrdvT—v 3

ATy 15 (HFEE) [vFx—Y %7 7t A (ManagerAccess) | — DT —H A ¥ —7 = A AT Firewall
Management Center ‘¥ 7 7 £ A #H @ LET,

Firewall Threat Defense # ix#liZE > b7 v 755 L &2, T—HA X —T 24 ANLTR—
VX T 7 EAEZAMNTTE E T, Firewall Threat Defense % Firewall Management Center (ZiE/11 L
RIS R —=V X T 7 B R GETITENCT 5561 WESRLTIEIN,

RN T I ADEHEIY BT VAL H—T 2 ADEENS T —H D
G¥)
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. L—TYy FE—FDIUE—T 11 ADHKE

BEHA LI =T 2 A ANBT—HA L HZ—T 2 A~DYRZ =X A L Z—T =2 ADK
TEROICBBE LN E, v~ 32—V X T 7B A2EMCTHZ LidTEEtA, BITEH
WBLZH, [ —Y %7 27 A (Manager Access) | — Y Tv 31—V v 7 78 AEHL)
L, REERGFETEET,

RN T IV BADEY v R TV RA A B —T oA AT — A NLEH
WCAEES D

YRV X T I RAA B =T 2 A A D DT —FA B =T A AMDRIDT =2 A L F—
T2 A AIERTDIHEARIE, TOT —F A H—T 2 ATIR—Vx T 7 BAEZMWHIT5
MERH D EFTN, A X —T oA ARKRITEEEHIC LT EEN, BHAEFEITT DI
X, EOT—Z A Z—T 2 A ZAEFEHTHLERSY T, HTLVX—Txy TR A
VHE =T 2 A ZATHLUIPT RLAZEHTL25E81E, TDA ¥ —7 = A 2D 1P RIE & HIFR
FFERTEET, ZOEFIBIBAICHEELETA, HILA VX —T = A RZHIOIP T
R LR &M T 584 1%, Firewall Management Center (ZFR/RIALDHT/NA ADIP T KL A ¢
2% L ¥, Firewall Management Center COHR A ML FZITIP T KL ADOEF 25 L TL
W, AFZT 427 /— K, DDNS, DNSBREREDHFH LA ¥ —T = A A% T2 X
DT, BHET OB EH L T EE N,

Fe B A B =T 2 APEDTR =% T 7 v AIZIE, ROFIRNH D £97,

RN T IR RAEANNCTE HDIE. 1 DOMBRT —F A 2 —T 2 ZADHZT
4, V7 A H—7 = A AE72ILEtherChannel Z 45 Z LT TE EHA, v F—
TIVAAHE =T 2 A ATHTA U H =T oA AEERTH EHLTETERA, TLEM
% HARJ L LT, Firewall Management Center DH—DE W F VA L HZ—T =2 f ATV R—
VXTIV ERAEANNITH B TEET,

DA =T = A ATEHFMICTEEREA,
STy KA VB =T 2 ZREMT BN —T v K7 74T U4 —E— FOZTT,

e PPPOE [ZH R — K ENLTWEH A, ISP TPPPoE N MLEREA 1L, PPPoE Z AR — 15
JL— 4 % Firewall Threat Defense & WAN &5 ADEICEET HZLERNH Y £,

A UH—T 2 A AEFETDINENHDDIEYZ 17—, VRF DA T,

*SSHIET —H A v X —T =2 A ATIET 7 4/ hTHMZ 85> TRz, % T Firewall
Management Center Z ] L CSSHZ N T 2 ERH Y £, /o, BHA L F—T =
AR =Nz ANT—H A2 —T x4 AEBR IS8, configure network
daticroutest~ > K& L CEHA ¥ —7 = A ZAHOEHIL— F 2B LARWRY |
VEe— b3y NT—INOEHA X —T7 = A AT SSH #6952 LIFTE EHA,
Amazon Web Services @ Firewall Threat Defense Virtual D36, 22—/ — MIfEHT
XN, FEA L H—T 2 A A~DO SSH T 7 ¥ AZMFFTH2ULERH Y £, &E
ZHATT DRNC, BEHOHIL— MBI LET, £, v 32—V ¥ 7 78 ZAHD
T=BA A =T A ZAERETHENT, TXTD CLIER (configure manager add =
~ v REGETy) #/&T LT, E&‘rﬁ%‘f@ﬁbi’h

CEBA VS =T w A ALA N NEA V=T A AR T D D LITTE E
Poo

. BEDIF7ATI+—ILA2F3—T (R


management-center-device-config-73_chapter2.pdf#nameddest=unique_67
management-center-device-config-73_chapter2.pdf#nameddest=unique_67
management-center-device-config-73_chapter2.pdf#nameddest=unique_60

| BE0I7747 94— A08—T24R
Iy In—F4va—7z1208% |

e U TAZY LTI R— P EINFERFA, ZOHRE, FEHA X —T oA AEMHT HHME

BV ET,
NATRAZEVT TV R—FShEtA, ZOHE, BHA =T oA &M+
LMERH Y 9,

17:I%x—C% TR

Edit Physical Interface (7]

General IPva IPv6 Path Monitoring Hardware Configuration Manager Access Advanced
1 —

Enable management on this interface for the Manager

Available Networks C + Allowed Management Networks
Q Search any

any-ipv4

any-ipvé Add

IPv4-Benchmark-Tests
IPv4-Link-Local
IPv4-Multicast

IPv4-Private-10.0.0.0-8

Cancel m

» Firepower Management Center X OEBA L H —T = A ADROVIZZ DT —H A L H—
T e A AEEIHEMNT DT, [0S F—T oA A LOERE R =TV ¥ IIx LT
M3 % (Enable management on this interface for the manager) %4 (2L E,

s (ATFvay) [FrsnEHE Y U —72 (Allowed Management Networks) |78 v 7 A
T, ¥R = VXTI BAZHATHXRy NU—F EBBMLET, T 74/ FTiE, T
DIy T —7 PNFFRIESNET,

AFy T8 [OK] %227V v LET,
ATY 711 [Save (RE) 127V v7 LET,

T, [ER (Deploy) 1> [ER (Deployment) 1227 VU v/ L, BV Y THT A R|ZHRY
V—ZBTE X0 LT, BEEREBTIET, BEITHEYDTIEIH A,

N :\s » O SJL =

TV TNN—TAE3—T 214 ADETE
7V w3 7 )L—71%. Secure Firewall Threat Defense /34 A BS)L—F 4 L 7 TIERLS TV v
CITAEAHE =T 2 A ADITN—T T, TV T N—TIE "N T AT LN 77 AT
YFE— N ET— R, NA—FT v R TI77A T T4 —LE— ROWMEFTHR—FEINTWVET, 7 U v
DI N =T DM ONWTIL, TV v TN —FIZONWTEBRL TS EE N,
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BEDIFATI9+—NAv8—Tx4Z |
B ouovon—grvn—o—mutars—7z42 852 —20%E

TV IN—FEEEA P —T 2 RERET DI, ROFIEZETLET,

TS TI—TF AN—O— BTG A VA —T T AR INTA—IDHTE

ZOFEE, TV T IN—T A N— A B =T 2 f ADLRIE X2 VT 4 V=%
ETDHHEZOWTHHLET, RUT7Y v 7 N—7T, SEIERFEHOAN L H—T A
A (WBRA B —T = A A, VLANY 7 A X —7 A A Firepower I010VLAN A > % —7 =
A A, EtherChannel, JULRA v #—7 A R) &HZDLIENTEET, HHA L F—T =4
AP FR—FEINTWERA, V—T v KE— FTiL, EtherChannel [TV H— F SN FEH A,
Firepower 4100/9300 Tix, 7 —#HX A T DA L Z—T = A4 ATV HR— SN THEHA,

15D B HIIC
* Firepower 4100/9300
1. WA 2 —T A ADRE
2. (BB FleA v —T =2 A AR ELET,
« EtherChannel (7R— k 5 /L) DB

AT T A UARLX L AD VLAN 7 A X —T = A ADEM FXOS TR % FAT
LET,

« Firewall Management Center TOH 7 A ' Z—7 = A ZADBH1 (22 <X—)

c ((TE) tOITRXTOETIL:
* EtherChannel D% &
cH T AU H—T 2 ZADBEM (22 N—)

s Firepower 1010 : VLAN o % —7 = f ADFRE (6 X—)

FIE

ATvT1  [T/AM R (Devices) |>[T/ 31 REHE (DeviceManagement) ] % i#4R L. Firewall Threat Defense
TS A (EBdit) 1 (£) 227V v 2 LET, [ ¥ —7=A A (Interfaces) ] ¥ 7 BT
74 hTERSNET,

ATFvT2 ETDHA L EZ—T oA A [MRE EBdit) | (F) 2270y s LET,

ATv T3 [4AET (Name) ] 7 4 —/V FIiZ, 48 XLFLINTARIZ AN L £ T,
Z D4 % Teluster)] WO FEMTHO D Z LITTEER A, TOLANINETHEATZ729
PR ENTHET,

ATv 74 [F%) (Enabled) | F=v7 Ry A4 NILT, A —T A AxHIMELLET,
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| BE0I7747 94— A08—T24R

ATvTh

ATvT6

ATy T17

ATvT8

ATFvT9
ATy 710

TVYDTN—T AVR—D—RGA VB —T 14 RINFA—FDEKE .

UEE) ZoA v Z—7 oA A% EPHEA (ManagementOnly) [ IZEXELTChT 7 4 v 7 %
BTHENT 7 4 v ZIZHIBB L E T, through-the-box b T 7 4 v 7 X RIS TWER A,

(%) [Description] 7 4 —/L RIZ#BHZEBML £9,
AL 200 SCFLINTANTEE T, ST AN TIZ I1ITTANLET,

[E—F (Mode) | Fry ¥ UAKT, [78L (None) ] ZEINL £,

WEDOT7 7 AT U= A X =T ADF— RiL [/ L (None) | IZEESINTWET,
thoOE—RKIZIPSHEHAA L X —T A A XA THNTTT, ZOA X —T =2 A&T ) v
TN—AZED Y THE, [AA vTF K (Switched) ] BT— RIZEREINTT,

[E¥=UF 4 V— (SecurityZone) | K v FH Ty URA b EFa T 4 V—r &iE
WT 20, FH New) 1227 Vw7 LT, HriLnex=2UT7 0 V=2 %2BMLET,

TV9Y IN—=T AN A v H =T 2 AL, A 9 F REAT A F =T =4 ATh
D, AL v F REALTDS — OB THIENTEET, ZDOA X —T oA AR LT
IP7 RLABREFTOROTIEEN, 7V v PEAEA v F—7 =42 (BVD) IZHLTOHR
IP7 RLUAZRELET, BVIZY — B LTELT, BVIICIRT 7 EX 2> ba—iL &
Vo—Z@ATERNIEIEELTIES Y,

MTU IZDOWTIEMTU O%E (75 2—) 22 LT &0,
(f£&) [/\— Fz 7#m8 (HardwareConfiguration) |>[3EE (Speed) %2V v 27 LT,
Tal by ALEEERELET,
s [T=27VL vy 7 A (Duplex) |:[4 (Ful) ], [ (Half) ]. 71X [HE (Auto) ]| ZiER
L9, SFPA L H—T A AL [ _HE (Full) |OHZIKR—FLET,

o [ (Speed) ]: HEZZINLET (ET ML THRARY EF) . (CiscoSecure Firewall

3100 D7) [SFPAfiH (Detect SFP) ] Zi#IR L TA A h—/L STV D SFP EY =2 —
NOEEZR L, BEURHEAEHLES, 727 by 7 2XFICTAETEHT, BT
V=g IEICES T, 20TV a i, B TRy NTI—FT BV 2a— L ERDOE
TIOVICAET L, %2 BENICES T 2561268 T,

GE)
A (HA) £72327 70 FHlEY 7 A o8 —T7 24 AOREIIEE TE I H A,

s [HElRr T = —3 3> (Auto-negotiation) ]: BHE, VI AT —H A, BILOT o —ifl
HEaRrIL = T EIICA H—T =2 AERELET,

 [AiFRE Y ZTIEE— K (Forward Error Correction Mode) ]: (Cisco Secure Firewall 3100 &
Z2) 25Gbps A EDA 2 —T = A4 ZDHBAIE, BIHFEY FTIE (FEC) AT LET,
EtherChannel X > /N\—A X —7 = A4 ADATL, EtherChannel (23BN 5 FijlZ FEC % &7%
ETHNENDY T, BEIZHEHTGAICRIRT 2% EIL. T rov—0F 47
Lo AVE =T A AREE (WK) PRy FT—7EV 2a— AN Ko TR £,
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B ooomeros—5z02 B omE

ATy TN

AT T12

ATy 713
ATv 14

BEDIFATI9+—NAv8—Tx4Z |

R 2:BHREDT I+ + FEC

FSoo—NRA4T BER— DT I+ EFEC| Ry hT—VED21—ILDT
(A—Y2v 19~116) | T+ )Lk FEC

25G-SR %5 74 4 FC-FEC %5 108 < RS-FEC

25G-LR 5 74 & FC-FEC %5 108 4= RS-FEC
10/25G-CSR % 74 4= FC-FEC % 74 4= FC-FEC
25G-AOCxM %5 74 2 FC-FEC % 74 45 FC-FEC
25G-CU2.5/3M Hfjx gy o— g0 HEixdvo—y g
25G-CU4/5M HEl x> o—3 3 HiEhxad o —3 3

(EE) IPv6 7 KL ADFEE (56 X—) #ZMM L T[IPv6] ¥ 7 TD IPv6 7 KL A& F%TE
L/ivg—o

(fEE) MAC7T RLADHKE (773—2) =2 L T [RFMETE (Advanced) | % 7 TMAC
7 R AZFEITHRELET,

[OK] %27 Vv 27 LET,
[Save RTF) 1227 U7 LET,

T, [ERE (Deploy) |>[BERE (Deployment) 1 %227 U v 7 L, E|D HTiT /A AZKY
VHERTELRIICRV E L, EEAEMTLIET, ZEITADTIEIHY A,

Ty ORBA 22— 4R (BVI) OFRE

TV IN—FT L2, IPT RLAEZEET S BVI NXLETY, Firewall Threat Defense 1
TV oY TN—T BRI D3y NOEFEILT RLRE LT, ZOPT RUAZEH
LET, BVIIPT RURIL, #Esizry NU—2Z LRICY T Ry NNIZHAMERH Y F
T IPVA N T 7 4w 7 DA, TXTO NI 7 47 Z@iBIE 521X, BVIIP Y R L ARL
FCT, IPv6 T 7 4 v 7 OEEIE, Vel b, NI Ty EBEBSEL Y/ a—hL
T RUVRZRET DLERHY £3, U E— NMEHREOEHBEL T D7 7 Ve % F8L4
HIOIZ, Ja— " VERT FLAZRETHI E2HESE L 47,

N—T v RE— ROEE, BVUCARIZIHET S &, BVIDBLV—TFT 4 72BN ET, 4Rl
ZREELRTUI, 7V P INA—TFIEX T AT LU b 77 AT U4 —/)L E— FOEES
ERICE D ICRRBES N E FIZR Y 97,

N

GE)

&5 Diagnostic f ¥ —7 = A AT, RETERWVWT Y v ZL—7 (ID301) 1&, &KE
WCHBWIZBINENE T, 207V v P INA—T137 Y v I A—TORIRICE TN A,

. BEDIF7ATI+—ILA2F3—T (R
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FIE

ATy T

ATvT2

ATvT3

ATy T4

ATvT5

ATvT6

ATy IT17

JyysmEsva—7z12 B 0Fz [

1R BHHIIZ

X2l T4 V= BVIZEBNMTAZ LTI TEETA, TDH, BVIKT Z7EA 2k
g—/LARY S —EFMATAZLIITEERA, V=2 HESINWTT Y v T —TF DA R —
A B =T 2 A AR —FEATIVLERNH Y 97,

[7T/84 R (Devices) |>[T/\1 REH (DeviceManagement) ] %3 L. Firewall Threat Defense
TR AMRE (Bdit) 1 () 22Uy 27 LET, [A X —7 =4 A (Interfaces) | ¥ 7 HT
T A hTERSNET,

M2 —T 4 ADEM (Add Interfaces) 1>[TV v II—T 4248 —2T x4 X (Bridge
Group Interface) | 3R L £,

=7 v RE—F) [4H1 (Name) | 7 4 —/V RIT, £4Hi% 48 LFLUNTAN LET,

NoGT7 400 %TY Y TN— A= (T2 & 2R, A v —T = A ARt
TV TN—=T DAL N=) [IV—T 4 T T EHVEND DHEEIT. BVIICARTZ T 540
ERHY FT, LRNIKRLFENLFERXBIENEE A,

[7V > Zv—71ID (Bridge GroupID) ] 7 4 —/L RIT, 1 ~250 DEDT Y » ¥ 7 —7F
ID Z A LET,

(7> a ) [ (Description) | 74—V RIZ, ZO7 Y v¥ ZA—70OiHE AT LE
D

[f 5 —7xAA (Interfaces) | # 7 TA L H—T A A% 27 V27 L, B (Add) 1%7
Uy 7 LTHRBIRLIZA ¥ —7 x4 A (Selected Interfaces) | fHIKICZEDA X —T = A A%
BEILES, 7V P T N—TDALNR—ZT T XTOA L F—T oA AT LT IRL
£,

(hFZv AT LU hE—NR) IPVA]| X 7% 27V 27 LET, [IPT KL A (IP Address) ]
TA4—VFIZIPVA T RLABIOY T Xy b v~ 272 AN LET,

BVIIZIZA A B 7 R A (/32 £7213255.255.255.255) ZE0 B TRNTLIEZEW, £72, /30
BT Ry b L (255.255.255252) . ARA N T RLUANR3IORKG (T 7T AN —L—H
G AN =B =K KTUARXT LY N 77 AT U4 —MIENTN 12T D) Ot
DY 7Ty MEFEHLARWTL 72&V, Firewall Threat Defense 7 /34 A%, 7 %~ b DIEHE
T RUVAEEKT RUATEZESNDTXTOARP Xy ha2 Ry 7 LET, 7-& 2
W, B0V TRy hEFHL, OV TRy MIBT v T AR =LA —H~DTRIFERT R
L A& E Y T4 . Firewall Threat Defense 7 /34 AIH T A MU —A )L—ZnGLT v
A R Y=L L—H~D ARP k% Fo v 7 LE7,

‘A AEOSEIE, [E=H —%t5% A % —7 = A A (Monitored Interfaces) | = U 7 D [T/34
A (Devices) 1> [T/ 1 A& (Device Management) |>[&RIEM (High Availability) ] #
TT AR AL IPT RLAEZRELET, AF AL IPT RLRAZRELRZRWEGS, 77
T4 7 2=y MIFY NTV—7 TAREHEHALTCRZ A, A F =T 2 AE=F—T
T, VT AT =2 T/ THZELNTEERA,

BEDIF7ATIO+—ILA2F3—T (R .



B ro7rLzomE

ATvT8

ATvT9

ATy 710

ATvIN
ATvwT12

BEDIFATI9+—NAv8—Tx4Z |

W—TFT v RE—=F) IPVA| X7 %27 Vw7 LET, IPT RLAZRETDHICE, [IPXAT
(IPType) 1 Ry 7 XUy URANMIBLIROF TV arOWTFnaERLET,

B HAEBLI O FAZ Y T A2 —T A AL, HEIIP T RLAREDHETHR—FL
¥9, DHCP [ZV R —F N TWHEEA,

« [FFEOIP 2 4% (UseStaticIP) 1:IP7 RLABIOY 7 Xy h~A7 &2 AN LET,
A AEOSEIE, FNIP T RLADOAEFHTEET, [E=F %G X —T = A
A (Monitored Interfaces) ] =V 7 ® [T/34 X (Devices) | > [T/ AEHE (Device
Management) ]>[/\1 7_A S E T4 (High Availability) ] # 7T, AZ LA P T
RFLAZRELET, AZ UL IPT RLAZRELRWERS, 77747 2=y M
Xy NI —=7 TAREHEH L TCRAF AN, A F =T 2 ABE=H—TET, V7
AT—h2 b T FT5ZLLTEEEA,

« [DHCP Offif (Use DHCP) |: IRDA T2 a v DRI A—HEFHELET,

« [DHCP Z{H L C7T 7 #+ /L k Jb— K & Hf% (Obtain default route using DHCP) ] : DHCP
Y= N=InHT 74V N — N EEREFLET,

« [DHCP/L— kA VU v 27 (DHCProute metric) |: 7 KX =A NL—T 47 T 4 A X

VABEB LI L— MBS TEST (1~255) , FELIEAL—FDTFT 7 4L D
T RIZARNL—F 4T T4 AX LRI 1 T,

EE) IPV6 7 KL v v U T OBREIZOWTIL, IPv6 7 RLADERE (56 X—) ZHML
TLEE,

fEE) A¥T 4w 27 ARP=> RU DM (78 %—) BLOFHIMACT KL ADEMNE
TV T N—T O MAC FE O (79 %—) (FFUAXRT LY k= RFDOFED
7)) #ZMLTARP & MAC % L £,

[OK] %27 Vv 7 LET,

[Save (’RTF) |27V v 7 LET,

ZN T, [ER (Deploy) |>[FEBl (Deployment) 1 %27 U w7 L, EYTiT A A ZHRY
VR TEXXOICRDE L, BEEREMTLIET, BEITHEHTIEH THA,

IPv6 7 KL ADRTE

IPv6 [ZTDULNT

Pv6 7 KLy U5

TITE ATy RE—RFRBIOFN I VAT LY N E—RTIPV6 T KLy 7%
T B HECHOWTHHLET,

e
it

ZOv 7 a s llE, IPve T AERN G ENTVWE T,

IPVv6 |12t L CIRD 2 FEFED 2 =F ¥ A 7T RLAZRETE £,
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Modified EUI-64 1 52 —2J =4 X ID .

e a— L Ju—rL T RULRE, T Y v T Ry NU—T THERARGER T Y v o
T RLVATY, TV ITNAN—TDEE, ZOT RLVAZEZEA L NN—A L HX—T xR
TEICHRET HDOTIEARL, BVIHICRET 20 ENRHY £3, £/, hTvAXT L
N E— RCEHA LA —T oA ADT O — LR IPV6 T RLAZRETH L T E
7T

e rm—Hh): YV ru—hT LA, BEEERIN-Xy hU—2J T THEAT
ELHTTAR=RF T RLATY, v—&F, Vo= 7 RLAZMHHALT ATy
N EERET HDOTIE L, FEOYER Y NT—7 BT AV ]\L“C‘ié@f:“ﬁ%%ﬁb\iﬁ‘o
N—B1E, T RUAREEITT NV ARRR EORA N—REERICER T ES, 7
VoD IN—TTlE A=A B =T A ZADHN) 7 a— T KL RAEiA
LTWEd, BVIIZIZF »7a—01 7 RLRIHY FHA,

RIKIR, IPV6 NEIMET D K5IV v 7 a—hL T RLAZHRETILERDY £4, Fu—
SNV T RVARZRETDE, Vo7 ua—h T RLARA LV H—T = A AZHBICHRE S
noleH, Vo rza—n T RURAEFEINCRET 2MNETHV EEAL, 7Y vy T —7
A B —T 2 A ATIE, BVITZ 2 — L7 RLXE#RE LA, Firewall Threat Defense 7
INAANRBEENZA L N L HZ =T 2 A ZAD) 7 a—h)VT RLAEERLET, Fa—
SOV T RUVAERELRWEAE, Vo ru—hL 7 RLAZHENIT 50, FEITRE
TOMERDY £,

Modified EUI-64 1 2 —2 x4 X ID

RFC 3513 [Internet Protocol Version 6 (IPv6) Addressing Architecture] (A > ¥ —F v k 71 k=
NNR—=Tar 67 Ry 7 T7—%727F %) TiX, AT UE000 TIHED LDEERE,
FTARTOZ=F Y A FIPV6 T RLADA F—T = A ZiRlFE0 13K S8 64 £ R T,
Modified EUI-64 JE 2 CHIANL T H Z L N BR &3 TV E 97, Firewall Threat Defense 7 /34 A T
X, m—H U 7T SNTC AR A M ZOEAEZ#EATE E7,

ZOBRENA v F =T = A ATHMESHL TS E, DA ¥ —7 = A A ID A Modified
mnm%ﬁ%%mbfwé LERMERT DD, A F—T = A ATZE LI IPV6 N7 v
FDFETLT R LU ADEEITL MAC 7 KL A HE% LCHERBENET, IPv6 2T > F3A
4 —7 = A A ID |Z Modified EUI-64 TERX A H L TOWRWEE, X7y MIFry 7S, &

DYAT AT A yb—URNE/RESNET,

325003: EUI-64 source address check failed.

7 R AEROMERIT, 7o —D2MER SN GEICOAFEITEINET, BEFOT7a—nboR
oy MIHEREINEY A, 7. TRLVAOHERIZe—HL U 7 EORA ML TORE
fTeaxd,

IPVv6 TLID 4 VIREREISATY FDETE

Firewall Threat Defense (. (7 —7VET LIZEHF SNIZANEA L X —T oA A2 D) 75
AT b AE =T 2 A AN 1 DL EDIPV6 V7 4 v 7 A% L5 X 5 12 DHPCve 7
VI U T AFLE T4 T M UTHERET 5 2 & AT, Firewall Threat Defense |34 D 7' L
T4 I AT Xy MELTHEA v F—T = A RZEIDYBTHZ EMNAFETT,

BEDIF7ATIO+—ILA2F3—T (R .



BEDIFATI9+—NAv8—Tx4Z |
B rerocvozzmons

IPv6 TL T 1 v REEDHE

Firewall Threat Defense I%, (7 —7 /&7 DMIERH SN A v X —T = A RlgED) 7T
ATV MAUE=T A AR 1D EDIPV6 T V7 v 7 A% HS K 512 DHPCv6 7
VI T ABEI T4 T M UTHERET 5 Z & AT, Firewall Threat Defense |34 D~ L
T4 I AT TRy MELTHEA v X —T 2 A AZEID Y THZ ENFRETT, Zhic &
D, WESA U H—7 = A ANTHER STV DR A MME, StateLess Address Auto Configuration

(SLAAC) #fEH LT/ r— LIPv6 T RLAZRGTE £9, 7272 L., Wi Firewall Threat
Defense f > Z—7 = A AIT VT 4 v 7 AZAEY — =L LTHREL W DEE LT 2
Z Y, Firewall Threat Defense iZ, SLAAC 7 74 7> MNZZ a— 3L IP 7 RL A& M45 2
L TEEEA, 728 2iE, —F ) Firewall Threat Defense (456t SIL TV A4, ASA
IXSLAAC 7 74 7 k& L CHERE \m7va%ﬁ%f%i¢oLmb\w%&® F1% D
2y PU—=ZIRET VT 4 v 7 ZADH TRy PR LIWGE, V—2 OREA 2 —
T2A ALTENLDT RLAZFETHET ILENRHY 7,

Firewall Threat Defense (Z 1385 DHCPv6 V— _X—NEF1TE Y, SLAAC Z 74 7 > bHME
HER (IR) /34w b % Firewall Threat Defense (21515 L 7=35{ . Firewall Threat Defense i DNS
PN R A A 72 EDONE#%E SLAAC 7 T4 7 > MM TE £ 7, Firewall Threat
Defense (%, IR X7 v N&ZITWAHIET T, 77947 M7 RLAZE VY TEREA, 77
AT FBMEDIPV6 T L AZERT D L IITHRET DITIE. 7 T4 7 FTIPve HERR
EEHABCLET, 7 I9A4 T P TCAT— ML ARHBREEZANCT DL, L—F T KX
ARXAV N A=V TEELZT VT v 7 A (Firewall ThreatDefense 237 L 7 ¢ v 7 AZE
EEFERALTZELET VT 4 v 7 R) IZHEDSNTIPVG 7 RLAREKESNET,

IPVv6 7' V7 4 > 7 AEAL 6497 % > D

WO ClL, Firewall Threat Defense 75 DHCPv6 7 KL A2 547 > M &fERH LT, A~
=T x2AALTIPT RLRAZZITWMAHEZA%ZRLTWET, E72, ASA (X DHCPv6 7' L
TAVITAEET TAT o bR L TRET VT v 7 A% E5 LE T, Firewall Threat
Defense |3, ZESNIT VT 4 v 7 A% /64 %y MU =217y ML, BfEEnT
V7 4y 7 AL FETHRESNTZT TRy b (0, =1, F7203:2) EEA X —T oA AD
IPv6 7 R LA (0:0:0:1) ZfEH LT, BIHICHERA »F =T = A A2 m—2UVIPV6 7 R L
AxEN B TES, ZNOHDONEHA U F—T = A RTEFE I TWD SLAAC Z 74 7 2 b
X, & /64 7%y ROIPv6 7 RLAZRGHL £,
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P LT 1w REEBYIxy ton [

DHCPv6 Address and
Prefix Delegation Server

Internet

IPv6 address from DHCPv6 address server:
2001:DB8:0123:4567::ABCD/64

Prefix from DHCPv6 Prefix Delegation client:
2001:DB8:ABCD:1230::/60

IPv6 address from PD client:

<delegated_prefix>::0:0:0:0:1/64 \

IPv6 address from PD client:

/ <delegated_prefix>::2:0:0:0:1/64

IPv6 address from PD client:
€ <delegated_prefix>::1:0:0:0:1/64
I

SLAAC IPv6 address: SLAAC IPv6 address:
2001:DB8:ABCD:1230:0:0:0:2/64 2001:DB8:ABCD:1232:0:0:0:2/64
SLAAC IPv6 address:
2001:DB8:ABCD:1231:0:0:0:2/64

IPv6 7'V 7 4 > 7 AFAL 6297 % > s D

WDHIL, Firewall Threat Defense 73 4/62 %7 %> NI V7 4 v 7 AW T xy MET25EZ
A% LTCUWET, 2001:DBS:ABCD:1230::/62, 2001:DB8:ABCD:1234::/62.
2001:DB8:ABCD:1238::/62, 2001:DB8:ABCD:123C::/62, Firewall Threat Defense i, PNEE=R > b
7 —7 (::0) IZ2001:DB8:ABCD:1230::/62 DF|HFIEEZR 64 %7 R > b 4 DDOWF %M
LET, XULANI—A—FZiX, FEITENO /2 Y73y heffifiTcEEd, KO
N—21E, WA v A —7 = A A (4,5, and :6) (2 2001:DB8:ABCD:1234::/62 OFI| F AT HE 72
45064 T Xy hOIBLD3IDEMEHLES, ZOGHAE, WEAL—F A7 —T7 x4 A%
FEENTZT VT v 7 A ZEIZESS TE 722\ 729, Firewall Threat Defense TR X 7=
TVT7 4w I RAERR L, W—AREEDT VT 4 v 7 AT HLERHY £3,
W U= ARHIREIIIZ R > Te GG, ISPIFBEED 2 AT NIRRT VT v 7 A% FAT:
L £92%, Firewall ThreatDefense 238 LW\ L7 4 v 7 ZA %2 T T25E8, LW L7 v
JAERFEHATHLON—FRELZEELTLHMENH Y £9°, DHCP O—Ei#5]7 (DUID) I,
FEB®Z LA LET,

BEDIF7ATIO+—ILA2F3—T (R .
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B rsoiLovorzE507 0 toEME

DHCPv6 Address and
Prefix Delegation Server

Internet

Cable Modem

IPv6 address from DHCPv6 address server:
2001:DB8:0123:4567::ABCD/64

Prefix from DHCPV6 Prefix Delegation client:
2001:DB8:ABCD:1230::/60

IPv6 address from PD client:
<delegated_prefix>::0:0:0:0:1/64

SLAAC IPv6 address: |
2001:DB8:ABCD:1230:0:0:0:2/64 Firewall
Manual IPv6 address:\ Manual IPv6 address:
2001:DB8:ABCD:1234:0:0:0:1/64 2001:DB8:ABCD:1236:0:0:0:1/64

Manual IPv6 address:
2001:DB8:ABCD:1235:0:0:0:1/64

- = =

IPv6 LT 4 v I RERI ATV OB

12U bEDA B —T 2 A4 ATDHCPYS L7 4V AFET FA T oA F—T L E
9, Firewall Threat Defense iZ. V"7 %> MELTHNER Y FU—JIZEV ¥ THZ LN TE D
1O EDIPV6 T VT 4 v 7 A BRLET, B, V74 v I AL TAT 2 NEHL)
WZLizA v B —T =2 A AXDHCPV6 7 KL A AT v h2HLTIP 7 RLAZEG L,
ZF O Firewall ThreatDefense f & X —7 = A AT, BEEINT-T VT 0 v 7 ZABEEG
SINDHT RLREFEHLET,

ZOWEEIX, V—TFT v RE—FRTORAYR—FEINET, ZOHREIL. 772XV FERIT
INATRAZEVT 4 THEYVR—FENFEHA,

48 SRS

TVT 4 v I AFALEMEHT 5581, IPv6 N7 7 1 v 7 OFi &L 7o 12, Firewall Threat
Defense IPv6 R A N—{RBEDN—Z T KX Z A XA g% DHCPv6 H—/3—|Z K-> THIY
BCoNDT VT 4 v 7 AOHEEEHIRI L Y HIXD2 NN SWVEICHRET 2LENRH Y F

7T, 72L& 21X, DHCPv6 #—/N—TF' L 7 1 v 7 AZATOHELEA WM 2 300 FHIZekE L T

. BEDIF7ATI+—ILA2F3—T (R
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FIE

ATy T

ATy T2
ATvT3
ATy T4

ATy TH

ATvT6
ATy 71

P TL7 (v 2EEs 547 roEdE ]

585614, Firewall Threat Defense RA OfiIfE % 150 IR ET A2 LENRH Y 9, HEEG I
Mz ET 512X, showipvbgeneral-prefix =~ > R&fifH L %9, Firewall Threat Defense RA
DEMEEZRET DI, [IPv6 1A N—ERORE (66 X—) | #BML T EIWN, 7
7 4V MiX 200 BT,

[T/31 R (Devices) |>[T/\1 AEHE (DeviceManagement) ] #E&R L. Firewall Threat Defense
TS AW (Bdit) ] () 22V v 7 LET, [ F—7 A A (Interfaces) | ¥ 7T
74 hTERINET,

WET o242 —7 =4 ARt (Edit) 1 (£) 227Uy 7 LET,

[IPv6] ~— %7 U v 7 LThb, [DHCP] %7 U v 7 LET,

[ 747> "PDF V7 4 w7 A% (Client PD Prefix Name) |27 Vv 27 L, ZOF VL7 4 v
I ADLHTEANTILET,

K18: TLI7AvIREEYV AT FOEHIE

@) Client PD Prefix Name
Outside-Prefix

Client PD Hint Prefixes
[ Add |

2001:DB8:ABCD:1230::/60 ]

LB AR 200 XF 52 TE £,

(EE) 7947 FPDE Y N7 L7 4 w7 A (Client PD Hint Prefixes) ] 7 4 —/V RIZ7 L
T4 I ALTVT 4y 7 AREAN L, ZETLHEESNIZT VT 4 v 7 ZIZB9 % DHCP
P—R—~pb > ha | DUEBEELTCHEEMN (AdD) 1227V v 7 LET,

BE, BEOT V7 47 AK (/6072 L) ZERLETH, LANCHED T VT 4 v I A%
fELTEY, V—ROHBERIINDS & EIFNEMEICHIRGELEZWSEIZ, 07V 7 v
JADEKREE P ELTAATEET, #H e N BTV 74007 AFERITT L
TA v I AR) BANITHE, EOvr MIEI O, FRIFELZELE Y MIEI DNE S
7S DHCP #— NI ko TIESNE T,

[OK] %27 Vv 7 LET,

[Save (R%F) 1527V LET,

ZN T, [EB (Deploy) ]>[REBl (Deployment) 1 %27 U w7 L, # Y TiT A A ZHRY
V—mREATELLOCRVE L, BEREREETAET, EHRIIEIDITIEH Y THA,

BEDIF7ATIO+—ILA2F3—T (R .



B 7o—nre7rLzo

BEDIFATI9+—NAv8—Tx4Z |

B

axX ;&

8—/NJLIPv6 7 KL ADEETE

N—T v RE—ROEBEDODAS X —T 2 A AE N T VAT LY b = RERIINAN—T v F
F— RFOBVIIZH LT a— UL IPv6 7 RLAERET A2, WOTFEEFEITLET,

\)

FIE

ATy T

ATy T2
ATvT3

ATv74

ATy TH

=)

Ta—r VT RUAEFRETLHE, Vo —hT7 RLUATEBWICRESIND =D, Bilx
CRETHLEEDHY FHA, 7Y v FA—FITONT, BVI T/ u—L 7 FL A&
ETHE, TRTCOALUAR— A H—T 2 A ADY 7 a—hL T RLUARABICHEE S
nET,

Firewall Threat Defense CEZRINTWVWDEY T A o X —T oA ADGE, BA L X —T A AD
7] U Burned-InMAC Address il 32 DT, MACT RL AL FEICTRETHZ LaBEID L
F9, IPv6 Vo7 a—H)L 7 RLAIEIMAC 7 RLARIZESWTARSIND =D, 71
H—=T 2 ANZ—EDOMACT FLAZEIV LB THZ LT, —BEDIPV6 V7 a—NT K
L ADNE[REIZZ2 U | Firewall Threat Defense CHFED A A X L ATD N7 7 4 v 7 O 4 kb

FTHZEMTEET, MACT FLADRE (77 X—Y) ZZRLTIIESN,

1R B

TV T N—TDIPV6 R A N—FERTiL., BIFRT 7 A — L& L. Firewall Threat
Defense 7 U v Z)—F R N— 4 L B —T 2 4 ATHRA N—EEERK (ICMPv6 % 1 7
135) BELORRANRN=T RRXZ AL XA~ (ICMPv6 % A 7 136) 73 b ZIARAICEH 15
VN Y F9,

[T/34 X (Devices) |>[T/31 AEHE (DeviceManagement) ] Z &R L, Firewall Threat Defense
FAL AMRE (Bdit) 1 () 22Uy s LET, (A X —7 =4 A (Interfaces) | ¥ 7 HT
74V FTIERENET,

WET DA H—7 oA A [fate (Bdit) | (£) 227V v27 LET,

[IPv6] X—T %27 Vw7 LET,

J—F v RE— Tl [FEA Basic) | =Y NF 74/ b TRERENTHET, Tz
7Ly hE—RTIE, [7 FLUA (Address) | X—Y BT 74/ ETEIRINLTWET,
(fEE) [HAAR (Basic) ] ~X— T, [IPv6ZH#NZT 5 (Enable IPv6) | &AL ET,
Vo rua—hnNT RUADREFRET DHEIE. ZOF T a 2R LET, 2oy
AL IPv6 7 R RAZGRET H &, IPve JLEN HENICAHNC 20 £,
Ja—/3LIPv6 7 KL AZRDOWTNMNDHTETRE LTI,

To— N F— NI FZ2EZY T BIONL—T N7 B —T 2 ZADOHEEIT. IPT
RLZZFETRETALERHVET IV S5ZAXZ Y ITOEE. Vo Zua—ALT RLADF
FRELTFR— SN TOWEREA,

. BEDIF7ATI+—ILA2F3—T (R
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JB—LIP6 7 RLRADHRE .

s MW—TFT v RA v H—Tx2ARAR) AT — L AHBRE : [BEERXE (Autoconfiguration) ]
Frv IRy I A A A LET,

AVE—T 2 AAETAT— NV AHERREEZANCT DL, ZELIEAL—F T FARZA
AALV RN Ay =D VT 4w 7 RAZESWTIPVE T RLAZRELET, 27—
VAR HBIRENENNI 2> TWBER, A1 V=T ADY 7 a—hL T KL A
L. Modified EUI-64 A > % —7 = A A ID IZHESWTHBEIWICARENET,

RFC 4862 Tid, A7 — ML AHBEREMIREINTZHRA MIN—F T FARZ A XA
M A=V ERELRWVWEHREINTHETN, Z DAL, Firewall Threat Defense 7
A AP =B T RNEAL ZA Y b Ao — D08 LET, [IPVE]>[BE (Satings) |>
[RADEZE (EnableRA) 1 F = v 7Ry 7 A% 472U T, AvEe—V%MHI LET,

c FERE : 70— VL IPv6e 7 RLAZFETRET HI121E. ROFIAZFETLET,

1 [7 FL X (Address) |“X—, [7 FLUADEN (AddAddress) ] ) DIEZZY v
7 Li‘ﬂ‘o

[7 KL ZDBEM (Add Address) | XA 707 Ry 7 ARFRSNET,

2. [7 FLA (Address) | 74—V RIZ, £ v X —T = AID &G/ n—3)L
IPv6 7 RL A, F721ZIPv6 L7 4 v 7 AR L IPV6 T L7 (v 7 ZADWT A A
HLET, =Ty RE—NR) P74 v 7 ALF2 AN LTe%E1E. %7 [EUL-64
ZiH (Enforce EULI64) |1 F = v 7Ry 7 X% 412 LT, Modified EUI-64 % fifi
HALTA =T A XD ZHEKTHEICLTIES N, T2&xiF,
2001:0DB8::BA98:0:3210/48 (5242727 KL A) F721£2001:0DB8::/48 ('L 7 4 v 7
A [EUL64] 14 )

([EUT64D i (Enforce EUI64) | Z5%E Lo 125/ @00z, [E
=X =55 A v #—7 = A A (Monitored Interfaces) ] fHIKD [T/34 X (Devices) | >
[T/34 REH (DeviceManagement) > [&EAIAM (High Availability) | ~<—Tx%
AUNRALIPT RLRAZRELET, AZ UL IPT RLAEZHRELRWES. T2
TAT 2=y MEIFRY MU= TRARNEFHLTAZ AN, A U F—T =2 A% E
=FTET,. VI AT =2 Ty 73D LM TEERA,

s =T v A H—T7xAA) DHCPv6 #fEH L TT7 FL A& Hf53 % : DHCPv6 % ff

AT 21213, WOFINEEFITLET,
19:DHCPv6 7 5 1 7 > kDAL

Edit Physical Interface

General IPv4 IPv6 Path Monitoring Hardware !

Basic Address Prefixes Settings DHCP

Enable DHCP Client Enabl

Enable default route using DHCP Enabl:

1. [DHCP] <—Y% 27U v 7 L%,

BEDIF7ATIO+—ILA2F3—T (R .
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BEDIFATI9+—NAv8—Tx4Z |

[DHCPZ T A 7 > b DA 7%ht (Enable DHCP Client) | F = v 7 Ry 7 A% A4 L%
j‘o

(A7 vay) BT RNRNEZALXA L I T 74/ hb— FEIFET 5121,
[DHCPZEH L CTT 7 4L hb— & H%hZT % (Enable default route using DHCP) ]
Fryv IRy I A% ) v 7 LET,

NW—TFT v FA v H =T A R) BEINT-T VT4 v I AEFEHT D BfEINZT LV
T AT AR LTIPVG 7 FLAZEID Y TAHIZIE, ROFEEZEITLET,

Z OFEREIL. Firewall Threat Defense (2B DA > X —7 = A A TDHCPV6 'L 7 ( v 7 AZ
7 747V PN SELT-DITNETT, IPV6 T LT 4 v I AT TAT 2 D
e (60 ~—) ZZMLTI7ZEUY,

[DHCP] ~—T %7 U v 7 LET,

) sV orLET,
B20:FBEEShE=TL T4 vy ADER

Edit Physical Interface

General 1Pv4 IPv6 Path Monitoring Hardware Configuration Manager Access Adva
S

Basic Address Prefixes Settings DHCP

Prefix Name Prefix Length

IPV6 7 RKLAELTLIDA4 v AREASLET,

WHE, ZMEENTZT VT 4 7 ZAX /60 LFCThHDH72D, By NT—2I1c%7
Ty METEEd, #ishbd 27 747 FHIZSLAAC 2V R— M T2 0LERH D
BElX, 64 DY AR—bESnDH Y7 Ry NETT, /607 %y NEHTETHT RLA
(1:0:0:0:1 72 &) ZIEETLHHLENRH Y T, TV T 4 v 7 A /60 Kl OB AT,
T RVADENZ s AN LET, e zid, BEESNEZT VT 407 AN
2001:DB8:1234:5670::/60 TH D HE. DA v F—T oA AZED Y Tonb T a—
ZVIP 7 R L A% 2001:DB8:1234:5671::1/64 T4, J—H% 7 RARZ A XA N TT K
NEAL RENDH T LT 7 A112001:DB8:1234:5671::/64 T, ZOFHITIZ, L7 4
JAWI0 KW CTHDIHEA, V7 47 A0V OBy ME, BICEEIND I
Lo TREND LT, 0l 9, =L 21E. L7 4 7 Z732001:DB8:1234::/48
Th DA, IPv6 7 KL A1 2001:DB8:1234::1:0:0:0:1/64 (272 V) £,

. BEDIF7ATI+—ILA2F3—T (R
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JB—LIP6 7 RLRADHRE .

4. [OK]%Z7 Vw7 LET,
B21: L7414 vIREET—TI

+ Add
Prefix Name Prefix Length

Outside-Prefix ::1:0:0:0:1/64 su

5. MEHIEL T, ZOA 4 —7 A ATDHCPV6 A7 — h LAY —N—%FH L&
7 ( IDHCPv6 A7 — h LAY ——DFLb) #5H) . ZOHGEIEL. [T FLALL
SO E CDHCP% %029 % (Enable DHCP for non-address config) 147> 3 v &4
NCFT D EREOLET,

ATFYT6 N—T v R Z—T A ZADLEAIF. HEIDG U T [FEA (Basic) | — Y TROMEZRTE
TEETL

e —Hh )L U7 DIPv6 T R L AIZ Modified EUL-64 TEZOD A o & — 7 = A ZAFBIF D H
Zi@E 4 %121%. [EUL-64 Z3# 1 (Enforce EUI-64) | F = v 7Ry 7 A& F A2 LET,

eV —H)N T RLVAZFETRET DT, [V Z7a—h/ 7 KL A (Link-Local
address) | 7 4 —/V KIZT7 L 2&Z AN LET,

Vs m—Jn 7 KL AL, FES, FE9, FEA, %7-/ZFEB THE > TV ALERDH Y %
4. i £e80::20d:88fF-fece:6a82, 71— LT KL RAEZRETHMNENRARL . Vo m—
BT RLREF AR ETAVNERSHIESE. U a—HL 7 RL R EFBTES
T& %7, Modified EUI-64 TR UZHAS Y 7 m—A)v 7 FL A2 HEIIZEID 4TS
TEERHERLES, 2L XT EOMDT A AT Modified EUI-64 XD ] 235 ] &
NAEE. FETEYVYCEY L 7a—HL T FLRAIZED Ny "R Rry TSNS 2
EDHY ET,

JIAZYTE, FEOY o ua—ANT RLAZYR—FLTWEEA,

ATvT1T N=T v N =T =2 2ZO5EE, LEITHE U T [DHCP] N— Y TROEZBETE %
D
« [7 KL AFRED DHCP % £ %t (Enable DHCP for address config) | F = v 7 R v 7 A% 4
NZLT, IPv6 v—F T RANZ A XA |~ 737 > k@ Managed Address Config 7 7 7 %
RELET,

IPv6 L—H T RNREAL XA NNDOZDT7 T 7L, BIGEENDAT— ML AHBERED
T RLRAPSADT R ADEFSIZ DHCPvG Z#EHAT 204N H D 2 L &, IPve HENRRTE
I T MZEmLET,

« [7 L ARRED DHCP % %)t (Enable DHCP for address config) 1T = v 7 R v 7 A% 4
VIZLT, IPV6 b—HF T RANX A XXk 237w k@ Other Address Config 7 7 7 % 3% €
LET,

BEDIF7ATIO+—ILA2F3—T (R .
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BEDIFATI9+—NAv8—Tx4Z |
B rexq—gromE

IPV6 L—H T RARE AL XA RO Z D7 F 7%, DHCPv6 75 DNS Y—/3— 7 KL &
72 E OBNITEROIFFIZ DHCPV6 2T 20BN H 5 Z &%, IPv6 BEIREYZ 74 7
v MTEAI L E9, DHCPv6 'L 7 ( v 7 AFAETDHCPV6 AT — kL AP — " — % H
THEARIE., ST a2 FEALET,

ATYT8 N—T v R X =T A ADEARIL, [TV 7 4 v 7 A (Prefixes) ]73— & [XE (Settings) ]
N—=TTOREICDONT TPV KA N—ERRORE (66 X—2) | 2ZML T ZEW, BVI
AUH =T oA ZADGEIEX, [RE (Settings) | ~—TYDLUTDONRT A= EHHLTIES
U,

« [DAD#T (DADattempts) ] : DAD#ATOHEAE (1~600) ., EET FL 2k (DAD)
Tt AT 4 =T M DR, ZOEE 0ICRELET, ZORETIL, DAD 2
IPv6 7 RLUATEITINTWAIZ, A ¥ —7 = A AT L CIEE I DR A N—ik
FBERA v E—VORERELET, 774V T LIZR>THET,

« [NS féif@ (NSInterval) |: £ > Z—7 = A A TD IPv6 XA N—BEFEEOMKE (1000
~ 3600000 ms) ., T 7 #/L MHElX 1000 I U TT,

o [BZEFBERFH  (Reachable Time) | : B FREMEMERA X PR AELTLHZTYE— D

IPv6 / — RZEFEFHE & 722 TR (0~ 3600000ms) , 7 7 4 /L MEIZ0 I URTT,
value 12 0 Z AT 5 &, BIERTRERFMVHEARREL L CHE SN E T, Bl e o
EEZEL, BT L01E, ZET A AOEEITT, 1A N —FRZEA[RERFM 2R ET 5
ELEHTERWRA AN—Z R TEET, FRZEIHRET DL, HHTERVRA
N2 LD BRI TEES, 270, FRZESTHI1FE, IPvox vy b U — 7 kg &
TRTDIPV6 Ry NT—7 T/ ZADOMWERY V—ZADO{EEENE 2 7, B D IPve D
HEATIE, SFVEVFRRETHERE T T A,

ATvT9 [OK]ZZVvr LET,
ATv 710 [Save (RE) 27V v7 LET,

T, BB (Deploy) 1> [ER (Deployment) 1 %27 U w7 L, BV Y THT A RZHRY
V—HBHTELLIICRVELE, BEZEMRTLIET, ARITANTIEIH EHA,

IPV6 A IN—IERDERTE

IPv6 LA N—ER Tt 2L, ICMPv6 A v —VBIOEHE ) — N~ LFFx AT R
Z2EMALT, LAy hU—7 (= V7)) EORANN—DY I ET R AZRE
L. ®’ RN—OFAH U2 R L, L — 2 288 L E7,

=R (RAN) IZRAN—RRBEFHL T, #) v 7 BICHFET 22 L RbnroTnDH 3
ANR—=D Y BT RLADREER, BN o-F v v ¥ 2 flDORE 2 R—TP i TV ET,

Flo, FAMIFRANRN—BEREZHEHAL T, FAMMRDS Ty hEIEELLS E LTS
B — 2 2 LET, &I, /—REIZoFae balz2EH LT, E0xA S—nEH)E
FEETEDRAN=RNZESTRVNET 7T 4 BT L LI, BREINTEV VI ET
RL2ZBHLEST, V—F 3 —F ~DOR 2R EbN D L BA MIEREL TV AU
N—RFETIRENRARET 7T 4 TICHRELET,

. BEDIF7ATI+—ILA2F3—T (R
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FIE

ATy T

ATy T2
ATvT3
ATvT4

ipv 1 —gzE0EE ||

1R BHHIIZ

V=T FE=FOZBTHFRE—bSNET, bTVART LY b= FTHHR— P END PG
FAN=FEIZONWTIE, 7= ULIPv6 7 RLADRE (623—) | 2L T2
X,

[7T/84 R (Devices) |>[T/\1 REH (DeviceManagement) ] %3 L. Firewall Threat Defense
TN A (Edit) 1 (£) 22V v s LET, [f ¥ —T7 =A% (Interfaces) | ¥ 7 NT
74V FTIERENET,

WETHA L H—T7 oA Ak (Edi) ] (£) 227V vr LET,
[IPv6], [V 7 4 v 7 A (Prefixes) | DIEIZZ YV v 7 LET,

(EE) IPV6L—H T RRE AL XA MIGHODHIPV6 T LT 4 v 7 ARRETHITIE, RO
FlEZFITLET,

Q) [FV7 4y 7 ADEM (AddPrefix) 1227V v 7 LEd, (1)

b) [7 FL A (Address) ] 7 4 —/V RIZ. V7 4 w7 ZARDIPV6 7 KL A% AT 5 h,
FA[F 740 b (Default) | F =y /Ry 7 224N LT, T74LEEDT LT 4y
J AR LET,

¢ (LE) IPv6 FL 74 w7 Z%T RAF A ZLRVEAIE, [7 FAZ A XA |
(Advertisement) | F=v 7Ry 7 A& 4 7IZLET, TIHILED VT 4 v 7 ADY
By ZORETFV 7 VT 4w 7 RAIOREHINET, FFEDOA TV 7 T
T4 T AD[T FING AL XA b (Advertisement) | 4 7IC LW RY . A7 U 7
TVT 4y 7 ARSI ERET XA XINET,

d) [47 V7 (OffLink) | F =y 7Ry 7 AL NILT, BELET VT 4 v 7 AR
YIZWZEIDRToNTE I ERLET, BELES VT 4 v REFLT RLAIZKNZ
T4 I EEETDH ) — R, R 7 ETa—hVCRERRETHLD R LE
T, ZOFVLT 47 A Fr U o7 ORI LN TL EEW,

e) HBEINTWAT VT 4 v/ A% AERREIENT 2546, [HEEYE (Autoconfiguration) ]
Frv IRy I AeA A LET,

) [FvV74 v ARTA7%A L (Prefix Lifetime) | C. [#Ifi] (Duration) ] £7-1% [L%hH
(Expiration Date) ] &7V v 7 LEd,

« [ (Duration) |: 7'V 7 4 v 7 AD BT A 7 %A L (Preferred Lifetime) | ZF>
HALCADLET, ZOREZ. FHEDIPV6 LT 4 v 7 ANEHRbLDELTT R
RRE A ZF LT, RRKEIZER KT, 272 EIE, 0~ 4294967295 CT¥, T
7 4V hiX 2592000 (30 HE) T3, V74 v 7 AD [T A 7 XA L (Valid
Lifetime) &M HAMATANLET, ZOREZ. FEEDIPV6 /'L 7 4 > 7 ANREILT
BHDHELTT RAZARXTHHTT, RAMEITERRTT, ARI72RMEIZ. 0~
4294967295 T4, T 7 A /L FaXiE X, 604800 (7 H) T, F7oiE. [HEFRK (Infinite) ]
Frv IRy At AT, RREERRZRELET,

« [&%hH (ExpirationDate) ]: [A%) (Valid) ]. [#5 (Preferred) ] HBFZ &N L £,

BEDIF7ATIO+—ILA2F3—T (R .
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ATvTh
ATvT6

ATy T1

ATvT8

BEDIFATI9+—NAv8—Tx4Z |

g) [OK]%Z7Vv27 LET,

[BXE (Settings) %27V vZ7 LET,

(&) [DAD T (DADattempts) | D REL, 1 ~600#HEL LT, 7 74/ FTIEL1IZ
o TWET, BET FLAKE (DAD) et 2X%2F 4 —7 M4 5I12%, ZOfEE0IZ
HELET,

ZORETIE, DAD X IPv6 7 LU ATHEITIINTWBMIT, A ¥ —7 = A AZHEHKE LTk
FEENDAAN—FEERA v —VOBERELE T,

AT — MLV AHBRRET 0B AR, BEET FUAREIZ, 7 RVARA U H—T7 = A AIZE|
DUTHNARENZ, L= A MIPv6 7 KL ZAD—EMEZ R L £9,

HET FLARBRHESND & £OT F L ZADIRAEITIDUPLICATE |[ZFRE S, 7 R L A 13fE
Axtgst ey WOTT— A yb—UREREnET,

325002: Duplicate address ipv6 address/MAC address on interface

HET FLANSA L EZ—T oA ADY 7 a—HNT RLAThIUE, A v F—T7 A A LT
IPv6 /X7 N OSBRI INZ /2 £9, EET FLARIZT o — L 7 RLATHIE, O
T RUVRARFEHEINERE A,

(fEE) [NS A »#—,3L (NSInterval) | 7 4 —/L RC, IPv6 R A /S—Eif R 24(E DR O
RIfEZ . 1000 ~ 3600000ms TIRE L £,

77 3V MEIL 1000 2 VR TY,

n—n VT BliZhoatho /) — KoY 7 A% 7 RUAZBRET 2728, /— FKhbx
A N=FFHERA v E— (ICMPv6 Type 135) Ar—AL U 7 IZRESNET, KA —
EEERA Y E—VEZETDHE, 51/ — I, XA NN=T FRNFA XA N Ay —Y
(ICPMv6 Type 136) Za—Hh/L U v 7 FIZEEL UK LET,

EETL ) — RN FAN—=T RNRNE A XA "eZf5T 5L, HETL/ — REsd/ — R¥@EE
TELERVFET, AN EFERA v =V, FANRN—DY 7 BT L AN
INZHBIT, RANRN—OREAREMEOHBICHMEAINET, /— KBH D RA X—DFE]
REMEZRRGET D856, FA N—FFERA v E—VNOFEHT KLALE LT, TOFRA3—0D
=%y AT FLAZERALET,

A NR=T KREAL XA N Ay —F, a—hL Vo7 ) —RKOV 7T RLA
NEFSNZEXICHLREESNET,

UEE) BZEr REMEMERRA X RV AE LKL TY E— R IPv6 / — RREZERRETH D & A
7 ZNDHREM &, [BIEEHERFR] (Reachable Time) | 7 4 —/L RIZTC, 0~ 3600000ms TaX% &
LET,

T 74N MEIZ0 I UBTY, value lZ 0 ZHT 2% &, BHEWRERMAVHIEARRE L L TEE
SNET, BIEVERHOMZRE L, BEFT 2013, ZIET A 2ADOREITY,

FA N—BEFRERF 2R ET D &, HTERVWRAN—2 B TE E, BEE2EIERE
THE, HHATE VR A RN L) B ETEEd, 20, BRZ2EITI1ELE, IPv6

. BEDIF7ATI+—ILA2F3—T (R
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ATvT9

ATy 710
2ATFvIN

BEGAVA—T A ADERE .

Fy U — 7 BIIR L T R_RTOIPV6 Xy N T —27 T ZAOMERY ) — ZADHE RN X F
T, WO IPve DIEH TIL, & F D FEWKREEIFHER X EH A,

EE) N—F 7 RRZ A XX bOBEEMHNZT 5121, [RA ZBZNCT 5 (Enable
RA) 1F 2w IRy 7 AF7ICLET, V=2 T RRZA XA NOBREEFINCT D L
RA 74 75 A4 L ELRRIMREZRECTE ET,

J— B EFE A E— (ICMPv6 Type 133) ITISE LT, M—F 7 KA A XA b A vb—
¥ (ICMPv6 Type 134) DHBICEE SN E T, V—FEFEA v E—ViE, VAT LDEH)
FRIZARA R BLEEINDHTZH, AA ML, RICATVa— LI TWEHL—F T RAZA X
AVEN A=V EHOZ LR EELICHBREERIT) 2N TEET,

Firewall Threat Defense CIPv6 7' L 7 « v 7 AT BEMERNA X —T = A4 X (U A
VHE—T 2 A AR E) TiEHE, INHDOA =T ER YL TEET,

«[RA 74 7 4% A 2 (RALifetime) ]:IPV6 /L —H T RARXA XA N DIL—HDTA T H
A MMiEZ, 0~9000 W CRELET,

57 /L M 1800 BT,

«[RA A > % —/,3L (RA Interval) ]: IPv6 b—4 7 K/XH A XA 2 kOO [ O FERE [
FRz. 3~ 1800 B TREL £,

57 3L MX 200 BT,
D IPv6 / — R EDRIMZB T2, 77 AT U —uid, RELE (Vv F—)
BRI LET,

[OK] %7 U v/ LET.
[Save (RTF) 127V v/ LET,

T, [ER (Deploy) 1> [ER (Deployment) 1227 U w7 L, BV Y TT A RZHRY
V—ZBHTEX O FE LT, BEEREBTIET, BEITFEYHTIEIH A,

HAVA—TD A4 ANEKTE

ZOHETIE., BEO T AT I+ — IV E—RDA L Z—T A4 AZADMACT RLADRTEFH
. mKREE2=y b (MTU) OREHE. BIOZOMOFEM T A —X OREFTIEON
THBALET,

A 23— 14 ADFEMREICDOWNT

TITIE AV E—T oA ADEEMBREICOWTHBA LET,

BEDIF7ATIO+—ILA2F3—T (R .



BEDIFATI9+—NAv8—Tx4Z |
B vac7rizizonc

MAC 7 FLRIZDINT

FEHTMACT RLAZE VYU CTC, T 740 e EESTIZZENTEETS, avTFaAr
AR ADEAA ., FXOS 4 —UNET_RTCDOA v F—T 2 A AWK L T—ED MAC 7 KL%
FEHBHICAER LET,

\)

GE) Bl x2—T oA RALFEUHLBIALD MAC 7 KLU A &3 % DT, Firewall Threat Defense
TERINIZV TA L H =T 2 A —BEDOMACT FLAZEID Y THZ Ly Taxd, 12
EZIE, bR Fuf A =2k oTiE, MACT FLARIZHASNTT 7 & Al %17 5 %
AENRHYFET, o, IPv6 Y 7 —A LT RLAIMACT RLARIZHESWTERESND T
O, P TA U H =T A AT—EDMACT RLAZE VY THZ LT, —BEDIPv6 Y 7
o — VT KL AMNAREIZ 72 V) . Firewall Threat Defense 7 /XA A THRFED A LV AHX LV ATOD b
7747 OFlaERETE T,

GE) avFF AL AXVATHEH. MACT RLZAZFEICRETDHE. V7 A0 —T x4 254t
HLTOARANEATH, HENELLTbRD L5, AUEA Y ¥ —7 =4 2 LOFT~TO
Y TA A —T 2 A A T—EDOMACT RLRAEFHLET,

FTIAHILEOMACT LR

RATFALTAVREVADBE -
FT7 4 FOMACT RLADEI DL TX, A FZ—T A ADEZAFITIL>TERRY £,

WA LB —T oA A A L F—T = A A TiL. Burned-In MAC Address Z 1 L %
‘ﬂ—o

* VLAN A > % —7 = A A (Firepower 1010 5L DY) v —T v R 77447 74—/ E—
K: 4T _RTOVLANA VX —T = A ANMACT RLRAZIELET, AL v FNE
NbLZDOTFVAEYR—-FTEDLLICLET, AL v FIZEHAED MAC T K&
DERGE, FEITMACT RLAZEID Y THZ ENTEET, MACT RLADE
E (77 N—=) ZZRLTIEZN,

NTZUART LY N 77 AT U4 —/LE— K H£VLANA X —7 = A AZ[EADMAC

T RUVARHY £, BEISLT, FEITMAC T RLAZEID Y CTT, EkEhi-

MAC 7 KL A% EEXTEET, MACT RLADRE (773—V) 2R LTLES

A

EtherChannel (Firepower €7 /L) : EtherChannel D355, ZDF ¥ X7V —TIZE&F N
HFTRCDOA L H =T 2 ANFELMACT RLAZIFLET, ZoOEICL > T,
EtherChannel |31 v NV —2 77U r—y g v b a—P 2 L GERMICRY £3, %
NO—=0 TV =g rR0a—Pnb A2 5 DIX1 SDOMmBHEFOATHY , Hr DY
YIDZEEFEHELRNPLTT, A= ¥RV A E—T oA AF, S—NMITHD—
BEOMACT RLAZMBHLET, /v Z—Tx2A A A= v FIEIMAC 7 R LA
WHELERA,

. BEDIF7ATI+—ILA2F3—T (R
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MTU (DT

INAMTU 71 XA\

FI4IL kMTU

mu o

s EtherChannel (ASAET /L) : HR—FF ¥ R A F—T =4 XL, b/ TF ¥R

TN—T A B =T 2 A ADMACT FLA%ZFR— K F ¥ R/VMACT FL AL LTHEH
LET, 7203, F—FFA R AL Z—T A ADMACT FLAZRETHZLHT
EFET, IN—T FY RN A F =T oA AD AL N—2 y TINERINTZHE T 2
T, " EOMACT RLARAZRETHILEEZBEIDOLET, F—FF ¥RV MACT R
AHBEL TNV U E =T = A ZEHIBRT DL, ZDOFR—FF ¥ RVLDMACT KX
ITRIZE B DNENA v F—T oA RZEDDBTD, NI 7 4 v 7B ShET,

W7 A v #—7 = A A(Firewall Threat Defense EF%): WA > ¥ —T = A4 ADTXTOH T
A % —7 = A AlL[A UBurned-InMAC AddressZ i L 9, 74 ¥ —7 = A A|Z—
BHOMACT FLAZEID B THZ ERMBEIRDIGERHY 7, 22X, —EvXA
TR X —|ZX o5 TUE, MACT RLARIZHESWTT 7 v 2HlIEZIT O HAENH Y £97,
FloL IPv6e U 7 a—HL T RLAEIMACT RLARIZESWTEREIND 2D, 7 A
VE =Tz A AZ—EDOMACT RLAZEV B THZ LT, —EDIPv6 Y 7 u—Jn
7 R L RAMAEFEIC/2 U . Firewall Threat Defense THRIEDA L AF LV ATDNT T 4 7D
T A RET D Z ENTEET,

AVTFAVRRIVADIGE -

T RTDA LB —T 2 A ADMACT RL AL, MACT RLZ F—AnbEEENET,
YT H—T oA ADEA, FHITMACT RLAZRETIHAF. FUHA 22—
T2AALOTRTOYTA L E—T 2 A AZ—EFEDOMACT RLZAZFEH LT, IFEFLL
MHENDEIICLTLKEE Y, avTF AV AF VA AL X —T =4 ZADHE) MAC
7 RLVRAEZSRLTIIESN,

MTU |, Firewall Threat Defense 7 /31 A WNEFED A —H R v b f ¥ —T = A A TE[EAHE
IR 7 L—Ab_fa— R A XEHFELET, MTUDEIX, 4 —% x> b~y & —_ VLAN
X7 ERITEOMDOA— R~y REGERNT L—A A XTT, =& xiX, MTU
Z 1500 IZF%ET DL, FHEIND 7 L—2A VA XdI~v X —%EGHTI1518 314 T, VLAN
EHEHTLHAIL1522 T, 26D~y X —IZxIGT DO MTUEZ & < 3% E LRWT
<IE&EW,

Geneve |IZDOW T, A —V Ry NTF—F 7T LABEND ML ENBT-0, FHLWIP S >
MIKEL< 2D, LV RELMIUDBKE LD F3, ZD7®, ASA VTEP EE LA v ¥ —
T2 AADMTIU Z% v hU—27 MTU +306 A MIRTETHLERHY 4,

Firewall Threat Defense 7 /3 A {%, Path MTU Discovery (RFC 1191 D EFHIZHED) ZHHR—h
LET, 2FV ., 2BEOFRA MOy bT—7 RANDTRTDOT /NA AT MTU % JJ2C
TET, LD o TRADHN MTU ORI FIRE T,

Firewall Threat Defense 7 /XA 2 OF 7 /L k MTU IZ. 1500 A ~ T4, ZOEIZIZ, A —H
Fw kN~ A —_ VLAN Z XL 7RO A —"—~~y K50 18~22 1 MIGEh A,
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HZVENRHY ET, TCPMSS IZOWT (72 2—3) 2BH LT &,

UDP £ 7-1ZICMP DS, 77U r—aid, 797 AT —a U ERT 57912, MTU
HEETHUNENDY FT,
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L—LhxZfE LET,

MIU & voR TL—L4A

MTU BZR&EL DL, KVREQRATy FERETEET, RS2y NIy FU—72
[ZE D TRVERIWTT, ROTA RTA L ZBRLTIIZEN,
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MTU &, T 74 v I RRAEDZEOMOT SA AL B —T 2 A4 AOMTU % [A] UAEIZF%
ETHZEEHRLET, MTUDO—HIZXLY, TRIT A ATORTry NOT7Z 7 A
MEDSELEECE 7,

X URT L= AADRIG Vv VAR T L— ANER A, MTU % 9,000 31 kLB
RETEET, RANEIZET ML THRAEY 17,

TCP MSS [2DWMT

TCP KB AL M AKX (MSS) LiZ., H5HWDH TCP & IP~» X —23BI &4 5 H1D TCP
A Bv—RKOH A XTI, UDP /7y MIEEEZITEEA, BEREHBLITHEZORY —
Tz A NS R 7T, 7TAT 2 bEY— NL TCPMSS fEHZ 2 #: L F 9,

FlexConfig @ Sysopt Basic 27 ¥ =7 &L T | 2L T 7Z &V,  [FlexConfig AN Y
=] ZZRLTIESY, 7740 M T, K TCPMSS 131,380 /31 MIRESNET,
Z OFEIX. Firewall Threat Defense 5 731 A 73 IPsec VPN 1 7B AL D X » b A XE K&
ST DMENDLGEIHENLLET, 7272 L, FEIPsec =2 RAA > hTlE, Firewall Threat
Defense 7 /NA A DK TCP MSS % b+ 2 LR H Y £7,

WK TCPMSS ZXET 5D &, HHOWT IO R4 > b Firewall Threat Defense 7 /3
AR THEELIELY HRE7 TCP MSS % Zk L7235 12, Firewall Threat Defense 7 /31 A
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F 24 JL  TCP MSS

TCP MSS DR &

Fornr1eemss [

7 4V MHE 536 /31 & (IPv4) F72013 1220 51k (IPv6) ZEELETH, v hEEHE
THZLEH EHA, 22 2IE MTUZ T 740 D 150034 FdFFIZLET, FA B
1. 1500 /w FD MSS 76 TCP B L WNP D~y ¥ —EZJHHE LT, MSS % 1460 /31 MI&
ET DK HIZER L E9, Firewall Threat Defense 7 /31 A DK TCPMSS 78 1380 (5 7 % /v
~) O i Firewall Threat Defense /XA A |% TCP ¥R/~ h D MSS fE% 1380 I &
LET, ‘H‘ﬁ/\ . 1380 31 F DA B— REETe/Nr v b &3EE LE T, Firewall Threat
Defense 7 /3A A L E HIZ 120 /31 b D~y X —% /37y MGEIMLET2, £ TH 1500
® MTU HA XU E D £7,
TCP DH/IMMSS HEETX E7, A NEITT— RIEFHIT/N SV TCPMSS % ERk L7285
4. Firewall Threat Defense 7 /34 A (ZMEZHE L F T, T 74/ b TiL, &/ TCP MSS i+FH
ATIEH Y FHA,

SSL VPN #2%t % & T» to-the-box 7 7 4 v 7 121%. ZOREIT#EA SN ET A, Firewall
Threat Defense 7 /XA A X MTU % LT, TCP MSS ZEXHLEd, MTU-40 (IPv4) =
721X MTU-60 (IPv6) & 720 £9°,

5 7 # /v b i, Firewall Threat Defense 7 /34 A Dfx K TCP MSS 1% 1380 /XA h T3, ZD
F 7 ME, Ny F =K 120 231 kD IPv4 IPsec VPN keI kHhi L CWVET, ZOfE
X, MTU D 57 /L h® 1500 X4 FNIZHINE > TWET,

=n.-‘-

RERTE
77 4V k TIZ TCP MSS (%, Firewall Threat Defense 7 /34 A 73 IPv4 IPsec VPN =2 R7R A >
h& LU TRERE L. MTU 2 1500 /N4 R THDHZ & ZmifE s L C\WE9, Firewall Threat Defense
T3 A )N IPv4IPsec VPN =2 RARA > b & L CTHERE L TV DA 1T, &K 12031 kD TCP
BELOIP ~y X =TS T 20ERH Y £7,
MTUfEAZ R LT, IPv6 #3272, F72iLIPsec VPN = R7RA >k & L T Firewall Threat
Defense 773 A A i L7254 1%, FlexConfig @ Sysopt Basic 47> = 7 k Z{#H L T TCP
MSS BREZ LT T HMENH D £7,

)

GE)  MSS ZHRAICERE L7ZHATH, TLS/SSL H 5o — KR DO a v iR—x v M 3EE
DMSS ZMELTHEAS, FOMSSIZA L E—T 24 AMTUIZE SN THRE S, MSS 3%
EITER SN E T,

WDOHA RT7A4 BB LTLIEEN,
CEHDRNT 7 4 7 TCPMSS OHIRZMENIZ L, #ED T RARA v Mo THESL S
TFEEZ T ANET, —RICEEFT Y FARA » MIMTU 25 TCPMSS # G4 25728
FE IPsec ¥ v MZIEE Z D TCP MSS Ziifi7= L TWEJ,
¢ IPv4IPsec =2 RARA > N 8T 7 47 g KTCPMSS Z MTU - 120 IZERELE T, 7=
EZIE, VxR 7 L—AERFEHALTEY ., MTU 2 9000 123/ ET 5L, HILVMTU &
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¢ IPv6 IPsec =2 RiRA > N vT 7 4 w7 : Hx K TCPMSS % MTU - 140 |[ZH%E L £,

TV OHGN—T 5 T4 IDARP A VAR 3y

TI7FNETHEH, TV oV T N—T DA N—=DFTTXTDARP/N v hRHFAIENET,
ARP X% v O 7o —%HIHIT AI2iE, ARP A v AT a A R—T M LET,

ARPA VAR v a Nl lo T, BEOHDLZ—FRMOFRA hLo—21272 0§ FF (ARP
AT =T 4T EMEIND) OEPIIETEET, ARP AT —T7 4 L IRFHFAESNTND &

[HhRE ) WBREZTHZEnBY £4, 2L 21X FAMNARP EREZ 7 —h T = A L—
HIZKETDE, F— b2 A NV—FF TS~ T2 L—FDMACT FLATIHRELET,
7272, WBEIX, V—FDMACT KL ATIE72 WEE DO MAC 7 KL ATH|D ARP &%
EARAMIEGFLET, T, WBEFIZX, TXTOFRAN 7740 v 7 2f7%EL TOL—
HICHEETED LI £,

ARP A VA7 v a v & AT L. ELVWMAC 7 RFLRA & ZAUCBEM T b IP T K

VANAHAT 47 ARPT—TNANIZHDHRY , WEEITXEED MAC 7 KL AT ARP i
BrFMETERLIIRD ET,
ARP A VAR L g v EEHEYT S L Firewall Threat Defense 7 /3 A AL, TXT? ARP ¥
ry PINOMACT RLA, IPT RLVA, BEOEETLA v H—T =2 A A% ARP 7—7 /LN
DAZT 47 = M) LWL, ROT 7 a2 FTLET,
sIP7 KLA, MACT KL A, BIOEETA v F—T7 = ABARP=> F) L —#T 5
BAE. Ny hEaERsTEd,
*MACT RFL A, IPT7 FL A, FFA v F—T7 =2 AW TR —ENH 5846 . Firewall
Threat Defense 7 /31 A3/ v & K v 7 LET,

«ARPX7 vy RINAZT 4 v 7 ARPT—T7NAHNOEDT Y F) EH—FLARWEE, 7y
Mg _XTDA L H—T oA AZERE (TT7 T 427) T2, Fidkuay 745k
9 |ZFirewall Threat Defense 7 /3 A Z R E T £9,

A

GE) B O Diagnosticf > % —7 = A AL, TD/NT A —H H flood |Z
HESNTWDIHAETU Ty V27T T 47 LERA,

MAC7 FLR 7—7 )L

TV v IN—TE T Y54 . Firewall Threat Defense . #HF D7V »v P F 21T A A v F
LFRBEIC, MACT RLZAZZEBE L TMACT RLAT—7NZERLET, T ZANT Y v
U TN—TRBA TNy N EIRIET S & Firewall Threat Defense 7 MAC 7 KL A% 7 KL A
F—TMBMLET, T—F A TMACT FLRERETLA & —T = A ANBEEA T B
TWA 72, Firewall Threat Defenseld, /X7 > FBEL WA U H—T =2 A APHLT A AT
RLRBESNTNWDLZERONVET, T v Y ITNA—TF A NR—[D 77 4 v 7%
Firewall Threat Defense ¥ ¥ = U7 4 R Y o —N#HIND 72D, /X7 hOSEHMAC T KL
AMT =T MZEENTNRLS T, BHEOT Y vy POL I, TXTHOAS U F—T=A AT
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JED /N > k% Firewall ThreatDefense 37 7 v 7 4 ' 752 L1dH 0 FHA, RDVIC, B
B INTT AN, AERITY T—F TS AZH L TRON r y P EARR L FE T,
s B SNT=T /8 A~D /34 v b : Firewall Threat Defense 13565% IP 7 K L AIT% L

TARP ZRZAM L, ARPICEZZELIA v F—T =2 A FE L LT,
« UE— bk T/NA A~/ | Firewall Threat Defense (35655 IP 7 K L A ~® ping %/
L., ping B EZFE LA v X —T A A%FEHLET,

Oy MEFry7EShET,

— En.—l_l
T4 FEXTE
CARPA VAR Vg VEAIMILIZGA. T 74/ FERETIH, —H LW 7y MI7
TvTF 4T LET,
A AFIVIMACT FLAT—TIN 2 NYDTF T4V DX A LT 7 MEIZS55T

7,
T T7FNITHEH, A VX —T A AFNT T 4 v 7IZANDMAC T R L2 & BHEIIIZ

# L. Firewall Threat Defense 7 /34 A It T 25T v U & MACT KL A T—7 1

ﬂﬂbijﬂo

2
biE]

N

(GX£)  Secure Firewall Threat Defense 7 /34 A 12V &~ F 347 v S &AK
L. AT —hIZABBET o Dic o TGS SN Eid ) &y
FNLET, VY M7y hTIHE, X7y FO%ESE MAC 7 KL
ANARP T —T )V D)V 7T FIZHAWTHRIE S NDH O TIER
<, HEESNL ATy b #HEe) »OEEIGESET,

ARP f VARG FUEMACT RLR T—TILDHA FSA4 Y
cARP A VAT v auit, 7V oY IN—TTOLrYFR—rENET,
*MAC 7 RL A T—7AERIZ, 7Y v IN—FTORYHR—FINET,

s
MTU DR 7E
T2, VxR T L= A EFATLLIICA L E—T oA ADMITUE DAL~ A AL FE
R
. ISA 3000, Firewall Threat Defense Virtual D34 : 1500 /31 R &2 2 MTU 28 H 45 L,
jumbo-frame reservation 28 BB IC AT £F, ¥ A7 L—AZMHTHITIE, VAT
A EHEEBTAMNERNH Y £, 7T RAHX Y 7 &Y R — b3 3 Firewall Threat Defense Virtual
T, Day0 #A% C jumbo-frame reservation # A3CT 2 Z LN TE 572, ZOHEEIIHELE)
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THMELIHY ¥ A, HiELEtk, disablejumbo-frame reservation Z2 N2 35 Z LI T 4
A, Firewall Threat Defense Virtual D& 1XHI4 T, B AR — b I TV B5E1E Day0 #5T
jumbo-frame reservation # fEZHZTEET, 1 T/ By b TA U E—T oA REMHHT D

Y. MTU REIZEHA S ER A, 7272 L. jumbo-frame reservation DFXEIZA T4 k& v

MIBELET, V¥ RT7Lb—LIE0 AT A o F—T = A ATHK 9000 /31 F D

Ny NEZ{ETE E9, jumbo-frame reservation # H N T HIZIE, TRTHOA F—T =

A AD MTU % 1500 /31 R XD REVWVEIZRET H2HERH Y E7,

VxR TL—2E, MO T Ty F 74— A TIET 74V hTHEIMEENRE T,

A

AR T ALRTT A A =T oA ADKRRKMIUEZER L, REOEHEZERMT D L,

FIE

ATvT1

ATy T2
ATvT3

ATv74
ATy T5

ATvT6

Snort 7’ EANHEE I, —KIIC N T 7 4 v T DA AR g RIS ET, A
VAR gt BRELIEAVE—T oA AT TR, TRTOTF—F A L F—T = A
THWTENET, ZOFW TR I 74 v 7N Ry 7 END, TN EA VAR g VR
ToNTITZIFEESNDL L, BESRT AL ZADETABLIOA, v Z—T = A A XA ST
CCHRARYET, ZOEEIT, Z2WA v 2 —T7 oA ZAERIIEHERNDOA X —7 = A A 2i%
BWHINETA, FEIZOWTIX, Snort OFEENCLD T 7 1 v 7 OEEZSR LT E
W,

[T/31 R (Devices) |>[T/\1 REHE (DeviceManagement) | Z iR L, Firewall Threat Defense

TN A (Bdit) ] (£) 22V v s LET, [f ¥ —T7 =A% (Interfaces) | ¥ 7 N7
TV R TERENET,

WETAHIA v F—T7 = A [ (Edit) | (F) 227Uy 7 LET,

[&f% (General) ] # 7 CT[MTU] #RELET, H/MELHEKEIZ., 77y F74+—Alko
THERRYET,

77 # L MEE 1500 234 R TT,
[OK]Z7 VU v 7 L&,
[Save RTF) 127 U7 LET,

Zh T, [ER (Deploy) ]>[RRE (Deployment) 1 %27V v L, E|0 4 CT=T /A RZKRY
V—HBEHTELLIICRDE L, BEEZERTLIET, ARITANTIEH FHA,

ISA 3000, 35 J " Firewall Threat Defense Virtual T MTU % 1,500 /31 MEBIZERET H5E1T.
VAT L% ELE) LT jumbo-frame reservation # AN LET, [T 34 2D v v hF T
FIIFEER) 2L T EE,
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wac 7 kLzoEz [

MAC 7 F L ADEETE

MAC 7 RL A% FEICEIV Y THZ ERMBELERDEANRHY 7, iz, [TNAR
(Devices) | >[T/314 RAEHE (Device Management) |>[/\1 7RA4 S E T4 (High
Availability) 1% 7T, 77574 7MACT RLAL ZAZ N4 MACT RLRAZRETHZ L
HTEET, MADEEHTA L F—T 2 ADMACT RLAZHRELTEBEE. [41 08—
714 R (Interfaces) |>[5¥# (Advanced) | # 7D 7 RL ARNEEENE T,

)

GE) VT F AL AXLATIH. MACT RL AR FEICRETDIE, V7 A0 ¥ —T =4 A% 3t
ALTHARWEATEH, SEN/ELITOND Lo, FILEA v —T7 A A EOFTRTO
BT B —T 2 A T—EDOMACT RLAZEHEHALET,

FIE

AT9 1 [T/A4 R (Devices) |>[T/ 31 RAEH (DeviceManagement) ] #3#K L. Firewall Threat Defense
T A[MRtE (Bdit) 1 () 227V v 27 LEd, [A v Z—7=AA (nterfaces) | ¥ 7 HTF
T4 P TERESNE T,

ARTvT2 WETHA I —T =4 A [fRk (Bdit) ] (#F) 227V y7 LET,

ATw T3 [ (Advanced) | # 7 %227V v 7 LET,
[1E#H (Information) ] % 7 NEIN SN TWET,

RTVTEG TIT 4 TBIOAZ L SLADOMACT RLAZRELET,
a) [7277 4 77MAC 7 FL A (Active MAC Address) ] 7 4 —/L FiZ, MAC 7 KL A%

HHHEXTRELE T, HIZ16 By ho 16 #ETT,

7= & 21X, MAC 7 F L A7 00-0C-F1-42-4C-DE D4 . 000C.F142.4CDE & A1 L E1,
MAC7 FLRI<NLTFHF¥ A Ey bty hEROZ LIZTEERA, 2FD, 0D
2EED 16 ERTEHKICT L LI TEERA,

b) [A¥ 2 /SAMACT KL A (Standby MAC Address) |7 4 —/V KiZ, A T_XATEUT 4
THMT2MACT FLAZ A LET,

TIT 4 THEENRT 2= LA —R— L, RAZURNAIEBRT 7T 4 T DHE, FLWT
I 4 THEEIXT 7T 4 7R MAC 7 RLADOHERZBB LT, v FU—27 OO &%
INRIZHIZ ET, —FH, ZWT 7T 4 THEBIIAZ NS TRV AZFEHLET,

AT9 TS5 [OK] &2V 7 LET,
ATv76 [Save (RE) 127V vr LET,

Zh T, [ER (Deploy) ]>[RRE (Deployment) 1 %27V v L, #1024 TmT /A RZKRY
V—HBEHTELLIICRDE L, BEEZERTLIET, ARITANTIEH FHA,
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ARAT4v%2 ARP T ~1)DEM

FIE

ATy T

ATy T2

ATvT3

RTvT4

ATy TH
ATvT6

ATy 71

FIFNETIE, TV P TN —T DA NR—DETTXTOARP YT v TR SN E T,
ARP /X7 v b7 o —% T 521X, ARP A VAT 2 a U EAMILET (ARP A A
R varyBR) , ARPA VAT v a i, ARPXT Y NEARP T —TIVDART 4 v
ARP = R U LIl L F 9,

N—Ty RALVE =T ADYH, AXT 4v 7 ARP = M) Z AN TEETH, @FIX
HAFIvr = M) THSH Tﬁ“ =T KA 2 —T A ADGE., BRI
A NIy FEEETDHIEOICARP 77 ANMER SN E T, BEHIZIPT L AT
oy N OFEFEEFER L E D5, 4’—#*~y MIBITDEBEO Ty MEGEIZ, 41— Ry b
MAC 7 RLAITIRAFE L £9, V—F /00138 A ME, BEEEGSNIZR Y NU—27 TR7y
NEBUE T HMLENH H5E . 1P 7 KL RIZEEAMIT 57z MAC 7 KL A% E3Rk7 %5 ARP
FEREZEEFE L. ARPIDEIZHES TNy FEMACT RLRIZEELET, A& MEEFAL—
ZIZILZARP 7 — 7V MRE S LD T2, mﬁﬁfgﬁﬁﬁ/k”t’mwgﬁ%%ﬁféz
Eii@@i*’éh ARPT—7 /WX, ARPJSEN XY NT—7 ETCREEINDLIT-CNWIHF AT I v
WCHEHESNET, —EBlER SN2 UL, A4 LT 7 FLET, = FUN
Eb<ﬁw%é(tkz X FIEDIPT RLADMACT RUANEFINIZHARYE) © H
LWMERCTEHSNDANZ DO NUBXA LT T N TEHILERHY 7,

KT ART L b= RDOBFE., B NT 7 4 v 7 72 ¥ D Firewall Threat Defense 7 /31 A
LDOMD T 7 4w 2712, Firewall Threat Defense I ARP 7 —7 /D& A+ w27 ARP = b
VOZBZEHEHLET,

IR HEIIZ
ZOMEIL, AHIMEALH =T 24 RATONWTORMEATEET,

[T/34 R (Devices) |>[T/3f AEHE (DeviceManagement) | %% L. Firewall Threat Defense
T AMRE (Bdit) 1 () 22Uy 27 LET, (A X —7 =4 A (Interfaces) | ¥ 7 HT
T A hTERSNET,

WETHA v 2 —T7 oA 2 MRk (Bdit) ] (£) 227V w7 LET,

[B4M (Advanced) 1% 7% 2V w2 LT, [ARP]IZ 7% 27V w27 LET (R AT LUk
F— FTiE. [ARP & MAC (ARPand MAC) ]) ,

[ARP #7E %01 (Add ARP Config) 1 (1) %27V v LET,

[ARP i E % B/ (Add ARP Config) | ¥ A 7 /Ry 7 ARFRINET,

[IP 7 KL A (IP Address) | 7 4 —/V RIZ, RARDIP T RLAZ AN LET,
[MAC7 KL & (MAC Address) | 74—V RiZ, m"AFDMACT RLAZAJILET, 72&
Z 1%, T00e0.1e4e.3d8b) DL HIZASLET,

ZOT7 RLATTaFY ARP 2373 HI121E, [=A4 VT A%ZA%023 5 (Enable Alias) ]
Frv IRy I AEF N LET,
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ATvT8

ATy

BHIMAC 7 KLZDEmE T v oy L—TnMAc2Eommit [

Firewall Threat Defense 7 /34 A%, FEEIN/ZIP 7 KL 2D ARP EREZZ{E4 5 &, FEES
N7-MACT RLATIRELET,

[OK]ZZ7 Vw27 L, KIZHH—E[OK]%Z 7 V> 7 LT, [#EMEEE (Advancedsettings) ] % [
LT,
[Save (RTFE) 1227 Vv o LET,

T, [EF (Deploy) 1>[ERl (Deployment) 1% 27 U v 7 L, BV Y TET A AZRY
VoZRATEL L OISR E L, REEZRMATLOET, KETADTEILY £EA,

BMMAC7Z FLAMEMET) vy IL—T0O MAC =E D EDHE

FIE

ATy I

ATy T2

ATy T3

ATvT4

ATy TH

W, MACT RL AL, BFEDOMACT RLAMNWSD NTFT 7 4 v I WA v B —T = A AT A
7oL X2, MACT RLAR T—7/WZEIIZBMNMENET, MACT RV R T —= 7 % 5
T B ENRTEXET, 27 L, MACT RLRAFZRAXT 4 v 7 27— MBI L 720 mnE
. BT 77X Firewall Threat Defense 7 /341 A& @B CEF¥ A, AXT 47 MACT
RLRiX, MACT RLAT—7 BT Z b TaEd, AXT v 7 2 MY &B
THFED 1212, MACAT =T 4V TICRATELZ R HVET, AFT v 7 = |
VERIEUMACT RVAZRDIV TA TV MR, ZTOAZT 47 = B UIZ—H LR A
H—=T 2 A AT T4 v 7 ZEEL LD E LA, Firewall Threat Defense 7 /31 A% b T
T4 Ray L, VAT A AvE—VEAERLET, A¥T v 7 ARP= U %38
M+5LxlZ (AFT 427 ARP= FYDBEM (18 =) #BM) | AXT 47
MACT7 FLZ =2 FUIEMAC 7 RL A F—7 L ABICEBIN S E T,

1R BHIIZ
ZOEEIE. P T AT LY hE— ROAHITE BVI TORMEA T E9,

[7/34 X (Devices) |>[T /31 AEHE (DeviceManagement) ] Z# &R L, Firewall Threat Defense
T A[fE (Bdit) ] (£) 227V v 7 LET, [ ¥ =T =A R (nterfaces) ] % 7H7
7 4V N TIERENET,

WET DA 2 —T7 A X [fth (Bdit) 1 (£) %27 V)v7 LET,

[F£#0 (Advanced) 1 Z 7% 7V v 27 LT, [ARP & MAC (ARPand MAC) 1% 7 %27V v L
£7,

(f£E) [MAC 7 —=>7%H%NZ3 % (Enable MAC Learning) | T = v 7Ry 7 A% 47|
LTMAC 7—= 7 #8H L ET,

ABT 47 MACT RLRAZEBIMNT 521, [MACRREZ BN (AddMACConfig) 1547 U v
7 LET,

[MAC & E % B (Add MAC Config) 1 # A 7 0 7Ry 7 ANKRINET,
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ATvT6 [MACT KL A (MACAddress) 1 7 4 —/L NIZ, A RDMACT RLAZ AN LET, =&
Z1E., T00e0.lede.3d8b) DL HIZASHLET, [OK]Z27 Vv 7 LET,

AT9 71 [OK] &7V v/ LCREMREEK T LET,
ATvT8 [Save (RTE) 1527V v LET,

Zh T, [ER (Deploy) ]>[RRE (Deployment) 1 %27V v L, E|0 Y TT /A RZHKRY
V—HREATELLOICRVE L, BEREZEBTAET, EHFITEIDITIEH Y THA,

X)) TADEENTA—FDETE
COHETIE, IP AT —T 4 7 ORIEHE, 5882777 A N VTR TVOFFRIFE, B

SN [TT v b7 —25E (Platform Settings) ] TT /3 A LUV TREINDT 7 4V b
DT T T A MREDA—N—=F A RIFIEZO TP LET,

FOoFRT—=T429

ZOHETIE, /X =T 2 A ATIZ=F Y AN INR—ZANR T TU—FT 4T (=Fx R
NRPF) ZHNLET, 2=F ¥ A NRPFIL, V—T 47 T—TWIZHH- T, TXITD
R RIELWVEE LA v Z—T oA AL —HTAHBEETLIPT L AZHEH-TWAZ L%
ERL T, IPRTS—T 47 X7y I REREEFILIP T RUAZEH L, EEOEET
KT 52 L) PoRELET,

W% Firewall Threat Defense /34 AL, 7347 v F OBSESEAZHET S & X 105067 FL 272
FERANET, 2=F ¥ XA MRPFIL, #ELT FLABARD X5 IZT A R LET,
ZDH, UN—RANA T HTU—F 17 (Reverse Path Forwarding) & FEIILE T, Firewall
Threat Defense 7 /XA ADWIRZFFA[T 5T XTO T 7 4 v 71220 T, EFLT RLAIC
RHN—bET A ADN—T 4 7 T—=TMIEDLILERH Y 7, FEMIZ OV T,
RFC 2267 #ZM L T 7Z&0y,

72L& 20X, AR ST 7 4 v 7 D3FA . Firewall Threat Defense 7 /XA AT 7 /v k /b— b & fE
AL TCa2=%+ A F RPFIREDODFEETT-T LN TEET, T 7 4 v 7 BHNBA v H—
Tz AANPBAY | FEILT RVAPI—T 4 T T =TI IRWGE, T3 AET 7 4V
M—REFERLT, MBS F—T oA AEEFE XA F—T = AL LTIELSH#BILE
7

N—=T AT T—=TMIHDT RUANDIRA v Z—T 2 AA AT T4 ITBAD, ZD
T RLUADRRNERA X —T7 = A ZZBEES T 5T B34, Firewall Threat Defense 7 /3 A A
Iy be Ry LET, FERIC, REOEETLT RVADLREA v ¥ —7 =4 AT b
FT7 4 v I B ASTEGEE, —FTDH0—F (TT7HVb—b) PAEA o F—T = A A%
RLTWABTESD, T, A3y a2 Rey X LET,
=% ¥ A MRPFIX, RO X HIZEEEINET,

s ICMP N7y MZiZ By v a BN nizd, Hx D7y MIF oy 7 SnEFA,

«UDP & TCPIZITE Yy > a v BNEENTWATZD, #IH sy ML — DLy 7T
THRMETT, By a VHRIZBIETL2%0 7y ME, By v aro—e LTHRE

. BEDIF7ATI+—ILA2F3—T (R



| BE0I7747 94— A08—T24R
w2y 708 5 s—a08E ||

SNTVLEEFOREBEHER L TF =y 7 ESNET, MO T Y RSOy BT,
WDy FERICA 2 =T 2 A AZEE LTI2 2 EZRGET 27200 F = v 7 St
To

NTy RHEYVDIST AR

77 4V k TlE, Firewall Threat Defense 7 /XA AL 1 DD IP /N7 v MIDOEXHK K24 D7 F 7
AV RNEFAL, K200D7Z 7 A OV 7T IRELEF A LET, NFSover UDP
Y. TV = a VRHENCT Y e T T 7 A MET AR, *y U= TT
T A MEZHATEMENDY £T, 2720, b T T4 vl EBTITITAL METHET Y
r—3sa UBIRWESIX. 7 T 7 A L ) Firewall Threat Defense 7 /3 A Z BB T 72V L 9D
T2 EaBRIOLET, 777 A MeEiz 3 M, DoSHEIC L EbhvET,

IS0AbD)T7EVTL
Firewall Threat Defense 73 AL, RICRTT7F T AL N VTR T N a2 2ETLE
7,

CIPTTTAURNE, TTTA D By ROMERESNDE T, B XA LT Y MEES
PR o ETIESNET,

s T7T T A ey BMEREND L, By MR LTEEMT = v I NEITINET, Z
NHOF -y 7 i2iF, BE, T A—NR_"—Ta— Fr—r F—N"—T7o— 3T Th
bEENFHE A,

* Firewall Threat Defense /X4 A CHEFT D IP 7T 7 A2 M, BBV TR TV
INFET,

c[FERT T A N UT BT (Full Fragment Reassembly) | 23RN Z TV D55
(F7a/Mbh) ( TTTA My NI S OIS 57D b T AR — MFICHERRE
ShET,

s [FB2T7 T 7 A N YT T (Full Fragment Reassembly) ] 238 7ML STV D4,
T ANy NI, BRUICE—DIP Ty MG SNET, ZOBR—OIP /Ty
ME, SHICAHET 57202 F T U AR— FMEIZEREINE T,

1R BHEIIC
COWET., AFIEXA LA —T oA ATOLRFHTEXES,

FIE

AT T [T/NA R (Devices) |>[T/\1(4 A EIE (DeviceManagement) ] #38&{R L. Firewall Threat Defense
TN A (Bdit) 1 (£) 22V v s LET, [ ¥ —T7 =A% (Interfaces) | ¥ 7 N7
74V FTIERSNET,

ATYT2 WETHA L Z—T7 A A Mtk (Edit) | (#) 22V v LT,

BEDIF7ATIO+—ILA2F3—T (R .



BEDIFATI9+—NAv8—Tx4Z |

B cx2v7onE51—s0%E

ATvT3

RATv74

ATy T5

ATvT6

ATFvT1
ATvT8

[ (Advanced) |# 7% 27 Vv 27 LT, [E¥=2 VYT 4#E (Security Configuration) ]¥ 7 %

7y 7 LET,

=X ANV R=ZARR T U =T 4 T TN DI, [T T AT =T 4 T DR

Zhit. (Enable Anti Spoofing) | F = v 7Ry 7 A% AN LET,

SERTTITA NI TRV T AEEMET DI, BT T T AL N TR T IVETAT
(Allow Full Fragment Reassembly) | T = v 7R v 7 A& A4 NI LET,

Ny NZETHET D7 T 7 A MREERTDIE, [T 74NV T T T A MREDA—

/N—F 14 K (Override Default Fragment Setting) | F = v 7Ry 7 A% 42 LT, RITRTIE
R ELET,

c A X (Size) : VT HUTNEFETHIP VT EL TV T — 2= R FTREAR /X
Ty NOBRKEBERELET, 774/ ME200TT, ZOEE LICRET DL, 777
A MRELEIET,

«F=—r (Chain) :1DODFRRIP /Ty MIT7 T 7 AL METE DRy Mz
RELET, 774/ ME24 37y FTT,

« XA LT U N (Timeout) : 777 Ay MuIWiz Ty MEEREFET L £ TRHIET S
KA ERELET, ZA~—13. Ty NOEHIDOT 77 A FOEFE#HIZBMG S
FT, BELIEPEETIZEE Lol ry 87T 7 A0 BB LH%GE. BIEHEHD
FTRTONTy b 777 A MREESNET, 7740 MISBHTT,

[OK]Z7 VU v 7 L&,
[Save (RT) 1527V v 7 LET,

Zh T, [ER (Deploy) ]>[RRE (Deployment) 1 %27V v L, E|0 Y TmT /A TR
V—HRERHATEALIICRVEL, EREZEBMTHIET, BERIFAIDNTIEHY £HA,
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| BEDI74794— A28 —T1(4R
BEOT7 479N 15— x4 20BE |

BEDIFATIH—IA23—T 4 ADERE

HERE =/ =/ 0

Firewall Firewall

Management | Threat

Center Defense
VTION—T 3y 7 A |13 & N—T Ry A B =Tz AZBMNTELLITRYELE, L—
VH =T A AYR— (Any) TRy A B =T A AT, NAEEOTRICESLLET, 1
K B—T 2 A AWE T LI E, V=T Ry A H—T = A AZH|

DHETONTIPT RLAEFEALTIRNTOAS U H—T = AT
BATEET, VIIOHA, FHEA v —T A AL LTL—7 Ry
I AHE =T 2 A AERETDHDITMA T, FHUICRESHIZIP T
RLUADRDVIZ, VTN A H—T A ANLIPT RL A
EHEKT 5 AR—MbBIMEhTnET,

LV S

[T/314 R (Devices) |>[T/314 AEHE (Device Management) | >[4
VB —T x4 R (Interfaces) | >[4 2 —T =4 ADEM (Add
Interfaces) |>[IL—TN\v o 4 22— x4 AMEM (Add L oopback
Interface) ]
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-1 =/ =/ EE2
Firewall Firewall
Management | Threat
Center Defense
[Pv6 DHCP 7.3 £& Firewall Threat Defense CIPv6 7 R L v 3 0 7 DR OEEFEN PR — - &
(Any) NHETRELE,

« DHCPv6 7 KL A2 A 7 . b : Firewall Threat Defense {Z DHCPv6
P R—=5IPv6 /B — LT KL AL ATV a DT 7 40 K
— e BELET,

* DHCPV6 7'V 7 A v 7 AFAL 2 F A 7> b : Firewall Threat Defense
X DHCPV6 Y — =D RET VT 4 v 7 AETFLET,
Firewall Threat Defense (%, L7V 7 4 v 7 XA &FH L D
Firewall Threat Defense f > #—7 = ADT KL AZHT L., A
T— ML AT RLRAHBERE (SLAAC) 7 747 v MRFE LRy
FU—27 ECTIPV6 7 FLAZHAERETEDLLIICLET,

FHET VLT 4 T ADBGP IL—F T RARE AL XA |k

e DHCPv6 A7 — h LA —s3— : SLAAC 7 7 A 7 > F 7 Firewall
Threat Defense |Z1HHER (IR) /N7 v b &%X{ET 5 &, Firewall
Threat Defense |3 K A A 472 E OO IE# % SLAACZ 74T

MZ#EME U F 9, Firewall Threat Defense i, IR /347 > b &5 1T HL
HIEETT, 274 T M7 FLAZEID B TER A,

B LU S U B

o [T/31 R (Devices) |>[T/31 A& (DeviceManagement) |>
[ 23— x4 R (Interfaces) | >[4 32 —T =4 RDEM/HRE
& (Add/Edit Interfaces) ] > [IPv6] > [DHCP]

[#T2xH b (Objects) |>[#T2 ¥ FEE (Object
Management) ]>[DHCP IPv67—/L (DHCP IPv6 Pool) ]

Pr/ZE S S i< > |« show bgp ipv6 unicast. show ipv6 dhcp.
show ipv6 gener al-prefix
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BEOT7 479N 15— x4 20BE |

Hae =/ =/ =3
Firewall Firewall
Management | Threat
Center Defense
o— RXXZ %o (Any) C Firewall Threat Defense Virtual JHD-X7 7 1 &% % — K VXLAN A
Firewall Threat Defense H—T 2 A AZFRETE F9, Firewall Threat Defense Virtual I, X7
Virtual D7 71 & Vo7& 7axs O VXLAN B 7 A R 2R LT, BE—o NIC
VXLAN IZHMIA v H =T = A AL v H—T 2 A ERLET,
T LUVAE I Em
o [T/314 R (Devices) | >[T/\1 A& (Device Management) ]
>[T/N4 R (Device) ] >[4 > F—T 4R (Interfaces) ] >[4A
VA —TJ x4 AMEM (AddInterfaces) | >[VNIA > 2 —T A
A (VNI Interface) ]
PR—FENTWAB T Ty N7 +—2I : Azure @ Firewall Threat Defense
Virtual
VXLAN OH%HR—F |72 FE VXLAN B 7 U boY R — FavEinsihE Lz,
(Any)

B LUV ST

s [T/34 R (Devices) |>[T/ 1 A& (DeviceManagement) |>
[T/34 X (Device) ]1>[VTEP]

« [F/N\1 R (Devices) 1>[T/34 REHE (Device Management) |>
[T/834 R (Device) |>[4 2 —7 4R (Interfaces) | >[4 >
B—2J T4 ADEM (AddInterfaces) ]>[VNIA4 2 —T 4 R

(VNI Interface) ]

« [T/34 R (Devices) |>[T/ 1 REHE (DeviceManagement) ]>
[T/314 X (Device) 1>[4 2 —T 4 X (Interfaces) | [EEA
V=T 2 A ADfELE (editphysical interface) 1>[2f% (General) ]

PR—FENTWNWDET Ty b T4 —2L : TC,

BEDIFATIA—LAVE—T(R .“
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-1 =/ =/ EE2

Firewall Firewall

Management | Threat

Center Defense
Firewall Threat Defense | 7.1 =& Amazon Web Services (AWS) 7 — bz A B — RKNXF YD T
Virtual @™ Geneve (Any) T—=A7ax v EYR— T 572012, Geneve N 7 /ALY R — b3

A b

Firewall Threat Defense Virtual (ZIBMENE L7z, AWS ¥ — U = A
02— KT X, Bl xy NO—7 75— (BT 74>
7 OME—DHAR) &, FI T4 v T EgBL. FT T4 v DFRE
({24 > T Firewall Threat Defense Virtual Z §L3Ed4 50— K37 4%
MAE bR ET,

Z OFEREIZIT Snort 3 SMLEE T,
B LVVAEE S LT
«[T/34 R (Devices) 1>[T/31 REHE (DeviceManagement) ]>

[F/34 X (Device) ] >[VTEP]

« [T/31 R (Devices) |>[T/\1 REHE (DeviceManagement) ]>
[T/81 R (Device) | >[4 »F—T x4 R (Interfaces) |>[4 >
A—TJ 14 ZADEM (Add Interfaces) 1> [VNIA B2 —T x4 R

(VNI Interface) ]

«[T/314 R (Devices) |>[T/31 REHE (DeviceManagement) |>
[T/314 X (Device) >[4 B —T 4 X (Interfaces) | [HEEA
VA —T =2 A ADFREE (editphysical interface) ]>[2f% (General) ]

PR—FINTNWBETT v b7 4 —2I : AWS O Firewall Threat Defense
Virtual
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-1 &=/ =/ 0

Firewall Firewall

Management | Threat

Center Defense
3ty k7 xy k|70 & N—T >y RA v Z =T AL TIE, RA Y MY —RA o Mk
~ A (Any) D3I Ey OB T Xy MIZIPT FLAZRETEET, 318y

TRy MOE2ODT FLAOZRNEGENET, @E., 7%
NOEMEREDOT FLA TRy U= ET7a— R¥x¥ X MIC
TRSNTEY, 27 LA TRy MIEHATEERA, 7L,
RA RN —=RA U MERPR DY, Ry NT—7 T LA T r— R
Fr AT RUABRARELRGEIT, IPVAETT FLAZRFFTLHD
W31 7Ry b By EBREBHET, & 2E, 22O FTD MWD

Tz VAR T MERT RL R 25EF T, Voo
—HORNSEEFEEIND Ny METRTH H —HOMTZIE S,
Tu— RX¥ Y A7 4 U7 EH Y /A, £72. SNMP X Syslog %
FATTDEHAT — v a VEESEERT D22 L b TEET, ZOMEE
X, 7V I N—THOBVIL, £V T XX X ML—T 4T
TIEEHAR—FENTWVERA,

B LVVAE ST

[F/31 X (Devices) | >[T/\1 REHE (Device Management) | >[4
VA —TJ x4 R (Interfaces) ]
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=/
Firewall
Management
Center

=/
Firewall
Threat
Defense

Ed 0]

Firepower 4100/9300 &
Firewall Threat Defense

BEY o7 RAE L B
U > 7 RAED[RIH]

6.7

[ g%/l

Firepower 4100/9300 > — < "C. Firewall Threat Defense #i{E U > 7 Ik
WET—HALZ—T A ZAOWEY 7 IRELRITE A L Ok
D FE L7, BIE, FXOS BHARRENT v 7T, WELY v 7 RENT v
TTHDHIRY, A F—T A LT v REEIC/R D £, Firewall
Threat Defense 7 7'V r— 3 v 4 U ¥ —7 = AOEIIRIEITBE
SN FEH A, Firewall Threat Defense 7> 5 D RIHIN 2 WNEEIX, 72 & %
&, Firewall Threat Defense 7 7'V 7r—3 3 VINSERIZA VT A Tk
DHENZ, T—HF A H—T A APRYBNZT v TIREIZ e >720 |
Firewall Threat Defense @ % v b & 7 BRI H LIE S < OREIX
Ty REOEFIZRDLAREENO Y ET, 1Ty DY
By ZOREBOR—FHIZEIV Xy hRRay7INbZE0nH0 F
9, ZAUZE. Firewall Threat Defense 2N LEE CT& 5 X 9 (272 DTN
JL— % 75 Firewall Threat Defense ~®D ~ 7 7 ¢ v 7 OEEE T 5 2
ENRHDHIZOTT, ZOMREIXT 7 4V b TEGICZR > TEB Y, FXOS
DFET NA AT LIZAENMITEET,

GF)
ZOWREIR, 7 TRAZ Y T arTF A ALK A FTzlLRadware
vDP 5 22 L — % %ffi f§9" % Firewall Threat Defense TIZV R — k &
TWEHA, ASATHYAR—FINTVERA,

HTH/ZE B X7 [Firepower Chassis Manager] [Hifi : [FREET /314 X
(Logical Devices) 1>[") >V KEEDHEHRIL (EnableLink State) ]

P/ S 7= FXOS =2+ > K : st link-state-sync enabled, show
interface expand detail

PR—FENTWBTZ v b7 4—2A : Firepower 4100/9300

Firepower 1010 /»— K
T T AA v FOY
A—k

6.5

(EE=¥
(Any)

Firepower 1010 TlX, &A1 —HV Ry N A F—T oA RE AL v F
NP ERTT77AT V=N A =T A XL LTHETEE
E
FLUW/AEE S

«[F/31 X (Devices) |>[T/\4 R&HE (DeviceManagement) |>

[1 >3 —T x4 R (Interfaces) ]

s [T/34 R (Devices) |>[T/\1 A& (DeviceManagement) |>
[1>32—T 4R (Interfaces) |> A 22 —T 14 ADERE
(Edit Physical Interface) ]

« [T/N1 R (Devices) |>[T/34 AEHE (DeviceManagement) ]>
[41 B2 —7 4R (Interfaces) |>[VLANA 2 —T =4 RADiBE
fn (Add VLAN Interface) ]
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=/
Firewall
Management
Center

=/
Firewall
Threat
Defense

E 0]

A—Hxy b 1/TEE
O —F x> h 18T
@ Firepower 1010 PoE+
DY R—k

6.5

(=¥
(Any)

Firepower 1010 (X, AA vF F—hE L TRESNTWDHIEHAE, 1 —
PRy b 1/TEBIOA —H x> | 1/8 @ Power on Ethernet+ (PoE+) %
PAR—FLET,

LV E X7

[F/31 X (Devices) ] >[T/31 REHE (Device Management) | >[4
VB —T x4 R (Interfaces) 1> [#MEA 2 —T 4 ADHEE (Edit
Physical Interface) ] > [PoE]

aTFA AR R
TEH &5 VLAN H
TA B —T A A

6.3.0

[ g %/R

FHRI2 A VX — T = A ADOMHZ FTREIZ T 5 72, FXOS TVLAN
YT =T ZAEER L, BEOA L AX AT o H—
T A AT AHZENTEET,

FHl/ZE B S 472 Secure Firewall Management Center [H][f] :

[T/34 X (Devices) | > [T/ A4 REH (Device Management) | > [#®
£ (Edit) 1742 >[4 28— x4 X (Interfaces) | ¥ 7

HHL/ZEE 72 Secure Firewall o v — 3~ 32— % HH :

[422—T 4R (Interfaces) |>[TRTDAE2—T (4R (All
Interfaces) |>[##EM (AddNew) | Fry T Xy A=a—0[H
T4 22— x4 X (Subinterface) ]

/A S /- FXOS =~ R : createsubinterface, set vlan. show
interface, show subinterface

PR—hENDHT T v b7 4 —2I : Firepower 4100/9300

ATFFALARE A
DOF—HILHA L H—
Tz A A

6.3.0

[ g%/l

FHRIPMBEA X —T = A ADEH & FREIZT D720, HEOA A
B ARTCA v B —T 2 AT HZ LN TEET,

P25 X u7- Secure Firewall 3 v — 3~ % — 3 % MM :

[41 232 —T 4R (nterfaces) |>[TRTDA E2—T 4R (All
Interfaces) 1>[% 4 7 (Type) ]

P/ S iz FXOS =2+ > K : set port-type data-sharing. show
interface

PR—FENDHTT >~ b7 4—2L : Firepower 4100/9300
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-1 =/ =/ EE2

Firewall Firewall

Management | Threat

Center Defense
MAN—T 478 L|620 WDy |[RELV—T 4 v TBLOT I v T kT, Ty =T
[ N—T v KA H—T 2 ADMTL—T 1 > 7T HREREN RIS

9, 7 U v Z—7X, Firewall Threat Defense /3 /V—7 4 7 C
13TV w2 B, v H—T 2 A AD T N—7T7, Firewall Threat
Defense 1. Firewall Threat Defense 237 7 A 7 7 4 —/L & L CTHERE
FTHRTARKRDT Y vV LIFRRVES, DFED, A F—T A
A OT 7B AN FAT SN, BHEDOT 7 AT U+ — /LIRS T
TIATENET, ANE, AT LU N T 7 AT U4 — /L EF—
RCOHRTY v T N—TORENFRRIE~Teld, TV v V7 —
THTCON—T 4V 7IFTEERATLE, ZOMEEZHEHT L &,
N—=T v R T7AT U4V E—=RDTY v FL—TOHRE L,
TV DI N—THRBIOTY) v VI N—T =T v R A H—
T2 A AMON—T 4 T HEFETTEES, TV IA—T1E T
Vo VRS 2 =724 (BVD) Z2EHLT, 7V vy 77—
DF—br U xA L LTHIETAZEICL s TA—T 4 LV TIZBILE
9, Firewall Threat Defense (27 U v ¥ 7/ —7%H ) BT H=HDE
A Z =T 2 A AR LHEE. MENV—T 4 ITBLOT Y v
ZIZE T ABDO VA Y 2 AL v F 2T 20 TRV ik
NS ET, v—7 v K E— RTIX, BVLIFARITE A % —
TxARERY T A JL—/LR DHCP Y— N7 EO—EH OB
2, AV NR—= A H =T o ZLIFERNICSINTE T,

NFZUART LY N = RTHR—MEND T T AKX 7 ORRE
X, =7y RE—RTREYAR—FahFEHA, vV TFHFr X b L—
FAVTEREAT I N—F ¢ T OMEES . BVITIIYHR— K &
NEHA,

HIRUAER ST

« [T/N1 R (Devices) 1>[T/314 REHE (Device Management) |>
41282 —7 4R (Interfaces) |>[MHEA V2 —T 1 ADRE
(Edit Physical Interface) ]

«[F/314 X (Devices) |1>[T/3/4 REHE (DeviceManagement) |>
[41 28— 4R (Intefaces) [>[4 V8 —T T4 REEM (Add
Interfaces) | > [TV v JIL—TF 428 —T A4 X (Bridge
Group Interface) |

PR—=FEINTWET Ty 77— T T (Firepower 2100 &
Firewall Threat Defense Virtual &< )
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CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



