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Z D77 7%, DHCPv6 7>5 DNS H—/3— 7 KL A7 EOBIER OS2 DHCPv6 % 1% H
THOINENRSHDZ L% IPve HEIFRE Y 74 7 v M@ L ET,

ATy 76 [OK] &7V w7 LET,
ATvT1 [Save (R 127 Vv LET,

T, [ER (Deploy) ]>[FEBl (Deployment) 1 %27 U w7 L, #YTiT /A A ZHRY
V—ERERATEDIOCRVE L, BEREREATAIET, BHEIIEIDITIEH Y THA,

DHCP)L—I—2 1Y FDERE

A B —T A AT%/E L7- DHCP K% 1 S % 721385 DHCP % — \Z#5%T 5 Xk 51T
DHCP VL —x=—V = hEHRETEET, DHCP 7 74 7> biE. #& 47 DHCPDISCOVER
A=V EEETHEOIZUDP 7a— KXy A e LET, Bfishicxry hU—7
@_Ob\’C@Fﬁi’E&ﬁ)ﬁ TAT Y MZIF2WedTT, =R EEERNWRy NT—T T A b

TOTAT VNS DBE. FlrewallThreatDefense?‘/\/f74 7 —RE¥x AN T 7400
%%:aiébm\tesb UDP 72— R¥ ¥ R MI@EFIREINEE A,

Tu— R¥ ¥ A %53 L TV 5 Firewall Threat Defense 7 /31 A DA > % —7 = A A} DHCP
FORER DA o H—T 2 A AODHCP Y — " —|ZHRET D X O ICRET D &, Z ORI A UE
TExEJ,

\}

GE) BENT7 7 A7 U4 —/LE—RTIEDHCP V L—iZVR—FrENTWEEA,
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FIE

ATy T

ATvT2
ATvT3

ATy T4

ATy TH
ATvT6

pHep y L—1—v x> tokE

[T/314 R (Devices) |>[T/3f AEHE (DeviceManagement) | Z %R L. Firewall Threat Defense
T AZRELET,

[DHCP] > [DHCP Y L-— (DHCP Relay) ] #E&R L £7,

[IPv4Y L —% A4 57 7 (IPv4 Relay Timeout) 13 LN [IPv6 U L' —& A A7 7 & (IPv6 Relay
Timeout) ] 7 4 —/v K Ci&, Firewall Threat Defense 7 /34 A3 DHCP V) L —T— = hDH
A LT T S EFRFORFMEZMEA CAN LET, AR MEOFMIL. 1~3600 T, 77 4/L
MEEVE 60 BT,

EALNT TR, 2—H/VDHCP YV L —x— 2 hENTT RLA Iy xo—2 3 T
ﬁ—o

[DHCPVU L —x=— = > | (DHCPRelayAgent) ] C, [:Bl (Add) %7 Vv 27 LT, LLT®D
G a v EHRELET,
e[ F#—T7 x4 A (Interface) ]: DHCP 7 74 7 > MR SN TNWOHAL X —T = A
Ao

« [IPv4 Y L —%H%HZT 5 (Enable IPv4 Relay) ]: Z DA > ¥ —7 = A AT IPv4 DHCP U
L—Z AN LET,

s Jb— FEXE (SetRoute) ]: (IPv4 ) $— "—n5O DHCP A v &—Y DT 7 4 /L

T—=hrUxA 7T RV A%, LD DHCP k% U L— L7 DHCP 7 74 7 > Ml biT
Firewall Threat Defense /XA ZADA VX —T =2 A ZADT RLVAIZEELET, ZDOT 7

aruEiTHE, VAT M. BODOT 744 b b— R EFRE LT, DHCP ¥—/3—
TR NL—EZPIFESNTWDEEETY. Firewall Threat Defense 7 /3 A& KA > b4
HIEWTEET, X7y MICT 74V FON—F F7 L 3 3 uE, Firewall

Threat Defense 7 /XA AL, TDA L X —T = ADT RLAEE/LTWNWDHT 7 4Lk JL—
ZEBMLUET,

«[IPv6 U L—%H%hlZ9 % (Enable IPv6 Relay) |1: Z DA »#—7 = A AT IPv6 DHCP U
L—E AT LET,

[OK]#27 Vw27 LT, DHCP VL —=— = FOEFEEZIRFELET,

[DHCP#—/3— (DHCPServers) ¥ 7 C, B (Add) 17 Vv 27 LT, UFOF TV ar
EELET,

IPv4 — =7 RLUAB L OIPV6 b — =T RLANRRE LY —"—ZBELTWTH, sl
oY ELTEMLEST,

« [—3— (Server) ]: DHCPH—_"—DIPT7 KL Z, Ry 7& o URXRMASIPT R
VAZEIRLET, HiMz 523, WEaSZRLTKESY, Xy NUV—7 7V
7~ DYERK

DHCP 35 & Uf DDNS .
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s[> F—T A A (Interface) |: H5ED DHCP Y — "—03\ i SdHA vV H—T = A X,
DHCP VL —x—V = hE DHCP H——% [RILA L H—T =2 RIHRETDHI &
IXTEEHA,

ATvT71 [OK]%Z7 V27 LT, DHCP #—"—DEFEH#HEFLET,
AT w78 DHCP X—T T [{R17F (Save) |27 U v 7 LTEREEZREFEL LT,

A4+ 3w DNS DEE

AU H—Tx2A ATDHCPIPT KLy o 7% EHLTWAE4A, DHCP Y —ANEH IND
ELEIVYTONEIPT RLANER SRS Z LDV £F, Z2EM A1 4 (FQDN)
EEALTA =T x A ACEFETE DRBERH LA, ZOPT RLADEENFET
DNS #—/3—@ Y Y —2La—F (RR) BNE<RLSAREMERH Y £F, #1473 v 2 DNS

(DDNS) (&, IP7 RV AETIRA MAPEESNDHTIZNZIDNS ODRR Z HH T 5 A =X
ATH, DDNSIZAF T 1 v 27 £12X PPPOEIP 7 KL v ¥ v ZIC b A TE £,

DDNS T DNS —/3—® ARR & PTRRR #F#H L £9, ARRIZIILRAINSIP T KL A~
D~y BTN EEN., PIRRR TF RLARLRIZY vy B 7 &N ET,

Firewall Threat Defense T3, X DDNS 2R — L TWET,
« FEHED DDNS : #Z#@ DDNS B #1 5 7U% RFC 2136 TEFRK I TWET,

Z ® A Tid, Firewall Threat Defense & DHCP —/3—"C DNS Z:k % i H L C DNS @
RR %# %@ L ¥ 9, Firewall Threat Defense ¥ 7= (% DHCP *h—/3—|X, ©— /L DNS #—
N—IZAR A MIZBT 216 A KO D DNS R4 FE L, £ OIREIZE SV T RR 277
BHTHAA L DNS —"—%RELET, D%, Firewall Threat Defense F 7213 DHCP
P—/N—inBH A A DNS Y — N —[CHFERDBEHERE S NET, — KRR F V4%
WITRLET,

« Firewall Threat Defense T A RR Z##7 L. DHCP #—/X—TCPTRRR Z ¥+ 5,

1%, Firewall Threat Defense 2 ARR % [Fif5] L, DHCP % —/3—723PTRRR % [fff
Bl THD, MGFOTT 07 ¢ CREINCEFHZERTHMLERHY £3, IPT K
L AFEZIIARA MR EEREINS L., Firewall Threat Defense 7> 5 DHCP ¥ —/3—|Z
DHCP #:k (FQDN A 7> a v &5 ide) M5 3+, PTRRR OB H A ERk¥ 5035
WD ENBEMmENET,

« DHCP — X—T ARR & PTRRR Ofj &2 EHT 5,

Z®iF U A, Firewall Threat Defense (2 A RR % B #19 5HEMRAS 2 WA L
F9, IPT7T FLRAFEIIARA NP ET X415 &, Firewall Threat Defense 7> 5 DHCP
P —/3—|Z DHCP sk (FQDN 47> a v Z5T) NiEEEH., ARR & PTRRR O
FHEERTHLENSH D Z ENBHEINET,
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s4+3vs s oz [

X2V T A D=—=ARLAA 2 DNS B —R—DEMRS U T, BARLMAMLZRETE
9, =& 2iE. BE9T R LU RADEE . Firewall Threat Defense CTHj f D L 21— KO HE %
A LET,

* Web : Web 1 5 . Cix, DynDNS Y E— h API {14k
(https://help.dyn.com/remote-access-api/) ZfEfH L £,

ZOHFKTIE, IPT FLRAFELITIARA AR ET X5 & Firewall Threat Defense 225 7
77 MRS TV D DNS 7 /31 2 —(Z HTTP EaR N EEEE S E T,

[DDNS] ~=*—1%, DDNS [ZB# 3% DHCP Y — —REDHKE LV HR— L TWET,

)

GE)  DDNSIEIBVIFERIZT Y o TN—TDRAN— (B —T 24 AT R—FEINFHA,

18 H B HIIC
[Tz bk (Objects) |>[A#T x4 FEE (Object Management) ]>[DNSH—/\—
J')L—7 (DNSServer Group) [ CDNSH— "—7L—7 %4 L, [T/314 X (Devices) 1>
[TS5y b7+ —LERE (Platform Settings) | >[DNS| CTA v X —T =A ZAD I N—T %4
N LET, DNSEZRL TS EEW,

o TRA ADKA NG HFE L E T, Firewall Threat Defense DI+~ N7~ 7% 3179 %
& &, F /It configurenetwork hostname =~ > K& L C, AR M ERETEET,
AU B =T 2 A AT LITRA MERE LRWIGEIE, T35 AOFA MMEA S E
—gqo

FIE

AT9 1 [T/A4 R (Devices) |>[T/\1 RAEE (DeviceManagement) ] %R L. Firewall Threat Defense

TNA A% RELET,

AT w72 [DHCP]>[DDNS|Z &R L £,
AT w73 YD DDNS 5 : Firewall Threat Defense 7> 5 ¢ DNS ZR &2 A 2h12 3% X 5 12 DDNS BH#H5

XERELET,

T RTOFERA DHCP H— —THITT 2854 1%, DDNSHHHXARET 2 LEIXH Y £

Ao

a) [DDNSH#7 5= (DDNS Update Methods) ] T, [BAN (Add) 1227V v27 LET,

b) [AY > R4 (Method Name) | Z#%E L £7°,

c) [DDNS] %7 VU vZ7 LET,

d) (EE) [Update Interval] T, DNS ZLROEHFRARE L £T, 7 74/ F Tk, 9
TOMENOITREESI., IPT FLURAELITARA MPEEIND =N FHERNBEE S
nET, EREZTEHWIZEET HI21E, [Days] (0~364) . [Hours], [Minutes], [Seconds]
CTHREZRELET,

DHCP 35 & Uf DDNS .


https://help.dyn.com/remote-access-api/
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B s rsvomsozms

ATv74

ATy TH

DHCP & U DDNS |

e) Firewall Threat Defense 73 8819 % [H#7L = — I (Update Records) ] ZaXE L £,

Z OFEIX, Firewall Threat Defense 2> HEAERHT 5 L a— RZOAFEE L £9, DHCP
Y= N—THEHFTHLa— REFETDHINE, A X —T 2 AT EFEF T a— iz
DHCP 7 AT v FREZEITWET, AT v 75 (16 X—) BB T &,

» [KXEF (NotDefined) ] : Firewall Threat Defense 7> 5 ¢ DNS ¥ & #hic L F 9,

* [AB L OPTROE L 22— K (Both A and PTR Records) ] : Firewall Threat Defense C A
RR & PTRRR O G20 L OICRELE T, A¥T 4 v 7 £72IZPPPoEIP 7
KLy Ziid, 2oF7vra v zlALET,

*[AL=2—F (ARecords) ] : Firewall Threat Defense T ARR D&% HH T 5 K 51T E
LE9. DHCP Y —/3—TPTRRRZ H T %81k, ZOA T v a &AL E T,

f) [OK]Z27 Vw7 LET,
g) ZOHKE AT v 75 (16 X—Y) TAUE—TxAAZEIDHTETS,

Web J53 : Firewall Threat Defense 75 ¢ HTTP B K 2 A0 2 X 9 12 DDNS B H 5=

ERELET,

a) [DDNSH #7575 (DDNS Update Methods) ] C. [BMI (Add) 1227V w7 LE9,

b) [AY v K4 (Method Name) ] Z#%E L £,

c) [Web] &2 Vw27 LET,

d) [Web®#Hr ¥ A1~ (Web Update Type) ] %. IPv4, IPv6, oM iDOX A 7FOT KL A%
FHTDHEOICHRELET,

e) [WebURL] Zf%E L E£9, TH URL ZHEEL ET, %E72 URL IZOWTiX, DNS 7'
A X =IZHWE DR TSN,

RO 2R LET,

https://user name: password@provider-domain/path?hostname=<h>& myip=<a>

i -
https:/jerichton:pa$$wOrd 1 7@domains.example.com/nic/update?hostname=<h>&myip=<a>

f)  (fEE) [Update Interval] T, DNS Z RO FEFRHIRAXEL T, 7 74/ b TiE, 7
TOMMNOIWCERESIL, IPT FLUAFEIIARA MBERE IND =N HH BRI LG S
NET, BRZEHAICHET 521X, [Days] (0~364) . [Hours], [Minutes]. [Seconds]
CTHIREZRELET,

g [OK]Z7 V27 LET,

hy ZohE X7 v75 (16~—2) TAUF—T A RZEIVETETS,

i) Web %1 7.0 DDNS DA 1%. HTTPS 5 H 0 DDNS H— FEBEDMGEED 72 01T
DDNS —/3D/L— k CA LB THHLERH D T, AT v 79 (19°—) 5L
TLEEW,

DDNS DA v Z—T 2 A ZAREEL LT, 2O Z—T A ZADOEHHA, DHCP 7 54 7

FXE, RA N 2R ELET,

a) [DDNSA > % —7 = A A%E (DDNS Interface Settings) ] T, [1B (Add) %7 V> L
e
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b)

d)

f)

s4+3v5 s 0%z |

Ka w720 YR KD [Interface] Z i8R L E 5,
[DDNSH #7572, (DDNS Update Methods) ]-X— 3 CIER L72[ A Y v K4 (Method Name) ]
Vi N D= S

(F=#£> DDNS 7)) T _TOHH % DHCP H— N —THEITT HEHIE. HXEE ) 4T
HBEIIH D FH A

DA HE—T A AD KA R4 (HostName) | #HELET,

RAMERELRVEEIT. T30 ZAOKRZ MAREH SN E 4, FQDN Z#57E L
BE. DNSh—N—TN—TDFT 74V D RAAL 2 (AXT vV 721X PPPoEIP 7
RLy v Z708BE) . £721EDHCP —/"—0D R A A 4 (DHCPIPT KLy 7O
BA) smEmEhnEd,

FE#ED DDNS 72 : [DHCPZ 7 A 7> h A HE R ZDHCPY—/3—|Z %K (DHCP Client
requests DHCP server to update requests) ] T, DHCP #— _X—THHTH L a— FEfFEL
\i j—O

Firewall Threat Defense 7> % DHCP #—/X—|Z DHCP 7 74 7 FERNEEFEINET,
DHCP #—/3—% DDNS # AR — T 5 L ICRET DMENHDH Z LITHERLTIES
Wy =37 T AT NEREZITAND LHICEHRETE DI, 77947 b &
F—=N=F A RTHZLHLTEET (ZDOGHA, = "—TETLTWDIHEHEZT TA4T
VETIEATLARNWEIZI TAT U MURELET) &

ABT 47 FETIZPPPOEIP 7 RL v I v 7 OBE. T bOREITHEHEINET,

()
N BHOfEIE, [DDNS] =TT, _RTDOA v H—T = A AR LTI — IR E
THILELTEET, A VX —T oA AT EOFREF, Fn—ULRELY bELEINE
ﬁ—o

« [AR#IR (Not Selected) ] : DHCP #—/3—~D DDNS R 2L LEd, 7 I7A47T
>~ R CDDNS B 22k L72< Th, DHCP — "= b TH 25592 L ) IR E
TEET,

« [#i72 L (No Update) ]: DHCP — —THHEZFET LWL I IZERLET, =
DX EIL, [Both A and PTR Records] Z A %02 L 7= DDNS B 520 & iy L CTRERE L &
‘j‘o

« [PTRO# (OnlyPTR) ] : DHCP #—/3—TCPTRRR D HH A FEFT7J D5 L I ICHERL £
T, ZOFREIE. [A Records] AN L7- DDNS B 7 L i U CHEBE L £,

* [AB L OPTRO[ L 2 — K (Both A and PTR Records) ] : DHCP #—/3—T ARR &
PTR RR O G DOEF 2 FATT 5 X HICBERLEY, ZORETIE, DDNS #HH 5
A o Z—T oA ATEEMT D MNBEITH Y FH A,

[OK] %7 Vw7 LET,

G¥)
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ATvT6

ATy 17

DHCP & U DDNS |

[# A7 v Z7DNSH#H; (Dynamic DNS Update) |#%¢iEI%. Firewall Threat Defense ¢ DHCP #—
N=Z AT % L EODHCP Y — "= EICBE L Ed, FElic o>V TiE, 27 v 76 (18
N—=) ZBZRLTIEIN,

Firewall Threat Defense ¢ DHCP #—/X—ZFZhZ7F 5 &, DDNS O DHCP H— N—3%E % 1
RCEET,

DHCP H— =% HMNZT 5I21L, DHCPv4 — "—DE (5 3—) 2B LT
W\, DHCPZ T A 7 > hDMEHED DDNS B K& 2356 O — "—O@EEE ik T X
FI, PN EHFHEFATTIHBIC, 7 T7A T OV —ARMIRGINICRD FEHsh
20N HA L —s3—F, DNS B — =23 1Y LT\ /Z RR ZHIRT 2 L o128k L £,

a) Y= N—REIT., T u— NIRRT Db, AV —T A AT LI TS
TEET, 78— ULBEICONTEL, A4 D [DDNS] R—Y 2L T EE0, A
VHE—T oA AT EDFEICOWNTIL, [DDNSA > ¥ —7 = A ZAF%E (DDNS Interface
Settings) | X—Y &AWL TL f_éb‘o AUHE =T oA AREF, 77— LR ELD B
EhanEd,

b) [# A7 v Z7DNSEH (Dynamic DNS Update) ] C. DHCP ¥ — 3—FE #9425 DNS RR
ERERL L E T,

o [N (NotSelected) 1: 7 74 7 FMRER L7284 TH, DDNS EH XN /2>
TWET,

« [PTRDZ (OnlyPTR) ]: DDNS 8 &G4 LEd, [DHCPY T4 7 MERDA—
/N—F 4 K (Override DHCP Client Requests) |fXEZ AT H &, P —s3—]T PTR
RROLZZFEH LET, ENLSNOEE, h— =37 T4 7 FDRERTHRREHE
HLET, 7747 FBFQDN A7 ¥ a v THHERZ LG LW E, h——
IXDHCP A7 a3 > 12 TR SR A hM&fiH LT, ARR & PTRRR Dl 5D
B A ERLET,

« [AB L OPTROfE L =2— K (Both A and PTR Records) ] : DDNS ¥ #i & A%z L 9,
[DHCPZ 74 7 RNERDA—s3—7 A R (Override DHCP Client Requests) | i%iE %
B+ b E, —/3—ZARR & PTRRR O H#H L£3, THUSNDEA.,
P N—Z7 TA T PR ERTDHRREFEH LET, 7747 R FQDN 4+
Ta UCHOREDR ARG LR WGA . —/3—IXDHCP A 7'+ 3 » 12 Tt &hiz
RA L EMHEMA LT, ARR & PTRRR Ol FOEHAZER L £7,

¢) DHCPZ 7A4 7 MIEoTHERINIEFT 7/ v a A —/"—F 4 N5, [DHCP
7747 v NEROA—/3—F 14 K (Override DHCP Client Requests) | ZA4 I LE T,

PN F, FRRF— R —Ff RENFDT, v—R_R—THETFLTWAEHE Y FTA T
VRTEITLABEWESIIZI T4 T > MK LET,

(fEE) —MxAY72 DHCP 7 74 7 v FaxiE &t LET, 26 DO E !X DDNS IZIXFER S

D EHAMN, DHCP 7 74 7 > b OEEICEHRE L TV ET,

a) [DDNS]“X—C, [DHCPY 74 7 h7ua— K&+ A &G T 5 (Enable DHCP Client
Broadcast) ] #4112 LC, DHCP #—/X—/R DHCP |[t& %2 70— KXy XA v 35 K912
FRLET (DHCP A > =a 1)
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b)

s1+zvsons oz [

F 7 4V b OWEAR TS TIE AR . A7 a > 61 O DHCP R/ o M NICIRTE S
7= MAC 7 KL A %589 521X, [DDNS] >[DHCPY 5S4 7> MDA V32— x4 R
(DHCP Client ID Interface) 1T, [ TIRE/RA > % —7 =1 A (Available Interfaces) ]
YA A U H—T =24 AR, B (Add) |27V v 27 LT, TNnE[BRLE
A H—7 x4 A (Selected Interfaces) ] U A MBI L £,

WL DMMDISPIFA v Z—T 2 A ADMAC T RLRIZAT T a v 61 BLBETT, MAC
7 RUARDHCP R A7y MIEFENTWARWES. IP7 FLAFHEY S THREY
Ao ZODFRTITDDNS L ITEFEGERH Y FHADN, — AR DHCP 7 S5 A 72 NOHRET
7,

RT9 T8 [T/31 A (Device) | X—U T [{RIF (Save) 127 Vv 7 LTEHEEZRIFELET,

AT w79 Web 5D DDNS D4 1%, HTTPS #%¢H @ DDNS H— SGEBEDMRFED 72 ¥ |2 DDNS ¥ —
NDON— bk CA BT AMLENRD Y £7°,

WIZ, DDNS P — "D CAZ FTARMRA L FELTEMT L2 LET,

a)

b)

<)

d)

DDNS #— 83— CAGEEAZBS L £T, ZOFIETIE, PEMBERAZ M L T8 >
A= FE2RLTWETR, PKCSR2AEHT 22 &b TEET,

Firewall Management Center C, [T /34 X (Devices) |>[5EBAZ (Certificates) | R L,
GEM (Add) 122U v 7 LET,

[7 /34 % (Device) 1 &R L, [EM (Add) [(T %2V v2 LET,

Add New Certificate [ ]

Add a new certificate to the device using cert enrollment object which is used to
generate CA and identify certificate.

Device*:
| 5516X-4 .

Cert Enrollment*:

Select a certificate entrollment object « | 4

Cancel m

[FERAZE D& DIENM (Add Cert Enrollment) | ¥ A 7R 7Ry 7 ANKRINET,
WDT7 4=/ RIZATI L, [FF (Save) 127 U7 LET,

DHCP 35 & Uf DDNS .
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Add Cert Enroliment

Name*

| CiscoRootCA |

Description

CA Information Certificate Parameters Key Revocation

Enrollment Type: | Manual

CA Only

Check this option if you do not require an identity certificate to be created from
this CA

TkL4kg1ZKR40
fdX4lid
xYB5DC2Ae/q

[ Allow Overrides

Cancel Save

AHTEZATLET,

< [&8%% 4 7 (Enrollment Type) 1>[F& (Manual) |%&84R L £,
«[CADZ (CAOnly) 1227V vr LET,

e 257 v 9a (194—) OCATHFAMREY AT ET,

e) [R1F (Save) 1227 U7 LET,
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pHep 5 & U DoNs oEE I}

DHCP & & U DDNS D & &

HERE =/ =/ 0

Firewall Firewall

Management | Threat

Center Defense
DHCPv6 A7 — h LA |7.3.0 7.3.0 Firewall Threat Defense (£, DHCPv6 'L 7 4 v 7 ALY T4 T > b
P PRI S L &I, MEDODHCPV6 AT — b L AP — _—% PR — |k

5891270 £ L7, SLAACZ 74 7 > k7 Firewall Threat Defense
W ER (IR) /N7 v & E{59 5 & Firewall Threat Defense |%
AA AT E DD #REZ SLAACZ 7 A 7 2 MIf2ft L £ 7, Firewall
Threat Defense [ IR /X7 > FDAHREZTT, T RVAE 7 T4 7T
MZEID ETERE A,

BT S LT

* [T/31 R (Devices) 1>[T/3A( REHE (Device Management) |>
[ 22— x4 X (Interfaces) | >[4 32— =4 ADEN/ER
% (Add/Edit Interfaces) ]>[IPv6] > [DHCP]

[TV k (Objects) |>[A#TP ¥ FEHE (Object
Management) ]>[DHCP IPv6 7—/L (DHCP IPv6 Pool) ]

FrH/EFE S -3~ R showipvé dhep
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CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



