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progress and 'NO' if you wish to abort: YES
Successfully suspended high-availability.
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> configure high-availability resume
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=y FAPWRREBOSZAICOAR, 2=y PEEMATEEY, 2=y ML, BT 2=y b7
IT A TIAZ N, AT —=H A%X AT —FLET,

)

CE) A T7_ATEYT 4 OPWHIT KRBT, 2=y F2 Y m—FT5&, A T
TV T ARENABICHER S, ET LT 7T 4 T/AL N, AT —H AR AT —
hEhET,

Firewall Threat Defense /\4 7RA S E) T A R7TO1=Zy XL

Ny 7T w77 7 A VEMHH L T Firewall Threat Defense 5 7] 7 OEEN B E LTz =
k& ZZHLF B 121%. Cisco Secure Firewall Management Center 7 KX =X hL—3/3 > A KD
lRestoring Firewall Management Centers and Managed Devices] 22 L T 7230,

EENFEE LT AL ZADN Y I T TRRVGEEIE, N T XA T8 YT ZfRbRT 5 0%E
BHYFET, FDKRIZ, KHHT /N1 R % Secure Firewall Management Center {288k L, /A 7
RATGEYVT A EFELLET, 20T RE, TAAART T~V h 20N
Ko TR £,

e N T w77 LTDT T4~V Firewall Threat Defense HA = =+ F OAHL (31 _X—)

e RN T w77 LTDY A # U Firewall Threat Defense HA == = F OAHL (32 3—)

NV Ty T LTOHTS5A <) Firewall Threat Defense HA L=y ~ )t

WIZR T FNEIZHE - T, Firewall Threat Defense O °] AT CTEENBE LT T4~ =
=y FERTHLET, ZZIORLEFIEIEDWE . BEFEOS THMERES FEX T 506
MERH D F9,



http://www.cisco.com/go/firepower-config

saAl |

B 227975 Lcntn 4 Firewall Threat Defense HA 1= k(D3

Firewall Threat Defense O & Fl ET ZERE T II W T2 L, 7794~V BLPEDZ
TA AD Snort B ANT ITHEB SN, WITOT A ADKNTT 4 w7 A ARY

Ta YRR S NE T, ZOFRBPIC NI T oy IR Rry I s, ELLEA
VAR v a UIMTONTICRTFESNDLENE, X =T T AL AN RNT T v 7 LB
LB TR Y £97, FAMIELSnort OFEENC LD N7 7 4 v 7 OEEZSZRL T
SV, NA TRATEVT 4 XTOERZERLUTDE, TI7A4~V TAL ALEDHY TN
A A TSnort 7" EANFRE) S, Fr o BATHZENTEL LN HIEERTRINET,

bz

caf

FIE

T A AT DA A=V EFERE T, &Y —F 72X Firewall Management Center 7> 5 5] (D7 /3
A AT 4 A7 BB LIRNTSEED, ZHETFR— SR TORWHERTH D | FERENE
RPND RN H Y £7,

AT v T [BRHIGIE (ForceBreak) 14 3&IRL T, @ AMERT 2 0BEL £3, &a AT Offk (33
N=Y) BRLTIIZEN,

GE)
B /EIZ & U | Firewall Threat Defense & Firewall Management Center 7> & HA (2 B9 5 9~

2,

RELHIFRL, %R TFETHIERT 24N HY £9, MEHANT ZIEFEIZHRET 212

(X, HA UIBrRIEZ AT T HR0IC, TXTOA U F =T =2 A AFT A o H =T 24 2D 1P,
MAC 7 RL A, BEIORE=HX Y VIR ELRGF LTI IES0,

RATv T2 BEENEA LIZT T A~V Firewall Threat Defense 7 /XA A (%5 % Firewall Management Center
MOHEER L $£9, [Firewall Management Center 2> 5 D7 /3 A ADHIER CEELAELR) | 2L
TLEENY,

AT w73 zHH O Firewall Threat Defense % Firewall Management Center (288 L F9°, [ /34 2D
ny 2L T 7EE0,

ATy T4 BERL, BFOY DXV T I T 4T amy eI~ FALRELTHEML, &2
WLTeT A RER N HEVIAZ N, TRARELUTHERLT, matEERELET,
A TRXAZETT ¢ XTOEM 23 X—) 2ZML TN,

Ny Ty THLTOEH >4 1) Firewall Threat Defense HA 1=y F D3

IR T RIEICHE > T, Firewall Threat Defense O & Al FiPEST CREENKAELI-E I ¥ ) =
=y ML ET,

B =i


management-center-device-config-73_chapter4.pdf#nameddest=unique_79
management-center-device-config-73_chapter1.pdf#nameddest=unique_32
management-center-device-config-73_chapter1.pdf#nameddest=unique_29
management-center-device-config-73_chapter1.pdf#nameddest=unique_29

samt~7omk ]

E®E  Firewall Threat Defense O 7] FiTER T ZAERE 21X 05 &, 7I74~VBLXOED &Y
T8 AP Snort TR EANT ITHEBI S, MTDOTNAAD KT T 47 A AN
Ta YN —REICHET S NE T, ZOFRBPIC N T T oy IR Rry I s, ELLLEA
VAR v a UIMTONTICRZTESNDENNE, X =T T AL AN RNT T v 7 B
HHEISC TR Y £4, FMILSnort OFFEENZ LD T 7 4 v 7 OEfEE SR L TE
SV, NA TRATEVT 4 XTOERZERLUTDE, TT7A4A~) TAL ALEDHY TN
A A TSnort 7" EANFRE) S, Fr o BATHZENTEL LN HIEERTRINET,

FIE

AT 71 [BREGIET (ForceBreak) JZEIRL T, @r AT Z0BEL £9, @MY Offkk (33
N=Y) ZRLTIIZEN,

GE)
BIWr/EIZ & U | Firewall Threat Defense & Firewall Management Center 2> & HA (2 B9 5 9~
TOREZHIFRL, % CFHTHERT H2LERHD £, RAUHAXNT ZEFICHET HIC
L. HA I EA2 1T 2002, TXTCTOA X —T =2 A AP TA X —T A ADIP,
MAC7 FL A, BIOE=X UV IHEEZRTLTIIZIN,

AT w72 H o HY Firewall Threat Defense 7 /31 A D% 4% Firewall Management Center 7> & fif & L %
7. [Firewall Management Center 7> & D7 /34 ZADHIER CRERRER) | 2L TS0,

AT w73 zHH O Firewall Threat Defense % Firewall Management Center (288 L F 9, [T /34 2D
My 28R LTLIEEN,

ATy T4 BERHRL, BEOTIA~VITIT 47 2=y v 74~ T4 AL LTHERL, &
BLTeT NRA R HF VAR R, TARLRAE L THEALT, Bl EZRELET,
INA TRAZEDVT 4 XTOBM (23 %—=2) 2L TLLTEEN,

= Al FATER T DR
BT T 2 AT & BRERGE SO = 5 M B HIRS R E T

TIT 4 7=y MIBEBREEHMT L, P77 v 7Bk LES, AX A 2=y RO
AV F =T 2 AREFTHESNET,

FREREEDRNCT 7 7 4 7=y MR S TWRNo TR Y —id, MEBREEN T T LT
LA EHE R SNRVEFICRY £, MERRIESTE T LRI, AZ U RT TR R
R =% R LTS ZE W,



management-center-device-config-73_chapter4.pdf#nameddest=unique_79
management-center-device-config-73_chapter1.pdf#nameddest=unique_32
management-center-device-config-73_chapter1.pdf#nameddest=unique_29
management-center-device-config-73_chapter1.pdf#nameddest=unique_29

saAl |
B =aru<7omr

\)

GE) » Firewall Threat Defense 7 /N4 AD @A i A % — 7 = A AT IPsec A>T D
e, 7 AE, e I e "y MEBERMORmWEZEFX 2 —IZAND Z ENT
TEHA, TORER, RKEOT—F T 74 v 7DV F VAT, T ARLHORE
(b SN T- B &2 R E B L OMBRIRGIAH I TE =, @ HEZMRL L O &
LTCHRETDAMMEMERH Y £3, T30 ADY VY —AEMAR L HFRANLV—T v N ERR
T AHIZIL, show resource usage X< &ML 9,

« Firewall Management Center Z ] L T rf HIPEAS T ICBIE T E 2WIGE, T8 Cm al ik
BRI BITIE. &5 /S A0 CLIICH% L. configure high-availability disable % A /)
LET, HIBR CREMEER) &l HME~T @ &3 L Firewall Management Center <~ 5§k

(B5~—=2) HLZMLTIZEN,

b3

ol

Firewall Threat Defense D5 o] AR T 2 gz 3420 &, VI A4~Va=v b ¥V a=y
k@ Snort 7B ANEHIZHEBI S, WHDTNSAADNT T 497 AT g R
—RHICHR B S E T, ZOHBPIC NI T v IR ey Inbn, ERLLEA AR
v aryMThNTICZTESNDINE, =7y b TRAANRNT T ¢ v 7 0T 5 5k
WIS U TR Y F9, FEMIESnort OFFERENC LD N T 7 4 v 7 OEHEEZ SR L TS0,

1R BRI

o Hi—® Firewall Threat Defense /& ?] f{E~_7 D ) — KATFT—X 2OFH (29 —) , =
LY @SR AT O AT — & A L Firewall Management Center 0 A 7 — & A3 [E]H#] &
nE9,

FIE

ATY 1 [TINA R (Devices) |>[T/34 REHE (Device Management) & 3#IR L £,

AT T2 T 5@ AT ORICH D [HAOfERR (BreakHA) 127V v 7 LET,

RAT9 T3 AZ AL ETPIRE LW AT, [FRE#EER (Force Break) ] &4 I LE 7,

ATy T4 [1T (Yes) 1227V v 7 LT,
RERBEIC L > T, T2/ T 4 7BIORZ S 2=y b bE AR ENHIBR S E T,
TIT 4 7=y MIEB & TW5D FlexConfig /R U o — Tk, i ol AVEMEEREER (B O

KN ERENDHAENH Y £97, FlexConfig R > —%2AH LT /T 47 2= b LITH
JREAT D MERH Y £7,

B =am |


management-center-device-config-73_chapter4.pdf#nameddest=unique_79

HIRR (Z8RMERR) SRR 7 O & # L L) Firewall Management Center ~ 0 &% .

RDBERY

727 47 2=v k| TFlexConfig N U > —% ] L TW 5 YA, FlexConfig N Y 2 — 4%
L THERL R —2HELE7,

)

GE)  &EaTHMER#@RLZ%L, 7277 07 2=v b & LTEIfE L TV 7= Firewall Threat Defense 7 /N
A AZNE, AZ N, 2=y FOIPT FUARRESNIZEFIZRY £3, ZNEMRT DI
L. LLRIT 7 7 4 7 T& - 7= Firewall Threat Defense 7 /3 A TIBMOER A FEITL, AKX N
A=y FDIPT FLRAZRENSHIBL £,

HIBR (B8xf2FR) SRIFAMENRT D & L LY Firewall Management Center
~DE %

Firewall Management Center 2> 5 X7 Z B G iERCE £9, ZD5HAE, maAHMESTIZE0OEE
HEFFSNUE T, X7 &1 L\ Firewall Management Center |2 5% 7" 2 856 F 7213 Firewall
Management Center 23 X7 IZE[FETE R Ro L HEIL, XT 2 BEMRTE £,

@ A AT 2 BERIRER T 2 &, RO L IR0 £,
« Firewall Management Center & X7 & OO F X TOHIE N UK v E T,
o [T /31 AL (Device Management) | ~— U LT BHIBRS NV E T,

e XT DT Ty N7 A —LRERY —"7T, NTP Z{#i ] L T Firewall Management Center 7>
ORI ZZET 2 KO ICRESN TV DHEEIL, X7 e — WV FMERIC RSN ET,

s RENXTDOEFICARDIZD, XTIEX T 7 4 v 7 DU EFITLET,
NAT ° VPN 72 E DR YU ¥ —, ACL, BE A v ¥ —7 = A ARITHER S5,

[A U 721351 Firewall Management Center |Z-X7 & FR & Ek9 2 &, BRENHIBREIN D 7280,
TIXZDORER TR 7 4 v 7 OB AAZIE L ET, @Sl HMREITEDOE EMFFIN DD,
NRTEEEPBINTEXE T, BERIZT 7R a2y be—A R O —FRIRNTXFETRH, 5
T4 v 7 EREART AENT, FERICMORY) U —E2FHEH L ChHhoREE BT 24N
HYFET,

1R BHIIZ
c ZOFIETIX, TI9A~ ) 2=y h~DCLI 7 7 B ARNLE T,

FIE

AT9 1 [TINA R (Devices) |>[T/34 REE (Device Management) & #IN L £,

samt I



saAl |
B =arno0z-5y>y

AT T2 BEEGT D LT ORI H 5 % [ZOM (More) 1 () 7V v 2 L., [HIB (Ddete) |
ZERLET,
AT T3 [T (Yes) 1227V 7 LET, T35 A@EA AT BSBEMEE SN E T,
RT9Tl 774~V 2=y hEH LT AL AL L TGEMTHZ LT, HrLwv (£721EF L) Firewall
Management Center (27 2 B $KTE £ 77,
a) — D=y h®CLIZEH LT, showfailover =~ KEZANTHZ LIk, 774
~vya=y b ERERLET,

HAODRYDITIC, ZDa=y "R TIA <UL F Y PIRENET,

> show failover

Failover unit Primary

Failover LAN Interface: failover GigabitEthernet0/2 (up)
Reconnect timeout 0:00:00

Unit Poll frequency 1 seconds, holdtime 15 seconds
Failover On

[...]

b) A ~VY==v h®CLI T, configuremanager add =~ > K% L CTH L\ Firewall
Management Center % #/& L £ 3, Firewall Threat Defense & B A > % — 7 = A A D CLI TP
ERESZRL T EIN,

c) [T/AM R (Devices) |>[T/31 REHE (DeviceManagement) | Z&R L, B/ (Add) ]>
[T/N4 X (Device) 1227V v 27 LET,

T4~V 2=y bETNA AL LTEMT 57215 T, Firewall Management Center 723 77
yHE Y=y beRHLET,

SuAMtOE=A2Y Y

OB aryOFRBEIHD Z LT, BAAMEORAT—F R EE=H—TEET,

Jr—I)LA—N—FEDERT

INATRAZEVT A DOEFDOTINA AT B 7 = — VA —"—DEREE 1 >OE 2 —2F
RTEFET, BRI EWEONLIEFICERIN, TXTO7 = — LA —_"—0OHENREN
F7,

FIE

ATY 1 [TINA R (Devices) |>[T/34 REH (Device Management) & 3R L £,

ARTYT2 WETDITNAANA TRATEY T 4 XTORICH D [fRE (Edi) | (£) 227V v L
=7,

B =i


management-center-device-config-73_chapter2.pdf#nameddest=unique_56
management-center-device-config-73_chapter2.pdf#nameddest=unique_56

25—+ 7L 7 =t —ri—omitEsoz® [

ATv 73 [P~V — (Summary) | ZERL 7,

ATw T4 [—#% (General) ] T.

[Fr (View) ] (@) #27Uv 27 LET,

ATF— R T z— LA —NN—D#HETERD R

NATRATEVT 4 XT DT TAY v D H) TN RABMFDOAT— TN T x—)b
A== U 7GR E R TE £

FIE

ATY 1 [T/INA R (Devices) |>[T/34 REHE (Device Management) &38R L £,
RTYT2 HETDHTNA AN TRATEY T 4 XTORICH D [Fith (Bdit) ] (£) 227V vs L

i?ﬁo

RATv 73 [EA M (High Availability) ] 23R L 9,
ATV TG AT — TN Tx2— A== VU7 DFICHDH[FER (View) ] (@) 271U v LET,
ATV TS WHEHERERRT 2T A A BN L ET,

STRAEOBE

T RE =/ &/ i
Firewall Firewall
Management | Threat
Center Defense
Al FAVEAST o Bk | 7.3 (E5=3 AR T ZHIBR (BRERER) 32356, CLI TX7 & F& Tk
BRICE D 7 2 fEbR (Any) L. AZ U RT R TNAA AT DMENRR RV ELE, 7
TTICHERRTED L A4~V == ;%&H L\ Firewall Management Center [ZiB I CT& 2 X
T F LT, TR, RF A 2=y FPHBERICHRIESIVET, X7 2 HE
BT D ERENMHESND D, R —52FHEHATHINERNH Y £
R
RY—Da—iy |72 eS¢ configurepolicy rollback =~ > NiZ@m AT TR — F S TWET,
7\ A AtE T AR — (Any)

FENTWETS

CRlil



B =amtomE

saAl |

=/
Firewall
Management
Center

=/
Firewall
Threat
Defense

Ed 0]

HA ©7 VU v 7 & &R
b9 2 % € R EowE b

N
E=

7.2

(=¥
(Any)

a5 E R AR B L ASHEIC L U . config-hash 2 ACH: L T2 = k&
TIT 4T a=y NORELXKTEET, 77747 2=v e
M=y NOWGFTHEINI Ny a2 R8T HHE, Sila=v
MIFERRHRERMEZAX Y 7 L THAICEHESMLE T, ZOMEEEIC
X0, SHICRERHA BT Y I RAMRRICRD, AT F AT 4
YR ET T — BN ER SN E T,

7 Z AL ST E ]
T A ZADT v 7
T —RU—7 71—
DE,

7.1

(=¥
(Any)

7 A ENT@EH AT ASA ADT v 77 L— KU —27 71 —)3
ROLDICHFSNLE LI,

Ty T T L= R4 P=RE flx DT A 2L LTTIIRL,
TN—TL LT, 7I7AXbEncmaiitEr=y FZIELL %
RTDHEIICRVELE, VAT AT, BAETLHAREEOH DS
N—T7FEOMBEZRE L, L, FANEELZERTE E
9, 7= & %X, Firepower Chassis Manager CHERIHI DL T %47 -
72354 1&. Firepower 4100/9300 O T A X %7 v 77 L— R TX
FHA,

T STV — KRRy =% 7 T AZBIOEAHERTIC=
B 5 E LR E L E Lz, BAENE. FMClI Ry r—v
EEITN—T A N=ZJEZICa—LTWE L, T, 7
N—T A= XAF ORI T e A0—HE LT, HAIL/ Ny
F=VERETEL LRV E LR,

VT AINDT —H 2=y hDT v 7T L —KNIEFEREETES
e ELE, 2y ha—Nnoa=y NIFICREICT v 7Y
L—REnFEd,

ER A - FE T
%7 7 AZND/L— k
7T LET,

7.1

(=¥
(Any)

PRIV UV —ZATiL, dearroute =2~ Rida=y rOIL—F 4 7
T=TNDORKREZ VT LE LI, BEIX, @I V=T 72137
TAZTENEL CWAEA, Zoa~vwr NE7 s T4 72=y £z
Farte— =y NCORMEHTE, INV—TFR7 FAXAFXANDOT
RCO2=y NON—T 4 T T—=T N7 VT LET,

W =



samatoEE [

Hae =/ =/ =3
Firewall Firewall
Management | Threat
Center Defense
FID DA 74 T [6.2.3 WD | X —=T 32623 TIE, "M TXAFZEUT 0 DFTD 773 AT

VT4 DA—R=2

DIROKEEENBEA SN TNET,

cBAEST OT 7T 4 TEITA L 3, FID T 731 AR
s &, WTNOERMLRT S A RO T IEMEZ R A H
PEAT — B AP FMCIZR R SRV ATREMEDN H D £37, 72720,
T3 A L FMC O DIBE N E 7ML STV RN, AT —
HZAWFMC TT7 v 77 L— RENRWZENHY £T, [T3A
A (Devices) ]>[7 /34 A& B (Device Management) | ~<— 0D
[/ — RRAT—X ADOHH (Refresh Node Status) | 47> =z & ff
HTse, Gl =y NORT—ZZEHFH LT, maHME
T DT IT 4 TT A RERL N T8 R T 5 EfETR
HRERGETE £,

* FMC UI ® [7 /34 A (Devices) ]>[7 /34 A%&E (Device
Management) | ~—IZiE, LW [T 277 4 7ETOEIY Fx
(Switch Active Peer) | 74 2> BH D £7°,

e N— 59623101, HTLWRESTAPI A7 2=~ | DeviceHigh
Availability Pair Services "&£ TEY . KD 4 S DORERE % 2.

« DELETE ftddevicehapairs
» PUT ftddevicehapairs

» POST ftddevicehapairs

» GET ftddevicehapairs

CRlil



st |
B =amtomE

B =i



BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



