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ELTHERT 2 BEMELZ, Wy a THATANLET, X, T_XTOxRy hU—7
EHHE D manager BIEIZBMAE shell MREINTWAEAIL, EARAT L4
(manager=shell) %gﬁﬁiﬂf% iﬁo

I—HLIE, KO XL I Linux 12 L TCEI THAILELNH Y £7°,
cPHT. ATy () BEXOT v E—2a T () BMERAFT, kK32 XF
c FARTNT

c DL FAINA 7 () AFBEAARA, FNTEHFEIARA, VAR O Ty b~<—
7 (@) . 3 ATyv= () FEHAR

GE)

W —H —IC@ U —F—Z ZLIEHCERTE L T\ D4 . Firewall Threat Defense |3 PNE = —
Pk U TRANSNAT — REfB L, RICL7ZGA X LDAP — "—%Z B L £, %0
A —P L E CARTONT 22— 2 BN TE RN LIZER LT EEN, BEFEONE
—FLptR—FENEEA,

[frfF (Save) 15227 U v 27 LET,

ZOV—R_—OFHEFNCLET, MNBRIEEZSR LTI E I,

LDAP #——THEMN b a2 —F—Z BN EIFHIRT 25681%, . BEART A ZADT T v
b7 4 — LFEE FRET D MENH Y £7, Firewall Management Center (X2 —H— 1 & k%
Brovra—RL, TS ACEBALET, REEZEOREM] 2ZRLTIESV,

1
EARBI2H

DKL, Microsoft Active Directory Server O LDAP 1 7 A ViHGEA T ¥ = 7 h DHAR
EERLET, ZOFEO LDAP Y—3—D P 7 KL A% 10.11.3.4 T, ##ETix
TR ADIZDIZAR— b 389 BEH S NET,

a1—4H— .
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a—+4— |

. Firewall Threat Defense FE( LDAP SV EFZR5EA T x4 FDiEHD

External Authentication Object

Description

MS Active Directory -

Senver Type
A Set Defaults |

Primary Server
Hast Name/IP Address =

Port® | 389

Backup Server (Optional)
Host Mame/IP Address

Port | 389

LDAP-Specific Parameters

Base DM *
| Fetch DNs |

| oussecurity, DCsit, DE=example, [ ]

Authentication Method LOwaP v
CAC [ Usé for CAC authentization snd suthofization
Name * Basic Configuration Example

@i 1P or nostname

& P or hoatname

* Show Advanced Options

Base Fikter | ] oo st o
User Name * | CN=admin, DC=example, ﬂt:mmJ ox. enzjsmith, de=sourcedne de=com
Paceword * | weere ]
Confirm Password * | ------- ]

X, dospouecating de=oom

ZOFITIE, Example thOEHRT 7 ) mP— RAAL LT, F 2 U T 4 HADR—2
%&%'J% & L/f OU=security,DC=it, DC=example, DC=com 75?1%)5‘51 Lf:%ﬁ:%fﬂ—'\‘ LVCU‘i?—O

Attribute Mapping

U s Anbuts * | sAMACcounmEme i

U Accass Anibute © | saMAccounmiame

» Group Controlled Access Roles [Optional)

CLI Access Filwer
CLI Agcess Filter i || Sarma as Basa Fiker

(Mardatry for FTD dinices) |

Additional Test Parameters
Lisar Mame |

Pasewnrd |

* R i Fadd

i (s aniin), |\esmmmeth], Kl

samimy{] (er=oamit i ermesmitne b

Cancal Test m

.



Firewall Threat Defense Fi0D LDAP s\ &325E4 70z o tovsem [}

[CLIT 7 & A J@M: (CLI Access Attribute) ] 73 saMaccountName D, L—H —7»
Firewall Threat Defense (222 7’4 35 ¢, T4 L7 FINOTRTOLT V=7 bD
%\ sAMAccountName E‘lﬁﬁ’*ﬁﬁ é zh\ —ﬁi))*ﬁ;"‘é é ﬂi —g—o

HARTZ 4L OV — N A S 72729, Firewall Threat Defenseld~~— A 3553
WLV RENDT 4LV NINOTRTOAT V=7 NORMEKRET D Z LITHE
BLTLLESW, —="—~fEhlL, 774/ bOWIH (F721X LDAP #—/3—T
RESNTHA LT T M) ORBEZICHA LT NLET,

= E A

R DOFIIE, Microsoft Active Directory Server @ LDAP 17 7' A ViRGEA 7 ¥ = 7 h OFEH
REZTFLET, ZDOFHIO LDAP -—X—D IP 7 KL A% 10.11.3.4 T, kTl
T RBADEOIZHR— b 636 NWMEHINET,

External Authentication Object
Authentication Method LDAR

CAC Uise for CAG authenticati

Name * | Advanced Confguration Exarmple
Description
Server Type MS Active Directory » | | Set Detaules

Primary Server

Host Name/IP Address * 10.17.3.4

Port * 636

ZOFEITIE, Example thDOEHRT 7 /v — RAAL T, X2 U T 4 O R—2R
%%Ji%”% LT OU=security, DC=it, DC=example, DC=com %{fﬁﬁ Lfl%ff}%f&ﬂf\‘ L/“Cl/\i'a}
7770, 2OV —RN—CHAKT 4 L Z (cn=tsmith) DRTEINTWVWALZ EIZEELT
SV, ZOT7 4 NZE, —_R—bBET 52 —F—%, LA snich T
PHa—HF—IZRELET,

LDAP-Specific Parameters
Basn DN ® | CA=security, BG-i, DC=example, B Fedch ONs

sAMACooun Narms

stdAccountName

"j-#/§’\®%%ﬁi:ﬂﬁ§ SSL %{fﬁﬁ LTH%%{K%E}’L\ certificate.pem k A 7) %ﬁﬁ@%ﬁﬁ)ﬂ%
DR S VES, £72. (#4577 () (Timeout(Seconds)) ] DEREIT X
D, 60 FORIEZ I — = ~DF X A LT 7 b LET,

Z OH—s3—73 Microsoft Active Directory Server T 5728, L—HF —Z DLRIFIC uid
JEMETlX 72 < saMAccountName }Eﬂlﬁiﬁ‘{%ﬁﬁ XnFE 7,

a1—4H— .



. Firewall Threat Defense FA0) RADIUS SV EREREEA T =4 FDEM

[CLIT 7 & A J@M: (CLI Access Attribute) ] 73 saMaccountName D H, L—H—7»
Firewall Threat Defense (22 7 A 925 L, T4 L7 NIHNOTRTOFT V=7 bD
%\ sAMAccountName E‘@i)\*ﬁﬁ 3 VAN —ﬁUj)*ﬁ—ﬁ SNFE —g—o

WOBITIE, CLLT 7B AT 4 WVEDBFEART 4V HZERICEIICEHESNTONET,

CLI Access Filter

CLI Access Filter

Same as Base Filter

(Mandaton f F HTh at
es)

Additional Test Parameters
User Name

Password

Required Field

Eezalhza) - |

Firewall Threat Defense F5® RADIUS SV E3:2EfA T x4 DB

Firewall Threat Defense fA A —V — & PR — b3 5722, RADIUS — X—%BINL F
KR

%ﬂ[‘nnunl—tzr j:) T 7 ~ o);:tﬁ

Rl U4 7= b % Firewall Management Center & 7 /N4 A TEHET L &b, BlxD4T
Yl FEERRT D Z & T& £, Firewall Threat Defense (X RADIUS H—/3— T 2 —4 —
DEFZ VAR — b LEI 0., Firewall Management Center CIFAFERIEA T V=7 b2 —H—
VA NEFRFIERTDHDLENH D Z EITHERE L TL 7ZEV, Firewall Threat Defense (Z (3R I
ERINTVD I A FFREMEHTE LT, RADIUS Y —A"—Ta—F—2EHT 2HE1E
Firewall Threat Defense & Firewall Management Center [Zf85 D47 V= 7 N BT 2 LE R H
D ET,

)

GE)

V7 NEIET A4S 1T, Firewall Threat Defense DX 4 A7 7 M (1 — 300 %) #

BZNWEICLTLEEN, M AT U a2 H o EEVHEICERET 5 & Firewall Threat
Defense RADIUS 5% EDMERE L 8 A

X A AT v NEiIFHIT Firewall Threat Defense & Firewall Management Center CH72 572, 47

Firewall Threat Defense 7/R— FXi&R 7 4 —JL K

Firewall Threat Defense SSH 7 7 £ X CiX, RADIUS A7 ¥ =7 MAD T 4 —/)L KOHT &> K
DHPMERSNET, ZOMDT 4 — NV RIEZ AN L THERINET, 2047V =2 b
% Firewall Management CenterlZ b /T 25 51%. TNbD7 4 —/V RBMEHENES, 2D
FIEIL. Firewall Threat Defense THAR— FINTWDH T 4 — /L OB EXHEE LET, Mo

74—/ RIZ DWW T, Cisco Secure Firewall Management Center 7 KX = A hL—3/3 > A

K@ TAdd a RADIUS External Authentication Object for Firewall Management Center ] % Zx i L C
<TZ&EWy,

1—H—%

.
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FIE

ATy T

ATvT2

ATvT3
ATv74

Firewall Threat Defense 30> RADIUS st &3325E4 T U 4 kosem [

AMERFRAEIZ admin = —H— 2875 Z L IXTE EFH A, FMB=— —|L, FirewallManagement
Center T UMIGRGEA 7 V=7 FO—HE LT) BMT 52 & LnTEEH A, CLI TIZEM
T&FHA, Wik —H —{X. Firewall Management Center TI%72 <, CLI TL 2B TE 220
ZEITERLTLIIEE N,

W%i*% E L TR U —%—4 7 configureuser add =2~ > RZHH L THREIN TV

A1Z. Firewall Threat Defense (3 ¥ F DNFL—YF —D/NATV—RKE2F v 7 L, FHRN
%Mbt HIXRADIUS = "—%F = v 7 LET, B OIB—F — L F CARTOPNES
Z—— %JEDDT%@I/\:H_EEELT<7‘:551/\0 BEFONE 2 —F — LR — St
o RADIUSH— N—TERINTNL—HF—DEEIX, NE—F—OHER L~V EFT
WWRELTLEIN, £HLne, Aa—PF— AU —FEfEHL TR M T&EHE
Puo

Service-Type JBM: % i i L T RADIUS — "\— D2 —HF—%EFXL 7,
RIZ, Service-Type BMETH R —FSNTWAHEEZRLET,

« Administrator (6) : CLI ~® config 7 7 ¥ ZAGRiEA 2t L £, ZhbDa—H—(X, CLI
TIRTOavy FEfATEE7,

« NAS Prompt (7) £721% 6 LIS D L~UL : CLI ~DEARN T 7 & AFBGEE R L 9, 2
NoEOx—Y—iIshow I~ RRE, FE=H VU ITRRNTTNY a—T 4T DD
AR o~ REffTExEd,
ZENE, RO X DI Linux I L THEITHLILERH D 7,
BT AT () BEROT v E—2aT () BMERRT, kK32 30T
o TRTPILF

« ADILFNINA 7 () IERARR N TEFHIART],
(A A AT

13

iy (@ ATy v=a ()

Tl

E0iF AMBRRREA T V=7 Mla—Y—2FHHERTESET AT v 712 (l6~—Y) %
Z:HR) . Firewall Threat Defense (ZxF L C Service-Type B4 A~ » K& L TV % & (T Firewall
Threat Defense 35 & O Firewall Management Center {Z[F] U RADIUS ¥ —/N—%f {92 121%, [F
U RADIUS % — S — &4 20NMFRGEA 7 V= 7 &2 2ER LET, — D47 V=2 b
WIEEFERNCESRE LTZ [CLIT 7 ® A7 % (CLI Access Filter) ] =—%—%%&® (Firewall
Management Center CEfH) | &9 —FDAT V=7 hd [CLIT 7 & A7 /L4 (CLI Access
Filter) 1 13%2DF F£IZ L £ (Firewall Threat Defense THEH)

Firewall Management Center ©, [+ A7 A (System) | (3f) >[1—H— (Users) &38R L £
j—o

[FMEREAE  (External Authentication) | %7 U > 27 LE7,
[FMERFREEA 7 ¥ =7 FDiBIN (Add External Authentication Object) ] ) %22V vr LET,

a1—4H— .



[ Firewall Threat Defense A > RADIUS 51 &8EBZEA 70 = & FodiEMD

ATvTh
ATvT6
ATy T17

ATvT8
ATv79
ATv710
ATvIN

AT T12

[#8RES 2 (Authentication Method) ] % [RADIUS] IZFE L £97,
[4A1 (Name) ] & A7 a2 > @ [#B] (Description) | # AN LET,
[7"Z A~ U H—N (Primary Server) | D& 1E, [ A MA/APT KL A (HostName/IP Address) ]
EANTTLET,
IPv4 72 A AR— &L E T,
G¥)
AEMAE 2 L C TLS 7213 SSL il THRE T 258 1d. REFEDORA MR, 207 4 —
JWRICANTHHRA M E =L TWHLIRLERD HY 7,

EE) [FA—b (Port) 12T 74NV MPLERLET,
[RADIUSF/% % — (RADIUS Secret Key) ] # AJJLE T,
EE) [Ny 2 7 w7 —s3 (Backup Server) | /37 A—H% % AL ET,
({EE&) [RADIUS[EH ®/X7 A —% (RADIUS-Specific Parameters) ] Z AJJ L E 7,
a) TIAV Y —N"—F@HFEITTHETO[F¥A LTV~ (B) (Timeout (Seconds)) ] % 1
~ 300 DBEATANLES, 774/ ML30 TT,
G¥)
XA 57 7 ML Firewall Threat Defense & Firewall Management Center CH7¢ 572, 4
7V NEIAT H8E1X, Firewall Threat Defense DX A A7 7 M&iFH (1 — 300
) ZBARVWEICLTLEE Y, ZALT T Mabo L EBVEICHET S L. Firewall
Threat Defense RADIUS 3% E 23 HHE L £+ A,

by Nw I T v TPl a— )L —N"—FT5FTO[FRIT (Retries) |Z AN LET, T
7 F )V ML 3 TI,

(f£#) RADIUSEFr—W— (A7 v 71 (15—=) 2&W) 2HHT 50z, [CLI
77 AT 404 (CLIAccessFilter) ]8EOD [EFHECLIY 7 £ A2 —H%—U X | (Administrator
CLIAccess UserList) |7 4 —/V KiZ, CLIT7 7 ¥ AR ELRpa—F—Z % H o~ TRY->TA
HLEF, 72& %1E, jchrichton, aerynsun, rygel * AL F7,

Firewall Threat Defense ¢ [CLI7 27 2 A7 4 /L% (CLI Access Filter) 1 A Y v R&EMHT5 &
Firewall Threat Defense 38 K OV DD T Z v N7 4 — L H A 7 ClRl—ONTRIEA 7 V=7 b
A TE £,

GE)
RADIUS EFr—W—2 M HIT 258 1L. [CLIT 7 &2 A7 1% (CLI Access Filter) ] & Z2D
FEIZTLHMERDHY £7°,

INHD—P—LNRADIUS P —_"—Da—P—Z L —FH L TWBZ L aER LET, 4Al
X, RO X 512 Linux ICKF L THE THHMLERNH D £3,

BT AT () BT A —2a7 () BMERTT, &K32XTF

« FTRTILF

c HDLFANINA 72 () IJMEARA, TXTEFEIAA, VAR () Ty h~v—
7 (@) . FREFAT v () JMERART

.



| 2

ATy 713

ATy 714

ATvT15
ATv 716

Firewall Threat Defense F(D RADIUS SMEREREEA T2 & D&M .

GE)

CLI ~D7 7 ¥ A& oo —H#—(%, expert 3~ FZH L T Linux > =/LICT 7 AT
& F9, Linx V= /ba—HF—|Iroot HERZ G TE Ed, 2072, X2V T7 1 LDV R
IRAETDLAREM N H D £9, CLI 7213 Linux > = /L7 7 B ARfTHEEN D 2—F—D Y R
hEHIR L CL7ZE0,

GE)
CLI7 7 B AR RO H O 2 — Y — 2T DB 7 V=7 VBT, 22—
Y —DERZ S L TWARICERNZ A 27 U L, KT medn1H0 9,

({EE) RADIUS #—/3X—~ Firewall Management Center #%#i% 7 A h 3 5121%, [T A b
(Test) 1227 Vw27 LET,

Z OR%BEIX. RADIUS H—/3—~® Firewall Management Center #2fit D&% 7 A h T& £,
HEXHRT /A A D RADIUS H— "—~DHi e 7 A b T 2HREILH 0 THA,

ER) [BoT A ~/3F A —% (Additional Test Parameters) | Z A1 L C, BFETEH LD
T2 —PFDa—HF 7 LTy VETARNTHI L TEET, [2—¥4 (UserName) ]
L [SAT— R (Password) |Z AL T5, [TADL (Test) 1227V w7 LET,

EVk
TARN =P —DHFTENRAT = RE#RSTANTLHE, = _—FENELWGAETHT X

MRRELET, V= "—FRENE LW & &R T HIT1E. & PIZ [Additional Test Parameters]
74— RiZa—P—iFREANETIC[Test] 227V v 7 LET, EFICET LEGEE. 7
AMTOR/EL—Y—Da2—F - LAV —FEHEELET,

1 -
Example #1:D gsmith 2—F 7 LT U VARG TE L0 E 5 00% 7 A M 5121, gsmith
LELWSRRTY—RRE AT LET,

[R1F (Save) 127U v 7 LET,
S0P SO RN LET. SRR B L T EE N

151
B#Hgi—H—O0—)LOEY LT

WOIE, TP 7 KL A7 10.10.10.98 D Av— | 1812 T Cisco Identity Services Engine
(ISE) 23%f# L T\ 5 — =04 7L RADIUS 17 7' A ViRilEA 7 V=7 h xR
LES, Ny 27y 7 —rn"—ldERINLTWEEA,
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[ Firewall Threat Defense F> RADIUS 51833854 T U & Fd3EM

External Authentication Object
Authentication Method RADIUS v

Marme * ISE_RADIUS

Description

Primary Server
Host Mame/IP Address * 10.10.10.98

Port = 1812

RADIUS Secret Key *

WOBNE, VAT LBy 7T v T =~ ((FETDHHE) ~DkiaRA5ET
DHEALT T B0 LR LUZFRITOHEETe, RADIUS [HA DT A —H %
AL TWVWETS,

K OFNE, RADIUS —H— 1 — Lk & O\ E 2R A R~ L E T,
Z— ewharton B L W gsana (1Z1E, Web A ' F—T7 = A ADEBRT 7 AR EI

£7,

— cbronte {ZIE, WebA ' H—T =2 ADRA LT U A=W T 72 ANRMES
NET,

2 —HW— jausten 21X, Web A v F—T A ADEX 2T 4 TFIAKNT I EARN
fTEINET,

:l‘—"j"— ewharton (£, CLI 7% A f&{iﬁﬁ L“C?/\% Allm 7/( YTE ij‘o




Firewall Threat Defense 30> RADIUS st &3325E4 T U 4 kosem [

RADIUS-5Speciic Parameatars

Timboul [Seconds] | 30
Ratres J
ACCREd Admin
wtiaclon. gEand
Admirisiatoe | X . &

Discoweny Adrrin

nf Dtakoss s

Inbrusicn Admin

shronis

Maintenance User

Matwark Adrrin

Security Anakyst

Sacurfy Analys! (Read Cnly)

Security Approves

Threal Inteligence Direcioer

[TRD] Lisesr

[FScovery Acen =

Esztzmal Ditabase Liser

Dedouk User Role

Ininesicen Admin
N e
CLI Access Filter
AdTinErmas Tl Accais |liss Ewsarion

WO, Zofloe—LEREERLET,
BHELEORTIZ—HIT S1—H—nO—)L

BYEEEORT AL T, FED2—F—m— VB3 EINDNE R D Ha—F—
AT IELTEET, T DB R LBIEOYE . ZDT A2 L@ E
BIODUERDY £7,

WwOXIZ, Bidop] & E T ISE — 3—D Y%7 )L RADIUS 2 V' A VRBIHEA TV =7
FCOO—VREE DAL LEEOEREEZRLET,

7272 L Z BTk, Microsoft Y E—h 77 B A == FHINTWE72D, 15
PLED = —H —D us-ras-version 7 A X LA@MENIK S LE T, Ms-Ras-version H AKX
LBEMIIXFINTH L Z EIEE LT EEY, ZOFITIE, Microsoftv. 5.00 U E—
b7 7 BAYP—N—REZHTRADIUSICO V' A T 5T X TO—HF =Tk L, [EF=
V74 757U AN (FEAHEYEF)  (Security Analyst (Read Only)) ] 7 —/ /L35 &

NEZVENHY F9, ZD7=H, Bk LEDT us-ras-version=MsrASVS5.00 & [ F =
V74 757U A N GisEwEH)  (Security Analyst (Read Only)) ] 7 o —/L KIZA
HILET,

a1—4H— .



B o7 xo1—F— iy anmBEOAME

Security Analyst [Read Cnly)
Secunty Approwses

Thieat Intsligence Directar (TIO)
Llggr
Exteimnal Database Lisar
Default User Role Inbrusscn Admin
Mlainterance User

Patwcuke Arfmin

CLI Access Filter

Arranigtranos G Accegs User L)
Ligs

* Define Custom RADIUS Attributes

A5 - Fas-dvarskan = xinng

u/

FTD 7__\\/ Vf X@l_ﬁ_(:ﬂj_%)91‘t|3n:unIE0)ﬁ3dJ1t

FlrepowerThreatDefense77/l\77k LARETIHNTRIEZ B LT, BEXGT N1 R
EZEALET, SOV TL, AMNRRRIEZ SR L T a0,

LDAP SREHEHD S T a—T a0

LDAPFGEA TV =7 FEAERR L7223, BN L2 — _R— O N R L2, e
Ra—PF—D U R MREREGEENRNST2REIT. T0OFT V27 FORTETHBETE LT,

@fJL@TX b(@f}uﬁ‘%ﬂ&'@aéiﬂ/\ ;ﬁ'ﬁ@ b 'V7‘7\‘/1/“/:L‘—5:4’ ‘/7&155?“6/)’2@?%#@%5“@
%uitLT< fk_él/ o}
*Web A VX —T7 A AEEEEHET A MONTREND A =6, BEOIRK &
RoTWAAET V2l OB EHERLET,
e FA TV MFERA LI — Y —Z AT — R ENTHD MR L ET,
o b —RKX—F 4t ODLDAP 7 7 U W &M L CLDAP Y —/S—Z85 L. ~— 254
IORENTWDET 4 L7 M) BT HMERBSDZ L 2R L ET,
s =W —H7, LDAPH— =07 4 L7 FUF#RY J—T B THD I Ll L
ij‘o
« 7 A MHINTLDAP A > K =T — 49 DR END AT, 22— —Da—H— o
VT4V RERLTVET, Y- bﬂ—7477jﬁ—vHV%ﬁ%LT#_A*

nunE;deuft?th/ %@i’%ﬂf%ﬂﬁ A /74 VITRRETHNE S D % RS
R
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LDAP B3 EHD FS T a—F 4> |

e P NR—ZELLIEEL TSI LEZMHERLET,
e —NR—DIPT RLAETIIARAMMPELNZ L 2R LET,

e A—HINT TITAT UANL, BT DL —/N—IZ TCP/IP TT 7 BATE5HZ
LEMERLET,

e =R ~DT T BANT 7 AT IO — NI Lo THITF oWzt BXOAT
P2l PTEREENTVAR— IR’ A—F L LTNDEZ L 2R LET,

o FEAEZ A L CTLS £ 721X SSLRH THt 3 2 5 Aa1E. iEED R A MR, ¥ —
N—lZHEHEINTWVWAEERA M E—BHLTWAILERHD £9,

cCLI7 72 AZFBAET AL G1E, — "—EHICIPv6 7 RV AZEH L TV &
THER L E T,

e =N EATDTFT T3V FEFEHALTHWEESIT. ELWF—XX 247 THLHZ &
EHER L, [T 74/ b &EFRE (SetDefault) 1219 —E27 U7 LTT 7 4/L MAE
ZUky NLET,

o NX—RB4 B AT LT AE, [DNZEUE (FetchDNs) |22 Y 27 L, $—/N—"Tff
HAARER TR TOR—R@EHMNLEZTSE L, VA MO OARTEZSERIRLET,

s Ty NH . T REAREME, ERITEEMEREEAEH L TV AEEIL. ENENRENTHY
FELLANENTHWBZ 2R LET,

T Z L TR AR, EFFEMBREELEN L TOW L HEIE, SRELHIERL, RE
RLUTATZ V=22 T AMLTHET,

cHART ANFFEIICLIT VB AT 4 N E B FEH L TWDEEIE. 742030 v aTH
FNTWTC, AOREEBEETFZHFEH L WA Z 2R LET (AAHOD vy 22858
TR 450 XF)

s LVHIRENTZEART 4 NVFEZT AT BITE, BEDOD2—Y =172 BET 2720,
T ANFNZFD2—F —D_R—ZBRH ERE L ET,

WSkt 2 T 256

AEFAE O LDAP - — 3 — DA FIA, eI 2R A b e —H L TWD Z & 2k
A LET,

cEEALEN T — =8 TIPV6 7 RLARFRH L TWAWT L 2B LE T,

« T A ba—P—2HTLHE, 2= —H LAV FPRELIATTSATNDS 2 L%
g8 L ¥,

P FA b AP BT HHE, 2P B REHIR L AT V=0 R T AR LE
j—O

¢« LDAP — "— 2 L, ROWLEHFEHRAL T, FHL WS 72 2T AN LET,

ldapsearch -x -b 'base distinguished name'

a1—4H— .



. 1—HF—DEE

-h LDAPserver ip address -p port -v -D
'user distinguished name' -W 'base filter'

72 & 21X, domainadmin@myrtle.example.com L —H—LIART ¢ /L ¥ (cn=%) ZAER LT
myrtle.example.comDEF 2 U T 4 KA NIRRT HHEEIT. IROAT— A &l
MLTHEfEET A P TEET,

ldapsearch -x -b 'CN=security,DC=myrtle, DC=example, DC=com'
-h myrtle.example.com -p 389 -v -D
'domainadmin@myrtle.example.com' -W ' (cn=*)"

e DT A MMMIEFIZET LN, 77 v b7 43— A% ER Y o — O L ICFRFEDERE L 72
WA, TR ATV =27 FOMGTR, T AZEMAINDE T T v b T F— L%
ERY O —TEHEM > TWAZ L ZiRE L £,

WACEEGE LTS, B CHRUS SN2 — Y — U R NEPRETILENL L EAIT, BAT ¢
NEETNICLIT 78 A7 4 NV Z ZBMMEZITEFET D), ~X—AZADN % X LIZHIFRT 5 )|
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