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BEARAT—2 ADKRT

[JEBH (Deployment) ] X— D [AT—H A (Status) ¥, KT A ADEHAT —H A
MERINET, BEPEITHOEET. BROETRRO 7 A T AT =2 ANRKRINE
T, £ TRWGEAIL, ROAT =X ADOWTNNERINET,

s [BREEH (Pending) |: BT DT A RAEFERHDLZ EERLET,

o [%45 (Warnings) ] £720% [=F— (Error) |: BEERTOF = v 7 CTREEICHETIEE £/
FT 7 =P SN2 2R L TEY, BREICITEALTWERA, EERHL551TE
FERITCEETH, =7 —RbrLAIERITTEEEA,

A

GE)  [AT—H A (Status) ]¥NZi%, [JEB (Deployment) ] ~<—d 1
ODA—PE v a KL TOR, BEELIITT—DRAT—
HANERENET, X=UDnOBEILTED, X—UZEHL
DTHL, AT —ZAFX[REF (Pending) [IZEDYD £,

o« [B% (Failed) ]: DABTORBHOBITNIB LI LA RLET, AT —F 2% 27 v L
T EFR R LET,

«[F=2—W (nqueue) ]: BEANRBINIZLDODI AT LANEAT 0t 2% £ 120G LT
WRWZ L AR LET,

«[58 T (Completed) ]: BEHNIEFICET Lzl E2RLET,

REBEDRR

ERERCIX, BE 10BN LB, &I SEORKRLEZERN, BRI s Eor—
NNy JRBANT Y 7 TF v INFET,

B #EoEm
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BREDREE

FIE

emEEox= |}

AT 71 Firewall Management Center A = = —/N—"C, [ (Deploy) 1% 7 U v 7 L. [[EBERE
(Deployment History) 1 (+2) %2 U v 27 LET,

10: [BEAFEFE (Deployment History) 17 4 3>

Deploy

Q @ & @

admin ~ el

1120-4

(] HA1

1
© 1 pending | @ 1 succeeded
1

Advanced Deploy Deploy All

Completed

| Ready for Deployment

B2

DRiOTR_RTORBEBLIRe—A Ny 703700 2 MR, HILWBEICRREINET,

11:[BEIBFE (Deployment History) ] R—

Deployment Setting Rollback

l Q_  Search using job name, device name, user name, status, deployment notes or ‘Bookmarked' keyword ]

Job Name Deployed by
> Deploy_Job_10 admin
> Deploy_Job_9 admin
> Certificate_Job_1 System

Start Time End Time Status
QOct 25, 2023 12:59 PM
Oct 24, 2023 11:27 AM

Qct 9, 2023 11:03 AM

Deployment Notes
Oct 25, 2023 1:01 PM Failed
Oct 24, 2023 11:30 AM Completed

Oct 9, 2023 11:03 AM Failed Certificate deployment

ATV T2 BLBERIEHY a 7OMICHD BEAKM (7)) 2270y 7 LT, YaZll@Ends7 "\ (A&

ZOREMAT —F 2 aFr LET,
B 12 #i3R

Deployment Setting [ASIEELS

[ Q_ Search using job name, device name, user name, status, deployment notes or ‘Bookmarked' keyword ]

Job Name Deployed by

B Deploy_Job_10 admin

Device Transcript Preview
HA1 2 B
1120-4 2} B

Start Time End Time Status

Oct 25, 2023 12:59 PM

Deployment Notes

Oct 25, 2023 1:01 PM Failed

Completed

o [RBHICES T 5 1E (Deployment Notes) |4 CiEE FHAMR L ET,




BEOREM |

B =oEEo=<

EEICET AR, 22—V —DEEO—5 & LTEBMNTE A2 AX LDETT, ZNHD
FiXA T3 T,

RF9 T3 (AT ar) [hTr A2 YT hOFM (Transcript Details) 1 () 227V v 27 LT, 734
AZERENTavy REZELEREEER TR LET,

13:[F5 2R ) T DM (Transcript Details) ] 74 3>

Deployment Setting [ASIEEES

[ Q_ Search using job name, device name, user name, status, deployment nates or ‘Bookmarked' keyword ]
Job Name Deployed by Start Time End Time Status Deployment Notes
v Deploy_Job_10 admin Oct 25, 2023 12:59 PM Oct 25, 2023 1:01 PM Failed
Device Transcript Preview Status
HA1 @ B Failed
1120-4 [ B Completed

B14: c3 2R T DM

r

Transcript Details X

FMC >> clear configuration session

FMC >> no strong-encryption-disable

FMC >> no dp-tcp-proxy

FMC >> policy-map global_policy

FMC => class class-default

FMC == class inspection_default

FMC »>> exit

FMC >> vpn-addr-assign local

FMC >> access-group CSM_FW_ACL _ global
FMC =>> clear configuration session

Close

N A7) F M, kOB v arRnEgEnRT0hET,
* [SnortZE A (Snort Apply) ] : Snort BIEEAR U > — 0 GEE EIITCENBET H L, Ay
t—UNIOE s va KR EINET, BF., Z0'7 v a LIEETT,
« [CLIZ®H (CLIApply) 1: 2Dk 7> aid, AL RACHEEENT-a~r RE[HHAL
THRIESINAHEREA RIRIZ L TWET,
G¥)

B #EoEm |




| gxomEms
emEEox= |}

0=y ZEMED R T 227 ) 7 R Tk, CLIa~ > FOFRITERES N EEA, v —
NNy 7 avwy RERRTHITIE, BEHve—nA Ny 870277 NOERR (36—
V) EBRLTLIEEN,

[ATTANT T v A vE— (Infrastructure Messages) |: ZD& 7 v a3 12l &F
SERBAEY 2= VDAT—FARKRENET,

[CLIZ# A (CLIApply) B2 T a Tk, B FZ 227 )7 MIEX, T34 ATHEES
Travwy R, BIOT A ADLIBEINTIGEREENE T, ZNHOINEIT, @A vtE—
VRTT A vE—VOHRERHY ET, RULEEBHTIE, a~vr R2E8x= 7 %277
A v— /%}#ﬁbi'ﬁ“o Insoxg— %Eﬁ&é’ L 1X. FlexConfig R Y > —ZfEHL TH A

A ASNTHREZHE L TWD Y WCHRIZZR2 D56 0bY £T, ZhbDxTT—

I, 2~ F\%Eﬁﬁiﬂbi 2ELTVD FlexConﬁgﬂ“7 VxZ MDA YT NEAETET H DI
FENH Y ET,

G¥)

BEHXSERRICRE SN D a3~ NE, FlexConfig iV r—0bAERINDa~<wr KEDREOD
NZ A7 YT NMITENEIH Y FHA,

7o & 21X, RO —r 2 A, #ER4 )8 outside @ GigabitEthernet0/0 25X €4 5 a2~ R&
Firewall Management Center 23 35{5 L7 Z L Z/R L CWET, 754 AL, HEIWIZEX =2V
T ALYV E OWCERIE LT Z & I UE L7z, Firewall Threat Defense 232 % = U 7 ¢ L~UL
EHERTLHZLEHY EHA,

FMC >> interface GigabitEthernet0/0
FMC >> nameif outside
FTDv 192.168.0.152 >> [info] : INFO: Security level for "outside" set to 0 by default.

ATy T4 (X7 av) [FrEa— (Preview) | (B) 227V 027 LT, T/ RTBBESAEZRY
VATV FOEEERSRF L, URENCERH S IoN—Ta i L ET,

15:[F L E 31— (Preview) ]7A4 3>

Deployment Setting

Job Name Deployed by Start Time End Time Status Deployment Notes

v Deploy_Job_10 admin Oct 25, 2023 12:59 PM Oct 25, 2023 1:01 PM Failed
Device Transcript  Preview Status
HA1 2} B Failed
1120-4 & Completed

L 200R—=Varalbi L (AR /2K rT51I2E. Fey XU rRy 7 ATHER
NeUa U RRINL, [F5 Show) [RZ 227U v s LET, Kry 72 uofy s 2
WX, BT a 74 L BREOK TSR RINE T,

| o= I



zE0RM |
B =rEzo=x

16:/\—2 3 VDL

Change Log: 1120-4 X

Comparison View Advanced View

Compare Versions | Oct 24, 2023 11:30 ... Oct 25, 2023 1:01 PM m Legend: | Added |Edited | Remove

Changed Policies

| Access Control Palicy

GE)
Ky 7Z T Ry 7 220, KIRLTEEbLERRINET,

2. [£¥# (Modifiedby) 15ICiE, RV —F3 AT V=7 hEEF LIza—V—D &

DERRSNET,

1. AU —L UL T, Firewall Management Center (X748 J > —%2EH L7293 X TH2—
P—DAHI R R LET,

2. JL—/LL-YL X, Firewall Management Center [X/L—/L & E ¥ L/-fxkhk D1 —H —%
FRLET,

3. [VA— DX >r—FR (DownloadReport) |27V v 7 LT, AR /Oat—%Fy
ve—RT52ELTEET,

GE)
cBHBREO T LY 2 —I%, AFHEORE, HA B/E, BIORK LB TIEYR—F&
NTOER AL

TN APBESNTVDLLETH, fFkEncya7EEL a—Fo7 e a—i3y
R—FENTWEEA,

AFvTE  (LE) SR a 7k LT, [0 More) 1 ¢) 7A2ar %2270y 7 LT, o7
TarEkFETLET,
o [7 v/ ~—7 (Bookmark) |: Bl a7 47 v r~—r L%7,

« [BEICEAT 2 1EEOMRE (EditDeploymentNotes) ]: BT a 7IZBM L=, BEIZET
DHAL LAOEREEwRELET,

s [UAR— F D4R (GenerateReport) | : BEmIZHEHTEoBEALA— M4 LET, 20
LAR—MIE, L Ea—¢ N7 227 VP MEREESY a 7 aXFr s R"EENTEH
D, LR—HNIPDF 77 AL TCH DU R— RTXET,

1. [LAR— bDAER (Generate Report) |22V w27 LT, BELA—FEAERKLET,

B #EoEm |



| sEommM
groo—1ivs |

17: LR— b OYER

Job Name Deploy_Job_1

Number of device(s) 1

Email &

Relay Host No Relay Host # C

Recipient List

Cancel

2. [VAR— MDA (GenerateReport) 1Ry 77 v 7w 4 RUT, [ A—/L (Email) ]
Frxv IRy I A F AT LET,

3. A= NUVL—FKRAMPEEINTNDIEAIX, VA MEETA—LTEETDH L
LTXET, AV L—hX BRESATOARNEAE. [ (Ed) ] (@)
TAaZHEHALTA—=ALY L—FKRA NEREEITER Li@‘o A OV T,
[Cisco Secure Firewall Management Center 7 KX =X hL— 3> 4 K] @
[Configuring a Mail Relay Host and Notification Address| =&ML T 72 &0,

4. [Z1EEF VU A b (Recipient List) | TiL, BEDOE T A—NLT KL A%EIan T
o TANTHZENTEET,

5. [4h% (Generate) 1227V v 7 LCLAR—bE2AERLET, ZOLFR— MIEFA—
NTCEEHITERESNET,

6. [i#%1 (Notifications) | ¥ A7 %7 C, #EFFRMZ B TE LT, LAR— FOAERKNE
T L7565, [@% (Notifications) | ¥ A7 X7 DV v %27V 7 LTPDF LiR— %
oo —RKLET,

BEOO—IL/NvYH

FNRA AZDBENCEH LR EICa— bRy 7 TEFET, RY —DBEKIC, T/ A%
WTDNT T4 I NERLRWHFETEELZTZ5AF., o—A Ry 72X, BEICE
M?ém@%mLTA4X%&Tﬁ7/a/ﬂ%&éﬂiTo

o — Loy 7 AR S ETY, BEFEOITRTOERELV— R Ry 7 E&h, b T 74w
IR s nET,

| o= I
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B =000—1ius

mEoEmE |

R & S EREDHTE

BB ) £ W, BRLRWHIET R 7 4 v 7 ORERFEAE LTHEIE. ZOREDR
LR TWDRADER ZRE L, BN T DL IITEET LI &2 #EL 3,

REZLET 2120, LTFOFEEZSHL T EE,
O—)L/Ny 2R

1. [ER (Deploy) |>[EBIEE (DeploymentHistory) ] Z3&R L, &EICEESNE (M
T4y OREEGIERILE) YaTERELT, [FrEa— (Preview) | (B) %7
Uy LET,

T 2a—_R—=VITEREZ T 247 arndb 0, URTORERE L, BRRO
K EDEEZFRAT D= 0IBIbET,

2. MEOFRL 2> TWOIEREZRFELILDL, REXZBEL., 7/ ATHEHLET,

O—JL/NyH

1. v—nA Ry 7 EERKII LG, B (Deploy) 1>[ERE (Deployment) | ZEIRL, 17—
Ny 7 ENTZT AL ZADKICHH [T L Ea— (Preview) |7 A a2 %227 0 v 7 LET,

2. B— ANy T INTEREL, B R 4TV 5 Firewall Management Center O fiz #7022
B DROELRNFRINET,

3 MEDFRLZR>TWOIEHFARELLDL, RELXEBIEL, 7510 AZHEHALET,

A=Y I DHA RS54 0 EFIFEIE

cHIERAIN TWVANR—=T g VI VIO 10 HONN— g ondhiusice —L Ny 7 ¢
XFET, TNILVETOR—Tar~0a—A Ny 7T R— IR TWERFA, FFR—F
INTWVWANWAR—g 0SS, a— A RNy I T A a3l —FRIIRY F3,

cHER— Ny 7T HENS, RAZETTOLEND Y T,

e B— NNy 7 EHFATTH L, m—L Ny 7 I{LTT /34 AL Firewall Management Center C
WIRGIILE LTy —2 SNET, REICMATZETIT, ROBEOZDIZEREINTNE
T, AT OEEEZFRT HI21E. BB (Deploy) 1>[EE (Deployment) ] 23R L.
00— LNy 7 SNIZT A ADRICH D [T L Ea— (Preview) | TA a2 %27 v L
£

(AT V=T NI N—TDORF (Object Group Search) | FRENENIZ /2> TWDHE, K
ERT 7 ERY A MEFOT A ZATIE, =y ZEEOTE TR 3035 Z L3
HVET, A7V =V NI L—TDFiFE (Object Group Search) | 5XiE Z i 5 I2IE,
[T/84 X (Devices) |>[T/31 REHE (DeviceManagement) | Z3®IR L, T34 R % i
LT [FEERE DR (Edit Advanced Settings) [ #27 VU v 7 LET,

» Firepower 4100/9300 O%&1%, HIAED Firewall Chassis Manager { > % — 7 = A AR EN E
D= Ny IR —=a U THRILTHDL I EEHER L TIEIN, &9 TRWEA,
B— Ny A B =T 2 ADFEENEBRDA o Z—T =2 AL —FLRWAREEDH
D \iﬁ—o

B #EoEm



| szome
gEoo—Livs |

TRV TIBAAL L E—T 2 A (R =X EET—F A HZ—T = A A) »
=)Ly JRN—=T g VEBEDONR—T g U CTRRBEE, va— Ny 73 R— &N
FHA,

« N7 L7ZFEREORGES . [JEBERE (Deployment History) ]-X—ICBEBY a 7 & LTH#
RENET, 7277L, TRHDNR—=V g iue— ARy 73552 L3 TxERHA, GEHE
DBGE AR SNTZRB A= 3 Ui b ou— Ny 7 Tk, fEEOBEA T § ItIc
RO ET, m— Ny ZHOROEETIE, BEZITT 28010, FEE A2 F8) CRER
JET

* Firewall Management Center # 7 v 7' 7' L — R4 5 & TNRA R%ET v 77 L—RL7gro
A TH, BEIOY 7 Ry =27 VU —=ANnb0TRTOR— /Ny 78— g VRT N
A ATHATE R 2D 9,

T NA AT v T 7= RT L5813, BUEOY 7 U =T VU —ADRA—=V g LIZDH
n— Ny 7 TEET,

o RPAAEAE DS [118] (Once) ]IZF%E S 417z FlexConfig 47 2 =7 Mi3dH DT /34 ADREBAN
0=y 7 SN E, T a—_X—=VIlH W EEREINTWNTH, T4 TV
FNEFREHTLZEETE R 20 ET, vy 7 kiZ, ROBEFOFINIZ, FlexConfig
FT7 Tl NeFETHO YL THERLTOD, T ACHEID LY TTLHMLERDH D F
‘aAo

s B— LRy ZIFUFOEATHAES T ) A TIEYR— S THnEEA,

C BNy T FH N g VCEAET = R AR T v TREDFEN TV LA,
DEY | AF U RTRYT AL ZAOm A AR RIS LT & & DREATY,
CHBEAL L RT a = ROT/SA AN, LRIORNN— 3 > TR HEST7 o—
72 o 12358,

c VTG RA Y TN ONTIE, UTOHA RTIA4 v ZBRLTLLZE N,
CHBUERAHZ Y RT R YE— ROTNA AR, HIORERNN—Y 3 T7 7 AZO—5
Folza, v— Ny 73 R—FEhEHA,
+ (Secure Firewall 3100 38 X O/ 7 A ~X— k7 Z 7 KD Firewall Threat Defense Virtual)
JIGARBY T T— R AN TEREEEE LD, J— REEMEITHIFRLEZY
T5HE FNOOEELVFEION—a a0 — ANy 7T 52 LIETEXERA,

O—)IL/I\Y I RIZTRIZRESNELERTE

a— Ly 713, W OMERWT, T34 XA LEOTRTORELZ TICE LET, SN
TiE, WOKXREZRL T,

B

| o= I



BEoRH |
B o ivroxs

O—J)LN\Y Y RIZTIZCEEINBERTE O—J)LN\Y Y RICTICEREINGEVEEE

e TRTORY —RE * Snort /XA F
S + Geo DB
s A UH—T 2 AR Geo

* SRU

o
it

Xa
it

VDB &

« LSP

R
i

* VPN

e
i

* FXOS

e
i

A—IL/N\y Y DELT

FTNA A DANCER LZREICe— ANy 7 TEE9, RN —DRE%ZIC., T35 A%|
WD 877 4 v NERLRWHIETEELZ T 5E51F, va—A "y 72k, BEICK
T DRTOIRREIZT N, A RTA v a vntefit s E 4,

by 703 BER LT T ANA 2 EORER T 2RI’ LET,

FIE

ATy 71 [JER (Deploy) ] >[JERIEE (Deployment History) ] (V) Z3&RL £,
DRIOTRTORHAY a 70U A2 M, HrLWIEICFERENET,

ATw 72 [m— v Z (Rollback) 127 Vw7 LET,

AT T3 [YaT (Job) 1227V v 7 LTHEBIRLIZY a7 (SelectedJob) | Ky 77X U A R
Va T ERIRT 50, [T AU AR (DeviceList) 227 U v 27 LT, #RENDT /A A
DY A +ET (VAP F9,

ATy T4 (EE) [T 2A0fFE (Search Device) [MEEAR v 7 AT S, A4 AN LT, T34 A
VANET 4 VZRB L £T,

ATYTE 0= Ry I FTETNRA, ADRIZH DR Y 7 Ak A AL, [B—3y 73—V 9 2 (Rollback
Version) | KR X7 U R RNNLETNA ADN—T 3 U ERINLET,

B #EoEm



REDER

18:8RLF-DaTURE

Rollback

As Rollback is the last resort for disaster recovery. Use rollback only if a deployment has caused a data

Choose devices from ® Job Device List

Selected Job | Deploy_Job_5

Search Device

Device Rollback Version Preview
& 1010-2 ! v

1010-3 &
1120-4 Aug 2, 2023 2:11 PM E

19: Device List

Rollback

As Rollback is the last resort for disaster recovery. Use rollback only if a deployment has caused a d

Choose devices from Job (®) Device List
arch Device
Device Rollback Version Preview
1120-4 Aug 2, 2023 7:16 PM &
HA1 &

n—nivonzi |

FEDO =Ny I N—=V a0V a 74 LEET RIS 2EL Y X FShTVnET,

AFvT6 (EE) [FLbta— (Preview) | (E) 227V o7 LT, @RLEASA—Ya o TREBSNS

EREFRRLET,
ATFw T [m—"y 7 (Rollback) %7V v 7 LET,

RDBRY

12—V J DAT —H A&l T 5121, B (Deploy) ]>[RR (Deployment) ] % iR

LET, 7 M 2L DBICH 20— NNy 7 AT —Z AR TEET,

SRR



zE0RM |
B =oo—0ivs r5or0y T roRE

BRO—ILNYY SR T EOERT

02—y NTUAT YT NE, TAAADPLIRENDINE L EHIZ, T RTEEEH
Ha~vy ROXEN—T g U CTF, a— ANy ZEIERKIM LS4, BB (Deploy) 1>[#
BH@FE (Deployment History) ]1-X—Y D T 27 U7 MIRROBHSRINET, 7272
L. Lz — Ry 7EIECTEITENZCLIa~ Y REMDITIE, a—y 7 EEDSE
THIZUTOFMRIZGE> T IZE VY, ZOFEHRIT. REIOEEETLIFMATERWI LI
BELTLEEN,

GE)  CLIz~> RE#RIZ, = ARy 7 ORTHRICHHTE, KEIOREME CORFIHTEET,
02—y 7 EERORIIORER TIE, 72— Ay Z7EEOT X TOFRPIEESNET,

GE)  v— Ny 7RI, [ERICBET 57 (Deployment Notes) ] 230 —/L Ny 797 & LT
HEICHE S ET, EBERE (DeploymentHistory) ]-—3C, —— L [#i%E (Search) ]
FFvarvEFERL T =Ny s Vg TEMEICT 4 VX UETE £,

FIE

AT T 1 Secure Firewall Management Center A == —/N—"TC, [ X T L (Sysem) |>[IEEM™ (Health) 1>
[E=%— (Monitor) ] Z&#IRL E7,

RTFVT2 XA omba— Ny 7 LT AL ZAERIRLET,

RTVT3 [VATLENTTNY a—T 4 T OFEMAZ R (View System & Troubleshooting Details) ] U
YRV LET,

ATy T4 [ T 7Ny 2—TF 17 (Advanced Troubleshooting) ] %7 V v 7 LE7,

ATv F5 [E A CLI (Threat Defense CLI) %27 VU v 7 L%,

ATYFT6 [~ F (Command) | R v 7 H Ry 7 A5 [show] IR L £,

ATYFT [T A—% (Parameter) | 7 4 —/V F|Z running & AL £7°,

ATv T8 [FEIT (Execute) 127V v 7 LET,

R O —DELER

EEHORY =R OMEREC UL 5 2 L ZHENDTZD ., VAT AN T p—~< o A i
{LL7ZVFTBHMT, 22007 7 ALK —OBOENR, RIFEARY) — L FEITHOR
UV —DMOENERRDZENTEET,

B TCEBRY) —D X A TIIRDOEBY T,
« DNS

B #EoEm |



| gxomEms

FIE

xyo—oni ||

c 77 Al

o ~NJL A

TATYT AT+

« Xy MU= 53T

* SSL
e 2 —(2id, MAORY =P _RTERINET, 2200RY —MOZERT, RO X
IR R ENET,

s BOITHAE R INTHEN2OORY o —TCRRDZ LaR L, ZRIIRETRINE

7,
HFAITRAE TR EINTEREN—FORY O —IZI3EET LD, MMFICIIFEELRWI L 5
RLUFET,

1R BHHIIZ

BEDRY =T DTV BAMEMLBRTA T ARHY, R —%RETHODIE
LWRAAL AW BEEEIZDH, R —& T £,

ATV T T ARY —DEHR—JIc 7 78 A LET,

« [DNS] : [[R1) & — (Policies) 1>[7 % X #lf#l (AccessControl) ] RH L > [DNS]
«[Z7 74/ (File) ]:[R')<— (Policies) |>[7 % X #lfl (AccessControl) ] RH L >

[RILDzT7ET74IL (Malware& File) ]

o LRI (Health) ]: [ A7 4 (System) | (%) >[~AJLR (Health) [>[R1 < — (Policies) ]
« [ID (Identity) ]: [7R!) >— (Policies) |>[7 ¥ &z XA #l{#l (AccessControl) | RHL >[7

AToT 14T« (ldentity) ]

« Xy hU—2 547 [R1) >— (Policies) | >[7 %V Xl (AccessControl) | R L >

[7 9 2 RHfE (AccessControl) [IZBEIL, [F v T —2 B4R o — (Network Analysis
Policy) | £721%[R1 >— (Policies) 1>[7 ¥ X%l (AccessControl) ] RE L >[RA
(Intrusion) J[#7 Vw27 L, [®y bT—9 38R 1) >— (Network AnalysisPolicies) ]
z7 Vv 7 LET,

(6z3))

AALZ La—Fa— W, T2V A RSN TWDERDNSA~DT 72 ZHIR» & 555
Bl 2FBHORAEBFEHL TR =7 7 A LET,

*«[SSL] : [R1) — (Policies) 1 >[7 ¥ A%l (AccessControl) | RH L > [EE

(Decryption) ]

AT w72 [Compare Policies] 7 U v 7 LE7,

o= I



BEOEN |
B s=zoxyo—Lik—toxm

ATw T3 [HigktE: (Compare Against) | K2 v 7 X0 U R RS, HIRT 55 A4 72RO K 5 ITEIR
LET,
B2 D2 OORY =T 5121, AR Y >— (Other Policy) ] IR L £,
A LR =02 oD Y BV g UEHERT DIZIE, [FOMOY B2 3 (OtherRevision) ]
ZIEIRNLET,
cBHEDT 77 4 7R Y —EMORY —TxF LTHBT 2120, [FATHORE  (Running
Configuration) ] Z 3R L £,

ATy T4 BRI A TS 0T, RO XD IREIRENH Y £,
2ODHRRDRY —E T LA, [RY —A (PolicyA) | Fey 7 Xy ) A K&
[ARU =B (PolicyB) | Ky 7 XU URRNNLHETHRY —2FIRLET,
c FATHORELNORY > — LT 5456, [V —B (PolicyB) | Fry 77Xy
ARNNPBE2FHORY —%ERLET,

AT9 75 [OK]Z#27 Uy 7 LET,

RTvT6 WO REEZMELET,
o [lb#iE = —7 (Comparison Viewer) | : i E = —7 ZfEH L T, KU > —DEW & {5l
IR 212X, A M= EIZH 5 [Hi~ (Previous) ] £721% [k~ (Next) ] &7
Uy 27 LET,
o [b#: LR — b (Comparison Report) ]:2 DD7R Y 2 —Di#E & 779 PDF L AR— k& 4Rk
T HITIE, [ LA — k (Comparison Report) | %2 U v 27 LET,

WEDKRY O—LR— FDAERK

FEAEDORY —IZiF, 2OV A — FEAERT L2 N TEET, BH—-0ORY —I2H
T 5 LAR— M, BUERFSNATWALRY U—REOFEMAGTEH I NET, —FH, Kkl
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