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As-path Object
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WENT By 7 SNET,

Fragment Setting

fragment reassembly Zfr& 7m0 v 7 S ET,

Fsck RENTa v 7 SNFET,
HTTP RENTa v 7 ENET,
ICMP WENT w7 INET,

A B2 —7 A A (Interface)

nameif, mode, shutdown, ipaddress, ¥ J Ufmac-address =
< ROHENTr v ENET,

Multicast Routing

RIENT B Y7 ShET,

NAT

BENT Y7 ShET,
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FlexConfig 47 ¥ = 7 h T® Network 472 = 7 ks DAERLH
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Service Object/Object-group
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Time Synchronization
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Timeout
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VPN

BERT By s SNET.

A1) Tk

A7 V7 NEFEEMEA LT, FlexConfig 47 ¥ =7 M COMEEFIFECTCEEd, A7 VT
MEEEMAIE. Apache Velocity 1.3.1 7> 7L — h TP THR— SN TWDH <2 RO

. FlexConfig 7R') & —



| FlexConfig K1) &—

FlexConfig &£

FlexConfig Z£ 44 .
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B AV R— 2 JavaX—ZAD A7 )7 ~NFFETT,

227U 7 NEBOMERFTIEICOWTOFEMIL,.  [Velocity Developer Guide]
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o« VAT LEEIE, TAA ABRT AN RIHESINTEAR Y = LS L2 ERICE X
iz bnET,

e T AEHIL, A7 VTN avy ROLBRHZ, R — ATV NERIIVAT
LAEFOARE LI —FENET, X, V—7 T, RV v—FTV=7 bER
XV AT LEPO1ODEEZ 7 e B AEKIIKE L TCr—RNL, e 2AEHEHEHL
T, a~y RXFEINERKT D0, TOMOT 7o ar2FT L ET, b 7atx
ZH0%. FlexConfig 47 ¥ =7 MO [ (Variables) ]V A MIFRRINEHA, F
72, FlexConfig A7 Y =7 b =57 4 # D [N (nsert) | A==—%FHLTCINDLEB
MLUEHA,

o FAE % — 228U X. FlexConfig 7 ¥ =7 NNOERIZER SNIZH—OXFHNIE X2
LbIET,

L, $ XFTHED T, @ CHEIREXT—ZREET, 72L& 2L, Sifname [TRD
aAav U RORY —FT7 V=7 NEBT, @keyname IR F— T,

interface $ifname
key @keyname
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GE) AV —AT7 V=7 VERITVAT LEREYD THAT 5561%, FlexConfig4 7 =7 K
=74 2O [FREA (Insert) | A==2—ZH L THATLILERDHY £T, 20T 7 a0l
Lo T, FlexConfig4 7 V=2 b =7 4 XD FEIZH 5[5 (Variables) | U A MIZEEHE
MESnES, 2L, VAT LEREEEHT 256 TH, FBofiH CIREECT514 A+
HVENRHY ET, A7V xr FERITV AT LAEHOE Y Y TR a e R A BN
LA, A (Insert) | A==a—2FHLARAWTL &N, MEXF—ZBNT 25480,
ZMHEA (nsert) | A==a—ZfEHLE T, WHFT—DOZEEL £ (Variables) | U A MTHE

RENEE A,

ﬁﬁﬁi DOILFH|, LFHDOY A N, FRIHEOTFT—T AOWTRE U TR S5 0T
BEIZEN DL TAHERY S —F T2l NEFIIT AT IAEEDOZ A TICL>THRED 9 Bk
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BH—T, W, BHooXFsE LURRSNET) , B EUIOHET 51203, kS
ND BT DMENDH Y £7,

KDL Ny 7 Tk, BEOISEIERZA 7L FONIFTIECZONTHBELET,

FTUEA LT, BEITE—OXFH, BCEA TOXLFINOY A S, Big b Z A4 TDLFHND
UA N, HEIWVIILARIMEEORE LTHRT IR TEET, £2, EEROEICHESN
HZEHOESIT—E, REOELHIZTHIEHTEET, BEALE L UHT 5720121,
AR END N EBRET HMERH D £7,

WS HMEIZIE, EICROFWREENH Y £,

RN — DS FINRI S DA FlexConfig 227 U 7 2 EFEIC, TOEK%E
ZTOFEEMHTEET,

7o & 2IE EFRFEHDOT X A FEE tepMssBytes |1 I H—DE (BB TRITNITRY FHA)
(iR &9, Sysopt_basic FlexConfig I if/then/else fi& 2 H L T, BIOH 7T F & k
2248 tepMssMinimum (ZFES& 2 7 A ORI A XEFHELET,

#if (StcpMssMinimum == "true")

sysopt connection tcpmss minimum $tcpMssBytes
felse

sysopt connection tcpmss $tcpMssBytes
#end

Z OBITIX, FlexConfig 47 Y =7 b =7 4 # T [#A (Insert) | A == —%fH L THRID
$tcpMssBytes D 2B L £ 725, #else ITICIXERE Z OEHE AT LET,

GO ELUT, B2 Z A T OR AL T, WERTIE, 2HE2®R0 R UENT 256

THEICHEA (Insert) |A==—%2FH L TEKEZBNLET, 2 oD0EHIX, FlexConfig
F 7V =7 PO [Z% (Variables) ] U A MZERENEH A,

)

GE)

Xy NT—=7 F TV bORI—F TV FEHKL, IPT FLADHE—DIEE (K%
N7 RVA, Xy hT—=27 7 RLA, 7 RLAHEHFOWT D) 22V ET, EL 08
By ASA a2 RITIEDT RVA XA TRRETH L=, HFEEINDT RLAD XA
TEHEREL TCWALERH D 7, &2, I RIZHEA N T RUVABRKERIEE, X v
NI —2 7 RVAREZELA T V27 VT Xy NT—2 37027 NEBEHEMATD L.
AR T —NRAELET,

RL% 1 TDBRBDEEFOEH

RV —FT V27 FBIXORVRT AEBHOLRNIE., FUEA TOEBOEICHERESNS S
ORHYVEST, ImezE. XY NUV—T AT N I NA—T% 477 N ERIL.
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ZDOTN—THNDOIPT RLADY A MIRFRSINET, [FERIC, VAT L
$SYS FW_INTERFACE NAME LIST (%, £/ > % —7 = A A4 DY A MRS NET,

R CXA TOEBOMEIZHIGT DT XA N AT V=7 bEERTBHIELTEET, 722
X, BEREFHADT XA NLT =7 b enablelnspectProtocolList IZITEE D7 v b a4 559D
HTENTEET,

FLHATDHEADY A MIFRSNOBEEOMEZFFOEEIT, RESVPAETHD Z Lid &<
bV FET, T2l xE, 22— FIEHERA ¥ —T A REFREETILREMRERTEHDT, TN
AALICHDHRNTEA L F =T 2 A4 ZAOBZRTH > THID Z LITTE A,

FDID, R U A T OO A FFOER &AL 5121%, @ IIV—T 2R LES, &
& zIE, EFEE A D FlexConfig Default_Inspection_Protocol _Enable T, #foreach /L — 7 %
J L T enablelnspectProtocolList 47 ¥ = 7 DEEZLEL L F 7,

policy-map global policy
class inspection default
#foreach ( $protocol in $enableInspectProtocolList)
inspect S$protocol
#end

ZOFEITIE, A2 VT NBBEEIAIC $protocol BEUTIRA L, EDOFERE ASA @ inspect =

~URTHEHLT, 2070 ba il LTA VAT va ryr U BN LET, Z0
Yt ¥4 & U THMIZ $protocol E AN LET, A7 V=7 FROVAT MEZZEHITAA
TDHOFTIERNDOT, [#FA (Insert) |A=a—2HL TEKEZEBNTLIZ EIZLERA,

7272 L. SenablelnspectProtocolList Z1EMT %G1, [FHA (nsert) | A == —ZEHT 24
ERH Y ET,

¥ A7 AlX SenablelnspectProtocolList N D272 < 72 5 £ T, #foreach & #end DFIZH H = —
RZ&2NL—TIME L E T,

B4 THERDEHDEEFEOER

ENENDENELR D BN Z RS, BHOEZFOTIA N AT V=7 FEEKRTEXET,
7= & 2R, ERFA D netflow_Destination 7% A N A7V x=7 MIZ, AV F—T = A A4,
SESCIP 7 KL A, UDPR—hESZLEWVI 3ODENZDIETRESN TS E LET,

CDOEITERT DA T V=7 M, BEOEDMEEF -2 TR0 FHA, £ TN
LT AZONRELL AR £,

IDXIRAT Vel NEAHTHITIE, get A Yy REFEHALET, #7022 MOKRE
gt EAN L, NEZDAT P27 bOA T v 7 ATEEHMZET, TFA ML TV
7 MIEZ I PBVANLETH, ATy 7 RX0006 07 FLET,

7o & 2%, Netflow_Add Destination 47 ¥ = 7 MIROITZMEH L T, netflow_Destination {275
FhD 3 ODfE%E ASA O flow-export =~ > RIZEML £,

flow-export destination $netflow Destination.get(0) $netflow Destination.get(1)
$netflow _Destination.get(2)
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ZDOHITIL, FlexConfig A7 ¥ =2 h =7 4 Z® [N (Insert) | A==a—%fH LT
$netflow Destination D HIDOEHZBML T 6, .get(0) ZEMLET, 72751,
$netflow_Destination.get(1) 3 & O $netflow_Destination.get(2) DZEBIZEE AT L CHRET 54
ERbH Y ET,

EOT—TNICHRENS. BRDEEZFHDOEH

VAT DEBORNNUL, EOT =T NV ERTEORH D FF, £OX D BRERITHYETHD
%, 72 & 21X $SYS_FTD ROUTED INTF MAP LIST D X 912, MAP A ANCE £ HE5 T
To V=T R AL E =T 2 A XA~y L LTFTOLI T —#Z2BELET (bhhRd<
T AHDITEATHEMI N TWET) |

[{intf hardwarare id=GigabitEthernet0/0, intf ipvé6 eui64 addresses=[],
intf ipvé prefix addresses=[], intf subnet mask v4=255.255.255.0,

intf ip addr v4=10.100.10.1, intf ipvé link local address=,

intf logical name=outside},

{intf hardwarare id=GigabitEthernet0/1, intf ipv6 eui64 addresses=[],
intf ipvé prefix addresses=[], intf subnet mask v4=255.255.255.0,
intf ip addr v4=10.100.11.1, intf ipvé link local address=,

intf logical name=inside},

{intf hardwarare id=GigabitEthernet0/2, intf ipv6 eui64 addresses=[],
intf ipvé prefix addresses=[], intf subnet mask v4=, intf ip addr vi=,
intf ipvé link local address=, intf logical name=},

{intf hardwarare id=Management0/0, intf ipv6 eui64 addresses=[],
intf ipvé prefix addresses=[], intf subnet mask v4=, intf ip addr vi=,
intf ipvé link local address=, intf logical name=diagnostic}]

FROFITIE, 4 5DA U F—T 2 ATEATHHERDESNTVWET, A1 F—T = AT
L2, AR EEOT =T ARG ERTWET, 72& 2, intf_hardwarare_id|3A > ¥ —7 =
AAN—=RU =T DA4RTT 037 4 TH Y. GigabitEthernet0/0 72 & DL TFH & L GRENF
ﬁ—o

ZOXIBREHRT, BEIIRIDAETH LD, HELHT 5T — 7 2 2 0%
ERHY T, £lo, BUSHEROEZRT 2O, BERAICT 03T 4 4 HBINT 2 0ERH
nET,

7ol 2R, ISASHERLTIE, A v F—T =2 A a7 4 Xal—ar E— T, w4 rkr
DA F =T 2 A AT ASA Disis A~ R BT 5 46ENHY £4, 72720, ZOE—-F
ZRRET DB, A v F =T 2 A ADN— Ry =T/ EHEHLET, L7 > T, s Ff
DA UHE =T 2 A AEHBHLTHE, TNOLDA U H—T oA AT EEZNETNONN— R =
THEFEH LU CRETH2MENH Y 77, ISIS Interface Configuration D iE %% 4 FlexConfig
X, ZODIC, V—TWNICRA b &nTzifthen &2 EH LET, UTFTOa— xR ED
DX DI, #foreach A7 V7 s a<x RTCHEA L F—T oA A <y 7% Sintf BEUZFEAIA
NI, #if AT — h A R T v 7 (Sintfintf logical name) 75 intf logical name D % B
L. ZOMED isisIntfList EFEF AT F A PERTERSINTVD U X MZEEALTWDHE
%, intf hardwarare id ™ff (Sintf.intf hardwarare id) ZfH L CA v ¥ —T7 =2 A a~v L R&
AN LET, ISIISERET DA 2 —7 = A AOAFITZBIMNT 25613, isisIntfList 225 % i
LT OMERDHY £7,
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TN T RIZEL TR NEERTT 5%% [

#foreach ($intf in $SYS FTD ROUTED INTF MAP LIST)
#if (SisIsIntfList.contains ($intf.intf logical name))
interface $intf.intf hardwarare_id
isis
#if ($isIsAddressFamily.contains ("ipv6"))
ipvé router isis
#end
#end
#end

ENTNARICEBLTRIABREZRTT A%

Bl % 3§ % GEA S 2 i HL e . BROERMN & U 2 N R LE 5 720 O H72
FlexConfig 47 ¥ = 7 N ET 25 Z & TF, WIZ, E L7477 Y =2 b % FlexConfig A Y
BV YT, R —%TF AL ZCED Y TET, R —2REELTNDL, ZOF A
ADBEDT Ve a—% 7L Ea—LET, RESNZER T L Ea—IcfREShEd, L
Ea—DO7FANEERL, Cul ¥—ZMLIZRETCHF—2M L, HhxorHIcT* A |
T AMIHEO T 5 ERTEET,

)

GE) 7272 L. FlexConfig lZIXER R E A~ RN—EIE £ TV 2=, FlexConfig 7 /31
AR LW TL 23V, BT BT —2ELCET, T Ea2—DHfG#%, FlexConfig
ARV —i 5 FlexConfig 7 v =7 FEHIBRL, RY U—%2RFLET,

7=& 21X, D FlexConfig 77 V=7 NE{ERTHI LN TEXET,

Following is a network object group variable for the
IPv4-Private-Al11-RFC1918 object:

$IPv4 Private addresses

Following is the system variable SYS FW MANAGEMENT IP:
$SYS_FW_MANAGEMENT IP

Following is the system variable SYS FW ENABLED INSPECT PROTOCOL LIST:
$SYS_FW_ENABLED INSPECT PROTOCOL_LIST

Following is the system variable SYS FTD ROUTED INTF MAP LIST:
$SYS_FTD ROUTED INTF MAP LIST

Following is the system variable SYS FW INTERFACE NAME LIST:

$SYS FW INTERFACE NAME LIST

ZOFT V=l FOTLE2—ZUTOXIICFKRENET BT D7D BATABM S
NTWET) .

###Flex-config Prepended CLI ###

###CLI generated from managed features ###
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. FlexConfig K1) > — AT x4y FEH

###Flex—config Appended CLI #i##
Following is an network object group variable for the
IPv4-Private-Al1-RFC1918 object:

[10.0.0.0, 172.16.0.0, 192.168.0.0]

Following is the system variable SYS FW_MANAGEMENT IP:

192.168.0.171

Following is the system variable SYS FW_ENABLED INSPECT PROTOCOL_LIST:

[dns, ftp, h323 h225, h323 ras, rsh, rtsp, sglnet, skinny, sunrpc,
xdmcp, sip, netbios, tftp, icmp, icmp error, ip-options]

Following is the system variable SYS FTD ROUTED INTF MAP LIST:

[{intf hardwarare id=GigabitEthernet0/0, intf ipvé6 eui64 addresses=[],
intf ipvé prefix addresses=[], intf subnet mask v4=255.255.255.0,

intf ip addr v4=10.100.10.1, intf ipv6é link local address=,

intf logical name=outside},

{intf hardwarare id=GigabitEthernet0/1, intf ipv6 eui64 addresses=[],
intf ipvé prefix addresses=[], intf subnet mask v4=255.255.255.0,
intf ip addr v4=10.100.11.1, intf ipvé6é link local address=,

intf logical name=inside},

{intf hardwarare id=GigabitEthernet0/2, intf ipv6 eui64 addresses=[],
intf ipvé prefix addresses=[], intf subnet mask v4=, intf ip addr vi=,
intf ipvé link local address=, intf logical name=},

{intf hardwarare id=Management0/0, intf ipv6 eui64 addresses=[],
intf ipvé prefix addresses=[], intf subnet mask v4=, intf ip addr vi=,
intf ipvé link local address=, intf logical name=diagnostic}]

Following is the system variable SYS FW _INTERFACE NAME LIST:

[outside, inside, diagnostic]

FlexConfig /R') — A TP FEH

RV —FT V27 MEHIT, A7V b ==V ¥ TREENTWDEEDRY o — 4
TV =7 MIBEEMT 5 ET, FlexConfigd 7 =7 MIRY v —FT7 V=7 NEFEFA
T 556 BRICARIEAMT, ZHICEEMT O TWE ATV =7 FE2EBIRLE T,

BEfHT G TWAH AT V=7 N EERIZE CARTZZEITAHT TH, 285BI, BEEfT
SN AT7 V=7 FERIUTIEH Y 8 A, FlexConfig THIHTAZ U7 MIEKEZEML,
FT7V = N & OB AL T DI, FlexConfig A7 Y= b =7 4 Z D [#&A
(Insert) 1>[RUYS—A4TTxH FDIEA (Insert Policy Object) | >[A TPz b 24T
(Object Type) | A =2 —Z T MERH Y £, BICSEHFITHITTAHT V=2 M%
ANLTH, RV — ATV NEBIIMER S NEE A,

UTDIATDAT V=7 Mt TEREFRTEET, BEBRICHED RF A TOFT
FEAERT A LI L TLIEEN, A7 V7 FefERT5121E, [ 7P 9 bk (Objects) |>
(A7 xY FEE (Object Management) 1 IZBEIL £,
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FlexConfig > X 7 L ZE % .

¢« TFXFAMAT Vs b (TextObjects) : 7 F A MXFHNOHE, Ziulid, IPT KL &,
B, AV F—T A A V= AREODHBBHBEROT XA IREGEENES, 20T
Y T —T7 5 [FlexConfig] > [TF¥FA M ATV xH b (Text Object) | Zi&IRL, [T F
AN ATV =27 FOBM (Add Text Object) | &7 U v 27 LET, H—DOfEEITELD
EEELEICINODOF TV MERETEET, ZNODOF TV =7 MIFEMERN
m <. FlexConfig A7 ¥ =7 NNTHEHT D LI FHNICHEEINTWET, FEMIZONT
I%. FlexConfig 7% A h A7 V=7 FORE (34X—V) 2L TIZEN,

« Xv hU—2 (Network) :IP7 RVADLE, *v NI—0 A7V =27 NERIZTNL—

TEREATEET, TV T—TNADNL Ry FTU—7 (Network) | ZEIRL, [FY
FJ—4% %3EBM (Add Network) >[4 TS x4 FDEH (Add Object) | £721% [/ /L—
ZDEM (Add Group) | ZER L ET, /V—F F7 V=7 baEHAT L. Bk
D ITN—THNOKIP T RUAEEDO Y A MBRIRSNET, T RLAX, A7 V=7 v
WHEIZIGL T, SA M, Xy NU—27 37 RV RAEHICTE £, Xy FU—2 %
SR TLIZEN,

et X2 UF 4 V—r (Security Zones) : X2 VUT 4 V—rFRFAH—T A AT
N—TNDA B —T A ADYH, AT T—TNnb [ 2 —T xR

(Interface) ] ZEER L, [EBIN (Add) |>[EFa )T 1 Y—2 (Security Zones) | £7=
XA v H—T =A A 7 )L—"7 (Interface Group) | ZERLET, EX=2VT7 4 V—2&
BT, REFOTNAADY = EZIN—TNOA B —T = ADY XA FRIRE
nNEd, A1 ¥ —7xAA (Interface) ML T ZE0,

« EHEACL A7 =2 I (Standard ACL Object) : T 7R a3 hr—/ U X LD
Ho HMHEACLAH CIX, IEMEACLA 7 V=7 NOARINKRENET, 20T Y T—7
NG [THOER YRR (AccessList) 1> [12# (Standard) | Z3@&R L, [IEHET 7R
YA RNFT V=7 hOiBM (Add Standard Access List Object) (%27 U v 7 LEd, 77+
AV A FEZRLTIIZEN,

« JEIR ACL A7 ¥ =7 I (Extended ACL Object) : $LIET 7 A 2 hr—/L U R MDY
Ao PIRACLAEH TIE, JEIEACLA 7 V=7 FOARINRINET, 20T Y T—7
AN [TOEA YA M (AccessList) 1> [#hik (Extended) ] IR L, [HKiRT 7 & X
YA KNAT7Vx7 bOEN (Add Extended Access List Object) ] %27 U w27 LEd, 77
EAVZAFEZRLTITEEN,

e /L—hk <> (RouteMap) :/L—h~v 7 FTVxs bORH, V—k vy TEHKT
X, = b~y ATVl FOARINIEREINET, T T AN [b— b
~ > 7 (Route Map) ] Z#EIRL, [/b—F v~ > 7 DiEN (AddRouteMap) 1 %27V v/ L
£, —hF~v7] Z2RLTITZIN,

FlexConfig > X T L #

VAT DERUT, T ABERT A ATRESNIZARY = DB LT ERICE S A
bNET,

FlexConfig 7= 7 b =7 4 Z @O [#EA (nsert) | > [V ATLEHDIEA (Insert System
Variable) ]>[ZE#B] A ==2—%H L T, &HDZEE % FlexConfig D A2 U 7" MIIEML,
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B rexconfig o 257 Lz

FlexConfig K1) > — |

VAT LERLEDOT Y =y a UL LET, BIZSREICHRIT T AT AEHAL E AT
LT%, FlexConfig 47 =7 hDaALTHAKNTOV AT AEIIIER SN EF A,

WORIZ, BHTEER Y AT DEBOHMAZ R LET, BREEHT D0,
WAIRIRSND D EME LET, BENT A AT L TRTITNAZR AT DTG4

V) ZRLTIZEN,

. TOEK
(11 =—

ARl

L]

SYS_FW_0OS_MODE

FNA ADF RV —F 7 AT AET— K, fHIZROUTED 7=
IZ TRANSPARENT T,

SYS FW_0OS MULTIPLICITY

TNRAANRY TN A THANE—RERIITAVT a0 T7F R
FE— ROWTNTEWEST 57 fEIL, SINGLE, MULTI, *7zi%
NOT _APPLICABLE T,

SYS_FW_MANAGEMENT IP

FTNAZADEHIP 7 KL A,

SYS FW_HOST NAME

FNA ADRA N,

SYS_FTD_INTF_POLICY MAP

=N H =T 2 AL T, AR =~ T DT, ZD
BT, TRARZA LV H =T 2 AR—=ADP—E A R 2—
MEZRSNTWRWEA, EE2IKLEEA,

SYS FW_ENABLED INSPECT PROTOCOL LIST

A UART g URERHICIR o TWA T ha ol Ak,

SYS_FTD ROUTED INTF MAP LIST

FNRAADN—TFT v RA LV E—T oA A~ TDY AL, K~
AN V=T v R A v Z—T = A AERICEEES 2 —HEOL |
FMEEREENET,

SYS_FTD_SWITCHED INTF_MAP_LIST

FTNRAZADAA VF R ALV HE—T 2 AT DY A, K~
TN, AA v TF R A ¥ —7 = A AERICEET 2 —HEO4 Al
FEEPEENET,

SYS_FTD_INLINE_INTF_MAP_LIST

FRAZADA L FGA v AV B —T oA AT TDY AN, K~
TE, AT By b AU H—T oA AERRIC BT 5
DLBIFEEREENET,

SYS_FTD PASSIVE INTF_MAP LIST

FRAZADNR YT AV B—=T 2 A AT DI AL, K~
Wi, Ry v T A v B —T = A AERRICEES 25— EHOL i &
EREENET,

SYS_FTD_INTF_BVI MAP_LIST

FTNRAAZADT NV o IRBA LV H—T 2 A A TDI A, K~
21, BVIERICENE T 2 —#HOLA R S EN G TN £,

SYS FW_INTERFACE HARDWARE ID LIST

GigabitEthernet0/0 72 &', T /XA ADA U H—T =2 A AD/N— R =
THDY AR,

SYS_FW_INTERFACE NAME_LIST

W2 Y. TARAADA U H—T 2 A ADFHBL DY A K,
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s #H0 FexConfig 7 75z + [

Bl

Bl

SYS FW_INLINE INTERFACE NAME LIST

Ny T FEIILERSPAN RNy 7L LTRESNI AV H—T =
A ZADFHHL DY A b,

SYS FW_NON_INLINE INTERFACE NAME LIST |4 _RChO/L—F w K f v X —T oA A2 E. A2 TA Y &y hD

—ERTIEARNA v H—T = ADFEHL DY A K,

TEERFHD FlexConfig & T x5 +

TEFEVT 7D FlexConfig A7 ¥ = 7 M, BIWEREIZMRGEG 7 OFRE 2 f2flk L £ 77, Firewall
Management Center Zfi[f] L TERE CTEX RWERBZRIET DL EN O LLGGIL. ZbDAT
V7 befERLET,

WORIT, HHARERA T V= NERLET, BE#ETLT7FA AT V=7 FEAELTL
ZEV, EFRIFEHSDFlexConfigd 7 ¥ =7 NOBWEEZ I AL~ A XTDHIIE, ZhHDTFA
NATV2l NERETOIVNERHVET, TXANAT V=V MKV, Xy b T—I 8
KT NA ATRERIPT RLALZOMOBMEEZFEH LT, REZVAZ A XA TEET,

EFREHADFlexConfig 4 7 V=7 NaeBHTHMLENHLGEX, A7 V=27 heabe—L T
ZFNEEBFL, FLWARTCRTELET, ERIFADFlexConfig 47 ¥ = 7 M EHHFRET D
ZLIFTEERA,

FlexConfig ZfiH L T, filhdd ASA X—ZADBEREZ R E CTE ET0, T 6 DOHREDRE TR
RESNTWER A, ASA BEEEN Firewall Management Center 7R U 3 — TR E C & HHEE & BHE
L CWaEETE, FlexConfig ZfH L TEELRWNTLIZI 0,

72 & 21X, Snort RAEIZIZHTTP 7’2 haARNEENDHT-D, ASA A X A /)LD HTTP &L/
M LRNTLEE Y, (FEBRIT, enablelnspectProtocolList 47 ¥ = 7 M http ZE15 5 Z
LITTEERA, ZOGE. TA A& TRET D EMNEINET) . RV, &
BIIS U T, 77V r—va VEZURL 74 NV Z ) U T FATTHT7 78R av br—)b

o

= 1: EHREHD FlexConfigh T ¥ +

L. HTTP M B A2 54 L 77,

FlexConfig A 7> x4 k4

B

BETEHETFRAMFT TV b

Default Inspection Protocol Disable

global policy 77 4/ F AR ¥— <
FO7 8 A BB LET,

disablelnspectProtocolList

Default Inspection Protocol Enable

global policy 7 7 4 /L h ARV v — <
IO7a halvEENCLET,

enablelnspectProtocolList

Inspect IPv6_Configure

global policy RV v — ~ v 7 CIPv6
HEREL, IPVo~y X — a7
WCHASNWTF T 7 4 v 7 Rtk LU
Fa vy 7 LET,

IPv6RoutingHeaderDropLogList,
IPv6RoutingHeaderLogList,
IPv6RoutingHeaderDropList,

FlexConfig 7R') & — .
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FlexConfig K1) > — |

FlexConfig £ 7 x4 ~4

B

BETATXR AT b

Inspect IPv6 _UnConfigure

IPv6 A 7 UV 7B L OERIC L £
ﬁ—o

ISIS Configure

IS-IS/V—T 4 T D7 a—s3)L R
A—RERELET,

isIsNet, isIsAddressFamily, isISType

ISIS Interface Configuration

A B —T A A LYLD IS-IS 3%
'_./:E_‘O

isIlsAddressFamily, IsIsIntfList

T, VAT AEEK
SYS_FTD ROUTED_INTF_MAP LIST
ZERHLET

ISIS Unconfigure

FRAADISIS V—RHEER I VT
l/\gzjqo

ISIS Unconfigure All

FORA ANG SIS V—RBTEET Y
TLES AL AL H—T A A
DIS-IS —HEY ¥l L)

Netflow Add Destination

NetFlow T 7 Z "— h D%65% % VERL
L. RELET,

Netflow_ Destinations,
netflow_Event Types

Netflow Clear Parameters

NetFlow =7 AR— hD 7 o — L5
T AN NREEE T LET,

Netflow Delete Destination

NetFlow = 27 AR — kDsadezHlks L
ibado

Netflow_Destinations,
netflow_Event Types

Netflow Set Parameters

NetFlow =27 AR — D7 o —s3Lox
FA—HEHRELET,

netflow_Parameters

NGFW_TCP _NORMALIZATION

T 74V N TCPIEHLREEZEF L E
7,

Policy Based Routing

DEEWZELNT HI1iL, 28 —L
“C/l)./ﬁ T oA AHEEEL,
r-map-object 7 ¥ A N AT V=V &
FHLCAT7 V=27 b 3=V ¥ T
N— K~ T ATV s NEREL
i‘a‘o

Policy Based Routing Clear

FTONA AMBRY —_—= 2 JL—F ¢
VIRER VT LET,

Sysopt AAA_radius

RADIUS 7 H U T 4 v TIENDR
FEF— AL F9,

Sysopt AAA radius_negate

Sysopt AAA radius % E & fEG LET,
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s #H0 FexConfig 7 75z + [

FlexConfig & 72 ¥ + 4 HL:L BEETASTXFRATOH b
Sysopt_basic sysopt R, TCP /3%~ h D &K | tepMssMinimum, tcpMssBytes
BIANYARX, NI T4 v
WAt HRERELE T,
Sysopt_basic_negate sysopt_basic i/l k7 7 ¢ v ZHEHE | —
W, FEIRERT, TCPEcRKEZ AV b
A X% VT LET,
Sysopt_clear_all T ADGTXTOD sysopt ik iEEx 7 |—
V7 LET,
Sysopt_noproxyarp noproxy arp CLI Z#% /& L £7°, VAT D

SYS FW NON INLINE INTF NAME LIST
ZAEHLET

Sysopt_noproxyarp negate

Sysopt_noproxyarp sXEx 7 U7 LE
D

AN
SYS FW _NON INLINE INTF_NAME LIST
EEMALET

Sysopt_Preserve_ Vpn_Flow

syopt f-fF VPN 7o — &R E L £,

Sysopt_Preserve Vpn_Flow negate

S ==d

Sysopt_Preserve Vpn Flow % E% 7 U
TLET,

Sysopt Reclassify Vpn

sysopt FF70¥E vpn 2R E L 77,

Sysopt_Reclassify Vpn Negate sysopt FF3 8 vpn A L £, —
Threat Detection Clear BRI TCP AT EREXZ VT L |—
i j‘o
Threat Detection Configure TCP RATZA(EIT k- TRIT=(E & 5 |threat_detection_statistics

BOE DA R HE R Z BOE L E
R

Weceep_Configure

ZOT T L — MIWCCPERTET
Bl a2 L EJ,

isServiceldentifier, serviceldentifier,
wceepPassword

Weep_Configure Clear

WCCPREZ7 VT LET,

BELE &t 7= FlexConfig &7~ x4 +

/N2ES

I, GUITHRA T A 7ICRETED LD

\Z 78 o T-HERE

RETDHDAT V=V MR LE

T, TELRETRIINGDOAT V=7 FOMHEZHIELTIZIN,
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R2:BIEESNTI-FE&EFHD FlexConfigF T4 +

FlexConfig K1) > — |

Bt XN t=/3— |FlexConfig # T x4 +

oav

BLL]

7.3 DHCPv6 Prefix Delegation Configure

IPv6 7'V 7 4 v 7 AFFED 1D
DOINEA B —T =4 A (T
TA I AFALT FAT 2 R)

E1OONEA L H—T AR
(FEENEZT VT 4 w7 AD
ZIEHE) ERELET, 20T
Y= MRS LIZE. T
7L —hEabv—LTEHE
ERELET,

BT 27 %A LT V=7 b
pdoutside, pdinside

F7-. VAT AL

SYS FTD ROUTED INTF MAP LIST
EHEALET

Xa
i

A H =T x4 A IPV6 DF

73 DHCPv6 Prefix Delegation UnConfigure

DHCPv6 'L 7 o v 7 AFAT&
ExHIBRLET,

A H—=T A A IPv6 D

e
i

6.3 Default DNS Configure

F 7 %)k DNS )L — 7% RE
L%¥d, 774/ KDNS Z)L—
I, T—EA B —T A
ADGFERNER N A A 40 % R
T HBEAEH TE D DNS P —
N—ZmEHRLET,

BHETAHATHRAMEF T b
defaultDNSNameServerList,
defaultDNSParameters

7T N7 F— LDRIE,

6.3 DNS Configure

7 7 4 )V LIS DNS H—/3—
' )V—"7" D DNS Y — R —E 3R E
LET, FIV—T D4R LR
TAHINE, ATV Moy —
L9,

FTTV 7 h~3%— % D DNS
H—nN—4G)—"7,

6.3 DNS_UnConfigure

Default DNS Configure &
DNS_Configure TH#1T 1% DNS
Y= =D AEHIBR L 7,
DNS_Configure #2558 L 7235512
DNS H— — F)—T 4 T
THIZE, AT V=T hrar—
LET,

FT 2l v — % D DNS
== IL—7,
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E 2 FEHD FlexConfig =T x4 b .

BElESnf/N—

o3y

FlexConfig# 7> ¥ bk

Bl

REDHREGFT

7.2

Eigrp Configure

EIGRP V' —7 4 ' 7 DA T A K
Ry 7 HEMER, L—% 1D,
eigrp A X 7 HHELET,

BT A7 XA NAET V27 b
eigrpAS, eigrpNetworks,
eigrpDisableAutoSummary,
eigrpRouterld,
eigrpStubReceiveOnly,
eigrpStubRedistributed,
eigrpStubConnected, eigrpStubStatic,
eigrpStubSummary

TRTCHOEIGRP A7V =7 MiT
DUWTCIE, EIGRPEZSIRL TL 72
U,

VAT AT, Ty ST L—FK
BT TE £33, EIGRP ##%
BELYET LI ICEEIIE
T, ZOTukAEXETH
Oz, a~vr RIA4 VBTV —
ABRHAEINTHET,

7.2

Eigrp Interface Configure

EIGRP A > ¥ —7 = A AFR3E

E— K, #FEX—, Hello 1~
H =)L R—)L R, A7
Vo hARTIA R EBRELE

R

BT 57 %A A7V b
eigrpIntfList, eigrpAS,
eigrpAuthKey, eigrpAuthKeyld,
eigrpHelloInterval, eigrpHoldTime,
eigrpDisableSplitHorizon

F7. VAT AEK
SYS FTD ROUTED INTF MAP LIST
AL ET

7.2

Eigrp Unconfigure

THRAAPO ARV AT LD
EIGRP REZ 27 VT LET,

7.2

Eigrp_Unconfigure all

T_TCHOEIGRPREZZ VT L
7,

6.3

TCP_Embryonic Conn_Limit

VI BEEHIPR 2 5% & L C SYN 7
7 v K —v 2% (DoS) K
BOLRELET,

BT AT XA RS TV b

tcp_conn_misc, tcp_conn_limit

P—E AR T —,

6.3

TCP_Embryonic Conn_Timeout

PHEBEHRZ A LT U M EREL
TSYN 77 v K ¥ —vRfhE
(DoS) BN SAR#EL 97,
BT AT XA ATV b

tcp_conn_misc, tcp_conn_timeout

P—ERRY —,
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REDHREGFT

7.2

VXLAN Clear Nve

TS RInD
VXLAN Configure Port And Nve
PMEH S D% 6. NVE 1 E
ZHIBRL £,

FTRTCHOVXLAN A7 =7 -
2DV TIE, VXLAN A o & —
T2 ADFEEESR LT
AN

LLRI D /3= 3 > C FlexConfig
ZHEH L CVXLANA > % —7 =
A RAERELTZSGE, T
SlEfrEpRE L E3, FEBE.
D54 1% FlexConfig 2MESE S 4L
¥4, WebA v ¥ —T = A AT
VXLANBE %200 BT HEIE,
FlexConfig % & & HIFR L £,

7.2

VXLAN_Clear Nve Only

ERRRFIC A v X —T = AT
EINZNVEREZZ VT LE
KR

7.2

VXLAN_Configure Port And Nve

VLAN R— & NVE 1 ZEL
F9,

BT A7 XA ATV b
vxlan_Port And Nve

7.2

VXLAN Make Nve Only

NVE DHDA 2 Z—T x4 A%
RELET.

BET 57X A NAET Vs b
vxlan Nve Only

Elo. VAT NEK

SYS_FTD _ROUTED MAP_LIST
L

SYS FTD SWITCHED INTF MAP LIST
EEMALET

7.2

VXLAN Make Vni

VNI A > Z—7 = A Z%&ER L
F9, INEEFLIEZ, VNI
A A —T A Z%FFE L
T DHITIE, T3 ADXRGE % fiF
PRLC, HERETILENRDHD
=3

BT L7 AN T V=2 b

vxlan_Vni
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BEROERBEHSDT XA NI TV bBRHVET, ZN6DF TV =r ML, BERFHD
FlexConfig &7 ¥ = 7 M T SN D EEICEEM T SN TWET, 1ZEAEDGE, BEf)
I} 517 FlexConfig 4 7 ¥ = 7 R &MEHT I Nb0AT V=7 b EHE L CTEZBMT
HUENRHY ET, 9 LARWEA, EBRTIC=I —NERINET, ZhboF 7V =s b
D—EIIET 7 4V MEREENTOE TN, TOMITZE L 25> TWET,

TXANAT V7 NOREDFEMIZOWTIL, FlexConfig7 ¥ A b A7 V=7 hOFKE (34
N—=V) ZZRLTIESN,

zaFanTEz A7z~ |

ARl

AEA

B89 5 FlexConfig & 7> x4 +

default DNSNameServerList
GEHESER v o )

7 4L K DNS /)L —FTHET5H
DNS #— D IP 7 KL &,

NR— 3 > 6.3 LIRETlX, Threat
Defense 77 v b 7 4 — LFRERY 2—
TF—H A HZ—T A ADDNS %
FRELET,

Default DNS Configure

defaultDNSParameters
GEHELE X v R)

7 7 %/ k DNS %—/3— F—TF D
DNS EEZHET 5 /3T A —% 47
Y7 MIX, BRAT. 2 LT Y
N, BB FY XA ~— B—
NEA~— RAAL OO
NUMNEFICEENTWVET,

N— 3 2 6.3 LIBETTlX, Threat
Defense 77 v b 7 4 —LERER Y —
TT—H A ¥ —TxAADDNS %
HELET,

Default DNS Configure

disablelnspectProtocolList

TIANE R =T
(global_policy) ™7 w& k =)L % M%)
ZLET,

Disable Default Inspection Protocol

dnsNameServerList 2 —PF—FEFED DNS 7 /L—7F & E | DNS_Configure
9% DNS #—R—D [P 7 KL A,
dnsParameters 7 )L NSO DNS H—,3— | DNS_Configure

JL—7" DO DNSENMEZHIEHT H /3T A —
Ko ATV M, FRIT, A1
LT TR, RALUZ, RAL V4,
F— A PN f U H—T 2 AD
Aoz MU BIEFICE ENTWE
7
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enablelnspectProtocolList

TI7FNE R =~y
(global_policy) 7w k2L &K%
W LUET, AN Snort R & BES
70 hanEBINTAZ EITTEE
A,

Enable Default Inspection Protocol

IPv6RoutingHeaderDropList

2= —=RNHEETHIPV6IL—T
Ny B —HZALTDY AR, ZTNHD
Ny A= ETeNr y MIIPVOFRA T
Koy 5o Gk Fic ke y 7
SNFET,

Inspect IPv6_Configure

IPv6RoutingHeaderDropLogList

Z—HF—nER L, v 7T D
IPV6 V—T 4 T~y B — B AT D
JA R, TNHD~y X —%gGies
7y MIPVeBAETRry &, R
2 FIZBET 5 syslog A v B— VR ik
FahET,

Inspect_IPv6_Configure

IPv6RoutingHeaderLogList

FFA 508, v ZIZREERT S IPve /L —
TAYT N H—HATDY R K,

INHD~y T =TTy M

IPV6 FRAE CRFAT S AIVE T, ~v ¥ —
DAFTEIZBT 5 syslog A v E— UMk
fFanEd,

Inspect_IPv6_Configure

isIsAddressFamily IPv4d £72131Pv6 7 K12 757 3 U, |ISIS_Configure
ISIS Interface Configuration
IsIsIntfList A A —T A RLEDY A R, ISIS Interface Configuration
isIsISType IS # A 7 (level-1, level-2-only, 7= |ISIS_Configure
X level-1-2)
isIsNet Iy NT—T =T 4T 4, ISIS_Configure
isServiceldentifier false DA 1T, HEUE web-cache — & | Weep_Configure

AT 2 L ET

netflow_Destination

1 > ® NetFlow =7 ZR— RE5ED A
VE—T A A, B, B OUDP
R— B EEHELET,

Netflow Add Destination
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netflow_Event Types

T AR—=FEND5EDA R D
& A 7% all, flow-create,
flow-defined, flow-teardown,
flow-update DWFIND YT K&
LTEZELET,

Netflow Add_ Destination

netflow Parameters

NetFlow T 27 AR — kD J 11—/ Lg%
EEBELET, 777 4 7 BN
(7 —8HA N MNEOSE) |
SE (7 v —{ERGEE (PHAD) o 7
TNV RDO0OTiXavr RiZEREN
FHA) . BLOTFT T —F &AL
7ok L—1b (GENLD

Netflow_Set Parameters

PrefixDelegationlnside

DHCPv6 7'V 7 v 7 AFAEOWNHEA
VH—T oA AERELET, AT
Tl MU, A EF—T oA R4,
IPV6 V7 4w VAL T LT 4T R
. BIOT VT4 v AT —=NED
B DT N BIEFICEENLTNE
7

2L, 22U
DHCPv6_Prefix Delegation Configure
A —& EBIHEMNTEET,

PrefixDelegationOutside

SEEDHCPVG 7L 7 o w0 7 ATAET T
ATV NERELET, A7V B
Wik, A v F—T7 A A4 EIPv6 7 L
T4 I AROE O N BIEE
EENTVET,

2L, 22U
DHCPv6_Prefix Delegation Configure
A =& EBIHEHNTEET,

serviceldentifier

2 AF w7 WCCP ¥ —E R IDH
o

Wececep_Configure

tcp_conn_limit

GEHEREX Y v )

TCP W R 2 B¢ 3 % 72 DIl
MEno"TA=4,

N=Ta 63 LIETIE, Zhbok
HE % Threat Defense —E A RV 2 —
TRELET, ZORY —iF, T2
A RZEDETHENTWDET 78R =2
v ha—L R —0 [
(Advanced) | ¥ 7 CRER T £ 7,

TCP_Embryonic_Conn_Limit
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tcp_conn_misc TCP WG R% & & 3% &9~ 5 72 24 | TCP_Embryonic_Conn_Limit,

GEEREX Y v )

HAINDH/NTA—H,

N—=a 63 UBETIE, Zhbokk
HE% Threat Defense —E AR Y o —
TRELET, ZORY —iL, T2
ARZEDETHENTWASET 7R 2
v ha—L R —0 [
(Advanced) ] ¥ 7 CHERRTZ £97,

TCP_Embryonic Conn_Timeout

tcp_conn_timeout

GEHERR A 1)

TCPUIHHER 2 A LT U b &RET D
SOOI S NS NT A =4,

N=T a2 63 BT, Zhbokg
HE% Threat Defense +—E AR Y o —
TRELET, ZORY —iL, T2
A AZHDETHNTWNAT 7R 2
Y hue—/L R —D [FEH
(Advanced) | ¥ 7 CER T £ 7,

TCP_Embryonic_Conn_Timeout

tcpMssBytes HRETA N A X (N4 FHE Sysopt_basic
i) .
tcpMssMinimum Z DT T T true DA D IR E X | Sysopt_basic

NAEERKEIT A YA X (MSS) %
RETDEINEINEF =27 LET,

threat detection_statistics

TCP RAT3AE DB B HFERHE I
MEho/"TA—=4,

Threat_Detection_Configure

vxlan Nve Only

A v H#—7 = A AT NVE-only %%
TDHIZDDINT A—HF .

e AU H—T A ADFmEL

eIPv4 7 KL A (JL—F v K A
B =T 2 ATFA T 3 )

P4y ¥R (V=T v R A
VE—T 2 A ATEA T g )

VXLAN Make Nve Only
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vxlan Port And Nve

VXLAN 7R — F B L OINVE R ET
BIEOIHERIND/NT A—4

e vxlan R — b

)

o« X A7 (7 ¥ 7213 mcast)

BT ERDHIPT RLUAEIX
default-mcast-group

VXLAN_Configure Port And Nve

vxlan_Vni

VNI ZERLT B 7-DIfEH I B85
A=K
e A H—T A AFKF (1~
10000)

* segment-id (1 ~ 16777215)

e nameif (1 ¥ —7 = A ADiHH
£)

HAT =T v REEF T
AT LR

sIP7 FL 2 Jb—F v RE—FK®D
TNA ZADGEIMER) E£72037
Vol I n—7%5 (F7 2 AR
T Ly hE— ROT A ADYA
WZEM)

e XY RV AT (T AP —
7 v RE— ROEE) FI3RME
H

VxLAN Make Vni

wceepPassword

WCCP /XA U — K,

Weep_ Configure

FlexConfig /R ') & —

ETILDYHR—

Threat Defense

DEH L ATREN

b~

FlexConfig 7R') & — .



. FlexConfig DX EEIE L HlHEIE

FlexConfig K1) > — |

YR—bENDFALY
(G

A—HDR&RE
B

FlexConfig D;XEE1E & %'J%’J%IE

s FlexConfig A" U > —IZR2 0 N 5 &, T AT LIFRI L 72 FlexConfig % & Te B ORITIC
BENDLTARNTOEEZn—L "y 7 LTS, BEADOKKDFETr —A "y ZITRED
JUTREENDTZD, Xy MU=\ CEREE RZTAREMER H Y £, ERES D
FlexConfig DEE &2 &, BDO X A I 7 & METLET, £72. FlexConfig DEH 21T
MEEND L OICERZSHEL., ZOMORY > —DEEFPITOIRNE I LET,

* VXLAN Make VNI A7V =7 NEHT2581L, 7 7 AZE0E3 A T4 FEY
T4 NXT ZIEET HENZ, [F U FlexConfig 7 7 AKX 120134 TRATEVT 4 AT
DFRTOa= | %%f@z%#%@ifoﬁﬁﬁ/& T, 77 AZEEA
TRAZEVT 4 XTEFKT DRI, TXTOTNA ATVXLANA VX —T = A%
WETHMERDHY £7°,

®m4/x«7/a/&&maﬁ_Lméméﬁwtx% NTET HEAE. T3 ADCLI
\CBEI L., cearconn 2~ RE AN L CEiE 7 ) 7 LET, #EmiNElEIND &
HLUWREREYy Vg SCEHSET,

FlexConfig R1) —IZ kBT NA REBEEDHREIIA X

FIE

ATy T1

FlexConfig /R U 3 —%f#i ] L C. Firewall Threat Defense 7 /XA ADKEL W AX~A ALET,

FlexConfig % fi 13~ 5 Ai[lZ, Firewall Management Center D% Ot OMEHE A LT, #ME /25
RTORY —LBREEHE L THET, FlexConfig |L, Firewall Threat Defense & D A7)
BB, DI TIE Firewall Management Center Ca% i T X 72U ASA X— X DIEEZ X E T
DI DRMEFETT,

RIZ, FlexConfig AR Y ¥ —ZHEL, BATLHLODOT L FY—2 0 ROFEZRLET,

RKETDHCLIa~vy R o—F U 22 BELET,

ASA T3 AHERET DX EN H DAL, show running-config 2 L T4 B a~ 2 K
D=l AEBFLET, REIJRL TS v X —T oA 24, IPT KL A7 EOIHH & Fi#
Li‘é‘@
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ATy T2

ATvT3

FlexConfig K1) —I= & 357 /3 4 2BENH 2234 X ||

HLUVEREDR AL, TARDBRETASA T3, RZHEHEL T, a~vw o K r—Fr U AREYT
DL ERMERT LI EBEIDLET,

T, RO PE Y 7 ESRLTIZEN,
s FlexConfig 7" U > —DOHEEE SN D EHE 2 ~—)

« FlexConfig 47 ¥ =7 D CLI 2= K (3 ~<—)

[#72 Y k (Objects) 1>[#T> ¥ FEE (Object Management) | Z#EIRL, 27
Y7 —7 L) [FlexConfig] > [FlexConfigh 72 =4 b+ (FlexConfigObject) | 23R L £,

R 4 FlexConfig 77 ¥ = 7 h & HER LT, SEAa~y REERTESMNE I i
LT, BR Q) 22V 027 0LT, A7 V227 FONEEERLET, BFEOAT V=
7 NBRBERA TV s MOGEWESE, BAICA T V=7 bEabE— LT, 20t —%fF
FELFET, EFFAD FlexConfig &7 V=7 b (153—=) 2L TLEE0,

Fio, ATV =T FOMERIZ L 5T, FlexConfig 47 ¥ =7 FO#dE, a2~ XX, BIO
FHIESND—r v TR TE ET,

G¥)

BRI 24727 b ROTEEAIE. 7Y bO T [Z%% (Variables) ]V Ak ZEH
BELITa L TR LET, SYSTHED TN TRKIUFOLEEL (VAT 2EE) #ER<
TRCOEHAETIRLET, TNUODOEHIX, FRCT 74V MEOH FZ L THT V=7 MT
RN EPREINTNBEHEAIT., MEFZITA— =T 4 ROEZRNBVLEI 725 A[FEMEN
HOLTHRANAT VT FTT,

MH D FlexConfig 47 ¥ = 7 N &HAEKRT 2 M ENH H5615, LEREEERE L, Bt~
9&7 ]\75_’1/555?&/1?0
AT DMENRH D CLITIE, FFHOREE & BICRETHIULERHDLIPT RLA, A 7 —
T oA AL, A= &R, BIORZOMDONRTZA—ZREENTWIHEERH T, Zhb
E. BERENGENTNDA TV NEETERICREET 222880 LET, £,
REDO—HTH L0, KM ORE & & HITET 2 ATREMEN B 2 STFHN OB T I2E )
&) V) ‘i'@‘o
SHIZ, RV —%FID Y TOHET AL AR DEPENE I DERFELET, T2&x
X, 3 20DT A ADOKEREZREL, TNHDTNA AZNENICHE SN o~ RTHRA
HAUH =T 2 A ABZETITIP T RLADIEENLBEIZRDGENRH Y T, 7354 AD
FT I N NAZZARTDHMERNDDGEX, A7V 27 NERERT 5 & EITA— " —
TA REENILT, TAAATLDOFA—_"—=F 4 Mz ERLET,
EROIESERIATBLOMEIIS UBE#EA TV x 7 NOREFEZOWNTL, RO b
w7 EBR LT IEEN,

* FlexConfig Z%# (7 ~—2)

« FlexConfig IRV ¥ — 47V =7 FEH (12 4—)

s FlexConfig 3 A7 A% (13 _—2)

s FlexConfig 7% A N A7 V=7 FOERE (34 3—7)
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B rexcontig 705 romE

ATv74

ATvTh

ATvT6
ATy T1

ATvT8

2ATFvT9
ATy 710

ATy TN
ATvT12

HHTERWE 7 FlexConfig 77 Y =7 F&MHT 25615, BHRE L THEHNINLGTHA N &
TVl MamELET,

FlexConfig 7% A b A7V =7 FORE (B4~—) ZZRLTIZIV,

(B BE) FlexConfig 77 Y =7 FDOFEE (28 2—)
FRIERBF AL TV =7 PPEEELRWBRIZOR, 727 NEERTHLERH D F
D
FlexConfig ARV ¥ —DRE (36 2—) ,
FlexConfig WY =D& —57 v s T/ ZDFIE (37 ~—) ,

AU —ZERT D EXI, TRAARIRY U —2EYYCHZ LB TEET, RV —%7
LE2—7351CF, ZORY =21 DB EDOT A ZARED B THATNDLIRERH D F
-g‘o
FlexConfig RV v —D 7 L Ea— (38 3—Y) |

RN =% 7V a—T HRICEREERFET HDMERD D £7,
EfESnlza~y FREMOLDTHL Z &, BIUOTRTOEBNEL LI TND D
LERERLET,

A==2—_"—"7T, [ERF (Deploy) ]>[ER (Deployment) ] ZEINL £,
AU —IZED B THNTT N A& RIRU T B (Deploy) 1227V v 7 LET,
EBENETT5E THELET,
BB SN OfERE 39 ~—)

(WEE72E) FlexConfig Z ] U723 EF AEREOHIBR (41 X—) |

DK A TDORY > —L T80 | BT /A 2D FlexConfig 2 #1124 THERR L C & Bk
EIXHIBR SALEH A, FlexConfig THARK SN2 i E A HIBRT H1C1X, R SN2 FIAICHE 5 &4
ERHY ET,

BERMIC X - CTESEYV R — F SN TV D ZOICHEREZ HIBRT 5858 1%. FlexConfig 7> 5 & HL
SHEMERE~DEHRL (42 2—) LB LT F X,

FlexConfig # 7> =4 FDEKRE

FlexConfig 47 Y =7 N&HA LT, 734 ZICEHT R ELEFR L E£7, % FlexConfig A
U —iX, FlexConfig4 7V =7 FDU A NTHEREND 2D, A7V x7 MIEEAMIZ Apache
Velocity A7 V7 s a~w2 R ASAY 7 b7 avy74Falb—varyavry N BIOY
EHTHKINDGT— R EY2—/LTT,

ELREH ] T 2 FHRTEFRFE D FlexConfig 472 = 7 bW O0d 0 £9, b afET
LZMENHLHGET, a—F52 0N TEET, Fo, MAOFT V=7 FEIIUOMNHIE
KT 5HZ &b TEET, FlexConfig 47 ¥ =7 NOWNEOHPHIL, H—Offica~r RXTF

. FlexConfig 7R') & —



| FlexConfig K1) &—
FlexConfig = 7 x4 FDHRTE .

FImn, BEBLIORZ VT ha~wr REFEHALTT AL ZAERIETRBIAZ SICNEN RS o
<2 RE BT AEM CLI 2~ FiEEICB X O0ET,

F 72, FlexConfig NV v —%EFKT 5 & ZIZ, FlexConfig RV ¥ — A7 V=2 FEERTE £
—g—o

1R BRI

RDOFaBRFLTITIZI0,

* FlexConfig 777V = 7 MIT A RCEB SN D a2~y FIZE#RINEST, Zhvboa~v
YRIE, S ar 7 4 Xal—varyE— R TTTIRBITESNTWET, Lo
T enable =~ K & configureterminal =~ > K% FlexConfig 7Y =7 FdD—f L LT
FORNTLTEEN,

« MWERBERDIA THFFEL, BWBERRY —FT7 V=7 NAELE T, FlexConfig 4
TVl N OWRERCERDOF T 27 FEERTHZ LI TEER A,

e A2 KRBT AL ZAD VPN EAIET 7R ar ha— B ELFE- AL TV
TLEMEERLET,

A E =T A ADavr RNy NRIERD LY mEOav s Ry NETRE
PSS ET, Liea-T, %#nV/bk%TnV/h%ﬁmbf4/? Tz A AR
ELRNZEEHRELES, A F—T oA AZRETDHHE LT, FAEERF»

FlexConfig 47 ¥’ = 2 k@ ISIS Interface Configuration Z 2R L T 723\,

FIE

AT 1 [T b (Objects) |>[FTPxH FEE (Object Management) | Z R L 7,

AT T2 A7V N FATDY A KD [FlexConfig] > [FlexConfig4A 72 x4 + (FlexConfigObject) ]
IR E7,

ATYT3 RONTNNEFEITLET,

* [FlexConfig A7 ¥ =7 F @B/ (Add FlexConfig Object) ] %27 U v 27 LT, H LA T
:\)Iy ]\%{/Eﬁ‘zl/ij_o

c[fRfE (Edit) 1 (/) 22Uy 27 LT, BMEOF TV NfELET,
cRF (A 227V r LT, FHERBELA T V2l NONFEERLET,

CHRIERELA T U M efET it s0— (B 22V vs LT, ALAE
OH LA TV =7 FEERLET,

ATFw T4 BEIEAN L, 7 arTHET Vol FoOBBEEALLET,
ATV TS ATV PARIKRERIC, VERREEZERTDIZODa~vr Remar AN LET,

FlexConfig 7R') & — .
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FT = FORRIT, AR ASA Y 7 =T Davwy R o—4 o 2T 5 —HED 2
JIYVT ko RRBIXRa 7 X2l —3 g a< RTY, Firewall Threat Defense 5 /3
AATIE, ASA Y7 hu=7 avwy FEFEHL T HoELsHELET, A7 VT a~v
YRBLOar T4 Xalb—vary avwry ROFEHIZOWTIE, REZBRL TSN,

e T UL —hRZ YT (63—)

s FlexConfig 47~ = 7 h® CLI 2~v > K (3X—Y)

ERAEMHL T, 7024 AMORBEMESNDEROT ANA R IR R D REEETEE
T, T AEBICATILETE, [#FA (nsert) |A==—%2FHLT, RV —FT V=V
NETNET AT AEHICEEMT 5TV D0, BB —ChHEREBINT H0LENH D F
T, BEOFEMIZ OV TIE, FlexConfig %t (7 2—Y) &ML T EE,

« VAT LEKEBEATHITIE, $BA (nsert) > [V RATLEHDIEA (Insert System
Variable) ] > [Z# 8] ZRIR L3, ZNDDOEBDFEAZ OV TIE, FlexConfig & A7
LK (13 X—2) 2L TIZEN,

ARV —F TVl NOEBEEHFATHITIE, A (nsert) |>[RYUS—ATPH b+

DA (Insert Policy Object) 1>[A 729 b 24 F) ZBINL, @47V bO
HATERIRUET, I, BEICArZMT BEEMST bR o—F T Vs b e
FICARNCT D52 ENTEET) | BHUCEEMIT A2 A7V =7 AR L, [(R1F (Save) ]
27V v LET, TROEDXA FOFEMICHOWTIL, FlexConfig RV o — 47 V=7 b
o (125—=) 22RLTIIEI, FIROFEMIZOWTIL, FlexConfig 47 ¥ = 7
RADRY —FT7 =l NEEOEM (32—Y) #2ZRLTIZIN,

PR X — DA AT H121E. A (nsert) [>[MZFEF— (Secret Key) ] 23R L.,
AL LA ERLET, FIEOZEMICIOWTIE, MEX—0HE 332—) 2R
LTL7Z&EW,

G¥)

[fEA (Insert) | A==—%2FHALT, HTILWARI >V — AT V=7 NERIFVAT AEEEE
R DMENRHY T, 7270, TOEKEHTHEAT 72012, $ 28D TANT HHLEN
HVFET, ZHUL, VAT LAEECHLY TUIFV ET, VAT AEEEYNO THEHATIHE
X, A (nsert) | A==—bBIMLET, KIZ, BTHEPTL2DICATILET, 1250
VAT LEFIZ [FEA (Insert) | A =2 —&EREERT 5L, AT AEED [EH
(Variables) 1V A MIHEEEIEM S 4L, FlexConfig N AN TlE7e< 25720, BEHEZRF T
RV ET, T ALK (R — 47V PRV AT AEBICEEA T ST
V) OBEIE, BEEADLET, WMES—Z2BMT 2541, FICHRA (nsert) | A ==—
EHEALET, B —OEHIL 5 (Variables) | U A MIFERINEHA,

ATvT6 EROHEERBIOZA FTEEINL £,

* B3 (Deployment) 1: A7 ¥ =Z hMZa~> K& [1[A] (Once) | E721 4R (Everytime) ]
BT A RELET, Wbty a UERIRT HIME—DHEL, BEOKREEZ T
A T LIETT,

AN [FEE] (BEverytime) &3 IR L £ 7, &KIZ, FlexConfigKR Y > —IlCA TV =7 &7
2 oF LT, HEXERLET, BRI L5, FlexConfigh VU o —IZFR Y | FlexConfig
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ATy 17

FlexConfig = 7 x4 FDHRTE .

R =07 Ea— (38~—=Y) OB~ T, BV HToRIZWTRNDT A
ADEREE T L E2— L FE T, ##4CLTI generated from managed features ### DT LA
ikt a i, #7227 MNOa~ RO clear £721% negate 2~ > RN E £
T, ###Flex-config Appended CLI ### B 7 2 a VIHREA R ET H-ODa~<w L K
NEENTWBEA. [#E (Bverytime) (235U /eA4 7> a L THHZ ENbnD £97,

negate ¥ RARRENTHRVWEATH, T3 AREITD LEEZMZ T, HlOkRE
FZFETLES, BEADEFIZETLEL, BN A2 ) 7 M@ cexd (B
SHVIRERCORER 39 =—) ZZH) . (A~ FRTTICRESNLTNDLSLAETH)
A RRTT =R BEITIN TV LD MR TE b, [fE (Everytime) O FE £IT
LE7,

VAT AEANFT TV 2 "D eIV IE L THLERITLAWES, £20%
EEOERIZ, a~r FIZEADTZ T —RNHEBEICOAH[11H (Once) JIZEF L £,
BEICE > TUE, BREFAD A~ ROFITEHF AT SINRNZ ENH D 30, Fids)
AHE)TT,

EBiioe ko

s FlexConfig 7' 2= 7 b¥, Xy U= FT7 V=27 MRACLAT V=7 MpED
VAT NEHSH R ATV 27 FEIELTWAEAIL. [E (Everytime) AN L £
T, I LRRWE, ATVl MR D EEHNERE SR OWATREED B D £,

e ATV NTATOBRAERRED 7V T I2TF OAIEL, 18] (Once) [Z2HEHALET,
Z LT, ROEMZIZ FlexConfig N v —nbH A7 V=7 MEHIBRLET,

«[#A T (Type) 1: IROWTHZBRIRL £7,

s[RI (Append) 1: (F 74/ K) , A7V =2 hda~<> R, Firewall
Management Center 78 U 3 — 72> AR S V2R E DR ICHEE S VE T, BRI SA
TV MIRDERENTZA TV 27 NERRT R —F TV =7 SOERAEERNT
L%EIE. [BIAIN (Append) 1ZMEHT2MERH Y £3, TOMDOKY > —miTF
AR SNIca~y R A7V 7 PTHRESNTWS O LEEHTL5AE. 20
FFa B RLTCa~vy FREEXINRVEIICTIXERHY £3, Ziud
RbRERA T a3 T,

o [AIZAININ (Prepend) |: A7 =2 Fd =~ RiE, Firewall Management Center 7~ 1
e BAEMINTEREDRINCEE SIVET, B, REEXZ VT EERNT D
=2 NIZ [ANZAIIN (Prepend) | ZfEH L E T,

(A7varv) A7V bAREO EICHAH & E) 22097 1LT, 2277 FoEks
PEZHERLET,

[fRTFE (Save) 127 Vw7 357N, A7V =7 "PBIESNET, B A7 V=7 b &
BRETLHZ LI TEER A,

ATV T8 [fRIF (Save) 127U v LET,

FlexConfig 7R') & — .
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B recofigr 705 baoRYL—FTO Y FEBOEM

RDBERY

cTIF 4 TRY ATV N BB BEAE. REAELRE LS, REAE
DEMEBBLT &,

FlexConfig #7729 bADR) O—F Ty FEHDIEM

FIE

ATy

ATy T2

ATvT3

ATvT4

FlexConfig ") > — A7 V=2 MZ, RV —FT7 V=7 hOMOZ A 7 LT bl
R A TE £, FlexConfig 7 /NA AZEMT D L. 2 OEEIIE#H ST v A4
TV FOARIRa LT VAT TE BRI NE T,

FlexConfig4 7' Y =7 FCHIOTHRY v —FT V=7 NEKEME D & &1, ROFNEIZHES T
LISV, ATVl VeBESRTIVERELLEL, $v—2%28D7T) BRE AL
F9, BROMEMFIELZIET H121E, BHROWLITE @ ~—2) 2ZRLTIEIN,

48O HREIIC

FlexConfig 47 ¥ = 7 s D% EDFEMIZ OV TIX, FlexConfig 47 ¥ =7 hDOFRE (28 ~—
V) EZHLTIEEN,

FlexConfig N U > —A4 7 ¥ =7 FOMRETIZ, [FHEA (Insert) >[NV —FT7 =7 FOFHA
(Insert Policy Object) >[4 7Y =2 RD XA 7 (Object Type) |76, WUl F A T DAT
Vs FEERLET,

EROAHTEZ AN L, EETHHEADLET,

£, FlexConfig 47 V=7 hOarTXFAMOHT—EBRLOTHIMNERHY 7, A
R=2AZEOLZ LILTEEE A, BRICEEMT LA TV =7 b EFR—DOARTEZHHTE X
—é‘o

B L BT 247 V27 FERIRL, B (Add) 127V v 7 LTCIhE EIREAAT
=7 I (Selected Object) | UV A MZBENL £7,

EHITIE, 1 O0HDOAT V=7 FEEEMNITDLZ ENTEET,

GE)

THEXRARNET V27 MIE, REISCTRID S TERSINIEAT V=7 MEBIRTEET,
LL, ThoA 7 V=7 bOEIZIET 740 MDY A, A7V =7 hOEHT
X, REOEZBESEG 2 50, 780 LIiX FlexConfig 47 ¥ =7 N ERT 57 /351 AD A —
N=F A4 RELTHEZDUEROY £9, TNHDOA TV =7 b & EHE T2 FlexConfig D i
BZEITLTH, Z<OEERMAOTT =250 £7,

[fR7F (Save) |27 U w7 LET,
ZHIE, FlexConfig 47 V=7 NT 4 XD FOEKY A MIFEREINET,
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| FlexConfig K1) &—

Fihss 2 —
b5 <=8

g% —

nar—ont N

X, WNAT—=RRED, NEE~ AT THEUFINOEETT, HEIFROILE %
L INBOEHITIIY AT M K o TERIZR BB IThILE T,

UL FlexConfig 77 V=7 bOEEY A MIFRRENFEHEA,

FlexConfig 47 ¥ = 7 N CHUE X — B8 & Bk, A, BLOEET DI, /)’t@ilﬂﬁ%{%ﬁﬁ
LET, toH A T ENTRR D | FIEOME X —ZRE2/HAT 20N H 572 NS Insert
:VVF%E%?%iTOMﬁKowTﬁ\:ﬂ%@%ﬁﬁ%*ﬁ@%%xbﬁf&;&h%
BEFERICHERE L ET, HEEH Q=) 2L TIZIN,

\}

GE)  REX—EECTERINTLT —FIL, FlexConfig R Y v —D 7 L B a—KElRE, = —F—
bvA7 EET, £/, FlexConfig N ¥ —% T 7 AR — M 255, T XTOMEF—L
BORNEPHEESNET, RV =% A R— 256, FHEF—EBEFEHTREL T

7

L NS HHENDH Y £7,

1R BRI

FlexConfig 7 ¥ = 7~ O EDFEMIZ OV TIL, FlexConfig 47 ¥ = 7 FOFE (28 ~—
V) ESRLTLLIESN,

FIE

AT Y1 FlexConfig NV v — A7 V=7 MafmEdT 2%, A (nsert) 1> [fZEF— (Secret
Key) 1 Z88R L £,

RT9 T2 [WEX—OFA (Insert SecretKey) | XA T 7Ry 7 AT, WOWTNODOFNEEFATL E

‘a—O

cH LW — BT B2, B X —0BM (Add SecretKey) 1227 U v 7 L, ROE
HAEADLTEEM (Add) 1227V v7 LET,

o [Fb% F—4 (Secret Key Name) | : A D4 HI, ZO4RNEL, AIZ @ 2MHT HiLT
FlexConfig 47 ¥ = 7 MIFRENET,

s VXAT— K (Password) ], [/XA T — ROfEGR (Confirm Password) ]: AJJ & [FIRFIZ
TALY A T AT SNDREDOLTHNTT,

* FlexConfig 47 ¥ = 7 MIME X —LEHEHAT HITI1E, BEROTF = IRy 7 A%F
WZLET,

- B —ABOMERET 2123, BHO[fRE (EBdi) ] () 270 yr LET, AR
ZMAT, BN (Add) 127V v27 LET,

- R — A BT 2 iE, B [ (Delete) ] (W) %27V w2 LET,

FlexConfig 7R') & — .



FlexConfig K1) > — |

B rexconfig sz - 475 rowmE

ATvT3

[fR1F (Save) 1272 Vw7 LET,

FlexConfig T* X AT U FDEE

FIE

ATy I
ATy T2

ATy T3

ATy T4
ATy TH

RV —=FT V2 FERORNGRE LT FlexConfig 77 Y=/ NCTFXFA N ATV = bz
HHLET, ZHEMEHL T, 7021 DCORBASNDERST NA X T LR D I
EEECEET, EBEATIZ, 7TFA N AT V27 FEBETERITIA N AT V227 FON
BRICESHZAONET,

TXANAT V2 MFEHEEROXFYINEGENET, F—TU—F, A4 —T = AR
&, BTe, IPT RUVAREIZTBHZ EHAEETT, WAL, FlexConfig A7 U 7" N NOIFHD
ERFIEIC L > TRAR Y £9,

THRANAT V=7 P EAEREITWRET SN, BRELRANFELRELE T, ZdidAd 7
VxJ FORBEHENGENET, ThERODLIET, 1 DOXFINAT V=7 M EITHE
BOXFINAT V=7 FOWTNEERLT D20ERETL2OIKLHLET, KO My 7 %25
LTIZEw,

s FlexConfig Z%t (7 ~—2)
« BREOWMETE (8 =)

[A#72x bk (Objects) 1>[ATP ¥y FEE (Object Management) ] ZiR L £ 7,
FTV 2l N ZA T DY X D [FlexConfig] >[TFA M AT xS b (Text Object) | %1%
WLET,
WONWTNNEFEITLET,
[THXAN ATVl OB (Add Text Object) 1227V v 27 LT, HriLnAr7 =2 b
ZAERRL L E 7,

e (Bdit) 1 (#) 227V LT, BFEOF TV =7 FaetELET, HIESFR
FlexConfig#4 7 ¥ =7 M AT HHEAICHE LD, FHIEREAT XA LT V=V
N EfRETX ET,

ZHIEZAN L, 73 TH TV =7 FOHEHAEASILET,
HLWAT V=27 bDOR) Fay X VA NNOERIA TEERLET,

«[HE— (Single) 1: A7 Y =7 MIHE—OT XA N XTI E GO LLEND DA,
« [#%% Multiple) |1: A7 V=2 MITFAMLTINDOI A NEEDHLENRSH L5,

FTV 27 FORFRIZER S A T2 EETE TR A,

. FlexConfig 7R') & —



| FlexConfig K1) &—

ATvT6

ATy 17

ATvT8

FlexConfig T¥ R #7219 FDHRE .

BEHE A TN [EE Multiple) |OHAIE., ETFREIZEA LT[ 7> b (Count) [ZFEEL
F7,

BEBERTLHL, A7V FOITHBMSNTZY, BIFRSHTZD LET,

F7V =l MCABEZBMLET,

EHEZOBRDOT X AN Ry 7 A% ) v LTHEEATT D0, TFA ATV 27 M
M9 % FlexConfig4 7 ¥ =7 FEEID Y THNDET NA RIK L TT A AD EEX AR
ETEET, MAHTIZELHTEETN, ZOHH, X=X A7 V=7 NTRELMEIZ, 5
ELTZT A 2D EEEDFELRWEEICT 74V MEE L THREL 7,

FRERBEAA TV =7 bOWTERITIL, T A0 LEEZEZEHT L2 2BEID L ET,
i, BIOFlexConfig RV > —TAT7 V=7 NfERTHMNERS ALO2—F—HIZ, 7
TV IPED X ICT DT, FATT 57 e —F i, MEOEMFITS T TR F
D

g

—EOFRNERE A A7V =7 MUX, BEPFFED B ZRIET 2 B OMRME TS, F
TV FOTFRENDMEEZFFET DD, T ¥ 2 M2 EEES A E T, FIATIE,
base AL HT 2ROV I EFZZMPTOLERNHD ZENEESNLILENRH Y £7,
enablelnspectProtocolList DA X, A AT 23 T Snort A > AT g v b O RN
mnra harz A TEEEA,

THAAADLEEZZHEHT 25813, KOFIRZFATLET,

a) [A—N—T A FZFA (Allow Override) | = v 7 KRy 7 AZ~—7 2T ET,

b) [A——=TF A K (Overrides) ] ZJ&H L (MERGE) . BN (Add) 127V v LE
7
FEEERT AL AT TEHL5E1F, FEESOWRET A 227 v 7 LTERELE
7

) [A7V=l FDOA—R—F 14 KOEBM (AddObjectOverride) | XA T OV Ry 7 AD[H—
7> & (Targets) 1 C. fHEZEFRT DT A AR L, B (Add) 1227 V27 LT
[ER EN7=F 31 A (Selected Devices) | V A MIBEI L £,

d) [A—/N—=F A K (Overrides) |27 Uv 7 L, LEIZJSUT[H T (Count) | %if%E
L. BB 74—V &7 Vw7 LT, A ADEEZATLET,

e) [EM (Add) 1%27 V> 7 LET,

[fRTF (Save) |22 U w7 LET,

RDEZRY

CTUFATRY AT Ve s N EBRT OB, WEEREEMLET, RELH
DEBEBRLT ZS0,

FlexConfig 7R') & — .
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FlexConfig K1) > — |

. FlexConfig K1) > —D%E

FlexConfig /R ') & —MD&E

FIE

ATy
ATvT2

ATvT3

ATvT4

FlexConfig /8 U 2 —IZI%, FlexConfig &7~ =7 h® 2 ODIAFD U A FINEFNTWET,
1 DTGB ENTZY 2 b b 1 DIFKREBITEMEAZY A T, SEHITBIREIC
BMOFIZOWTIL, FlexConfig 7Y =7 FORE (28 —) ZZHL T 7EEI,

FlexConfig /R U > —1%, HEDOT /A AZEID MU THZ ENTEHILARY >—T,

[T/84 X (Devices) ] > [FlexConfig] Z R L £,
WRONTNPEFITLET,

s [FHLWARYU T — (NewPolicy) 1|%#7 U w2 LT, # LV FlexConfig R UV > —Z1ER L £
T BRIEANTHT a7 ERERRINET, LEIZS T, EHATRERT A X

(Available Devices) ] U A N TT /A RAZ@INL, [KRY > —IZEM (Addto Policy) ] %
7V w7 LTT A Z%EFD M TET, IRIE (Save) 1227 U v 7 LET,

[ (Ediv ] (£) 227U v/ LT, BFEORY v —&HELET. ARTOHIEHmE
F-RFTZ7Y v 7 LTEETEET,

c[2t— (Copy) ] M) %2V LT, MUNADHLOEY o —%ERLET. 4
MEANT DT 07 MRFRESNET, T ZE0 ST o BB SR E A,

CHIBRT A 2227 ) v 7 LT, REIZRSTZRY —ZHIBRLET,

RN Y 2 —IZHEE72 FlexConfig 47 ¥ = 7 [ % [{EHl " HE72 FlexConfig (Available FlexConfig) ]
UARPBEIRL, ]&227 Y v 7 LTRY —IZBMLET,

F 7Y =7 MEFlexConfig 47 ¥ =7 b CHE LIZEBHZ A 1TSS WT, SEBHICBEI S e
VA MEFRRBIZEMENATZY 2 MZEBIZENSILET,

BIRLEAT V22 MHIRT 21003, 79227 ORICH 5 [HIFE (Delete) | (W) %2
Uy 7 LET,

BIRLT=AT V=l hDLID, AT V=) ORI RR () 22V v LT A7 V=
7 N THER SN TOAER AT LET,

SYS ChhE B v AT WA &, BEIZBEEMTONTWAE LT V=7 RRETHRNI L%
WERTHLENDHY £9, ZZAFIEFRICM L2 0VAD vy 2k, B4 7V =7 bl E
T, R —FREHETARNC., 2NoDF TVl MaRETAILENRLY £1°,

GE)

FTT 2l NOF—=N=F4 REFERT 56, ZUODEIZZOE 2 —IZRRINEE A,
L7=WNo T, ZZDOF 740 ML, U FLb A7V FAMBERETETSNA TRV &
EEWT 2D TCIELY THA, BEF S L Ea—T 5L, BENFIEDT A AZK L TE
UL RREND N E I R ENET, [FlexConfig KU v —DF L Ea— (38 4—) |

EZBLTLEI N,

. FlexConfig 7R') & —



| FlexConfig K1) &—
FlexConfig 1) S—n & —4v + 731 20%E ||

ATY TS5 [R1F (Save) 1227V w27 LET,

RDEZRY

RV —=DF =Gy N T, AEHRELET, FlexConfig K > —DF—5 > b T34
ADFRE B371—2) #BRLTIEEY,

cREAEZ R L ETRELEDORMZZM LTI IZE,

FlexConfig R1) >—D A2 —4%v b T/INL ADEETE

FlexConfig ANV v —ZA1ET 5 & &2, R v—%2HT LT A AEBRTEET, 2D
. WOBMPUIHES T, RY —IZkT DT A ADE D Y TELEETEXET,

)

GE)  EH. TAAANDLARY —DEI0 Y TEMERT 2 & WEIORBKIZ, X7 AXEEM T
ONTZRES HERICHIBR L E 3, 7272 L. FlexConfig 47 ¥ =7 MIHAZ <A XS
<~V RERBRHTAODOAZ )T N ThHDHID, HIZT /31 AD>5 FlexConfig R Y v —DHE[ Y
BTEMEFRLTH, FlexConfig 47 ¥ =7 MIXo THRESNIZa~ Ly FIFHIBRINLER A,
FlexConfig (Z L o> TAK SN a~y RET A ZAORERLHIBRT 5 Z &N HOLA X
FlexConfig Zffi ] L 723X EH AHEEEDHIER (41 X—) 2SR L T ES W,

FIE

ATFv 1 [T/84 R (Devices) |> [FlexConfig] Zi%##R L T, FlexConfig &N VU > —%#REL £7,
AT T2 [RY—DE ST (Policy Assignments) | %27 U v 7 LET,
AT9 T3 [#—4 v bFT /314 A (Targeted Devices) | C, #—% v FU A MEfERLET,

B0 1 DL ED [ FTEEZR T /31 A (Available Devices) | Z3R LT, [HA VU v —IT:8

73[1 (Addto Policy) 1% 7 U > 7350, [BINLZT /N1 A (Selected Devices) | DY A k

IRy 7 TR FayZLET, RV —F, 70 A, @AHESNT, BLOY Z
7\5%%5}2“9"57‘/\41 HOETHZENTEET,

cHIER D 1 DDF A ZADOREC B B [ (Delete) 1 (W) %27 U v r+50, EEOFA
AREFIRL T, £7 VU v 7 LTHo05 [ERINEE OHIFR (Delete Selection) | Zi&R L £,

ATy 74 [OK] %7V v 7 L CEIRNFEZRTELET,
ATv 75 [f#1F (Save) 1227 VU v 2 LT, FlexConfig RV > —&R7FELET,

RDBRY
cRELHEZ R L ETRELLOREMEZSRLTIZ SN,

FlexConfig 7R') & — .
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FlexConfig K1) > — |

B rexcontig iy o—nTLE -

FlexConfig /R') >—D T L E 21—

FIE

ATy I
ATy T2

ATv73
ATvT4

ATy TH

FlexConfig N Y v —% 7L B2 — L T, FlexConfig 47 =7 "3, EOXHIZCLI 2~v R
WCEB SN EMER LET, 7L E2—ITiF, FlexConfig 47 v =7 b CHEHINL A2 Y
T RBLOEENG, BRLIZT A RUG U TER SIS a~vy RARENET, 28T T
NA ZADREEDWTIRRIND T2, BEINDINAEZWRICHM TE X7,

TV Ea—%MiH7T 5L, FlexConfig 47 ¥ =7 NOIEFIENRREN R0 £9, Hfrsh
HRERN TV Ea—IORSNDHET, A7 V=7 MEEELET,

BREX, TAA AT EIEINC TV E 2 —TFTHH0ERH D 9, ZiUuL, BEDT A ARE
WCHESWT S ESFIRSNDAREMERH 572D TT,

[T7/34 X (Devices) ] > [FlexConfig] Z &R L T, FlexConfig A8V v —Z L £ 77,
KREEDEENH D5E1E. [IR1F (Save) 1227 U v o7 LET,

T b a—lid, HRBRIBIFELIEAA—=Y 3 v ORY —I12& £ 5 FlexConfig 47 ¥ =7 b ®
FEROBDRENET, HLBMLEAT V27 NOT L Ea—% BT 5121, AU o—
ERGETOLEND Y £7,

[REDT L E =2— (Preview Config) [#7 V7 LET,
[7 /34 ADEIRN (Select Device) | Ky X7 U A RinDHT NA AR ET,

VAT A, T ADDOEREBREFHORY =2 TG LT, REIOT /SA A~0 R
RFICARR T2 CLI 2~y RERELET, HAZERIRL TS Cul+C 292 & T, 2O
NuE7 Uy TR—=Rabe—T&Ed, ZOHNIE, FMROHTOIZOIZT XA N7 7 A 0Z
B friFszZ emcaEd,

FLEa—IZid, ROV arNEENTWET,

» Flex-config {Z & Y ANZfHINE 415 CLI (Flex-config Prepended CLI) : FlexConfig (2 &~ C
EfIh2a~vy RThO, REORNIIMIMENET,

« BHH R OBERED B A2 S 472 CLI (CLI generated from managed features) : Firewall
Management Center CiXE SR Y —G U TAEKSND a2~ RTT, a2<v2 N,
TN ASDEALDIEFIRERZOFHRY o —F3EBE SR Y —i2xh L TAER
ShET, Inboa<y Fid, &Y G THEAORY > —2 T 51 DITBERT T
Davwry RERLTWDLIDITTELY FHA, 2Ot a3 NOa~ RiX, FlexConfig
FT 2T FLBEREINTZHEDOTIEH Y £H A,

» Flex-config {2 & D #IZfHIN& 45 CLI (Flex-config Appended CLI) : FlexConfig (Z &~ C
EfIh2a~vr RThh, REOKRIIMAIMENET,

[FACZ (Close) |RZ %27V w7 LT, FbEa—XAT7us%ZlLET,

. FlexConfig 7R') & —



| FlexConfig K1) &—

Esnrgnowz ||

Eﬁﬁ éhf’*ﬁﬁk_o)ﬁﬁnu

FIE

ATy T

T3 AT FlexConfig N U & — 2 JEBH L7z tk, R L2 Z & BIUZ ORI L
BOOLOTHLZLZ2MRLET, £, T ARHREFERLVITHIEL TV D Z & 2R
L/i‘j—o

JRBADSN LT Z & i@ T 2113, ROFIHZEITLET,

a) A=za—/—O [F (Notifications) &7 Vv 7 LEd, ZO7 A 20k, [EH
(Deploy) 1 & [ AT & (System) ] DEIZH D, LRIDZZNWT A 2 TH,

TA AL ROWTNNT, =7 —=0bH5EHFVMSILEBHY £7,

o (BEALNWIEERT) (BELZT—ITIWVTNL I AT A LEIZHFEEL T RWE
LERLET,

e (IDULDEEAHDBZEETRT) 1 DULOELERL XF A FIZHFETAZ &
ERLET, TT—IIRELTWVEREA,

c UD2BEDIS—DHEZEETRY) 1 OULOTT — L{EREOEDE LR A
T L LEIAHET D Z 2R LET,

b) [JPH (Deployment) ] T, BN LIZZ & MR LET,

c) FEABZRIEH. FRICRIR LR O A RN T 5121, [BEDZF R (Show History) % 7
Uy LET,

d) EMOINCHDY a7 D) X FTREY s 748U £,

Va T3 LWIEICR RS, VA MO =K EICRFOY a 7RFRENET,

e) HMDOINZHDT A AD[FT A7 U7k~ (Transeript) I TH¥ v u— K7 A 2%
27Uy LET,

B NZ 2707 MIE, T RZEFSN a2~y RBROT A AnbIRES T
ISEPNEENET, TNOLOINEIL, BIMA Y-V T — Ay E—VOHERHY F
9, KREXL72JBBA TlE. FlexConfig NHiEE LIca~y RaEl, =7 —4%R_T A vE—
VERLET, INHLD0-T—E, avr FERELL D L LTWD FlexConfig 477 ¥ =
7 bDRAZ YT N EEIET DO SHERH Y £,

(6=3))
BRI SBEREIC A E SN D o~ L | FlexConfig R U v —Mmb A Ehbsa~r ReED
IO RZ A7 )7 NMIIZEWEH Y A,

7= 2iE, RO —rr XL, iwmEE4 DS outside @ GigabitEthernet0/0 X ET 5 2~ K
% Firewall Management Center 23155 L7= Z L Z2/RLCWET, T34 XX, AEIICE
Fa2UT 4L L& OICHRELZZ L &S LE L7z, Firewall Threat Defense 73 & % = U
T4 LUV EMERAT 52 L 1EH Y ¥ A, FlexConfig lIZBIE LA v —VF, FT R
77 RO [CLIi#EA (CLIApply) 17 v avicdhv £7,

FlexConfig 7R') & — .



B =ocnewronz

ATy T2

ATvT3

FlexConfig K1) > — |

FMC >> interface GigabitEthernet0/0
FMC >> nameif outside
FTDv 192.168.0.152 >> [info] : INFO: Security level for "outside" set to 0 by default.

B SN RRICHER I~ RAGEN TN D Z 2R L X,

T TAA ADEEIP T R L AD SSH Bt A ML T2 2 & TITH Z LN TEET,
show running-config =~ > R&E LT, RELZRRLET,

F 721%. Secure Firewall Management Center N C CLI > — V& L £,

a) >[ANJLR (Health) |>[E=4%— (Monitor) | Z&IRL., T34 2AD4HT2#7 U v/ LE
j—o

AT —BAT—TNDO[H T (Count) |FITRHS/BALBRHIZZ Y v 7 LTT /N4 R
BERTDHIENDDEIIIRBEENH Y £,

b) [FEMiZe T 7V 2—TF 47 (Advanced Troubleshooting) 1 %7 U v 7 LET,

c) [#EBLtE CLI (Threat Defense CLI) 1 %727 U v 27 LE T,

d) =~ K& LT [show] ZERL, /3T A—% L LT [lrunning-config) & AL %7,
e) [FT (Execute) 1%7 U7 LET,

FATPOREREN T A N Ry 7 ACFRENET, BRI L, Ctul F—Z24 L7 ke
TCHF—%WLT, BTHOWTEDLICTHRA L 77 ANV FTIT D Z &M TEE
K

TNAADRHFEB Y ITHREL TVWD Z L 2B LET,

PEREICBIE T 5 show =~ R&EH L C, MG R & MatERa R~ LET, 2L X B
MoT7Ta han 4 AT v a rEEMC LizE, show service-policy =2~ R&EfEHT 2
L. ZOFERA RSN E T, AT EMR o~ RIIEREICIEIE L, BREDORTE 1% %
BT HEEIHEH LI ASAR T A FBEXa~r K U 77 L RIZRFE SN TOET,

B HRERRT D~ FTH (B y ML Bk l) DEEIN TRV LAVREN
5E. BRITED THo THERNRN EXHY T, FT7 7 4 v 7, HiHERICER
ENDIETOTNA ZZFBLTNDZENRDP->TWDLHEAE, ikl TWnWb D%
ERLET, E2E. M7 70 v 7, BREXSEHINDENCNAT £ 7 7 X L—b
WL TRy PERBERINDGENHY £7,

SSH & v = o % 721 Firewall Management Center CLI > — /L7 5 show 2~ > K& T &
7

72770, AT HMEND D show =2~ > K% Firewall Threat Defense CLI PN ClE1E{# I T& 7
WAL, T A~DSSHE i ML L Ca~y RefAT 208N NH Y £9, CLIND,
WDa~<y R —rr A% AN LT, 2 CLI N THRi#ME EXEC E— RIZUlW Bz ¥4, 22
NH, ZNHEDOYR—hINgshow 2~ REAJITEET,

> system support diagnostic-cli

. FlexConfig 7R') & —



| FlexConfig &1 & —

FlexConfig % L - #a st |

Attaching to Diagnostic CLI ... Press 'Ctrl+a then d' to detach.
Type help or '?' for a list of available commands.

firepower> enable

Password: <press enter, do not enter a password>

firepower#

FlexConfig % /A L /- % 7€ &K A HERE D HII R

FIRr

ATy I

FlexConfig Zff ] L TRE L2 —#HORE 2~ > ROHIBRALEREAIT., TOREEZFHT
HIBRT 2B R H D 9, 7351 A5 FlexConfig R Y v —DFI D B TEMRELTH, 7T
DOEEDHIFRES NN ERH D £,

TFERICHREZHIBRT 51213, #H LW FlexConfig4d 7 V=7 FEAER LT, REa~ Y REHE
FEITENMELET

1R BHHIIZ

FT7V =l MTEo TERSNIERED —FEITT X TEFHTHIRT 2 LENH LN E D
MEMEEET 2121, ROFIHEZFEITLET,

1. FlexConfig RV > —D 7L Ea— (38—) OFEHIIEN, REDOT L E 2 —Z i~
F£7, FlexConfig 47 ¥ =7 NNOTXTOa~vy REHIBRT 572D O clear & 7213 negate
T2 K7S ###CLI generated from managed features ### B 7 U g VIZEHEFNTWAEE
I%. FlexConfig RV v —m L HMIIA T V=7 REHIBRL, BRfF L CHREBTE 7,

2. FlexConfig RV > —nb A7V =7 Mol ZEZRAFALT, b —ERELZT L
E‘J‘—Liﬁ_o ###CLI generated from managed features s BT Ta SNTETEMEET clear
FolEnegate A~ RNRFENTORWEEIE, RO FIEEZFATL T, FEITHEZHIFR
TOHLENDH Y £,

(72 k (Objects) |>[# TPz FEE (ObjectManagement) | %R L T, FlexConfig
FTT I NEERTHZE T, REI~YY REHEELITMVIELET,

HEREICHE R O E L TR CHIBR C& S dear a~ > RB3HHEAIL, TOa~vr REEHL
F9, 72 & zE, FRIEFR I TV D ISIS Unconfigure All A7 Y= 7 MZIE, WITRT LD
2. TRTOISIS OB E A~ FEHIRT 5 1 SO a~xy FRRGENTHET,

clear configure router isis

Z OFEREIC dlear =~ > RMFE/E LZ2WEAIE, HIBRT 24 2~ FOnoBXE M+ 2 4%
NHO ET, 72& z1F, FAEFR SIL TV D Sysopt_basic_negate 47 =7 M, FATEF
LT D Sysopt_basic 7Y =27 N TRELTa~vy REHIBRLE7,

FlexConfig 7R') & — .



FlexConfig K1) > — |

B rrexcontig 1 > BB R I~ O TR

ATy T2

ATv73
ATy T4

ATy TH

ATvT6

ATy T17

no sysopt traffic detailed-statistics

no sysopt connection timewait

B, XELHIBRT S FlexConfig 7 ¥ = 7 M &ERNGEMS N2, 1 BIOARERINDS AT
YV hELTHELET,

[T/34 X (Devices) ] > [FlexConfig] 4R L T, #H L\ FlexConfig 7R U 3 —Z BT 5 0>,
BEFORY v —afRELET,

ME v REERT 5 FlexConfig R U > — %2 RET 25 81%, 2~ FOTYIELEHOH
LWRY =% ERR LT, EORY I —IZT A ZAZED Y TET, ZDH% T, #H LV FlexConfig
F TVl NeR ) —IZBMLET,

FTRTDOT A AN ERITFlexConfig ¥ EA 7 ¥ = 7 M &HIBRT 2 8541%. BETF D FlexConfig
R —nbiEENT25a~vr FEHIBRL T, b0 a~vy REREXZRVIET AT V=7 K
TEIWMIET,

[#7F (Save) 1% 727 VU v LT, FlexConfig RV v —Z{R7FLE T,

[XEDT LB =2— (PreviewConfig) 1227V v 7 LT, HEBLTCEVIE L~ RREYIC
ERENTNDZ 2R LET,

A= a—"—0 [ER (Deploy) |>[ER (Deployment) | Z3IR L., 7 /34 A &3 L T [
B (Deploy) %27 Vv 27 LET,

BENETTHE T LET,

awy RPHIBRESNEZZ 2R LET,

TNAADFITALy 74 Falb—va 2R RLT, avy RBHIBRINTNWD Z L Z2ERL
FT, MOV TIE, B SNTEROMER (39 *X—) 22 LTI EEN,
FlexConfig AR U > —DfgEHIZ, [RY > —DFIY 24T (Policy Assignments) (%7 U w27 LT,
TNA ZAxHIBRLET, LIS U T, AU =05 FlexConfig4 7Y =7 F&HIBRL 7,
FlexConfig 8 U o — X HICARERFHE T~ REHIFRT 2D THLH70, HIFROETHIZT
A RZENY B CTHRY) o—2RFTH50EIIH Y FHA,

7272 L. FlexConfig NV ¥ —IZT A A THRETDUEDH LA TV a VB k->TWDLGEE
W, FORV O —PORVELAT7 V=7 F2HIBRLET, ZNHIERETT,

FlexConfig 7 5 B IEXT RIEREAN D L2

V7 =T V) —RT LIz, BEXMNGHERE. D F U FlexConfig DA CTHIFI S ND R Y v —
O L CHBERET AR GBS ET, 2k, BfE#EH L TV 5 FlexConfig
A~ RRREESND RN H Y £3, ZHEHOMMRITEBINICEBRINEEA, Ty 77
L— F#iX, HrL<BElLsiviza~y RE&iH L CFlexConfigd 7~ =7 M &I YT {E

. FlexConfig 7R') & —
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FlexConfig %1 |}

L7055 EIETEERA, Y7 hT =T DT v 77 L— K., FlexConfig /N ) v —k X
W FlexConfig 77 V= 7 M EfER LT 7EE W,

FlexConfig i ] L TERE L7-HEREDNVE BRI R ERE L L T AR —FESND Koo 72 b,
FlexConfig O 7> b E PRI GHEREDEICEMT 20N H D £3, 1FLAEDEE. BifF
D FlexConfigiX EILT v 77 L— N b ol & i L. BN TEET, 272L, FElah
lcavry RaHT 5L, BEOMENBET 2551 HY £9, GUI & FlexConfig D] /7 T
HREZ R ET D Z L IXV AR — h SR TVEHEA,

)

GE)  BATT OBEERENBATY — L THR— STV DA, ZOFIHONRD Y IZBITY —L
2R LTSN,

FIE

AT F1 FlexConfig Z il L7 EFHHEREDOHIER (41 ~X—) THHINTWD K S 12, FlexConfig
ZHIBRLET,
AT9T2 HLIHAR— b ENTEESEHEREORE LR L E T,

VU—RA/—RZiE, 2OV Y —ZAOHFHKEOY A MRH D £,

FlexConfig M 45

KIZ, FlexConfig LB 2 < DHVR L £ T,

SREEBM IO IILOKREAZE (ISA3000)

EREERM e han (PTP) . X7y hR_R—Z2A 32y hI—FTHNOIFEFIERT A ADY
vy 7 ZEMT 57 DICHB SN RMFEI 72 har T, FRH0T AL AT ay 7%,
—WRENTHERE L ZEMEN RV £, 2o a Fanid, EERAOR Y hU—2{bEn-llE
BLOar bo— Ly 2T AIFIZERF SN TEBY . LEARREE IR/ NR T, AH A — R —
~y RV W=, B AT A TOFRICKR#E T,

PTP v A7 LE, PTPT /34 A LIEPTP T34 ADMAEOE THR SN DR Yy hT—7
VAT ALTT, PTIPT A AL, A—T 4 FV7uvr R/ oy s BEOKT AR
Tl hray I BNEENET, EPTPT A AiE, Xy NU—TV AL v T L—F BX
NEDMMDA T TANT I F ¥ TARAANEGENET,

Firewall Threat Defense 7 /N AL, h T AT Lo h7uvy 27 & LTHRETXFJ, Firewall
Threat Defense 7 /31 A%, HHEDZ oy 7% PTP 7 1 v 7 LA L £ A, Firewall Threat

Defense /34 AlX, PTP /7 v/ CEBSINTWVWA PITP DT 7V a7 7 A )V EHEHL
F9,

FlexConfig 7R') & — .



FlexConfig K1) > — |

B =x==m7oroomesE asas00)

FIE

&M

PIPTF A R RIETH L X, BESELT AL AD RAAL VB SEXERLET, LA
T, BEDOPIP RAA VERE LK, 1 DOED RAA IZPTP 7 vy 7 2EHAT 5 X9
WA FEPTP TN ABRETEET,

1R BRI

FORAZAPMERTHPTP 7 2 v ZIZRESNTND FAAL UESEHERLET, 0BT,
PTP KA A VB BN 10 THAHZ EZRHREE LTWET, /2. VAT AN KA A WO PTP
Iy JIZBETEDRA =T AEBRELET,

LIFIZ, PTP OREICETHHA4 FT7 A4 2R LET,
« ZDOREREIE, CiscoISA3000 7 77 A4 7 LV ATOMREHTEET,
« CiscoPTP |%, ¥/ FF v A K PTP A v —T DRV R— KL TVET,
*PTP /X IPv4 X hU—2 TORMEFTE, IPv6 X FU—7 TIIEMNTE EHA,

*PTPRREIL. AX L RTarn7 vy F—7 A= bd, WA —T 2%y
N T =2 A H =T 2 ZATHER— P ENET, BEHA L F—T A X, T H—
7 = A A, EtherChannel, 7'V v UMEA ¥ —7 = A A (BVD) . FIXZOMOEIEA
VE—T 2 A ATEHYR—FENEF A,

e VLAN V7 A v Z—T = A4 ATOPTP 72—, WHRPTPHRENH A v Z—T = A X
FICFEETAEAICR— &N ET,

PTP /X7 v FIEEIZIT NNA A BB TEDLLOICTAHALERH Y ET, PTP T 7 4 v
71X UDPSEHEAR— k319 & 320, BIUSEIEIP 7 R 2 224.0.1.129 12 X » TRl & £
T, DD, DT T 4w 7 EHFATHT VB A 3 ba— b— T+ _CEIE
L\ij—o

N—TFT v R T77AT U4 —)LET—RTiL, PTP LT FHF X A NI N—TD</LTFFx A
My—T 4 VT BT HLERHY T, IHIZ, PTPEZA X —T /I LTcA v F—
T2 A ANT N v VT N—TIZEENTWEWEGAX, IGMP vV F % ¥ A h 7 L—7
224.0.1.129IZBMT D LA v X —T =2 A AERET HMENH D £, WA Z—
T2 A ANT YV v P TN—T A NR—=Th D4, IGMP v /L F X v A K7 )L—TIZ5)0
THEICHELRNTLIEEN,

NV—=TFT v RE—FRDOHKR) S LVLFXXY AN N—T 4 TEFEHIL, £ F—T =2 AD
IGMP 7V — 7% & ELE7,

N—Tv RE—RTEH, wATFXXYANN—T 4 TEANNTHHERDY £9, £,
AZRTROYRA L E—T 2 A A, DEV TV oY T)—T A N—=LINDA 5 —
T A AZDONTH, 224.0.1.129IGMP Z V— 125 MT D LA v F—T = A AR ET
LZMENRHY ET, IGMP V7 V—TIZBMTH LTV vV ITNN—T A R—%BRETHZ
CIITEERAR, TV v I N—F A R—OPTPREIZIGMP S L CHEIEL £,
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ATy T2

BHEERMTO b aLoEsE sAs00) ]

PTP X ET HT A AT EIZRDOFIREFEITLET,

GE)

%734 A (GigabitEthernetl/1 72 &) OFPTPZ 0 v 7l v X —T = A AD/NN— R =T 4
EEEZHOET,

a) [T/3f R (Devices) |>[T/31 A& (DeviceManagement) | Z®&IN L, 7 /31 R &
LELET,

b) V=7 41> (Routing) 17 U7 LET,

c) [¥VFFxx A ML—F (7 (Multicast Routing) ]>[IGMP] % i#IN L F 7,

d) [ TFX¥ AR NV—T 17O (Enable MulticastRouting) | F = > 7 R > 7 R %4
IZLET,

e) [BMZ/—7 (JoinGroup) |27 U7 LET,

f) LB (Add) 1227V v 27 L. [IGMPEINZ L—F 35 x—% DB/ (AddIGMP Join Group
parameters) | XA TR TRy 7 AT, WO T arwRELTOK] =7 Y v 7 LET,

e[ % —T7xAA (Interface) |: PTPZ a v ZIAZ L RT R A L H—T oA A%
BIRLET,

s (27— (JoinGroup) |: FHTLWHRy NU—7F 7T MBINT 5120, [+]
27U 7 LET, T RLZ2401.129 DARA N 7P =27 FEAERLET, B
A A =T 2 A ABRETHIERIL. ZOFT V=27 FeBIRTEH7Z05TT., (R
NO—2 FTV =T FOVER %7‘35@ )

FNRAAEDPTP 7w ZIAZ L RT7ay A A —T oA A2 LI OFIEEZ#Y K
L/i‘g—o

g [PV—7 17 (Routing) ] X—YT[{RT7F (Save) 227 Vv 7 LET,

FlexConfig # 7 ¥ =7 FEAE LT, A v #—T =2 A A L TPTP 7 m— LIZHAMZLE
ﬁ—o

ROFIATIE, FELTWDLTRTOT N, ATPTPZ 2y ZJllf v X2 —7 =4 ZANFE L TH
6&ﬁmbfmi¢o£&évﬂ4xfﬁﬁé4/& Tz A RAEHEHLTHDEAE, A
BOEZEIEBIOA TV =7 NEERTALERH Y £9, 7L xE, TAARAABID
BT GigabitEthernetl/l 7 /34 A C & D T GigabitEthernet1/2, /34 AE & F T
GigabitEthernetl/1 & 1/2 Ol & HT 2551%, 3 2DOf#E5IOD FlexConfig 7Y = 7 k& |
Z D% 3 DD FlexConfig R Y > — %2 ENEIUERT D LERH D £ GROTFIATHY)

a) [A7PxH bk (Objects) |>[ATP sy FEE (Object Management) | Z 3R L £,
b) T YOT—T /05 [FlexConfig) > [FlexConfigh 7 < £ 4 k (FlexConfig Object) ]
IR LT,
¢) [FlexConfig#4~7 ¥ =7 k@B (Add FlexConfig Object) 1% 27 U > 7 L, IROT a /37 4
ERELT, [R1F (Save) 1227 U v 27 LET,
s [4HT (Name) |: A7 Y =2 M, 72& 21X, Enable PTP 72 & T,

« B3 (Deployment) ]: [fEA] (Everytime) | ZZEIRLET, ZOFREZ T X TOEH
WCIHEL, RESNE-FFICTHILERHY £,

FlexConfig 7R') & — .
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FlexConfig K1) > — |

B =x==m7oroomesE asas00)

c[ZAT (Type) 1: 7 74/ O [{ZIZAHIN (Append) | ZHERFL £9°, 22~ NI,
EHEYR— SN TWDOHERED 2~ RORICT NS ATEEINET, 207
AVHE =T 2 A ABRTBIMAONTMOER T NED 2~ ROFNIIEREINE
ﬁ—o

s [AT7 V=7 FAL (Objectbody) |: A7 Y =2 AL T, PTP & 7 0 —/NUIZERE

ﬁét B a~v REHEPTP 7 vy Jfilf v Z—T7 A ATANLET, b
ZIEX, PTP RA A 10 D7 1 — 3Lk iE & GigabitEthernetl/l DA % —7 = A A%
ENWZE o< RIZIRO LB TT,

ptp mode e2etransparent

ptp domain 10

interface gigabitethernetl/1
ptp enable

ATVl PARIE, ROX DT £,

Insert = Deployment: Everytime Type: Append
ptp mode eZetransparent
ptp domain 10
interface gigabitethernetl/1

ptp enable

AT w73 FlexConfig NI v —%AEK L, T /34 AZEID Y TET,

PTP 7 2w il v 52— 7 = A4 AD S F S EfAEGHHITKR L THEE D FlexConfig 47 ¥ =
I NEER LTSS, A7 V=2 T EIZfEBID FlexConfig i V o — &k L, BXET HHLE
NHDHA L H—T oA RAZHESNTENLDRY =% IE LT A ZZEN 0 Y THLERD
DNET, TXARADITN—T T LIZROFIEZEEY KL FT,

a)
b)

[T/34 X (Devices) ] > [FlexConfig] Z 3R L £7,
[ﬁb“TJ/_(MW%MW]%7J/7¢5#\%ﬁ@ﬂm&mgﬁuy—%&_fy
FTFARA ZZEND BT (E72TEI0 S THAR) . ZORY —&mET D721 T,

HLWRY =% ERT 256, R —IZA4RIEMTDEA TR TRy 7 ATHE—F v
FFNRA ZAZRY o —|ZE Y B TES,

ATV DT —TND [2—F—EFK (UserDefined) |7 4 /L X WNIZ&H % PTP FlexConfig
FTVxl FEEIRL, 127V v 7 LTRY —IZH Y TET,

F 7V =7 RS [EERE A B INFlexConfig (Selected Append FlexConfigs) ]V A MIEBME
ET,

-2 Selected Append FlexConfigs
# Name Description

1 Enable_PTP

. FlexConfig 7R') & —
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ATvT4

ATy T5

BHEERMTO b aLoEsE sAs00) ]

d) [R%E (Save) 127V v 7 LET,

e) TRTDOX—7y hT/NAANRY —IZEEED Y THATHORWGATX, [PRTF (Save) ]
DTFICH D[R —EY KT (PolicyAssignment) | V> 2% 27U w7 L, ZZTEDY
THEITWET,

f) [EEDFLEa— (PreviewConfig) 122V v 2 L, [FLEa— (Preview) 154 A 7102
Ry 7 ATED L THNTNDT ANA ADNWTINERINLET,

VAT LTI, T AEEENDIHECLIOT L E 2 —2 k& Ed, PTPFlexConfig
FT 2 "B AERINEa KRR ELWZ EAERLET, ZbiE7LE2—0
RZICEREINET, /o, FHMBEREICNATMOEENS AR INza~vy R &R
TRENDHZ EICEELTLEE Y, PTP o~ ROBA. RO X 5 NENFRENE
j—o

###Flex-config Appended CLI ###
ptp mode eletransparent

ptp domain 10

interface gigabitethernetl/1
ptp enable

AWz B L £ 9,

FlexConfig 7R U 2 —% 7 /A ZZE|ID YTz, BEICEAT 2B ENFICFRRINET, 2
AUIX FlexConfig O T IEICE T 2 1EE TT . [#i1T (Proceed) 1% 27 U v 7 L, EHHARATL
i‘ﬂ—o

JRBADET LIz, READOEREZMEI L, RO T A7 V7 h2RRTEET, THITRE
BICRIL LGB IR b 4, B SO 39 ~—) ML TES
AN

KT INA ATPTP RELMR L ET,
SSH 72z Y — 1ty a b BT /3, AT TPTP O EL MR L T,

> show ptp clock
PTP CLOCK INFO
PTP Device Type: End to End Transparent Clock
Operation mode: One Step
Clock Identity: 34:62:88:FF:FE:1:73:81
Clock Domain: 10
Number of PTP ports: 4
> show ptp port
PTP PORT DATASET: GigabitEthernetl/1
Port identity: Clock Identity: 34:62:88:FF:FE:1:73:81
Port identity: Port Number: 1
PTP version: 2
Port state: Enabled

PTP PORT DATASET: GigabitEthernetl/2

Port identity: Clock Identity: 34:62:88:FF:FE:1:73:81
Port identity: Port Number: 2

PTP version: 2

Port state: Disabled

PTP PORT DATASET: GigabitEthernetl/3

Port identity: Clock Identity: 34:62:88:FF:FE:1:73:81
Port identity: Port Number: 3

FlexConfig 7R') & — .
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PTP version: 2
Port state: Disabled

PTP PORT DATASET: GigabitEthernetl/4

Port identity: Clock Identity: 34:62:88:FF:FE:1:73:81
Port identity: Port Number: 4

PTP version: 2

Port state: Disabled

ESEBOBE/N— KO T7/NNANNADEFEAHE (ISA 3000)

FIE

ATy

IN= R 2T NANRZREENNIL T, FERFTH N T 74 v I B, F—T = A A XT %
WETE5EIICTEET, VR—FENTWDEA U F—T = f AXTIRA > H—T = A
A D GigabitEthernet 1/1 & 1/2, 3 L O GigabitEthernet 1/3 & 1/4 T, X7 7 A3 A —% x>
b ETLERAE LTV DOEEIE, #fA —H %> b 7 (GigabitEthernet 1/1 & 1/2) TOHDH
N R =T S SARYE— R SRET,

N R T NANRRINT I T4 TDORE, VT 7497 FLAPITENLDS L F—T <
A AT %@ L E 9, Firewall Threat Defense CLIIZIX, A > F—T7 A ANRNX T LT
HIENERRINET, 774 T VA —ERRIT2 N2, N T T 4 v 7 OFT A A@iR &R
ATLZ2EDY A7 8L TVWDRLERDH Y £,

CLI =Y — /L ¥ 721X SSH & v > 3 > T, show hardware-bypass ==~ > N & i L CEifE =
TR AEE=S—LET,

1RO BRI
N R =T NA N R S D T2 DRHESRA:
A B =T A XAXTIEFRLTY v ¥ TN—TICRET DLENHY £7,

e A B =T 2 RFAA v F DT 7 BAR— MIEEHTDLERHD £, FT 7 R—
MZITEEE LN TL &,

FRARZED Y THENET 78R 3y ha—L R Y —I2fH00 & 7 Threat Defense F— £
ARV —%FHL T, TCPY =7 LV ABEDT A 2MbE 7 a—r W EhNCT 52 L 2B
B LET, 7740 b TIL, ISA3000 % @i 9 5 TCP HR DR D > —7r o AFK5 (ISN)
DEBICEZWZ ONET, N— R =7 SANRZANTIT 47125 L, ISA 3000 L7 —
B NRAIFIAL T, V=T U AF BB B INEE A, ZEROY ZA4 T R TH L7220
U AT G EZET HEERN Ka y T ENS 0, TCPE v ¥ a v % LT 5 BN
HYFET, TCPL—7 L AEFDT X IMENEN /2> TWDHBATH, A v T4 —3—
HIZ BRI H T o2 U I B 5728, —H D TCP HEktl XL T 5 M ERH Y £7,

HE) A R EZHNZT D FlexConfig 47 ¥ =7 b &ERKR L 9,

. FlexConfig 7R') & —
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EEBOEEN— kY 7/ ( K20FEES% 1sA3000 ]

a) [V k (Objects) |>[A#TP ¥ FEE (Object Management) ] Z&ER L £,
b) H&’ 5[FlexConfig] > [FlexConfigh 72 =4 + (FlexConfig Object) 1% iR L £ 7,
¢) [FlexConfig4~7 ¥ =7 h®iBJ1 (Add FlexConfig Object) 1% 27 U > 7 L, IROTa/37 4
ZERELT, (R (Save) 1227V v 7 LET,
s[4 (Name) |: A7 V=2 b4, =& 21X, Enable HW-Bypass T,

/2B (Deployment) ] : [fE[B] (Everytime) ] # IR L ET, ZOREE T X TOREHN
WCEE L, RESNEETICTIHERDY £7,

c[# A7 (Type) 1: 7 74V h®D LA (Append) | ZHERFL 9, 2~ RiL,
EEFR—FESRTOWAHEIED 2~ RORIZT A RCEHEShE T,

o [A 7T =7 FARI (Objectbody) |: A7 V=7 FAXIZ, HEIN— RT7 =7 /34X
AEBMNCT HleDicttE i ra~wy RE A LET, =& 23X, ARkl bz oA >
B =T 2 A AT ERa~ 2 RFRO LB TT,

hardware-bypass GigabitEthernet 1/1-1/2
hardware-bypass GigabitEthernet 1/3-1/4

FTV s NRE, MOX IR £,

Insert » Deployment: I Everytime - Type: Append
hardware-hypass GigabitEthernet 1/1-1/2
hardware-bypass GigabitEthernet 1/3-1/4

AT 72 FlexConfig NV v —ZAER L, 734 ZZEID 4 TET,
a) [T/3M R (Devices) ]>[FlexConfig] Z &R L £,
b) [FTLWARY — (NewPolicy) %7V v 27350, BEFDFlexConfigR V) > —% % —/4"
FTANA ZZEND BT (EFH0ETHER) ( ZORY U—%ffET 27210 T,

FLOWRY —ZER T 25HA. R U—ICAREMT ATl Ry 7 ATHE—7 v
RTFNRA ZAZRY 2 —IZE Y B TES,

c) H&®D[=—%—iE#&E (UserDefined) |7 4 /VFHNIZdH D /— R =7 /31 73X FlexConfig
FT7Vx s FERIRL, 1227V y 7 LTRY —ITBIMLET,

F 7V =7 RS [ERIRE A B NNFlexConfig (Selected Append FlexConfigs) ]V A MIEBME
ET,

B Selected Append FlexConfigs

# Name

1 Enable_HW-Bypass

d) [REFE (Save) |27V 7 LET,

FlexConfig 7R') & — .
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e) TRTDOX—F v hT A ZAMRY —ICELEFID Y THNATWRWEATX, [RF (Save) ]
DFICH D[R —EY YT (PolicyAssignment) |V 2% 27V v 7 L, ZZTEDY
TEITVWET,

f) [XEDT L E=— (PreviewConfig) %7 V27 L, [FLE=z— (Preview) |[¥ A7 07
Ry 7 ATEINETHNTNDT AN, ADNTINNERINLET,

VAT LTI, T RACERFEENDIRECLIO T L a—nEfkashEd, "—Fv=x
T 3A /XA FlexConfig 7 ¥ = 7 bbAERINT-a~vy RNRELWZ L 2R LET,
INHIET L Ea—OREZBICERINET, o, EHEINGHEREIOMA MO B4
BENTma~vwry REFRREIND I LICEELTLEIWN, "R =T NA /R aw
ROGE, RO XD MR ERSNET,

###Flex-config Appended CLI ###
hardware-bypass GigabitEthernet 1/1-1/2
hardware-bypass GigabitEthernet 1/3-1/4

ATw T3 ERERERELET,

FlexConfig 7R U ¥ —% 7 /34 ZZEI D Y Thiz, BEICET 2 BENFICFREINET, =
AU FlexConfig D I JFEIZBET 21EE TY [H1T (Proceed) 1227V v 7 L, EEZHKATL
£75

JBEENZET Lizh, BEOBEZME L, BEO NI A7V 7 2R RTEET, ZHUTE

BICRIL LGB IR b £, B SR oM 39 ~—) ZZRL TS
Wy,

RDEZRY

N=RY 2T NRANZEFEHTIHERHLZZY, FEITHZICLEZYT2581F, kD250
FlexConfig &7 ¥ = 7 N &AERT D MERH Y £7,

s FESTHRA ANREBIET AL O, T, BWHFDORTIZH LTS RAZEREHT N E
IMITJEL T, RDa<y ROWTFNLEIZm NG TN £,

hardware-bypass manual GigabitEthernet 1/1-1/2
hardware-bypass manual GigabitEthernet 1/3-1/4

c FEITAA NRRAEZFTIZT D00, RO FOWTNNEITW T REENET,

no hardware-bypass manual GigabitEthernet 1/1-1/2
no hardware-bypass manual GigabitEthernet 1/3-1/4

WIZ, WITNDDOAT Y =7 % FlexConfigh U o —|ZiBIIL, ZHEEZREML T, A2 %
FUEITATICTDRERH Y £T, 7o, EHZIZFlexConfigh ) v —nb A7V =7 K
P CICHIBRT 208 S H Y £3, NAANRZFETHERHITHEGIE, A2 0L T
HEFZIZTHHERHD ET, LEBR-T, ZOFEINIL D HEEZFEHT 5I121E, FlexConfig
WY —LBINO R Z BB DEEBEICRE T 20N H D £,

. FlexConfig 7R') & —
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FlexConfig K1) > —D#4T .

FlexConfig 7R ') & — D 1T

)

FB  FlexConfig R U > —OBATICEIT % Z DX, ECMP, VXLAN, 35X OEIGRP AV ¥ —Df
TOHREHRLE LTNET,

LRI 73— 5 @ Firewall Management Center Tl%, ECMP, VXLAN, 5 J T EIGRP 7RV
¥ —IXFlexConfig A7 ¥ =7 MR Y —2fi ] L T&E L TV E L7272, Management Center
DUl TENLDORY —ZEPERETE HE 1270 £ L7z, Management Center & LARITD
N ainb T v 77 L— KT 584, FlexConfig Di%EIXRFFINET, 7272L, UInd
R —ZEHT DI, ST D[T/N1 ADHKRE (Device (Edit) ) 1>[I—T 425
(Routing) | X— Y T ELZVE L, FlexConfig» Lk E & HIFRT 2 X4ENH Y 9, UIT
DR Y > —DERE BEt3 %7212, Firewall Management CenterlZ /%7K Y & — % FlexConfig
WO ULICBITT 247 v aridby 9, 2720, BIiTS7-4R Y > —IT FlexConfig 7> 5 Hll
BRENEEA, BITROFIRIZONTIE, 27 v 77 (523—=2) 22RLTIZE0,

1R HHEIIZ

o JEBE SN 7-FlexConfig R ) > —NEH CHDH Z L 2R LET, BirA 7> a 0L, Dis
KEHL1IDDOT A ATHRY V—RERFOLGEIZOMEATEET, HFOARY v—%F>
T NA RNZOWTIE, BT ThbER A,

« 7R U /— 73 FlexConfig & Management Center D[l 5 CERE STV HIHE -

e IR =N [T/ ADHRE (Device (Edit)) ]>[)IL—T « >4 (Routing) ] T3 TIiZ
RESNTVDHEE, BITEHBINEE A,

JEBAHIZ, ManagementCenter (T 7 — A v —UNERRINLET, EIGRPEITT T —
A v — 0] : EIGRP is configured through FlexConfig object and also under Device
Listing ->Routing EIGRP for the device. Maintain the EIGRP configuration in either Routing

EIGRP or FlexConfig. (EIGRP % FlexConfig#4 7 ¥ =7 F &AL CRELET, T
AAD [T /3 AU A b (Device Listing) ]->[EIGRP ®/L—7 ¢ >~ (Routing EIGRP) ]
TRETHILEHTEET, EIGRP RED AT F 2 A%, [EIGRP D/V—F 4 7
(Routing EIGRP) ] % 7z1% FlexConfig T{T-> TL 2 &)
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