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TV r—ary, JIAT b, FRETTIVS—varrae ban) RkED ET,

TATIEEA4T |Fakal 247 (Type) E£i1=IX AR (Direction)
(Detector Type)

Web 7 7"V /r—< = |HTTP [# A7 (Type) X [=2vT oY 4T
> (Web (Content Type) ] £721Z [URL (URL) ] T
Application) R

RTMP f£&E (Any)

SSL & (Any)
7747k HTTP [# 47 (Type) 1 IF [2—H—=—T x>

I (User Agent) ] T,

SIP £E (Any)

TCP & 7=1% UDP (/71 (Direction) JIL[Z T A7~k
(Client) 1 T9,

77V r— 3 7| TCP %721% UDP [51A (Direction) ] [—/Y— (Server) ]
7 =/ (Application <7,
Protocol)

24 7 (Type)

AN LTeRE = FFINDEA T, TmSNHA T a v idk, BRLE[7a hay
(Protocol) JIZXk > TREV 3, m b= s LT[RTMP (RTMP) | 28R+ 5 &,
[# A7 (Type) ] 74—/ ROHVIZ[URL (URL) ] 7 4 —/V RRERINET,

77—y avord I}



7IUr—vavorkd |
B rxs0770—vav 74708880 —%E7TUr—ar T4—LK

\)

GE) [#A47 (Type) 1 LC[2—P—x2—T =} (UserAgent) | ZERTH L, VAT A
X7 7V r—vard([# 7 (Tag) | % User-Agent Exclusion (ZHBNMIIFRE L E

j—O

24 TOER pra=2y ik

Ascii LFEHNE ASCI T a— RERET,

Common Name AL, == RE A v — NO commonName
74—V ROETT,

avFvy 47 TN, =N RE SN X —NDa T AT

(Content Type) 74—V ROETT,

16 ## AL, 16 ERFEL T,

ik LFEHNE, ==& A v B — PN D organizationName
74—V ROETY,

SIP H—/\— LFHNE, A vE—Y ~y X —HNO From 7 4 —/L ROfE

<3

SSL 7RR b (SSL Host) |3XFHIL, ClientHello A > &— N server name 7 o —
v ROIETY,

URL CFHIIEL URL T,

()
T AT AE, 22— =N ATIT HIFSH URL D5ER
ek varThbEMELET, 2L XX, cisco.com
EAN L7546, www.cisco.com/support <X°
www.cisco.com & —# L £9 7, www.wearecisco.com

LIF—HLEH A,

A—H%— -t EFEHNE, GET Y 7 =2 b~ X —NO user-agent 7 A —

(User Agent) NV ROETT, ZIUESIP 7'u h=a/UZbLEHREETH
V. CFHIASIP A vt— ~ X —PH D User-Agent
T4 =NV FDETHLZ LR LET,

URL

RTMP /%7 b C2 A »E—YNOD swfURL 7 4 —/L KD5E472 URL £ 7213 URL O+
7 v ay, [7a hai (Protocol) 1 & LT [RTMP (RTMP) | Z&INT D &, [ A7
(Type) 1 74—V FORDOVIZZDT 4 —V RRERENET,
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HRBLTF7TVG—23 0 T4 TUIDHRE .

\)

GE) T 772% 22— —BANTHLFFIN URL OFELRRE 7 v arThHr EMELE
9, 72& 2iE. cisco.com & AJJL7cA . www.cisco.com/support X°
www.cisco.com & —E L £9/3, www.wearecisco.com &I —F L FH A,

A—HY—FEDTTIH5—ar T4—ILK
EARBIOEERDAALT IV r—ay 4T IR TCa—Y—EFDOT SV r— a3
ERET DI, ROT7 4 — NV REFEHLET,
ECRREDBEEM (Business Relevance)
TN r—a UBNEBE TR HEBROE R RIEEI O 2 7 F A N CHEHA SIS ATEE
P, [FEEIZEV (Very High) 1. [& (High) 1. [ (Medium) ]. [ (Low) ]. F7ziX

[FERIZIRVY (VeryLow) 1. 77V —va U aRBIREICHIT 247> a Va8 L
i‘@‘o

ATIY
TV = a O b AR HERE A KT IR 2R M,
5t B8R
TV = a O,
[ (Name) ]
TN = a DA,
)Z%Y (Risk)

TV = a O EF 2 ) T 1 R Y SIS 5 BT SN S TR,

[FE#IEV (Very High) 1. [ (High) 1. [ (Medium) 1. [ (Low) ] %721% [JEHc

Ky (Very Low) 1. 77U r—va r &b IWRRICHIAT 547 v a Y E IR L £,
2% (Tags)

TV =g CICET 5EMERE RS 1 U EoFERIERSNEZE Y, TV

r—varvk (TATUT AT 4 IV—IVTRESINT) 77T 4 TRFBHENLRITE D

£ 212955513, User-Agent Exclusion ¥ 7% 7 7'V rr—3 2 VTEBINT 5 MLEERN
HYET,

ol

WABLTIT)V =30 TAoTIDETE

BARFHIIEERDAZLT IV r—ary T 4T 7 2B ETEET,

77—y avord I}



7IUur—vavord |
B r=x50770r—var5se70508%

FIE

ATy 1 [R)I— (Pdicies) 1>[7FU7r—3>T 4T 4 (Application Detectors) ] Z iR L &
D

ATV T2 [WAZ LT 4T 7 ZDIER (Create Custom Detector) %227V v 7 L£7,

RATw 73 4T (Name) ] & [#H] (Description) ] AJJLET,

RTF9T4 77V r—vary Kay7EZ Ly YA MM [TV r—v a7 bz (Application
Protocol) | ZBIRL £, WOBRENH Y £,

WEFEOT IV r—varFa haroT 477 X EERT D% 0k 20E, FFERER—
FNCHREDT T r—ay Ta harid Rt a56) L ey 7 E T UX Rpb
7TV r—vary Ju balaEERLET,

=P —ERT TV = a DT 4TI X BT BB, 2= —ERT T r—
varafEt s (155—9) [RENTWDFIRICENET,

ATV TS [T 77 %% A7 (Detector Type) ] & LT [JaA (Basic) ] £721 [@/E (Advanced) | %7
Vw27 LET,
ATy T6 [OK]Z27 V7 LET,
RATw T Kt/ 3% —> (Detection Patterns) |, [FiHH{JE#E (Detection Criteria) ]. F7-1% [ B{L & 7=
AfET YO e AEIY 24T (Encrypted Visibility Engine Process Assignments) | % 5% &
I_/i‘j_‘o
cHRT 4TI BERET DG, BART 47 7 2 TCOMMAY = OiFE (167—2)
OFINZAES> T, 7Vt kUL /X% —> (Detection Patterns) | Z#5& L £,
cRERT 4TI X ERETHLEAX. @ERT 47 7 X TOREEMHORE (17-5—)
OFINAES T, AKX A [FHENE (Detection Criteria) | Z45E L £ 77,

b Sz mitEm 2> (EVE) Btz iE LTV O5EE. 208D [EVEDY
2 AENY Y TOEE] THHINTWAEIIZ, WAXLAEVE 7atxE Y Y TEIE
ELET,

AE

EERH AL LT 4T 7 ZIIEHET, A7 va” 7 A VEERT S Z L DSOS &
FIIRVET, TAT IV X EROTHET D E, RNTH—~v U AR~ A T 2D
WBE 52 HAREMERH D 9,

RTFYT8 VBTG L T, WAL LT TV r—vary7abhal s o7 7407 AL (19%—) O
MBCHES T, X7 v b ¥ 7 F ¥ (Packet Captures) | ZfiH L THLWT 4T/ X &T A
FLET,

ATYT9 [R1E (Save) 1227V v LET,
G¥)
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1-—v-—xH7IUsr—varehETs |

TrORBAay ha— L VT PN r—a vk Ehbe, T4 T 7 ZITEECT 72T 4
T En., HEHAPFIET 7T 4TI TEER A,

RDEZRY

cTATIEDT I T4 TBEOHT 77 4 7OHRE (23 =) OBRAU-TT 17
IEET VT 4TI LET,

EELE YD
HARLT TV r—ary T4T7 72802~ —E£T SV r—rar 74—/ K
(10 ~<—2)

A—HY—FRT7 TV 75— avEEHT S

CITERT AT I r—vay, 73V, BXOX TR, 778X ar ba— b—)b
RT IV r—ay Z4NE F T v =y HEHTXET,

A

b3

FIE

ATvT1

ATvT2
ATvT3
ATvT4
ATvTH

B oW —ERT IV r—2arzElkT5E, BREVrERXE2RMTHZ 72, 27261
Snort 7’2 AN ELEI L E T, Snort 7R RAOFEEIZF{TT A LR EEIN, vtk
VAR 2 0 £, FEENL, BIED RAAL U E2ZZ00NnTNno+ KA AL U NOWTR
DOEFRNIRT NAZATHRAELET, ZOFHEHFICNT 70y IR Ray T ENb0, £
PlbEA VAR v a U MTONTIZZ T ESNDINE, ¥—FT Y T RA AN KNI T4 v T %
RLFRG 2 RIS U TR A 0 F4, ZFMiESnort OFFRENC LD N T 7 4 v 7 OEEEZBIR L
TLTEEY,

1R BHHIIZ

CHABZNT TV r—ary T4T7 7 XORE (133—=) OMBICE- T, BAX A
TV =gy Ta bhal T 4TI AOREXREGLET,

[(BAZLDOT TV r—arT 4727 Z%{ERT 5 (Create A Custom Application Detector) |
AT TRy 7 AT, [T7V/7r— a3 (Application) 17 4 —/L RORIZH 5 B (Add) ]

HxE7Y 7 LET,

[4HT (Name) | Z AN LET,

[P (Description) ] Z AN LE7,

[V AL OBHEM (Business Relevance) | Z3i®R L £7,
[VAZ7 (Risk) ]Z&&IRLET,
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7IUr—vavorkd |

B 2557705 commis—oEE

ATvT6

ATy T17

ATvT8

[#5 =V (Categories) [DOREICH B [EM (Add) 227V v 7 LTHT Y ZBML, H LW
DT Y DRHEANT D70, FFZ[HT TV (Categories) ] Ky 750 YA R o
FOHT Y 2RI LET,

(FAFvay) 270ICH5BM (Add) 1227V v 27 LT, HILWE T EZA1T50, [F
S (Tags) | Ry F& ) 2 NCEAED X 728N L £,

[OK| %227V v 7 LET,

RDBRY

CHNAZLT TN r—=2ary T 477 ZORE (135—) OBIIEST, WAZ L
TV r—varyIa halv T4 TV AOREERTET, NT T4 v ESNT AT
WDICVATLENT 4T 7 ZEFEHATEL LT DT, TOFNI., T4 T 7 X ERGFL
TT 7T 4 7T DR0ERHY 7,

EENEYD
HABZNT TNV r—2ary T4T7 7280 a2——EExT ) r—rar 74—/ K
(10 ~~—72)

ERXTA TV I TORE/NZI—VDIETE

FIE

ATy I

ATvT2
ATvT3
ATvT4
ATvT5

TV —vary Ta haronry b sy B —THRIEDNNY = LTHNERBTDHE D,
HAXLT IV r—vary7abhalvFoT7 7 A ERETCEET, £, B2 —%
BMBETDHDEICT AT I/ X EHRETHZEHLTEET, ZOHA/EF. 77V r—var7ab
AVDRNTT 4w, TV r—varra ha v EEREIGERNT 5720, T4 T 7 X20T
NRCONRE = ey F U T IREIZXLERNHY T,

TV r—varryaralvsaTr 2%, A7y FEEHLTASCI £720% 16 #E 0 <
A= HRRTEET,

1R BHEIIZ

CHAAZNT TV r—vary T4 77 FORE (135—) OBPIES>T, BAZ L
TV r—=vary Fu han T a7 XOREERBLET,

[T 4 7 7 # DERY (Create Detector) ] ~X—®D [#iH/3% —> (Detection Patterns) ] &7 =
YO, B (Add) 127V v 7 LET,

[7 7V r— a3 (Application) | Ry 77X X Mpb o havd 4 728l ET,
[#47 (Type) | Fuy 7 HE T VR NNOLNRE—0F A4 TERRLET,

FBELZ[ZA 7 (Type) 12— T 5 [73%— (Pattern) | L5 E AN LET,

A 7varT, A7y b (Offset) 1ZASNLET (4 MENLD)

B 77— ot
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sEtT 7o acostskois |

ATYT6 A7y ar T, HHTL2R—MNIESNWCT IV r—varrabhardsa 7 4 v 7 BRE
THITIE, 1205 65535 F TOR— % [R—F (Port(s) ] 74—V RIZADLET, #HED
N— b HTHEIE. Vo~ TRYIY £97,

ATw 771 [HH (Direction) 1:[7 747>k (Client) ] E721X [V — 3= (Server) |27V v 7 LT,

ATy T8 [OK] &7 U v7 LET,

(=
RE = B HIRT DA, BB 8 2 — > OBICH D (MR (Delete) 1 (W) %22 ) w7
Li‘a—o

RDERY

CHABLT TV r—vary T 477 XORE (13X—=) OFIEST, HAHX A
TV —varyIahal T4 T EOREERTET, VT T4 v I EONT DT
WICVATLEANT AT 7 B2 EFEMTEL LTI, ZORNI, T4 T 7 X ERFL
TT 7T 4 7T HRERHY E7,

EENEYD
BERT 4T 7 X TCoOmBEMEORE (17 2—Y)

ESEETA TV TORBEHDIEE

A\

FE BERDAX LT 4T 7 XITEMET, A7 a7 7 A NVEIERT D Z L USOERE L SLEIC
ROET, TAT IV XZEBOTRETDHE, N7 p—~ U A0BhHBBREIC~ A TR0 EL 5
ZHAREMED B D £97,

A\

FE OFEHTERWY AL a7 7 A NVET v 7 —RLZRWNTL 7ZEN,

HAZ AN lwaZ 7 AN, DAEZLT PV r—a v DF AT IV RABREYSOET, DAX
AluaZ7 7 ANEERT DI, a7 el T VSBBICETIEERARE VA ad C-lua
APLIZEET AR ROONFET, UTEZHEAL T, lva 77 A V&2 EFT L Z L 25E< BHE)
HLET,

clua 7’0 7T I EEEICHET D — =T 1 OFFE L 2B ER
=T V=R T 4TI ZHFEETA R https://www.snort.org/downloads

¢ OpenAppID Snort == X = =7 ¢ U Y — X : http://blog.snort.org/search/label/openappid
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7IUur—vavord |
B ocosoexavacoss

A\

GE) VAT AL, VAT A a—=)VERF T AN EBHRT B luaT 7 AN EYHR—FLTNE
A,

18 H B HEIIC
CHAZLT TV r—2ary T4T 7 HAORE (13 —) OHBIHES T, BAZ L
TV r—=vary Fu bhan T a7 XOREERBLET,

U TDH a7 s ANV EFTE—RL, NRZRRLZEICL-T, A2 a7 7 A
WEVER T DR EED ET, TAT 7 H 77 ANLDE 7 a— ROEMTONTIE,
F 4TI REMEROEFRREIIF TR — R 202—) FBBLTLIFEE N,

AR T TV —a DT 4TI ABREEGTLANE uva 7 7 A NVEERLET,

FIE

RTFYTN BERDAZLT TV r—yay T4T7 7 2D[T 47 7 % OIER (Create Detector) ] 3—3
2 D [ S (Detection Criteria) 1|27 > a3 > T, [[BM (Add) 127V v 27 LET,

ATw 72 [ Browse.) |27 U7 LT, .lua 77/ /VBEIL, Ty e—KLET,
ATy T3 [OK]ZZ7 Vv 7 LET,

RDBRY

cHABLT IV r—ary T 477 ZOE (13 —Y) OMRIES T, BAZ L
TV r—vary Ia halv T TV AOREERTET, NT T v ESNT AT
WDICVATLENT 4T 7 ZEFEHATEL LT DT, TORNI., T4 T 7 X &2 RGFL
TT I T4 7T DRERHY 7,

BENEYY
BART 47 7 X TCoMP Y —rofEE (16 2—)

EVEQO 7O EXREY B THIEE

b Sn=afitk= v (EVE) THHIN =7 vk 2A&2H LWT 7Y r— 3 U BEF
DT IV r—2a iy 743850, MBOBARZ LTIV r—vary s 4704
ERETEET,

1R BHHIIZ

CHNABZLNT TV r—ary T4T7 7 XORE (133—=) OMBICES T, BAX A
TV =gy Ta bhal T 4TI AOREXRELE T,

B 77— ot
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FIE

ATy T

ATy T2

ATv73
RTvT4

WZRELFTUr—vavFarans47o407x+ ||

[7 47 7 % DIERL (Create Detector) | 2—2 D [ b SN Al 20 07 a & 2E Y
21T (Encrypted Visibility Engine Process Assignments) &7 > =2 C, B (Add) 1227V >
7 LET,

[7'rtE x4 (Process Name) | & [f/N7" =& A3t (Minimum Process Confidence) ] D%
ANTLET,

GE)

['mtEA4 (ProcessName) | 7 4 — /L RIZT XA MEANTEETN, ZO7 4 —/L RTIE
KILFE/NLFNEBI SN ET, ZOfEIL, EVE TR SN EMR 7 a 24 L —F LT
LZMENH Y T, [T e AN (Minimum Process Confidence) ] 121X, 0~ 100 £ T
DIEBOBMEAEETE ET, ZICTHET DL, a1 X ho W5k I iz a ik~
vt ADOMEFEMEA 27 (nerypted Visibility Process Confidence Score) | 7 4 —/L RIZEK RSN D
B <9,

[z it vt X 0fEFEME A 27 (Encrypted Visibility Process Confidence Score) |
74—/ ROFEMIZ OV TIL,  [Cisco Firepower Management Center Administration GuideJ @
[Connection and Security Intelligence Event Fields] &7 v a v &ML T 72 &0,

R%E (Save) |22 U v 7 LET,

[77Vr—varT 4727 %Y AL (Application Detector listing) |~<—C, {Ek L7274 7
28T 0T 4 7L LET, FICOWTIE, TAT 7 XDT I T ATBIONET VT 47D
BRE (235—) 2L TLKIEEN, T4 T2 8%7 77 47127 % &, Firewall Management
Center [IZHEESNTVDTRCOFIDIET AT I/ X T 7 ANBT v vaSnET,

RDBERY

CHABLT IV r—ar T 477 XZOFE (133—) OMPIEST, BAHX L
TV r—varyIabhal T T EOREERTET, VT T4 v I EGNT DT
WISV AT LENT ATV X EERTEL L9222, ZORNS, TA4T 7 X EHRIFL
CTT 7T 47T HRERDHY ET,

HARALTF7IYHr—S 30 7O TATI9IDTRE

BHT27 7V r—yary7a havmnb® 77 4 v 7 BFoN Ty MRS v
¥ ¥ 7 F ¥ (peap) 77 A NIPEET D56, T Dpeap 7 7 AWM LTH AL LT 7Y
g—var7abhav i 4TI BT ANCEET, YAATIE, RERNT 74 v 7 Dg
WHSi T V— 7 peap 7 7 A NVEEAT 22 L2 BEIO LET,

peap 7 7 A VX 256 KB UL N TRITNIXAR Y A, ELL Y KRE W peap 7 7 A MK LT
TAT I EDOT A NERITT S L. Firewall Management Center [ BEIIZ 7 7 A L 28] 0 £
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7IUr—vavorkd |

B = 7/ ssmmmorrsrasyon—§

FIE

ATy T

ATy T2
ATvT3

ATvT8 ¥

T FE®RT77ANETANLES, 74T 7 X% 7 ANT D027 7 A VEMEHAT 501
Z. peap DRFRDF = v 7 LEBEETHLERNH D £,

F“

48 HHEIIZ

CHNABNT TV r—ay T4T7 7 XORE (133—=2) OMBEICE-T, TAX A
T A —v gy e hal T4 T I XA ERTELET,

[T 47 7 % OERL (Create Detector) ]1-X— D [ v b ¥ ¥ 7F+ (Packet Captures) |7
Ta T, BB (Add) 122Uy 7 LET,

Ry TFT 7T 74 R Tpeap 77 ANESHRL, [OK] 27V v 27 LET,

pcap 7 7 A NVONFIIHK L CT 4T 7 Z%T A T DI21E. peap 7 7 A VOREIZH 55T
A%V 7 LET, AvE—UIZ, TARMBKILIENE I DRI ET,

VBT CTFIE L ~3 20U, ZOMD peap 77 A MK LTF AT 2 X %F AR L
ES

ek
peap 7 7 A N EHIRT 1213, HIBRT 57 7 A L ORECH B [HIER (Delete) 1 (W) 22 U v
7 LET,
RDZIRY
CHABLT IV r—ary T 477 ZOE (13 3—V) OMRAIEST, BAZ L

TV r—varTuabhal T 4TI AOREERITEST, VT T4 v BT A
WDICVATLENT 4T 7 ZEFEHATEL LT DT, TOFNI, T4 T 7 X ERGFL
CT 7T 47T HDHERHY 7,

T4 TV SHBERORREEFVA—F

FIE

ATy I

FUTF IR VARNBFERLT, 7V r—ary T4 T 7 ZDOFMERT (TXTOF 47
JH) L0, T4 T ROEMEE Ve — R (DAL T )V r—a T 4T7 75D
A) Lz TEFET,

TIVIr—vay T 4TI ZDHEMERIT BT, ROWThnEETLET,

B 77— ot
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ATy T2

TATIR

FIE

ATy T

ATy T2

TATIR
FE

ATy T

ATy T2

Fe7058uzxtov—+ |

s #9425 VDB /3 — 5 T DWW T, https://www.cisco.com/c/en/us/support/security/
defense-center/products-technical-reference-list.html @ [ Cisco Firepower Application Detector
Reference ] [#€55] #2 ML T 7230,

«a. [R1) >— (Policies) |>[7 FUs—>3 T4 T%9% (Application Detectors) | % i&{R
LET,

b UANE T A NHME LT, BEDT 4T 7 X EHmBFLET,
cfEm @ %00 L%,

HABZLNT TV r—ay TATIEDT 4TI A MEZ T o— KT 520, [F7v
27— K (download) ] (%) #27VvZ L&ET,

OV b — LN REFRINTWVAEEE, BEVRKHE AL B L TWA D, F2id=2—Y
DI MER R > TOEH A,

N
JA MDY — k
[7 4727 % (Detectors) ]X—IZI%, T 74/ N THEIDOT VT 7 X NMEIZT 7 7 25

UZhahET, FIRELOMICH D LI FRENZ, X—URZ0FTEOIEIZY — |k
SNTWHZEeaRrLET,

[/R1) &— (Policies) 1>[7 FTUr— 32T« T4 (Application Detectors) | Z &R L &
ﬁ‘o
BUTLYERHLEZ Y v LET,

JRAEDT4ILEY) T

[R1) >— (Policies) 1>[7 FUr—2 32T 47494 (Application Detectors) | Z i8R L &
ﬁ—o

TATIHVANDT 4 )VH T—7 (22 3—=) IZ#HEINTWDB T 4 VE T—TD
12FBEL, ZA4NVZORICHDLT =y IV Ry 7 AERIRLES, FL—THOTXTDOT ¢
N BBIRT DX, INA—T4% 457 ) v 7 L, [TX3TER (CheckAll) (23R L 7,
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7IUur—vavord |
B = 75vxr070850—7

ATV T3 HHT7 4 VZEHIRT DL, [74/v% (Filters) 1 7 4 —/V RIZdH D 7 4 VX DA FTOHEIBR
() 22V w7580, TANEVANTTI YA EEHLET, ZA—THNOTXTO
T4 NVE EHIBRT DI, =T R EE7 Y v L, [TRCGERRAEER (Uncheck All) ] %33
RLET,

ATV T8 TRTCOT7 4 NZEHIBRT HI121F, MEEEICERA SN 7 0% VA RORBRO [TXT27 Y
7 (Clearall) 1%227 Vv 7 LET,

TATIFVRAMDIT4ILE JIL—T
D7 AN TN—T 2R EE I AAEDETCHER L, 477DV A NET 4 VH
Vo452 N TEET,
£l (Name)
2—FNAN LT TN e GLARTEZITMATT 4 T 7 X 2 RRBLET, LFINIIEED
BHFELITFRR LT EEDDL I ENTEET,
HRA L 7 4JL3 (Custom Filter)

F T NERR—TER LT A Z L T I r—ay 74 NVEIC—BT AT 4T
HEMRBLET,

ER#E (Author)

TATIEENER LT —TF IO L CT 477X 2MBLET, RiICkoTT 4T %%
T4NEY) T TEET,

NAZL T 4T 7 ZEERETNIA VAR — b LTl x Da—H

e Cisco, ZHUZL, fHBNCA AR —RENTZT FA Y T4 T 7 2 %5ERLS . Y RAaniiZit43
TRTCOT AT IEEZRZLET GTAT 7252, R— LIS, FOa2—YEXFD
T AT ZOEREIZRY ET)

ALEDO=—H (AnyUser) , ZiUE, Lo TRESNTZDOTIEHR2WTXTOT 4TI ¥
rRLET,

JREE (State)
e (DFEY, TI/TATERTIET 7T 47) RO LT AT 7 X ERBALET,

847

TV =gy F AT IEOEA B2—D) ITRTLIC, TATIE XA TS T
TFTAT IR ERRLET,
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T 1T

FIIE

ATy T

ATvT2
ATvT3
ATvT4
ATvT5
ATvT6

o775 r—s~0i8 [

JOokaj
FATIEAPRET DN T 747 70 bha)VitlBRL L TCT 4T 7 X MR LET,

A7 31 (Category)
BT A7) r—2a B80S ConN T IV LTT 47 7 ¥ 5mBLET,

29
BT 277V r—va VDS TONEZ IO LTT 4 T 7 22 REBELET,

1) X% (Risk)
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