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o Configuration 2 | Summary

4 Create a cluster for supported models. Note: For the Firepower 4100/9300/AWS/Azure/GCP, use the Add Device option.

Cluster Name*

cluster1

Cluster Key

Control Node
You can form the cluster with just the control node to reduce formation time.

Node*
node1l

VXLAN Network Identifier (VNI) Network* Virtual Tunnel Endpoint (VTEP) Network*
10.10.1.0 /| 27 (30 addresses) 209.165.200.224 /

Cluster Control Link* VTEP IPv4 Address* Priority*
GigabitEthernet0/7 1

Data Nodes (Optional)
Data node hardware needs to match the control node hardware.

Add a data node

AT T2 §li# 77 47 D[7 T AHX% (Cluster Name) ] EFBAEH D [ 7 A% F— (Cluster Key) ]
EHRELET,
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Configuration Issues

Incompatible Smart License(s) - AnyConnect APEX
configured on node

@ node device deployment is pending.
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Network) ]: VNI X hU—27DIPvA ¥ 73y bEFEELET, 2Oy M7 —27 T
IPv6 XA — F & TV EH A, [24]. [25]. [26]. FERNIV 7Ry hEEELET,
IP7 FLAIX, ZOFy hU—7 LD/ — RICHBIWIZEH D Y TonES, VNIFX Y b
U—71%, WELVTEP * v MU —7 ETBRE T o s b S n/ Ry U —27 TT,

o [7 T ALZHEY > 2 (Cluster Control Link) ]: 7 7 AKXl Y o 7\ ZEH T 2981
B—T oA AERLET,

s MRAE h ok RARA 2 M(VTEP)% v U —72 (Virtual Tunnel Endpoint (VTEP)
Network) |: #FiAf L X —T =2 A A Xy NU—=2DIPVA Y 7%y hEEELET, 2D
F v FU—7 TIRIPVO I AR— SN TWEHEA, VIEPX Y U —Z[ZVNIF v b U —
7 EFBIOFRy "= THY, WELY T AXEHY 7 IEH SIVET,

« [VTEPIPv4 7 KL A (VTEP IPv4 Address) ]: Z D7 4 —/L RIiZiX, VIEP %> hU—7
DIRPDT R ANRHBICATTSNE T,
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9528 DER

[FTAA VT 4 (Priority) ]: filffl /) — KOBIRICHTHZD /) —FOTIFTA4 AV T 4 %
HELET, 7744V T 41 E1~100THY, | BNEFEDTTA AV T 4TI, o) —
FEOWFIAF VT 4 2B BRELTH, 7 T AENBANTEH SN L &iE, 2D/ —
R35| X fEXHlfH , — Rz £9,

ATy T4 [F—%/)—F (DataNodes) | (A7 a>) T, [T—%/—FK%ZiBM (Addadatanode) ] %
IV w7 LTI TAXIZ/— REBMLET,
7 T AL DR A Ed LT D72 DIH#H ) — ROBR T T AXZBKTHZEH, TXTH
J—R&EZZTENTLHZELAETT, &7 ¥/ —RFTUTERELET,
e[/ —F (Node) ]1: BT AT /A A&HIRLET,
GE)
=40 I5— @) T4 oL BRESATVAEAR, Z0T A%y

J L TREDHEEZE R LET, 7 T7AXDEMEFT Y 2L, BBEEZRIEL T
T AL DIERICR D ME R H Y £,

[VTEP IPv4 7" K LA (VTEP IPv4 Address) ]1: Z®D~ 4 —/ NIZiZ, VIEP % FU—7
DRDOT R ABRHABRICAT SN ET,

[T A4V 7+ (Priority) ] : filf#l / — R DI iﬁ“‘é DI)—RDTITAXTIT 1%
BELET, 7744V T 411 ~100 THY, | BImD 7744V T 4 TY,

AT 75 [T (Continue) 127V >v7 LEd, ME (Summary) |ZHEE L., [fR1F (Save) 127 U v
7 LET,
JTGAET—RARNT o THERIT, 7T AKX ) — RIREFESNET, 7— A MT v THEKRIC
X, 77 AZEIEY 7 IR SIS VXLAN A VX —T7 = f AREENTWVET,
[7 /34 & (Devices) |>[7 73 A& (Device Management) ]~X— 7 T A X ZLINF RS
T, VIRFERBLT, 7 9AX ) —FaFRLET,
K3:95R2DEE

., frdcluster (2)
Cluster

172.16.0.50(Control} Snort 3

FTDv for VMware 7.20 Manage Base, Threat (2 more...) Default AC Policy
172.16.0.50

A 17216051 Snort 3

FTDv for VMware 7.20 N/A Base, Threat (2 more...) Default AC Policy
172.16.0.51

BAEBSET O /) — Rk, e — RT7 A arRNEREINET,
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4:/ — FOEHF

ftdcluster (2)
Cluster

172.16.0.50(Control) Snort 3
172.16.0.50

B'I?Z.‘IG.D,E'I Snort 3
172.16.0.51 outec

7T ARE ) — ROk aE=4%—3 521X, (B (Notifications) | 7 A 2% 27U w27 L,
[# A7 (Tasks) ]% iR L £ 9, FirewallManagementCenter (%X, /— FOXRERT LIZT T A K

Bk A7 o LET,
Deploy Q € %% @ adminv
Deployments Upgrades @ Health Tasks ‘) Show Notifications
0 running 3 success 0 warnings 0 failures | Filter
© 10.10.1.12 Deployment to device successful. 1m 54s
© 10.10.1.13 Deployment to device successful. Im3s
© TD_Cluster Deployment to device successful. 35s

ATFYT6 /I3 AXD[HE [Edit) |1 (£) 227V v 7 LT, TAARAEEOBRELEELET,

EEAVEDRTEIL, 7 TAXHND ) — RTIE7e, 77 AXRICEHTEET, =& 203,
)= RTLICEKTLEERTCEETN, A Z—T A RIT7 TRAEZREIZONWTDOLEET
EF7,

AT9 1 [T A (Devices) 1> [7 /31 A #E (Device Management) |>[7 7 A4 (Cluster) ] Hii#j
12, 7T 2O [Ef (General) 172 EDOBRENTKTINET,
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B /s5x506m

5:95RBEHE

ftdcluster
Cisco Secure Firewall 3120 Threat Defense
Cluster ~ Device  Routing Interfaces Iniine Sets

General rs
Name: fdcluster
Transfer Packets: No
Status:
Contol 172.16.0.50

Cluster Live Status:

Security Engine

Intrusion Prevention Engine: Snort 3.0
Applied Policies ’
Access Control Policy: Default AC Policy

Default Prefite
Prefilter Policy: Default Prefilter

Policy
SSL Policy:
DNS Policy: Defauit DNS Policy
Identity Policy:
NAT Policy:

Platform Settings Policy:
NGFW QoS Policy:

FlexConfig Policy:

License

Base:

Export-Controlled Features:
Malware:

Threat

URL Filtering

AnyConnect Apex:
AnyConnect Plus:

AnyConnect VPN Only:

Health

Policy:

Advanced Settings
Application Bypass:
Bypass Threshold:
Object Group Search:

Interface Object Optimization:

[4f% (General) ]fEIIZIZ, kD7 T AZIZEADHANFRSNET,

3000 ms

Disabled

Disabled

« [£&% (General) ]>[4 A1 (Name) ]: [f# (Edit) ] (#) 227V o277 LT, ZTRAEZD

FRAHEERELET,

General
Name:
Transfer Packets:
Status:
Control:

Cluster Live Status:

ZFD®%IZ, [4AT (Name) | 7 4 —/V FEFHRELET,

B 751 ~—F+% 35" FTO Threat Defense Virtual DY 5 X4 1) >4
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No

A
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View



| 754 ~— K% 5 KTO Threat Defense Virtual DY 5 25 1) >4
el |

General (-]

Name: | ftdcluster
Transfer Packets: |
Compliance Mode:

TLS Crypto
Acceleration:

Force Deploy: —+

o [&f% (General) 1> [/ (View) |:[#&R (View) (V27 %27 Vv 7 LT[V TAHXA
7 —4% A (Cluster Status) | XA 707 Ry 7 ZA%HEET,

General Fe
MName: ftdcluster
Transfer Packets: No
Status: A
Control: 172.16.0.50

Cluster Live Status:

[V 7 AR AT —H A (Cluster Status) | ¥ A 7 7Ry 7 AT, [TXCTHE (Reconcile
All) 1227V v 7 LTTF—4a2=y NOBBEHRITIHZ L TEET,
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B /s5x206m

Cluster Status

Overall Status: Cluster has all nodes in sync

Nodes details (2)

Status Device Name
> In Sync. 172.16.0.50 Control
> InSync. 172.16.0.51

Dated: 11:52:26 | 20 Dec 2021

Refresh

Unit Name

172.16.0.50

172.16.0.51

Chassis URL

N/A

N/A

Q,_ Enter node name

Close

ATv T8 [T/NM R (Devices) |>[T/\1 REHE (DeviceManagement) ]>[7 /34 X (Devices) ] DA
FORaRy TR T A= =T, JITAZHNDOERAN—%BIRL, ROREEXFRET D&

STEET,

B 6: T /3 REXTE

ftdcluster
Cisco Secure Firewall 3120 Threat Defense
Cluster Device Routing Interfaces Inline Sets.
General /3T System
Name: 172.16.0.50 Model:
Mode: Transparent Serial.
‘Compliance Mode: None Time:
TLS Crypto Acceleration Enabled Time Zone:
Version
Device Configuration: (imeor ) (Bxport ) ((Downioed Time Zone setting for Time based Rules:
Inventory:
Management e Inventory Details
Host: 172.16.0.50 CPUType:
Status: CPU Cores:
Memory:
Storage:
Chassis URL

Chassis Serial Number:
Chassis Module Number:

Chassis Module Serial Number:

7: 7 — FOFER

172.16.0.50 v |
[ 172.16.0.50 |

172.16.0.51

oc

Cisco Secure Firewall 3120 Threat Defense
FIZ2512130M

2021-12-22 193913

UTC (UTC+0:00)

710

UTC (UTC+0:00)

View

cl
CPU Ryzen Zen 2 2800 MHz
1CPU (32 cores)

34335 MB RAM

NIA

NIA

N/A

NiA

NIA

Health
Status:
Policy;

Excluded:

172.16.0.50 v

o
Initial_Health_Policy 2021-10-30 01:21:29

None
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« [&f% (General) >[4 (Name) ]: [fifE (Edit) 1 (#) 227 VUo7 LT, 7 TAZA
UN—DRRLEEBRLET,

General @T

Name: 10.89.5.21
Transfer Packets: Yes
Mode: routed
Compliance Mode: None
TLS Crypto Acceleration: Enabled

ZDW%IZ, [4AT (Name) |7 4 —/V REHEELET,

General (7]

Name: 10.10.1.13

Transfer Packets:
Mode: routed
Compliance Mode: None

Performance Default
Profile:

TLS Crypto Disabled
Acceleration:

Force Deploy: -

o &2 (Management) [>[4 A K (Host) ]: 7 /3A ARETEHEEIP T RLVAZEHLT LY
41X, Firewall Management Center CH LW\ KL AZ —HHEXHETHry hT—7 EDOT /A
AZEFETED LT DMENDH Y £7, BHIHRIZ BN L, [EH (Management) ]
TR T [ARA N (Host) |07 FLAZMREL T, Bz BEANMILET,

Management 03

Host: 10.89.5.20

Status: v

ATYTY VxR 7 L—LDOTHEAMNIETICI TAX ) — RERBLEGAIE. $X3Th7 72X
J— REFEEHLT, 7RG 7B R v VAR T LA ERIZLET, T3
ADY ¥y N ERFFEE#HEZSHL TLEIN,

FHHNC vy R 7 L — L DOFREANC LA, ZOFEEAF Y 7 TEET,
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B sz 1z08%

JIALEREY T DT T 4 TINET —F Ry NMRENREEND T, 7T AXFIEHY
YINET ANy REEOY A RCMAZ T TAZNT T 4 w7 DF——~v K (100 /3
A4 8) BEOVXLAN DA — 38—~ K (5434 1) [ZHHIGTHHERHY £, 7T AKX
PERT 5 E. MTUIZT —Z A v Z—T =2 A ZADHFKRKMTU (F7 4L LTl 1654) L0 b
154 "4 P REVERRESNE T, B TT—HA X —T7 A AD MTU 2T HA1T
75 ZBEHY 7 O MTU b9 L 912 LT<K§VOK&Z1\WﬁMﬂJi%%A4
NCHDHIeD, T—F A2 =T xA ADFKMTU L9044 (2720, 7 F AZHIEY > 7 1%
9198 ICRETE £ T, MTUDREEZSMHL TS0,

G¥)
7T ABEIY) I HERE SN TWD AL v F O MTU 2l (B VE) ICRELTLE
SV, ZIHLRNWE, 7T RAAERICKKL T,

A 28— 14ANDETE
T lAx DA BT 2 A AR TAZ ) T HBERDE VAV H—T o AT
ETDHIECOWTHHALET, A ¥ —T =2 ATBEFEDON—T v KA v X —T =14 A
ThHY, TRNENVLHEHDOIPT FLAZIPT RLA =AW BELET, A7 T RAH
IP7 RLAIX, 2DV FTAZDEDOEET RLATHY | FIZHEOHIE / — RIE L%
T, TRTCOT—ZA L H—T = A A IERA X — 7:4/1?3?)%644%75\%@&?“0

DAL F—T 2 A AT, IPT FLAT— L 2RETHH, DHCPAZEH T4, WA
VHE—=T 2 A ADIBNDHCP N HDT KL ADEEGE YR —F L TWEd, DHCP #4235
BalE, ZOFIREFERHLZ2NWTEEN, Rbvic, B EBVICERELET (b—FT v R
E—RDA 2 H—T 2 A4 AOREESH) |

)

GE) VA F—To A RAIFHTEEEA,

FIE

ATy T [#TPxH b (Objects) 1>[AT>P ¥y FEE (Object Management) |>[7 KLRX T—JL
(AddressPools) | #3#&R LT, IPv4 £721XIPv6 7 RL A — L& BMLET, 7 KL R 7—
NEBBLTLIEE N,

KIETH, 27 AZND2Z=y MEERIUEDT RLANREGEEND L HICLTLIEE N, A
IP7 FLRAIZZDOT—=NMITEENFEEANR, H—F v hU—7 FICHFEEL T DLERH Y
9, Hamy MBIV YL TOENAEHRT—H LT RLRAZHRNIRET D LT TEEE
/l/o

RT9 T2 [TIAA R (Devices) | > [T/ 4 REHE (DeviceManagement) | ZRIR L, 7 7 A X OFEIC
% [ (Edit) ] (#) 22V v7 LET,
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ATvT3

ATvT4

ATy TH

ATvT6

ATy F1
ATv7S8

15280~ L2E=2—0%E ||

[ % —T7xAR (Interfaces) &7 V7 L, T—HA X —7xAAD [tk (Edit) ]
(£) 22V LET,

[IPv4] T[IP7 KL A (IP Address) | £~ A7 &#ASHLET, ZOIPT RLARX, 2OV T A
ZOBEET FLAT, WHICBIEOHE~=y MIBLET,

B L7727 R AT —L% [IPv4T R L A7 —/L (IPv4 Address Pool) ] K v 7X# w7 Z k
DO ET,

GE)
DA HE =T 2 A AIMAC T KL A% FETHIY YT 541X, FlexConfig 2 LT
mac-address pool Z{E T 2 LERH Y £7,

[IPv6]>[FEA (Basic) ] T, [IPv67 KL A7 —)L (IPv6 AddressPool) ] K v 7*Z 7 U A K
Mo, ERLET RLAF— LA L £,

BEEBY, oA v F—T 24 AREEZITVET,
[Save (RTF) 127V v/ LET,

T, [ER (Deploy) 1>[ER (Deployment) 1227 VU v/ L, 0 Y THT A RZHRY
V—ZBHTEX O E LT, AEEREBTIET, BEITHEYDTIEIH Y THA,

DIAZDANIVAEZEZ—DETE

[7 7 A% (Cluster) "= D[F T AXNVAE=H—DRE (Cluster Health Monitor Settings) ]
7T a i, ROKRTHPA SN TV DOIRENRRINET,

8:9SRAAMDANILAEZZ—DHTE

Cluster Health Monitor Settings e
Timeouts
Hold Time 3s
Interface Debounce Time 9000 ms

Monitored Interfaces
Service Application Enabled

Unmonitored Interfaces None

Auto-Rejoin Settings

Attempts Interval BEetween Attempts Interval Variation

Cluster Interface “1 3 !
Data Interface = 5 2
3 5 2

System
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TS5 4 R— 4559 KTO Threat Defense Virtual D7 S X% 1) v 4 |

RI1[VSRABANIREZAL—DEXE (Cluster Health Monitor Settings) ] % 3> T—TILDT4—IL K

T4—ILF

BLL]

ZA LT T b

(Timeouts)

REIRERT (Hold Time)

BECE24MIZ03~458TF, 774V MNI3WTT, /—F
DIRMEEHEBT D720, 7T AKX ) —Rix 7 7 A > 7 Tl
D) — KRN —hrE—=F A E—UEEEFELET, /— FILREE
MNIZET ) — F)b = hE— R A v b=V %%ZE LR0WEGEE,
ZFOET ) — FIISEREEITT v RMIREEE B shE1,

A B =T A ADTIN
7 AWFH] (Interface
Debounce Time)

FBE C& D #iPHIZ 300 ~ 9000 2 U TY, 774/ ML 500ms T
T, AV B—T oA ADTF NG AL, A F—T = A AT
ERRAELTWD ERREN, 7 T7RAEZNE ) — FBHIBREND £
TOFM T,

Monitored Interfaces (&
ZRYDTHREA A —
JxMAR)

AVHE—=T 2 A ADNVAF =y 7 13) I EEEE=X—LF
T KFEDRBEA X —T oA ADTXRTOYEFR— MR, BED
J— R ETIEEENBAE LD, Blo ) — R EOFE CindA v 2 —
T2AATT I T AT R—= NI EE, £/ — &7 7 A% )
BHIRENET, /— RBA L AN—%2 7 F2ZNLHIRTHETO
RERIE, A X —T A ADX AT L D) — RBFESLEH ) —
RTHDHN, FHEFTZTAXITSMLLY ELTWDEMNITE > TR
0 FET,

=27 r—a
> (Service Application)

Snort 72 AE I N disk-full 772 AREHINTNWENLE I
R LET,

=X Y TR DA
VE—T A A
(Unmonitored
Interfaces)

T=H VTGO B =T 2 f A FRLET,

H B s & DR E
(Auto-Rejoin Settings)

JPIGABA B —T A
A (Cluster Interface)

7T ALHIEY 7 IZBEEPRAE LI RIC BB G ORE & R
L/jz—g—o

1T (Attempts)

FEETE AHEMIL -1 ~ 65535 CT9, T 74/ ME-1 (IEHIFR) <
T, HEGORITEEEHREL T,

AATOMIME (Interval
Between Attempts)

FBETE2HMIX2~60 T, 774/ MISHTT, BESH
ITOMMRZ B CTERLET,

gD =— 3
(Interval Variation)

FRETE24MIT1~3TY, 7740 MIMRO 15T,
TLICHIRERLS TOMNEINEERLET,

BT
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JIRADANIVAE=Z A —DETE .

J4—I)LFK SR BA

TR A B =T 2 AT —H A H—T oA AEENKE LT ZICBIHERESORTESE
(Data Interfaces) TR LET,

AT (Attempts) FRECE 2%MIE -1 ~ 65535 CF, 7 74/L MEL3 TYT, BiES
OFRITEER AR E L ET,

AATOMME (Interval FBECTEDHPHILZ2 ~60 TT, T 74/ MELSHTYT, HHEER
Between Attempts) TOMBEZ BN TERLET,

RO = — g |[HRETEA28MIZ1~3TY, T 74/ MIERO 2% T4, #BIT
(Interval Variation) TLICHRERELS TANE I EERZLET,

VAT A (System) W T — D RE LI RICHBIFS S OREL R LET, W=
TF—\X, TV =y a RO A LT T N, —EHEORNT
TV r—2a AT —=EZARERHY 97,

RIT (Attempts) FRETE H%MAIL -1 ~ 65535 T, 7 74/L ME3 TT, HfEG
OFATIE AR E L ET,

HATOMKE (Interval FRECTEHHMAIL2 ~60 TY, T 74/ MESHTT, HiEAR
Between Attempts) ITOMWEZ B TERLET,

BgONRT) —2 gy |[HETEZ28MILI1~3T), T 740 MR 254, 317
(Interval Variation) TEICHIREELS TAMNE IR EELET,

\}

FIE

ATy 71
ATvT2
ATv73
ATv74

GE)

BIEH SN T 0 — NV RIZFERRENER A,

VAT EADNNVAF = T EENCT R L, VAT LADANVAF = v 7 BNEGILENTWBEE

IHBEDOBREIT. oI a B ERETXET,

FEOR— N F v/ ID, B—DOWHEA ¥ —7 A A1ID. Snort a2t A, 3 J N disk-full
Tt AEERTEET, ~NARAEF=HXY VUTIEIVLAN YT A 0 X —T A A, F£721X VNI
RLCBVIZR EDEEA V F—T 2 ATIEEITEINETA, ZTAXGEY 702K 7T
IIRETEETA, 20U U ZIIHICE=ZEINTWVWET,

[T/34 R (Devices) 1>[T/\4 RAEHE (Device Management) | Z#R L £7,

EET 27 F7AZORICH D [k (Edi) ] (£) 2270 v 7 LET,

[Z7 7 A% (Cluster) 1227V v 7 LET,

[T AZD~NVATE=H—OFRTE (Cluster Health Monitor Settings) 1& 7 3 > C, [fw
(EBdit) 1 (#) 22U vr LET,
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ATY TS [~NVAFxvZ (HealthCheck) | AT A X %7 V7 LT, VAT ADNVAT = v 7 &
L ET,

9: VRATFLANILRF T VI DEME

Edit Cluster Health Monitor Settings X

Health Check @ )
v Timeouts
Hold Time 3 Range: 0.3 to 45 seconds
Interface Debounce Time 9000 Range: 300 to 9000 milliseconds
> Auto-Rejoin Settings

> Monitored Interfaces

Reset to Defaults Cancel m

LD RNRe LR (L2375 —F A2 —T A ZADBIHIE, /) — FRRAAL vF D
A B —T x4 ADBENMUAEL., VSS R VPC (F7-13 VNet) ZTERLT 5 A A v FDIBEN)
119 &EXI2E. VAT LADANVATF = v TR L, Wb LA v X —T = A AD
Fo XY U BN LTSN, MARYOEFERRET LT, BREOEERTRTD ) —
RIZR#I SN, VAT LDONNAT = v JHEEEZFHEADNCCA VA —T oA A E=H
Vo rcEET,

AFvT6 B FEE A v E—T oA ZADT N AR R ELE T,

o [R— LV REf#E] (Hold Time) ]: /— RO/— R E— |k A7 —& X X vt — T ORI
AIEELET, HETZ ML ~45B T, 774/ MI3IHTT,

A H—T A ADT N AR (Interface Debounce Time) ] : 7237 > AFEH]IE 300

~ 9000 ms DEIPATHARE LET, T 74/ FME500ms TT, HE/NSLTHE, A
VHE—T oA ADMEEZ LV REICRHETEE T, TV CARMEELS T L, R
DAFEMENE L R D Z EICHEBE LT EES Y, A VX —T 2 Af AD AT —X AHFNRIHEA
ToHE A VE—T A AFEFEL L T~Y— T INHET, /—RNIEESNLZI VR
B LEST, 0%, /—RKiXZ 7220 5HIBRE£9, EtherChannel 78 % 7 L KHE
MET v TIREBICBITT 2858 (A vy TR U a— REi-, AA v TF TEtherChannel 7
BINZ 207272 E) | TADUVARRNEL Y EL 2D, A= bRy FUZEBNTHIDZ
TAE ) — ROFGNEERT=D, JTAK ) —RTA X —T oA ADEENRFRIND
ZEERGTFDHZENDHY T,

ATYTT VA Fxy 7 RO ABIEREG Y 7 ASBREEN AL~ A ALET,
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10: BB BHEA DRE

v Auto-Rejoin Settings

Cluster Interface

Atternpts -1 Range: 0-65535 (-1 for unlimited number of attempts)
Interval Between Attempts 5 Range: 2-60 minutes between rejoin attempts
Interval Variation 1 Range: 1-3. Defines if the interval duration increases. 1 (no change); 2 (2 x the previous

duration), or 3 {3 x the previous duration).

Data Interface

Attempts 3 Range: 0-65535 (-1 for unlimited number of attempts)
Interval Between Attempts 5 Range: 2-60 minutes between rejoin attempts
Interval Variation 2 Range: 1-3. Defines if the interval duration increases. 1 {(no change); 2 (2 x the previous

duration), or 3 (3 x the previous duration).

System
Attempts | 3 Range: 0-65535 (-1 for unlimited number of attempts)
Interval Between Attempts 5 Range: 2-60 minutes between rejoin attempts
Interval Variation | 2 Range: 1-3. Defines if the interval duration increases. 1 {no change); 2 (2 x the previous

duration), or 3 (3 x the previous duration).

[ FAHA B —T x4 A (ClusterInterface) |, [7—H A ¥ —7 = A A (Datalnterface) ].
BELR[AT L (System) [WIROEEFHELET (W=7 —IZiX, 77V r— 3 O
HMEALT TN, —BUORWT TV = a VAT A ARERDY ET) .

o [R17% (Attempts) ] : FFEA ORATIEIEE 0 ~ 65535 OHFFAOMEICERE L E3, 01XHE
HREAEmENMELET, [T AX A H—T x4 A (Cluster Interface) | DT 7 # /b Ml
-1 (JEHIFR) T, [T—%A ¥ —7=AA (Datalnterface) ] & [ A7 A (System) ]
DT 7 v MElE 3 TY,

« [AITOME (Interval Between Attempts) | : FHfEARITOMEE 2 ~ 60 D/ HAL TER L
FT, TIANMEZS 5 TT, 7 TFAX~OHSME /) — RBRITT D KRG FHREH
1. B OBEEIAR D 14400 4 (10 H) IZHIBR S v E T,

o [ NY =—3 3 > (Interval Variation) |: Mf@& NI E 2> nEEHZLET,
1 ~3DFHATHEEZZFELET (L: ZH L, 2: BAIORRO 2%, 3: EATOMED 3
) o =& E MRE S DICREL., Bo%x 2 ITRE LSS, &AORITH S5 50
. 2 HORITR 10 3% (2x5) . 3BEHORITA 20 0% 2x10) L7220 EJ, 7
T AN MEIL, [T AFA X —T A A (Cluster Interface) | DIEAIT L, [T—HF A
42 —7 A A (Datalnterface) |FEB L[ AT A (System) | DHEIF 2 TT,

ATV T8 [T=XVUTHGEDA 4 —T x4 A (Monitored Interfaces) | £72IL[E=F VU > 74D
A % —7 x4 A (Unmonitored Interfaces) |7V 4 > KU TA L Z—T = ZAZBEL T, T=
BV TRGDA L E—T 2 A RERELET, [M—ERXAT7 TV r—varox=F) 7
ZHNZ I 5 (Enable Service Application Monitoring) ] &4 > £72134 72 LT, Snort 7' ut
A & disk-full 7B ADE=Z Y T e AHEITENIT L LTS ET,
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ATvT9
2Fv 710

TS5 4 R— 4559 KTO Threat Defense Virtual D7 S X% 1) v 4 |

MN:EZBYIHRHEA VA —T 24 ADETE

v Monitored Interfaces

Monitored Interfaces Unmonitored Interfaces

Add

Enable Service Application Monitoring

AVE=T A ZADNNAF =y 73 VI EELEE=F—LET, FEOWwmHA L F—T =
A ADTRTOYER— b, FHED /) — K ETIIEENRRE LR, Bl /) — N EDOR Cig
AL HE—T 2 A RATT I T4 TR — RO LIGEE, 0/ — RNE7 FAZNLHIBRIILE
T, S KB ANR—% T TAEZNLHIRT 5 E TORIZ, A1 X —T A AKX AT L
FD ) — RBHELE A/ — R THD0, 37 FAXIISML LY ELTWANI Lo THE
RV ET, TTZAHNEITHEH, ~MMATF 2y 7 FTRTCOA v F—T =4 A, BIL O Snort 7' 12
£ 2 L disk-full et XA THEN > TWET,

e xiX, BEHA LV —T A R L, MWEUSNDA L Z—T 2 f ADNVAE=H Y T %
N TEET,

IS0 MR VEER (2 2IETF =2 A 2 —T A ZADBMNHEIER. J —FLAL v FD
A B —T = A ZADAMEAER L, VSS 2 vPC (F7-1Z VNet) ZTERLT 5 2 A » FO8)
ZATO L XTI, VAT LDV ATF =y VRN L, Bk LicA v F—T A 2D
FT=HX YT HEHCL TS, MR YOEENET LT, ZREDEENTITD /) —
RiZRIS N b, AT LONNAT = v VTEREZHEANCCA VA —T oA AeE=H
Vo7 cEET,

[fRTF (Save) 1227 U w7 LET,
RELAFLZEBLETHELATFOREMEZSHRL TIEIN,

DSARAZ/—FDEHE
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gL szas—roiem ]

FLWISRAE/ — FDEN

1O EDOFH L WT TG AL ) — REBGFO I T AXITBINTE $7,
FE

ATV T [T/34 A (Devices) |>[7 /31 AE P (Device Management) | DIEIZRINL, 7 7 A XD [Z
Off (More) 1 () %27 YU v 27 LT[/ — R (AddNodes) ] &38R L ET,

12: 7 — FMiEM

Add Nodes

Break Nodes

Edit Configuration
Cluster Live Status
Break Cluster
Revert Upgrade
Delete

Health Monitor
Troubleshoot Files

[7 7 A% DEH (Manage Cluster) |V ¢ ¥ — FRFREINET,

RTFY T2 [/—F (Node) | A=a—nbF A A2 @RL, LEITSECTIP T KL & HEEIER
wLET,

13:[9 S A2 DE®E (Manage Cluster) ] 7 « ¥ —F

Manage Cluster Wizard
o Configuration 2 | Summary

Cluster Name*

cluster1

Cluster Key

Control Node

You can form the cluster with just the control node to reduce formation time.

Node*
nodel v
VXLAN Network Identifier (VNI) Network* Virtual Tunnel Endpoint (VTEP) Network*
10.10.1.0 /27 (30 addresses) v 209.165.200.224 /27 (30 addresses) v
Cluster Control Link* VTEP IPv4 Address* Priority*
GigabitEthernet0/7 v 209.165.200.225

Data Nodes (Optional)
Data node hardware needs to match the control node hardware.

Node* VTEP IPv4 Address* Priority*

‘ Type device name 209.165.200.226 2 Remove

Add a data node

TS5 4 R— %559 KTO Threat Defense Virtual D7 S X% 1) 4 .
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B —rors

ATV T3 IBIZ/—FREEMTHIE, [T—%/— K%iBM (Addadatanode) 1 %27 Vv LET,

ATw T4 [ffT (Continue) %27V w7 LEd, [MEE (Summary) ]ZH#EE L. [£R1F (Save) 127 U v
ﬁ L/i‘a—o

BRI TWD /= N2, B—= 7 A 2y RERSNET,
®14:/ — FOBSR

- ftdcluster (2)
Cluster

172.16.0.50(Control}] Snort 3
172.16.0.50 - T

B‘\?Z.'IS.O.S'I Snort 3
172.16.0.51

7T AR ) — ROBEREE=F—F 2121, [@%E (Notifications) 1 7 A =% 7 U v 7 L,
[# A2 (Tasks) 1 &ZERLFET,

Deployments Upgrades O Health Tasks (_) Show Notifications
I
0 waiting 1 running 0 retrying 20+ success 0 failures Filter
- Cluster
Cluster configuration is being enabled on data node 172.16.0.51 7s

/ — FDERS

= RNAZ U RTRTNARAIRD I, 7T AN/ — FeflfrcEsd, 7724
BIREEERLZ2VRY | i — REBANT 2 2 &3 TEEEA, T—% / — FOREITHE
SNET,

FIE

ATYF1 [T314 A (Devices) |>[T /31 A& (Device Management) | DJEIZEIR L, B35/ — K
D[FDM More) 1 &) #27 Vw2 LT[/ — R&EERS (Break Node) | ZIRL 3,
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15: 7 — KD k4+

Disable Node Clustering

Delete

Packet Tracer
Packet Capture
Health Monitor
Troubleshoot Files

F T arT, IJITAXD[FE (More) | A ==—Mm5 [/ — K&ERFL (Break Nodes) ] % 3
WLT1OUED,—RERITEET,

ATv T2 BAOEEEZ RO LD, 13V (Yes) 1227V v 7 LET,
& 16 : fRBRDHETE

r

Confirm Remove X

Are you sure you want to remove node 172.16.0.50 from the cluster? It will be
converted to a standalone device.

MNo Yes

[ F|

JTARE ) — RO EE=F—F 5121, [BF (Notifications) | 7 A 2% 7 U v L,
[# A7 (Tasks) | &R L ET,

9 S5 R32DEERKR

IIGABEMRBE L., TR_RTD /) —RERAZ L KT R TF A, A CEHTXET, I — i
AV H—T 2 A AL EX2 VT 4R —OREEREFLETN, T—4 ) — FTIEHRENH
EINET,

FIE

ATV Tl J—FERAETDHZEICED, §XTHY T AH /— K1 Firewall Management Center C/4& H &
NTWBZLEMRLET, 77AX /) —FKOBRAE (32—V) 22RLTIEEN,

ATw T2 [T/314 A (Devices) |>[7 /31 AEH (Device Management) | DIEIZEIRL, 7 T A XD [%
Of More) 1 () %27V w27 LT[V 5 AH %MK (Break Cluster) ] 28R L E3,
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B /sx5vvzmmiv3s

17: 9 5 X5 DR

s
Add Nodes

Break Nodes

Edit Configuration
Cluster Live Status
[Break Cluster
Revert Upgrade
Delete

Health Monitor
Troubleshoot Files

ATV T3 VT AZEMRET DI HIROLNTZE, 1TV (Yes) 127V v 27 LET,
B 18: fRRR DHEE

Confirm Break X

A cluster break will be performed on nodes registered to the management
center, and nodes will be converted to standalone devices. Before you break
the cluster, use Cluster Live Status > Reconcile All to detect any missing nodes
so they can also be converted to standalone devices. Control node deployment
will be triggered, if static route is configured on diagnostic interface. Are you
sure you want to break cluster ftdcluster?.

Mo Yes

7T AE OfifRET =X —9 521%, [[@% (Notifications) | 74 2> %7V v/ L, [FART
(Tasks) | &R L E,

DIRBIV T EENT D

J— ROBIBRIZEZ T, £72FA T ADTEDIZ B ) — REIET 7T 4 7T 58
ROV ET, ZOFIHIX, /S — FE—RIET 77 4 7L T57-00HL0TT, /—NiX
5| & f5t & Firewall Management Center D7 /A AU A MIFERINET, /—RBET 7T 47
Wbl TRCOT =LA H—T oA ANY vy v MU EINET,

FIE

ATV T BT b=y MZX LT, [T/ A (Devices) ]>[7 /31 A& (Device Management) ]
ONEICER L T[Z DM More) 1 G) 227V w27 L, [/ —KDZFRAZY T EENTH
(Disable Node Clustering) ] Z 3R L £,
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v5z258~0E8m |

19:9 3R TEBNT S

=D
Break Node
Delete
Packet Tracer
Packet Capture
Health Monitor
Troubleshoot Files

HfHl ) — R T ZAZ Y TEEHCTDHE, T—2 7 — RO1OBHF LWFIE ) — Rz b
F9, Ak, PREPFTEEREIZ OV T, HilfE ) — RERZEH 35 & T X CoERS K e v
TINDLTZD, HLWEIE ) — R ECHER A BT ALERH Y 7, Sl — KB 7 7R
ZRNOME—D ) — R THIHHE. TD ) —RKTIITAZY T HENTHI LT TEER
Mo

ARTVT2 J—=RFRDOIFAZ ) T HaENT D LB LET,
J— KX, [T/34 A (Devices) [>[7 /31 AE# (Device Management) ]V A kD4 FIDOR{IZ
[ (%) (Disabled) ) ] & RARINET,

RFUTI I TAY ) LI EHORNCTBICE, 77 AS~DEBI (20 ~—Y) ABRLTI S
.

DS RZ~DBESM

(T ziE, A H—T 2 ATEENEAELTZTZOIZ) /— KR 7 T 22 MLHIBRESNTZS
G, FREFTETI IRAX Y TR BN LEGEIE, 7 T AXICTFEITHSNT 32481 H
DVET, 7T AZ~OBRBMERITT LN, EENRLEISN TS Z AR LES, /—
R%&27 A NLEIBRTE ZEBOFEHICONTE, 772X ~OFEBM (49 2—) |
L TESN,

Fig

ATV TN HEADNIT DL 2=y MK LT, [T/34 A (Devices) ]>[7 /31 AEH (Device
Management) | DJEICER LT [Z 0 (More) 1 ¢) 227 Vv Z L, [/—FDZFZZY
T HAGNTT % (Enable Node Clustering) ] Z38R L FJ, >

ART9T2 J—KRDITAXY U TEANTH L atEBLET,
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B o —rozs

HilfE /) — FDER
A

FE OGS — FELETHAREBOHFEZ, ) — RTrF A Y 7 H2BH L, FH LWl =
=y NOBRZFHFo TG, 7 I7AZ ) T 2HEANCTLHETT, il — 35
=y FERBICHRETALERSLEAIT. 207 a v OFEEAERLET, 2B, ik
EFREEREIZ OV TIL, WO HETHIE ) — RER 2586925 & X TOHHNS N e v

TEINDTD B LW — N LT A LT D BN H D £7,

HilfE ) — F 2235123, ROFIEZFITLET,

FIE

AFvT1 [FINM4 R (Devices) | > [T/ 1 REH (DeviceManagement) > [ZDfth (More) ] ¢) >[Z
TABZDT AT AT —4 A (Cluster Live Status) ] Zi®IR LT[ T AKX AT —H A (Cluster

Status) | XA TR IRy 7 AEHEET,

B20: 9 SREDRAT—2 A

Cluster Status

Overall Status: [&l Cluster has all nodes in sync

Nodes details (2)

Status Device Name
> InSync. 172.16.0.50 Control
> InSync. 172.16.0.51

Dated: 11:52:26 | 20 Dec 2021

Refresh

Unit Name

172.16.0.50

172.16.0.51

Chassis URL

N/A

N/A

Q, Enter node name

Close

ATFY T2 flfla=y MZLIWa=y MIOWT, [Z0ftt More) | ¢) >[—/LZ&HI#IZZHE (Change

Role to Control) | Z3i&R L F 7,

ATY T3 v VOEFEERT DL ICKROONET, T=v /Ry 7 224N LT[OK] 27 Y v

7 LET,
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vsz2azEnmEe

— — —
DT RAIEBEDRE
I IGARARELRRETEXET, /— ROVTEPIPT RL XA FE7-13 7 — ROEIENER LIS D ffi %
EETLHE, 7T AXTHEBNCKDODN THBRINET, 7 7AXBHERINSET, b
FT7 47 OHREINBETHAREENS D £9, /— ROVTEPIP T FL A/ — ROESIE
NEEETDHE, BBEZITD ) — RORNRRASH T ZAXICHENESNET,

FIE

ATY 1 [T314 & (Devices) > [T /31 AEH (Device Management) | DIEIZER L, 7 T AX D [£
Off More) 1 ¢) %27V v LT [RELME (Edit Configuration) ] Z 38R L £,

21: 5 E DimE

s

Add Nodes

Break Nodes
sluster Live Status
Break Cluster
Revert Upgrade
Delete

Health Monitor
Troubleshoot Files

[7 7 A% D& (Manage Cluster) | 7V 4 ¥ — RN FRINET,
ATFYT2 IV IAAFEERHFLET,
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B 525/ —roms

22:[9 5 R B DEE (Manage Cluster) 179 4 F— K

Manage Cluster Wizard
o Configuration 2 | Summary
4 Editing the cluster bootstrap configuration results in disabling clustering temporarily. This operation may result in traffic disruption, and you should perform bootstrap changes during the
maintenance window.

Cluster Name*

ftd_cluster

Cluster Key

Cluster-level changes

Control Node
You can form the cluster with just the control node to reduce formation time.
Node* Cluster Gontrol Link Network*
172.16.0.51 - 10.10.10.0 | I |24 (254 addresses) - |

Cluster Control Link*

Ethernet1/7

I0E |

Data Nodes (Optional)

Data node hardware needs to match the contrel node hardware.

Node* Cluster Control Link IPv4 Address* Priority* Site ID
172.16.0.50 v [l 010000 K | |o

Node-level changes

ATv T3 [#i1T (Continue) 1% 7V 7 LET, ME (Summary) (2B L. [fRT7F (Save) 127 U >
7 Lij—o

DS5A53/)—FDRE

7 T AE ) — ROBER I LT25E1E, 7 731 A7) b Firewall Management Center (2% L C 2
TAB A N— T EBETEET, =& 21F, Firewall Management Center 23 FF7E D 7' 12 &
AZTHBESNTWD), Xy NI =2 IR H D56, 7T—4% ) — FOBEICKIT 52 &
N ET,

FIE

ATy 1 77 2% [Devices| > [Device Management] > [Z Dfth (More) ] () %R L. KIZ [Cluster
Live Status] % 2R L C [Cluster Status] # A 7 2 7R v 7 A& & £9°,
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9 S REFEIE/ — FOHIBR (B8%#2E%) & %L L) Firewall Management Center ~ 0 &% .

B23:95REDTATRAT—HER

s

Add Nodes

Break Nodes

Edit Configuration
Break Cluster
Revert Upgrade
Delete

Health Monitor
Troubleshoot Files

ATFY T2 [TRTEMA (Reconcile All) 127V v 7 LET,

H24:9_TCERE

Cluster Status

Overall Status: I Cluster has all nodes in sync

Nodes details (2)

Status Device Name
>  InSync. 172.16.0.50 Control
> InSync 172.16.0.51

Dated: 11:52:26 | 20 Dec 2021

7T AL AT —H ADFEIZ OV T,
72N,

Refresh ‘ G Q, Enter node name

Unit Name Chassis URL
172.16.0.50 N/A
172.16.0.51 N/A

Close

JIAEDE=LY T (35—Y) 2BRLTL

HS5RBELIE/ — ROBIK (B5RMEK) &% L FirewaManagement

Center ~D &%

Firewall Management Center 725 7 7 A X Z B &R TE ¥, Zhicky, 77 AFFT£DF
FHEFF SN E T, 7 T A & H L) Firewall Management Center (ZiBNN 25815, 7 7 A X %

BERRT D5 Z LN TEET,
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. Y SR FEIE/ — FOHEIBR (B5f2%) &% L L) Firewall Management Center ~ 0 & £%

FIE

ATy

ATy T2
ATvT3

T T AENG ) — RERSNT 5 2 L 72 < | Firewall Management Center 7° 5 / — R & B &k fiRhr4
5L TEET, /— RldFirewallManagement Center (R /R INTWERAN, LT TR
ZDO—THY, BIEHE N T 7 4 v 7 ZELTHIE /) — N2 b 2 & b AalReTd, BEBIE
LTVl — R & B MRT 5 Z L 13 T& £H A, Firewall Management Center 7> & 2| A
HHEIC R o2 ) — RITBGEMBRE L CO D FEWVWETAN, BEERE VT TV a—T 4 7T
L, 77 AFZO—HELTHERLTEBS ZEHAETT,

7 T AL DGR

« Firewall Management Center & 7 7 A% & O OT X TOBENUIRr S E T,

o [T /31 A& B (Device Management) | X— 0057 T AXNHIBRSIVE T,

« JTABEDT T v N7 4 —AKERY o —T, NTP % L C Firewall Management Center
MO ZZET DL IICRESN TV DLLEIE, 7 7 AF e — I VEREHICE S
iﬁ‘o

cREITZEDEFIIRDTIZD, VTAZIINT T 4 v 7 ORBERFATLET,

NAT X° VPN 72 EDR Y —, ACL, BEUA & —7 = A ZRERITHEFF SN E T,

[dl U & 721351/ Firewall Management Center (227 7 A X Z FEEkT 5 & RENHIBRS DT

W, VITARZIEDORERTIT 7 4 v 7 OWUBEFIE LTS, 77 AFREITEDE FHER S
oD, 77 AZPREBMTEET, BEFICT 78X a2 bo—L RY —Z2ERT
EETNH. FT T4 v 7 ZBELET LIS, BEEICMORY —2HFEH L T bREL
BB HHENDH Y £7,

1R BHEIIZ
ZOFETEH., WITNHD ) — F~D CLI T 7 ¥ ANNETT,

[T/34 R (Devices) |>[T/31 REHE (DeviceManagement) | DJEIZIRIRL, 7 T A X)) —
RO [Z0f (More) 1 () %2 U w27 LT [BEEKR] [HIBR (Delete) ] 23R L £,

B25:0 5 X8 F&L/ — FOHIR

Disable Node Clustering
Break Node

[Berere

Packet Tracer
Packet Capture
Health Monitor
Troubleshoot Files

772G = REHIERT L oRDLNTEE, 1TV (Yes) 1227V v 7 LET,

P TALRAUN=DIDEFH LT AL AL LTEMTHZLIC8Y, 7 7AZEFH LY (F
721X L) Firewall Management Center |2 5§k CX £ 97,

B 751 ~—F+% 35" FTO Threat Defense Virtual DY 5 X4 1) >4
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a) 1 D07 T AKX ) — RO CLIIZEE L., configuremanager add =~ > R&MEH L CTH LW
Firewall Management Center Z 73!l L £9°, [Threat Defense 5 # A > % —7 = A A?D CLI T
DEF] ZZRLTITEEN,

b) [T/3M R (Devices) |>[T/31 REIE (DeviceManagement) | Z3&IR L., [T /34 ADjE
i (Add Device) 1227 U 7 LET,

VIGAR )= FD1 DT NA XL LTEMT 27T T, YD T2 ) — RS
nET,

ATy T4 HIELZ ) — REFHEBNT A HEICOWTE, (7727 ) —FORE (323—-) | %
ZRLTLEEN,

—_— — -
DSRZDE=RYN)Y
77 A &%, Firewall Management Center & Firewall Threat Defense @ CLI TE=#—T& £7,

o [7 T ABZAT—H A (Cluster Status) | XA 7 a2/ R vy 7 AL, [T 734 A (Devices) ]
>[F /31 2% (Device Management) ]>[Z D (More) ] () 7A 3 hnb, £
[T /34 A (Devices) |>[7 /3 A& E (Device Management) ]>[2 7 A% (Cluster) ]~3—
v > 2% (General) |fEIk>[V T AX DT AT AT —4 A (Cluster Live Status) | U >~
MHT 7 EBEATEES, >> >

26:9 5AADRAT—HER
Cluster Status (7]

Overall Status: Cluster has all nodes in sync

Nodes details (2) Refresh C, Enter node name
Status Device Name Unit Name Chassis URL

> In Sync. 172.16.0.50 Control 172.16.0.50 N/A

> In Sync. 172.16.0.51 172.16.0.51 N/A

Dated: 11:52:26 | 20 Dec 2021

i, — RiZix, FOou— Va2 RTTITT7 4 v I A0 Tr—20H0 £7,

F54 R— 4957 ETO Threat Defense Virtual D7 525 1) >4 |}


https://www.cisco.com/c/en/us/td/docs/security/secure-firewall/management-center/device-config/740/management-center-device-config-74/get-started-device-management.html#id_46848
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F54 R— 45 FTO Threat Defense Virtual D2 525 Y >4 |

B 'sxs0x=5y>y

P TAL AN AT —H ATIE, ROWRENEGENE T,
o EM#H (InSync) : / — RiZ Firewall Management Center (8 &k S 41TV E T,

o BEROLRE T (Pending Registration) : /— KX 7 AX O—#TT 2%, £ 72 Firewall
Management Center ([ZEEk SNV TWERF A, /— ROBEKITRK L I=5HE1E, [T3T
ZME (Reconcile All) 1 %7V v 7 L THERAEFRITTEET,

o« 7T ALY TR (Clustering is disabled) : / — Kl Firewall Management Center
B SIVTCWETN, VFRZDIET VT 4 TIRAN—=TT, JIFAZY U T#

B, BTHAMET 2 TEN L LHEILEETICHRTEET, £, /=%
77 AZIMBHIRT S Z L b AT,

o 77 AZZBNH... (Joining cluster...) : /— KN ¥ ¥ —L LT TZAZIIHBIMLT
WET2, 2R T LTV ERE A, 200112 Firewall Management Center (28 &k X 71
ESc AN

J— RZ LI % (Summary) ] & [JBE (History) | Z R R TEET,
®27:/— kO MEE (Summary) ]

Status Device Name Unit Name Chassis URL

l Summary H History ]

ID: 4] CCLIP: 10.10.10.1

Site ID: NYA CCL MAC: 6c13.d509.4d9%
Serial No:  FJZ2512139M Module: NYA

Last join: 05:41:26 UTC Dec 17 2021 Resource: N\A

Last leave: N/A

28:/— KO [[BFE (History) ]

Status Device Name Unit Name Chassis URL

l Summary H History ]

Timestamp From State To State Event

05:56:31 UTC Dec 17 2021 MASTER MASTER Event: Cluster new slave enrollment hold for app 1 is relea...

05:56:31 UTC Dec 17 2021 MASTER MASTER Event: Cluster new slave enrollment hold for app 1 is relea...
05:56:29 UTC Dec 17 2021 MASTER MASTER Event: Cluster new slave enrollment is on hold for app 1 fo...
05:56:29 UTC Dec 17 2021 MASTER MASTER

Event: Cluster new slave enrollment is on hold for app 1 fo...
e[ A7 2 (System) ] (3F) >[Tasks] ~2—<,

[# A2 (Tasks) ] N—IZiE, / — RBBERISNDT-ONT T T R 2GRS AT D FHE
DERENET,

« [T/3A A (Devices) 1>[7 731 2% 8 (Device Management) ] > cluster name, >
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DSREANLREZR—FyaRk—FR .

TNRAAD—ERRZX—V T TAZEREATH L, IPT FLUADEIZZE D — L RFER
INTWBHIE ) — FEEGTe, T RXTORALNN—) — RE2FERTEET, BEEFO /) — K
WZIX, B— RO 7 A a v RNERENET,

« show cluster {access-list [acl_name] | conn [count] | cpu [usage] | history | interface-mode |
memory | resource usage | service-policy | traffic | xlate count}

7T AL EIROERT — X F 1213 OMOEREZFK AT 5121, showcluster 2~ K%
ERALET,

« show cluster info [auto-join | clients | conn-distribution | flow-mobility counters| goid [options]
| health | incompatible-config | loadbalance | old-member s| packet-distribution | trace [options]
| transport { asp | cp}]

7T ABRIEREFRT HITIL, showcluster info i~ R&EFEH L £,
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D ANVAE=L—T, ROV R—F 2 FTHERSHTOET,
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N—"T"y b MHWAN—=T"> b 7277 4 7748t IO NAT BHICET 5/ — L
L OREEHE R,
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«CPU : CPUH=, v ARBIUOWEH =750 CPUMHREEHET,
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)
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« JE—F 727k A VPN (SSL VPN 1 X U8 IPsec VPN)

*DHCP 7 7 A7 > b, #—=_"— BLOTmFL, DHCP J L—F¥ AR —F SN THE
—aAO

AR HNA L H—T = A4 A (VTD)
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AN —T 4 ITBIVNT) v

« Firewall Management Center UCAPL/CC E— K
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GE) HREFRMEED N T 7 4 v 7%, 7T AZEY 7R TA L N— ) — R Bl — K
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« DCERPC
« ESMTP
* NetBIOS
« PPTP

« RSH
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« TFTP
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ECMP Load Balancing
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IP7 RUARAKR— FRER B0 5T, NAT A —F—TlL 72\ Firewall Threat Defense (22|35
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MHRA B =T 2 A ADA L HZ—T A APAT 2L : A X —7 = A A PAT . {EFIA
VHE—=T 2 ATIEVER— SN TWERA,

s R—h Ty EIDYTIZLD PAT : ZOEBEIZOWTIE, ROTA RIA4 2L
TLIEENY,

s RANBHTY OFEKEHIRIL, 77 A2 2EOHIRTIERL, /— FZ & IERNE H

SNFET, LR oT, FA MDY OEKEIENTIZHESNLTWS3 ) — K7 F
ABZTIEH, RANPOLD NI T 4w 7R3 DD/ — RF_XCYZa— FRZT 7 &
NTWDHEHE, 325070y 752K ) —RIZ1DTOED Y TH ENRTEET,

N I T T T =Ry T T ) — R TERESNTZAR— T ey 7id, A b
H= 0 OEKHIFROE AR ITEE I NEEA,
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ERETE, LT —ADBDEDNR>THTHNWEREEEFD xlate Ny 7 7 v 7 HE
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e VTAZTEMEL CWAEE, 7y B0 Y THA XEETTH LT TxEH

Poe FLOYA RIE, 7T ASNOET AL 2% ) v— R LERICOBEM Y E
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TRty L i PAT S — VO Rab ik, 7I5AZY I TER—FEN
XA,
WAEPAT 72 L - JEIE PAT 137 92 Z Y 7/ THAR—FENFH A,

HlfH ) — Rk > TEBSND XA F X v 7 NAT xlate : #ilffl / — K723 xlate 7— 7 /L & HE
L, 7—% /) —RIEBLET, ¥4 T I v I NAT 2B L3586 EdT —4% /) — K
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« FTP
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VE—HKTZ7EAVPNIL, 7 F7AZY 7 TEYAR—MSNERA,

INTA—T R RT—1) U5 &R

D=y N2 TARIIHEGTHE, HIFFCELRF 7 T RAA N T 3 —< U AT, KA
FFAN—T"> R ORI 0% £ T,

T2 & ZIE, BT ANEMBE TR 10Gbps D N T 7 4 v 7 BB TE 5546, 82=v DY
T AL T, REFFALV—7"> X 80Gbps (8 ==~ I x 10 Gbps) D#J 80% T 64 Gbps IZ
0 ET,

HilfE / — FDETE

JIGAED ) — KX, 7T AXZHIEY 72N L GRELCHIE, — FE2BELET, HiET

WRDOEEYH TT,

1. /=R LTIITREV T HEAX—T MLz x (E2%, 7 T9ARAZ Y IR A
I =T NELDORETFDa=y PO TEEILIZEX) I, 20/ — NIIBRTEkRK Y
3BT e —REy R MLET,

2. TIOAFTVT A DOEVMED ) — RN ZORBEERIIGELET, 7ITA4FV T 1151 ~
100 DEFANTRE SN, | DIR@EDOTT7A4 4V T 4 TT,

3. 4SERBLTH, TIA4F )T A DEWVLD ) — R B DIRE 25 L TWOZR WAL,
D — R — RiZ7en £,

N

6=
A LTI, — RARESNET,

DT TAT VT 4 > ) — RPEBHHLEE. 7 T AKX ) — K4, RIZVI T AER

4 BN IZ TAZIIBIMLIZ ) = RDTIT7A XV T4 DHFRENMEETH, €D/ — FHA
BICHIE ) — FICRD 2 L iddH Y A, BEFORIE /) — MIZHEICHIE, — FOEET

F54 R— 4957 ETO Threat Defense Virtual D7 525 1) >4 |}



754 R— 45 519 KTO Threat Defense Virtual D9 S X% 1) >4 |
B /sxsmone7raseu74

o 2L, #iH — RSB EIEIE T D L TORETH LW, — R2@EShE
TO

5. 27Uy b7 bAr]) FUATRTERONHIE ) — FBFET 256, BSEIRNL
Db EW S — ARG — FOREZRFFL, o/ — 37T —2 / — FOKENTRY
iﬁqo

Ay

Gx) J— RZFEITHREIMICHIE , — RicdT 522 08 TEx F4, PREdRIgEEIc W TiE, HlH#
J— REHEZ@BEHEIT D ETXTOEERN Ry F7EINDHOT, FrLWHIE, — F E TG H
FESLT DMBENH Y 97,

DIRAZRADNATRAZE) T«

IIARYTE, =R A v E—T 2 ADTEFEWEET=4— L, /— FHETHEREL
BRYTDZLICED, A T_A T T ZEBLET,

J—KAILREZAY DY

K —KiZ, Z77AZHBEY 7ML TTr—RKEy A b —FbE— |k X7y b g
WCIEELET, BREARERY A L7 U MNICT —% / — FKhbon—heE— X7y b ER
X2 DD FEZELRWEE, fili#ll ) — NIZZ 7 AT —% 7 — REHIBRL
T T—H 7 — FPBHIE ) — b7y MEZELRWEE, 550 O 7 — R2>5B T Ll i
J— R @ERSLET,

J— RCHEBIZEENRBE L2 TIER, Xy NI =27 OEENRKT, /—FKR7 77X
ZEHNY 7 2N L TCHAEICEETE WSS, 7922 ATV v T LAy v F U A
WCBATT D RREMERH D £7°, 2o TV ATIE, DS 7—% /7 — RV E Ol —
RERIRLET, 72203, 220075 RFZulyr— g U ETL—ZICEEREAEL-EE.
o — a1 OTEORE ) — Rix, ar—a 207 —% ) — K27 721 LHIBLE
T, —H., vl —va 20/ —RiE, MEOHIE ) — RZBRL, MADOY 7 A X ZEk L
T4, ZOVFIATIE, AT 7 4 v 7 DNRETDAREMERH D Z LICEE L TLES
VW, 77 ARG o MEGR IS & L VBB O W — R23EIE ) — R o&E
EARFEL 97,

AVE—D AR EZRZ)VY
£/ —KRif, HAFOTXTCORLINIENA— R 2T A L H—T 2 A ADY VT AT —H R
EE=H L, AT—HALREFHIHE ) — NIZRELET,
TRTCOMEA L X —T 2 A ANRNET=HF ) v TENET, 7272 L, =XV 7 TEDHDIE,
ZEiftEAS v H—=T 2 A ADHTT, ~"NAF v IiF, AV H—Tx2f AT LT, T=H—
Vo 7 A7y a BT HIENTEET,
)= RDFE=ZIHBDOA L H—T =2 ANKILTZGA. TDJ — RiZ7 7 A2 06HIBESN
F9, /—FIEZ500 2 URRICHIBRISIET,

B 751 ~—F+% 35" FTO Threat Defense Virtual DY 5 X4 1) >4



| 754 <—+%35% FTO Threat Defense Virtual D% 525 1) >4
wEEoz7—42 [

BEHEDAT—4 X

JITAZND ) — RTHEENEELZE XL, 20O/ — RTHEA SN TWAHEREIIMD /) —
Ry — AL ARIBITENET, hTF 740w 7 7n—DAT— MERIZ, Il — Ry T2
ZHIEY 72N LTHRESRET,

B ) — FCREENRE LSS, FOIFAXDMD AL N—D 55 BEIBM RS (&
BRI DA RN — Rz 0 97,

fE22 1 X [ZJs UC. Firewall Threat Defense X B EIHIZ 7 T A X ~DOBESZME AT T,

\}

(G¥£)  Firewall Threat DefenseZ33ET 7 7 ¢ 71272 V) | 7 T AZ~OHBB\BSINIKIKT H L, 73T
DT =HA L F =T 2 A ARV Y v MU ER, BEBWA V=T 2 A ZADBHB KT
T4y BEZETEET,

DI RAZI~DBESN

7 TGAZ AN FAZINGHIRS NI, 7 T AZZHBINT 57200 EE, HIFREh
BRI K > TR Y £77,

e I HNIEINT D & T ITEENIFE LT TAXZGIHY 7« 7T ZAZFHIEY 7 ORIEE
R LT, 79 A2 Y T EFBOENCLT, FEITY IAXICHEBMTAULERHY
iﬁ‘o

« VT AFIIEBIMUT-BICEENRAE L7 T AZEEY 7  FTDIL, ERICSH T LI
HEHIZ SN E2 R £ T,

o T —H f L H—T = A ADFEE : Firewall Threat Defense i3 H BB & WL 5 /5%, RIC
10 3%, BAEHIT 20 3R ICHBINEZ RS £ T, 20 2RICSINTERWEE | Firewall
Threat Defense 7 7'V r— g NI TAZ ) U TN LET, T—HF A F—T =
A ZADMEE R LT, FEITY IRAZ Y VT2 NTHLERD Y £,

« )= ROWEE )= FPSVAF =y 7 RO 7 T 22 In6HIRSNIZBE. 7T A
FZ~OBBIMIFMOFRN K> TR 7, 2L xid. —RRREREE O,
I TALEIEY 7 BBE L TWAHIRY . ) — NIIHEET L L7 7 AXICHSML E
9, Firewall Threat Defense 7 7' U 77— g VI ST LT TAZ~OFSMERAF
7

s N¥— T — : N¥f=T —I2iX, 77V r— a4 LT T N, —EMEORWT
Vor—ay A=K AR ERHY £7,

FEENEAELLREDERN : FMC hOHFH LWEREEEM L. BN —#0r 7 2% X
NR=TITERB L= DD, DA NR—=TIIRII LA, KL= — Ridz 7 242
HHIBRENET, 77 AX VT EHEANILTCTFHTY 7 AXITHSNT HLERH
DET, Gl — FCTEBANKKRLIZGES, BRI — ANy 7 Si, A =3RS
NEEAL, TRXTOT—% /— RTEANKK LSS, BRITe—A "y 7 &, A
N—ITHIBRENE A,

F54 R— 4957 ETO Threat Defense Virtual D7 525 1) >4 |}



TS5 4 R— %9 59 KTO Threat Defense Virtual D7 S X% 1) 4 |
B 7 <xpsreosn

T—3 NRAEHIKEDER

EDREEREIZE | 10®ﬂ‘~ﬂ‘~:¥5iiﬁ/1 R EB1ODNRNY T T A =T =N T ALNIZ
HVES, Ny I T T AT —F, BMENEEL TOE R A ST EEA, bV
TCP/UDP D AT — MEH AR LE T, T, FERERICE B LA —F—Ilv—
ALVACBESND LT 70T, Ny s T v T A—F—HEBHET A LI 4 Thh Y %
R

N7 74w 7 OHIZIE, TCP £721FUDP LA VYLV EORT— MERELELEL T 5L 0N
HVFET, TOFEDONT T 4 v 7T BT TAZY T R— KDOR[HIZONTIE, K
DREZRLTLTZE,

R3I: VSR LARTEBE SN DHHEE

Traffic KEDHR— | FE
Up time Yes VAT AT T HA LB T xR T LET,
ARP Table HY -
MAC 7 KL A 57— )L HY —
A= TAF T 4T 4 Yes —

IPV6 A /N— T = _— ° —

BAFTIvI V=T 47 © —

SNMP = ¥ ID [L\MNZ (No) 1| —

VISRV ERZEZEET 55

Bigi e 7 9 AX OEHD ) — Rica— RT3y 7T %4, oo —ic kv, @mEH
TERE L NA T R_A Z BV T ¢ R OBER OB HIENRE Y 3,

EHxEon—IL
B L ICER SARO R —AEBIL TS EEW,

o I—TF— . RONCEREZET D/ — R, A—F—I%, TCPIREE %T%F*fb Ny
MEALER L F9, 1 DOERICH L TA—F—I13 1 27T TY, T4 —F —IZHEEIFE
ETDE BILW ) —RFBEENONTry NEZE LI XIT A VI ERENLD ) —
ROF LA —F—Z2FIN L ET,

Ny T T F—F— 1 F—F =1 5%[E LIZTCP/UDP A7 — MERZIHEMT D/ — R,
BEENEAE LIZSE, LA —FT =0y — AL AR 2 A TE £, Rv T v
A=t BEERERICERZ D EMEET A, AT —DEARTRIZ R > 7256
(D%Pﬂﬁyyyﬁﬁgd%)%@%ﬁ#%@N7Y%%%%Té%@@/*FﬁAV

B 751 ~—F+% 35" FTO Threat Defense Virtual DY 5 X4 1) >4



| 754 <—+%35% FTO Threat Defense Virtual D% 525 1) >4

gmon—L ]

7y THA=F =W EDbE T, BET AT — MEREZIUF L, £D/ — R LW
A =T =220 £75,

T4 L& (FigsR) "4 —F—¢RU/ —RFRTRWRY, T4 L7 X237 w7
F—F—THLHVFET, —F—NT 4 L7 XL L TCHESHEZRIRTLHE, BNy
T A= —RNEREINET,

1 BDY Y —UITHRK3 DD T AL ) — R TE % Firepower 9300 D7 7 XA & 1)
TR N7y T Ah—F =A== LRy —VIZH LA, Yy —VEEND
T —ZRETHIOIT, HOT = BIBINON Yy 7Ty T A —F =N EIR I E
R

TAVIH T T —=ENoDE—F— Ly 7T v TERBWNIEST D ) — K, A—F—
I, FTLWEERZZET 5L, BELAEIP T FLABLOFR— FDO/Ny ¥ 2 THSN
TT A4 L7 ZEFIRL, HiLWERE BT D7DICEDT 4 L7 ZIZA v E—U%EGE
LET, X7y bR F—F—DAD ) — RIZBF LIZGAE, £DO/ —RixED )/ — KR
F—F—=0%T 4 L7 ZIZNEDbESLZ LT, Ny FEIRIETEET, 1 DO
FHLTT A VI XTI DOFET T, T4V ZRRTHE, A—F—lFH LT L7
B BRI L FET,

FAVIIBA—F—LRAL = FTRVRY | F o4 LI 23S v I T v T H—F—Th
HYET (ERBW) , A—F—BF A L7 XL LTANHIERRT D L, MOy 7
Ty SRR S E T,

ICMP/ICMPvV6 7~ 3 = DFEA -
s T a—Xy hOYE . BEEITLAR— MIICMP #BI - TH Y | s8R — MME 0o TT,
BB FOBE, BEEITLA— NI 0 T, SiEAR— NI ICMP @51 T,
st Xy hDOYE. EEILA— N ESEER— FOM G 0 TT,

THU—HK Ny Ned—F =Tk T 5 ) — R, 7+ T —=FNERON Ty N EZE
LizE &, ZOEHROA—T—NES TIERWEAIE, 740 —FET 4 L7 XA —
F—EFNEbETnb, ZOF—F—~DO7a—%M LET, T, ZOEERICE
LCT AT —ERZETHZEOMDNNry NATT, T4 L7 XE, 74V —FIZb72b
ZENRTEET, THU—FNSYN-ACK X7y NEZE LA, 74V —F3 "y
D SYN 7 v ¥ —HA—FT—%EERGTE50T, T4 L7 X IZWabE b LE
WIRNZ EIZEB L TLEEW (TCPY—F7 v AD T X MMEE N LI2HE1E, SYN
Cookie [ZfEFH SNR2NDT, T4 L7 Z~DOFWEDERMLIETT) |, fEfeilsmEn >
n— (72 & ZIEDNSXCICMP) DOEAIX, 74 V=X g btofbvic\ry v &
BUBIZT 4 L7 ZITEE L. TA VI EARNZDO/ Yy bed—F—IZXELET, 12D
Bt LC, BHEOT7 3V —APFEHETEET, LR RANLV—T v MR TE
HDMX, 7AHT—EN 1O, HEHOTXTONRTr Yy et —FT—R2ETH LN
I, BN — RRT U U T HIEMER STV A IEA T,

F54 R— 4957 ETO Threat Defense Virtual D7 525 1) >4 |}



TS5 4 R— 4559 KTO Threat Defense Virtual D7 S X% 1) v 4 I
B s vzsoman

A

GE) 7 I7A2 VU TEERTLEEIEL TCPY—F U ADT 4 MME
NS D LIIHEE SN EE A, SYNJACK X7~ RS R v
TEINDLAREMEDR D LT, —HEDTCP & v ¥ a UL S U7
WHIBEMER B 0 F77,

s T TGTAUNE—F— . 7T T A MbESNTN Ty VOBE, 7T A N ERETD

JTAR ) —RIE, 777 A FNOREILELEDOIP T KL A, BLU7 >y FID O
Ny VaREHLTT7 77 Ay MA—F—%RELET, TDO%, TXTOT T T AR
W TAZGEHY V7 % LTI T 7 A MITABRICEESINLET, A vyFoOor— KA
FUANy A THEHENDSZ ML, BHDT T 7 A MZOREENTNDTD,
TITARNNRIND I T AL ) —RZa— KT T E8NHEERH0 £, o
TIT A MIE, BETLAR— P EEER—MIEGENT, Dy T AHF ) —RiZue—FK
NI TENDIEENHET, 777 A MIEEIT B ry N2HT B
TNT B0, RETHERIP T RLRALER—= DNy 2 lZESNWTT 4 L7 X E2EE
TEET, FILWEROBEAIX., 777 A NORBENERTAESE & L TRESNLE
T, BEFO#EROLGG. 77 7 A NTEEIL, 77 AZG#Y 7 2 LT, FEEIN
TR AR TN COT7 T A L M elnk LET, 0%, BRTAEITTXTO 7 F
TA N ETERELET,

FLWMEGROMAE
HLWEERE — RS ULV TR TZ FRAXD ) — NICEEEINAESIT. F07 — KR
O OmE R4 —F—E0 E£9, Eoo Ty BRI ) — RIZEE LEESAE. £
DRy MEZ FAZHEY 7 2 A L TA—F— /) — RiIZizk S+, WhHmo 7o —)n
W) — RIZBIELEBAEIE. t/ — RV A L7 FENFET,

TCPOYH T ILT—2 70—

WOFNE, LW O 2R LET,

B 751 ~—F+% 35" FTO Threat Defense Virtual DY 5 X4 1) >4



| 754 ~— K% 5 KTO Threat Defense Virtual DY 5 25 1) >4

IcMP 3£ U UDP 4> TLF—42 70— |

1. SYN
SYN/AC

Inside Outside
Client
After step 4, all 2. SYN/ACK
remaining packets
are forwarded
directly to the owner. Forwarder
. y
Cluster
1. SYNAXFTw X7 T4 T 2B 3 E X4, Firewall Threat Defense @ 12 (@ — K35

N

w

»

ol

o

~

©

U HEIZESL) WWEEENET, 2wt —TF—¢ R0 Et, FA—F—iTT7ue—%
B L, A—F —1F#EZ = 22— K LT SYN Cookie AR L. 7347 v b &P — gk
LE9,

SYN-ACK 737 v Y — 3053845 Zd1. B Firewall Threat Defense (2 — K X5 v
VT IFEICHES L) ITEME &N E T, Z @ Firewall Threat Defense IX7 + 7 —4& T,

T O — XX ORI LTIV D T, F—F—IE# % SYN Cookie 7257 22—
RL., A—F—~DiniE7 o0 —Z2{E L. SYN-ACK & A4 —J—|Z#zk LE 1,

F—F =T 4 LI ZIREET v T — FEEEL., SYN-ACK #7 T4 7 > MI#zik L
3

F4 LT RITRET v T TF— e —T—nOZEL, A—T—~D 7 a—&{ER L.
F—F—LFERRICTCP AT — MEREZFTHR LET., T4 L7 XiF. ZOEGRONNY I T v
7 A —F = LTCOEEEELE T,

INLIEE, T U—FICEE SNy NIRRT, A==k EhE 1,
Ny REOMO ) — RIZEUE ENTHE. €D/ — RiExT 4 L7 Z I nWEbET
F—F—%EEL, 7u—%fExr L E7,

Ta—ARENEL LB AIE, KRBT v 7T — "R A—F = b T 4 LI ZITEEEN
ij—o

ICMPE LUV UDPDHY U TILT—2 70—
WOFNE, LW O 2R LET,

TS5 4 R— %559 KTO Threat Defense Virtual D7 S X% 1) 4 .

333480



F54 R— k495 KT Threat Defense Virtual D9 525 >4 |

B v ssvvrosTLr—570—

1. ®E30:ICMPE LU UDPT—4 70—

1. 1st UDP Packet 4. 1st UDP Packet

9. 2nd UDP

Packet Server

-/

Outside I
—’

A—

5. 2nd UDP Packet

Inside

After step 5, all remaining packets
are forwarded directly to the
owner.

l--"l

) <

Forwarder
Cluster

UDP X7y "7 FA T v " BERIEE . 1 -2 Firewall Threat Defense (12— K35
T HEICESL) ICEEESNET,

2. WMONTy bR E L — N, BELSELEIP T FLRA LR = bONy =l
WCBRSNT 4 LI Z ) —FR&rx) LET,

3. THLVIXEEFEOVe—2BREET. T L7 ¥ 7ue—=ER LT, LEID / — R
by FEEELET, 2FEV., TALIZEANRZOT7a—0F—F—FERLI-ZLIThRY

E36
4. A—T—FT7ar—&EEL, T4 L7 ZIORET v T hEEELT, =Ty
AL ET,

5, 2FHDUDP "7y MIP— nbRESHh, 74V —FITRESNET,

6. TAU—HIEIT 4 L7 XK U TCHTAEMEEHRE 7 =) LET, AN~ 2 — (DNS
) OBE. 7T —FI ) TR0V Ty FERIFEICT o L7 XITEEL.
TAVLITENZFONRTy Mt —F—|TEELET,

7. T4 VI ZIEFTARENSRE 7 4 U — A ITRIG LET

8 T7AU—FFHET v —2{F L TA—TF —Fmaitkl, Ty b EA—F =ik L
=7,

9. A—TF—lFIT v eI TAT MIEELET,

. TS5 4 R— %559 KETO Threat Defense Virtual D7 S X% 1) >4



| 754 ~—r% 5" KT Threat Defense Virtual D9 5 X% 1) >4

TS5 4 A— 4 59 KTO Threat Defense Virtual D2 S X% 1) VT BRE .

TZ4 R— k%9 5 FTO Threat Defense Virtual D 5

AA1) T ERE

HEEE =/ =/ EES
Firewall Firewall
Management | Threat
Center Defense
75 AR D~V AE=|T73.0 WD | TAIDANVAE=S —FHELRETEHELIICRY E L,
A=
7T ORIE ST S AU  [F/34 R (Devices) |>[F/34 REE (Device
Management) 1> % 5 X% (Cluster) >[5 RADANILRAE=ZZ—
MERTE (Cluster Health Monitor Settings) ]
GE)
PARIIZ FlexConfig 2 L CZ b DFREEIT - 72561, BRI
o3 FlexConfig D% EZHIFR L T 723V, HIBR L7225 723561,
FlexConfig D&% E |2 & - T Management Center D% E2S EEX I E
j—o
IS5 AE ~JAF= |7.3.0 WD | T TAFDANVA BT — H T ah— R TY TAXORIEEFRR
H— By aR— R TEBH L9 E L,
FHR/ZEEIN-WE : [ RATLA (System) 1> [EE&EME (Health) 1>
[E=%— (Monitor) ]
VMware 33 L ONKVM | 7.2.0 7.2.0 Firewall Threat Defense Virtual I£ VMware 8 X O'KVM T K4 / — K

@ Firewall Threat
Defense Virtual ® 7 <
AR T

OENA v B =T 2 A ADT FTAZY TP HR—FLET,
HHR/ZEE S -l

s [7/31 A (Devices) 1> [7 /31 A& H (Device Management) ]>
[2 5 2% DEM (Add Cluster) ]

« [T/34 R (Devices) |>[T/\1 A& (DeviceManagement) ]>
[¥# (More) | A== —

* [Devices] > [Device Management] > [Cluster]

PR—=FEINTNWETT Y 74 —25 : VMware BL D KVM ED
Firewall Threat Defense Virtual

F54 R— 4957 ETO Threat Defense Virtual D7 525 1) >4 |}



F54 R— k495 KT Threat Defense Virtual D9 525 >4 |
B 75 ~— 5% ETo Threat Defense Virtual & 5 25 1) V' BE

B 751 ~—F+% 35" FTO Threat Defense Virtual DY 5 X4 1) >4



BERICDOWT

CORF2IAVMNEI, RKEVRAOARITRF 2 AV MNDSEMRTT, YV IBHRICODEXLTIE
. BERBRIBEFAT. ZEBRICTZ Y 77— DHD. UV IEOR-IHBEI/LTEThTWNS
BEFHDEITEEZCTELIEZD, HBLETHLEZNMREBDFTIDT, IEXLBABICDL
TIKETAIPMDRF AV M ESELESZL,



