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DCERPC 7u ha kv, plxdOFRy hU—27 RA M EOTuBAR, F—HA MIEE
SNTWAEGA LRBEICEE T ET, B, 20 L5 7 vk AM@EEIXHR A FET TCP
B ELONUDP #& i Tzl S4vE$, TCP #55CTlE, DCE/RPC 2% Windows Server Message Block
(SMB) & b a)LE721% Samba TX BT T END Z E0RH D £9°, Samba I,

Windows <> UNIX/Linux AD AR VL—TF 4 > 7 VAT AL SN HIREGRE T nt A
BEEHEINNAA—T Y —ADSMBHEETT, £/, *» FU—7 Ed Windows IIS Web
P —/N—"TIXHSRPCover HTTP NEH SN D Z N H Y £9°, ISRPCover HTTP (%, Y1 ¥
Y TCPIZ L VIRESILD DCERPC N7 7 4 w712, 7747 U+ —/L&I L THRGERIE %1z
iU E9,

DCE/RPC 7'V 7uat v F 7 a v &ZOEEOHAIZIL. Microsoft (2 & % DCE/RPC D3
WETHDOMSRPCOAGEND Z LICHEBE L TLEEV, SMBDOA 7Y 3 v LHEFEIZ DWW T DL
BHI%. SMB & Samba O FIZY TIEED £,

1T & AEDDCERPC =7 A7 1A ~E, DCERPC #—/3— (v hU—72 E® Windows £
7213 Samba 3B L CTWAIEEDHR A R) x5 E LI=DCERPC 7 7 A 7 > FERTHRAEL
FT, Flem s A7, NIV —A"—0ETHLRET L2 ENHY £F, DCE/RPC 7'J 71
+ > ¥id, TCP, UDP, BLUSMB k 7 AR — TH 7N 72 DCE/RPC EXK L InE
ZHH LET, ZhiZiE, RPCover HTTP N—V 3 v 1 2 L T TCPIZ L W rEEND
DCERPC baENnEd, 7V Fut v P L DCERPC T —# A kU —ALZ%Z455H L, DCE/RPC
N7 7 4w 7IZBTHREREMEL IR A R LET, /2, SMBT—% A MU —A%
oM L. B 72 SMB BhE & [EIBER I 2 fH L £ 57,

IP fiEfb 7 ) 7t o LA IPREBLORTCP A MY —24A 7 U Fuak v Hi2 L5 TCP
AN —ADOFRERICIZ T, DCE/RPC 7'V 't vHid, SMB Ok 7 A v Mufighk &
DCE/RPC O il b7V FE 9,

%12, DCE/RPC Y 7ut v gL —L oo 0 GO TXx 5 X H5IZDCE/RPC N5 7 4 v
7w ER b L ET,

AR AV LARBEECaRI 3B DCERPC KT T4 v
DCE/RPC A vt —1%. 2 ¥ DCE/RPC Protocol Data Unit (PDU) O 1 DIZHEHLL £,
a4 <3 8 DCE/RPCPDU 7O )L

DCE/RPC 7'V 7u & v #i%, TCP, SMB, # L U'RPC over HTTP k7 > AR — h Tz %
23 a I DCE/RPC ZkitH L %7,

ax9 232 LARE DCE/RPCPDU 7B kaL

DCE/RPC 7V Fut v#ix, UDP h T v AR— FTa s i 3 L 2% DCE/RPC % &
HLE,

Z® 25D DCERPCPDU 7' 1 h 2/LiZid, TNENEEDORH L LT —XFERH Y 7,
7o ziX, 237 v a VRIDCE/RPC D~y X —OF S T@HEIT 2434 FTTR, ax7 v
¥ L ZBIDCE/RPC D~y X —DR 318034 ~ ([HE) T, /o, 777 Ay Meaxs
T a LA DCERPC D7 T 7 A FOIELWIERIZ, a7y ar LA NS o ZAR— |
T TE 20z, b Ic, ax7 3 a2 L AR DCERPC ~ v X —OfEIZ X > THER?
TAHOMENDY £9, ZHE TS, 217 23 VRIDCERPC DIELWT Z 27 X KA
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FiEF T AR —F 7 hail ko CTHEFF S E T, DCERPC 7'V FrEvHid, b
efhd 7 v ko VERORMEEFH LT, W0 e b a LV TRESZ OO RRERIN A T =
=1L, FT7 7497 %7 a—FBILMESLTHBL—L 2 PUIELET,

wOX%, DCE/RPCY Y 7 ut vV nNEfi b T o AR — MDDCERPC FT7 7 4 v 7 OLH %
BT DR A hERLET,

Connection-oriented DCE/RPC

TGP Port 135

| P lTCF* ﬁ?onnectim—orlemed DCE/RPC | ]_|

SMB Port 139 or 445

| P |TCP Fela|os|sma [Connechon-orienled DCE/RPC [ | I | I

Connectionless DCE/RFC
UubDpP Port 135

| P |L.IDF’ |c:nnnactionless DCE/RPC [ | |

jeral=cil

== DCE/RPC preprocessor starts decoding
ZORDORDFIZEE LT IZS N,

s 7 x)L /) 7 TCP 721X UDPAR— k1351, TCPE L O'UDP k7 v AR — k® DCE/RPC
N7 4w ERELET,

¢ ZDOKIZTIZ RPC over HTTP IZEEN TV EH A,

RPC over HTTP O34 . =% 27 > = B DCE/RPC 1%, K24 X 52, HITP #/- L7-
VIR TES —4 v AD#%, TCP R CHEBmEINET,

«DCE/RPC 7V Yt v H¥(3@E. NetBIOS B> > g h—E2XHDY =)L/ 7> TCP
A— 139 2>, [EREICFEEEES N =/ 77 Windows R— ~ 445 TSMB h 5 7 4 v 7
EZELET,

SMB (213 DCE/RPC 5L LM b 2 DOEEN H D 7-, 7V 7k v P iX SMB + 7
T4 v IMMNDCERPC FT7 7 4 v I HBELTWENE I MEETHRELET, XL T
WRWEEAITAER 2R L, fRIE L TV A EA T 26T L7,

¢ IPIZL VI _XTDDCERPC b T v AR— BRI EBUENET,
«TCP 1%, T+ _RTD a7 3 % DCERPC Z{zt L F1,

«UDP |3z %7 3 L AW DCE/RPC &z L F1,

DCE/RPC 2 —*/7vy b "R—X K1) —

Windows 33 &2 OF Samba @ DCE/RPC D34 |I R & < B £4, 7= & 21E. Windows D3 =T
D/X—= 3 F, DCERPC +7 7 1 v 7 Dbl e #) 0 7 Z 77 A s D DCE/RPC = 7
X2 MID ZFEHLETH, Samba DT THONR—V g 03, BEEBEDOT I T AL FDOa T X
ANIDEMEHLES, o, FEOBEITOH L AR 572912, Windows Vista Tldi#]
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RPC over HTTP +5 > 2 K—+ [

D7 T T A FOopnum (B{EEE) ~vH—7 4 —/L R&HH L E T2, Samba & Z DD
T RTCHONA—Y 3 D Windows TIEKED T T 7 A2 h® opnum 7 —/L REEH L £,

Windows & Samba @ SMB D324, KEREWEH Y £9, 7= & 21E. Windows 134 Bifd
& T OEAEREIZ SMB OPEN B8 L OVREAD 21~ > K& L £33, Samba (X2 b0 =
~ U Rk LER A

DCE/RPC 7'V 7t v HaHWNcT DL, T74NV DX =4y b= K —RNHEH
AN Y £, MBS U T, B2 25 Windows <° Samba /X— ¥ g U & FEITT A DK
MaeRtBE L2 =7y N XR=A R o—%BNTEEST, 774V DX—F v h_X—2
KU —ix, oL —5y hR_R—ZARY —IZEFNTWRNWERR MIZEHINET,

EH = FR—=ADRY > —TIHIRDETENAHE T,
1O EDNTUAR—FEFYZL, ENFNIZOWTRHRER—FERBETELET,
s HEIRH AR — M2/ L THRELET,

HRE LT 1 DU EDIA SMB U Y —A~DOERNITENTIBEICTDOZ EE2RIET 5
o, AV ey b ERELET,

*SMB F 77 4 w7 TT77ANERIHL, RIHSNTZT7 7 A VTHRE SNV A M E R
H+HrLEoc, 7V E2HELET,

«SMB 71 h I )LDk E O —Y I N E RS REIEA T a v EEETEET,
IOF T a T, EBESN SMBAndX 2w 2 ROBMBIEE S NT-RRREEB LT~
BRI TEDZ L BT AE2ICT Y TukyhERELET,

DCE/RPC 7'V 7ut ¥ TSMB FT7 7 4 v 7 77 A MEHZANZIT H1ENIT, jfya
VTCINBDT s ANEXRYy STy LTI Ry T, £EFATI v 7 oo
CiscoAMP 7 70 RIZIHET DL HIC, Z7 ANV RV —2RETEET, TORY /‘—V\?
T, [77 a3 (Action) ] & LT[ 7AW (DetectFiles) | £721X[7 7 ANV T w7

(Block Files) 1 &R L, [TV — a3 7ua =z (Application Protocol) ] & LT [{E:
& (Any) ] £721%[NetBIOS-ssn (SMB)] #E4R L T, 7 7 A )L b— L ZERT 20BN H Y F
7

RPC over HTTP 5 > R R—

Microsoft RPC over HTTP Ti%., ROKIZ/~xT XL 912, DCERPC hT7 7 4 w7 & oV
LT, 7747 U4 —/LEBEIE5Z 08 TEXE9, DCERPC 7'V 7' 1 ¥ v ¥ % Microsoft
RPC over HTTP /"—Y 3 o 1 R L 7,

77—y avEIuTFontyy ]



FIUr—vavEIyTateyy |
B ocerec o—i 7o ay

Port: 80
Blocked port: 52
B % Port: 583
TCP/IP connection
TCPIIP connection
||
Firewall I
DCERPC|  RPCover HTTP ok RPC DCE/RPC
Client | client connection | Proxy RPC over HTTP Server
Server server connection
R e ——
| < oo c o o B o
DCE/RPC over TCP DCE/RPC over TCP
Managed Managed
Device Device o
3
Examgple 1: RPC over HTTP proxy Example 2: RPC over HTTP server [

Microsoft IIS 7' & %3 H—,3 L DCE/RPC ¥—/NZ, [RIUEAA M EIEBIADHRARA MIA A
F—ATEFET, WTFNOBEETH., RO Taxy £ ar b —_"FFoarnbb
F9, ZOKDORDAICERE LTIV,

« DCE/RPC ¥ — XA — F 593 TDCE/RPCZ AT v b v T T7 4 v 7 H2F=HF LETA,
T AT I+ —VIZDOR—F593 %27 ay s LET,

BWE., T AT A=A TIET I AN N TR—F 5930872y 7 SNET,

« RPCoverHTTP (X, 7 7 A 7 U 4 — /M K-> CHFA SN 5 aTREMEA &Y =L/ 7 HTTP
AR—F 80 ZfEH LT, HTTP #H T DCE/RPC %15k L £7°,

<5l 1 X 512, DCERPC 7 54 7 > k& Microsoft IS RPC 7' 12 ¥+ H— DD k5
T4 vV HBE=ZT DAL, [RPCover HTTP 7’12 % 2 (RPC over HTTP proxy) ] 47
varEBERLET,

« 51 2 D X 912, Microsoft IS RPC 7' 12 % 3 #—,3& DCE/RPC Hr— "3 E7e 5K A~ R
B, THRARAP2OOY— DO NT 7 4 v 7 HET=H L THODHEEIE, [RPCover HTTP
H—,N (RPC over HTTP server) |47 v a 2R L £,

*«RPCover HTTP (2L Y DCERPC 7 A T v h &Y —R—fTHOTaxy vy T v 7N
SET L%, bT 74 v ZIXTCP 2k L% 7 2 g VA DCE/RPC 72\ THERE S v
T,

DCE/RPC /' O—/N)L AT 3>

71 —/N)UDCE/RPC Y Fut v A7 avix, 7 7ty doMiEL2HIEL £, 2
L7 AEYAE (Memory Cap Reached) | B LO[SMB &> v a O HEMRHARY > —
(Auto-Detect Policy on SMB Session) |47 v a Y LUSNDAT v a v EEETLHE, T 5 —~
VAF IR SRR S RIS T RREER H Y £, TV Tk v onT, £47Y
Tut v LA SN TV D DCE/RPC b—/ b & OO EAEFIT OV T3S EE L T
BRWEAIE, ThoDF 7y a v EETRLRNTEEN,
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cerpe yo—sL A 7o 3>

PITFOMBATT) 7at o b— A RNERINNTWRWGAE, 7Y a 37 atk v
JL— )L RNEEA T BTV ER A,

BKI755+*22 kY4 X (Maximum Fragment Size)

Ui koA 20k (Enable Defragmentation) ] 238 &4V TW 5555, DCE/RPC 7 7 27 A2 b
HRRRKEEZRELE T, TNEVLRERTITAL FOSE, 7Y T at v 37
DIZT T T A bO—EEG VT, FEOY A XL Th ok ZiTWET I, EEED R
Ty MIEEENETA, ZZAT7 4=V ROEGE, ZOF T a ATEHIZRY £7,

(K7 T 7 A2k A4 X (Maximum Fragment Size) ] 47> = »id, V— /B33 508
DHLHERS LRI UNZENLU EICLTIZE N,

J)7t>71) LELME (Reassembly Threshold)

[Eift. DAF %Nl (Enable Defragmentation) ] WNEIRINTWAEGE, 0 2B ETH L2047
Ta NS0 £3, HHWIE, 7T T A MEE Lz DCERPC D/ A N, %
W APAIT. FRER SNy FEL— L DR ET ARNICF 2 — I ANDE 7 A
¥ MESMB O3 1 MEEEELE T, RWMEZFRET 5 L. BB oM~ Em< 720 £
TN, N7 =< RACEREE R TAREERSH Y £, 2o+ Ty a 2T 5E
I, N7 =< ADEEET AN LTEBISLERNLY £,

[VT7Er7 U LEVMHE (Reassembly Threshold) 14 7L a3 E, W— BT HLERH 5
R ERUNENL EIZL TSN,

=iE\E DHEZNE (Enable Defragmentation)

77 A MEENT=DCERPC v T 7 4 v 7 @b T ANE I EREELET, BT
L, 7V 7y Pidgl e R EBE L CDCE/RPCT —Z & /L—)L TP U IZEEL
TR, 777 A MEENTZDCERPC T —# TOTZI AT, " REETIVATNDHD
F7,

ZOAT v a U iE, DCERPC R 7 7 4w 7 Zlglb L7pnE WS R H Y £33, 1F
LAEDDCERPC =7 ZA7aA FCTik, 777 A MEZFIHL T A7 a4 hZ&ES0D
THREDTONET, ZOF T v a2 hicdse, ZEAEDOEMOTY A7 a4 bR
NANRA S, BRERAS KEICREELET,

EEL-AE)SE (Memory Cap Reached)

ZY Tty HIZEH Y TONTRRAEYHIRICE L), ERIEZ0RRE2ER L2 &
ZHRHLET, ERATVHIIRICE L2, £RITZ0RBREZBEB L-HE. 7V 7at vy
WA Xy o AR IEFERI LIz y v g VIZEEM T HILTWD TR TORET —
AEMBIL, By a rOFNUBOES ZEHR L £3,

= 133:1 ZHENMNCTDHZENTEET, A XV MEAERL, 4120 T4 VERTEH., 204
TarvOERNTy M Rkay T LET, RANL—IIREORE 22 L T 7ZE0,

77—y avEIuTFontyy ]


management-center-device-config-73_chapter52.pdf#nameddest=unique_1764

7IUur—vavBIFuFoeyvy |
B ocerrc s—4 o bR—z Ky —FTLa

SMBtviarnBEHKRHAR > — (Auto-Detect Policy on SMB Session)

SMB session Setup Andx ZRIS KX OILEITHE 41TV 5 Windows F 721X Samba D /3— 5
VEBRHELET, S AN—=Ta R, [RY v— (Policy) |fXEA T a V TRIEIN
TW5 Windows £721% Samba D/X—2 g U E B AEE. FO®y T a B, BHEEH
TR —=Ta URRENA—Va v EA—R—=F A FLET,

=& z1E, [RY ¥— (Policy) 12 WindowsXP Z %€ L71=5AIC, 7V 7 2t v 575 Windows
Vista # 5L, XUty IFDtEy g Tl Windows Vista R U & — % H L F
T, TOMDOBREIIBIEHETAHZITT,

DCE/RPC k7 > AR — R~ SMB TlE2WGAETE (K7 AR — 3 TCP £ 721X UDP D
) A=V arERETET, R —ZHIICHRTETEEFEA,
IOFTvarEAMNCTDHICE, Fuy XXy JARTROWTUNERIRLET,

N —RITTAT N T T4 I TR — A TERETHITNE, [ 74T b
(Client) ] ZZIRL £,

cITAT U MNYP—=NR T T 4 v I TRY — 2 AT ERET HIZIE, [—Y (Server) ]
IR L E T,

N —=NTTAT NN T T4 I T TAT NI =N T T 4y 7 OWMGTTHRY v—
S AT ERET DI [ (Both) ] 2R L £,

LA S—SMB#&REE—F (Legacy SMB Inspection Mode)

[L AT —SMB#iZEE— K (Legacy SMB Inspection Mode) | A %h72454. A7 A1k SMB
NR=Ta 1 T 74 v 7ICDOHSMBREANL—LEZEAL, b7 AR— k& LTSMB/Y—
Ya 1 ZfH L T DCERPCEANL—/L%ZDCERPC F77 4 v Z7ICHEHALET, 2047
va VNS VAT MESMB A=Y a1 2, BERUO3EHEMLTEF I 7o v 21T
SMBR2 AL—/LZHEHLETHA, SMBRX—U 30 1 DR, T AR—FE LT SMB 2ff
fil L < DCE/RPC 12 AL —/L% DCE/RPC 7 7 ¢4 v 7 \ZHA L £,

BEErEYD
AR a7 8 L protected_content F— 7 — RD 5|44
BEEE : byte_jump 35 £ U byte test F¥— 7 — K

DCE/RPC 2 —4°y hR—R R — AT 3>

£ —4 sy hR_R—Z RY 32—k, TCP. UDP., SMB. B X TURPCover HTTP T v AR —
FD S B1OU EEENCTEET, FIT U RAR— FEEDCTEEESITL. 1oL EofEHR—
r (DCE/RPC b 7 4 v 7V HBET A 0o TWVWAR—N) ZERETALERH Y £
j—o

VAT, FTIZANRNOBRHER—F (T2 ) 7 R— FEREE T2 N3z H
SNTWER—K) ZHEHATAZLE2HIELTWET, BEAR— F2BNT5201%, 74/
FoIAA DR — R TDCERPC T 7 4 v 7 i LI2BA& 71T T,
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DCERPC #—4'w hR—2 KU v—A4Toa> [

Windows DX —47 v h_"—ZA KR o —TiI, Xy hIV—I DT 7 4 o7 l—FTDHLHIT.
12U EDEED N T VAR — bOR— N EEOHMAELETIEETEEY, LML, Samba
DHE—2y h_R—=Z R —TILSMB 7V AR— FDR— F 2T E2FRETE E9,

\}

GE)

L b 1 OD T AR— FRART/2 5> TS DCERPC #—47 v h_"—Z R o —%
BEMULESGAZRE, 7740 OX =7y hR_R—ZA KR > —TiF3h72< &1 120 DCERPC
NI UAR—=NERINZT HHERNHY £7, 72L& 21X, 73TO DCE/RPC & 2% L TH
ANEREL, RAETEDEA MUIT 74V DX =47y bR_R—=ZARY =% R L7-< 220
BENHYET, TOLIRBEEF. T 74NV DX =y PR—AKRY —D b T AR—

ALk i LET,

(A7vay) AEmHA— 2 LTiRETEET, 7V ey did, BERHA—
e LTHREENTZA—ME2HRIIZT A LT, FOHR— MR DCERPC N7 7 4 v 7 &5k
LCWABNEINEHBIL, DCERPC FT 7 4 v 7 i LT E Il DO BB 2 T LE T,

HEMHEAR— P2 AT 5581, =7 = A 7V R— MaSEIcHsT5 59, Bk
AR— N3 1024 725 65535 DEIFHIZCERESNTNAD Z L 2R LTS EI,

HEMIE, R T AR— MR — ML o TR SN TR WER— N TOLIET 5 A
HIFEELTLEEN,

[RPC over HTTP 7' 1 &% I H#Ehig 7R — b (RPC over HTTP Proxy Auto-Detect Ports) ] 473 =
»F£ 721X [SMB HEfEH AR — F (SMB Auto-Detect Ports) ] 473 a > CHEWR AR — 2 H%)
WLEVHRELZV T2 LIRFEAELD A, ZHE HESNTWAT 740 M
A= bERE, EHOOLAL NI T4 v I RRETHI LT LA LR, TORIALHD
RN T,

KL=y RR=ZA KT =T, WRITRTIESERA TV a v 2HETCEET, LLFOM
T 7ty L—ARERINTWRWEE, A7 a7 ety r—
DA BT ER AL

Networks

DCE/RPC # —%7 v h_X—A H$—_— K o—%REETLHLFANDIP T KL A, £, ¥—
Ty b= R o—ZBINT 2561, [F—7 v OB (Add Target) [ AR > 77 v
74 RUD [VP—s3— T KL A (Server Address) | 7 4 —/v NIZHE L1=4 R,

H—OIPT FLAERLEFIT RLA Tay 7, 50N IInsonTnnEzidmbszh o~
TRE 572V A MERETEET, 774NV RV —%2E0H, it THRR255BOT a7 »
ANEBRETEET,

T 74Nk RY =D defauit ETIE, BIOZ—4 >y hR_R—=Z R —ThH N A—=ZTWH
RWVE=H—RBRX Y NT—7 BT A FOTRTOIPT FLUARBESIND Z EIZHERL
TLEEW, LER-ST, T74AV RIS —DIPT FLAERIZCIDR 70y 7/ L7 4
JARIIRETET, FLBEETAHVLELHY EHA, 72, ORI > —TZORELXZEH
L7720, FRT&EFRTT FLUAERL (00000 £7205:2/0) 2FEHLZVTLZ LI TExEH
Moo

77—y avEIuTFontyy ]
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Policy

T —WNRBIxy NT—7 BT AL "OX— > b R A RAMEHAT S Windows F 7213 Samba
DCE/RPC D33k,

[SMB & v a0 HEEARY > — (Auto-Detect Policy on SMB Session) | 7 ®—/NL F 7
TavEAMCTHE, SMBADCERPC k7 v AR— hOBPAIC, ZOFT v a v OREE
tyvar ZEICHBIMICA— =T 4 R TEET,

SMB D #Exh74i L% (SMB Invalid Shares)

RELEEAY) Y =2~ RITEND &, 7Y Fat vy I+ 5 1 2L Lo SMB
HHY Y —2EH/ALET, BROLEFEE N~ TR > THETEET, FELETLL
T, HEEZFIRAGCHIZ b TEET, 2L, ROV 7 b7 =7 R—V g U TIIMAT
L7y, BEISNATIELY T8 A, KRICHEZRLET,

"Cc$", DS$, "admin", private

[SMB7AR—k (SMBPorts) |BAEDIHESINTWDLEE, 7V 7 ety HEISMB 7 7 4 v
7 CHIN R EE AR LET,

F & A EDEE. Windows IC X W ARINIEE SNV RIA4 7 2B AL LTHRET DI
I, ZORIATIZRARGENMT2MENHDHZ LITEE LTI, XX BT
A7 CIECS £/21X"C$" L LTHRELET,

SMB DR 72 e Z k4~ 5 121%. [SMB 78— b (SMB Ports) ] 7>, [SMB H 8t H R~ — &
(SMB Auto-Detect Ports) | Z AT DMERHDH T LICHEE LTI EE N,

=V 13326 ZHMNZTDHZENTEET ARV MEAERL, A VT4 VERTIE, 204
Ta v OERNTy Ne Rkay 7 LET, RAL—IWREORE 2SR L TIEI0,

SMB £ KX AndX 7 = —> (SMB Maximum AndX Chain)

HE X372 SMBAndX 2~ ROFRKAE T, . ZEOER AndX 22~ > RIZRF 72
FEEZER L., BRI o CUEFBERERITZ R L CWAAREMERH Y 3, Hiffa~r REFFL
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AL, BRELTCWAEEIINEZFITLET, ZOF T v a Y EEMMNIT S & THIEDEIN
SNB DI, [RPC over HTTP Proxy Ports] = v 7 R v 7 A H I INTWAEETLITTH
HTEITERELTIEEN,

RPC over HTTP 7O %< ;R— ~ (RPC over HTTP Proxy Ports)

B SRT NA A DCE/RPC 7 54 7 > k & Microsoft [IS RPC 7 &2 & 3 H— " — DI L E
SHTWAEEIC, BEDEZEAR— FTRPCover HTTPIZ XL VW Fo U v 7 &5 DCE/RPC k
T4 v ORHEANCLET,

A THHEH. DCERPC b7 7 4 v 7 DSRERSNLH R — R ZBITE E T4, Webth—/3—
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NeZDF 7 arOFR—h UARNMIEBMTOILERHDLZ LICHEEL TN,

TCP Ports
FEEDEKAR— T TD TCP ® DCE/RPC F T 7 4 v 7 O ZHZIT LET,

77—y avEIuTFontyy ]



7IUur—vavBIFuFoeyvy |
B ocerrc s—4 o bR—z Ky —FTLa

IEM722DCERPC F 77 4 v 7 b A7 a A ME, SESERR— &M+ 56N H
DET, R—F1024 LD REVWFEEDR— bR KT, @H. ZOF 7 ar2HC
THEAIEL. 1025 225 65535 F TOR— b #iPH T [TCP Auto-Detect Ports] AN T 24
HYET,

UDP Ports

FEE DK/ AR— FTO UDP ® DCERPC FTF 7 4 v 7 Ola ANz LE T,

IEY7Z2DCERPC FT7 74w bty A7aA M, SEIERR— NEEHT L 5EERD
DET, R—F 1024 LY REVWEFEEDR— bR KHTYT, @, 2047 ar2HC
T 5H%AIE. 1025 225 65535 £ TOAR— M T [UDP Auto-Detect Ports] & A 023 5 M EEH
HYET,

SMB Ports

FBEDHKR—FTDHDSMB @ DCERPC FT 7 4 v 7 OBHEAEIC L £,

T7HN OB AR— A LZSMB 77 4 v I R3BAT LI ENDHY £, MoR—
MIFEAEDY EEA, BFITT 74V FREZFEH L TIIZEN,

[SMB &> aroBEEEHAY > — (Auto-Detect Policy on SMB Session) | 7 ©—/ N F7
vavEAMZT S E, SMB A DCERPC k7 U AR— hOBFAIL, #—7 v bR v—IC
FHLTHRESNTWDEIRI O —H ATty a LB ——TF 4 RTEFET,
RPC over HTTP 7O BE#&HHR— & (RPC over HTTP Proxy Auto-Detect Ports)

B SRT NA A DCE/RPC 7 54 7 > b & Microsoft IIS RPC 7' &2 % 3 H— " — DI L E
ENTWAEEIZ, FEEDR— FTRPCover HTTPIZ LY Fo R VU 27 &5 DCERPC k5
747 OHEREEAESICILET,

BN THIEAE., =72 ATV R— SR E I R—T 5720, — ISR — MFAE LT
1025 775 65535 ZfRE L £7°,

RPC over HTTP H-—/\—B&#& H7R— & (RPC over HTTP Server Auto-Detect Ports)

Microsoft IIS RPC 7' &2 &% & $— 13— LN DCE/RPC r— _R—MNHE7p 5 K8 A M RIZllE ST
BYO, FARLANID2OOY—N_R—[HDO NTF T 4 v 7 FT=H— L TWVAEEES. BEOFR—
K CRPCover HTTP 2LV b r U 7 &% DCE/RPC N7 7 4 v 7 OHERHEHFIZ L
i‘j‘o

TCP B &tk H7R— + (TCP Auto-Detect Ports)

FEEDR— K TTCP ® DCE/RPC N7 7 4 v 7 OBHEMKEZEIC LET,

UDP Auto-Detect Ports
FBEDHKR—FTUDP ® DCERPC FT7 7 4 v 7 OHEBHEZAENCLE T,

B 775—>avEFuTotuy



TrUr—avEIJYIoeyy
DCERPC #—4'w hR—2 KU v—A4Toa> [

SMB Auto-Detect Ports
SMB @ DCE/RPC 7 7 ¢ v 7 Ol = H Iz L E T,

\}

G ZoATvarEBRRTLILBHLLTIUE, DO THLTr—ATT,

SMB7 74 )L A4 2AX% < 3> (SMBFile Inspection)

T ANHDIZSDDSMB T 7 4 v I DA VAT g UEAIILET, IROBIRIEN
HYET,

T T AN A VAT T3 VEBNTT HITIL, [Off] ZER L E T,

*SMBTY 7 A /LT —X& %&M#d 57, DCERPC +T 7 4 v 7 13#HH L2084 1E, [Only]
EBRIRLET, ZOF T a 2@ R$T5L, 77 A4/0E DCERPC 77 14 v 7 Ol
ERETIHAELD T+ —~ U AN LTSRN Y 7,

*SMBT” 7 A /L& DCERPC b7 7 4 v 7 OliFE#MRET HIZIE, [On]ZRIRLET, =
DFAT v arwBRIRT DL, NTr—~ U RTHETLHAREMENH D £7,

SMB k77 4 7 TOIRD T 7 A VZDNWTDA AR v a AT R — R IR THERA,
1 OO TCP £721X SMB t v ¥ a v CRIFFIZERE S N7 7 A L
« O TCP £721XZ SMB £ v ¥ g ViZhlzo TRk Sz 7 7 A /v
Ayt —UBLAORA T — MNER L kT —Z 2 LTIk ST 7 AL

c[@l—F 7y NIRRT —INEENTEY, T—FNA—1"—F v 7 LTV HERE
TZr AN

V=R I TAT U BT 7 AN == |ZRIEL, TDT TAT v b THRERIZHMN
N7 v A

SMB File Inspection Depth

[SMB File Inspection] 73 [Only] £ 721X [On] IZ5%E SN TWDEAIZ, SMB N7 7 4 v 7 CT7 7
AN ENTCRFTRESNDT —FZ DA METT, ROWTINEIEELET,

« IEDAH
0 77 ANERERET DHE

o1 T FANA VAR Vg UEENCT ARE

TR arre—)L R —0 M (Advanced) | # 7D [7 7 ANVBIOR~YLT =T O
#% & (Fileand Malware Settings) &7 > a V CEREINIMELU FIZRDL X1, ZD7 44—/
NIZEEZATILET, [T 7 AN A T 2T NIRRT 234 MR (Limit the number

of bytes inspected when doing file type detection) | TEFR SN TWDHMHE LY b REXVWEEZ Z DA

77—y avEIuTFontyy ]



7IUr—vavEIUFowvy |
B 57/ v5mEszocEmRPC L1

TaVITRETAE, TR Iy e — L R S —DHREN. BIONREREE LTHEAS
nEJ,

[SMB 7 7 A )L A > A~ 3 2 > (SMB File Inspection) ] 723 [4 7 (Off) JIZEREINTWVD
Be. ZO7 44— RIZENC/20 £,

> 2«4 w2 IZE8&E9 5 DCE/RPC JL—)L

1EE A EDDCERPC 7'V 7t v L—)LCiE, SMB, 27 v 3 U BI DCE/RPC. 721X
X7 a3 LA DCERPC D bT 7 4 v 7 TR S D BB AMELREEE o LT R Y
H—=LFET, hTFT7 4 v 7 XA THNZEDMITEDNL—NVEROFRITRLET,

F1: 8571 v I(<EET 5 DCERPC )L—)L

F2T49D 71) 7B+ vy4 )L—)L GID:SID
SMB 133:2 ~ 133:26, 133:48 ~ 133:59
a7 v a A DCE/RPC 133:27 ~ 133:39

IR ¥ a L AN DCE/RPC OF | 133:40 ~ 133:43
i

DCE/RPC J'') 70t v HDEHE
N

CE)  ZokZvarid, Snort2 7 Fut vy HIZYTTEDY £9°, Snort3 A A7 X OFEMIC
DUWTIE, https://www.cisco.com/go/snort3-inspectors & 2 L T 72 &0,

DCERPC 7'V 7 vt v ¥ E&HET DL, 7V Fat vy oMz llEd s 7 a— L 47
arvEERETLN, IPT RLUAEBE L TS Windows F 721X Samba D/X— g 2 k-
TH v hU—7 E®DCERPC — "—%ih4 251 DL DX —5 h X=X H—/— K
V—ERELET, =Ty PR—ZX KU U—KTIE, FTURAFR—K e haLofFR)
{b. DCE/RPC hT 7 4 v 7 R A MIRET HHR— FORE., BIOZOMO Y — —[EHA
A7 a ORELITWVWET,

48 HHEIIZ

s HABZLNE =y hR—=ZADHRV —THRET DXy NT—IR—FHLTWbHh, £0iX
BOXY U= 0 AR Y —TRIEINDS Xy hU—7 V' —r BLOVLAN O
Ty N THDHZLEEWMELET, SOV TIE, Xy NI—I 07 w7 7 A VDR
MR TEEZZR LT EE,

B 775—>avEFuTotuy


https://www.cisco.com/go/snort3-inspectors
management-center-device-config-73_chapter76.pdf#nameddest=unique_744
management-center-device-config-73_chapter76.pdf#nameddest=unique_744

| 77u—vavETFUFntyy

FIE

&

ATy T2
ATvT3

ATvT4
ATFv TS5

ATvT6

ATy FT17

ATvT8

ATvT9

ncerpe 70 Fat v oiE [

[ & — (Policies) ]>[7 % £ R%I# (AccessControl) ] BH L >[7 4 £ Xl (Access
Control) 1 &R L TH 6 [Fy FT—U 547K o — (Network AnalysisPolicy) | #7 U v
7350, [R)— (Policies) 1>[7 2 X flfil (AccessControl) ] REL >[BA
(Intrusion) ] ZiER LT 5 [Fy bT—U 53477R 1) > — (Network Analysis Policies) 1% 7
Vw7 LET,

GE)

HAL bha—PFa— /2, ZZIZU A FERTWDIRAD/SASDT 7 & ZHIRD D 2 5t
i, 2F/BORREHHL TR =778 ALET,

WETDHRY —0IH D [Snort 23— 5 > (Snort 2 Version) %227 U v 27 LET,
WET 2R o—ORICh D [k (Edi) | (£) 227 ) v 7 LET,

ROVIZ[FETR (View) | (@) RRSNLHGEG, REITHME AL B LTEY, RiEX
EHTDHHERPDH D A,

FEROFEr— 3 o SRVT [ERGE (Settings) 1 &7 U7 LET,
[77V/r—ar@r V) 7 rtv¥ (Application Layer Preprocessors) ] F @ [DCE/RPC D
% (DCE/RPC Configuration) ] 23#EZNIZ72 > CTWAHEAIL, %ML (Enabled) 127V v 27 L
£

[DCE/RPCO##L (DCE/RPC Configuration) ] DRIZH B[R (Edit) 1 (£) 227V v 27 LE
D
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[7 7V /r—ar@r ) 7 at vy (Application Layer Preprocessors) ] D F @ [DNS DAL
(DNS Configuration) | 2NN/ > TWD AL, [A41{E (Enabled) 127 U v 27 LET,
[DNSOHERS (DNS Configuration) ] DREIZ&H [ (Edit) 1 (#) 22V v 7 LET,

DNS 7V 7 mty¥ A7 ar (18X—V) THHINTWIRELLEELET,
BEDORY —TEEBIZZORY =TT AW 2 RAFT 5121, [RY —1FH (Policy
Information) %7 U v 7 LT, [ ZE (CommitChanges) | %7 Vv 27 LET,
EHEEEETIZRY =2 ZDFEFIZLEGEIE. MORY o—2RmET 5 &, REOHEE
BICF Yy v a SNTEEATIIWEINET,

RDEZRY

cRAA N P EAEKT DEEIE. DNS 7' et v #r—b (GID 131) ZHICLE
T FEMICOVTIE, MRAL—/WREEDRIE] LT IDNS 7Y Fut v ¥ A7 9
Y8 =) | ZZRLTIIZS,

cRELTXEHLETHELTOREMASHRL TIEIN,
EELEY Y

BARI) =L Xy NT—=T AR —D LAY

BMALEE Ry NI R =L REARY —

FTP/Telnet 7O —4&
A\

=)

SUNTIE,  https:/www.cisco.com/go/snort3-inspectors S L T 72 &0y,

Ok r7 v a it Snort2 PV Tt oIS TIEE Y £9, Snort3 A AT X DFEHNIC

FTP/Telnet ¥ 2 —Z X FTP B L QP Telnet 77— &% A h U —L &5 LT, —/L =Pk
HAFEDOFNZ FTP B L O Telnet =~ > REEHAL L £,

B 775—>avEFuTotuy
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| 77u—vavETFUFntyy
JO—RLFP & UTenet+ 723> [

ga—N\ILFTIPE LU Telnet A7 3>

FTP/Telnet ¥ 2 — XN hDATF— "IN A VAT a v EFRIFAT— LA AL A
Ry arvEFTTIENE I, T a—E RS FTP £721% Telnet & v ¥ a 2425
MEID, BIORT a—F PR3t — % ORHRBRICT —% A N —AOBREEHITT HNE
AMEBPRET DT a— )V A7 g VERETEET,

UToORHATT ) 7oty L— NS L INTWRWEES, A7 va iz 7etkw vy
V= U RBHEAH T BTV ERA,

AT—rIILA2ARY S 3 (Stateful Inspection)

BRI TV DA, FTP/Telnet 7 2 — X [XREZRF L, &3y My aryaryr i
A NERMEL, RSNy va B ERELET, BRI TWRWEGES, BEyva
v arFXA RN LTHAE DRy NESHTTLET,

FTP & — F kA MRAET AT, 20T a VABRIRTALERH Y £3,

EBIE b5 71 v D#EE (Detect Encrypted Traffic)

5L Tenet B L OVFTP £ v >3 VAR L £,

= 1257 £ 12625 FNCT D EMTEET, AU MEAERL, 174 VERBETIE
ZOF T a v OERANTy e Ry LET, RAL—/REBORK E%ﬁ%bf<#é
AN

EE{tT—42 DREZE#HIT (Continue to Inspect Encrypted Data)

TV Tuty L, T—=F AR — LD ALER LT —Z A b — LAOREEHAT
RN T E 2T a— RENT —F MR T2 L0 ITHRLE T,

Telnet A7 3>

FTP/Telnet & 2= —#Z X % Telnet =~ ROIEEHLE AR E-ITEIC L, BHEORE 77—
BENETITESNC L, FFAFRE Are YouThere (AYT) BEEO L XVMEARETXE T,

DTFOBMBATT ) 7at o b= ANERINTWRWES, 7Y a i ” ) ak v
JL— LS BB T H L TV ER A,
R— b

Telnet N7 7 ¢ v 7 HIEH{LTH5HR— 2R LFET, @, Telnet iZ TCP AR— b 23 285 L
FT, AL F—T A AT, EHEOR— 2 h o ~TRI->THRELET,

A

FE KL T7 74> 2 (SSL) (37 a— RT&XRWWDT, R— 122 (SSH) ZEMNT 5 L&, T
NOFERNDA U DA EEERH D 9,

el

77—y avEIuTFontyy ]
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1IF#1t (Normalize)
FHEDOKR—F~D Telnet 877 4 v 7 #1EH{LLET,

EE5 (Detect Anomalies)

ST AHSE (7RI m—3 9 U4 T) 720 Telnet SB (7 T m—3 3 VLR @
M EAENCLET,

Telnet XY R — h 57T —a 0%, SB (7T — 2 UBilha) CTHRRLAEL,
SE (V7 xadvx— g &T) TRTLTWARITNIERY E8A, LxL, —E80D Telnet
RS TIL, X9 5 SE D72 SB MM S N E T, ZiuE, EREREGIIORN DT
nNodsREZEETT, FIP X2y bu—A 85 T Telnet 712 b 2 V&I 5720, FTP
b ZOEEDORELZITET,

=V 12635 H/NTHIETARU MEERTE, A0 T4 VEBTIR. ZOREN) Telnet
NZ7 47 THRHESNAGEICER Ny b2 Ray 7 T&Ed, FIP2~v2 RF ¥R T
BHEINAEEIINL—IV 1259 2N TEET, BANL—VIREEOEREEZZR L T X
AN

Are You There IRE M L =L \ME (Are You There Attack Threshold Number)

HHTHAYT 2~ FOENBED LI WMERZBZ-HAICEDOZ 2B LET, Cisco
1T, AYT LEVMEE LTT 74/ MELLTOMEEZFRET 5 Z & 2 HELE L £7,

=V 126:1 ZHEMNZTHZENTEET, AV MEERL, A1 T4 VEBBETHEH., 204
TrarOERNNy Me Ruey P LET, BALV—VIREDOHRE 22 L TLIEE0,

H—/IN\—LARILDOFTPA T3y

BEDOFTP —_"—TTFa— K47 va e ECEET, BT8P —"—Ta7rAg
WX, "I T 4w A —F B = R—DYP—X—IPT7 FL AL R— MR EENFET,
BREES D FTP 2> R& | REOY — —THAET D FTP 2~ RZHEEL, 2~ FO&K
KNRTA—HERFETEET, £, Ta—FNBEDa~y FCHIET A/l EDa~ L R
RELZREL, REBERRKI~ L RARATRA—FEEZRETH L TEET,

PITFOMBATT ) 7at v L— A RNERINTWRWGEAE, A7 a 37 Fat v
JL— )L NBHEM T BTV ER A,

Networks

FTP 4 — =D 1 DU EDIP 7 RVAEZBET DL, 204 varyzEHLET,

H—IP7 FLAFZEIT RLAT a7, HAWNNIZOWTNnFERITE T2 0~ TRE) -
77UVAMERETEET, RECTE AHRARLFHIL 1024 LFTT, T 74V Tur7r AL
EEORRK2S5HOT e 7 7 A VEFRETEET,

F 74 b RY =D default RETIL, WOXZ—4 v hR_R—ZA KU L —THAA—=EN T
BNWE= S =B Ry FT—7 BT AL FDOTRTOIP T RLARRESNDZ LIZTHEEL
TLIEE, Lo T, TNV RIS —DIPT RLAFEZIIT RLA 7oy 7 I13t8E

B 775—>avEFuTotuy
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| 77u—vavETFUFntyy
g—ri—Lanorrirva ||

TET, FERETHIHLELLY A, £/, HIORY O —TZOREEZEAICLTZY, +
_RCEFETT FUAER (0.0.0.0/0 £7213::/0) Z2HEHTIHIZLIETEERTA,
Ports

BHRRBT RAANINT T 4 v I TS —FT HFTPY—"—0DR— FEIEET DI, 20
F7varEHERALET, A ¥ —T 2 AT, HEOR— b 2 ~TRY->THRELE
4, W—F21IXFIP b T 7 4 v 7 HODU =)L) T2 R— T,

File Get 1< > K (File Get Commands)

PRI TA TV N7 7 ANEEIET HTOIEHNTHFTP 2~y RE2EHRTHIC
X, ZoOF T arEFERLET, AR— DO RBARVIED . TS OEEAZEE LA
TLTEEWY,

A

FE Y AR— L OERNRWERY | [File Get =~ > K (File Get Commands) | 7 4 —/L K& 2
LW TLIZENY,

File Put 1< > K (File Put Commands)

TIAT VML —NR—ZT7 7 A NERET DDA T S FIP 2~ REERT DI
X, 20T arEZEALET, PAR—EDDLOIERVBZVED, ZHODEAEZEE L
TLTIEEWY,

A\

FE YR — IS OERNBRVERY | [FilePut 2~ R (FilePutCommands) ] 7 4 —/V RZZZHE L
IRNTL SN,

5BH0FTP 1< > K (Additional FTP Commands)

Fa—APRHT a2 FEBMTHEET 510, 2072 HLET, #Hoa~r K
BT 58481%, a2 REARXR—ZA TR > T FE N,

BINTE D 3~ RIZiE, xpup, XCWD, XCUP, XMKD, XRMD3H Y F7, T bDa~ RDFE
Mz oW TIX, RFC775 (Network Working Group (2 k55 4 L2 b VICHES< FTP 2~ RO
R 2L T 7Ea0,

FI4+I) FEKA/ISS A—4 K (Default Max Parameter Length)

RV ARNRTA—HERRESIN TRV a<wy RORRARATA—FEEZHBRHET AT, 20
F 7 a v EEALET, RERKST A—ZRIX, LEREE BNt 1,

N— V1253 HHINCT D ENTEET AR bEAEKRL, A0 T74 VBT, 2047
varOERNNTy e Rry T LET, BAL—VIREEORTE 22 L T a0,

77—y avEIuTFontyy ]
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FIUr—vavEIyTateyy |

By~ romprivay

REHZK/N\S A —4 K (Alternate Max Parameter Length)

RIRDIRRNT A= RE2BNToa~v FEEEL, ThbDa~xy FORRNT A=K
ERRETHIZE, ZoF7varEMHLET, [Add 227 Y v 7 LTITZEML, FFED =
~ U R CHRIET D RBROIERNTA—ZEEZRELET,

Check Commands for String Format Attacks

BESNTa~vy RTT74—~vy NUTFHNIKRBEEZRET DT, ZoFFvarz2HHLE
j—o

=V 1255 /T H T EMTEET, AU MEAERL, AT VERHTIR, 204
TrarOERNT Yy Me ey 7P LET, RALV—AVREBORE 22 L TIZIN,
a7 FOZ A (Command Validity)

FBEDa~y FORMBRIEREANT DL, 20X T a2 EHLET, DB (Add) ]
7V v 7 LT, avy RRGEHTZ8MLE7,

= V1252 L 1254 % BN TDHZENRTEET, A XU MEAEKL, 1 T4 VERTIE
COFTarOERST Yy v E Ry T LET, BAL—VIREORTE 2R LT EE
v,

FTP &5k % 448 (Ignore FTP Transfers)

T — FERIET X LIV TIRREA VAR Vg VA DTRTDA VART Vg VEESIZLT
FTP 7 — A MRk D/ T —< UV AEWET HIZE, 204 T varaHLET,

N

GE)

> (Stateful Inspection) ] ZERT LN H Y £,

F = REEE BT HIIE. T — L FTP/Telnet 77 a  [AT— 7L A VAT g

FIPO< > FTOD Telnet TR —7 30— FD#HE (Detect Telnet Escape Codes within FTP
Commands)

FTP 2~ K F % /LT Telnet 2~ ROMEH I NHEICEDOZ L2 BRHET DI, 20
FTarEEHALET,

=V 125:1 ZHENCTDHZENTEET, AU MEAERKRL, A0 T4 VERTIEH, 204
TravOERNN Ty Ne Ray 7 LET, RALV—VIREEDHRKE 2R L T EI0,

EHRIERFIZEEDa Y Y KEESR (Ignore Erase Commands during Normalization)

[Detect Telnet Escape Codes within FTP Commands] 233 S L CWA A, FTP T 7 4 v 7
D IEBULIREIZ Telnet DL FIR L OTOWEa~ L REEGET 121E, o4 T va v &AL
F9, ZOREE, FIPH—"—IC L5 Telnet i E a2~ > RO FILEL —BT H0ERH Y
F9, —MKIZT, BLWFTP ¥y — =X Telnet {HE a2~ FEEHLE T, ZEAL L0l
P— =L Telnet {HE T~ RELLHET 5 SICERE LT EIN,

B 775—>avEFuTotuy
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| 77u—vavETFUFntyy
Fpavy kogiEr7— Aok

FSITNSa—FTaoF9 4T3y  FIPaT Y FOBKRIEREDO Y %50k (Troubleshooting
Options : Log FTP Command Validation Configuration)

T TN a—T 4 U TIZONTHAR— MW DRI, ——HIZ) 2 h&Rh T
HFTPa~y RTEICHREHREMNIITHE I, VAT LAZRETDHZ EE2HERINLGE
DY ET,

A

FE P R— IO OIETRNRVEDY [FTP 2~ > ROMIERED 7 7 2 iték (Log FTP Command
Validation Configuration) | Z AN L7V T 7230,

FIP OV FOREERT— A2 b

FTP 22~ RIZKTAMIEAT — h AV FERET D L X12iF, HERORBRTA—F %2R
R=ZATRYI> THETEET, 22087 A—FWZ/3AF U OR BRZERT HIIE, B
FEAT— KA R TZD2ODINT A= a1 TLF (1) TRY>THRELE T, XT A—
BhERDya (11) THirE, INHEDONRNTA—ENET TS a L THLHIEERLET, /T
A—=ZEfHya () THxE, THHEDORTA—EINNETHDLHZLERLET,

FTP 50— 2 LCRIE LT85 A— 4 OWCERIET 5 FTP 3~ > K /55 A — ¥ BRFEA
F— b AV PEMERTEET,

FTP 2~ R /NT A—=HRRGEAT — b AL M TE 537 A—=F ZROFITRLET,

KEFTIPOI 2 KNS A—4

FERT AHN\TA— | EITESNH&EEE

3

int IRSNDNTA—=E PRI THLMENH Y £7,

number IRSND/NT A—=FP 1~ 255 OFIPFANOEE THLMLENH Y 77,

char _chars IRSNDNRT A= PH—ICFTHY . 73D chars 5IEUTHEE L= 305D
1 O ThLIULENRHY £,
7o & ZIE, MEESIHK char SBC 2 L Cmooe D a3~ > RIRGELZ EFKT D
&L vobE AV Y RONRT A—HR3 F s (Stream E— RZ7RT) | LF e

(Block E— R%&/R9) | F721E3LF ¢ (Compressed E— KZE/RT) &8 A

TWDEMNE I MPBBFES N E T,

date _datefmt _datefmt [T 4 DEENTWVWDEE, RINDH/NT A —F TEIETH D BN
bV ET,
_datefmt I c B FENTVDHA, RINDH/NT A =X [TLFTH D UEN
b ET,
_datefmt |2 U 7 FAVSLFHNINEENTNWDEE, RENDH/NNT A—ZILU T
FTNNLFINE—H L THDRMERNH Y 7,

77—y avEIuTFontyy ]



FIUr—vavEIyTateyy |

B /57 rirnomrrivay

FERTAHN\TA— | EITSNHEEE

3

string IRENDNTA—=ENLFINTHLLERH Y £7,

host_port IRENDHNT A—Z1E, RFC959 (Network Working Group {Z & % File Transfer

Protocol f{1#f) TERINTWIHENRABEA RN R —MNMEEFTHLILEND
D ij‘o

FEROROHELEVEIIGE U THAEDEAZLIZLEY., N7 4 v 7 2R TALENRDL S
ZFTP 2~ REELLBIET BRI A—FRFEAT— b AV FEERTE £,

N\

(GE)  TYPE 2~ FIZEARZED AL, XEAX—ATHATIZEN, £, XANOKA
RG U REAR=ZATHATLIEE N, =& 20E, char a1B TlE7Ze< char a | B EATILE
‘3‘0
BEErEYY

P R—L~YULD FTP A7 g v (22 2—3)
FTP a2~ ROKGFEAT— A b (25 =)

DS5A4AT 2 RURILDOFTPA TS a3y

HARNLFTP Y AT N 7077 A NVERETDHITIE, oA T ar2FEHLET,
F L a R Fuat v L—ANESENL WS, FOL S a iz ) etk v
=BT N EF A,

xy kI—5
FIP 7 AT FD 1 DL EDIP T RLAZIEET DL, 2oL 7 a2 LET,

1ODIP T RVAEREFET RLA 7avy 7 2BET 50, TOWNTANEITIEENLKD
BTV A NERRETEET, IBETE RN TEIL 1024 LFTY, T 741
N a7 AN EEGORRS5EOTa T 7 AV ERETEET,

7}77]‘/1/ b 7\1‘:” v — @ default %&Hﬂiﬂ"(ki\ }%IJ@&HO‘/ F_—= HL\"U T‘/*"’C‘\jj/{‘—‘éﬂfb‘
RNWE=H =GRy NU—7 BT A FOTRTOIPT RUABEEIND Z LICHERL
TLEEW, LMo T, T4 R —DIPT RVRAEEIET LR 7oy Z13EE
TET, FLEBETHLELDY FHA, Flo, HORY O —TZORELXEHICLED, +
RCEFRTT FLAFKR (00000 £720%2/0) 2HTIIZ LixTEEHA,

AIEZER (Max Response Length)

COF T arEHERLT, 794 T FRZIFTANDBFIP a~y RIZHEA SN HRRGER
FPIRELET, 2L, BRMRANy 77 A—R—Tn—2BHT&EET,

B 775—>avEFuTotuy



| 77u—vavETFUFntyy

FTP/Telnet 72— 4 DEEE .

=V 125:6 BT DB LENTEET AU MEERL, A0 T4 VBT, 2047
varyOERNNTy e ey LET, BALV—IREEORTE 22 LT EE0,

FTP /N7 U X5 fTD#H (Detect FTP Bounce Attempts)
FTP N\ v AW B 2T 2100, 2o 7T varw#ERALET,

=V 1258 HITHIENTEET AU MEERL, A0 T4 VBT, 2047
varOERNTy e Ray 7 LET, BALV—IVIREEORTE 22 LT EE0,

FTP /372 > A MEFR] (Allow FTP Bounce to)

FTPPORT =~ > F% FIP N U AL L L THRDRVEINDOARA ML ZNHDRA b ko
R— kDU 2 NERETHITE, ZOF T ar2EALET,

FIPO< > FTOD Telnet TR —7 a— FD#HE (Detect Telnet Escape Codes within FTP
Commands)

FTP 2~ K F % /LT Telnet 2~ ROMERH I NZHEICEOZ L2 BRHT DT, 20
FTarEEHLET,

=V 125:1 ZHNCTDHZENTEET, AU MEAERKRL, A0 T4 VERTIEH, 204
TraryOERN Ty Ne Ray T LET, RALV—VIREEDOHRKE 2R LT EIV,

EHRERFIZEEO Y Y REESR (Ignore Erase Commands during Normalization)

[FTP =~ RCD Telnet =A%~ —7 22— RO (Detect Telnet Escape Codes within FTP
Commands) | NERINTWDIGEIT, FTP b7 7 ¢ v 7 O EHULKEIZ Telnet D 3536 L UT
DHfEa~y REEETHIE, Zo4r7varvaHLEd, ZOREIX FTIPZ 747
MZ XD Telnet HE a2~ RORBFEIZ B L T DIMLERSY 3, —MRIZ, HTLWFTP
74T MITelnetiHE A~y REBGELLET 2, 1ZLEAEDOHNT T A7 2 M Telnet 1H
Fa~y FEOHT L RICERLTIEIN,

FTP/Telnet T — 5 DR E

\}

GE)

IOk v aid, Snort2 Y Fut vy Y TIEY £, Snort3 A 2 AR X OFFEHIC
DUNTIX, https://www.cisco.com/go/snort3-inspectors S L T 72& 0y,

TIAT L NIPEDFITP NI 7 4 v VBT —TFTH LI, FTIPZV AT DT T4 T
N Ta77ANVERETEET,

1R BRI

e WAL LB =y hR—=RARY =TT D%y bT—7 08, #Hxy NT—7 50K
Vo —lZho T IND Ry NU—7, V—r BXORVLAN DY 7ty k&—FKT

77—y avEIuTFontyy ]
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B rerenet 750

FIE

&M

ATvT2
ATvT3

ATvT4

ATvTh

ATvT6

ATy T17

ATvT8

ATvT9

FIUr—vavEIyTateyy |

B

X JE

B, Y72y b THDAZ EEMRLET, iFMICOWVWTIE, Xy NU—I T T 7
ANVDOFEMEREE B L T E &,

[R1) >— (Policies) 1> [7 % R HfH (AccessControl) 1 RHE L >[7 Y X%l (Access
Control) 1 Z&R LT[Ry kT—Y 2R >— (Network AnalysisPolicy) 1 %7 U v 7§
%0, [R1) — (Policies) 1>[7 7 X #l{#l (AccessControl) ] RH L >[RA (Intrusion) ]
ZER LT[Ry hT—=2 2R >— (Network AnalysisPolicies) | 227 UV v 27 L%,

GE)
HAZ ba—PFa—nZ, ZZIZUANENTWOBRDNANDT 7 ZAHIRRH D56
. 2FRORZREFHLTRY —IZT7 7R LET,

WETDRY —0ICH D [Snort 23— 5 > (Snort 2 Version) | %227 U v 27 LET,

WET 2RV v —oMRIch S [k (Ediv 1 (£) 227V v7 LET,

RPOVIZ[FR (View) | (@) RRSNDGE, REITHME AL IZELTEY . BEE
EHEFTDHHERDP DY FH A,

W]

FTES =23y RRVT[RE (Settings) [ #7 Vv 7 LET,

[TV r—var@Er) 7 et vY (Application Layer Preprocessors) ] @ T @ [FTP & Telnet

DAL (FTP and Telnet Configuration) | 23MEZHIZ 72> TV DA 11X, (A2 (Enabled) ] %7
Vw27 LET,

[FTP & Telnet®d# 5% (FTP and Telnet Configuration) | DRIZ&H H[#RE (Edit) 1 () 227V v
7 LET,

7a—/N)LFTP BE W Telnet 723> 21 =) OFIIIHES T, [/ B — LERE
(Global Settings) 17 v av D47 a 2R ELET,

Telnet 47" 3 > (21 ~X—2) OFAIZHE S T, [Telnet DF%E (Telnet Settings) (&7 2 a >

DAT v arEFEELET,

FIP —— 7 a7 7 A L ZEH L ET,

e F—=N—=T 177 A LOBEN : [FTPH—,3— (FTP Server) ] DFEIZH H[EM (Add) ]

Va2V 92 LES, 279472 FO1OUEDIPT RL A% [H—7 KL A (Server
Address) | 74— /L RIZFEEL, [OK] %27 U >y 27 LEF, B—DIP T RLAEET K
VAT ay 7, BHEWNEINEOWNTNEZIRE 23y~ TR -7V X ERET
XFET, FHETEDRACFEIL 1024 LFTT, 7740 5 RY —%F DK 255 i
DRV —HRETEET,

o —R— T a7 7 A NVOfRE  [FTP —/3— (FTP Server) | D FIZH DI AKX L 71

T 7 ANDEREFEHRT RV AZI Y w7350, [T 7405 (default) 1227V »27 LZE
7, [%E (Configuration) |7+ a VORELXZELETEET, F— =L ~LDFTP 4
Trary 223—V) ESRLTIEIN,

B 775—>avEFuTotuy
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| 77u—vavETFUFntyy
HTTP Inspect ') 7O+ v+ .

e —N—TuT A NOHIER : T T A LORRICH DEIER (Delete) 1 (W) %22 U v
7 LET,

AFYT0 FIP UV IAT v h 7urdrANEEHRLET,

IV TAT Y NTaT 7 A)VOEN : [FTPY 74 7 > kb (FTP Client) | DRI & 5 BN

(Add) (M %27V w7 LET, 2547 FO1OMUEDIPT RLAZ[Z 54T b
7 KU A (Client Address) 1 7 4 —/V RIZFEEL, [OK]Z 27 Vv 7 LET, H—DIP 7T
FLRAFEFET RLRATay 7, 50NN EIEm 2o~ TXE-
TUANERETEET, HETEDARALFHIL1024 XLFTT, 774/ R v—
HEORK25EORY o —E2RETEET,
I ITAT U N T T A NDRGE  [FTPZ 747 & (FTPClient) O FlZHH 707 7
ANDREFHT RV R% 7 Uy 7320, [T 74/ 5 (default) 15227V v 27 LET,
[ (Configuration) | X—Y TV T7ORELXELTEET, 7747 FL~LD FTP
F7rvar 26—V) EZRLTIEIN,
I TAT N T T 7 ANVDHIER : HAZ LT T 7 A VOIS H[HIFR (Delete) ]
(W) 22U v7 LET,

ATYITN EEORY —EERIZZORY) O —TI{To AR 2 HRFTHI120E, [RY —F#H (Policy
Information) %7 U v 7 LT, [A®E%ZE (CommitChanges) 1 %7 Vv 27 LET,
EHEEMEETIZRY =2 ZDFEFIZLESGEIE, MORY o—2fmET 5 L. REDOHEE
BRIZx Yy v oSN ERIIWEINET,

RDZRY

AL R R EERT A5 AIL. FTP BX Otelnet 7'V 7t v ¥ L—/L (GID 125 B &
W126) ZBMZLET, s WTiE, MBAL—VIREORTE] 22 LTLEX
U,

RELEELREMLETHRELEOREMZSRML TIEIN,
BMELEYY
LAY OB
e EEHE Xy NI R = ERARY —
(o) (o)
HTTP Inspect ') 7O+t v 4
A\

GE)  ZokZyad, Snort2 7V Futy IS TEED £9, Snort3 1 A7 X DOFEAHIC
DUNTIL, https://www.cisco.com/go/snort3-inspectors 2 L T 72 &0,

HTTP Inspect 7'V 7' ut v i, IROLHEZITWET,

77—y avEIuTFontyy ]
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FIur—vavEIyToevy |
B /o—uwmpEgErTL e

e X NU—7 LD Web —/N—[TiK(E &5 HTTP ER & Web h— =02 62595
HTTP 5% %7 22— RB X ONERILT 5,

« HTTP BHEDBE AL —IL DR T 4 —~< L A6 LD 7= 812, Web r— _R—{[ZEEES N A v
& — % URL. FEcookie ™~ #—, cookie~v X —, AV v R, Avb—URILDKZEa
A= MTHT D,

« HTTP BHEDZE AN —IL DT p—~ 2 A D712, Web r—_"—m B2 E LA
TR AT —HRAa— RN, ATF—HF A X v¥E— FEset-cookie ~ Z —. cookie ~
e JEERILOKE T R—% MIDIT 5,

+URI = a— FEOAREMNZ R ET 5,

s EHULT — 2 Z BV — A RIRIZEHATEX S L9105,

« JavaScript 2 EOFEDHDH AV V7 ML DKW ELZ KM L THiET 5,

HTTP F T 7 4 v 713 & F ERERN T a— RFENTWAAREMERH D, D2 &M, L—
N K i) 72 i O i & R EEZ LTV E 9, HTTPInspect (3 14 fH O 22— K&T 2 —
KL, HTTP NS 7 4 v I BFEBRBDOA VAR g o522 7 5N5 L 912 LET,

HTTP Inspect DA 7L = %, 70— VUIZERET D0, 1 DOV —"—TRETHMn, £/
Y — "= U XM L TRETDHILENTEET,

TV 7uat Y =V UFHTTP OEH L E AT — F L RAICETT A Z L ICHER L TLEE
W, DEV ., by FEMCTHTTP XFAZIEHLL, TCP A MU —A 7Y Zukw v Pz &
D B S 7 HTTP A D A LB C& £ 97,

fast_blocking

Snort /3—37 2 2 2.9.16.0 LA, HTTPInspect 7'V 7' at v 4D/ a— LkEL 7> 2 o Th
% fast blocking 47> a UNEASNE LT, 2O T varvaEfldosE, T—2N7 VT
SNDENZHTTP 7 —# ZMAETEET, ZHICkY, BREIZIPS V— V23 45 Z L8 T
. Tyl —ARNEREINET, T—FD7 I TRIZERN Ty 7 SO TERL,
AREZRIR Y R T my 7 ENET, ZOREF. A T4 VESIEREDNI /> THDHHEEIT
DHHARTT,

fast_blocking 473 a A HNTT HITIE, EARY 2—& LT [RKKHE (Maximum
Detection) | Zf5EL72Ry U =27 WA Y o —% T 20LERH Y £77,

2 8—/N)LHTTP EEfR{EA T3 >

HTTP Inspect 7'V 7t v %D/ 0 — )L HTTP 472 a UiE, 7V 7 at v Y ORERE % il
LEd, Web b — "R —F L LTHRESNTOWRWR— RN HTTP b7 7 4 v 7 2%ET5
56O HTTP ERUbZ G2 E 721X\ 212i%. ZoF T a v 2 LET,

WORIZEE LTI,

B 775—>avEFuTotuy



| 77u—vavETFUFntyy
so—nuHP Efitr T a>

o [JEHIBE O JEAFEMERR  (Unlimited Decompression) | Z AT 2 L, BEO 2 I v MR [T
faT— 2 O RKIES  (Maximum Compressed Data Depth) | 3 X O [[EMEfRERT — & DK

-

#E  (Maximum Decompressed Data Depth) 473 a > 25 HEIFIIZ 65535 1ZF%E SIVE T,

o IERMENE, [EHET — % O KIE S (Maximum Compressed Data Depth) ] 7213 [JEREMARER
T — X D KIES  (Maximum Decompressed Data Depth) | D23 72 2551 H S E

7,
T T FIN DXy T =T HHARY v—

FUT A2 a— LR —DOFy NT—7 58— U2 L > THERH X1
H.MMOB AR N Fy NT— TSR —

PITFOMBATT ) 7at o L— A RNERINNTWRWGEAE, 7Y a 37 Fat v
JL— LB EM T BTV ER A,

EELZHTTP Y —/\D#&H (Detect Anomalous HTTP Servers)

Web $—/3— R— k& LTHEINL T RWAR— MIEEFE SN HTTP b7 7 ¢ v 7 7203
ZOR—=KNTZELIZHTTIP F 7 7 4 v 7 2 LET,

\)

GE)  ZoFFvariEt AT HEA1E. [HTTP & E (HTTP Configuration) ]~<—3 T, HTTP
T4V I EZETDHTRCOR— IRV —R"T a7 7 A VT A FENTWNWD I & ERERL
TS, fERETICZoATvary bHETLITY) Yaty Y L—LEFNNTH L,
P—R=LDWDBEHED N T 7 4 v 712> TANY "B ERENET, T 744 FOY—
N—TFa 77 A2, HTTP F T 7 4 v 7 IR SN 5T TOR— FREEHLTH
TN, ZOT T ANEERLTELGEIE. ANV FOAEREZY ST2OIZHOTm 7 7 A1
WZENLDR— M EBINTHINERD Y 7,

=V 120:1 ZHENCTDHZENTEET, A XU MEAERKRL, A0 T4 VERTIEH., 204
TravOERNN Ty Ne Ray P LET, RALV—VIREEDOHRKE 2R LT EIV,

HTTP 70X 4 —/\—D#&H (Detect HTTP Proxy Servers)
[HTTP 7' v % > O H%ZFFA (Allow HTTP Proxy Use) | A 7Y a U CERIN TR 1
Xy P —N—Z TS5 HITP b T 7 4 v 7 2 LET,
=V N9NT ZHEINZTHZEMTEET, ANV MEERL, A T4 VRATIR, 20
FFvarOERNTy e Fry 7 LET, BAL—VIREORTE 2L T ZE0,

EfET—42 ORAFES (Maximum Compressed Data Depth)

[JEAET — & O (Inspect Compressed Data) | (3 X OMEE T, [SWF 7 7 A /LD JEAGERRERR
(LZMA)  (Decompress SWF File (LZMA) ) 1. [SWF 7 7 A /LD JEHMEMEE: (Deflate)
(Decompress SWF File (Deflate) ) ], F72I&L[PDF 7 7 A /L DJEAEf#EER (Deflate)  (Decompress
PDF File (Deflate) ) 1) BENRGEC., JEMMRERT 5 EMET — % OF KT A X2 E L E
D

77—y avEIuTFontyy ]
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EMEMERT—2 DR KES (Maximum Decompressed Data Depth)

[JEAET — & O (Inspect Compressed Data) | (3 X OMEE T, [SWF 7 7 A /LD JEAFARERR
(LZMA)  (Decompress SWF File (LZMA) ) ]. [SWF 7 7 A /L DJEAEfRER (Deflate)
(Decompress SWF File (Deflate) ) ], 721X [PDF 7 7 A L DJEAEf#EER (Deflate)  (Decompress
PDF File (Deflate) ) ]) B AZRGEIC, EBULENTERET —F ORRA X2 ELE
7

H—/N\—LAR)LOHTTP EfRitA T3>

P N—= L X DF TV a s E, TG — N —TLICRET D, TRTOY—3—
WL T e—VUZRET DD, FE— "=V XA MK L THRETHIENTEET,
Flo, FRIEROV—R"—T 077 A VEFALTINGDOFT > a VERET H0, £
THHAOBREO =—XIZ5bETEINCGRET 2 Z LN TEET, InboFTvar, £
XINBDF T a v BRETHT 74NV TaTdZ 7 A NDIOEEH LT, hF 74907 %
EFAET D HTTPH— 3— KR — b, ERELT DV —N"—5EA m— FD&E, BLOERET
LTy a—ROXATERELET,

UTFOHBHTT ) 7aty P L—ANERENTWRWES, 7Y a7 et v
JL— LS BB T H IV TWER A,

Networks

1 DU EOY—R—=DIP T RLAZRET DI, ZOFTva vz 2HHLET, 1 2OIP

T RVAETRET RLA Ty 7 Z2BET 50, TOWTINETITE ST NGRD 1~ TX
o7V A MERETEET,

FIFNEN Ta Ty A NEEDT T T 7 A NVOEEEITEK 255 TN, X5, HTTP

== U R MK 496 307 (K26 M) 2505 LENTE, TXTOH—n—7F
077 ANMIHLTEFH 256 DT FLA = M) 2 EETEET,

7:77]‘/1/ b 7\1‘:” v — @ default %&Hﬂiﬂfk}:\ }%IJ@&_OA/ F_—= 7\]_\09 T‘/_”C‘\ﬁ/{‘_‘éhflﬂ
RNWE=H =GRy NU—7 BT A FOTRTOIPT RUABBEEIND Z LICERL
TLEEY, LERST, T74NMF R —DIP 7 RLAEIZCIDR 7 v 7/ L7 4
JARITRETET, FREBETIVNELDHY THA, £72, HORY —CTZOREEZEHA
L7720, +_T&2FTT FLUAER (0.0.0.000 F7201%::/0) ALV THZ LT TEEH
Ao

Ports

TV TaktyY P UNHTTP T 7 4 v 7 B IESYLT DR — b, R— " ESNERD D5
BlX. hr~TREY 9,

A4 XBEDT 4« LY K (Oversize Dir Length)
RESNZELIY LEVWURLT 4 L7 FU 2B LET,

B 775—>avEFuTotuy



| 77u5—vavEIFuTntyy
H—R—LALOHTTPEREA To a2y ||

BEINTE-ESIVLEVWURL OERA 7ot v bR RHE LB AIcA Xy REER L, A
VIA VBT, By FE Fey P LET, 7B, = 11915 AT LE
j—o

22472k 78—0FSE (Client Flow Depth)

[Ports] TEFHRINTWNWDLZ TA T MUHTTP T 7 4 v 7 T, L—/LZ XV BREIND raw
HTTP X7 > FOAA Mg (R LESXAM v — R TF—2%25) ZHELET, L—LAD

HTTP 227 Y b—)b 72 5 AT H o TERA v B =V OREOE D PREIN DG
i, [Z7 747 b 7r—0O%S (Client Flow Depth) JI13i@EH S E A,

RONWTIINEHRE L LT,

c EDEICE > T, ®HIDONT v FTHRED A, MR ESNLET, &ADO Ty FOA
A MEBFEEDAA ML D 0GEIE, ATy MeEEPIRAESET, fBEShk
X, BZ7 A Meshie Ty b ERER SN Ay FOWGIZEA SN D Z LIZiE
BLTLEEN,

F-. HI00EFBETHE, BEIE. 2L DI FTAT Y FNERAY X —DKDVIZHHK
& 72 HTTP Cookie DA AR ¥ a UBHEBREN D Z LICHEBE L T EE 0,

C0EFETTDHE, TRXTCOIIAT U MIN I 74 v 7B EINET, ZHZiEEYy v
VINOBEE Dy SR EEIL, BERGAIIEAN, PO EREBZAZEEH D T,
ZOOEIFNNT == AT BAREENDH A T EIZHERE LTI,

-l BFRTETHE, 7I7AT L MIOTRTO NI 7 4 v 7 DERINET,

Y—/\—TJ0—0FEE (Server Flow Depth)

[Ports] THEE SN2 —/3—MIHTTP F 7 7 4 v 7 T, L—/LIT XV &S5 raw HTTP /X
7y NONSA N EFRE L £ 9, [Inspect HTTP Responses] 2N %) CTdb 2 5A (X raw H L &2
A B— R Z 4, [Inspect HTTP Response] XA XN T 555513, raw JSERT 1 D IR
HEINEJ,

Server Flow Depth (%, [Ports] TEFE I AN TWDHH—S—f{IHTTP F 7 7 4 v 7 T, /L—/LIT L
DREINDEYy v a v NOraw P —N—8E T — X O A MIERRELET, 20473
VEMERALTC, HTTP ¥ — =GB T — X DA VAT 2 a v DL ~YL R T g —< U ADN
SURBRTETCXET, L—ANOHTTP 2L T Y 73 a L > TERA vE— Dk
TEDERY DVRAL S D %A 1%, Server Flow Depth (336 H S v EH A,

7747 b 7a—@O%E (Client Flow Depth) & 1XHE72) | — — 70 —DH X (Server
Flow Depth) Tl&, /L— VB BET 534 bMEZ, HTTPESR N7 » F 2L Tlid/e <. HTTPJ&
BZEDNAAL MEELTRHRELET,

KONTNIPOEEZIEETEET,
o« IEODfHE :

[HTTP A Ok (Inspect HTTP Responses) |23 B TH D554, raw HITPILERT 4 D
HDPRAE S, raw HTTP ~v X —[IpE S Et A, £z, [JEMET —% ORA (Inspect
Compressed Data) | NEZITh DI5E1L. JEMMERT — 2 bREINET,

77—y avEIuTFontyy ]
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[Inspect HTTP Responses] 2N B Th 256, raw 37 v b AL LA m— A& S h
£

Yoy a VDIRENA NEBREOE LY LR WEAIL, 0y a T, L—iZ
£V WEITSECTEE AT v MZblzo ) TRTOINE T v EBRERITHA SIVE
T, By a VDIREANAL MEBTREDHELY b2 WIEE, Oty a T, L—LIZ
X0 (MBS U TEEUN T v MZbiz-> ) #8EDARAL MR T RBESHET,

Flow Depth DAEAN /NS WA [Ports] TER SNV TWD T —N—I KT 7 1 v 7 kIG5 L
T H—/LC, MR ARAETDAEEERH Y 9, ZNoD/L—LDIFE A EIZHTTP
R LERIFar Ty (ZhEE < ORAIHER L 7 — % OO 100 314 FNIZH
DET) ZRtHELET, BEAHLOESIX3003 MR TR, AL 1 X3
RHZENHY T,

BEINMEIT, B A Meaniz 7y b EFER SN2 v hORIFICEHE S
HTEICHERE LTI,

0%FET D E, [Port] CEZESNTWVWADTXTCOHTTP Y — N~ N T 7 4 v 7 TRy
FERBREINFET, ZHUCiTE YT 3 U TD6553534 FE D HREXRIEETF—4 ¢
EENnES,

ZOMEENT =~ AT ET HAREDRH D T EITEBE LTSN,
o-1:

[Inspect HTTP Responses] 23 B ¥ 72 555 . raw HTTP R L7210 23 A& S 41, raw HTTP J %%
AT 1 IIRESNET A,

[Inspect HTTP Responses] 23X T 2 5. [Ports] TEFR AL TV DTN TOH— S—4l
N7 T4y 7 3B ENET,

Maximum Header Length

[HTTP JHZ O Fids (Inspect HTTP Responses) | 23A %) CTd 2354 1%, HTTP K, 35 L OVHTTP
JIGET, HESN TV DRANAS MLV bREWLWAy X —T7 o — L RERELET, H0%24H
ETDE, ZOFT T a PNENCRDET, TNEANTLHOEOEERRELET,

=V 119:19 ZFNNCT D ENTEET, AU MEAERKL, A0 T4 VERTIE, 2o
F 7 a v DERNTy hE Ry LET, BALV—/IRIEEORE 22 L T 7E I,
BAAN YA —% (Maximum Number of Headers)

HTTP B R T~y A =N ORELZBLZ TWAESICFOZ 2B LET, B0 2 ET
BHeE, ZOF T arNERIRDET, CNEANTEZOIEOEEZIEE L E7,

=L 11920 ZFNCTHZENTEET, ANV MEAKL, AT VERTIE, 2o
F7FarOERNN Ty e Ray 7 LET, RALV—IIREORERTE 22 LTLEI0,

B 775—>avEFuTotuy
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RARAR—X# (Maximum Number of Spaces)

W0 7= TOARAR—ZAOEMPHTTPER O Z OB/ ELZE LD, BLTWAEAICFOZ L
PR LET, [0 ETHE, ZOF T a rNENCARVET. ZNEAENNCTHTD
EDEEEELET,

= 11926 EBENCTHZENTEET, AU MEAERL, A1 TA4 VRERETIE, 20
AT a v OERS Ty e RFey 7 LET, BALV—VIRIEEORE 22 L T E 30,

[

HTTP 2 54 7 2 b RT 4 DMHEDIFEE (HTTP Client Body Extraction Depth)

HTTP 27 AT » FERD A v =V BT 4 BT 254 MIEREE LS. RAV—/V
%1%)5‘51 L/VCEFEEHZ&?‘_‘& %’f*ﬁﬁﬁ_é 121X, content EJ/ LB protected_content F—U— % [HTTP
7747 v kAT 4 (HTTP Client Body) |47+ a3 v & HITHINL 9,

IIAT v N ART 4 W DHIE, -1 EBELET, 7947 N AT 4 2R
W&, 0ZFRELE T, IR ONAS MREFRRET D&, VAT A NRT =< U AWM T
LIENHLRICERLTIEEN, £/2, BANL—/AVTHTITP Y 747 s A7 4 (HTTP
ClientBody) 14 7' a UDMERET H7-0DITIE, 0000 XV REVEEZFEET 2L E R HDH Z &
WCHEE LT ES,

INEWF ¥ Y Y4 X (Small Chunk Size)

F v I BNSNERREIND YA XDTKRANA MIEEELET, EOMEERELET, |
0ZfRET DL, BER/NESE 7 A FOEGEORENEN Y 5, FEMIZ OV T,
[Consecutive Small Chunks] 47"+ 3 &S L T 72 S0,

Consecutive Small Chunks

Ty IEn L a—REFHT 577947 N NI 740 2T —R"— T T 1 w7
THREICKRETHD RS ND, T /ST ¥ 7 OEHEELET, [Small Chunk
Size] &7V a L, INERTF ¥ ORKRYA XERELET,

e ZIE 1031 FULFOF ¥ 785 oifge L CW5D Z L AT 512id, hEanF ¥
27 %A X (Small Chunk Size) 112 10 Z5%&E L, [#Hfcd 5/NS\WF ¥ 2 (Consecutive Small
Chunks) 125 Z%ELE7,

KEO/NSITF X2 7V PDREENDHGEI A XU FEERK L, A>T A4 VBT, EXON
o b Ruy X LET, T5IKE, 29478 877497 DOHRIET) Tak v —
V1927 2N L, == FT T 4 v 7 OEEFL—V 12007 ZHINZLET, hEn
F ¥ 7 ¥4 X (Small Chunk Size) | BHEZTHY, ZOF T arNOELIFTITRESN
TWOHBBIZINODL—VEGINCT DL, RESNTY A ZXUTOTXTOF ¥ 7 TA
N MR MY - LTHERAENET,

HTTP /& (HTTP Methods)

VATAEANNT T 4w 7 THRET D ETFHIEND, GETEB L OPOST UAND HTTP ER X YV
RERELET, BEOMIID >~ TREY £7°,

77—y avEIuTFontyy ]
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BANL—/LTIE, HTTP AV v RO T Y B BRT D702, content 7203

protected content % — U — R23¥HTTP Method 514t & I &4 E 3, GET. POST, B L
VCZOF T2 a V TRESNTNDAY v RUANDRA Y v RIScT 7 4w 7 THRIBSNDHGE
AR NEAERL, A T4 VBT, BNy ME ey LET, 512, —
L1931 ZANCLET, BAL—AVREORTEEZZR LTI,

No Alerts
BEHET 7 7ut oyt b— 3 EITHDIHEEIC, BAALX MEESIZLET,
A\

GE) ZOF S ait, HTTPOEETF XA N L— L EHHETAE TV 7 M A— L E S LE
A,

HTTP Ay #—®MIF#R1t (Normalize HTTP Headers)

[Inspect HTTP Responses] 3G 2 Tob 255G 1%, BoRAH L &R L L T cookie 7— & D IE
WAL DA 22720 £9°, [Inspect HTTP Responses] N A XN TIEAE WG AT, TRk AH L EIRE R
Hi LT cookie & ¢e HTTP W LD ERILBA AT/ £,

Inspect HTTP Cookies

HTTP ZR FLH L5 @ cookie DI 2B 202 LEF, F7=. [Inspect HTTP Responses] 734 %h
ThHEEIL, AR L O set-cookie 7 — % OHIH ANV £9°, cookie DR A AR
BYEE. 20X TV a v ERNCT D LT A —w U ADBEELET,

Cookie: 33 L W set-cookie: DR LA, R Lﬁi@%gﬂ@x/\ﬁ—x . BXUAH LATORE
@ crur 1, cookie D—# TR A LO—HE L THREINET,

Normalize Cookies in HTTP headers

HTTP 23R FLH L @ cookie D IEFALZE B ZNZ LE T, [Inspect HTTP Responses] N HZNTH 55
Al IE R LT set-cookie 7 — % DIEHUL R ENZ eV £, ZOF T v a v RIRT 5D
HILZ, [Inspect HTTP Cookies] Z#i®IR T2 LN H D £,

Allow HTTP Proxy Use

F=H—%5 Web —/"—%Z HTTP VX% L L THATE Lo LET, 2047 g
%, HTTP ERDA A7 v a v TORMER SN ET,

Inspect URI Only

IEHUAE 472 HTTP ER X7 RO URL [ DAz A L E T,

Inspect HTTP Responses

HTTP JEEDPEEA VAT > a U RNEMCARY, 7V ety i3, HITP ERA v —
DOF a— R EEHIEOMIZ, V= PN LB AT a DI EE T 4 — )L R
EHHLET, ZoFTva ezl T o, W&~y H— KT 4, AT—HAa— K7

B 775—>avEFuTotuy
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ENVAT AL i & E T, F£72 [HTTP Cookie DA (Inspect HTTP Cookies) 1734 %N
235A L. set-cookie T —# Ll S E T,

AR NEAR L, AU TA4VEBETIE, By 2 Rey X LET, T5121F, v—b
12022 21203 2RO LS5 ITHEMC LET,

RE:HTTPIEEIL—ILDA VARG 3

JL—JL LTDEBFIZR) H—F 3
120:2 E4h 72 HTTP ) D AT —H 2 a— RRFEAE L £9,
120:3 HTTPIGEICiZ 2 Ty Y EERdEREz a—FT o VT EENER A,

UTF T > 3— F® UTF-8 ~MD1E#R{t (Normalize UTF Encodings to UTF-8)

[HTTP J&E Df5Ar (Inspect HTTP Responses) | 23 %) Td 5354 HTTP I8 C UTF-16LE,
UTF-16BE, UTF-32LE, 3 XU'UTF32-BE &> 21— R &, UTF-8IZIES b S E 7,

UTF ML N R LT3 B A X hEERR L, A v T4 VBBRTIE, Ny hE Rae vy
ZLET, TAHICE, L— 1024 AR LUET,

EfET—42 O®RE (Inspect Compressed Data)

[Inspect HTTP Responses] N H % T D56, HTTP LA R T 4 TO gzip 3 X O deflate A1
T — X DEMRER & . EFUE SN ERERERT — 2 DA AT va VIsEENC R £, v
AT DI F¥ 7 HITPIRE T — 2 LT ¥ 7 HTTPIGE T — 2 2 RE LT, VAT A
E. BEIDIG U TEED Ty Mo ) EMEfERT — 2 %237y MBI THRAELE T, 2%
0. VAT LRRIRD Ty NOEMRRT — 22 A VAT g L OTEDICHEEIEL T L
EH 0 FHA, [JEMT—% O KIES (Maximum Compressed Data Depth) ], [JEAEfERRT —
DI RIES  (Maximum Decompressed Data Depth) ], £ 7213 EMET — % OOV ICBIZET D &
JEREREBRDE T L E T, [MEHIFRO)JEMEAEER  (Unlimited Decompression) | &3 L TV e
BlE, [P—3— 7 —0OEE (Server Flow Depth) [IZEIET 5 & JEMERT — X DA A
Ry va T LET, EMEERT — % ZRET 5I1T1E, file data /b—J)L F—T— R &l
HTEEd,

AR IEAR L, A T4 VBT, By e Rey X LET, 7512, v—b
120:6 £ 120224 RO L S ITHNZ L E T,

R7I:EBENT-HTTPIEEIL—ILDA VAR 3y

JL—IL LUTOEBEIZ NIH—F S
120:6 [EffE S A7~ HTTP IS DJEMEN R L £ L=,
120:24 JEAE S AV72 HTTP & OE B 72 Mg S R L E L7,

77—y avEIuTFontyy ]
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EFIFRDOEMEREFR (Unlimited Decompression)

[Inspect Compressed Data] (35 X OMEE T, [Decompress SWF File (LZMA)], [Decompress SWF
File (Deflate)], & 7=1% [Decompress PDF File (Deflate)]) R AR 5E. HEE O 7 v Mablz-
T [Maximum Decompressed Data Depth] 734 —/3—F 4 NShvE$, 2FD, ZOA Tz
WK, RO Ty MThlz 2 BHIROEMRER SN2 3, ZOoF T a r2H%)
WCLTH, H— 7y FNTO [JEMET — ¥ O KIE S (Maximum Compressed Data Depth) ]
F X JEMERRRT — # O RKIES  (Maximum Decompressed Data Depth) ] IZIX#2E L 7an 2
CICEBELTLESY, ., o T vara/oict s e, BEOa v MR, [JEHE
T =X OFKIES  (Maximum Compressed Data Depth) | & [[ERMEf#ERRT — % O KRS (Maximum
Decompressed Data Depth) ] 73 65535 IZEXE SN D Z I HERE LT EEW,

Javascript ® IE71E (Normalize Javascript)

[Inspect HTTP Responses] 23 2072354 HTTP LA R T « N TO Javascript D & ERH L%
AR LET, 7V 7ty Hid unescape BAXLS® decodeURI B4, String.fromCharCode # >/
R 72 E O #EGiAL Javascript 7 — % Z EB{L L E T, 7V 7'm& v HiL, unescap. decodeURI,
6 L O decodeURIComponent BN DR DT 22— R & EHL L 7,

.« %XX

 %uXXXX

e OxXX

« \x XX

< \uXXXX
FU Fut vy IR T A A=A L, 1| DOAX—ZZFEHILLEST, 24 S s
YIEMTH DG, RIET 14—V R TIL, #EFifk Javascript 7 — & TEFA T 2 i A ~— A
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120:18 HTTP r— =037 747 NEDROBNCETINE T,

120:19 HTTP oI a T Y EREERTWET,

120:20 HTTP IS D a T oy a—F 4 VI RNEERTWET,

120:25 HTTP GBS e~y X — DI LB E ENTWET,

120:26 HTTP J&&E A~y X — ORI IERITAH Y 7,

120:27 HTTP JGEIC~y F—DRENEEN TV ER A,

120:28 BNRT X 27 FA ZDRAE LI, FIBTF v 27 P A XOBICRER
LFRENTVET,
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) T, FEOR T —arTars Y aEm#E LT, RiEb7 portmap GETPORT 3R % F51E
THIET, ZOWEERHLET,
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RPC 755 A2 MELO— FD#HE (Detect fragmented RPC records)

RPC 77 7 A MELa—Rafii LET,

=1 106:1 & 106:5 Z T D EMTEET AN FEAERL, AT A VRETIE,
ZOAT Y arDERNT Yy ba Fuy 7 LET, RAV—REORE 2R LTS
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1/ FOEHLI— FO&YE (Detect multiple records in one packet)

ARy b (ETIEEER S LN b)) TR, O RPC ZoRZ M L £,

N— 10625 HINITHZENTEET ANV MEERL, A T4 VERTIE, 2047
VarvOERNTy M Ry LET, BAL—/VREBORE 2R L TIEIN,

173 0AV EBAD TSI A2 MELO— FEETDRE (Detect fragmented record sums
which exceed one fragment)

BUED/NTy NEEBZ DB SN 777 Ay Meba— REZRIBLET,

N— 1063 FINITHZENTEET AN MEERL, A T4 VEBRTIE, 2047
VarvOERANTy M Ruey P LET, RAL—/VREBORE 22 L TEIN,
15y FDY A XEBADE—T55 A2k La—FDO&H (Detect single fragment records
which exceed the size of one packet)

oMy a— REmHLET,

= 1064 B TDHILENRNTEET AU FEERL, A0 T4 VBT, 2047
varOERNTy NMe Ry LET, RALV—VIREEORE 2SR L T E30,
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ATy 1 [R)I— (Policies) 1>[7 %9 A #lf#l (AccessControl) | RHEL >[7 Y X HIfH (Access
Control) ] Z&IRL T2 6 [y FT—2 2K o — (Network AnalysisPolicy) 1 %7 U v
73 %0, [RY— (Policies) 1 >[7 2 £ AHI{H (AccessControl) | RHE L >[BA
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ETZRY > —DREIZH 5 [Snort 23— 5 > (Snort 2 Version) 1 %27 U v 7 LET,

WRET HRY —DfIChH 5 [fRE (Bdit) 1 (F) 2270 vr LET,

RPOVIZ[FR (View) | (@) RRINDGEH, REITLME AL IZBLTEBY . REE
EESTHHERDPD Y £ A,

W]

FES—T 3y RRVT[RE (Settings) [ #7 Vv 7 LET,

[77V/r—arEr ) 7 at vy (Application Layer Preprocessors) | @ F @ [Sun RPC D
fi% (Sun RPC Configuration) ] 2NERNIZ72 > TV DAL, [A20ME (Enabled) 1227V v 2 L
£

[Sun RPCOA#f% (Sun RPC Configuration) ] OREIZH 5 [fik (Edit) 1 () 22V v s L&
D

SunRPC 7' 7ty DA 7 g (48 —) THHINTWIRELELLET,
BEDORY —HEEBIZZORY =TT AW 2 RAFT 5121, [RY —1FH (Policy
Information) %7 U v 7 LC, [ %Z#E (CommitChanges) 1 %7V v 27 LET,
EHEAEABEETIZRY =2 ZDFFIZLESGEIE. MORY o—2RmET 5 &, EOHEE
BICH v v v a SNEETIIHEEINET,

RDEZRY

AU RERER L, AV T VRITIE, BTy b ey T LET, TABA.
SunRPC 7' 7 H 4 b— (GID106) ZAMT LET, FEMICOVTIE, [RAL—
MRIEDRE ] #BRLTL ZE0,

cREEHE LRI L ETRELLOREMEZSRLTIZEN,
EErEYD
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DUNTIL, https://www.cisco.com/go/snort3-inspectors & Z M L T 72 &0,

Zov s aviE, Snort2 U Fut v IS THEEY £, Snort3 A AT H DOFEMIC

Session Initiation Protocol (SIP) X, A v #—FX v N T L 7 =—, ~LVF AT 4 T2 1
VAR U RN A=V T FTA TN Ty ANMBIEIRED T TA T NT T r—
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varol AN EOaZ—WFIZRL, 12U EOEYyaroa—Lory Ty AR, B
KXOT 47X Rt LET, & SIP EROD method 7 —/L RIZEROHZ R L,
Request-URL [ZEBRDEEHEPFRESNE T, & SIPINEDAT —F X a— L, EREN
T varyDOfERERLET,

SIPZMEM L Ta—Aity M7 v 7ENTE, REOFFB LV ET A X 5 i@(5 % Real-time
Transport Protocol (RTP) IZX WMLERENET, By a O ZDOHmE, 22— F ¥ R,
T2 Ty, FEFEF/ETA T =5 Ty RVEMEIND Z 013 H Y £, RTP T,
T—=EF X RN NRT A= XA T—var, kyva V@M, BLOEY Y a Ly ~ORF
DI, SIP A »E&— 7RT 1 T Session Description Protocol (SDP) Z{# ] L £9°,

SIP 7’V Zut v TR O EEIT L ET,
«SIP20 FT7 7 4 v 7 DOF a— RBLOSH

*SDP T — X WHEAET DHARIXIOT =X 2G5 SIP ~y X —L A vtB— KT 20
L. I L7 T — 2 25%0OA AT 9 DDl )V—)L =D N T ET

s ROWRENHBH EN., IaT 27 ) T at vy v—ABNERRGEECA N N AT 5
« SIP /37w NN DR L BEE O Mfis5

JEFEARREEE S TWAa—/L L —A U R Eiira—)L — R
e a— )L F ¥ VO (F ST a )

) 7akytid, SIP A vb—Y RT 4 ITHAAEN TS SDP X v —JIRENTWD
AHAR— MZESWTRIP F v X NVEZi#AILETHMN, RTP 72 hajb £ AT g V& FET
LEFA,

SIP 7’V Zut oV ZMHAd5EEE, ROBIZEELTLEES N,

«UDP 3%, SIP CHR—FENDAT 4T By a a2k LlEd, UDP A U —A
ORMLERIZ LY, SIP 7Y Yoty izt LSIPEy v ay Ty R IR LENF
T,

¢ SIPL—/L F—U—RIZED, SIP X7y b~y X —FF A v -V RT 4 2 LR
L. B SEBEDSIPA Y v RELIFAT—F XA a— ROy MIRETX T,

SIP 7)) JotvyHnxr T3y
WDF T a T, 1005 65535 34 FOIEDE AR ET 5000 ZHE L T, Bh#ET 51—
APEIZENTNDME I DI DLT, A7 a DA Xy MEREZENITE LT,
« B3R URI D&KE (Maximum Request URI Length)
« J—JLID M&FRKXE (Maximum Call ID Length)
s BRBDODRAKE (Maximum Request Name Length)

« EETOHRAE (Maximum From Length)
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« EEXDHRAKE (Maximum To Length)
- BADZAE (Maximum Via Length)
EREDERKRE (Maximum Contact Length)

VT UYDRAE (Maximum Content Length)
UTFOMHATTY 7oty L—ABERINTWRWESE, A7 a 237 ) ety
J— LSBT HDILTOER AL

R— bk

SIP h7 7 4 w7 BRETDHHR—FERELET, 0~65535 DEKAFETCEET, HED
R— EEEBETI2HEE. P ~TRED 9,

Methods to Check

BT 2 SIP A Y v FZELET, RIRTHRAETRSNTNDSIP A Y v FERETEE
—g—O

ack, benotify, bye, cancel, do, info, invite, Jjoin, message,
notify, options, prack, publish, quath, refer, register,
service, sprack, subscribe, unsubscribe, update

Ay RTIIRLF ENCFEREINENEE A, A Y v REAIITHET, B, FRCF 2
T&ET, TOMORKBRLTFIMEATEETHA, BEORAY v RERETIHEIE, ho~T
Xy £,

HLWSIP A Y v RSB ERINDAREENRH D720, REICIE., BEEEIN TV RNGE
FTLTFHINEeEODH I EMTEET, BEERINTWD 21D A Y v REBIO 11 @D A

Yy Regte, RRRMEDAY v RRVAT ATHR—-FENET, RERBOAY v Fai
ELESEE, VAT ATENEAEHE L £,

/El\§+32ﬂE@7( M b4 Hdi\ :g)j_70“/3 \/&:*E‘/ﬁiﬂ‘a_éf M P4 ]\O)ﬂiﬂ:\ {é)\ﬂ/‘—/l/’c‘sip_method
F—TU—RFEFEHLTHRETHIAY Yy FLEENDLIZLITHEELTIES N,

tya v HDA A4 7O H&AE (Maximum Dialogs within a Session)

AR =ty ralNTHREINDFIA T T ORKREERELET, Z0HIVEDF
ATaTPERSND E, XA T a7 0BB, HESNNTWDARKELTFIZRDET, kbl
WHE AT a7 PBIBIZEIBRINET, 1~ 4194303 DB AFEETE ET,

=)V 14027 AT H LR TEET, ANV MEAEKL, A T4 VRATIE, 20
FFarDERNT Y e Rey P LET, RAL—/VREORE 2L T EIV,
3R URI A EK (Maximum Request URI Length)

[Z5R URI (Request-URI) ]~y #Z— 7 4 —/)L ROBRKFBENA "EEEELES, L—b

1403 NAENTHLEE, URIBEWE A XU hEERL, AT VBT, BT v
e ka7 LET, . [ERURI (Request-URID) | 7 4 —/L NiE, FROFEIEDO SR FE7-0%
N—=UERLET,
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Maximum Call ID Length

[ERFEITEED 2 —/L ID (request or response Call-ID) ]~ & — 7 1 —/L KO KHFRN
A MEERELET, L—L 1405 AN TH LA, Call-ID BNEWE 42 FEAR L,
A T4 VERTIE, EXNry bERr Yy LET, . [2—/1ID (Call-ID) 1 74—V F
k- T, ERROIGEND SIP ¥ v ¥ a U —FISH# S £,

Maximum Request Name Length

FRA THR SN KA, AT LET, ERLAIE, CSeq h 7 W7 v a VIDITHRE
INBAY v ROAHITY, L=V 1407 RE/ITHIHE, VIV XA MEREVNE A XU b
BERL, A T4 VEBETIE, BNy e Ruey T LET,

EETDOHRARE (Maximum From Length)

FRF IS E O 15558 (From) |~y & — 7 4 — )V RTHERINDL AL MEfRREL
EFT, L= 409 DBAENTHL5E, [FEL (From) [BAEWE A X2 MEERL, 417
A VIBHTIE, RNy b ey LET, o EEL (From) [ 74—/ RiE, Avt—
TORGM AT L ET,

Maximum To Length

PR F IS ED [EEH (To) |~y ¥ — 74—V RTHFRINDRANAA NIEFEELE
T =L 14011 AR T H56E. [EEE (To) 1 BRENWE A XU FEARL, 174
VT, BNy bR Ry LET, o EEEL (To) 74—V RiE, AyvE—TO
ZEMERRI L ET,

Maximum Via Length

FORFIIIISED [RHE (Via) |~y F— 74— )V RTHERINDIRKAA MEAEFRELE

T, =L 140:13 DAEZTH DA, [BH (Via) |8 EWE A XU MEER L, A TA
BETIE, Xy b Rey X LET, o [[BH (Via) ] 7 ¢ —/b RIIEERNTZ &5 3
APREIN, IWEOLGAIIZEEERPIRINET,

Maximum Contact Length

FURE 72 ITISE O [HfESE (Contact) |~y & — 7 4 — /L RTHFAE SN DKL MIERE
LET, =L 140:15 WERTH %G, [EAEE (Contact) | ARWE AN AR L,
AU T4 VEBTIE, ERNry bE Ry 7 LET, o [HERESE (Contact) 1 7 4 —/L RiZ
I, RO A v E—VICONTOEMEIELZIEET D URI SRS ET,

Maximum Content Length

FREFIISEDA v E—Y RTF A DAL T Y TCHREINBERAL MIEEELET,
L=V 140:16 WA THDIHE., IV T Y NENWE ARV MNEAKRL, A1 T4 VBT
X, BNy bERar Yy LET, .
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BEIETH T—4 Fr I %S (Ignore Audio/Video Data Channel)
F—B FX X)) NT T4 I DA AT g EANERITENCLET, 20473
VEENCTAE, TV Tut v HIXFOMDIET —FZ F Yy RASIP R T T 4 v T DA AN
I3 a v EEITTADTEE LTI,
EENEYD

SIP F—U— R

SIP 7Y Ot vyHDETFE
A

GE)  ZokvZvarid, Snort2 7Y Fat vy Y TEEY £97, Snort3 A A7 X OFEMIC
SUNTIE, https://www.cisco.com/go/snort3-inspectors Z ZH L T 72 &1,
Fig
ATv 1 [R) >— (Policies) |>[7 Y X%l (AccessControl) | RH L >[7 7 X HI{H (Access
Control) ] Z &R L T 5 [y bT—2 2R o — (Network AnalysisPolicy) 1 %7 U v
7350, [R)— (Policies) 1>[7 9 £ Xl (AccessControl) ] RHL >[BA
(Intrusion) ] ZFIRNL THH [Ry FT—Y 2R >— (Network Analysis Policies) % 7
Uy 7 LET,
(G¥)
NABR ha—HFa— 2, 22T A RSN TODRAD/SRASDT 7 & ZHIRB D 556
3. 2FBEHONXRRZMFEHAL R >—IZT7 7 8ALET,
ATY T2 WHWETDHRY > —DRIZH S [Snort 23— 3 > (Snort 2 Version) (%227 Y v 7 LE T,
ATYT3 WETHRY V—DRICH S [fRE (Edit) 1 (£) 227U v s LET,
ROVIT[FETR (View) | (@) EREINLDGE. RETEHNAASL VB LTEBY, RiEZ
R DHHERNH D /A,
ARTY T8 FEF—2 3 NRLT[ERE (Settings) %27 V7 LET,
ATV TS [TV r—var@r V) 7atk vy (Application Layer Preprocessors) ] [ @ [SIP DF%E (SIP
Configuration) ] 23EZHIZ72 > TV DAL, [A2ME (Enabled) 1227V v 27 LET,
AT v T 6 [SIPOFEE (SIP Configuration) ] DREICH 5 [MatE (Edit) | (£) 22U vs LET,
RT9F1 SIPF Y Ty hotrrar (513—2) ORI TH T v a v E2ERLET,
RTYT8 REDORY —fERIZZDORY —TITo e ERERFT DI12E, [V v—1F#H (Policy

Information) | %7 U v 27 LC, [£H%ME (CommitChanges) |47 U v 27 LET,
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140:1 TV 7ty RNE=H—LTNWESIPE Y Y a v OER, VAT LATHR
SNHERRETH D,

140:2 SIP %3k C [k URI (Request URI) | #ZHE7 1 —/LV RINZETH D,

140:4 SIP ER F721IIGE D Call-ID ~y ¥ — 7 4 —)L KINETH S,

140:6 SIP B3R F 7 1TRE D CSeq 7 4 —/V KDL —4r U AFBAEA, 231 A5 D 32
vy MFE LEETIEAR,

140:8 SIP R F 72130 D [4{E7c (From) | WMET 4 —I/V RRZETH D,

140:10 SIP R F 721 HIGE D [EF5H (To) |~y F— 74—V RRETH D,
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SIPEREZIFNED [TV F (Content-Length) |~v % — 7 4 —/L K
WCHRESNTWAEE —E LR,

140:19 7T at Y NSIPIED [CSeq] 7 4 —/V KD A Y RAEFRIHK LR,

140:20 SIPH— 3=, ARG A v =Dk L TF v L P EEE LR,
Z Ui InviteReplay s R KEBEDIGAICHRAT 2 Z LITHEE LTI E &N,

140:21 FEOH LSERESNDRNC, By a VIERNEE S5, ZhidFakeBusy
FERBEBOLGAICRAET D2 LITEE LTI ESN,

140:22 EAT — A a— RN 3IHTOBFE TR,

140:23 [T #47 (Content-Type) |~ X — 74— /L NiZarT oY #A
TFREEINTEBLT., AvE—Y RTFAIWCT—EREENTWVS,

140:24 SIP N— 3 A 1, 1.1, 2.0 TRV,

140:25 SIP BR T, [CSeq] ~v X —THEINTAY Yy REAY Y R 74— /L KR
—H L7220,
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AU RN FXY RN T TV T A=AV ART Vg DDV —L Y R
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nEJ,

143:2 TV Tty bREGHREREROR S ARHT D L. A Xy M ERS R
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e
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Y

GE)  Zok'Zvasidd, Snort2 7V 7 uaty S TIXEY 97, Snort3 A AT X OFEAHIC
DU TIE, https://www.cisco.com/go/snort3-inspectors 2 ZH L T 72 &1,

GTP U 7ut vy NGIP A~ R A vt —V%F=oF—TFT B R— FEEETAIZIE. RO
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RFC 2821 (Network Working Group (Z & % Simple Mail Transfer Protocol {f4£) TlX, =~ K7
A U ORKRFEE LTS B3 RIS TVET,

DA T a AT AEANR MEAKR L, AT A VBT, BNy PR Rey L
FT, FITHICE. — 1241 EEDCTEXFET,
ANy S —1TDEARE (Max Header Line Len)

SMTP ¥ —4% RH TN ZOEL YV EWEAICFOZ L2 LET, T—F ~v X —1TD
ESZBRHELARWGEAIE, o 2EELET,

ZOF T a AL TANY hEARKL, A T4 VERTIE, Ex N7y M Rey 7L
F9. BT, = 1242 BEON 1247 # BT LET,
EETORAKE (Max Response Line Len)

SMHmKﬁﬂ DIEXLYEWGAICEDOZ LB LET, BWEITOE IR LARWEGES
I, o ZEEELET,

77—y avEIuTFontyy ]
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RFC 2821 TiL, JEBITORAKE L L CS5R2 BRI TWET,

=V 1243 EHNCT D E, ZOF T a iCBLT, BIORMREBEOa~ > RTA Dk
KE (AltMax Command Line Len) 147> 3> (Al TWHEE) ICBELT ARV b
AL, 474 VBT, Ty e Rey 7 LET, 2752 ENTEET,

REODaTU FS54 Oz AE (Alt Max Command Line Len)

BEDa<Y FOSMIPa~< Yy RIAL VN IOELYVEWGRICEOZ L ERELET, BE
Liza<wr Foa<wr R4 0 EEBRELARWERIT. o 2lELET, 2D~ Rigk
LT, SFESERT 74V TAVERREENTOET,

ZOBRTEF, HESINma~v L RO [a~vy RI7 4 Ok KE (Max Command Line Len) ] @

BREEA—NR—F 4 FLET,

N—V 1243 TN THE, ZOF TV a AL T, BIOPSEFITORAE (MaxResponse
LineLen) | A7 ay (Ao T0WAEE) WL TAXNV NEAERL, A T4 V8
BICIZ., B3y bE Ry LET, 2I7H2 R TEET,

;M7 a< > F (Invalid Commands)

INbDa~y RN 747 MINLOEESNESGEICTDOZ L et LET,

=)V 124:6 ZHMNCT D E, ZOFT v a icBLT, BIO[EY 2~ K (Invalid
Commands) JIZEAL T ARV FEAEKRL, 1 T4 VBT, BNy a2 RFuy 7L
£, BITHOIENTEET,

BE#7a~< > K (Valid Commands)
TOYARNDavwy REZFALET,

ZDYRARMNREOHETH, ) 7uty L VHFTINDIEG87 2~ Rid, ATRNAUTH
BDAT DATA DEBUG EHLO EMAL ESAM ESND ESOM ETRN EVFY EXPN HELO HELP IDENT
MAIL NOOP ONEX QUEU QUIT RCPT RSET SAML SEND SIZE SOML STARTTLS TICK TIME
TURN TURNME VERB VRFY XADR XAUTH XCIR XEXCH50 X-EXPS XGEN XLICENSE

X-LINK2STATE XQUE XSTA XTRN XUSR T,

N

GE)

RCPT TO B L U MAIL FROM 1L SMTP === RC9, U Zut v HRETIE, a2~ F4
RCPT & MAIL X FENFUEAENET, 7V 7oty ¥ida— RN TRCPT B L UNMAIL %
FElWwawy R4y 7 LET,

=)V 1244 HHNCTDHE, ZOF T a IZBLT, BIO[ES a2~ K (Invalid
Commands) |47 ar REFEHLDEE) IHLT ARV MEAERKL, £ T7A BT

=N

BTy M Fry 7 LET, 275 2N TEET,

F—4& 27> K (Data Commands)

RFC 5321 {233 < SMTPDATA 2~ NIC k35T —X DRE LR U HETT — X EE 2B
Tha<wr REBEELET, #oa~vy NiZAL—ZATKREY 9,

B 775—>avEFuTotuy
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Binary Data Commands

RFC 3030 (23:35< BDATA 22~ NIZ k57 —% OE(E LU FIETT — X X525 4hT
hawy REEELET, oo~y RIZAR—ZATREY £,

Authentication Commands

24T EBEOY—A"A—M TR LT a3~ FEfRELEY, #oa~F
IFANR—=Z TR £,

Detect xlink2state

X-Link2State Microsoft Exchange /N 7 7 7 —4% F—"—7 a0 —WB&D—HTH L/ v M &
MHLET, A TA VBT, YATAIINLONRTry he Ry 77528 TEE
D

ZOFTa T AEARCIEARL, A T4 VBT, By bR Rery L
9, EITOITE, —v 1248 AT TE T,

Base6d 71— T 4 > MRS (Base6d Decoding Depth)

[7—% % 4L (Ignore Data) | MR Th H85H . 4 Base64 =2 = — K MIME &1 A —/Lifk
77 ANDPOHHELTCT a— TR MEEHEELE T, EOENOIEET5000%
FBELT, 9XCPD Basebd 7 — X %7 23— KL ET, Base6d 7 — ¥ #MHITH121%, -1 245
ELET, [IgnoreData] WIEIRSNTWOSGES, 7Y ey HIr—447a—NLEREA,

4 TEID U2 WIEOMEIX, RIZKEZ W4 OFEIZEIY EFonsd 2 EICERE LT EEN,
7277 L 65533, 65534, B L ON655351% 6553212800 FiFbnE+,

TOF T arBENTHBES. L—A 12410 ZENCT B L, Fa— ROKRKRFC A
VREERL, AT VBT, BNy e Ruy P LET, TAHRIENRTEET
(Lya— R TV B HART —F BHHH L TV B EHE7R EI0T 2 — RVRIT 5 2 L2

ZOF T a st BIEENEA T Y a v [MIME T a2—F ¢ 7 OFZME (Enable MIME
Decoding) ] J:U\ [MIME 7 2 —7 « > 7 O RKOES (Maximum MIME Decoding Depth) ]
OROVIHEREINET, BEIlLShIhbDoF 7 a ik, BEFEORARY > — T3k G A
P2 MERFT 5 AT & e PR — S THEd,

1-Bit/8-Bit/Binary Decoding Depth

[Ignore Data] WX CTH D H5E, 72— FEMLEL L7V MIME &1 A —/VIRfH 7 7 A4 v
ST 2R AA MEERELET, TROORM 77 ANV 24 711E, TE Y b, 8By
b, ATV BRORSEISERYATAN—=F arT oY 247 (FL—2TF A b, jpeg
AA=Y mp3 7 7 ANRE) Db ET, EEEZIE ATy NNOTXTOTF—Z 243
LT 0oxEETCEET, T a— R T —F¥x=®HT5121%, -1 ZFEE L £7, [Ignore Data]
NERINTWBESE, 7V vy HIs—2 2B LETA,

77—y avEIuTFontyy ]
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Quoted-Printable Decoding Depth

[Ignore Data] 23 &%) TH H3FE . 4 quoted-printable (QP) T =— K MIME &1 A — Vst
T ANPBHH L TT a— N 2R MERELET,

1 ~ 65535 31 NEIRET D, £2E, X7y hOTRTOQP=ra— R F—X %7 a—
RT2HEAIF0 2B ELET, QP a— KT —F 2 WA 521X, -12EELET, [T—
X AL (Ignore Data) | BWEERS LTV A G, 7V ety Hidr—4 %7 a—RFLEHE
/Uo

TOF T arBBENTHLES, LV 124:11 ZEINCTSH L Fa— RORAKERIC 4 X
YREARL, A T4 VBT, BNy e Rey T LET, TH52ERTEET
(mra— RB#ES TOHHERT — 4 DR L TV D547 LICT a— RIS 5 2 & 28
HVET) .

Unix-to-Unix (UU) T a—T 4 > DFES (Unix-to-Unix Decoding Depth)

[Ignore Data] NN TH 554, 45 Unix-to-Unix (UU =2 22— R) T A — VIR 7 7 A4 v
SHIH L CTF a— R 55Kk MAERELE T, 1~6553531 b &FRET HH. £7203,
Ny hOTRTOUU Ry a— R TF—¥%7a— RT555F0%EELET, UUx
a— N7 —2 BT 5I121%, -1 Z28BELET, [T — % 284 (Ignore Data) ] 38R &4 TC
WoaEgE, F) Ity T — 45T a—RLERA,
ZOF T a U BNEHTH DS, IV 12413 EANCT D L, T a— ROKMBIFIZ A X
VREARL, AT VRERTIE. BNy hE Rey T LET, TAHRZLERTEET
(mra—FPRRRSTVAEERT —#BHHE L TCWAGEER LT a— RBRIT 5 Z &2
b ET) .

MIME i#5ft 7 7 1 JLAD A4 (Log MIME Attachment Names)

MIME Content-Disposition FL{H L7>5 @ MIME ¥sft 7 7 A VA Ot 263, By v a v
THERESNDTRXTORAALXRNY N2 ZDO7 7 A NVAHICEEEM T ET, #5077 A Va0
R— I TWET,

IOFTa v BENTHDLIHEE. BRAAXR FOT—T )N Ea—0D[ET A —/VIHFT (Email
Attachment) ]2, A X2 MIBHEMITONTWDE 7 7 A WA RRRINET,

ZEET7 FLRAMDOY (Log To Addresses)

SMTPRCPTTO 22~ R HLDZEHDETA—/ T RLAOMMHEFEHIZL, By ar
THERINDTXTORAAL R MZZOZEHET FUAICEEMITE3, HHOZEENY
A—hFEET,
IDOFTLarPENTHLIEE. BAARY FOT—T NV Ea—D[E T A—N%{EH (Email
Recipient) 152, A X2 MIBHEAMT DN TV AZEENERINET,

B 775—>avEFuTotuy
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swrp 7a—roizE

EEZHT7 FLRADOY (Log From Addresses)

SMTPMAILFROM 2= R LDOEEFEEDE A —NL T RLUAOHMILEFNICL, By 3
VTHEMRENDTRTORAA R MZZOREET R AZEEMTET, HEOEREET
RUARYER—FEINFET,

IOFTLarPENTHLIEE, BAAR FOT—T NV Ea—D[E T A—/ViEEE (Email
Sender) 1T, A X2 MIBEHEMIT O TWAEEENRRINET,

ANy & —00a%5 (Log Headers)

EF A=V A LOMEZANCLES, SN0 FMUT, [~y F—Dr 7 OERS
(Header Log Depth) JIZHRE SNV TWAMEIZ L » TkED 7,

% —TU — R content F£721% protected content EEHALT, BT AN~y ¥ — T —X %N
= LTHERT2RANV=VEERTEET, RAAR Ny b Ba—i, S
NIZBEF A=~y S =REIRSNET,

Ay F—DOJDERSE (Header Log Depth)

[Log Headers] AN TH D56, T2 RH LOAAS MIEZIRELET, 0~20480 /31 k
ZIEECEET, HOEZBETD L, [~y & —Dnr” (LogHeaders) | 2NN/ £,
EErEYY

AR a7 8 LU protected_content ¥ — U — RO 5[5

SMTP 72— FDEEE

FIE

\}

GE)

DUNTIE,  https://www.cisco.com/go/snort3-inspectors S L T 72 &0y,

DR aviE, Snort2 U Fut v I THEEY £, Snort3 A AT F DOFEMIC

ATy 1 [RY— (Policies) 1> [7 7 X Hl{Hl (AccessControl) ] RE L >[7 ¥ X Hl{#l (Access

Control) ] Z&IRL T 5 [y bT—U2H K1) o — (Network AnalysisPolicy) 1 %7 U v
7350, [RY)— (Policies) 1>[7 9 X flfil (AccessControl) ] REL >[BA
(Intrusion) ] ZFRNL THH [Ry FT—Y 2K >— (Network Analysis Policies) % 7
Vw7 LET,

GE)
HAZ ba—Fa—L |, ZIIICUARENTODEEHIDNSNA~DT 7% ZHIBRH D56
I 2FBHORZREHHLTCRY —IZ7 7 A LET,

ATy T2 WHETDHRY O —DRIZH S [Snort 23— 3 > (Snort 2 Version) (%227 Y v 7 LET,

77—y avEIuTFontyy ]
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ATY T3 WETLHRY O—ORICH D [RE (Edit) 1 () 22V v 7 LET,

RPOVIZ[FR (View) | (@) RRINDGEH, REITLME AL VIR LTEBY . BEE
EHTHHERDP DY R A,

i

ATY T4 FEF—2ar 70 RUTHE (Settings) 127V v7 LET,
ATy TS [TV r—var@r)7at ¥ (Application Layer Preprocessors) | @ T [SMTP D% iE
(SMTP Configuration) ] 2350272 > TV D4 1E, (AL (Enabled) 1227 U v 27 LE T,

AT wT6 [SMTPOFKE (SMTP Configuration) | DREIZH H[fE (Edit) ] (£) 227U v 27 LET,

ATvTT1 SMTP 7Y Tty Hhod7var (66 5—) ORI TAHT v a VEEELET,

ATV T8 HEOR) —ERIZZORY =TT EEERFT DI, [RY >—1F#H (Policy
Information) %7 U v 7 LT, [£EZME (CommitChanges) %227 U v 7 LET,
ERAEABEETICRY V=2 ZOFEIZLIZGAIE, MORY O—ZfRET D L. REOHE
BICF Yy v SNTEATIIWEINET,

RDBERY

c AN REERL, A2 TAVRBTIE, ERAY Y b Rry T LET, &7,
SMTP 7Y 7t v 4 b—b (GID 124) ZEMCLET, FEMICONTIE, TRAL—
MRIEDRE] 2BRLTL S0,

HRTEAETZEBMLETHRELTORMZSHELTIEIN,
EENEYD
LA Y OEH
MO EAETE  Rry NI R Y —EEBARY v—

SSH ')y Jaotv
\Y

GE)  Zot'Zva L, Snort2 U ety Y TXEY £7°, Snort3 A AT X DFERIIC
DWW TIE, https://www.cisco.com/go/snort3-inspectors & 2 L T< 72 &0,

SSH 7 U 7ut v % Tid, ROKELBHLET,
e F X LUV VARV ANy Ty F—N"—Tpa—x 7 ZA7FaA b
*CRC-32 =7 X7 A |
*SecurecCRTSSH 7 A4 7 > F Ny Ty F—nN"—TJu—x /7 XA7aA L
e 71 h IR —EL

« RIE72 SSH A v &E—T D )]

B 775—>avEFuTotuy
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s A=V a U L ERE 2 BOTRTOR—Y 3 T

FXYLVTV VAR A Ny Ty F—="—T7a =8 L CRC--32 HEITWTILE T — D%
AT HOT, B bENTWET, WITHOKETEH, 20KBE A EL D b RE 72
NA B — FRREETF ¥ L VEZIZH—ANCEEINE T, CRC-32HEBOXR LR DDIT
SSHNA—V g 1 OHRTHY, FY Lo LARVANRNYy Ty F—N_"—Tn—x /7 XA aA
FOXRE/2DDILSSH AN—T 3 2 ORTT, N—Ta VIFHNE, 'y v g OBGE
WCHARONE T, N— a3 VXFFNOENERE, ZOmGFORBEIXFRRICHDIE T,

SecureCRTSSH =7 A7 v A k& 7'a k2 LR—BIB X, ERBANIHEREZ X2 T 4T
RFELELY ETHLEEITHELET, SecureCRT =7 A7 1A FTlE, HFHEICEWT 1 haL
ID XFHNR T T4 7 > MZEFE S, ZTURRRTNRy 77 A—_"—Ta—03%4ELET,
v harftc—#lx, SSHZ FA T T 7V r—yaRnNdaT SSH Y — N TG L
L LS. FRE—ARE 2 ITA T FONR—=T g VB EFR B LRWESICRELE
7T

SSHZ U 7utv¥id, HBEOR—FERIEIR—FDIUVARNTI I 74 v 7 ZMET DI, £
721XSSH N7 7 4 w7 ZBEIICHRIT 2 X5 ICRETE ET, BENL MUSETHET
W ER DI FAb T > R ES e, F8E/NT » MIUZET 5 £ TIOAA MIODTRERK
WA MNEEBZDET, SSHENT 7 4 v 7 OREBENFATSNET, R MEBIT-GE
IZ, CRC--32 (SSHAA—Varl) WEBFLITITF¥Y LV VARV ANy T 7 F—"—T 10—
(SSHX—V 3 2) WBENRBAELEARINET, 7YVt yhid, FELTWRWNY
ATHEN—=T g L FRR2UNDONR—D g U SIFFNE T A 2 L ICERE LT &,

SSHZ'Y 7t vHTiE, 7h— 74— ARBEPUIBI NN LIZHEBE LTI ES,

SSH oy JotwyynA T3>

WDOWNTNPNEETEE, ) Tavoidky i a DT 7 4 v OBRELEEERLE

—g‘o
s ZORDWE ATy BT, ==L 7 T4 T NHTHBDREZHEMTON I G, #
focidfitT L& 97

« AR OB SAL T v POBITET DHNC, [P S—IWER R0 E ERE SN A
%% (Number of Bytes Sent Without Server Response) | (22 L7256, ZO%G. WEN
bolcb D LHESNET,

[Number of Encrypted Packets to Inspect] (23T 5 £ TOHNREY —S—ILEIZ XD . [Number
of Bytes Sent Without Server Response] 73V &> h &, /"7 > M BT FBFATLE T,

IR SSH O ) 7at v 4O EGITHM L E T,
o [—s3— A — | (Server Ports) ] : 22
* [Autodetect Ports] : off
* [Maximum Length of Protocol Version String] : 80

* [Number of Encrypted Packets to Inspect] : 25

77—y avEIuTFontyy ]
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o [P =R E N W FE FEEE S 7231 b (Number of Bytes Sent Without Server
Response) ] : 19,600

AT g ANTTRTHEY T,
ZORTEH, VTt EAR - 20N T T oy FTERELET, oF Y HERH
NESTH A0, EEDOR—FTORBELZ LET,

2. ROWTNDNRETLE, 20T oty I T 7 40 v 7 OBEEZELLE
ﬁ—o
« VT AT v FR2SHDOEFAL R v B EEE LD, TXTORT v FOT—H E5HD
19,600 NA FATFThHoTe, BT/ oTBEESNET,

c VT AT RN, 25 HDOEFEA b N R T 19,600 31 FEBR AT —XEEELE, 2
DL, ZofldE Yy a U SSHA—V a2ty aryThdid, P Faky
FIXZDOKBRF Y L L ARV ARy T 7 F—_"—Ta—WEThHhH LR LET,

ZoBOFY TatyPit, FT T 4 v ORLBEEFICLLTORNAREL TWENE I bk
HLET,

«80 XA FEVEWA=T g U XFINCEY F Y H—L LTHEA SN — = F—r3—
77— (ZHL SecureCRT =7 A7 a A h&RLET)

e 7 h A )LDOAR—E
s FRo - Mz A Ny k
BBIC, 7YV 7avyPit, A=V a 1 £RF2U84 0T R_RTON—D g VT E BB
R L ET,
DLTFOFRBHTT Y 7at v L— A RNERINTWRWEES, A7 a7 ) Fat v
JL— LSBT BTV ER AL
#—/3— 7R"— + (Server Ports)
SSHZY 7at vy YN T 74 v 7 2RETHLENSODLAR— MEBELET,
1 OOFR— ), BEFR— 2 ~TRY -7V A NERETXET,

Autodetect Ports

SSH F 77 4 v 7 ZHEIWICRIE T2 K527 ey b 2RELET,

ZOF T a U PRRIRENTWDEE, 7Y Faty I TR TO T 7 4 v 7 T SSH /3 —
ValrFErEMELET, AT ATy MIb == Ry M AA—V s UEE
DEENTORWEGAX, WEMEILLET, B ThoGE, 7Y Tty i [h——
AN— 1 (ServerPorts) | A 7> a U THESNTWD N T 74 v 7 EITEBREL LT,
BETHESIE/Nry FOZRAKE (Number of Encrypted Packets to Inspect)

tyvarbizDA N — ARSI NERESROE LTy NOBERRELET,

B 775—>avEFuTotuy
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IOFT T arE2Bull@ ETLE. TNTOMT T 4y 7 OE@EPFFAIENET,
BRAROBE 5L Ty FOBERS T L. —HOBENRHINRIRDILEBHY £7,
BRAX RO ST > FOREELT & N T —~ U A THERELE KT T RN DY F
j—O

Number of Bytes Sent Without Server Response

SSHZ AT 2 M3, IWERLTH = N"—IZFETE RN, MEEELET, ZORK
NA MEEBZDE, FXLUVVARVA Ry 77 dA—R_—T 0 —L8F /-3 CRC-32 K
BpRESNET,

TV Tty Y RNFy LV VAR ANy T 7 A== T7 a0 —F72 [T CRC32 =7 A7 1
A4 FEBBRET 2581, 2047 a COEEESLL TSN,

Maximum Length of Protocol Version String

P N—=DNN— g U FHNORKTE N MRETRELET, ZOEEZH A5 &, SecureCRT
TIATaA P ERRINET,

Detect Challenge-Response Buffer Overflow Attack

FY LD LARVANRYy Ty F—_—Tn—x 7 A7 SOBEE2EDEZITESIC L
9,

ZOFTa T AEARCIEARL, A T4 VBT, By bR Rery L
FI, EITHICEE. = 1281 EEDCTEET, SFTP v a vidn— 1281 % ~ U
H—FHBENHHZ LITEE LTI EE N,

SSH1 CRC-32 IxE M #&H (Detect SSH1 CRC-32 Attack)

CRC32 =7 AxA7aA NOMRMEENELITENICLET,

ZOFTa T AEARCNEARL, A T4 VBT, By bR Ry L
F4, BITHITIE. —V 1282 ZHEENCTE £,

H—/N\—F—N\—T70—0D%HE (Detect Server Overflow)

SecurecCRTSSH 7 A 7 b RNy T 7 F—R_—To—xr 2704 sOMEZ2ERNE - 118
N LET,

TOF T a A ARC NEER L, AT VEBTIR, By bR Ry FLET,
T5HITIE, —V 1283 ZHEENC L ET,

7O Fa)LF—DEE (Detect Protocol Mismatch)

7u harA—EomHE R EITESIC L ET,

ZOFTaiTETAEANRNEARL, A T4 VBT, By bR Rery L
¥4, 217910, V— 1284 ZEHNCTXFE T,

77—y avEIuTFontyy ]
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ELLBEVWAYyE—UARIDEE (Detect Bad Message Direction)

o740y 2707a—FRRELLRWGES (DFE0, HEESNDZY— =BT TF74T 2k
FIT4v I EERLIZD, 74T IR =R~ T T 4o BERLZD LTZBE) O
HEADE T ITEICLET,

TOF T a T EANRC NEAR L, A TA VBT, By R Ry L
9, ZITOITIE, —v 1285 AT TE £,

BEORAO—FIZELLBWRSO—F Y4 XD#KE (Detect Payload Size Incorrect for the

Given Payload)

SSH Y% v MIIEEEINTEE IR~y X —IZEEISNTWASHELTFETAEAR., Ay
TNV EBETONDSIEE. DFEVRELERSSH Ny X —Z R TE L0 T —Z R0
B ED, otz fa— KA XD 7y o E a0 E I3 LET,

ZOF T a il T AR REARKRL, AT A4 VBETIE, BRANY Y AR Rry L
F9. EITOIE, —L 128:6 EHCTE ET,
ELLBGEWNA—=D3 0 R M) VT DS (Detect Bad Version String)

AN THLIEAS, TV 7oy, BELTWRWESTHEAA—Vg 0 1 £2032 L4540
N=q VTFINERET D Z EITERE LTSN,

ZOFTa BT AN MEAERL, A0 T4 VRBITIE, EXNT Y e Fry 7L
F9, EITOITE, —L 1287 AN TE ET,

SSH 1) oty HnikE
\)

CE)  ZokZvarid, Snort2 7 Fut vy HIZYTIEDY 9, Snort3 A A7 X OFEMIC
DU TIE, https://www.cisco.com/go/snort3-inspectors & 2 L T 72 &0,

FIE

ATy F1 [R1)— (Policies) |>[7 4 tA#IE (AccessControl) | RH L >[7 2 X #lfE (Access
Control) 1 Z&IR L THE [Fy FT—U 54K o — (Network AnalysisPolicy) | #7 U v
73 %0, [RY— (Policies) 1 >[7 2 £ XHI{# (AccessControl) | RHE L > [BA
(Intrusion) ] Z#INL THH [y FT—Y 27K >— (Network Analysis Policies) % 7
Uy 27 LET,
GE)
HAL ha—HFa— L, ZIIZY A RSN TWBIRPID/RASNDT 7 & AHIRB B D355
i, 2HFHOARZEFHALCRY =277 A LET,

ATV T2 WHWETHRI —DRICH D [Snort 23— 3 > (Snort 2 Version) 1 %227V v 7 LE T,

B 775—>avEFuTotuy
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ATvT3

ATvT4
ATvTH

ATvT6
ATy 717
ATvT8

sst7yFatyy ]

RET H2RY —DMICh S [fRE (Bdit) 1 () 2270y 27 LET,

ROVIZ[FR (View) | (@) RRINDGH, REITLME AL VIR LTEBY . BEE
EHTHHERDP DY R A,

i

FTES—va s NRT[EEE (Settings) 127 U 27 LET,

(7 7V r—a g7 Y 7 rt v (Application Layer Preprocessors) ] @ T @ [SSH DA/
(SSH Configuration) ] AN 72> TV DA, %L (Enabled) 1227 U v 7 LET,
[SSHOHERL (SSH Configuration) | DREIZH 5 [#RtE (Bdit) | (#) 22U v 7 L%,

SSH 7V 7atvyHhotrvar (133—2) ORI AT a v E2EFLET,
BEDORY —HEERIZZ DR =TT AR ERET LR, [RY —F#H (Policy
Information) %7 U v 7 LT, [£EZME (CommitChanges) |27 U v 7 LET,
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